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Regulatory Approvals

FCC Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation.

This equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio communica-
tions. However, there is no guarantee that interference will not occur in a particular installation.
If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one of the following measures:

Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

Consult the dealer or an experienced radio/TV technician for help.

To assure continued compliance, any changes or modifications not expressly approved by the
party responsible for compliance could void the user's authority to operate this equipment.
(Example - use only shielded interface cables when connecting to computer or peripheral
devices).

FCC Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum distance of 20
centimeters between the radiator and your body.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may cause
undesired operation.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

The antennas used for this transmitter must be installed to provide a separation distance of at
least 20 cm from all persons and must not be co-located or operating in conjunction with any
other antenna or transmitter.

Channel

The Wireless Channel sets the radio frequency used for communication.
Access Points use a fixed Channel. You can select the Channel used. This allows you to
choose a Channel which provides the least interference and best performance. In the USA
and Canada, 11 channel are available. If using multiple Access Points, it is better if adjacent
Access Points use different Channels to reduce interference.
In "Infrastructure" mode, Wireless Stations normally scan all Channels, looking for an
Access Point. If more than one Access Point can be used, the one with the strongest
signal is used. (This can only happen within an ESS.)
If using "Ad-hoc" mode (no Access Point), all Wireless stations should be set to use the
same Channel. However, most Wireless stations will still scan all Channels to see if there
is an existing "Ad-hoc" group they can join.

CAUTION:

1) To comply with FCC RF exposure compliance requirements, a separation
distance of at least 20 cm must be maintained between the antenna of this
device and all persons.

2) This transmitter must not be co-located or operating in conjunction with
any other antenna or transmitter.
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Chapter 1
Introduction

This Chapter provides details of the Wireless Network Camera's features,
components and capabilities.

Overview

The Wireless Network Camera has an Integrated Microcomputer and a high quality CMOS
digital-lmage-Sensor, enabling it to display high quality live streaming video over your wired
LAN, the Internet, and for the Wireless Network Camera, an 802.11g Wireless LAN.

Using enhanced M PEG-4 technol ogies, the Wireless Network Camerais able to stream high
quality video and audio directly to your PC. The high compression capabilities of MPEG-4
reduce network bandwidth requirements to amazingly low levels.

A convenient and user-friendly Windows program is provided for both viewing and recording
video. If necessary, you can even view video using your Web Browser, on avariety of software
platforms.

oy t Wirslaas B hamal
-l . Metwork Camera

Ramaota PC Remota PC

Figure1: Wireless Network Camera

Features

Standalone Design. The Wireless Network Cameraiis a standalone system with built-in
CPU and Video encoder. It requires only a power source and a connection to your LAN or
WirelessLAN.

Suitable for Home, Business or Public Facilities. Whether for Home, Business or
Public Facility surveillance, or just for entertainment and fun, the Wireless Network
Camera has the features you need.



Multi-Protocol Support. Supporting TCP/IP networking, SMTP (Email), HTTP and
other Internet related protocols, the Wireless Network Camera can be easily integrated into
your existing network.

Easy Configuration. A Windows-based Wizard is provided for initial setup.
Subseguent administration and management can be performed using a standard web
browser. The administrator can configure and manage the Wireless Network Cameravia
the LAN or Internet.

Viewing/Recording Utility. A user-friendly Windows utility is provided for viewing
live video. For periods when you are absent, or for scheduled recording, thisapplication
also allows you to record video to an ASF file on your PC. Therecorded filesarein a
standard Windows Media format, and thus usable by awide variety of programsif
required.

Motion Detection. Thisfeature can send you an E-mail when motionis detected. The
Wireless Network Camera will compare consecutive frames to detect changes caused by
the movement of large objects. This function only works indoors due to the sensitivity of
the CMOS sensor. If desired, a short video can be included as an attachment to the E-mail.
Flexible Scheduling. Y ou can limit access to the video stream to specified times using
aflexible scheduling system. The Motion Detection feature can also have its own schedule,
so it isactive only when required.

Periodic Video Uploads. If desired, the Wireless Network Camera can periodically
upload a short video fileto your FTP server.

Audio Support. You can listen aswell aslook! Audio isincluded with the video if
desired. Y ou can use either the built-in microphone or an external microphone.

Internet Features

User-definable HTTP port number. Thisallows Internet Gateways to use “ port
mapping” so the Wireless Network Camera and a Web Server can share the same Internet
IP address.

DDNS Support. In order to view video over the Internet, users must know the Internet
IP address of the gateway used by the Wireless Network Camera. But if the Gateway has a
dynamic IP address, DDNS (Dynamic DNS) is required. Since many existing Gateway's do
not support DDNS, this functionisincorporated into the Wireless Network Camera.

NTP (Network-Time-Protocol) Support. NTP allows the Wireless Network Camera
to calibrate itsinternal clock from an Internet Time-Server. This ensures that the time
stamp on Video from the Wireless Network Camera will be correct.

Security Features

User Authentication. If desired, accessto live video can be restricted to known users.
Userswill have to enter their username and password before being able to view the video
stream. Up to 20 users can be entered.

Password-Protected Configuration. Configuration data can be password protected, so
that it only be changed by the Wireless Network Camera Administrator.

Wireless Features
Standards Compliant. The WirelessNetwork Camera complies with the IEEE802.11g
(DSSS) specifications for Wireless LANS.

Supports both 802.11b and 802.11g Standards. The Wireless Network Camera
supports both 802.11b and 802.11g standards.

Speedsto 54Mbps. All speeds up to the 802.11g maximum of 54M bps are supported.



Wired and Wireless Network Support. The Wireless Network Camera supportseither
wired and wirel ess transmission.

WEP Support. Full WEP support (64/128 Bit) on the Wirelessinterfaceis provided.

WPA-PSK Support. The WPA-PSK (WPA1) standard is also supported, allowing
advanced encryption of wireless data.

Physical Details
|

Figure2: Wireless Network Camera

Front

Lens No physical adjustment is required or possible for the lens, but you
should ensure that the lens cover remain clean. Theimage quality is
degraded if the lens cover is dirty or smudged.

Microphone The built-in microphone is mounted on the front. Thereisalso a
connection for an external microphone on the rear. Connecting an
external microphone will disable the built-in microphone.

Power LED On - Power on.

(Green)

Off - No power.

Blinking - The Ready LED will blink during start up. Thiswill take
15 to 20 seconds.



WirelessLED
(Amber)

LAN LED
(Amber)

Rear

Antenna

MIC In

Power Input

LAN port

Bottom

Reset Button

(Wireless Network Camera only)

On - Wirelessinterfaceis active.

Off - Wirelessinterface is not available.

Blinking - Datais being transferred viathe Wireless interface.

On - LAN port is connected to a hub or switch.

Off - LAN port is not connected.

Blinking - Datais being transmitted or received viathe LAN port.

Attach the supplied antenna here. The antennais adjustable; best
results are usually obtained with the antenna positioned vertically.

If required, an external microphone can be attached here. Attaching
amicrophone here will disable the built-in microphone on the front.
Microphones designed to be used with PCs are usually compatible
with this microphone input.

Connect the supplied 5V power adapter here. Do not use other
power adapters; doing so may damage the camera.

Use a standard LAN cable to connect your Wireless Network
Camerato a 10/100BaseT hub or switch.

Note:
On the Wireless Network Camera, attaching the LAN cable will

disable the Wireless interface. Only 1 interface can be active at any
time.

This button is recessed; you need a pin or paper clip can be used to
depressit. It hastwo (2) functions, which can be activated at any
timethe cameraisin the "ready" mode.

Restore Default 1P Address. When pressed and released, the
Wireless Network Camera will reset its |P address to the default
value of 192.168.0.99.

Restore Default |P Address, Administrator 1D, and
Administrator password. When pressed and held or 3
seconds, the |P address, Administrator |D, and Administrator
Password settings will be set to their default values.

IP address; 192.168.0.99

Administrator 1D: administrator
Administrator Password: null (no password)
Note:

After this procedureis completed, the Ready LED will blink three
times to confirm that the reset was completed successfully.



Package Contents

The following items should be included: If any of these items are damaged or missing, please
contact your dealer immediately.

The Wireless Network Camera

Installation CD-ROM

Quick Installation Guide

Power adapter

Camera Mount

Mounting Screws (for wall mounting)

Antenna (Wireless Network Cameraonly)
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Chapter 2
Basic Setup

This Chapter provides details of installing and configuring the Wireless
Network Camera.

System Requirements

Tousethe LAN interface, astandard 10/100BaseT hub or switch and network cableis
required.

To use the Wireless interface on the Wireless Network Camera, other Wireless devices

must be compliant with the IEEE802.11b or IEEE802.11g specifications. All Wireless
stations must use compatibl e settings.

Installation

ii
-
-

Figure 3: CameraAssembly
1. Assemble the Camera
Screw the supplied antennato the mounting point on the rear.
Attach the Camera Mount to the camera, as shown in the diagram above.

2. Connect the LAN Cable

Connect the Wireless Network Camera to a 10/100BaseT hub or switch, using a standard
LAN cable.

»



For the Wireless Network Camera, this disables the Wireless
Interface, because only one interface can be active. The LAN
MNotel interface is recommended for initial configuration.

The default Wireless settings for the Wireless Network Camera
are:

Mode: Infrastructure
ESSID: ANY
Wireless Security: Disabled

3. Power Up

Connect the supplied 5Vpower adapter to the Wireless Network Camera and power up.
Use only the power adapter provided. Using a different one may cause hardware damage.

4. Check the LEDs

The Power LED will turn on briefly, then start blinking. It will blink during startup, which
takes 20 to 25 seconds.
After startup is completed, the Ready LED should remain ON.

Either the LAN LED OR the Wireless LED should be ON.

For more information, refer to Front in Chapter 1.



Setup using the Windows Wizard

Initial setup should be performed using the supplied Windows-based setup Wizard. This
program can locate the Wirel ess Network Cameraeven if its IP addressisinvalid for your
network. Y ou can then configure the Wireless Network Camera with appropriate TCP/IP
settings for your LAN.

Subsequent administration can be performed with your Web browser, as explained in Chapter
3 - Web-based Administration.

Setup Procedure
1. Insert the supplied CD-ROM into your drive. If the setup program does not start
automatically, run Setup.exe in the root folder.
Y ou will seethe Welcome screen shown below.
Clickthe Setup Camera button to start the setup Wizard

Network Camera Setup Wizard ®@

Welcome !

Thanks for choosing this Network Camera!

S e

Figure4: Welcome Screen

2. Thenext screen, shown below, will list al the Wireless Network Cameras on your LAN.

Network Camera Setup Wizard ®©

Select Camera

Selected Camera Current Settings

Device Name SCE00104
SCE00211
SCE00219 IP Address 172312118

SCadddd4 Subnet Mask 255.255.255.0

Default Gateway 172312252

Local Date 01011372000

w Local Time 17:59:00

I

Figure5: CameraList Screen




Select the desired Camera from the list on the left. The current settings for the selected
Camerawill be displayed in the table on theright.

Click Next to continue.
3. If the Administrator Name and Administrator Password have been set, you will be
prompted to enter them, as shown below.

If using the default values, enter adni ni st r at or for the name, and leave the
password blank.

Otherwise, enter the Administrator Name and Administrator Password set on the User
screen.

Yerify password x|
Adminiztratar Mame:

Administrator Passyword:

Figure6: Password Didog

The Administrator Name and password can be set on the
"User" screen of the Web interface. The Web interface can be

MNote! accessed via the "Web UI" button on the final screen of the
Wizard.

4. Onthefollowing IP Address Settings screen, shown below, chooseFixed IP or Dynamic
IP.

Network Camera Setup Wizard ®©

Change Settings

Selected Camera IP Address Settings

SC300104 &  Fixed IP Address -
If you wish to set a fixed IP address to this device, or there is
no DHCP server on the network, please select this item.

Dynamic IP Address -

If you wish to have this device obtains an IP address from
your exisiting DHCP server automatically, please select this
item.

] (2]

Figure7: Fixed or Dynamic | P Selection

Fixed IP isrecommended, and can always be used.
Dynamic IP can only be used if your LAN has a DCHP Server.

Click Next to continue.
5. If you chose Fixed IP Address, the following TCP/I P Settings screen will be displayed.



Network Camera Setup Wizard 0o

TCP/IP Settings

Selected Camera Current Settings

PAddress 172 [a1 | 2 |18
(== scaanios SubnetMask  [235 [285 [2m [ o
Default Gateway [172 [31 | [ 2.

primaryons: || [ [
LI

Secondary DNS:;

T

Figure8: TCP/IP Settings

Enter an unused | P Address from within the address range used on your LAN.

The Subnet Mask and Default Gateway fields must match the values used by PCs on
your LAN.

The Primary DNS addressisrequired in order to use the E-mail alert or Dynamic
DNSfeatures. Enter the DNS (Domain Name Server) address recommended by your
ISP.

The Secondary DNS isoptional. If provided, it will be used if the Primary DNS is
unavailable.

Click Next to continue.
6. For Wireless cameras, the following Wir el ess Settings screen is displayed next.

Network Camera Setup Wizard ®©

Wireless Settings

Selected Camera Wireless Settings

Made: Ilnirastructure
SCE00104
ESSID:

Domain:

Channel:

Figure9: Wireless Settings

Mode - If you have an Access Point, select Infrastructure. Otherwise, select Ad-hoc.
ESSID - Enter the value used by your other Wireless devices.
Domain - Select the domain to match your location.

10



7.

8.

9.

Channel - For Ad-hoc mode, select the channel used by your other Wireless devices.
(For Infrastructure mode, the Access Point determinesthe channel used.)

Click Next to continue to the Security screen, shown below, choose Disabled, WEP or
WPA-PSK

Network Camera Setup Wizard ®©

Wireless Settings

Selected Camera Security
Security: |pisabled =

SC1234ab

T

Figure 10: Security Screen

If you chose WEP(64 or 128) , the following screen is shown below.

Network Camera Setup Wizard ®©

Wireless Settings

Selected Camera Security
Security: wEPE4EL v
SCRlnTne Authentication: W
Passphrase: I—E
@ Koyt [owoowoomr
¢ Key2  [owoooomr
cokeys [ooomoomn
Koyt [

T

Figurell: WEP Key Settings

WEP Authentication - Select the option used on your Wireless LAN.
Keys - If using WEP, the default key must match the key used on your other Wireless

stations. The other keys are optional.
Y ou can enter the key value directly, or generate a key by entering a string into the

Passphrasefield, and clicking the Generate button.
If you chose the WPA-PSK option, the following screen is shown next.

11



Network Camera Setup Wizard

®©

Wireless Settings

Selected Camera

Security

Security:
SCA00104

Encryption:

Pre-Shared Key: I

(P L PSR

Figure 12: WPA-PSK Settings

Encryption - Select the desired option. Wireless Stations must use the same method.

Pre-Shared Key - Enter the key value. Datais encrypted using akey derived from the
network key. Other Wireless Stations must use the same network key. The PSK must

be from 8 to 63 charactersin length.

Click Next to continue to the following screen.

10. Thisscreen allowsyou to enter asuitable Description, and set the correct Time Zone,
Date, and Time. Make any desired changes, then click Next to continue.

Network Camera Setup Wizard

®©

Camera Settings

Selected Camera

Camera Settings

Device Name

SCE00104
Description

Time Zone

Local Date

Local Time

SCE00104

Wx Fx 2000 Dy

——\EE

Figure 13: Camera Settings

11. The next screen, shown below, displays all details of the Wireless Network Camera.

Click Next if the settings are correct

Click Back to modify any incorrect values.



Network Camera Setup Wizard 0o

Save Settings

Selected Camera New Settings

(=) sceamios Device Name SCE00104
IP Address 172312118

Subnet Mask 2552552550
Default Gateway 17231.2.252
Local Date 0141352000

Local Time 15:25:00

[« [»]

Figure 14: Save Settings

12. After clicking Next, you will see the screen below.

Network Camera Setup Wizard ®@

Successful !

Your Network camera is now ready to work.

You may now:

1. Press “Install Utility” to install the Windows utility.

2. Press “Web UI" to access the Network Camera for advanced setup.
3. Press " Exit” to close this Setup Wizard.

.

Figure15: Final Screen

If desired, you can click the Web Ul button to connect to the camera using your Web
Browser.

Clicking the Install Utility button will install the Viewing/Recording utility described in
Chapter 5.

13. Click Exit to end the Wizard.
Setup is now compl ete.



Chapter 3
Advanced Viewing Setup

This Chapter provides information about the optional settings and features for
viewing video via the Wireless Network Camera. This Chapter isfor
Administrators only.

Introduction

After finishing setup viathe Windows-based Wizard, the Wireless Network Camera can
immediately be used by all usersonyour LAN.

Refer to Chapter 5- Viewing & Recording for details on viewing and recording live video.

This chapter describes some additional settings and options for viewing live Video:
Adjusting the video image
Controlling user access to the live video stream
Making video available from the Internet
Using the Motion Detection/E-mail feature

Adjusting the Video Image

If necessary, the Wireless Network Camera Administrator can adjust the Video image. Settings
are provided for:

Image size - Select the desired size. The larger sizes require greater bandwidth.

Image quality - This determines the degree of compression applied to the Video stream.
Higher quality requires greater bandwidth.

Bandwidth/Frame Rate - Y ou can select either of these (not both) to determine the
bandwidth required by the video stream.

Exposure - Adjust the brightness of the image, if the Auto-Exposure does not give
satisfactory results.

Color Balance - Select the correct color balance for your environment.
Time Stamp - If enabled, the time will be displayed on the Video image.

Text Overlay - If enabled, up to 20 characters can be superimposed on the Video image.
Thisisuseful for identifying the camera.

Audio- If desired, audio can be included in the video stream.

To Adjust the Video Image:

1. Connect to the Web-based interface of the Wireless Network Camera. (See Chapter 4 -
Web-based Management for details.)

2. Onthe Administration menu, select Video Image. Y ou will see a screen like the example
below.



System
LAN

DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Admin Login
Status

Log

Firmware Upgrade

Video Image
Encoding

Image Type:
Resolution

Image Quality:

Nz Bandwidth:
Desired Frame Rate:
Pawer line Fregquency

Adjustments

Colar Balance
Expasure:
Sharpness:
Options

Image Manipulation:

Time Cverlay:
Text Overlay:

hicrophane:

[MPEG-4 =]

[Nomel <]

Unlimited 'l

IM ifor fluarescent lighting)

|Ind00r(|ncandescent) j

0 'I -3t03)

0>l 3to3)

™ Flip ™ Mirrar

Enabling both Flip and Mirrar will rotate the image 180°
" Enahle

Teut I

™ Enakle

" Enable

Save I Cancel | Help |

Figure 16: Video Image Screen

3. Makethe required adjustments, as explained below, and save your changes.

Encoding

Image Type

Select the desired type:

MPEG-4 gives smooth motion and high quality images, but the
video image quality will deteriorateif insufficient bandwidth is
available.

JPEG requires more bandwidth than MPEG-4, but if the
bandwidth isinsufficient, the frame rate will drop, and the
image quality will remain at the same level.

Resolution

Select the desired video resolution format. The default resolution is
set to 320* 240.

Image Quality

Select the desired image quality. The default | mage Quality is set to
Normal.
Note: Higher image quality requires more bandwidth.

M ax. Bandwidth

Select the desired Maximum bandwidth for the video stream. Note
that you can specify EITHER the Bandwidth OR the Frame Rate,
not both. If the Bandwidth is defined, the frame rate will be adjusted
as necessary to achieve the specified bandwidth.

The default value for bandwidth isUnlimited, which allows you to
specify the desired frame rate.

Desired Frame
Rate

Select the desired frame rate for the camera. Reducing this will
lower the amount of bandwidth required by the camera.

Note that if you set the Bandwidth above, the Frame Rate must be
"Auto".

15



Adjustment

Color Sel ect the desired option to match the current environment and
lighting.

Exposure If necessary, you can adjust the exposure to obtain a better image.
For example, if the cameraisfacing abright light, the image may be
too dark. In this case, you can increase the exposure.

Sharpness Select the desired option for the sharpness. Y ou can select a
Sharpness value between -3 and 3.

Options

Image The Flip setting will swap the image top-to-bottom, the Mirror

Manipulation setting will swap the image left -to-right.

If the camerais mounted upside-down on the ceiling, check both the
Flip and Mirror settings to have the image rotated to the correct
position.

Time Overlay

If enabled, the current time will be displayed on the Video image.

Text Overlay

Enable this setting if you want text to be displayed on the Video
image, and enter the desired text - up to 20 characters. This feature
is often used to identify each camera when multiple cameras are
installed.

Microphone

Enable audio recording by selecting this checkbox. Recording audio
will increase the bandwidth requirements slightly.

16



Controlling User Access to the Video Stream

By default, all users can connect to the Wireless Network Camera and view live Video.

If desired, you can limit accessto scheduled times, and also restrict accessto known users.

To use these features

1. Connect to the Web-based interface of the Wireless Network Camera. (See Chapter 4 -
Web-based Management for details.)

2. Onthe Administration menu, select Video Access.

To restrict the times when Video accessis available, set the Access to Video Stream
setting to "Enable during Scheduled Periods" or "Disable during Scheduled Periods".
If either of these is selected, you need to use the Access Schedule button to define the
desired schedule.

To force each user to login before viewing video, set the Viewer Authentication
setting to "Enable - Require Login".

Video Access

Access to Video Stream: Enable =

Access Schedule |

Administrator ALVWAYS has access, regardless of these settings.

Wiewer Authentication: |Enab|e - Require login j

Figurel17: Controlling User Access

If Viewer Authentication is enabled, select User Database on the Administration
menu and create the desired users.

See Chapter 4 for further details about using the Video Access and User Database screens.

Viewing Video

If the Video Stream is disabled, users cannot connect using either their Web Browser or
the Windows utility. However, viewing video is still possible by logging in asthe
Administrator.

When each user connects, they will be prompted for their username and password. They
must enter the name and password defined on the User Database screen.

If using the Windows Viewing/Recording utility, the username and password can be
entered into the program, so that users do not need to provide the login data each time.

17



Making Video available from the Internet

If your LAN is connected to the Internet, typically by a Broadband Gateway/Router and
Broadband modem, you can make the Wireless Network Camera available via the Internet.

Wireless Network Camera Setup

The Wireless Network Camera configuration does NOT have be changed, unless:
Y ou wish to change the port number from the default value (1024).
Y ou wish to use the DDNS (Dynamic DNS) feature of the Wireless Network Camera.

HTTP Port Configuration

Normally, HTTP (Web) connections use port 80. Since the Wireless Network Camera uses
HTTP, but port 80 islikely to be used by a Web Server, you can use adifferent port for the
Wireless Network Camera. This port is called the User-defined Port.

The default User -defined Port is 1024. If you prefer to use adifferent port number, you can
specify the port number on the Wireless Network Camera's Video Access screen, as shown

below.

HTTF Port:  Detault (80) and User-defined > |

User-defined port: |[1024 {1024 to 65535)

This portis used far Admin connections as well as viewing videa.

Figure 18: Video Access Screen

See Chapter 4 - Web-based Management for further details on using the Video Access screen.

and view live Video, so you must inform viewers of the
Motel current port number.

g Viewers need to know this port number in order to connect

DDNS (Dynamic DNS)

Many internet connections use a"Dynamic IP address’, where the Internet IP addressis
allocated whenever the Internet connection is established.

This meansthat other Internet users don't know the | P address, so can't establish a connection.

DDNS s designed to solve this problem, by allowing usersto connect to your LAN using a
domain name, rather than an | P address.

To use DDNS:

1. Register for the DDNS service with a supported DDNS service provider. Y ou can then
apply for, and be allocated, a Domain Name.

2. Enter and save the correct DDNS settings on the DDNS screen of the Wireless Network
Camera.

18



CITEE OO
System DDNS: ¥ Enahle DOMNS
LAN Service Provider: |DynDNS.0rg j Web Site |
DDNS
Wireless Host Mame:
Video Image Password:
Video Access
Check WAk IP Address: Ewery 24 Hrs ‘l
User Database
Alerts starting at IUU ‘l: 00 > | thhzmmy
Administration
Admin Login
Status
Log

Firmware Upgrade

Sawve I Cancel | Help |
Figure 19: DDNS Screen

3. Operation isthen automatic:

The Wireless Network Camera will then automatically contact the DDNS server
whenever it detects that the Internet | P address has changed, and inform the DDNS
server of the new |P address.

Internet users can then connect to your LAN using the Domain Name allocated by the
DDNS service provider.

Router/Gateway Setup

Y our Router or Gateway must be configured to pass incoming TCP (HTTP) connections (from
Viewers) to the Wireless Network Camera. The Router/Gateway uses the Port Number to
determine which incoming connections are intended for the Wirel ess Network Camera.

Thisfeatureis normally called Port Forwarding or Virtual Servers, and isillustrated below.
The Port Forwarding/Virtual Server entry tells the Router/Gateway that incoming TCP
connections on port 1024 should be passed to the Wireless Network Camera. If necessary,
check the user manual for your Router/Gateway for further details.

19
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' Camera Server 192.168.0.1 Port Forwarding / Virtual Server
(192.168.0.124) [LAM IP Addrass) . =
_| name | Protocol | Port | LAN IP
ks Router/Gateway D <~ |comea| TCP | 1024 | 192.168.0.124 |
: 203.70.212,52
[Internat IP Addness)
/ Y Cable/DSL
. Modem
Internet
Remote PC Remote PC
(hitp://203.70.212.52:1024) (hitp:/f203.70.212.52:1024)

Figure 20: Connecting via the Internet

The "Port" for the Port Forwarding / Virtual Server entry
above is the "User-defined Port" number specified on the

Motel Video Access screen of the Wireless Network Camera.

Viewing via the Internet

Clients (viewers) will also need a broadband connection; dial-up connections are NOT
recommended.

Using the Windows Viewing/Recording Utility

If using the Windows Viewing/Recording Utility, the details of the Wireless Network Camera

must be entered on the Internet tab of the Add Camera screen.
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K

LAN | Intermet I
— Test Restul———— ~Camera Data

Camera Mame

MAC Mame

Description

Address I - - -
Port Mumber I

Login [ if required )
M ame

Pazsword

tdd | Cla
Test | Cancel |

Figure21: Add Camera from Internet

Y ou can then select the camerain the Cameraslist on the main screen, and click View to
establish a connection and view live video.

See Chapter 5 - Viewing and Recording for full details on using the Windows
Viewing/Recording utility.
Using your Web Browser

If using your Web browser, you need to know the address of the camera (either the Internet 1P
address or the Domain name) and the correct port number.

Enter the address of the Wireless Network Camera, and its port number, in the Address (or
Location) field of your Browser.

Example- |P address:

HTTP: //203. 70. 212. 52: 1024

Where the Router/Gateway's Internet P addressis203. 70. 212. 52 and the "Second Port"
number on the Wireless Network Camerais1024.

Example- Domain Name:
HTTP: / / nycaner a. dyndns. tv: 1024

Where the Router/Gateway's Domain nameis mycaner a. dyndns. t v and the "Second
Port" number on the Wireless Network Camerais1024.

See Chapter 5 -Viewing and Recording for further details of viewing Video using either the
Windows Viewing/Recording utility or your Web Browser.
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Motion Detection Alerts

The Motion Detection feature can generate an Alert when motion is detected.

The Wireless Network Camera will compare consecutive frames to detect changes caused by
the movement of large objects.

But the motion detector can also be triggered by:
Sudden changesin the level of available light
Movement of the cameraitself.

Try to avoid these situations. The motion detection feature works best in locations where there
is good steady illumination, and the camerais mounted securely. It cannot be used outdoors
dueto the sensitivity of the CMOS sensor.

To Use Motion Detection Alerts

Using the Web-based interface on the Wireless Network Camera, select the Alerts screen, then
configure this screen as described below.

T A

System Motion Detection Alerts IDisabIe j

LA AreafSensitivity Alert Schedule |
DDNS

Wireless

Video Stream Delay hetween Alerts: 2 ¥ minutes

Video Image Yideo File Length: 2 seconds vl

Video Access Video File type: ASF -

User Database
Alerts

Admin Login
Status

Log

Firmware Upgrade

WVideo File name:

Widea File Suffic

[ E-mail Alerts
[~ E-mail Address #1
" E-mail Address #2
[7 E-mail Address #3
Attachment:

Suhject:

Show "From" ag:

SMTP {Cutgoing) Mail Server:

[” FTP Alerts

FTF server:
Login name:
Password:

Falder:

Date & time -l
Restart Sequence atlw 'l Fiestar Moy |

™ attach videa file

| (E-mail Address)

SMTF Server |

Save I Cancel | Help |

Figure22: Motion Detection/E-mail Alert

Select one of the Enable options in the Motion Detection Alerts select list.

Click the Area/Sensitivity button, and set the area or areas of the video image to be
examined for movement. Y ou can define up to 4 areas, and set the motion sensitivity
individually for each area.



If using aschedule, click the Alert Schedul e button and define the desired schedule.

Set the desired options for the Delay between Alerts and the Video file to accompany the
Alert.

To have alerts sent by E-mail:
Enable the E-Mail Alerts checkbox
Enable and enter at |east one (1) E-mail address
Select or enter the desired options for Attachment, Fromand Subject fields..
Click the SMTP Server button, and enter details of the SMTP Server used to send the
E-mail.
Inthe E-mail Alerts section, select the desired options
To have alerts sent to your FTP Server:
Enable the FTP Alerts checkbox
Enter details of your FTP Server in the fields provided.
Save (Apply) your changes.
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Chapter 4
Web-based Management

This Chapter provides Setup details of the Wireless Network Camera’ s Web-
based Interface. This Chapter isfor Administrators only.

Introduction

The Wireless Network Camera can be configured using your Web Browser. The Wireless
Network Camera must have an IP address which is compatible with your PC.

The recommended method to ensure thisis to use the supplied Windows-based Wizard, as
described in the previous chapter.

Connecting to Wireless Network Camera

If you have run the Windows-based setup Wizard, the final screen provided a button Web
Ul. Clicking this button will immediately connect to the Wireless Network Camera, using
your Web Browser.

If using only your Web Browser, use the following procedure to establish a connection
from your PC to the Wireless Network Camera:

Once connected, you can add the Wireless Network Camerato your Browser's Favorites
or Bookmarks.

Connecting using your Web Browser

1. Start your WEB browser.

2. Inthe Address box, enter "HTTP://" and the IP Address of the Wireless Network Camera,
asin this example, which uses the Wireless Network Camera's default IP Address:

HTTP: //192. 168. 0. 99

3. If the Administrator ID and Password have been set, you will then be prompted for a
username and password. Enter the name and password you assigned.
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Welcome Screen

When you connect, the following screen will be displayed.

- Wireless/Ethemnet Network Camera)

View Video

Administration

Figure 23: Welcome Screen

The menu options available from this screen are:
Exit- Terminate the connection to the Wireless Network Camera.
View Video- View live Video using your Web Browser.
Administration - Access the Administration menu.

These options are explained in the following sections.



View Video Screen

To view live video in your Browser, click the View Video link.

Y ou may see a prompt regarding an "OCX" file, like the example below.
You must install this OCX filein order to view the Video.
Click "Yes".

Security Warning

[ you want ta install and run
“httpe 4192168, 3. 75Ama /N etCamPlaverw'eb] 1g.ocx"
sighed on B/11/2004 11:14 Ak and digtibuted by:

Sercomm Corporation

Publizher authenticity verified by YeriSign Class 3 Code
Signing 2001 C&

Cautior: Sercomm Corporation azserts that thiz content iz
zafe, You should only install/view thiz content if you trust
Sercomm Corporation to make that azzertion,

[T Aderays tust content from S ercomm Corparation

’ s ] [ Mo ] [ Mare Info

Figure 24 ActiveX OCX Prompt

Video will start playing automatically. There may be adelay of afew seconds while the video
stream is buffered.
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Administration Menu

Clicking on Administration on the menu provides accessto all the settings for the Wireless
Network Camera.

The Administration menu contains the following options:

Setup
System
LAN
DDNS
Wireless

Video Stream
Video Image
Video Access
Users
Alerts
Administration
Admin Login
Status
Log
Firmware Upgrade

These options are explained in the following sections.
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After clicking Administration on the main menu, or selecting Systemon the Administration
menu, you will see ascreen like the example below.

System
LAN

DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Admin Login
Status
Log

Firmware Upgrade

System

System Settings

Device Name: SCa0000a

Description: |

LED Operation: ¥ Enable

Date & Time
Current Date & Time:

01-D8-2000 16:39:24 _ Change |

| (GMT-08:00) Pacific Time (US & Canada}; Tijuana =l

Timezone:
r Adjust for daylight saving

Metwark Time Protocal: [T Enable MTP (Metwark Tirme Pratocol)

MTP Server Address: |clock.via.net
Update | Every Day E at|UU =1 [0 = g

Save I Cancel | Help |

Figure25: System Screen

Data - System Screen

System Settings

Device Name

This displays the name for the Wireless Network Camera.

Description

Thisfield is used for entering a description, such as the location of the
Wireless Network Camera.

LED Operation

Enable thisif you want to use this function.

Date & Time

Current Date &
Time

It displaysthe current date and time. If it's not correct, click the Change
button to modify the time settings.

Timezone Choose the Timezone for your location from the drop-down list.
If your location is currently using Daylight Saving, enable the Adjust
for daylight saving checkbox.
You must UNCHECK this checkbox when Daylight Saving
finishes.

Network Time Enable or disable the Time Server feature as required.

Protocol If Enabled, the Wireless Network Camera will contact a Network Time
Server at regular intervals and update itsinternal timer.

NTP Server Enter the address for the desired NTP server.

Address
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Update

The Schedul e determines how often the Wireless Network Camera
contacts the NTP Server.
Select the desired options.
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LAN Screen

This screen is displayed when the LAN menu option is clicked.

System
LAN

DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Admin Login
Status

Log

Firmware Upgrade

Data - LAN Screen

LAN
MAC address: O0:c0:02:80:00:08
IP addrass:  Obtain an IP address automatically (DHGP)

& Usethe following IP address

IP address: 17232111
Subnet mask: 2EF.255.255.0
Default nateway.  |172.31.2.252

© Dhtain DNS server addrass automatically
% Use the following DMNS server address

Primary DMNS server: I (P address)
Secondary DME server: I (P address)

DNS Server Address:

Save I Cancel | Help |

Figure26: LAN Screen

LAN

MAC Address

It displaysthe current MAC address.

Obtain Address
Automatically

If selected, the Wireless Network Camera will obtain its IP address
and related information from a DHCP Server. Only select this
option if your LAN hasa DHCP Server.

Fixed IP Address

If selected, you must assign the following data to the Wireless
Network Camera.

IP Address - Enter an unused | P address from the address
range used on your LAN.

Subnet Mask - Use the same value as PCs on your LAN.
Default Gateway - Use the same value as PCs on your LAN.

Obtain DNS server
address
automatically

If selected, the Wireless Network Camerawill obtain the DNS
server address automatically.

Use the following
DNS server address

Primary DNS server - Use the same value as PCs on your
LAN. Nornelly, your ISP will provide this address.

Secondary DNS server - Thisisoptional. If entered, thisDNS
will be used if the Primary DNS does not respond.




DDNS Screen

Many internet connections use a"Dynamic |P address', where the Internet | P addressis
allocated whenever the Internet connection is established.

This means that other Internet users don't know the IP address, so can't establish a connection.
DDNS isdesigned to solvethis problem, asfollows:
- You must register for the DDNS service with a DDNS service provider. The DDNS
Service provider will allocate a Domain Name to you upon request.
The DDNS settings on the DDNS screen above must be correct.

The Wireless Network Camerawill then contact the DDNS server whenever it detects that
the Internet | P address has changed, and inform the DDNS server of the new | P address.
(The Check WAN IP Schedul e determines how often the Wireless Network Camera checks
if the Internet | P address has changed.)

This system allows other internet users to connect to you using the Domain Name allocated by
the DDNS service provider.

This screen is displayed when the DDNS menu option is clicked.

System
LAN

DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Administration

Admin Login
Status

Log

Firmware Upgrade

DDNS

DDNE: ¥ Enahble DONS

Service Provider: |DynDNS oty x| web Site |
Host Mame: li

Accaunt: l—

Password: l—

Check WAN IP Address: [Every2atis =]

starting at IUU ‘l: 00 =] (htcrerd

Sawve I Cancel | Help |

Figure27: DDNS Screen

Data - DDNS Screen

DDNS
DDNS Enable or disable the DDNS function, as required.
Enable/Disable Only enablethisfeature if you have registered for the DDNS

Service with a DDNS Server provider.

Service Provider

Choose a service provider from the list.

Host Name Enter the host name (Domain Name) allocated to you by the DDNS
Server provider.
Account Enter the login name for the DDNS account.
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Password Enter the password for the DDNS account.
Check WAN IP Set the schedule for checking if the Internet |P address has
Address changed. If the | P address has changed, the DDNS Server will be

notified.

Wireless Screen

This screen is displayed when the Wireless menu option is clicked.

System
LAN
DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Administration

Admin Login
Status

Log

Firmware Upgrade

Wireless
Wireless Network
Mode:

5510

Domain:

Channel MNa:
Security

Security System:
Authentication Type:
WEP Encryption:

WEP Keys

I Infrastructure 'l

WEP -
IOpen System 'l
|E4 Bit Keys (10 Hex chars) j Clear Keys |

Passphrase;l— Generate Keys
& ey 1 IM
T Key 2 IM
O Key 3 IM
Ky 4 IM

Save I Cancel | Help |

Figure28: Wireless Screen

Data - Wireless Screen

Wireless Setting (Wireless Network Camera only)

Mode The Connection Mode determines the type of wireless
communication used by the Wireless Network Camera.
If you have an Access Point, select Infrastructure.
Otherwise, select Ad-hoc.
SSID This must match the value used by other devices on your wireless
LAN.
Note! The SSID is case sensitive.
Domain
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Channel No.

In Infrastructure mode, this setting isignored. The Wireless
Network Camerawill use the Channel set on the Access Point.

For Ad-hoc mode, select the Channel you wish to use on your
Wireless Network Camera. Other Wireless stations should use
the same setting.

If you experience interference (shown by lost connections
and/or slow data transfers) you may need to experiment with
different channelsto see which oneisthe best.

Security

Security System

Select the desired option, and then enter the settings for the selected
method:

Disabled - No security isused. Anyone using the correct SSID
can connect to your network.

WEP - The 802.11b standard. Datais encrypted before
transmission, but the encryption system is not very strong.
WPA-PSK - Like WEP, datais encrypted before transmission.
WPA is more secure than WEP, and should be used if possible.
WPA -PSK isthe version of WPA which does NOT require a
Radius Server on your LAN.

WEP

Authentication Type

Normally this can beleft at the default value of "Automatic.” If that
fails, select the appropriate value - "Open System" or " Shared

Key." Check your wireless card's documentation to see what
method to use.

Note: In Infrastructure mode, either setting will normally work,
since most Access Points can use both methods.

WEP Encryption

Select the WEP Encryption level:
64-bit (sometimes called 40-bit) encryption
128-bit encryption

WEP Keys

Use the radio buttons to select the default key.

Enter the key value you wish to use. Other stations must have
the same key values.

Keys must be entered in Hex. Hex characters are the digits ( 0
~9)andthelettersA ~F.

Click Clear Keysto set the Keysto be blank.

Passphrase

Enter aword or group of printable characters in the Passphrase box
and click the "Generate Key" button to automatically configure the
WEP Key(s). If encryption strength is set to 64 bit, then each of the
four key fields will be populated with key values. If encryption
strength is set to 128 hit, then only the selected WEP key field will
be given akey value.

WPA-PSK

WPA Shared Key

Enter the key value. Datais encrypted using a key derived from the
network key. Other Wireless Stations must use the same network
key. The PSK must be from 8 to 63 charactersin length.




System
LAN

DDNS
Wireless

Video Image
Video Access
User Database
Alerts

Admin Login
Status

Log

Firmware Upgrade

Video Image

Image Screen

This screen is displayed when the Image menu option is clicked.

Encoding

Image Type: lm
Resolution lm
Image Quality: lm
May. Banduwidth: m
Desired Frame Rate: m

Fower line Frequency

Adjustments

Color Balance

G0Hz > (for fluorescent lighting)

|Ind00r(|ncandescent) j

Exposure: 0 =] -3t03)
Sharpness: IE -3to3)
Options

Irmage Manipulation: I Flip " Mirrar

Enabling both Flip and Mirrar will rotate the image 180°

Tirne Overlay: " Enable
Text Overlay: " Enahle Tex‘tl
Micraphone: " Enable

Save I Cancel | Help |

Figure 29: Image Screen

Data - Image Screen

Encoding

Image Type

Select the desired type:

MPEG-4 gives smo oth motion and high quality images, but the
video image quality will deteriorate if insufficient bandwidth is
available.

JPEG requires more bandwidth than MPEG-4, but if the

bandwidth isinsufficient, the frame rate will drop, and the
image quality will remain at the same level.

Resolution

Select the desired video resolution format. The default resolution is
set to 320* 240.

Image Quality

Select the desired image quality. The default Image Quality is set to
Normal.
Note: Higher image quality requires more bandwidth.

Max. Bandwidth

Select the desired Maximum bandwidth for the video stream. Note
that you can specify EITHER the Bandwidth OR the Frame Rate,
not both. If the Bandwidth is defined, the frame rate will be adjusted
as necessary to achieve thespecified frame rate.

The default values for bandwidth is Unlimited, which allows you to

specify the desired frame rate.




Desired Frame
Rate

Select the desired frame rate for the camera. Reducing this will
lower the amount of bandwidth required by the camera.

Power line

frequency

Adjustment

Color Select the desired option to match the current environment and
lighting.

Exposure If necessary, you can adjust the exposure to obtain a better image.
For example, if the cameraisfacing abright light, the image may be
too dark. In this case, you can increase the exposure.

Sharpness Select the desired option for the sharpness. Y ou can select a
Sharpness value between -3 and 3.

Options

Image The Flip setting will swap the image top-to-bottom, the Mirror

Manipulation setting will swap the image left -to-right.

If the camerais mounted upside-down on the ceiling, check both the
Flip and Mirror settings to have the image rotated to the correct
position.

Time Overlay

If enabled, the current time will be displayed on the Video image.

Text Overlay

Enable this setting if you want text to be displayed on the Video
image, and enter the desired text - up to 20 characters. This feature
is often used to identify each camera when multiple cameras are
installed.

Microphone

Enable audio by checking this checkbox. Using Audio will increase
the bandwidth requirements slightly.




Video Access Screen

This screen is displayed when the Video Access option on the Administration menu is clicked.

m Video Access

System Access toYideo Stream: |Disable j

LAN Access Schedule |
DDNS

Administrator ALWAYS has access, regardless ofthese settings.

Wireless

m Wiewer Authentication: |Enab|e-RequireI0gin j

HTTF Fort: |Defau|t (80} and User-defined j

Video Image

Video Access User-defined port |1024 (1024 to 65535)
User Database

Alerts

Admin Login
Status
Log

This port is used for Admin connections as well as viewing Video

Firmware Upgrade

Save I Cancel | Help |

Figure 30: Video Access Screen

Data - Video Access Screen

Video Access

Accessto Video Select the desired option:

Stream Enable - Camera is always enabled.

Disable - Camerais disabled (no video stream), and will remain
disabled until you enableit.

Enable during scheduled periods- Camerais available during
the scheduled periods, and unavailable at other times. If this
option is selected, you need to define a schedule. If no schedule
is defined, the camera s always disabled.

Disable during scheduled periods- Camerais unavailable
during the scheduled periods, and available at other times. If
this option is selected, you need to define a schedule. If no
schedule is defined, the camerais always enabled.

Note that regardless of which setting is chosen, the Administrator
can ALWAY S access the camera and view live video.

Access Schedule Click this button to open a sub-window where you can define the
desired schedule.




Viewer
Authentication

Select the desired option for the Viewer Authentication.
Disable - No login required

If selected, users do not have to provide a username and
password when they connect to the camerato view video.

Enable - Require login

If selected, userswill be prompted for a username and password
when they connect to the camerato view video. The camera
administrator must use the "User Database" menu option to
create the desired users.

HTTP Port

This sets the port number for HTTP (Web) connectionsto the
Camera, whether for administration or viewing video. Select the
desired option:

Default (port 80)

Users (and the Camera Administrator) can use port 80 only.

Default (80) and User-defined

If you choose this option, you can connect using either port 80
or the user-defined port. Y ou must enter the user-defined port
number (between 1024 to 65535) in the field provided
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Schedule Screen

This screen is displayed when the Access Schedul e button on the Video Access screen is

clicked.

Schedule - Video Access

Scheduled Periods

Dielete Period |
Add Period

Day: |Everyday j
Start Tirme: IDD vl; 00 x| thivrarmy

End Tirme: IDD 'l; 00 =} thivramy
Addto Schedule |

Help | Closel

Data - Schedule

Figure 31: Schedule Screen

Period List This displays all periods you have entered into the database. If you
have not entered any periods, thislist will be empty.

Delete Period Use the Delete Period button to remove the selected item in the list.

Add Period

Day Choose the desired option for the period.

Start Time Enter the start time using a 24 hr clock.

End Time Enter the end time using a 24 hr clock.

Add to Schedule Use this button to add a new period.




User Database Screen

This screen is displayed when the User Database option on the Administration menu is clicked.

System
LAN

DONS
Wireless

Video Image
Video Access
User Database
Alerts

Admin Login
Status

Log

Firmware Upgrade

User Database

Existing Users

Edt | Delete Delste Al
User Properties
User Mame li
User Passwaord: l—
Confirm Password: l—
Add User | Clear Fields
Help

Figure32: User Database Screen

Data - User Database Screen

Existing Users

User List Thisdisplaysall users you have entered into the User database. If
you have not entered any users, thislist will be empty.
Buttons Use the Edit, Delete, Delete All buttons to manage the user database.

User Properties

User Name

Enter the name for the user here. Spaces, punctuation, and
special characters must NOT be used in the name.

The name is case insensitive (case isignored), so you can not
have 2 names which differ only by case.

User Password

The password for the Administrator.

Confirm Password

Re-enter the password for the Administrator, to ensureit is correct.

39



System
LAN

DDNS
Wireless

Video Image
Video Access
User Datahase
Alerts

Administration

Admin Login
Status
Log

Firmware Upgrade

Alerts

Motion Detection Alerts:

Delay between Alerts:
Wideo File Length:
“ideo File type:
Wideo File name:

Wideao File Suffix:

[~ E-mail Alerts
[T E-mail Addrass #1-
™ E-mail Address #2:
[T E-mail Addrass #3:
Attachment:

Subject

Show "From" as:

SMTP (Qutgoing) Mail Serer:

[ FTP Alerts

FTF serer:
Login harme:
Password:

Falder:

Alerts Screen

This screen is displayed when the Alerts option on the Administration menu is clicked.

| Disable =l

Area/Sensitivity AlertSchedule |

|2 'l minutes

|2 seconds -l

ASF -

IDate &time vl

Restart Sequence at IWU - Bz start [Naw

™ Attachvideo file

| (E-mail Address)

SMTP Server |

Sawve I Cancel | Help |

Figure33: Alerts Screen



Data — Alerts Screen

Alerts

Motion Detection
Alerts

Alerts can be sent when motion is detected. Select the desired
option:

Disable - Motion detection alerts are disabled.
Enable - Motion detection alerts are always on.

Enable during scheduled periods- Motion detection alerts are
enabled during the scheduled periods, and disabled at other
times. Click the "Alert Schedule" button to create a suitable
schedule.

Disable during scheduled periods- Motion detection alerts are
disabled during the scheduled periods, and enabled at other
times. Click the" Alert Schedule" button to create a suitable
schedule.

Note: If Motion Detection Alerts are enabled, you must enable and
configure either the Email or FTP sections in order to have an alert
sent. If neither Email nor FTP is enabled, the only action when
motion is detected is to record this event in the system log.

Area/Sensitivity Click this button to enter the motion detection sub-screen. Y ou can
Button set the area or areas of the video image to be examined, and adjust
the sensitivity of detection for each area.
Note: Motion detection can be triggered by rapid changesin
lighting condition, as well as by moving objects. For thisreason, it
should only be used indoors.
Alert Schedule If using a schedule, use this button to open a sub-window where you
Button can define a suitable schedule.
Delay between Use thisto ensure your E-mail inbox or FTP Server is not flooded
Alerts with alerts. Select the desired time delay between alerts.

Video File Length

Select the desired length. The size of the file depends on this setting,
and also the Video size and degree of compression.

Video File Type

Select the desired type for the video file.

Video File Name

Enter the name of the Video file.

Video File Suffix

Select the desired option for the video file suffix.

None - the filename above is used for every file. For FTP alerts,
thiswill cause the previousfile to be overwritten; only onefile
will be available on the FTP server.

Date & time - the date and time will be appended to the
filename above. Thiswill ensure every file has a unique name.
Sequence number

This option will append a number to the specified filename. The

sequence number will eventually restart, so the filename will be
re-used. On an FTP Server, thiswill overwrite the previousfile.
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Restart Sequence

If using " Sequence number" for the file suffix, you can use this
setting to determine how often the sequence restarts.

Select the desired option for the Restart Sequence.

Click the Restart Now button if you wish to restart the Sequence
Number immediately.

E-Mail Alerts

Enable

Check the box to enable the EMail Alert feature. E-mails are sent
when motion is detected.

Note:

Motion detection can be triggered by rapid changesin lighting
condition, aswell as by moving objects. For thisreason, it should
only be used indoors.

E-mail Address

Enter at least one (1) E-Mail address; the 2nd and 3rd addresses are
optional. The Email alert will be sent to the E-mail address or
addresses specified here.

Attachment Enablethisif you want to send a Video file as an attachment with
the E-mail alert.
Subject Enter the desired text to be shown asthe " Subject" for the E-Mail

when it isreceived. Subject can not exceed 48 al phanumeric
characters.

Show " From" as

Enter the Email address to be shown inthe "From" field when the
E-mail isreceived.

SMTP(Outgoing) Click the SMTP Server button to enter or modify the SMTP settings
Mail Server in the resulting sub-screen.
Note: The same SMTP server isused for all E-mail operations.
FTP Alerts
FTP Alerts Use the checkbox to enable the FTP Alerts feature asrequired. If
enabled, you must enter details of the FTP Server.
FTP Server Enter the name or I1P address of the FTP Server.
L ogin name Enter the Login name required to gain access to the FTP server.
Passwor d Enter the password required to gain accessto the FTP server.
Folder Enter the path to the desired folder on the FTP Server. The alert files

will be saved to this folder. Ensure the login above provides
Read/Write access to thisfolder.

42



SMTP Server Screen

This screen is displayed when the SVITP Server button on the Alerts screeniis clicked.

SMTP Server
SMTP Serer Address: I
Authentication: INDne j
SMTP Login name: I

SMTP Passward: I

FOP server name: I

Cancel |
Help | Closel

Figure34: SMTP Screen

Data - SMTP
SMTP Server Enter the address of the SMTP (Simple Mail Transport Protocol)
Address Server to be used to send E-Mail.

Authentication

Select the desired Authentication type for the SMTP Server.

SMTP Login name

Enter your login name for the SMTP Server.

SMTP Password

Enter your password for the SMTP Server.

POP server name

Enter the name for the POP Server.




Admin Login Screen

ETTE— Passvord

System Adrministrator Login Marme: Iadministrator
LAN
Administrator Password: I
DDNS
Wireless Verify Password: I

Video Image
Video Access
User Database
Alerts

Administration

Admin Login
Status

Log

Firmware Upgrade

Save | Cancel | Help |

Figure35: Admin Login Screen

Data - Admin Login Screen

Password
Administrator - Enter the name for the Administrator here. Spaces, punctuation,
Login Name and special characters must NOT be used inthe name.

The nameis caseinsensitive (caseisignored), so you can not have
2 names which differ only by case.

Administrator The password for the Administrator.
Password

Verify Password | Re-enter the password for the Administrator, to ensureit is correct.




Status Screen

System
LAN

DONS
Wireless

Video Image
Video Access
User Database
Alerts

Administration

Admin Legin
Status

Log

Firmware Upgrade

Status
System
Device Mame: SCB00009
Description:
FAM wersion: Y1.a0
Network
MAC Address: 00:c0:02:80:00:049
IF Address: 172.31.2.111
Metwark Mask: 255.255.255.0
Gatewany: 172.31.2.352
Wireless
Metwork Type: Infrastructure
S3I0: AMY
Channel: 11
Security: Dizahled
Video
Wideo Type: MPEG-4
Resolution: 3207240
Current Wiewers: 1]

Fefrash | Festart | Factory Defaults | Helpl

Data - Status Screen

Figure 36: Status Screen

System

Device Name This shows the name of the Wireless Network Camera.

Description This shows the description of the Wireless Network Camera, such as
location.

F/W version The version of the current firmware installed.
Y ou can upgrade the Firmware by clicking the Upgrade Firmware
button. Y ou need to obtain the firmware upgrade file first.

Network

MAC Address The current | P address of the Wireless Network Canera.

|P Address The IP Address of the Wireless Network Camera.

Network Mask The network mask associated with the | P address above.

Gateway The IP Address of the remote Gateway associated with the |P Address

above.

Wireless (Wireless Network Camera Only)

Network Type

This shows the Network Type currently in use (Ad-hoc or
Infrastructure).

SSID

Thisdisplaysthe wireless SSID.




Channel

This shows the wireless channel currently used.

Security The current security setting for Wireless connections.

Video

Video Type This displays the compression type of the video stream (e.g. MPEG-4).
Resolution The image size of the video stream.

Current Viewers

This shows how many viewers are currently viewing the Video stream.

Buttons
Refresh Update the log and any other dataon screen.
Restart Restart (reboot) the Wireless Network Camera.

Note: Thiswill break any existing connections. Anyone watching or
recording live video will lose their connection.

Factory Defaults

Usethistorestore ALL settingsto their factory default val ues.

Anyone watching or recording live video will lose their
connection.

If you previously changed the I P address of the Wireless Network
Camerafrom its default value, this operation will change the IP
address back to the default value.

If the P address changes, you will have to use the default IP
address to re-connect.

The default IP addressis 192.168.0.99




Upgrade Firmware Screen

This screen is displayed when you click the Firmware Upgrade button on the Status screen.

Setup | Firmware Upgrade

System Upgrade File: The uparade file needs to he downloaded and stored on your PC.
LAN I Browse... |
DDNS

Wireless

Video Image
Video Access
User Database
Alerts

Administration

Admin Login
Status

Log

Firmware Upgrade

Start Upgrade | Clear Filename | Helpl

Figure 37: Firmware Upgrade Screen

This screen allows you upgrade the Firmware (software) in your Wireless Network Camera.
Before using this screen, your must download the upgrade file to your PC.

Then follow this procedure:

1. Click the Browse button, and locate the upgradefile.

2. Select thisfile, and click OK. The filename will then appear in the Upgrade Filefield.
3. Click the Start Upgrade button to transfer the file to the Wireless Network Camera and

start the upgrade procedure.
Note:
The upgrade may take several minutes.

When the upgrade is completed, the Wireless Network Camerawill restart. Thiswill cau
any existing connections to be terminated. Any users viewing or recording the video will
seethisasan error.

Se
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Chapter 5
Viewing & Recording

This Chapter describes how to view and record the live video stream
generated by the Wireless Network Camera.

Overview

The recommended method to view video is to use the supplied Windows Viewing/Recording
utility.

Installation

1. Insert the supplied CD-ROM into your drive. If the setup program does not start

automatically, run Setup.exe in the root folder. Y ou will see the Welcome screen shown
below.

Network Camera Setup Wizard olo)

Welcome !

Thanks for choosing this Network Camera!

e

Figure 38: Welcome Screen

2. Click thelInstall Utility button to start the installation of the Viewing/Recording Utility.
3. Follow the promptsto complete the installation.

&



System Tray Icon

When started, the program will create an icon in the Windows system tray on the taskbar, as

shown below.

Viewer & Recorder Icon

AT PEAEN 423 PM

Figure 39: System Tray Icon

This Icon hasthe following functions:

Animation - If arecording isin progress, thisicon will be animated. Otherwise, itis

stationary.

Hover - Hovering your mouse over thisicon will generate a pop-up informing you of the

current status.

Double-click - Thiswill display the main screen, shown below.

Right Click - This provides a menu which allows you to view program details, view the

main screen, or terminate the program.

When started, a screen like the example below will be displayed.

@ D[u[a]e] [m[a]e]v]c]

©)
-
j

Figure40: Main Screen

Main Screen
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Viewing Live Video

You can view live video in the main screen. The built-in software can let you view up to 16
cameras on a single computer screen at one central location.

Thelcons alow you to control the cameras and video streams.
@) Exit- Click thisto exit the program.

i\i,' Shrink to task bar - Use thisto minimize the program.

[ 3 Play - Usethisto re-start viewing, after using the Stop or Pause button.
[]] Pause - Use thisto temporarily stop the connection to the camera
L._..._ Stop. Thiswill terminate the connection to the camera, halting both the viewing
and the recording (if in progress).
® Record. Click thisto start recording the current video stream.
While recording, this button will be blue. To stop recording, click the Stop
button.

O] Snapshot Click thisto take asingle JPEG “ snapshot” image of the current video.
You can use the* Preferences’ to set the folder where these images are stored.

E.‘L Zoom. This can be used to select the Audio stream which can be heard. (Only
one audio stream can be selected at any time.) If the camera does not support
audio, or if audio is disabled on the camera, this option is unavailable, and ared
“X” will cover thisicon.

ii Flip- Click thisto have the image rotated to the correct position.

E Mirror - Click thisto have the image rotated to the correct position.

. (I Rotate - Click thisto have theimage rotated to the correct position.

)] Mute - This can be used to select the Audio stream which can be heard. (Only

one audio stream can be selected at any time.) If the camera does not support
audio, or if audio is disabled on the camera, this option is unavailable, and this

icon @ will be displayed.




Adding Cameras to the List

To add acamerato the Channel Ligt, click the Setup button on the main screen. You will see a
screen like the example below.

&Tah[aml:fg x|
Channel List I Settingl

Mo I Camera Hame | Address I Port Mumber |
1

2

3

4

5

5

7

a

9

10

1

12

13

14

15

16

a | i

fdd Dkt soiEdiiEd
Frecarding

Figure41: Channel List Tab Screen

Click the Add button.

The Camerason LAN panel, on the left, displays all Wireless Network Camera found on
your LAN. Thislist can be updated by clicking the Refresh button.

The Camera Data panel, on theright, displays the datafor the selected camera.
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B

LaM | Irternist |
—Camera List—————— ~CameraData
SCE00101 Camera Name SCa0mm
SCB00104
5CH00219 M Name
SCadddnd Dezcription Testing

SCedf0a7 AckiEEs I'I 72.31.2135
Port Murnber IBD

Login [ if required )

Mame

Pazsword

Add

Refresh |

Figure42: Add Camera from LAN

To add acamerato the Camera List on the main screen:
1. Select acamerain thelist on the | eft.
2. Check that the Camera Data shown on theright is correct. See below for details.

3. Click the Add button. The camerawill now appear in the Channel List on the TabCamCfg
screen.

Camera Data - LAN

Camer a Name Thisisthe default name for the Wireless Network Camera, and cannot
be changed.

Address The current | P address of the Wireless Network Camera.

Port Number Thiswill normally display "80". Only change thisif requested to do so
by the Wireless Network Camera Administrator.

Login The camera Administrator can require that users provide a username and
password before being allowed to view the live video.

If the Administrator has not enabled this option, the Login fields can
be | eft blank.

Otherwise, you must enter the username and password allocated to
your by Administrator.

You can add the same Camera twice, once for the LAN (using

the LAN IP address), and again for the Internet (using the
Maote! Internet IP address). This will allow viewing the camera whether

you are on the same LAN as the camera or in a remote location.
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Adding Cameras on the Internet

If the Wireless Network Camerayou wish to add is not on your LAN, but isavailable viathe
Internet, click the Internet button. You will see a screenlike the example below.

x
LAN | Internet I
— Test Restul—————— [~ Camera Data

Camera Mame
MAC Mame

D escription

Address I - - -
Port Mumber I

Laogin [ if required |

Mame

Pazsword

bdd | Clear

Test | Cancel |

Figure43: Add Camera from Internet

To add acamerato the Camera List on the main screen:

1. Enter the Camera Data on the panel on the right. See below for details.

2. Click the Test button to check that a connection and login can be performed successfully.
3. Click the Add button. The camerawill now appear in the Channel List on the main screen.

Camera Data - Internet

Device Name

Thisisthe default name for the Wireless Network Camera, and cannot
be changed.

Thisfield will be displayed automatically once a connection to the
Wireless Network Camera has been established.

Description

This displays the description entered by the Wireless Network Camera
Administrator.

Thisfield will be displayed automatically once a connection to the
Wireless Network Camera has been established.

Address

Enter the Domain Name or Internet | P address of the desired Wireless
Network Camera.

Port Number

Enter the port number used by theWireless Network Camera. The
Wireless Network Camera Administrator can advise you of the port to
use. The default value is 1024.

Login

The camera Administrator can require that users provide a username and
password before being allowed to view the live video.

If the Administrator has not enabled this option, the Login fields can
be | eft blank.

Otherwise, you must enter the username and password allocated to
your by Administrator.




You can add the same Camera twice, once for the LAN, and
again for the Internet. This will allow viewing the camera

MNote! whether you are on the same LAN as the camera or in a remote
location.



Recording Video

Y ou can record Video while watching, or schedule recordings to occur when you are absent.
Recordings are stored in a standard Microsoft ASF file format, and can be played using
Microsoft Media Player.

Before doing any recording, you should review the recording settings to ensure they are
suitable for your PC.

Recording Preferences

To set the Recording Preferences, click the Setting tab on the TabCamCfg screen. You will see
ascreen like the example below.

&Tabtaml:fg x|

Channel List  Setting |

— Directamny
Recording ID\ Browse |
Snapshot IC:\ Browsze |

— Fecording Time Frame

b aximurn time frame for Inztant |4 hrs had l
— Digk Allocation for Becording

Total Space: 3830 ME

Available Space: 334 ME

¥ Enable Diskspace limit

Used Space: |E549 hB

I axirnurn: 200 ME

& Ovenarite oldest fils
" Stop recording

— Start Info
Launch Viewer Recader utility on windows startup |-

Auto start video streaming when utility starts v

Apply |

Figure 44: Recording Preferences

If necessary, change these settings to suit your environment.

Directory

Recording Thisisthe Drive and Folder on your PC where recorded fileswill be
placed. You need adrive which haslarge amounts (Gigabytes) of free
space. Click the Browse button to select the drive and folder.

Note that file names are automatically assigned, using the date and time.

Snapshot This shows the location where snapshot images (still images, in JPEG
format) will be stored. Y ou can use the Browse button to select the
desired drive and folder




Recording Time Frame

Maximum time
frame for
I nstant

This sets the maximum size of arecording which is started by clicking
the Record button on the main screen.

If the recording is not stopped manually, it will be terminated after the
time period indicated here.

Disk Allocation

for Recording

Total Space

It displaysthe total space of the disk.

Available Space

It displays the available space of the disk.

Enable Enablethisif you want to use this feature.

Diskspace limit

Used Space It displays the used space of the disk.

Maximum Enter the value for the maximum space for recording.

Overwrite The utility will overwritethe old filesif the space is not enough for
oldest file recording.

Stop Recording

It will stop recording if the space is not enough.

Start Info

Launch Viewer | Check thisto have this utility start when Windows starts.
Recorder ...

Auto start Check thisif you wish to have the utility connect to the specified
video... cameras as soon as the utility starts.




Live Recordings

Y ou can start and stop recording from the Main screen, using the controls provided.

|

sl o [«][n]

Exit - Click thisto exit the program.

Shrink to task bar - Usethisto minimize the program.

Play - Use thisto re-start viewing, after using the Stop or Pause button.
Pause - Use thisto temporarily stop the connection to the camera

Stop. Thiswill terminate the connection to the camera, halting both the viewing
and the recording (if in progress).

Record. Click thisto start recording the current video stream.
While recording, this button will be blue. To stop recording, click the Stop
button.

Snapshot Click thisto take asingle JPEG “ snapshot” image of the current video.

Y ou can use the “ Preferences” to set the folder where these images are stored.

Zoom. This can be used to select the Audio stream which can be heard. (Only
one audio stream can be selected at any time.) If the camera does not support
audio, or if audio is disabled on the camera, this option is unavailable, and ared
“X” will cover thisicon.

Flip- Click thisto have the image rotated to the correct position.

Mirror - Click thisto have the image rotated to the correct position.

Rotate - Click thisto have theimage rotated to the correct position.

Mute - This can be used to select the Audio stream which can be heard. (Only

one audio stream can be selected at any time.) If the camera does not support
audio, or if audio is disabled on the camera, this option is unavailable, and this

icon @ will be displayed.
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Scheduled Recordings

Recordings can be scheduled at any time, for any known Wireless Network Camera. (Of course,
your PC must be ON at the scheduled time.)

To use thisfeature, click the Scheduled Recording button under the Channel List tab. You
will see ascreen like the example below.

x
Type | Start D ate | Start Tirne | Diuration |

Cicle: IDne Time 'I
Start Date: |u4-21-2|305 'l Start Time: 1729 j

Diuration: o010 =

Add Delete |

Figure45: Scheduled Recording List

This screen lists all scheduled recordings. For each recording, the following datais shown:
Type - Indicates if the recording isOne Time, Everyday, or on a particular day each week.

Start Date - The date the recording will be made. If the recording schedule is repetitive,
thisisthe date of the next recording.

Start Time - Thetime the recording will be made.
Duration - Indicates the duration of the recording.

If ascheduled recording is selected, the Delete button can be used to delete the selected entry.

Data - Schedule Definition

Camera Select the camerato be used. If the desired camerais not listed, you
must define by using the Add button on the screen.

Cycle Select the desired option:
One Time - Only one (1) recording is made, on the specified date,
at the specified time.

Everyday - Therecording is made every day, at the specified time.
The Start Day indicates when the first recording will be made.

Mon ~ Fri - The recording is made from Monday through Friday
each week. The Start Day indicates when thefirst recording will be
made.

Sat ~ Sun - The recording is made from Saturday through Sunday




each week. The Start Day indicates when the first recording will be
made.

Every Sunday, Every Monday, ... - The recording is made on the
specified day each week. The Start Day indicates when the schedule
becomes active.

Start Date

Select the desired date.
For asingle recording, thisisthe day the recording will be made.
For daily (Everyday) recordings, thisisthe starting date.

For weekly recordings, this determines when the schedul e becomes
active.

Start Time

Select the desired start time.

Duration

Enter or select the desired duration of the recording.
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Viewing with your Web Browser

The recommended method to view live video from the Wireless Network Cameraisto use the
Windows utility.

However, you can also use your Web browser if necessary.

Viewing over your LAN

To establish a connection from your PC to the Wireless Network Camera:

1. Start your WEB browser.

2. Inthe Address box, enter "HTTP://" and the |P Address of the Wireless Network Camera,
asin this example, which uses the Wireless Network Camera's default IP Address:
HTTP: //192. 168. 0. 99

3. If the Administrator has enabled the user security feature, you will then be prompted for a
username and password.
Enter the name and password assigned to you by the Wireless Network Camera
administrator.

4. When you connect, the following screen will be displayed.

- Wireless/Ethernet Network Camera
it
View Video

Administration

Figure46: Home Screen

5. Click View Video to see a screen like the example below.



ALive Video - Microsoft Internet Explorer . = 1)

[ [ [ |8 ntemet %

Figure47: View Video Screen

If using Internet Explorer on Windows, you may see aprompt regarding an "OCX" file,

like the exampl e below.
You must install this OCX filein order to view the Video. Click " Yes'.

Security Warning

[ you want ta install and run

“httpe A4 92168, 3. 75Amg M etCamPlavertw'eb] 1g.ocy"
sighed on B/11/2004 11:14 AM and distributed by:

Sercornm Corporation

Publizher authenticity verified by YenSign Class 3 Code
Signing 2001 CaA

Cautior: Sercomm_qupolation azzerts that thiz content iz
zafe, You should only installview this content if you trust
Sercomm Corporation to make that azzertion.

[ &lways tust content from Sercomm Corporation

[ Yes J i Mo i [ More Info

Figure48 ActiveX OCX Prompt

Video will start playing automatically. There may be adelay of afew seconds while the
video stream is buffered.
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Viewing via the Internet

If the LAN with the Wireless Network Camerais connected to the Internet, and configured
correctly, you can connect to the Wireless Network Cameraviathe Internet.

See Making Video available fromthe Internet in Chapter 3 for details of the required LAN
configuration.

To establish a connection from your PC to the Wireless Network Camera viathe Internet:

1. Obtain the Internet address and port number of the Wireless Network Camerafrom the
Administrator.

2. Start your WEB browser.
3. Inthe Address box, enter the following:

HTTP: / /I nt ernet _Addr ess: port _nunber
Exampleusing an | P address:
HTTP: //203. 70. 212. 52: 1024

Where the Router/Gateway's Internet |P addressis203. 70. 212. 52 and the "Second
Port" number on the Wireless Network Camerais1024.

Example using a Domain Name:
HTTP: / / nycaner a. dyndns. tv: 1024

Where the Router/Gateway's I nternet Domain name (using DDNS in this example) is
mycaner a. dyndns. t v and the "Second Port" number on the Wireless Network
Camerais1024.

4. If the Administrator has enabled the user validation feature, you will then be prompted for

ausername and password.

Enter the name and password assigned to you by the Wireless Network Camera
administrator.

5. When you connect, the following screen will be displayed.

- WirelessiEthernet Netwark Camera
Xl
View Video

Administration

Figure49: Home Screen
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6. Click View Video to see a screen like the example below.

ZLive ¥ideo - Microsoft Internet Explorer =] )

[ [ [ ntemet 7

Figure50: View Video Screen

If using Internet Explorer on Windows, you may see a prompt regarding an "OCX" file,
like the example below.

You must install this OCX filein order to view the Video. Click " Yes'.

Security Warning

Do pou want to inztall and wn
"hittp:/#192.168.3. 75/ ima/NetCamPlapery/'ebl 19 ooy
sighed on B/11/2004 11:14 Ak and distibuted by

Sercomm Corporation

Publizher authenticity verfied by %enSign Class 3 Code
Signing 2001 CA o

Caution; Sercomm_&;rporation azzerts that thiz content iz
zafe. You should only install/view this content if pou trust
Sercomm Corporation o make that assertion,

| Always trust content from Sercomm Corporation

[ Yes J i Mo i [ Mare Info

Figure51 ActiveX OCX Prompt

Video will start playing automatically. There may be adelay of afew seconds while the
video stream is buffered.

Note:

Viewers need a broadband Internet connection to view video effectively. Dial-up connections
are NOT recommended.



Chapter 6
Troubleshooting

This chapter coversthe most likely problems and their solutions.

Overview

This chapter covers some common problems that may be encountered while using the Wireless
Network Camera and some possibl e solutions to them. If you follow the suggested steps and
the Wireless Network Camera still does not function properly, contact your dealer for further
advice.

Problems

Problem 1: | can't connect to theWireless Network Camera with my Web
Browser to configureit.

Solution 1: It ispossible that your PC's |P address is not compatible with the IP
address of the Wireless Network Camera.
Use the Windows utility to configure the Wireless Network Camera with a

valid | P address.
Problem 2: The Windows utility doesn't list any Wireless Network Cameras.
Solution 2: Check the following:

The Wireless Network Cameraisinstaled, LAN connections are OK,
itispowered ON and startup is complete.

Ensure that your PC and the Wireless Network Camera are on the
same network segment. (If you don't have arouter, this must be the
case.)

Ensure that your PC has the TCP/IP network protocol loaded. In
Windows, thisis done by using Control Panel-Network. If an entry for
TCP/IP -> Network card is not listed, use Add - Protocol - Microsoft -
TCP/IPto add it.

Y ou then need to select the new entry (TCP/IP -> Network card), click
Properties, and configure the |P Address tab.

If your LAN hasa DHCP
Server, you can select "Obtain an | P Address automatically".

Otherwise, you must
select "Specify an P Address", and enter values for |P Address,
Subnet Mask, and Gateway. All devices on your LAN must use
compatible values. Remember that each device needs aunique IP
Address, and the same Subnet Mask.

Problem 3 When | try to connect to the Wireless Network Camera, | get
prompted for a user name and password.

Solution 3 Y ou SHOULD be prompted for a user name and password if trying to
access the Administration menu.
Enter the Administrator 1D and Password set on the User screen.
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Problem 4

Solution 4

Problem 5

Solution 5

Problem 6

Solution 6

Problem 7

Solution 7

Problem 8
Solution 8

If you arejust trying to view Video, the User Name/Password prompt
indicates that the Administrator has restricted access to specified users.
Ask the Administrator for your User Name and Password.

| can't connect to theWireless Network Camera using a Wireless
connection.

1) If aLAN cableis connected to the LAN port, the Wirelessinterfaceis
disabled. Only oneinterface can be active.

2) Check that your PC and the Wireless Network Camera have compatible
Wireless settings.

Mode (Infrastructure or Ad-hoc) must be correct.
ESSID must match.
WEP settings must match.
In Ad-hoc mode, the Channel should match, although thisis often not
required.
Video quality may suddenly deteriorate.

This can happen when an additional viewer connects to the Wireless
Network Canera, overloading the cameraor the available bandwidth. The
image size and quality can be adjusted to cater for the required number of
viewers and the available bandwidth.

The motion detection feature doesn't send me any E-mails.

It may bethat the SMTP (Simple Mail Transport Protocol) server used by
the Wireless Network Camerato send the E-mail will not accept mail from
the Wireless Network Camera. Try using adifferent SMTP server. The
Wireless Network Camera derives the address of the SMTP server from
the E-mail address you enter in the Show "From" as field.

Using the motion detection feature, | receive E-mails which don't show
any moving obj ects.

The motion detection feature doesn't actually detect motion. It compares
framesto seeif they are different. Major differences between frames are
assumed to be caused by moving objects.

But the motion detector can also be triggered by:
Sudden changesin the level of available light
Movement of the cameraitself.

Try to avoid these situations. The motion detection feature works best in
|ocations where there is good steady illumination, and the camerais
mounted securely. This feature can NOT be used if the camerais outdoors.

Theimageisblurry.

Try cleaning the lens, and adjusting the focus ring.



Appendix A
Specifications

Wireless Network Camera

M odel

Dimensions

Operating Temperature
Storage Temperature
Network Protocols:
Network Interface:

Wirelessinterface

LEDs

Power Adapter

Wireless Network Camera

164 mm (L) * 88 mm (W)* 54 mm (H)
6.4inch (L) * 3.5inch (W) * 2.1 inch (H)

0°Cto40° C

-10°Cto 70° C

TCP/IP, DHCP, SMTP, NTP, HTTP

1 Ethernet 10/100BaseT (RJ45) LAN connection

|EEE 802.11b/802.11g compatible, Infrastructure/Ad-hoc mode,
WEP/WPA -PSK security support, roaming support

3
5V DC External



Requlatory Approvals

CE Approvals

The Wireless Network Camera and the Ethernet Network Camera meet the guidelines of the

European Union and comply with the 99/5/EEC and RTTE 99/ 5EG directives, including the
following standards:

EN60950
EN300 328-2
EN301 489-1
EN301 489-17

ThisisaClass B product. In adomestic environment this product may cause radio interference
in which case the user may be required to take adequate measures.
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Copyright Notice

Many software components are covered by the GNU GPL (General Public License). Some are
covered by other Licenses as listed in the table below.

Details of each applicable license are contained in the following section.

No Warranty

THIS SOFTWARE IS PROVIDED BY THE AUTHOR AND CONTRIBUTORS "ASIS"
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR
OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL,
SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF
USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND
ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR
TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH
DAMAGE.

Network Camera copyright information

Package sour ce codes License
rrload GPL
uClinux2.4.19.ucl GPL
busybox-0.60.3 GPL
tinylogin-1.02 GPL
inetutils-1.3.2 GPL
thttpd-2.20b-rr Seefollowing
uClibc-0.9.5 LGPL
Lan driver (DM9000) GPL
cgi-lib Copyright cgi-LIB
Cgihtml Free SW
Ntp-4.1.0-4.src.rpm GPL
Cron-small version GPL
Dhcped-1.3.22-p11 GPL
Smitpclient-1.0.0 GPL
Upnpsdk-1.0.4 GPL
ez-ipupdate-3.0.11b7 GPL




thttpd License

Copyright 1995,1998,1999,2000 by Jef Poskanzer <jef @acme.com>. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted
provided that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, thislist of conditions
and the following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, thislist of
conditions and the following disclaimer in the documentation and/or other materials provided
with the distribution.

THIS SOFTWARE IS PROVIDED BY THE AUTHOR AND CONTRIBUTORS “ASIS"
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE AUTHOR
OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL,
SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT
LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF
USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND
ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR
TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH
DAMAGE.
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cgi-LIB Copyright Notice

Author: Noel V Aguilar
Version: 1.4

Filename: cgi-lib.h
ProgramLibrary: CGI-LIB

Feel freeto use, copy, reference, or modify this program in any way.

Support public domain freeware.

For updates or to report bugs go to my home page

http://ww. geocities.conl SiliconValley/Vistal 6493/

Theweb page for thelibrary is:

http://ww. geocities.com SiliconValley/Vistal6493/cgi-lib.htm

Disclaimer

THE INFORMATION, CODE AND EXECUTABLE PROVIDED ARE PROVIDED "ASIS'
WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESS OR IMPLIED, INCLUDING
BUT NOT LIMITED TO THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE. IN NO EVENT SHALL NOEL V AGUILAR
BE LIABLE FOR ANY DAMAGES WHATSOEVER INCLUDING DIRECT, INDIRECT,
INCIDENTAL, CONSEQUENTIAL, LOSS OF BUSINESS PROFITS OR SPECIAL
DAMAGES. ALL THE INFORMATION, CODE AND EXECUTABLES ARE FOR
EDUCATIONAL PURPOSES ONLY.
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GNU General Public License

GNU GENERAL PUBLIC LICENSE

Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyoneis permitted to copy and distribute verbatim copies of this license document, but
changing it is not allowed.

Preamble

The licenses for most software are designed to take away your freedom to share and changeit.
By contrast, the GNU General Public License is intended to guarantee your freedom to share
and change free software--to make sure the software is free for al its users. This General
Public License applies to most of the Free Software Foundation's software and to any other
program whose authors commit to using it. (Some other Free Software Foundation softwareis
covered by the GNU Library General Public Licenseinstead.) Y ou can apply it to your
programs, too.

When we speak of free software, we are referring to freedom, not price. Our General Public
Licenses are designed to make sure that you have the freedom to distribute copies of free
software (and charge for this service if you wish), that you receive source code or can get it if
you want it, that you can change the software or use pieces of it in new free programs; and that
you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to deny you these rights
or to ask you to surrender the rights. These restrictions translate to certain responsibilities for
you if you distribute copies of the software, or if you modify it.

For example, if you distribute copies of such a program, whether gratis or for afee, you must
givetherecipients all the rights that you have. Y ou must make sure that they, too, receive or
can get the source code. And you must show them these terms so they know their rights.

We protect your rights with two steps: (1) copyright the software, and (2) offer you thislicense
which gives you legal permission to copy, distribute and/or modify the software.

Also, for each author's protection and ours, we want to make certain that everyone understands
that there is no warranty for this free software. If the software is modified by someone else and
passed on, we want its recipients to know that what they have is not the original, so that any
problems introduced by others will not reflect on the original authors' reputations.

Finally, any free program is threatened constantly by software patents. We wish to avoid the
danger that redistributors of afree program will individually obtain patent licenses, in effect
making the program proprietary. To prevent this, we have made it clear that any patent must
be licensed for everyone'sfree use or not licensed at all.  The precise terms and conditions for
copying, distribution and modification follow.

GNU GENERAL PUBLIC LICENSE
Terms And Conditions For Copying, Distribution And Modification

0. This License applies to any program or other work which contains a notice placed by the
copyright holder saying it may be distributed under the terms of this General Public License.
The"Program", below, refersto any such program or work, and a "work based on the
Program” means either the Program or any derivative work under copyright law: that isto say,
awork containing the Program or a portion of it, either verbatim or with modifications and/or
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translated into another language. (Hereinafter, translation isincluded without limitation in the
term "modification”.) Each licenseeis addressed as "you".

Activities other than copying, distribution and modification are not covered by this License;
they are outside its scope. The act of running the Program is not restricted, and the output from
the Program is covered only if its contents constitute a work based on the Program
(independent of having been made by running the Program). Whether that is true depends on
what the Program does.

1. You may copy and distribute verbatim copies of the Program'’s source code as you receive it,
in any medium, provided that you conspicuously and appropriately publish on each copy an
appropriate copyright notice and disclaimer of warranty; keep intact all the notices that refer to
this License and to the absence of any warranty; and give any other recipients of the Program a
copy of this License along with the Program.

Y ou may charge afee for the physical act of transferring a copy, and you may at your option
offer warranty protection in exchange for afee.

2. You may modify your copy or copies of the Program or any portion of it, thusforming a
work based on the Program, and copy and distribute such modifications or work under the
terms of Section 1 above, provided that you also meet al of these conditions:

a) You must cause the modified files to carry prominent notices stating that you changed the
files and the date of any change.

b) Y ou must cause any work that you distribute or publish, that in whole or in part contains or
is derived from the Program or any part thereof, to be licensed as awhole at no charge to all
third parties under the terms of this License.

c) If the modified program normally reads commands interactively when run, you must causeit,
when started running for such interactive use in the most ordinary way, to print or display an
announcement including an appropriate copyright notice and a notice that thereis no warranty
(or else, saying that you provide awarranty) and that users may redistribute the program under
these conditions, and telling the user how to view a copy of thisLicense. (Exception: if the
Program itself isinteractive but does not normally print such an announcement, your work
based on the Program is not required to print an announcement.)

These requirements apply to the modified work as awhole. If identifiable sections of that
work are not derived from the Program, and can be reasonably considered independent and
separate worksin themselves, then this License, and its terms, do not apply to those sections
when you distribute them as separate works. But when you distribute the same sections as part
of awhole which isawork based on the Program, the distribution of the whole must be on the
terms of this License, whose permissions for other licensees extend to the entire whole, and
thus to each and every part regardless of who wroteit. Thus, it is not the intent of this section
to claim rights or contest your rights to work written entirely by you; rather, the intent isto
exercise theright to control the distribution of derivative or collective works based on the
Program.

In addition, mere aggregation of another work not based on the Program with the Program (or
with awork based on the Program) on a volume of a storage or distribution medium does not
bring the other work under the scope of this License.

3. You may copy and distribute the Program (or awork based on it, under Section 2) in object
code or executable form under the terms of Sections 1 and 2 above provided that you also do
one of the following:
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a) Accompany it with the complete corresponding machine-readabl e source code, which must
be distributed under the terms of Sections 1 and 2 above on a medium customarily used for
software interchange; or,

b) Accompany it with awritten offer, valid for at least three years, to give any third party, for a
charge no more than your cost of physically performing source distribution, acomplete
machine-readable copy of the corresponding source code, to be distributed under the terms of
Sections 1 and 2 above on a medium customarily used for software interchange; or,

¢) Accompany it with the information you received as to the offer to distribute corresponding
source code. (Thisalternativeisallowed only for noncommercial distribution and only if you
received the program in object code or executable form with such an offer, in accord with
Subsection b above.)

The source code for awork means the preferred form of the work for making modifications to
it. For an executable work, complete source code means all the source code for all modulesit
contains, plus any associated interface definition files, plus the scripts used to control
compilation and installation of the executable. However, as a special exception, the source
code distributed need not include anything that is normally distributed (in either source or
binary form) with the major components (compiler, kernel, and so on) of the operating system
on which the executabl e runs, unless that component itself accompanies the executable.

If distribution of executable or object code is made by offering access to copy from a
designated place, then offering equivalent access to copy the source code from the same place
counts as distribution of the source code, even though third parties are not compelled to copy
the source along with the object code.

4. You may not copy, modify, sublicense, or distribute the Program except as expressly
provided under this License. Any attempt otherwise to copy, modify, sublicense or distribute
the Program is void, and will automatically terminate your rights under this License. However,
partieswho have received copies, or rights, from you under this License will not have their
licenses terminated so long as such parties remain in full compliance.

5. You are not required to accept this License, since you have not signed it. However, nothing
€l se grants you permission to modify or distribute the Program or its derivative works. These
actions are prohibited by law if you do not accept this License. Therefore, by modifying or
distributing the Program (or any work based on the Program), you indicate your acceptance of
this License to do so, and all itsterms and conditions for copying, distributing or modifying the
Program or works based onit.

6. Each time you redistribute the Program (or any work based on the Program), the recipient
automatically receives alicense from the original licensor to copy, distribute or modify the
Program subject to these terms and conditions. Y ou may not impose any further restrictions on
the recipients’ exercise of the rights granted herein. Y ou are not responsible for enforcing
compliance by third partiesto this License.

7. If, as a consequence of a court judgment or allegation of patent infringement or for any
other reason (not limited to patent issues), conditions are imposed on you (whether by court
order, agreement or otherwise) that contradict the conditions of this License, they do not
excuse you from the conditions of this License. If you cannot distribute so as to satisfy
simultaneously your obligations under this License and any other pertinent obligations, then as
a consequence you may not distribute the Program at all. For example, if a patent license
would not permit royalty-free redistribution of the Program by all those who receive copies
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directly or indirectly through you, then the only way you could satisfy both it and this License
would beto refrain entirely from distribution of the Program.

If any portion of thissectionis held invalid or unenforceabl e under any particular circumstance,
the balance of the section is intended to apply and the section as awholeis intended to apply in
other circumstances.

It is not the purpose of this section to induce you to infringe any patents or other property right
claims or to contest validity of any such claims; this section has the sole purpose of protecting
theintegrity of the free software distribution system, which isimplemented by public license
practices. Many people have made generous contributions to the wide range of software
distributed through that system in reliance on consistent application of that system; it is up to
the author/donor to decide if he or sheiswilling to distribute software through any other
system and alicensee cannot impose that choice.

This section isintended to make thoroughly clear what is believed to be a consequence of the
rest of this License.

8. If the distribution and/or use of the Program is restricted in certain countries either by
patents or by copyrighted interfaces, the original copyright holder who places the Program
under this License may add an explicit geographical distribution limitation excluding those
countries, so that distribution is permitted only in or among countries not thus excluded. In
such case, this License incorporates the limitation asif written in the body of this License.

9. The Free Software Foundation may publish revised and/or new versions of the General
Public License from timeto time. Such new versionswill be similar in spirit to the present
version, but may differ in detail to address new problems or concerns.

Each version is given adistinguishing version number. If the Program specifies aversion
number of this License which appliesto it and "any later version", you have the option of
following the terms and conditions either of that version or of any later version published by
the Free Software Foundation. If the Program does not specify a version number of this
License, you may choose any version ever published by the Free Software Foundation.

10. If you wish to incorporate parts of the Program into other free programs whose distribution
conditions are different, write to the author to ask for permission. For software which is
copyrighted by the Free Software Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be guided by the two goal s of
preserving the free status of all derivatives of our free software and of promoting the sharing
and reuse of software generally.

NO WARRANTY

11. BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE ISNO
WARRANTY FOR THE PROGRAM, TO THE EXTENT PERMITTED BY APPLICABLE
LAW. EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT
HOLDERS AND/OR OTHER PARTIES PROVIDE THE PROGRAM "AS|S' WITHOUT
WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT
NOT LIMITED TO, THEIMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK ASTO THE QUALITY
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AND PERFORMANCE OF THE PROGRAM ISWITH YOU. SHOULD THE PROGRAM
PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING,

REPAIR OR CORRECTION.

12. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN
WRITING WILL ANY COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY
MODIFY AND/OR REDISTRIBUTE THE PROGRAM AS PERMITTED ABOVE, BE
LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR
INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF
DATA OR DATA BEING RENDERED INACCURATE OR LOSSES SUSTAINED BY
YOU OR THIRD PARTIES OR A FAILURE OF THE PROGRAM TO OPERATE WITH
ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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Lesser GNU General Public License

GNU LESSER GENERAL PUBLIC LICENSE
Version 2.1, February 1999

Copyright (C) 1991, 1999 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyoneis permitted to copy and distribute verbatim copies of this license document, but
changing it is not allowed.

[Thisisthefirst released version of the Lesser GPL. It also counts as the successor of the
GNU Library Public License, version 2, hence the version number 2.1.]

Preamble

The licenses for most software are designed to take away your freedom to share and changeit.
By contrast, the GNU General Public Licenses are intended to guarantee your freedom to share
and change free software--to make sure the software is free for all its users.

Thislicense, the Lesser General Public License, applies to some specially designated software
packages--typicaly libraries--of the Free Software Foundation and other authors who decide to
useit. You canuseit too, but we suggest you first think carefully about whether thislicense or
the ordinary General Public License is the better strategy to usein any particular case, based on
the explanations below.

When we speak of free software, we are referring to freedom of use, not price. Our General
Public Licenses are designed to make sure that you have the freedom to distribute copies of
free software (and charge for this service if you wish); that you receive source code or can getit
if you want it; that you can change the software and use pieces of it in new free programs; and
that you are informed that you can do these things.

To protect your rights, we need to make restrictions that forbid distributors to deny you these
rights or to ask you to surrender theserights. These restrictionstranslate to certain
responsibilities for you if you distribute copies of the library or if you modify it.

For example, if you distribute copies of the library, whether gratis or for afee, you must give
the recipients all the rights that we gave you. Y ou must make sure that they, too, receive or can
get the source code. If you link other code with the library, you must provide compl ete object
filesto the recipients, so that they can relink them with the library after making changesto the
library and recompiling it. Andyou must show them these terms so they know their rights.

We protect your rights with atwo-step method: (1) we copyright the

library, and (2) we offer you thislicense, which gives you legal permission to copy, distribute
and/or modify the library.

To protect each distributor, we want to make it very clear that there is no warranty for the free
library. Also, if thelibrary is modified by someone else and passed on, the recipients should
know that what they haveis not the original version, so that the original author's reputation will
not be affected by problems that might be introduced by others.

Finally, software patents pose a constant threat to the existence of any free program. We wish
to make sure that a company cannot effectively restrict the users of afree program by obtaining
arestrictive license from a patent holder. Therefore, weinsist that any patent license obtained
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for aversion of the library must be consistent with the full freedom of use specified in this
license.

Most GNU software, including some libraries, is covered by the ordinary GNU General Public
License. Thislicense, the GNU Lesser General Public License, applies to certain designated
libraries, and is quite different from the ordinary General Public License. We use thislicense
for certain librariesin order to permit linking those libraries into non-free programs.

When a program is linked with alibrary, whether statically or using a shared library, the
combination of the two islegally speaking a combined work, a derivative of the original library.
The ordinary General Public License therefore permits such linking only if the entire
combination fitsits criteria of freedom. The Lesser General Public License permits more lax
criteriafor linking other code with the library.

We call thislicense the "Lesser" General Public License because it does Lessto protect the
user's freedom than the ordinary Genera Public License. It also provides other free software
developers Less of an advantage over competing non-free programs. These disadvantages are
the reason we use the ordinary General Public License for many libraries. However, the Lesser
license provides advantagesin certain special circumstances.

For example, on rare occasions, there may be a special need to encourage the widest possible
use of acertain library, so that it becomes a de-facto standard. To achievethis, non-free
programs must be allowed to use the library. A more frequent case is that a free library does
the same job as widely used non-freelibraries. In this case, thereislittle to gain by limiting the
freelibrary to free software only, so we use the Lesser General Public License.

In other cases, permission to use a particular library in non-free programs enables a greater
number of people to use alarge body of free software. For example, permission to use the
GNU C Library in non-free programs enables many more people to use the whole GNU
operating system, aswell asits variant, the GNU/Linux operating system.

Although the Lesser General Public Licenseis Less protective of the users' freedom, it does
ensure that the user of aprogram that is linked with the Library has the freedom and the
wherewithal to run that program using a modified version of the Library.

The precise terms and conditions for copying, distribution and modification follow. Pay close
attention to the difference between a"work based onthelibrary" and a"work that uses the
library”. Theformer contains code derived from the library, whereas the latter must be
combined with thelibrary in order to run.

GNU LESSER GENERAL PUBLIC LICENSE

TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND
MODIFICATION

0. This License Agreement appliesto any software library or other program which contains a
notice placed by the copyright holder or other authorized party saying it may be distributed
under the terms of this Lesser General Public License (also called "this License").Each licensee
isaddressed as"you".

A "library" means a collection of software functions and/or data prepared so asto be
conveniently linked with application programs(which use some of those functions and data) to
form executables.

The"Library", below, refersto any such software library or work which has been distributed
under theseterms. A "work based on the Library" means either the Library or any derivative
work under copyright law: that isto say, awork containing the Library or aportion of it, either



verbatim or with modifications and/or translated straightforwardly into another language.
(Hereinafter, translation is included without limitation in the term "modification".)

"Source code" for awork means the preferred form of the work for making modificationstoit.
For alibrary, complete source code means all the source code for all modulesit contains, plus
any associated interface definition files, plus the scripts used to control compilation and
installation of thelibrary.

Activities other than copying, distribution and modification are not covered by this License;
they are outside its scope. The act of running a program using the Library is not restricted, and
output from such a program is covered only if its contents constitute awork based on the
Library (independent of the use of the Library in atool for writing it). Whether that istrue
depends on what the Library does and what the program that uses the Library does.

1. You may copy and distribute verbatim copies of the Library's complete source code as you
receiveit, in any medium, provided that you conspicuously and appropriately publish on each
copy an appropriate copyright notice and disclaimer of warranty; keep intact all the notices that
refer to this License and to the absence of any warranty; and distribute a copy of this License
along with the Library. Y ou may charge afee for the physical act of transferring a copy, and
you may at your option offer warranty protection in exchange for afee.

2. You may modify your copy or copies of the Library or any portion of it, thus forming a work
based on the Library, and copy and distribute such modifications or work under the terms of
Section labove, provided that you also meet all of these conditions:

a) The modified work must itself be a software library.

b) Y ou must cause the files modified to carry prominent notices stating that you changed the
files and the date of any change.

¢) You must cause the whole of the work to be licensed at no charge to all third parties under
the terms of this License.

d) If afacility in the modified Library refersto afunction or atable of datato be supplied by an
application program that uses the facility, other than as an argument passed when the facility is
invoked, then you must make agood faith effort to ensure that, in the event an application does
not supply such function or table, the facility still operates, and performs whatever part of its
purpose remains meaningful.

(For example, afunction in alibrary to conmpute square roots has a purpose that is entirely
well-defined independent of the application. Therefore, Subsection 2d requires that any
application-supplied function or table used by this function must be optional: if the application
does not supply it, the square root function must still compute square roots.)

These requirements apply to the modified work asawhole. |If identifiable sections of that
work are not derived from the Library, and can be reasonably considered independent and
separate works in themselves, then this License, and its terms, do not apply to those sections
when you distribute them as separate works. But when you distribute the same sections as part
of awhole which isawork based on the Library, the distribution of the whole must be on the
terms of this License, whose permissions for other licensees extend to the entire whole, and
thus to each and every part regardless of who wroteiit.

Thus, it is not the intent of this section to claim rights or contest your rights to work written
entirely by you; rather, the intent isto exercise the right to control the distribution of derivative
or collective works based on the Library.
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In addition, mere aggregation of another work not based on the Library with the Library (or
with awork based on the Library) on avolume of a storage or distribution medium does not
bring the other work under the scope of this License.

3. You may opt to apply the terms of the ordinary GNU General Public License instead of this
Licenseto agiven copy of the Library. To do this, you must alter all the notices that refer to
this License, so that they refer to the ordinary GNU General Public License, version 2, instead
of tothisLicense. (If anewer version than version 2 of the ordinary GNU General Public
License has appeared, then you can specify that version instead if you wish.) Do not make any
other change in these notices.

Once this change is made in agiven copy, itisirreversible for that copy, so the ordinary GNU
General Public License appliesto all subsequent copies and derivative works made from that

copy.

This option is useful when you wish to copy part of the code of the Library into a program that
isnot alibrary.

4. You may copy and distribute the Library (or a portion or derivative of it, under Section 2) in
object code or executable form under the terms of Sections 1 and 2 above provided that you
accompany it with the complete corresponding machine-readable source code, which must be
distributed under the terms of Sections 1 and 2 above on a medium customarily used for
software interchange.

If distribution of object code is made by offering access to copy from a designated place, then
offering equivalent access to copy the source code from the same place satisfies the
requirement to distribute the source code, even though third parties are not compelled to copy
the source along with the object code.

5. A program that contains no derivative of any portion of the Library, but is designed to work
with the Library by being compiled or linked withit, is called a"work that uses the Library".
Such awork, inisolation, is not aderivative work of the Library, and therefore falls outside the
scope of thisLicense.

However, linking a"work that uses the Library” with the Library creates an executable that isa
derivative of the Library (because it contains portions of the Library), rather than a"work that
usesthelibrary”. The executableis therefore covered by this License. Section 6 statesterms
for distribution of such executables.

When a"work that usesthe Library" uses material from a header filethat is part of the Library,
the object code for the work may be a derivative work of the Library even though the source
code is not. Whether thisistrueis especially significant if the work can be linked without the
Library, or if thework isitself alibrary. The threshold for thisto be trueis not precisely
defined by law.

If such an object file uses only numerical parameters, data structure layouts and accessors, and
small macros and small inline functions (ten lines or lessin length), then the use of the
objectfile is unrestricted, regardless of whether it islegally a derivative work. (Executables
containing this object code plus portions of the Library will still fall under Section 6.)

Otherwise, if the work is a derivative of the Library, you may distribute the object code for the
work under the terms of Section 6.Any executables containing that work also fall under Section
6,whether or not they are linked directly with the Library itself.
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6. As an exception to the Sections above, you may also combine or link a"work that uses the
Library" with the Library to produce awork containing portions of the Library, and distribute
that work under terms of your choice, provided that the terms permit modification of the work
for the customer's own use and reverse engineering for debugging such modifications.

Y ou must give prominent notice with each copy of the work that the Library isused in it and
that the Library and its use are covered by thisLicense. You must supply a copy of this
License. If thework during execution displays copyright notices, you must include the
copyright notice for the Library among them, as well as areference directing the user to the
copy of thisLicense. Also, you must do one of these things:

a) Accompany the work with the complete corresponding machine-readable source code for the
Library including whatever changes were used in the work (which must be distributed under
Sections 1 and 2 above); and, if the work is an executable linked with the Library, with the
complete machine-readable "work that uses the Library", as object code and/or source code, so
that the user can modify the Library and then relink to produce a modified executable
containing the modified Library. (Itisunderstood that the user who changes the contents of
definitionsfilesin the Library will not necessarily be able to recompile the application to use
the modified definitions.)

b) Use a suitable shared library mechanism for linking with the Library. A suitable mechanism
isonethat (1) uses at run time a copy of thelibrary already present on the user's computer
system, rather than copying library functions into the executable, and (2) will operate properly
with amodified version of thelibrary, if the user installs one, aslong as the modified version is
interface-compatible with the version that the work was made with.

¢) Accompany the work with awritten offer, valid for at |east three years, to give the same user
the materials specified in Subsection 6a, above, for a charge no more than the cost of
performing this distribution.

d) If distribution of the work is made by offering access to copy from a designated place, offer
equivalent access to copy the above specified materials from the same place.

€) Verify that the user has already received a copy of these materials or that you have already
sent this user a copy.

For an executable, the required form of the "work that usesthe Library" must include any data
and utility programs needed for reproducing the executable from it. However, as a special
exception, the materials to be distributed need not include anything that is normally distributed
(in either source or binary form) with the major components (compiler, kernel, and so on) of
the operating system on which the executabl e runs, unless that component itself accompanies
the executable.

It may happen that this requirement contradicts the license restrictions of other proprietary
libraries that do not normally accompany the operating system. Such a contradiction means
you cannot use both them and the Library together in an executable that you distribute.

7. You may place library facilities that are awork based on the Library side-by-side in asingle
library together with other library facilities not covered by this License, and distribute such a
combined library, provided that the separate distribution of the work based on the Library and
of the other library facilitiesis otherwise permitted, and provided that you do these two things:

a) Accompany the combined library with a copy of the same work based on the Library,
uncombined with any other library facilities. This must be distributed under the terms of the
Sections above.

b) Give prominent notice with the combined library of the fact that part of it isawork based on
the Library, and explaining where to find the accompanying uncombined form of the same
work.



8. You may not copy, modify, sublicense, link with, or distribute the Library except as
expressly provided under this License. Any attempt otherwise to copy, modify, sublicense, link
with, or distribute the Library isvoid, and will automatically terminate your rights under this
License. However, parties who have received copies, or rights, from you under this License
will not have their licenses terminated so long as such parties remain in full compliance.

9. You are not required to accept this License, since you have not signed it. However, nothing
€l se grants you permission to modify or distribute the Library or its derivative works. These
actions are prohibited by law if you do not accept this License. Therefore, by modifying or
distributing the Library (or any work based on the Library), you indicate your acceptance of
thisLicenseto do so, and all itsterms and conditions for copying, distributing or modifying the
Library or works based on it.

10. Each time you redistribute the Library (or any work based on the Library), the recipient
automatically receives alicense from the original licensor to copy, distribute, link with or
modify the Library subject to these terms and conditions. Y ou may not impose any further
restrictions on the recipients' exercise of the rights granted herein. Y ou are not responsible for
enforcing compliance by third parties with this License.

11. If, as a consequence of a court judgment or allegation of patent infringement or for any
other reason (not limited to patent issues), conditions are imposed on you (whether by court
order, agreement or otherwise) that contradict the conditions of this License, they do not
excuse you from the conditions of this License. If you cannot distribute so as to satisfy
simultaneously your obligations under this License and any other pertinent obligations, then as
aconseguence you may not distribute the Library at all. For example, if a patent license would
not permit royalty-free redistribution of the Library by all those who receive copies directly or
indirectly through you, then the only way you could satisfy both it and this License would be to
refrain entirely from distribution of the Library. If any portion of this sectionisheld invalid or
unenforceable under any particular circumstance, the balance of the section isintended to apply,
and the section as awhole isintended to apply in other circumstances. It isnot the purpose of
this section to induce you to infringe any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose of protecting theintegrity of the
free software distribution system which isimplemented by public license practices. Many
people have made generous contributions to the wide range of software distributed through that
system in reliance on consistent application of that system; it is up to the author/donor to
decideif he or sheiswilling to distribute software through any other system and alicensee
cannot impose that choice. This section isintended to make thoroughly clear what is believed
to be a consequence of therest of this License.

12. If the distribution and/or use of the Library isrestricted in certain countries either by
patents or by copyrighted interfaces, the original copyright holder who places the Library under
this License may add an explicit geographical distribution limitation excluding those countries,
so that distribution is permitted only in or among countries not thus excluded. In such case, this
Licenseincorporates the limitation as if written in the body of this License.

13. The Free Software Foundation may publish revised and/or new versions of the L esser
General Public License from timeto time. Such new versions will be similar in spirit to the
present version, but may differ in detail to address new problems or concerns. Each versionis
given a distinguishing version number. If the Library specifies a version number of this
License which appliestoit and "any later version", you have the option of following the terms
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and conditions either of that version or of any later version published by the Free Software
Foundation. If the Library does not specify alicense version number, you may choose any
version ever published by the Free Software Foundation.

14. If you wish to incorporate parts of the Library into other free programs whose distribution
conditions are incompatible with these, write to the author to ask for permission. For software
which is copyrighted by the Free Software Foundation, write to the Free Software Foundation;
we sometimes make exceptions for this. Our decision will be guided by the two goals of
preserving the free status of all derivatives of our free software and of promoting the sharing
and reuse of software generally.

NO WARRANTY

15. BECAUSE THE LIBRARY IS LICENSED FREE OF CHARGE, THERE ISNO

WARRANTY FOR THE LIBRARY, TO THE EXTENT PERMITTED BY APPLICABLE
LAW.

EXCEPT WHEN OTHERWISE STATED IN WRITING THE COPYRIGHT HOLDERS
AND/OR OTHER PARTIES PROVIDE THE LIBRARY "ASIS* WITHOUT WARRANTY
OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, BUT NOT LIMITED
TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE. THE ENTIRE RISK ASTO THE QUALITY AND
PERFORMANCE OF THE LIBRARY ISWITH YOU. SHOULD THE LIBRARY PROVE
DEFECTIVE, YOU ASSUME THE COST OF ALL NECESSARY SERVICING, REPAIR
OR CORRECTION.

16. IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN
WRITING WILL ANY COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY
MODIFY AND/OR REDISTRIBUTE THE LIBRARY AS PERMITTED ABOVE, BE
LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR
INABILITY TO USE THE LIBRARY (INCLUDING BUT NOT LIMITED TO LOSS OF
DATA OR DATA BEING RENDERED INACCURATE OR LOSSES SUSTAINED BY
YOU OR THIRD PARTIES OR A FAILURE OF THE LIBRARY TO OPERATE WITH
ANY OTHER SOFTWARE), EVEN IF SUCH HOLDER OR OTHER PARTY HAS BEEN
ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS
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