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FCC/IC approval

This device complies with Part 15 of the FCC Rul@geration is subject to the following two
conditions: (1) this device may not cause harmftdrference, and (2) this device must accept
any interference received, including interferer thay cause undesired operation.

Changes or modifications to the equipment not esgbyeapproved by the party responsible for
compliance could void the user’s authority to opethe equipment.

Note: This equipment has been tested and found to cowigythe limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. Thess are designed to provide reasonable
protection against harmful interference in a reasiidé installation. This equipment generates,
uses and can radiate radio frequency energy andt ihstalled and used in accordance with
the instructions, may cause harmful interferenaatlito communications. However, there is
no guarantee that interference will not occur padicular installation.
If this equipment does cause harmful interferenaadio or television reception, which can
be determined by turning the equipment off andtle& user is encouraged to try to correct
the interference by one or more of the followingaseres:

- Reorient or relocate the receiving anéenn

- Increase the separation between the swripand receiver.

- Connect the equipment into an outlet @ireuit different from

that to which the receiver is connected.
- Consult the dealer or an experiencecbfad technician for help.

This device complies with Industry Canada licencerept RSS standard(s). Operation

is subject to the following two conditions: (1)ghdevice may not cause interference, and
(2) this device must accept any interference, olidg interference that may cause undesired
operation of the device.

Le présent appareil est conforme aux CNR d'Indeistanada applicables aux appareils radio
exempts de licence. L'exploitation est autoriséedmux conditions suivantes: (1) I'appareil

ne doit pas produire de brouillage, et (2) l'utiditeur de I'appareil doit accepter tout brouillage
radioélectrique subi, méme si le brouillage estepsible d'en compromettre le fonctionnement.

ICES-003 statement
This Class B digital apparatus complies with CaaadCES-003.

Cet appareil numérique de la classe B est confaxt@enorme NMB-003 du Canada.

The FCC/IC number for the safe endnode is FCC Y/R/ARID02 / IC 9514A-Y7V
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Copyrights
The information in this document is subject to adewithout further notice. No part of this document
may be reproduced or transmitted in any form oafy means, electronic or mechanical, for any

purpose, without the express written permissiodinfjCard Elsafe AS.
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1 In

troduction

This document describes
how to upgrade an existing Sentinel Digital Prs#fe to é&entinel Digital Ph [[IRF-Online safe
how to use the VISIONLINE software together with-RRline safes

2 Upgrade kit

TN

(8]

Upgrade kit necessarydarRF-Online upgrade

Description

Pcs

PHIII, see article number below)

ZigBee Endnode (article number 4821930; the endi®tewever not sold
separately on this number but only as a paRe{Online Communication Ki

RF-Online Interfac€éRFOI)

Screw

Cable RFOI-Endnode

O WN

Flex cable RFOI-Front board

Rk ke

Note: The parts above are available as a kit with articimber as below.

Art. No

Description

252-84

6KIT

RF-Online Communication Kit PHIII

October 11, 2011
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Exploded view of a Sentinel Ph Il RF-@alsafe

2.1 Safe preparation

For a smooth upgrade operation, follow the stepmabbefore connecting the RF-Online kit to the
existing safe:

Open the front cover and remove one battery fragrbtittery cartridge.
Press and hold tHeeset button down for at last 3 seconds.
Disconnect the flat flex cable from the front baard

The safe is now ready for mounting of RF-Online poments.

PoONE
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2.2 Cable connection

The RFOI has three connectors: X1, X2 and X3.

Connector Use

X1 Connects RFOI and inside PCB, using existing flable
X2 Connects RFOI and outside PCB, using shortdbible
X3 Connects RFOI and endnodssing 5-wire cable

2.2.1 Connecting RFOI with endnode and outside PCB

1. Connect the 5-wire cable to the endnode.

2. Connect the other end of the cable to the RFOKketoX3.

3. Connect the short flex cable to the RFOI; socket X2
Note: Make sure to connect the short flex cable betwde@!| and outside PCB in the
correct way; see picture below for correct conmecti

October 11, 2011
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4. Insert the endnode firmly as shown in the pictweiolw.
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2.2.2 Connecting RFOI with inside PCB

1. Make sure that the 5-wire cable between endnodd&&@l is connected; see sectd®2.1
for details.

2. Insert the RFOI firmly until the snap will hold &gee 1 in the following picture. Be careful
about the cable between endnode and RFOI - the ocaldt be placed below the RFOI board
and behind the supporting tower; see 2 in theailg picture. The flex cable connected to
the X2 connector should be bended upwards.

3. Connect the previously disconnected flex cable ftoeninside of the safe to the connector X1
on the RFOI board.

2.2.3 Connecting RFOI with front board
1. Connect the flex cable from the RFOI socket XZhefront board.

2. When the cable is fitted properly, the front coetthe safe can be closed.
Note: Do not forget to insert the battery that was reetbaccording to sectidhl
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3 RF-Online safe usage

Note: The RF-Online safe can only be connected to astiegiZigBee network.

3.1 Connecting an RF-Online safe to the network

Note: Before connecting the safe to the network, the saist have been commissioned.

To allow the safe to join the ZigBee network, tleeoerned ZigBee router or gateway must be ‘open’.
This is performed in the software SysM@yétem Monitgdr see3.1.1 Follow the steps in sectiosl.2
and3.1.3for joining the safe to the network.

3.1.1 Starting SysMon

1. Double click onSysMon.exe in the VISIONLINE installation folder.
2. Log on with the same user name and password A4$6ONLINE.
Tip: Create a shortcut t8ysMon.exe since this program will be extensively used.

3.1.2 Opening the concerned gateway or router forj  oining

1. Inthe SysMon menView, selecZigBee ; theZigBee Network window which is shown.

2. Right click on the applicable gateway/router in ZigBee Network window and select
Permit Joining . The gateway/router is now ‘open’. It will remaimthis status for
approximately 15 minutes or until a forbid join coand is executed.

RT. 0x0c32 Linda's office - zstack
= . Farm new netwaork,
" Set channels
i setpanID
Set Logging
Reset
Get User Description
Get IEEE address and children
Forbid Joining
Add Node
Edit Marme
Mermory Durmp
Remove
Upgrade Firrweare in PAN Coordinatar
Upgrade Firrweare in Gateway

i Ehl 14 Mol 0R-1
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3.1.3 Setting the safe in discovery mode

To be able to connect to the open routgateway, the RF-Online safe must be set icodisry mode:

1. With the gateway/router open from the steps peréalin sectior8.1.2 connect théJniversal
Safe Interfac€PinKey, EIKey or IR interface) to the service lsetcof the safe. Depending on
what interface that is used, the display of the safl show
» ‘Ser (if PinKey is used)

* ‘Ir (if the IR interface is used)
*  ‘Open’ (if EIKey is used)

2. Press and hold tHeeset and3 buttons down simultaneously. ‘dISC’ should appmathe display.

3. Release both buttons; the safe is now in discoverge.
4. Wait for a couple of seconds and then press antltheReset and5 buttons downsimultaneously.
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5. Depending on the connection status of the safa|litlisplay either ‘On .’ or ‘OFF ..

The ‘On .’ status indicates that the safe is coteteto the ZigBee network. If ‘On .’ is displayed,
the safe interface (PinKey, ElKey or IR) can beaeed from the service socket.After that, the safe
should appear in théigBee Network window of SysMon $ystem Monitgrwith the room number
that was set during the commissioning.

If the signal to the ZigBee network is weak ‘OFén.the safe display), it might be necessary toaepe
the procedure of connecting the safe to the Zigkeork; see sectioB.1.2 The endnode must then
be set in discovery mode again according to stépaldove.

The picture below shows a sample of the ZigBee adtwiew, with safes connected to three
different routers.

Zigbee Network

= @) GW. Gatewap 00:17:74:02:04:2D - BeeStack
L =8 RT. 0x0007 my office - beestack
B0 EM.121 [0w0c25). Safe
-0 EN.120(0x0c23). Safe Find Node
i -0 EM.123 [0w0c24). Safe
= GW. Gatewap 00:17:74:02:05:64 - Z-stack
=00 RT. 0x0001 my office - zstack
o o EMO100 [0x0c26). Safe

L

<80 EM.102 [0m0c23). Safe Set...
<80 EM.103 [0x0c28). Safe

-0 EN. 104 [0x0c25). Safe Print Status
-0 EM. 105 [0x0c27). Safe

-0 EM. 105 [DHDCz‘l] Sale Find Ciffline:

-1 00 iRT. Me0c32 Linda's office - zstack:
-5 EN. 107 [0x1855). Safe
-0 EN. 108 [0x1854). Safe
-0 EN. 103 [0x1856). Safe
EM. 110 [0x1857). Safe

=

A0
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3.2 Disconnecting a safe from the network

If the RF-Online functionality in a safe needs todwitched off, e.g. when the safe should be moved
from one room to another, follow the steps below:

1. Connect the safe interface to the service socket.
2. Press the buttorlReset and2 and hold them down for a moment.

3. The safe display will say ‘ConS’. That means t@istruction modéas been activated
(which will reduce the battery consumption). Theioan the safe is turned off.

4. To verify that the radio is turned off, press amtbitheReset and5 buttons down. The safe
display will say ‘Con .’

3.3 Reconnecting a safe to the network
Before connecting the safe to the ZigBee netwoekraghe RF-Online functionality should be turned o

1. Connect the safe interface to the service socket.
2. Press and hold thReset and4 buttons down. The safe display will say “OrPdtghan join.

1 2 2}

3. To verify that the safe is connected to the netvag#in, check its status by pressing and
holding theReset and5 buttons down. If ‘On .’ is shown on the displaye tafe is
connected. If ‘Con .’ is shown, the safe is stllconstruction mode.

Note: Making a cold start on the safe, e.g. by replati@gbattery, will also set the safedrphan
join mode.

Note: If the front or CPU board of the safe has been amghd, an orphan join should be made
according to the steps above.

Note: If the endnode of a safe has been exchanged¢aveiyy must be done according to sec8dh3
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4 Settings and supervision in VISIONLINE

Before starting any work in VISIONLINE, the onlifignctionality for safes must be enabled
in the software.

Note: VISIONLINE 1.10.0 or higher is required.

4.1 Enabling online functionality for safes

Online functionality for safes require that the YOBILINE software option©nline and
In-room safesre set; see sectidnl.1

Once the options have been set in the softwarkerdift alternatives for the safes are available at
Tools/Options/Online/Safes ; see sectiod.1.2

4.1.1 Installing an option in VISIONLINE

If the Online andin-room safe®ptions were ordered together with the VISIONLIBEHtware, they are
included in the VISIONLINE license code and will &et in the software when the license code is edter

If the options should be added to the system atiest bccasion, when the license code has alreaay be
entered and system ID is therefore set, an optide ¢s used instead. Several software options ean b
included in one option code. An operator with théharity to handle option codes must be logged on.
Normally, options are set by the system managéreodistributor.

When ordering the option, the system code must be communicated to the ordering department:

1. Double click onSystem settings under theReports tab in the navigation window to find the
system codeSystem settings is available even if you are not logged on.

2. Communicate your system code to the order depatireea order acknowledgement for phone
number and e-mail address. The system code cabalsotered in th®rdering web pagevhen
making the order.

To install the option:
1. When you have got your option code, gatmls/Option code .
r_in]'JJJ l a

System code

03C7-11B4-4ZF5

Option code

D10B-CDl&-40EB-ReDR-82

| Apply | | Read card... | | Close

2. Enter the option code and clidipply .
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4.1.2 Settings at Tools/Options/Online/Safes
When the steps in sectidnl.1lhave been performed, settings for the safes camaloe in VISIONLINE.

1. Launch the VISIONLINE software and log on with usame and password.
2. Go toTools/Options/Online/Safes

| Lptions: Q

General Safes
Guest cards
Report bypes
- User defined text
Events
|- Syskemn Grace kime: | 30 minutes
I Printer
Yalidation
1= Online
Door ajar alarm
Status
Miscellaneous
Inncom
Alarms

) Disabled
(%) Enabled
() Enabled ino renting)

=

[

et info from safe at check-in,
[ Get info from safe at check-out,
[Imotify guest at check-out if safe is locked.

EscapefReturn
(- E-mail
SMS
I Energy management

3. If there should be an extra cost for the guestiife is used, “Enabled” (default) should be
marked. If there is no extra cost, “Enabled (ndingp)” should be marked.

Note: If “Enabled” is chosen, the check box ‘Rent safeist be marked in the guest card
dialog before issuing the guest card; see sedtipbiRenting a safor details. If cards are
encoded via PMS Plus and ‘Enabled’ is chosen, Biéidtd is used; seBpecification for
PMS Plus Protoco{DP-060) for details.

4. If ‘Get info from safe at check-in’ is marked, areat about the status of the safe
(locked/unlocked) will be sent at guest check-in.

Note: The status of the safe is explicitly checked atc&kin/check-out. If the check box
‘Get info from safe at check-in’ is not marked, thst known status is used. This may
cause unnecessary triggeringltie safe is LFP@ocked from previos guestjarms.

5. If the check box ‘Get info from safe at check-astmarked, an event about the status of
the safe (locked/unlocked) will be sent at guestkkout. See note in step 4.

6. If ‘Notify guest at check-out if safe is locked'nsarked, the guest will at check-out be
alerted by SMS or e-mail that the safe is stilkied. The SMS/e-mail alert comes directly
at check-out, but the guest has some timeGiteee time entered in this dialog; default is
30 minutes, the valid range is 30-1440 minuteg)adack to the room and pick up the
belongings in the safe.

Note: The function ‘Notify guest at check-out if safddasked’ requires that information about
the guest’s cell phone number and/or e-mail addras$een given from PMS at check-in.

7. Click OK.
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4.1 Safes list in VISIONLINE

If an RF-Online safe has been successfully ingtalled connected to the ZigBee network,
it should automatically appear in tBafes list in VISIONLINE.
Note: There is also a safes list in SysMon; see sedtian

1. Double click onSafes under theists tab in the navigation window.

il 5o

Door IEEE

100 00177a01030002e6
101 00177a0103000154
10z 00177a01030002d2
103 00177a01030001062
104 00177a0103000251
105 00177a01030002d5
106 00177a01030001a0
7 00177a010300027c
108 00177a0103000202
109 00177a01030002c6
110 00177a01030002ce

Safe sin Safe rented
20100427 (0132B540) Mo
96754789 (0SEZEOES) Mo
9IF7S47ES (0SEZEQEL) Mo
32323232 (D1ED3EAD) Mo
85965214 (051FB99E) Mo
12345675 (00BCE14E) Mo
20100303 (0132B4CF) Mo
12131415 (00B91CS7) Mo
9510247 (0091 1DE7) Mo
2000002 (001E8452) Mo
9BEB4555 (0SE4DBCE) Mo

Safe locked
Mo
Mo
fes
Mo
Ves
fes
Ves
Ves
Mo
Mo
Ves

Last update of lock status
02.05.2010 08:23:00
04.05.2010 16:28:00
06,05.2010 08:46:00
29.04,2010 11:53:00
04.05.2010 15:53:00
19.05.2010 11:22:00
27.04.2010 14:03:00
29.04.2010 11:31:00
30.04.2010 08:54:00
04.05.2010 16:21:00
30,04.2010 09;52:00

Safe needs service Lask update of service status

Mo
Mo 19.04.2010 13:14:00
Mo 03.05.2010 11:16:00
Mo
Mo
Mo 03.03.2010 13:09:00
Mo
Mo 16.03.2010 12:46:00
Mo
Yes 04.05.2010 16:21:00
Mo 30.04.2010 10:04:00

[-[E]x)

LFPG

4.3 Safes list in SysMon

The safes are also shown in a SysMon list, withesertra information in addition to the safes list
in VISIONLINE.

1. Launch SysMon and log on with the same user nameassword as for VISIONLINE.

2.

In the SysMon menWiew, selectSafes; theOnline Safes window is shown.

Onlinesaies =183
Room | Serial# | Last Contact | Status Last Good Event | Event Time: | Seqhum | BufEvents | Rented | Locked (last update] | Servics [last update] | LFPG |
100 20100423 (01328540 Oriine New Date/Time (466) 2904201011:1500 5 No No No(0205.201008:2300)  Ho [never) No
101 98754783 [0SE2E0ES) Oriine Unlocked (417) 2902010133000 B No No No[0405.201016:26:00)  Wo(13.04.201013:14:00) No
102 98754785 [0SE2E0ET) Oriine Inconect GuestCode [448)  16.04.2010143500 2 No No “es [06.05.201008:46:00)  No (03.05.2010 11:16:00) Yes
103 32323232 [MED36A) Oriine Unlocked (417) 2402010163000 2 No o No[22.04201011:5300) Mo [never) o
104 93955214 (051FB99E) Oriine Locked (416) 004201017.21:00 12 o o Yes (4.05.201015.5200)  No never] Yes
105 12345673 (00BCET4E) Oriine Unlocked (417) 2012010154600 7 Yes o Ves (15.07.20100310:00) Mo (03.03.2010 13.09.00) Yes
106 20100303 (01 32B4CF) Oriine Urlocked (417) 4032010171200 1 o o Ves (27.04.201014.0200)  No never] Yes
107 12131415 [00BIICS7) Oriine Locked (416] 040320101717.00 2 Yes No No[22.06201012:51:00) o (16.03.201012:46:00] No
108 9510247 (00ST1D67) Oriine Unlocked (417) 30042010085600 11 No No No(30.04201008:5400)  Ho [never) No
109 2000002 (O0E8482) Oriine Unlocked (417) 2901.2010132600 8 Yes No No[07.07.201009:3400)  ‘Yes (040520101621:00]  Na
110 98884555 [05E4DBCE) Oriine 0id Date/Tirne [465) 0042010035400 2 No No Ves [30.04.201009:5200) o (30.04.2010 10:04:00) Yes
22 12345673 [00ECET4E) Oriine Unlocked (417) 07.07.201010:0200 2 Yes o Yes(11.08.201008:3%00)  No never] Yes
43 2000002 (O01E8482) Oriine Corfiguration Changed (457) 13.04.2010155000 3 o o No [never] Ho never] o
221 2000002 (001E8482) Oriine Corfiguiation Changed (457) 13.04.20101648:00 3 o o No [never) Ho never] o
987 2000002 (001E8482) Oriine Service Opened [415) 20042010133300 7 No No No[20.04201015:51:00) o (20.04.20101551:00) No
1030 2000002 (DO1EB482) Oriine Logon [420) 19.042010155300 5 No No No [never] No [never] No
1130 2000002 (DOEB482) Oriine Configuration Changed (457) 13.04.2010164500 7 No No No [never] No [never] No
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4.4 Events
All operations of the safe are logged in the saéenory and sent as events to VISIONLINE.

_.!:I EVENIS JJ @1

Dot area

floar1
floar1

Ewvent Fime Event

22,01,2010 15146 Unlocked (0417)
22,01,2010 1546 Locked (0416)

Croar

105
105

This list may not contain all events that have occurred in the lock, For an accurate list, please retrieve the

events directly from the lock.

[ et | [ seach.. || close

Below is a list of the events available in VISIONIH:

Event

Description

Auto Relock Error

The Auto Relock attempt was ursssful.

Clear Memory

Deletes the audit trail.

Cold Start

The microprocessor of the safe was restarted pipéras when safe looses power
and gets it back again. Cold start does not dalegehing from the safe memory.

Configuration Changed

The safe configuration wamnged.

Decoded

The safe has been decoded.

Door Time-out

The locking bolt/latch hit the frame during lockir&fter 2-3 seconds it
automatically retracted.

Five Incorrect Codes

The user has entered fivferdifit incorrect codes, which sets the safe in
countdownor servicemode.

Incorrect Guest Code

An incorrect code has betsrahby the user. The incorrect code is recorded
shown in the safe log.

Incorrect Service Code

An incorrect service coae lheen entered.

Locked Safe locking by user code, card, or fingatgtepending on safe model.

Logoff A logoff with a service unit has taken place. TheetID will be the same as for
‘logon’ (see above).

Logon A logon with a service unit has taken place. Theceoned user ID is stored in th

safe memory.

Low Battery

Mechanically Opened

The locking latch was movedhmaically without the safe running the motor.

New Date/Time

Internal safe clock was changed; was the new date and time.

Old Date/Time

Internal safe clock was changed; was the old date and time.

‘Ser’ in display

The safe is unoperational and in “service modethhgal staff must service ope
the safe.

Service Code Changed

Service code of the safed@sdhanged.

Service Countdown

Five incorrect service codeslimen entered, which sets the safeointdown
or servicemode.

Service Opened

The safe has been successfuligsepened.

Service Open Error

Service opening failed becthissafe did not manage to move the locking
bolt/latch to open position.

Tamper Activated

The tamper switch has been &etiva

Time-out The safe was not locked within 3 seconds aftectite was entered or the
card/fingerprint was swept.
Unlocked Normal unlocking of the safe by code, card, ordinyint depending on

safe model.

October 11, 2011
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4.5 Alarms
Some of the events in sectidrl will appear as alarms in tiidarms dialog of VISIONLINE.

1. Double click onAlarms under the.ists tab in the navigation window.

o]

[
Shaw Filter
All

Type Time Zompleted at Completed by Doar Card holder Additional information
'SEr' in display 04,05,2010 16:21:44 109
Tamper Activated 04.05.2010 16:21:42  04.05.2010 16:21:42  Auto-Completed 109
'SEr in display 30.04.2010 12:50:30  03.05.2010 11:16:00  Auto-Completed 102
'SEr' in display 20,04,2010 14:37:31  20.04.2010 15:51:05  Auto-Completed

Tamper Activated 20.04.2010 14:37:28  20.04.2010 14:37:28  Auto-Completed

Hard disk Failure 15.03.2010 0:08:00  18.05.2010 16:50:43  Swm

Low Battery 12,03,2010 10:3h43  19,05,2010 09:25:00  Auko-Completed 105
20

18

15

14

12

10
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Preventative Battery OFfline rooms Security Device Operation Reporting

Print Close

The following alarms can be received from the safe:

October 11, 2011

Low Battery
Mechanically Opened
Tamper Activated
Clear Memory

Auto Relock Error
‘Ser’ in display
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4.6 Commands for safes

In theSafes list of VISIONLINE, some commands are availabldtia right-click menu. The
commands are described in more detail in secdahid-4.6.5

il 52

Doar IEEE Safe sfn Safe rented Safe locked

100 00177a01030002e6 20100429 (01326540 Mo Mo
00177a01030001b4 95754759 (DSEZEQES) Mo Mo
00177a01030002d2 95754785 (0SEZEQEL) Mo es
00177a01030001b2 32323232 (D1ED35AD) Mo Mo
00177a0103000261 85065214 (0S1FE99E) Mo es
00177a01030002d5 12345678 (D0BCA14E) Mo es
920\1; aDI

00177401030 - Ds7)
00177201030 oot 1nfn i452)
00177201030 : {CECE) Mo Yes
Set Time i
Ping i
I

Gek activation code

Remove

4.6.1 Get info

This function displays all available informationcaib the safe.

il [Safeilnformatione 20,05, 2010 12:45:40 =13

Information

Room: 107
Serial number: 12131415

Safe madel: Sentinel or ¥tra (phase 111
Time/date: 20.05.2010 10:45

Firrnware version: 1.1
Hardware version: 0.1

Lock statust Unlocked
"SEr" in display: Mo
Mechanically opened: Mo
"—---"in display: Mo

User countdown: Mo
Service countdown: Mo
Low battery: Mo

Factary service code: No
Safe rented: Mo

Print ] [ Close
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4.6.2 Set time

This command sets date and time to the curren¢sysalues. If the operation has been successful,
the following message box will be displayed:

| 1lgn]es hﬂ
y Onling command finished.

If the operation fails, the following message bak be displayed:

| Lo \*ﬁ
6 Mo answer was received within the time limit,
4.6.3 Ping

This feature tells the operator whether the safmiige or not. If the ping is successful, thedaling
message box will be displayed:

| HoTice kﬂ
"
1 Crline command finished.

If the operation fails, the following message bdk e displayed:

| briror Eﬁ
8 Mo answer was received within the time limit,

4.6.4 Get activation code
This command will display the activation code faeated safe.

I. Llun]es ﬁi
\‘::l) Safe activation code: 17811158
4.6.5 Remove

This command will remove the chosen safe from3ates list in VISIONLINE.
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4.7 Renting a safe

If there is an extra cost for the guest to usesttie (requires that “Enabled” has been chosen at

Tools/Options/Online/Safes

; see sectiod.1.2for details), the following actions must be taken:

* The safe must be i@odeActmode, which is set during production or by Saf&lwhen the
safe is commissioned. An activation code will betsereless to the safe, so the safe is ready
for usage when the guest arrives to the room.
Note: If the online network is temporarily shut downe thctivation code must be printed

manually and the guest must manually activate dlfe Isefore first use.

* The check box ‘Rent safe’ in the guest card diabgISIONLINE must be marked before
the guest card is issued:

1. Double click onGuest (or Guest advanced if that is applicable) under ti@ards tab of
the navigation window.

|E|] Lriiestacand|

General

Room Mo, | [T6E]

Ma. of pights: | 7

Exzpiration time:  27.05,2010 12:00

Mo. of cards: | 1

Issue to:

Dpions
[l clear fields

e B ata
[¥]Rent safe

Guest entranceCommon rooms

H=E

4.7.1 At check-out

During guest check-out, thidarms

previous guest)

Conmpleted at

15.06.2010 10:58:05
21.08.2010 11:23:27
D1.06.2010 16:26:39
21.05.2010 11:42:19

10,06,2010 01:37:48

19,05.2010 09:25:00

dialog will if applicable show the alarihe safe is LFP@ocked from

Completed by Daor.
107
Auto-Completed 107
Auto-Completed
Auto-Completed 110
Auto-Completed 107

Auto-Completed 105

Auto-Completed 105

e

Card holder Additional information

00177A02042D; Beesta..,

. larms.
Show. Filter

Al
Type Tie:

'SEF in display 15.06.2010 10:59:09
Mechanically Opened 15,06,2010 10:59:05
TigBee Gateway Offine 21,05,201009:44:00
The safs is LFPG (lacked from previous gusst) 21,05,2010 09:43:00
The safe is LFPG (lacked From previous quest) 21,05.2010 09:43:00
The safe is LFPE (lacked from previous guest) 21,05.201003:43:00
The safe Is LFPE (lacked from previous guest) 21,05,2010 09:43:00
The safe is LFPG (lacked from previous guest) 21.05.201009:43:00
The safe is LFPG (lacked from previous guest) 21,05,2010 09:43:00
SEF in display 04,05,2010 16:21 44
Low Biattery 12,03,2010 10:34:43
20

18
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2

Preventative Battery Offline

Security

Device

Operation Reporting

If ‘Notify guest at check-out if safe is locked’shheen marked according to sectdoh.2 the guest will at
check-out be alerted by SMS or e-mail that the sa$éill locked. TheSafes list of VISIONLINE also has

a column ‘Safe locked'.

Note: The LFPG alarm is independent of whether ‘Notifiegt at check-out if safe is locked’ has been

selected or not.
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5 Troubleshooting

Problem Solution

The safe cannot connect to the ZigBee | «  Move the router closer to the safe to gain the best
network and does not appear in the possible link quality.

ZigBee Network window in SysMon. | «  Repeat the discovery procedure.

The safe appears in tEégBee » Check with SafeLink if the safe is properly
Network window, but the room number commissioned.

is hot shown. Note: The safe cannot have room number 0 (zero).

After the discovery procedure, the safe| « Check with SafeLink if the safe is properly

“took over” the number from another safe  commissioned.

shown in theZigBee Network window |« Perform theGet Info command from th&afes

of SysMon. list of VISIONLINE, to be sure that the safe has
the proper room number stored in its memory.

* Check the IEEE addresses of the endnodes in
both safes.

6 Service commands

The table below contains a list of service commadksafe status modes which can be shown on the

safe display.

Action Safe display Display picture Description

Reset + 2 ConS Sets the safe in construction mode
Reset + 3 diSC Sets the safe in discovery mode

Reset + 4 OrPH Sets the safe in orphan join mode

Safe status:
Safe connected to ZigBee network

Reset +5 On.

Safe status:
Safe disconnected from the network

Reset + 5 OFF.

Safe status:
Construction mode

Reset +5 Con.

To execute a service command:
1. Press and hold tHeeset and the applicable one of tBe3 or 4 buttons down.

To display the safe status mode:
1. Press and hold tHeeset and5 buttons down.
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Revision history

Date Change By

30.04.2010 First draft RKo

27.08.2010 First release KG

27.01.2011 Revision 1 (FCC/IC approval added; KG
superfluous article numbers removed)

08.09.2011 Revision 2 (FCC/IC number added) KG

11.10.2011 Revision 3 (additional FCC/IC text addeticle number KG

for endnode changed to the VingCard number; irggiev

article numbers removed; new logotypes and otlyatachanges)
20.10.2011 Revision 4 (Industry Canada statemarEmglish and French KG

added to the FCC/IC text)
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