Leading Provider

of 3C Total Solutions

TriplePlay

User Manual
Version 1.0

Version Date: August 1, 2005
Document #: BD-TU0001-10



| Table of Contents

GENERAL INFORMATION ...ceuiitieee et e eee e e e e e e e e e e e s eaeeeanns 3
Package Contents..........coooiiiiiiiiiii i 3
Safety Instructions—Please read. .........cccccccceeeiieiiiiiiiiiiinn. 3
Front Panel VieW .........oooviieieeeee e 4
[ Yo [Tox=] (o] o [ 4
Back PAn€l VIBW .........ooieiieiieeeee e 6

INSTALLING THE ROUTER . ..ceniiii ittt et eeas 7
Connect the ADSL Line and Telephone............ccccceeeeeevnnnnn.... 7
Connectthe PCtothe RoUter........ccueviveiiiiiiiie e 7
Connect a Printer or Server to the Router.............ccooevvvveenneen. 8
Connect the Telephone to the Router..........cccooovvieiiiiinnn.... 8
Connect the Routerto a Phone Jack ...........cccoveviiviiinciinnnnnns 8
Connect the Power Adapter .........cooooveviiiiiiiciiieeeeeeeeeen, 8

INSTALLATION DIAGRAM ...t 9

USB DRIVER INSTALLATION ..cvuiiuniieiieieeeieeeeeeeeeeeeeeeneeeaeeenns 10

CONFIGURING YOUR COMPUTER ...ccutiitiieiieeeeeeeeeeeeeeee e e eas 14
WiINAOWS 2000... ... 14
WINAOWS XP . 15

LOGINTO THE ROUTER....uuiitiieeieee e 16

DEVICE INFO... e e 17
SUMMANY .ot 17
AN Lo e 17
] = | 1] (1o TP 18

LAN StatiStiCS..oueeiieeeeeee e 18
WAN StatiStICS . e 18
ATM StatiStiCS ..enieiieeee e 19
ADSL StatiStiCS ...ooveiieeeeeeeeeeee e 19
ADSL BER TSt . oeniiieiiieeeeeeee e 20
(R {010 (=TT 21
AR P s 21
] (O =TT 22

QUICK SETUP ..ottt et e e e e e e e e e e e e eeaaans 22

ADVANCED SETUP ...ttt et e e e e e e e 26
AN ) RPN 26
LAN Local Area Network (LAN) Setup .........cceeveeiiiiiiiiiennnns 31
NN [T 32

VirtUAl SEIVEIS ...ceieeeeeeeee e 32
Port Triggering .......covoe oo 34
DMZ HOSt ..o n e 35
FIreWall .. ..o e 36
IP Filtering—Outgoing ........coovviiiiiiiiiiiie e 36
IP Filtering—Incoming ..o, 37
TriplePlay
User Manual 1

Version 1.0
Document #: BD-TU0001-10



MAC Filtering ....uuueee e 38

Parental Control ..........cooveeeiiieiiie e 39
Quality Of SEIVICE .....uveiiiiiieee e 40
ROULING ... e 43

Default Gateway ..........coooevmiiiiiiiieeeeeeecceee e 43

] = ([o {0 U] (=T 43

1 e 44
DN S L s 44

DNS SEBIVEN ... 44

Dynamic DNS ... 45
AD S .. 46

DSL Advanced Settings ..........ccoeiiieeeiiiiiiiiiciie e, 47

Tone SettingS.....ovvvvieeiiei e 47
(Lo 0 A1, F=T o] o] T PR 48

WVIRELESS ..onitiie it ee ettt et e e e e et et e et e e e e e e e e eneeaneeas 49
BaSIC e 49
L= ol U | | 49
| A O ] (=Y PR 51
Wireless Bridge .......ooouvueiiiii e 52
AAVANCEA ... e 52
5] = 101 o T 1 {0 YO TPR 54

RV ][] =T 55
] | ol = 7= L1 [T 55
SIP AAVANCEA ... 58
PhonNEDOOK ... 61
Call HIStOrY ..o 62

DIAGNOSTICS .ottt e e e e e e e e e e e e e e eanees 63

X =1V 1 =1 64
SEtHNGS o 64

Backup Settings ... 64

Restore User Settings.......coovvviiiiiiiiiiieeiceee e 65

Restore Default..........ccoouiiieiiieii e 65
)Y A1 (=1 1. 1 o Yo SRR 66

Configure System LOg ......ucevviieiiiiiiiiiiiieeeeeeeeeeen, 67
SN P s 67
INtEINET TIME . e 68
ACCESS CONTIOL ... v 69

SBIVICES .. 69

[P AQAreSSES..... e 69

PasSSWOIAS ... 70
Update SOftWare ... 70
REDOOt ROULET ... 71

TriplePlay
User Manual 2

Version 1.0
Document #: BD-TU0001-10



General Information

The TriplePlay is a 3-in-1 router having the functions of a
standard ADSL router, plus voice capabilities and wireless
accessibility all in one box. Including three features adds
convenience and provides increased functions for one router.

| Package Contents

Included in the package is one of each of the following—

TriplePlay router

AC power adapter
USB cable

RJ-11 telephone cable
RJ-45 Ethernet cable
Splitter

User Manual

!'l-., | Safety Instructions—Please read.

e Place your router on a flat surface close to the cables in a
location with sufficient ventilation.

e To prevent overheating, do not obstruct the ventilation
openings of this equipment.

¢ Plug this equipment into a surge protector to reduce the risk
of damage from power surges and lightning strikes.

e Operate this equipment only from an electrical outlet with
the correct power source as indicated on the adapter.

¢ Unplug equipment first before cleaning. A damp cloth can
be used to clean the equipment. Do not use liquid / aerosol
cleaners or magnetic / static cleaning devices.

e Do not open the cover of this equipment. Opening the
cover will void any warranties on the equipment.
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Front Panel View

LED Mode

Indication
Solid The router is on.
The router is not on.
1. Power No light Check if the AC power adapter is
connected to the router and plugged in.
Solid ADSL is connected.
2. ADSL/LINK No light ﬁ?rselals not connected. ALARM LED will
Blinking Router is connected to ADSL.
Solid ADSL is connected; no traffic.
3. ADSL/ACT Nolight ADSL is not connected.
Blinking Presence of ADSL traffic.
Solid Router is connected to LAN.
4-7. LAN 1-4 No light No connection to LAN. Check if LAN

cable is connected to router.

Blinking Presence of LAN traffic.
Solid Connection established using USB.
8. USB Device Flashing The router is sending or receiving data
using USB.
Solid Wireless is enabled.
9. Wi-Fi No light Wireless is disabled.
Blinking Presence of wireless traffic.
TriplePlay
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Solid Line2 is off-hook.
10. Phone?2 No light Line2 is on-hook.
11. Phone1 Solid Line1 is off-hook.
— No light Line1 is on-hook.
Solid Line is off-hook.
12.LINE No light Line is on-hook.
TriplePlay
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Back Panel View

Port Description

1. On/ Off Press to turn the router on and off.

2. DC 18V 1A Connects to the AC adapter.

3. LINE Connects to the wall outlet using an RJ-11
cable.

4. Phonet Connects to a telephone using an RJ-11 cable.

5. Phone2 Connects to a second telephone using another

= RJ-11 cable.

6. Console For professional use by service personnel only.

7. USB Device I(i)npetisonalz Use only if not using any of the LAN
Short reset (“system reboot”)—push & hold the
reset button for 4 seconds.

8. Reset Long reset (“default settings”)—push the reset
button for more than 4 seconds and then
release.

9-12. LAN 1-4  Connect to PC(s) using RJ-45 cable(s).
Connect to the splitter provided using an RJ-11

13. ADSL cable. Refer to the next page for complete
instructions for splitter connections.
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Installing the Router

Connect the ADSL Line and Telephone

Connect an RJ-11 cable between the wall phone jack and
the line-end of the splitter (see diagram below).

Attach another RJ-11 phone wire to the modem-end of the
splitter and the ADSL port on the rear panel of the router.

The phone-end of the splitter will be connected to the
telephone using a third RJ-11 phone wire.

r N r- ™

R O

LINE MODEM PHONE
\ ’ \

NOTE: See connections on the installation diagram.

Connect the PC to the Router

By Ethernet—
To use the Ethernet connection, connect the Ethernet cable
from the computer directly to the router.

Connect one end of the Ethernet cable to the port(s)
labeled LAN 1-4 on the back of the router and attach the
other end to the Ethernet port of your computer.

By USB-
Or, you can use the supplied USB cable to connect your
computer directly to the router.

Connect one end of the USB cable to the USB port (labeled
USB Device) on the back of the router and connect the
other end to a free USB port on your PC.

The Found New Hardware Wizard will open on your PC.
See USB Diriver Installation below.

TriplePlay

User Manual 7

Version 1.0
Document #: BD-TU0001-10




e If your LAN has more than one computer, you can attach
one end of an Ethernet cable to a hub or a switch and the
other to the Ethernet port (labeled LAN) on the router. Note
that either a crossover or straight-through Ethernet cable
can be used. The router automatically recognizes the type
of connection that is required.

Connect a Printer or Server to the Router

If you have a printer or server that you wish to connect to the
router, attach the printer or server to the port labeled USB Host
using the USB cable that comes with the device.

Connect the Telephone to the Router

There are two ports on the back of your router labeled Phone 1
and Phone 2 for you to connect up to two telephones to. Use
RJ-11 cables to connect the telephone(s) to the router.

Connect the Router to a Phone Jack

e Before connecting the power adapter, connect the router
directly to a phone jack using an RJ-11 cable.

e Connectone end of an RJ-11 cable to the port labeled Line
on the back of the router and the other end to a wall phone
jack.

Connect the Power Adapter

e Complete the process by connecting the AC power adapter
to the POWER connector on the back of the device and
plug the adapter into a wall outlet or power strip.

e Then turn on and boot up your PC and any LAN devices,
such as hubs or switches, and any computers connected to
them.

TriplePlay
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Installation Diagram
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USB Driver Installation

The following instructions will guide you through the installation of
the USB driver.

Found New Hardware 1

L@:% LISB Network Interfface

Flease wait ...

1. When you attach the USB cable to the router for the first time
and turn on the device, Windows will detect new hardware
and the Found New Hardware Wizard will appear.

Found New Hardware Wizard

Welcome to the Found New

% Hardware Wizard
3

This wizard helps you install a device driver for a
hardware device.

To continue, click Nexst.

¢ Back I Mest > I Cancel I

2. The Found New Hardware Wizard will appear shortly after,
identifying that a USB driver is needed. Click on Next to
continue with the installation.

TriplePlay

User Manual 10
Version 1.0
Document #: BD-TU0001-10



Digital Signature Not Found x|

The Microsoft digital signature affirms that software has
been tested with Windows and that the software has not
been altered since it was tested.

The software you are about to install does not contain a
Microsoft digital signature. Therefore, there is no
guarantee that this software works carrectly with
Windows.

Broadcom USE Remote MDIS Device

If wous want to search for Microsoft digitally signed
software, visit the Windows Update ‘Web site at
http: £ Awindowsupdate. microsoft. com to see if one is
available,

Do pou want to continue the installation?

| Yes I No | More Info I

3. The Digital Signature Not Found window appears. Click
Yes to continue with the installation.

msertDisk x|

Fleaze insert the floppy disk labeled ‘Broadcom USE
@ MNetwork Driver Install Disk' into drive A: and then click
OK. Cancel

You can also click OK if you want files to be copied
from an altemate location, such as a network server or
a compact disc.

4. Then the Insert Disk window prompts you to insert the disk
(or CD) containing the USB driver. Click OK after inserting
the disk (or CD).

x
The file 'usbB023k.sys' on Broadcom USE Metwork
Driver Install Disk is needed.

Cancel

Type the path where the file is located, and then click
oK.

Copy files from:

B 2] _sowe. |

TriplePlay

User Manual 11
Version 1.0
Document #: BD-TU0001-10



5. After clicking OK at the previous window, you will be asked to
browse for the location of the disk (or CD) that the USB driver is
on. Then click OK to continue to the next step.

2|
Look in: | <=3 BCM LUSB Driver ~| « @& E-

. %] USBB023K.5Y5

History

Desktop

My Documents

RHE TR

My Computer
-
=

= File name: |usea023K.5vs = e |
My MNetwork P...
Filesof type:  [ushB023k.sys:usbBO23k.sy_ =l Cancel |

6. When you select the location of the disk (or CD), the required file
USB8023K.SYS will automatically be updated in the filename
window of this screen. Click on Open to continue with the
installation process.

TriplePlay
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Found New Hardware Wizard

Completing the Found New
Hardware Wizard

5

The wicad has linishied installioyg the sullware .

[“"‘F" Jroadcom USB Remate NDIS Device

Click Finish to close the wizard.

< Back

L Finish |

|
i
€
i

7. The last window lets you know that the driver installation is
complete. Click Finish to close the wizard.
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Configuring Your Computer

Prior to accessing the router through the LAN or the USB port,
note the following necessary configurations—

e Your PC’s TCP/IP address: 192.168.1.__ ( the last number
is any number between 3 and 254)

e The router’s default IP address: 192.168.1.1

e Subnet mask: 255.255.255.0

Below are the procedures for configuring your computer. Follow
the instructions for the operating system that you are using.

| Windows 2000

1. In the Windows taskbar, click on the Start button and point
to Settings, Control Panel, and Network and Dial-up
Connections (in that order).

2. Click on Local Area Connection. When you have the Local
Area Connection Status window open, click on Properties.

3. Listed in the window are the installed network components.
If the list includes Internet Protocol (TCP/IP), then the
protocol has already been enabled, and you can skip to
Step 10.

4. If Internet Protocol (TCP/IP) does not appear as an
installed component, then click on Install.

5. In the Select Network Component Type window, click on
protocol and then the Add button.

6. Select Internet Protocol (TCP/IP) from the list and then click
on OK.

7. If prompted to restart your computer with the new settings,
click OK.

TriplePlay
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8. After your computer restarts, click on the Network and Dial-
up Connections icon again, and right click on the Local
Area Connection icon and then select Properties.

9. In the Local Area Connection Properties dialog box, select
Internet Protocol (TCP/IP) and then click on Properties.

10. In the Internet Protocol (TCP/IP) Properties dialog box,
click in the radio button labeled Use the following IP
address and type 192.168.1.x (where x is any number
between 2 and 254) and 255.255.255.0 in the IP address
field and Subnet Mask field.

11. Click on OK twice to save your changes and then close
the Control Panel.

| Windows XP

1. In the Windows taskbar, click on the Start button and point
to Settings and then click Network Connections.

2. In the Network Connections window, right click on the Local
Area Connection icon and click on properties.

3. Listed in the Local Area Connection window are the
installed network components. Make sure the box for
Internet Protocol (TCP/IP) is checked and then click on
Properties.

4. In the Internet Protocol (TCP/IP) Properties dialog box, click
in the radio button labeled Use the following IP address and
type 192.168.1.x (where x is any number between 2 and
254) and 255.255.255.0 in the IP address field and Subnet
Mask field.

5. Click on OK twice to save your changes and then close the
Control Panel.
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Log in to the Router

This section will explain how to log in to your router using the
following steps—

1. Launch your web browser.
2. Enter the URL http://192.168.1.1 in the address bar and

press Enter.

A login screen like the one below will be displayed after you
connect to the user interface.

Enter Network Password _‘_’_]5]

> Flease type your user name and password.

Site: 192.168.1.1
Realm ADSL Router
User Name ||

Password I

[~ Save this password in your password list

[ o | Cancel |

3. Enter your user name and password, and then click on
OK to display the user interface.

’—!«\ NOTE: There are two default user name and password
combinations. The user/ user name and password combination
can display device status, but cannot change or save
configurations. The admin / admin combination can perform all
functions. Passwords can be changed at any time. Please note
that this user manual is based on the admin / admin login which
includes all functions.
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Device Info

This section describes the system information that can be
accessed using the menu items under Device Info.

| Summary

Access the general information of the router by clicking on
“‘Summary” under “Device Info”. It shows details of the router
such as software version, wireless driver version, LAN |IP address,

etc. It also displays the current status of your DSL connection as
shown below—

S welcome Device Info
=43 Device Info
_J Summary \Board ID: |o6a48Gw-11 ‘
-] Statistics | Software Version: |3—02—GE—DBDD..AEpBﬂlBE.dlEuf
_] Route |Bootloader (CFE) Version: |1.EI.E:F—D‘Ei
-] ARP
] pHCP |Wireless Driver Version: |3.91.41,D |
(] Quick Setup '
#-_1Advanced Setup Thig information reflects the current status of your DSL connection.
=] Wireless
&1 Voice I
= Line Rate - Upstream (Kbps): |800
-] Diagnostics | H (Rors)
&) Management |Line Rate - Downstream (Kbps): | 7616
LAN IP Address: 2192.168.1.1
|Default Gateway: [
Primary DNS Server: ;192. 168.1.1
Secundary DNS Server: 2192,168.1.1

Access the WAN status report from the router by clicking on
“WAN” under “Device Info”. Since a WAN connection has not
been set up yet, there is no information to view. After completing
the configurations for a WAN connection, you can return to this
screen to view the information on your WAN status.

= Welcome WAN Info
= ‘A Davice Info
: f -
J_W “;;;md')' Service Interface
MName Name

; :
; | Con. |
- VPI/VYCI | | Categaor
@ ] Statistics Jid [ NER
] Route
T ARP
_] Quick Setup
= () Advanced Selup
=1 (1 Wireless
4 (1 Voice
_1 Diagnostics
= (1 Management

i [
Protocol 1GMP 5 |State |Status
oo |& = | Address

TriplePlay
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Below is how the screen will look once a WAN connection is set
up.

EWelcome WAN Info
& ' Device Info

I_] Summary i i T
_1WAN VPI/ VLI I Categary HEEVICS e s |Protocol | IGMP | QoS | State | Status
+-_ Statistics D ; Name Name |
s ADSL
DHCP 340 1 LBR popoa_3_40_1 (ppp_3.40_1 | PPPoA | Disabled |Dsabled Erabled | Link
L1 Quick Setup Dawn
& _] Advanced Setup
& Wireless
-1 Voice
11 Diagnostics
-] Management

2]
Address

| Statistics |

LAN Statistics

Access the LAN statistics from the router by clicking on the “LAN”
item under “Statistics”

= welcome Statistics — LAN
= Device Info
i E] 3}‘ g‘:‘maf}' Elnterface Received : Transmitted
| B Statistics Bytes |Pkts Errs |Drops |Bytes |Pkts [Errs |Drops
~JLAN T T T
Ethi t (261512 (20100 0 528442 12220 |0 ]
I wan erne | i .
EMM usB o @ Jjo |o 0 [0 o |o
ADSL = T
it I_:] Route Wireless |0 |E| |D o 25934 (420 |0 o
1 ARP
-] DHCP

i [j Quick Setup
=] Advanced Setup
=[] Wireless

=- 1 Voice

i3 Diagnostics
#- ] Management

Resst Statistics |

WAN Statistics

Access the WAN statistics from the router by clicking on the
“WAN?” item under “Statistics”.

S weicome WAN Statistics
=3 Device Info

D!iuanmmy | Service WPI/VCIProtocol Interface Received Transmitted
WAN |

L | | Bytes PktsErrs DropsBytesPktsErrsDrops
E ﬂsj‘m“ pppoa_3_an_1| 3/40 |PPPuA ppp_3.40_1/ 232 |6 |0 | 0 |25 | & |0 | 0
] WAN
ﬂ i;gL Rasat Statistics
D Route
ARP
I DHCP
L] Quick Setup
-] Advanced Setup
=] Wireless
-1 Voice
| Diagnostics
[ Management
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ATM Statistics

Access ATM statistics from the router by clicking on the “ATM”
item under “Statistics”.

12 welcama
=~ 3 Device: Info
j Summary
] WAN
3 Statistics

f LAN
WAN
ATt
ADSL

] Route
ZARP
5] DHCP
] Quick Setup
@] Advanced Setup
#- ] Wireless
#-_1 Voice
Diagnostics
@ 1 Management

ADSL Statistics

Statistics — ATV

ATM Interface Statistics

In Dt In In In Heg n Il:lw-i.ll In Port nPTL In |InCircuit | In DAM in GFC
VpiVei  Not Enable Idle Type | RMCRC
|UCmtS Octets Errors Unknown | Errors Errors = Errars
Errors Errors Cells rs | Errors
| 624 572 o o 1} o o o o o D o

AALS Interface Statistics
In Dctets Dut Octetsin Ucast PiktsDut Ucast Pktsiin Errors Dut Ervorsin Discards Dut Discards|

= 16 | 10 | 10 =0 o | o | 0 |
AALS VCC Statistics

WPI/VEICRE ErrorsSAR Timeoutsversized SDUsBhort Packet Errors Length Errors)|

[ 3/40 o | 0 | 0 | 0 0 |

Fesat Statistics

You can view ADSL statistics by clicking on the “ADSL” item
under “Statistics”. Information contained in this screen is useful
for troubleshooting and diagnostics of connection problems.

{5 welcome
=43 Device Info
| Summary
WAN
=i Statistics
LAN
WAN
ATM
ADSL

i Route
t ARP
DHCP

[ Ouick Setup
#-] Advanced Setup
-] Wireless

-] Voice

[ Diagnostics
#-_1 Management

Statistics — ADSL

Mode: G.OMT

Type: Fast

Line Coding: Trellis Off

Status: Mo Defect

Link Power State: LO

DownstreamUpstream

SNR Margin (dB): 19.5 5.0

Attenuation (dB): 0.0 2.0

Dutput Power (dBm): 7.8 11.9

Attainable Rate (Kbps): 11712 B56

Rate (Kbps): 7616 BO0

K (number of bytes in DMT frame): 239 ]

R (number of check bytes in RS code word): (16 1]

S (RS code word size in DMT frame): 1 1

D (interleaver depth): 1 1

Delay (msec): 1] ]

Super Frames: 3934 33932

Super Frame Errors: 2] ]

RS Words: 2307530 ]

RS Correctable Errors: 0 0

RS Uncorrectable Errors: 1] /8,

HEC Errors: 1] ]

OCD Errors: o 0

LCD Errors: ] ]

Total Cells: 12620162 0

Data Cells: 700 n

Bit Errors: 1] 5]

Total ES: ] ]

Total SES: ] 0

Total UAS: g2 ]
ADSL BER Test Resat Statistics
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ADSL BER Test

A Bit Error Rate Test (BER Test) is a test that reflects the ratio of
error bits to the total number transmitted.

If you click on the ADSL BER Test button at the bottom of the
ADSL Statistics screen, the following pop-up screen will appear
allowing you to set the tested time and to begin the test.

A http://192.168.1.1 /berstart.tst?berState=0 - MicH

ADSL BER Test - Start

The ADSL Bit Error Rate (BER) test determines
the quality of the ADSL connection, The test is
done by transferring idle cells containing a known
pattern and comparing the received data with
this known pattern to check for any errors.

Select the test duration below and click "Start",

Tested Time {sec): |2[I vI
5tart| Close |

TriplePlay
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| Route

Access the routing status report from the router by clicking on the
‘Route” item under “Device Info”.

= Welcome Device Info — Route
=4 Device Info
] Summary Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate
L] WAN D - dynamic (redirect), M - madified (redirect),
[ Statistics
Jlt::ﬁ Destination | Gateway |R|.|.I|tr-'! Mask |Fags |Melric |Service Interface
_] ATM 135,154,13.254 |0.0.0.0 [.f‘ﬁ‘ﬁ.f'ﬁ‘i?%‘:-.?ﬁﬁ UH |o pppna_3_40_1 |ppp_3_40_1
_—L]ADSL 7 % == 3=
J Route _._QQ.ICB..LD ”D.D.ﬂﬂ ._FSS.;‘EEQ::\.D :J § O | i bro -
_1ARP 0.0.0.0 135,154,13.254 |0.0.0.0 us |o PEpoa_3.40.1 |ppp 3401
] DHCP — —

[ 7 Quick Setup
& _1 Advanced Setup
1 Wireless
& ] Voice
[ Diagnostics
& 1 Management

| ARP

Access the ARP status report from the router by clicking on the
“‘ARP” item under “Device Info”. ARP (Address Resolution
Protocol) maps the IP address to the physical address, labeled
HW Address (the MAC address) and helps to identify computers
on the LAN.

& welcome Device Info - ARP
=+ Device Info

E %Arr';mary IP Address |Hags HW Address ‘Device

£ S afiatios 182.168.1.2 | Complete | 00:07:40:FD: 1C:3 [ b0
- -[JLAN |
) WAN
-~ ATM
- -JabsL
--[] Route
~LJARP
[ DHCP
[ Quick Setup
(1] Advanced Setup
(1 Wireless
(1Voice
[ Diagnostics
-1 Management

5}
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| DHCP

Access the DHCP Leases screen by clicking “DHCP” under
“Statistics”. This shows the computers, identified by the
hostname and MAC address that have acquired IP addresses by
the DHCP server with the time that the lease for the IP address is

up.

{2 welcome Device Info -- DHCP Leases
= Device Info
ﬂ a:gt;mary Hosthame MAC Address 1P Address |Expires In
+ (] Statistics
L] Route
L] ARP
—L1'DHEP
] Quick Setup
-] Advanced Setup
-] Wireless
+ () Voice
_] Diagnostics
@] Management

katherine_h_a2 [00:11:2F:69:F0:F8 | 192.168.1.11 |23 hours, 56 minutes, 34 secands

Quick Setup

This section will explain how to quickly configure the router for the
single purpose of connecting to the Internet.

To enable the auto-connect process, click on the box labeled DSL
Auto-connect, a process that will automatically detect the first
usable PVC and automatically detect PPPoE, PPPoA, and Bridge
Protocol (with DHCP Server available). To continue, click on the
Next button.

Quick Setup
& Weicome

g j gfl‘lrll:fstﬁn':lfp This Quick Setup will guide you through the steps necessary to corfigure your DSL Router,

# 1 Advanced Setup :
&) Wireless ATM PVC Configuration

# 1 Voice
_] Diagnostics Select the chedk box below to enable DSL Auto-tonnect process.

-3 Management F  DSL Auto-connect

Next

If you uncheck the DSL Auto-connect box, the resulting screen is
seen below. Enter the VPI /VCI as indicated by your ISP and

enable Quality of Service to enable the function. To continue,
click on Next.
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A Welcome
= {3 Device Info
1 Summary
_IwWaN

&[] Statistics
] Route
) ARP
A pHce
_] Quick Setup
+ ] Advanced Setup
4 ] Wireless
+ [ Voice
L] Diagnostics
+ ] Management

Quick Selup

This Quick Setup will guide you through the steps neressary to configure your DSL Router,
ATM PYC Configuration

Selact the chark bax below m enable DSL Auto-tonnect process

T [EL Auto-connect

The Virtual Path Identifier (/P1) and Virwsl Channel Identifisr (VI ara neadac for satting up the ATM BVC. Do not
change WPI and YCI numbers unless your ISP instructs you otherwise

VPI: [0-255] I:
vet: [32-65535) [0

Enable Quality Of Service

for a PVC Improves performance for saiscted classes of applications, Howeaver, since QoS also consumes
ces, the number of PCs will be reduced consequently. Use Advanced Setup/Quality of Service o
>3 for the applicatons

Enabling g
systam res

Enable Quality OF Service [T

Following is the Connection Type screen where you select the
type of network protocol and encapsulation mode over the ATM
PVC that your ISP has instructed you to use. The following is a
PPPoA example. Click on Next to continue.

= Welcome
= _] Device Infa
[ Ouick Setup
& ) Advancad Setup
- Wireless
i Veice
7 Diagnostics
=1 Management

Connection Type

Salect the typs af network profme

e Acapsulstion mode over
Nate that B2, 15 VLA tagoing i

2 fior PRROE, MER ar

AT PWC that your [SP has mstructed you o uss,

& PR over ATM (PPPoA)

© PPR over Ethernet (PPPCE)

€ MAC Encapsulation Routing (MER)
C 1P over ATM (IPod)

C Bridging

Encapsulation Mode
VEML :]

Enter the PPP username and password as given by your ISP.
Then decide if you will be using any features such as dial on
demand, PPP IP extension, keep alive and then click on Next.
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PPP Username and Password
& weicome
[# _| Device Info PPP usually requires that you hava a user name and password to establsh your connection. In the boxes below, anter
] Quick Setup the usar name and password that your 159 has provided b you
® L) Advanced Setup
-] Wireless
+-1 Voice
_] Diaynostics

# ] Management FPP Usemiame ( Do not use "<>%\"[] +§.='#8. )
PPP Password (Do not use <> %A1 +4,='96. )
Authantication =
Method AUTO vI

) Wal on demand (with ide tmeout tirmee)

PPF IP estension
™ kesp alve

T Usa the following default cateway:
T Use 1P Address: I
T Use WaN Interface: I 'l

The next step is to configure the Network Address Translation
(NAT) settings. Enable the necessary services and then click on
Next to continue.

gWEit‘DFHE Network Address Translation Settings
& _1 Device Info
L] Quick Setup Metwork Addrass Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiole

#-_1 Advanced Setup
#-_1 Wireless
B-_1Voice

] Diagnastics Enable MaT r
-1 Management

computers on your Local Area Network (LAMN)

Enable Frawsll [~

Enable IGMP Multicast, and WAN Service

Enanle IGMP Multicast [

Enable WaN Service

Service Name pppoa 3 40 1

You can configure the DSL Router IP address and Subnet Mask
for the LAN interface to correspond to your LAN’s IP Subnet. If
you want the DHCP server to automatically assign IP addresses,
then enable the DHCP server and enter the range of IP addresses
that the DHCP server can assign to your computers. Disable the
DHCP server if you would like to manually assign IP addresses.
Click on Next to continue.
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{5 welcome Device Setup
# (1 Device Info
L] Quick Setup Configure the DSL Router IP Address and Subret Mask for LaN interface.
#-_] Advanced Setup
# (] Wireless
# (] Voice IP Address:
] Diagnostics
# ] Management

Subret Mask:

" Disable DHCP Server
& Enable DHCP Server
Start IP Address: 192.168.1.2

End IP Address: 192.168.1.254

Jle DHCP Server Relay

DHCP Server IP Address: |

I Canfigure the secand IP Address and Subnet Mask for LAN interface

Back | MNenxt

The next screen allows you to enable / disable the wireless
function. If you enable wireless, then enter the wireless network
name (SSID). The default SSID—Broadcom—is already entered.
Click on Next to continue.

& welcome Wireless — Setup
=1 Device Info
-] Quick Setup

= \able Wireless

#-_] Advanced Setup Enable Wireless ¥

+-_1 Wireless

#-_1 Voice Enter the wireless retwork name (also known as SSID).
] Diagnostics

= SID: roadcor
#- (1 Management S proadcom

Back | MNext

After all of the WAN configurations have been made, the WAN
Setup Summary screen displays all WAN settings that you have
made. Check that the settings are correct before clicking on the
Save / Reboot button. Clicking on Save / Reboot will save your
settings and restart your router.
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@Welcnme WAN Setup - Summary
# ] Device Info

_] Quick Setup
+ ) Advanced Setup
=1 Wireless -
% "] Voice VPI / VCL: 3/40

Make sure that the settings below match the settings provided by your ISP,

_] Diagnostics

= .[:cmneclionT e: .I:'Dr--:u:
- _] Management i L

|Service Name: popoa_3_40_1

Service Category: LER

IP Address: Automatically Assigned
Service State: .F'L—.lll—ll
.NA I: .LJIQale'j
Firewall: Disabled

IGMP Multicast: Disabled

Quality Of Service: Disabled
Click "Save/Reooot" i save these settings and reboot router, Click "Back” to make any modifications
NOTE: The |||r|r|J:.r.-|I|||- 1 process takes sbout 1 minuts o complete and your DSL Router will reboot,

Back

Advanced Setup

This section of the setup is an advanced version of the quick
setup. If you want to make specific configurations to your router
such as firewall, port mapping, quality of service, DNS, etc.,
consider going through this advanced setup for a more
comprehensive configuration.

| WAN

Configure the WAN settings as provided by your ISP. The
following screen shows the PPPoA connection that was
established in the previous Quick Setup example.

Aweicome WAN Setup
= ' Device Info
] Summary Choose Add, Edit, or Remova b configure WAN intarfaces,
L] WAN Choosa Finish o apply tha thanges and reboat the system
& (] Statistics
] Route o = : ,
L] ARP VPI/VCI D Category Service Interfece |Protocol | IGMP QoS |Vianld  State |Remove | Edit | Action
* L] bHCP
_1 Ouick Setup 340 1 BE pppoa_3 40 1 |ppp 3. 401 | PPPos  |Disabled |Dissbled | N/a | Ensbled I | Edit Chcrwiri
=4 Advanced Salup 2! —
L] WAN
L] LAN add| memove | Finet
i _J HAT J Q
# ] Firewall
L] Quality of Service
# -1 Routing
@ 1 DNS
[ apst
] Port Mapping
£ 1 Wireless
& Voice
_1 Diagnostics
=1 Management

Click on the Add button if you want to add a new connection for
the WAN interface. The ATM PVC Configuration screen is seen
below. The ATM PVC Configuration screen allows you to
configure an ATM PVC identifier (VPI and VCI) and select a
service category.
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& Welcome
4 ] Device Info
] Quick Setup
=3 Advanced Setup
] WiAN
T LAN
= CINAT
=) Firewall
_] Ouality of Service
= 1 Routing
@ CIONS
] ADSI
1 Port Mapping
= 1 Wireless
& [ Voice
_] Diagnostics
= (] Management

ATM PV Configuration
This acreen aliows you to configure an ATM PVC identifier (VPL and VCI) and sebact a service category, Otharwise

choose an axsting interfsce by sslecting the checkbox to enabls it

Enable Quality Of Service

Enabling packet level QoS for a PYC improves performance for selected classes of applications. CoS cannot be set
for CBR and Realtime YER, oS consume wres; therefore the number of PYCs will be recuced, Use

X SLIMES
Advanced Setup,/Quality of Service o as2.gn priorites for the spplications

Enahle Quality Of Sarvica [T

Find out the following values from your ISP before you change

them.

e VPI : Virtual Path Identifier. The valid range is 0 to 255.

e VCI : Virtual Channel Identifier. The valid range is 32 to
65535.

e Service Category : Five classes of traffic are listed—

O

UBR Without PCR (Unspecified Bit Rate without
Peak Cell Rate)—UBR service is suitable for
applications that can tolerate variable delays and
some cell losses. Applications suitable for UBR
service include text/data/image transfer, messaging,
distribution, and retrieval and also for remote terminal
applications such as telecommuting.

UBR With PCR (Unspecified Bit Rate with Peak Cell
Rate)

CBR (Constant Bit Rate)—used by applications that
require a fixed data rate that is continuously available
during the connection time. It is commonly used for
uncompressed audio and video information such as
videoconferencing, interactive audio (telephony),
audio / video distribution (e.g. television, distance
learning, and pay-per-view), and audio / video
retrieval (e.g. video-on-demand and audio library).
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o Non Realtime VBR (Non-Real-time Variable Bit
Rate)—can be used for data transfers that have
critical response-time requirements such as airline
reservations, banking transactions, and process

monitoring.

o Realtime VBR (Real-time Variable Bit Rate)—used by
time-sensitive applications such as real-time video.
Rt-VBR service allows the network more flexibility

than CBR.

The next screen shows the below types of network protocols and

encapsulation modes—

Select the mode that your ISP has instructed you to use and click

ypa of netwark protocol and encapsulation mode over the ATH BVC that your 1SP has nstucted you o use,
2,10 YLAN tagging i only avallable for PPPOE, MER and Bridging.

e PPP over ATM (PPPoA)
e PPP over Ethernet (PPPoE)
e MAC Encapsulation Routing (MER)
e [P over ATM (IpoA)
e Bridging
on Next.
umﬁ;ml\e Connection Type
£ ] Device Info
L] Quick Setup Salact
=3 Advanced Setup Note tha
L] WAN
5 J;i']{ & PP over ATM (PPPoA)
+- (] Firewall
[ Ouality of Senvice ' PPP over Ethernat (PPPOE)
+ ] Routing
+_10NS ' MaC Encapsulation Routing (MER)
L] ADSL
_ L1 Port Mapping € 1P over ATM (IPoA)
+ 1 Wireless
# L Voice € Bridaing
_] Diagnostics

# ] Management

Encapsulation Mode
[VemMux
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Since this example uses a PPPOA connection, the next screen
requires you to enter a PPP username and password. After filling

in the page and making any selections your ISP has instructed
you to, click on Next to continue.

= welcome PPP Username and Password
=+ Device Infa
] Quick Setup PPP usually requines that you have a user name and password 1o estabish your connection. In the baxes below, enter
B 3 Advanced Setup the user name and password that your ISP
[ wan
L] LAN
= NAT
= (] Fireweall
[ Quality of Service

s provided o you,

PR Lisernanme ’.;..I ( Do not uze g

[1745,="#8.: )

& L1 Routing PPP Password 1— (Do notuse "<> %4~ [] 44.='#8.: )
= C1DNS Authenticatior T |
[] ApsL Methad AUTO

[ Part Mapping
B Wireless
# L  Vaice
_] Diagnestics
@ ] Management

T Dial on demand (with idle timeout timer)

T PPe P estension

IC kesp Aliva

IT Us= Static 1P Address

W Use the fllowing default gateway
P Use P 4

FF Use WaN Interface: '1

Batk | Next

The next screen allows you to configure NAT either by enabling or
disabling it. Other services include IGMP multicast and WAN

service. After making your selections, click on Next to go on to
the next page.

1 Welcome Network Address Translation Settings
=] Device Info
] Quick Setup
3 Advanced Setup
L] WAN
AN
i+ NAT Enabla NAT [
&1 Firewsall
[ Quality of Service Enable Firewall [~
-1 Routing
#-C1DNS
_J] ﬂsiliﬁapping Enable IGMP Multicast, and WAN Service
=1 Wireless
= Voice
_] Diagnostics
# (2] Management Enable WAN Service [

Metwork Address Translation (NAT) aliows you lo share one Wide Area Nebwork (WAN) TP address for multiphe
computers on your Local Area Natwork (LAN),

Enable IGMF Multicast [~

Service Name: oppoa_3_40_1

When the settings are complete, the next screen shows a WAN
Setup - Summary screen displaying the WAN configurations
made. Click on Save to save the settings.
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3 Welcome
71 1 Device Info
_1 Quick Setup
=1 Advanced Setup
L] WAN
LILAN
i+ CINAT
=1 Firewall
L1 Quality of Service
= Routing
=L DNS
|1 ADSL
|1 Port Mapping
Wi

_] Diagnostics
=] Management

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

VPL / YCI: |3 /40
Connection Type: !PFP?A
Service Name: :p;_pja_’;;_m_l
Eservlce Category: |UBR

|]P Address: iA!.lh’.!rr!aﬁcaIIv Assignad
l_S-;r_\rice State: iEr'a‘;led
|NA1: Disabled
| Firewall: Disabled
I_IG\"II;I;hllhl:ast Disabled
!Dualiw Of Service: |Disabled

Click "Save" tn save thesa settings. Click *Back” to make any modifications,
MOTE: You need to reboot to activate tis WAN Interface and further configurs services over this interface,

After the settings are saved, the below screen will follow
displaying the WAN settings that you made with the option to Add
or Remove any of the connections that you have made. When
satisfied with the settings click on the Finish button.

Aweicome
= ' Device Info
] Summary
L] WAN
& ] Statistics
1] Route
L] ARP YPI/VCI
' ] DHCP
_1 Ouick Setup
= Advanced Setup
[ waN
O LAN
i NAT
# 1 Firewall
_,:I Quality of Senvice
-1 Routing
& (1 DNS
1 Apsi
] Port Mapping
£ 2] Wireless
& Voice
_1 Diagnostics
=1 Management

3/40

Choose Add, Edit, or Remove B configure
Choosa Finish 1o apply tha changes and

|Con,
1]

WAN Setup

nterfaces,
oot the systam,

Category Service Interface Protocol | IGMP QoS |Vianld | State |Remove | Edit | Action

=2 JER Pppoa 3_-'-0 !.!_-;:;'- 3.40 1| PPPas | Disabled "&_ahlnr_r\f\ E-'.:-.'bd__ r |_ ii Ei-m

ﬂ Remowe | Fnsh

After selecting the Finish button, the below screen will appear. At
this point, the router will reboot to save the changes made.

| Welcome
i ] Device Info
| Quick Setup
=543 Advanced Setup
3 waAN
O LAN
& ] HAT
I Firewall
17 Quality of Service
1 Routing
Cions
L] ADsL
1 Port Mapping
[+-] Wireless
& Z1Volce
_| Diagnostics
#-_1 Management

+

D51 Router Reboot
The LSl Bouter has been configured and s rebooting,

Close the DEL Router Configuration window and wait for 2 minutes before recpening your web browser, If necessary,
reconfigure your PC's 1P address o malch your new configuration
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| LAN Local Area Network (LAN) Setup

You can configure the DSL Router IP address and Subnet Mask
for the LAN interface to correspond to your LAN’s IP Subnet. If
you want the DHCP server to automatically assign IP addresses,
then enable the DHCP server and enter the range of IP addresses
that the DHCP server can assign to your computers. Disable the
DHCP server if you prefer to manually assign IP addresses. Click
on Next to continue. The Save button only saves the LAN
configuration data, but does not apply the configurations. Select
the Save/Reboot button to save the LAN configuration data and
reboot the router and apply the new configurations.

Local Area Network (LAN] Setup
S welcome
#-{_) Device Info
] Quick Setup
= Advanced Setup
VAN
LAN
NAT IP Address:
® (J Firewall
_] Quality of Service
® (] Routing
@ CIDNS
JADSL
| =l Part Mappiag © Disable DHCP Server
B ) Wireless
® 1 Voice & Enahle DHCZP Server
_] Diagnostics Start 1P Address:
& _1Management

1P address and Subnet Mask for LAN mterface. Save button only saves the Lah
efeboot button saves the LAN configuration data and reboots the router to make the new

Subnet Mask:

End 12 Address:

Leasad Time (hour):[24

" Enable DHCP Server Relay

[HCP Server [P Address!

I” Configure the second 1P Address and Subnet Mask fir LaN Interface
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| NAT

If you enable NAT (Network Address Translation), you can
configure the Virtual Server, Port Triggering, and DMZ Host.

Virtual Servers

A virtual server allows you to direct incoming traffic from the WAN
side to a specific IP address on the LAN side. Click on Add to
configure a virtual server.

S Welcome NAT -- Virtual Servers Setup
# (] Device Info
] OQuick Setup Wirtus| Server allows you to direct incoming traffic fram WAN sidedidentifisd by Prot sl port) o the

£ Advanced Setip Iritermal ssrverwith privats [P sddress on the Lan sids. The Intsrnal part is required mal port needs to
m";r be comverted 1o 2 differentport number used by the server on the LaN side. Maximu r be configured
5 I NAT
_ Virtual Severs Akl |
1 Port Triggering i - " : -
_] DMZ Host Server  |External Port |External Protocol Internal Port | Internal Server IP ® "
2 1 Firewall | e Start Port Erud i | Start Port End Adddress |

] Quality of Service
= {1 Routing
= CIDNS
JJADSL
-1 Port Mapping
= (1 Wireless
~- 1 Voice
_1 Diagnostics
= ] Management

Select the virtual server from the drop-down list and complete the
server IP address, then click on the Save / Apply button.
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1= welcome
&+ ] Device Info
] Quick Setup
=) Advanced Setup
WAN
LAN
Bl 3 NAT
] Virtual Semnvers
j Pon Triggering
- [ DMZ Host
L Firewall
[ Quality of Service
1 Routing
CIDNS
ADSL
Puort Mapping
= ) Wireless
= 1 Vaice
L] Diagnostics
& 1 Management

El
B
o]

NAT - Virtual Servers

Select the service name, and enter the server 1P address and click *Save/apply® 1o forward IP packsts for this service
to the specified servar, NOTE: The "Internal Port End” cannot be changed. 1t is the same as "External Port
End™ normally and will be the same as the "Internal Port Start” or "External Port End® if either one is
maodified

Remaining number of entries that can be confiqured: 32

Server Narme:

& Selecta Service: ISﬁIad{Jna _-J

' Custom Server: I

Server IP Address:  [192,168,1.

Save/apply

External Port StartExternal Port End| Protocol Internal Port Startinternal Port End)
[ T 3| |
| ||
| TCF ||
| IC |
TCR ;ﬂ
TP =l
e x|
TCR _-_"
TCR =
ToR =
TCR =l
TCP =l

The following screen appears after you save your selection. To
add additional virtual servers, click on the Add button. If you need
to remove any of the server names, select the check box and click
on the Remove button.

{5 weilcome
31 [] Device Info
I~ 1] Quick Sewp
= Advanced Setup
WAN
| LAN
£l NAT
L] Virtual Servers
;_] Port Triggering
] DMZ Host
s Firewall
|7 Quality of Service
&1 Routing
# C1DNS
ADSL
Part Mapping
a1 ] Wireless
* [ voice
|~ ] Diagnostics
#= 1 Management

NAT — Virtual Servers Setup
Virtal Server aliows you to direct incoming traffic from Wan side(identified by Protocol snd External port) to the

Internal servarwith private [P address on the LAN side, The Internal port s requiredonly if the extemal port neads 1o
be cormerted to a differentport number used by the server on the LAN side, Maximum 32 enfries can be configured

ﬂj Remova

Server External Port | External Internal Port | Intery Server IP

3 ot Protocal f et = | Remove
Name Start Port End Start Port End Address |
age of o A
L 47624 47624 QR 47624 47624 192.168.1.2 '
Empiras
A
_i:‘:_ 6073 6073 TCR e60va 6073 192,168.1.2 =
age of e = & e -
E 2300 2400 TP 2300 2400 192.168.1.2 r
Empiras |
“ T
_CF F’r 2300 | 2400 uoe 2300 2400 192.168.1.2 'H
Empires
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Port Triggering

Click on the Add button to add Port Triggering to your Internet

application.

2 wekcome
- Device Info
[ Quick Setup
Bl Addvanced Setup
WAN
LAN
= NAT
] Virual Servers
_1'Port Triggering
"] DMZ Host
= Firewall
D Quality of Service
1 1 Routing
| C1DNS

B ADSL
Port Mapping

& C1Wireless
& O Vaice

_] Diagnostics
# 1 Managemeant

NAT == Port Triggering Setup

—-nnr-nplu:.rru require that specific ports in e Roumer's firewall b Pq
lly opens up the 'Open Pors' In the
ote party using the 'Triggering Ports'. The Routs

nnections nack to the application on the LAN zide uaing the * DpenF‘:rt's Vianimum 32 entres can be

ad]

! Application | Trigoer Dpen Remove

confiqured,

i Protocol lpurr. Range Protocol IPurL Range

| |
| | I Start | End | Start | Ernd

| Nanmwe

The below screen appears when you click on Add allowing you to
select the application that you want to set the port settings for.
After a selection has been made, click on the Save / Apply button.

QM!il:wmr
#-_1 Device Info
[7 Quick Setup
=+ Advanced Setup
WAN
LAN
B3 NAT
I virual Servers
L] Port Triggering
] DMZ Host
B ] Firewall
1 Quality of Service
&1 Routing
= DNS
[ apsL
_1 Port Mapping
= Wireless
*-[] Voica
L] Diagnustics
# I Management

NAT — Porl Triggering

Some applications such a8 games, vidso conferencing, remofe access spplications and oters require that specific
parts in the Router's firewall be opened for access by the applications. You can configure the port settings from this
goreen by salectng an existing application or creating your own (Custom apphcation)and click *Savafapply® to add it
Remaining number of entries that can be configured: 32

Application Name:
& Select an application ISelem One :l

€ Custorm spplication: I

'I'rigger Port Start|Irigger Port End l_r:iaaet Pmtnmllhpen Port Start Li)en Port [:_ri"lupen Protocol
| o3 = B
I- m i B CE _ﬂ i [TL.P :]
[ i ]  Jrer A i e o
| TP .| ITCF‘ -]
| TCP | |Tce =
| | TP 3] [P =
| | TP =] [rece =]
| | [ [tee 5]

Save/apnky

The below screen appears after you save your selections. You
will be able to add or remove selections made, by clicking on the
Add and Remove buttons.
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=2 welcome
+ 1 Device Info
[3 Ouick Sewp
‘3 Advanced Setup
WAN

LAN
=HNAT
Virtual Servers
Puort Triggering
DR Host
++ ) Firewall
L] Quality of Service
% 1 Routing
#-_10NS
-3 aps
1 Port Mapping
) Wireless
1 Vaice
EI Diagnostics
+- 21 Management

B

DMZ Host

NAT -- Port Triggering Setup

Some applications require that specific ports in the Router's firewall be opered for access by tha remcte parties. Port
Trigger chynamically opere up the 'Open Ports’ in the firewall when an spplication on the LAN nitiates 2 TCPAIDP
connection t0 3 remote party usng the 'Triggering Borts’. The Router allows the remota party from the WaN side o
estabiish new connections back to the application on the LAN side using the 'Open Ports’. Maximum 32 enfries can be

configured,
ﬂl Remove

Application Trigger Open | Remove
Name Protocol | Port Range | Protocol | Port Range
Start | End Start | End
Napisher TP 6639 |6699 | TCP €609 |6600 |
MNapsher Top B6SY9 6659 | TCP 6697 Ibﬁ‘!:‘ |
Napster TP 6669|6669 | TCP 4444 i""““ (i
Napster TCR BGS9 6653 | TCP |EE§5 iSESEI |
.-‘\.ﬂasl‘e" TCP 5659 (6688 | TCP .5665 6566 ri
Napsher TCP 6659 (6652 | TCP I \TI? '
Napsher TP 6609 | 6699 | TCP egen |emes| [

Add | Remova

You can define the IP address of the DMZ Host on this screen.
Enter the IP address and click on Save / Apply.

& weicome
-1 Device Info
[] Quick Setup
= Advanced Setup
WAN
LAN
B I NAT

[ Virtual Servers

H_ Part Triggering
DMZ Host

=-_1 Firewall
L Quality of Sewvice
@ _1 Routing
=-_1DNS
ADSL
Part Mapping
® ] Wireless
-] Voice
L:I Diagnostics
"] Management

NAT — DMZ Host

The DSL router will forward 1P packets from the WaN that do not belong to any of te applications configured in the
Virtual Servers table to the OMZ host computer.

Enter the computer's 1P address and click *Apply* to activate the DMZ host

Clear the TP address fiald and click "apply® to deactivate the DMZ hast,

OMZ Host IF Address: |
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| Firewall

IP Filtering—Outgoing

The outgoing filter will block the LAN traffic from entering the
WAN side. Click on the Add button to create filters.

Ewelcome Dutgoing IP Filtering Setup
@1 Device Info
L] Quick Setup ay default, 3l outgoing IP raffic from LAN iz allowed, but some 1P traffic can be BLDCKED by settng up filters.
=~ Advanced Setup
WAN - - - . ’ — - — -
LAN Name !Protoml Source Address / Mask |Source Port |Dest. Address / Mask Dest. Port | Remove

=-C1NAT

= Firewall —
=3 IP Filtering Add

| Oulgaing
© 1] Incoming
_1MAC Filtering
~—_] Parental Control
L] Quality of Service
=-_J Routing
=] DNS
[ aDSL
1 Port Mapping
£ ) Wireless
-1 Voice
] Diagnostics
@ ) Management

The below screen will appear when you click on Add. Input the
filter name, source information (from the LAN side), and
destination information (from the WAN side). Then click on Save /

Apply.

2 welcome Add IP Filter — Outgoing
+ 1 Device Info
d Quick Selup The screen sllows you to create a filter rule o Identify outgoing IP Traffic by specifying & rew filter name and at least
7H3 Advanced Setup ona condtion balow, All of the spaciied conditions n this filter rule must ba satisfied for the rule to tske effect. Clidk
tinl‘? ‘Save/apply’ o save and activate the filter

& (I NAT
B Firewall Filter Name:

=3 IP Filtering
L] Outgning (=
17 Incoming Pratocol ]
] MAC Filtering Source [P address:
-] Parental Control
_1 Quality of Service Source Subnat Mask:
&-_] Routing = o i e s ’7
& ’__:JDNS Source Port (port or portiport):
] ADSL Sestination [P address
Port Klappi
+ Jti‘lr],;;;“ il Destination Subnet Mask:
§ .JVPIW * Diestination Port (port or portiport):
L] Diagnostics
+ ] Managemant

Save/apply

The following screen appears when you Save / Apply the IP filter.
The screen lists the IP filters that were added from the previous
screen. To change your settings, click on the Add or Remove
buttons.
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4 Welcome Outgoing IP Fltering Setup
= Device Info

11 Quick Setup By default, all cutgoing 1P traffic from LaN s aliowed, but some 1P traffic can be BLOCKED by setting up filters,
B Advancad Satup ——— — S ——— .
BLWA?{N |r\um1.‘ i'ra{utul!b‘ourto Address / Mask | Source Port | Dest. Address / Mask | Dest. Port |RL‘frIU\'L'
# CINAT |F e Teesl I'!C:_"- DP |!§Z 168.2.5 / 255.255.255.0 | I
= A Firewall :

=3 IP Filtaring
[7] Outgoing 4dd| Pemave
] Incoming
] MAC Filtaring
_] Parental Control
L1 Quality of Senvice
+ 1 Routing
7 L1DNS
|1 ADSL
L] Port Mapping
a4 ) Wireless
= _1Volca
[ Diagnestics
& ] Management

IP Filtering—Incoming

Incoming IP filter filters the WAN traffic to the LAN side. Click on
the Add button to add incoming filter settings.

& Welcome Incoming IP Fltering Setup
& (] Device Info
] Quick Setup 2y default, all ncoming [P vaffic from WaN k blocked wihen firewall ks enabled, but some 1P traffic can be ACCEPTED
= Advanced Setup by satting up filters.
WAN
LANH . = - —— — - - S |
+-INAT Fapis | Source Address / Source Dest. Address / Dest.
& Firswall Name | VPL/VET .Prnfnrnl | Mask Part Mask Port Remove |

=433P Filtering
_1 Outgoing
_1 Incoming Akl
1 MAC Filtering
] Parental Control
] Quality of Service
-] Routing
=1 DNS
_JADSL
1 Port Mapping
B C1Wireless
=L Voice
] Diagnostics
=] Managemeant

Enter a filter name, information about the source address (from
the WAN side), and information about the destination address (to
the LAN side). Select the protocol and WAN interface, then click
on Save/Apply to add the setting.
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You can view and delete the incoming filter settings from this

screen.

2 welcome
%] Device Info
[ Quick Setup
=1+ Advanced Setup
WAN
LAN
# I NAT
= Firewall
= {3 IP Filtering
1] Outgoing
1] Incoming
] MAC Filtering
-] Parental Control
_] Quality of Service
+{_1 Routing
1 DNS
ADSIL
] Port Mapping
-1 Wireless
-1 Voice
L] Diagnostics
] Management

s

MAC Filtering

Add 1P Filter — Incoming

The screen allows you to create a filter rule to identify rcoming IP traffic by specifying & new filter name and at keast
cne condition below, all of the specified conditions in this filker ruke must be satisfied for the rule o ke effect. Click
‘Save/apoly’ to save and actvate the filter,

Filer Name: I
Frowocol: - |

Sourca [P address
Source Subnat Mask I-—_‘
Source Port (port or port:port); |

Destination IF address: l—
Destination Subnat IMask: Ii
Destnation Port (portor pu'::p-:lr:;:l—

WaN Interfaces (Configured in Routing mode and with firewall enabled only)
Salect at laast one or multiple WaN interfaces displayad balow to apply this nule.

W sskectall

MAC filtering can forward or block traffic by MAC address. You
can change the policy or add settings to the MAC filtering table
using the MAC Filtering Setup screen.

& welcome
#- ) Device Info
[ Quick Setup
=3 Advanced Setup
WAN
LAN
@ CINAT
E Firewall
=3 IP Filtering
] Outgoing
Incoming
MAC Filtering
iz Parental Control
Quality of Service
#-__1 Routing
#-C1DNS
L] ADSL
| L] Port Mapping
H-_] Wireless
-] Voice
1 Diagnastics
] Management

MAL Filtering Setup

MAC Filtering Global Policy: FORWARDED

Change Policy
MaC Filtering = only effective on ATM PYCs configured in Bridge mods. FORWARDED mesars hal all MAC layer
frames will b FORWARDED except thosa matching with any of the specified rules in the following table. BLDCKED
means that sll MaC laver framas will be BLOCKED sxcept those matching with any of the specified rules in the

foliowing taole

Chocse Add or Remove to configure MAC filtering rules.

VPI/VCI |Prc|1|:|cc|| |nesﬂnatlnn MAC |!".ourrE MAL | Frame Direction | Remove

ﬂ
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If you click on Change Policy, a confirmation dialog allows you to
verify your change.

& weicome Add MAC Filter
+ J Device Info
: ] Quick Setup Create a filter to identify the MAC layer framas by specifying at ieast one condition balow. 1F multiple conditions are
= ‘3 Advanced Sewp specified, all of tham take effect. Click "Apply” o save and activate the filter,
WAN
LAN
F-INAT Profocal Type: I E
- Firewall
£ 3 IP Flltering Destination MAC Address: |

1] Outgaing Sturce MAG Address |—
_] Incoming
L1 MAC Filtering
L] Parental Contral Frame Direction: || AN WAN »
_] Quality of Service
+- 1 Routing
= C1DNS
[ apsi
] Port Mapping F Sslecta
+-[) Wireless
+-[ 1 Voice
_] Diagnostics SavafApply
| Management

WaN Interfaces (Configured n Bridge maode onky)

If you want to add a setting to the MAC filtering table, enter the
Source and Destination MAC address, and select protocol type,
frame direction, and WAN interface. Then click on Save / Apply to
save it.

After you save the settings, a screen showing the settings will
appear. On this screen you will be able to view and delete MAC
filtering rules.

Parental Control

In a home setting, parents can also restrict the day of the week
certain computers can access the router. Click on Add to set up
the restrictions.

= Welcome Time of Day Restrictions -- A maximum 16 entries can be configured.
¥ g
1=-(Z] Device Info
L1 Quick Setup
=2 Advanced Setup : - : — | r | 2
] WAN |Username MAC Mon Tue |Wed |Thu |Fri | Sat |Sun |Start |Stop |[Remove
_]LAN |

-1 NAT
= Firewall add | Remove
& _11IP Filtering
[] MAC Filtering
L] Parental Control
_] Quality of Service
-1 Routing
#-C1DNS
] ADSL
] Port Mapping
& 1 Wireless
& ClVoice
] Diagnostics
-] Management
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To set up a restricted user, enter the user name, the MAC
address, and select the days to restrict. You can also enter the
start and end of the blocking time. When completed, click on

Save / Apply.

{2 welcome
=-C1 Device Info
[ Quick Setup
=43 Advanced Setup
[ wan
[ LaN
-1 NAT
=4 Firewall
# 31P Filtering
[ MAC Filtering
-] Parental Control
[ Quality of Service
=-_1 Routing
=1 DNS
ADSL
Port Mapping
=] Wireless
" _J Voice
[] Diagnostics
=21 Management

Time of Day Restriction

This page adds tinme of day restriction 1 & specisl LaN device connected t© the Router, The Browser's MAC Address'
automatically displays the MaC address of the LAN de where the browser & running. To restrict other Lal device,
click the "Other MAC Address® button and enter the MacC sddress of the other LAN davice, To find out the MaC address
of a Windows based PC, go to command window and type "ipconfig /all*,

Lizer Name

—

& Browser's MAC Address 0010740 FD:1C P8

C Other MAC Address ,—‘

(32302 11606 1308 1K 1)

Pon Tue WedThuFri SatBun

=3 = =1 = [ EE

Start Blocking Time (nh:mm)
Erd Blocking Time (nimm)

IIT\-.',-: tre week

Click to select

Sava/apply I

Quality of Service

You can configure the Quality of Service to apply different
priorities to traffic on the router. Click on Add to configure network

traffic classes.

Hwelcome
+_1 Device Info
] Quick Setup
=~ Advanced Setup
WAN
LAN
+-_INAT
+ 2 Firewall
[ Quality of Service
+-_] Routing
+-Z1DNS
g ADsL
L1 Port Mapping
+-] Wireless
+-1Voice
_] Diagnostics
+- 1 Management

Quality of Service Setup

Choose Add or Remove i configure network raffic classes,

i MARK | TRAFFIL CLASSIFICATION RILES
SET-1 SET-2
| SOUrce i Dest.
Name |Priority i l",rpE_D! AR Lan protocol|Address / 70 € | Address / past, BO2.1P [Remove
Precedence (Service |002 1P |Port Port IMQ“*

Ad
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: Add Network Traffic Class Rule
) Welcome
B L] Device _|“f0 Tha screen creates a traffic cless rule to classify the upstaam traffic, sssign queuing pricrity and optionally cvarwr e
2 | Quick Setup the 1P header TOS byte. 4 ruke consists of a class name and at lesst one condition balow, Al of the specified
5 JAW&R‘;" Salig conditions in this classification ruls must he satisfisd for tha ruls i take effact. Click Save/apply’ to sava and activats
LAN the rule.
= HAT
=1 Firewall Traffic Class Nama |
_] Quality of Service

@ 1 Routl : e 5
& j U;lé ng Assign Priority and/or IP Precedence and/or Type Of Service for the class

] ADSL 1F non-blari vahe is selected for 'Mark 19 Frecedence’ and/or Mark IP Type OF Service!, the corresponding TOS byte
1 Port Mapping n the 12 header of the upstream packet will be overwrittan by the salected value,
= 1 Wiraless
i jg}?ice 2 Assign ATM Transmit Pricr ity
agnostics
7 ] Management Mark IP Precedence

Mark [P Typa Of Sarvica

Ll la]pe

Mark 802, 1p if 802,10 Iz enablad on WaN:
specify Traffic Classification Rules
Enter the following conditions either for IP level, SET-1, or for IEEE BO2.1p, SET-2.

SET-1
Prvysical LAN Port: Iﬁ
Protocol: ‘—3
Source IP address
Source Subnet Mask |
LUDR/TCP Source Port (port or portiport): l—
Destinaton 12 Acdress: |
Destination Subnet Mask: |
VEP/TCP Destnation Port (port or portiport); |

SET-2

B02.1p Priority: | '[
Save/apply

o Traffic Class Name— the nhame that you name this class of traffic for
which you are configuring quality of service

e Assign ATM Transmit Priority— select from low, medium, or high
priority level for transmitting ATM packets.

e Mark IP Precedence— used to mark a packet to notify the network in
regard to the importance of the packet. IP precedence values range
from 0-7 with 6 and 7 reserved and should not be used. The 8
precedence values have the following meanings—

) - Routine

) - Priority

) - Immediate
) - Flash

) - Flash Override

) - Critical

) - Internetwork Control
) - Network Control

O O0OO0OO0OO0OO0OO0OOo

0
(1
(2
(3
4
(5
(6
(7

e Mark IP Type of Service— select from the following choices—

o Normal Service
o Minimize Cost
o Maximize Reliability
o Maximize Throughput
o Minimize Delay
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e Mark 802.1p if 802.1q is enabled on WAN- (see below "Connection
Type” screen located under “WAN” under “Advanced”.) The values
range from 0-7.

2 welcome Connection Type
+ ] Device Info
) Duick Setup
=5l Advanced Setup
L3 wAn
[ LAN
i I NAT
@ 1 Flrewall

t the type of network protocs] and encapsulation mode over the ATM PVE that your ISP has netructed vou to use
at B0 1 VLAN tagging is only available for FESoE, MER. and Bridging

[ Quality of Sendcs
3 ) Routing
= ) DNS

[ AapSL ' MAC Encapsulation Routing (MER)
L] Port Mapping
7L Wireless © P aver ATM (IFol)
+-_1Voica
] Diagnostics :
# ] Mananement * Bruging

Encapsulation Moda

NOTE: Enter the following conditions either for SET-1 or for SET-2.

SET-1
e Physical LAN Port— select the physical port—Ethernet LAN 1-4, USB,
or wireless

e Protocol- select from the following protocols—TCP/UDP, TCP, UDP, or
ICMP

e Source IP Address— the IP address for the computer which packets
are coming from

e Source Subnet Mask— the subnet mask for the source of the packets
being sent

e UDP /TCP Source Port (port or port:port)— if TCP or UDP was
selected , then enter the port number

e Destination IP Address— the IP address of the computer where the
packets will be sent to

e Destination Subnet Mask— the subnet mask for the destination of the
packets being sent to

e UDP / TCP Destination Port (port or port:port)— if TCP or UDP was
selected , then enter the port number

SET-2
e 802.1p Priority— if 802.1q was enabled on WAN, then select a value
between 0-7.
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| Routing

Default Gateway

You can enable automatic assigned default gateway on the
Routing - Default Gateway screen. As default, the box is checked
for automatic assigned default gateway to be enabled. Click the
Save / Apply button to enable or disable this feature.

= weicome Routing -- Default Gateway
-] Device Info
] Quick Setup
24 Advanced Setup
WAN
LAN
4-C1NAT . : .
< Firewall NOTE: If changing the Automatic Assignad Default Gatewsy from unsslectad o select=d, You must reboct the router 1o
;‘| Quality of Service get the sutomabc sssigned defaull gatewsy
=< Routing
7 Default Gateway
_] Static Route
B
< C1DNS
9 ADSI
_1 Port Mapping
=] Wireless
=1 Voice
] Diagnostics
1= Managemeni

, this router will accept the firstr
nablad PVC[s). IF tha
Save/apply! button to save it

F Ensble sutomatic assigned Default Gateway

Save/AppYy

By deselecting the Enable Automatic Assigned Default Gateway
option, you will be asked to manually enter the default gateway IP
address and select the appropriate user interface that you will be
using. Click on Save / Apply to continue.

Ewelcome Routing -- Default Gateway
+-_1 Dewice Info
1] Quick Setup If Enable Automatic Assignad Defsult Gateway checkbox & salected, this router will accept the first recaived cefault
=~ Advanced Setup gatewiay assigns m ong of the FPPoA, FPROE or MER, W e checkbox i not selscted,
!J WAN enter the static wiay ANDADR 3 WAN interf: Click Arphy’ button to save It
AN
* _:J NAT MNOTE: If changing the automatic assigned Default Cateway from uneeleced D seleced, You must reboot the router to
= _ Firewall get the automatic assigned default gateway.
L] Quality of Service
= ‘3 Routing )
1] Default Gateway [T Enable Automaltic Assigred Dafault Gateway
L1 Static Route
BN
£ _1DNS
[ ADSL I Use Defaull Gateway [P Address I
L1 Purt Mapping I Lse Interface |pepoe_3_38_1/pap_3_36_1 =|

¥ Wireless
+-_1 Voice

1] Diagnostics
+_1 Management

Static Route

The Static Route screen can be used to add a routing table (a
maximum of 32 entries can be configured). Click on Next to add.
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@Wei;mne
#- 1 Device Info
] Quick Setup
=43 Advanced Setup
WAN
LAN
¥ CINAT
# [ Firewall
[ Quality of Service
= Routing
[ Default Gateway
[ 1'Static Route
Orip
+] DNS
D apsL
[ Port Mapping
- Wireless
3} ;I\fnice
_] Diagnostics
# (1 Management

Routing —- Static Route (A maximum 32 entries can be configured)

IDestinatiun | subnet mask |Gatewav |Wan Interface | Remove

ﬂj

Enter the route information and then save and apply your

configurations.

Elwelcome
#-_] Device Into
[ Quick Setup
=3 Advanced Setup
WAN
LAN
@ ] NAT
-2 Firewall
1 Quality of Service
=-'_d Houting
] Default Gateway
L] Static Route
I RIP
w-C1DNS
(3 ADSL
] Port Mapping
& Wireless
+ l;j Woice
] Diagnostics
& 1 Management

RIP

Routing — Static Route Add

Enter the destination network address, subnet mask, gatewsy ANDAOR availsble WaN interface ten click "Savefaophy”
o add the entry o the routing table,

Destination Network address:
Subnet Mack !

[ Use Gawsy [P Address

W Usa Interfaca

If RIP is enabled, the router operation can be configured as active

or passive.

Qh\eh:imm
& ) Device Info
L] Quick Setup
=3 Advanced Setup
WAN
LAN
B I NAT
& 1 Firewall
1 Quality of Service
=2 Routing
L] Default Gateway
L1 Static Roule
_1RIp
= C1DNS
_JADSL
L] Pont Mapping
= 1 Wireless
=L Voice
L] Diagnostics
& [Z] Management

Routing - RIP Configuration

nterface, sslect the desired RIP version and operation, followed by placing 5 chedk in the 'Enabled’ chedkbox for the
nterface. Click the "Apply' button to save the configuration, and to start or stop RIP hased on the Glohal RIP mode
selected

Global RIP Mode & Dizadled © Enablac

Interface VPI/VCI Version

Dperation Enabled|
bro {LaN) 2 B

IActive —i (i |

Apply

DNS

DNS Server

Use the DNS Server screen to enable automatic assignment of a
DNS or to specify a primary and secondary DNS.
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2 welcome DNS Server Configuration
% (] Device Info
L1 Oulck Setup If ‘Enable automatic ssigned DNS' chackbon is
=3 Advanced Setup one of the PPRas, PPROE or MER/DHCE end
WAN salzcted, enter the primary and o

=ched, this router will accept the first received DNS assignment from

during the connection establishment. 1f the checkbox s not

rver [P addresses. Click 'Sava’ button  s3va tha new
nfiguration effective

LAN AR
& ;IHAT CONAgUraton, You must reoo e row
I Firewall
L] Quality of Service W Enable Automatic Assigned DNS
+- 1 Routing
=+ DNS
L] DNS Server
L] Dynamic DNS
[]ADSL
] Part Mapping
+- ) Wiraless
=] Voice

|7 Diagnostics —
%1 Management Save

If you uncheck the Enable Automatic Assigned DNS checkbox,
then there will be two additional fields—primary and secondary
DNS server—to enter as seen below.

S welcome DNS Server Configuration
B ; Device Info

_1 Quick Setup If ‘Enable Autom igned DNS' chedkbax is 1, this router will sccept the first received DNS assignment from
=3 Advanced Setup ona of the PPPos, PRPoE L DHC hment If the checkbox s rot

‘I‘n;‘:f:i" salectad, enter the orin op ¢ "Sava' buthon D save the naw

& CINAT configuration, You rmust reboot the

& ) Firewall

! jﬁ“ai:w of Service [T Enablz Aummatic Assigred ONS

E outing

B DNS

] DNS Server

a K;‘)Er“""'i" DNS Primary ONS servers [
_] Part Mapping Secondary DNS server:

= (1 Wireless
& 1 Volce

& (1 Maregemant 58]
Dynamic DNS
Access “Dynamic DNS” located under “DNS”. Dynamic DNS

(Domain Name Service) is a system that allows more than one IP
address to be assigned to one domain name.

& welcome Dynamic DNS
<1 Device Info
] Quick Setup The Dynamic DHS service allows you to allas a dynamic 1P address © 3 statc hosmame In ary of the many domaing,
= (3 Advanced Setup allowing your DSL router o be more easily accessed from various locations on the Internet.
] WAN
S LAN Choose add or Remove © configure Dynamic DHS.
-1 NAT
] Firewall

= : ok Hostname |Username | Service !Iul.u'tuu.- ERmuuvt-
___] Quality of Service - ! .
1#-_] Routing
= =4 DNS : ,iJ Bermiche
__"I DNS Server
1 Iymamic DNS
JADSL
] Port Mapping
= Wireless
41 Voica
_] Diagnostics
& (1 Management

The following Add dynamic DDNS screen allows you to set up
your DDNS server. Select the Dynamic DNS provider from the
list—DynDNS.org or TZO. Enter the hostname and the ADSL
interface and the username / password provided by the DNS
server site. Note that you will need to register first at DynDNS.org.
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&2 welcome Add dynamic DDNS
#-] Device Info
[] Quick Setup

= Advanced Setup This page allows you to add a Dynamic DNS address from DynDNS.org or TZO,
[ wan
; LILAN D-DNS provider DynDNS.org v!
F-_1 NAT
-] Firewall -
1] Quality of Service st |
=] Routing Interface lpppae_3_33_1,.fppp_3_38_‘l _‘_f_]
=3 DNS
L] DNS Server DynDNS Settings
j A_'El)ginamic DNS Uearatre I
] Port Mapping Password |
-1 Wireless
-] Voice

[ piagnostics
#-[] Management

Savefapply

| ADSL |

The DSL settings screen contains three sections—modulation,
phone line, and capability—that should be specified by your ISP.
Consult with your ISP to select the correct settings for each. Then
click on Save / Apply if you are finished or click on Advanced
Settings if you want to configure more advanced settings.

QW&Icome DSL Settings
#-] Device Info
L1 Quick Setup Select the modulation below.
=2 Advanced Setup
WAN W G.Dmt Enabled
LAN
+ (] NAT F G.lite Enabled
B j‘gi”"l"_’;" — [ T1.413 Enabled
uality of Service
# _J Routing W ADSL2 Enabled
#-_] DNS
_]ADSL W Annexl Enabled
] Port Mapping
510 Wireless W ADSL2+ Enabled
] ;I Voice

-.[]] Diagnostics M annexi DISABLED

#-] Management
Select the phone line pair below,

@& Inner pair

€ Quter pair
Capability
W Bitswap Enable
[T Sra Enable
Save/apply Advanced Settings
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DSL Advanced Settings

The test mode can be selected from the DSL Advanced Settings
screen.

Test modes include—normal, reverb, medley, no retrain, and L3.

& weicome DSL Advanced Settings
® ] Device Info
L] Quick Setup Select the test mode below,

=-{3 Advanced Setup

& Normal
| B () Firewall € Reverb
~_] Quality of Service pa
-] Routing Medley
=CIDNS € No retrain
-] ADSL
— ] Port Mapping CL3
®-) Wireless
®-] Voice
L] Diagnostics
®-] Management Apply Tone Sekection

Tone Settings

The frequency band of ADSL is split up into 256 separate tones,
each spaced 4.3125 kHz apart. With each tone carrying separate
data, the technique operates as if 256 separate modems were
running in parallel. The tone range is from 0 to 31 for upstream
and from 32 to 255 for downstream. Do not change these settings
unless so directed by your ISP.

/) http://192.168.1.1/adslcfgtone.html - Microsoft Internet Explorer =100 x|

ADSL Tone Settings

Upstream Tones
Mo W1 Mz M3 Wa Ws We M7 Wg WMo Mo M11 V12 W13 F14 F1s
Mic W17 Wig W1oa Wao W21 Wee Wos Wed Wos Waos Wo7 Woa Woa Wao W3t

Downstream Tones
W3z W33 W34 W35 W3s W37 Wz W30 Wan Wa1 W4a2 W43 Maq4 MWas Wae V47
M4z Wao Wso W51 Ws2 W53 Ws4 Wss Wse Ws7 Wss Wso Meo Wer Wez Was
Wea Wes Wes Me7 MWee Weg W70 W71 W72 W73 W74 W7s W7e W77 W7a W7o
Meo We1 Waz2 Mas Weqd Wes Wee MWe7r Was Wes Moo Waoi Moz Waoz Waoq4 Wos
Mo MWo7 Wog Moo Fi1ooM 101102 103 104 W 10s M 106 ¥ 107 ¥ 108 @ 109 ¥ 110 W 111
Miz2FMisVM1aFM1isM1is M 117 M1is M 11a MW 120 W 121 MW 122 W 123 W 124 W 125 W 126 ¥ 127
MieWinoWVMiagMiziMizaVM13a W i1za VM 1as W ize W17 W 138V 120 ¥ 140 W 141 W 142 ¥ 142
Mi44W 145 W 146 ¥ 147 W 148 W 14a W 1s0 ¥ 151 W 152 W 153 W 1S4 W 155 ¥ 156 ¥ 157 ¥ 158 ¥ 159
MieoWM 161 M 162 M 163 M 164 W 165 W 166 W 167 W 168 W 10 W 170 M 171 ¥ 172 W 173 W 174 ¥ 175
FirreMiz7Wi1i7s M 17aW 1eo M 181 Wi1s2 W 183 @ 184 W 185 ¥ 186 ¥ 187 ¥ 182 W 180 ¥ 190 W 191
M192 ¥ 193 ¥ 194 ¥ 105 W 196 ¥ 197 ¥ 198 ¥ 199 ¥ 200 ¥ 201 W 202 ¥ 203 W 204 W 205 ¥ 206 W 207
WMosWzrezioMziiMa2i2M 213214 21s v 2ie W 217 W 218 W 21a v 220 W 221 7 222 ¥ 223
WaaWzsWMazeWazrWasWazoWzan W 231 W 2az W 233 W 23a W 235 W 236 W 237 W 23 W 239
WM2ia0W241 W 242V 243W 244 ¥ 245 W 246 V¥ 247 [¥ 248V 249 ¥ 250 ¥ 251 ¥ 252 W 253 ¥ 254 ¥ 255

chack All | ciear all | Apply | Closs |
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Port Mapping

Port mapping is a feature that allows you to open ports to allow
certain Internet applications on the WAN side to pass through the

firewall and enter your LAN. To use this feature, mapping groups
need to be created.

Click on the Add button as displayed below.

QMzh:mm
-] Device Info
L] Quick Setup Port Mapoing supports multiple part to PVC and bridging groups. Each group will perform as an ndependant network.
= Advanced Setup To suppart this feature, you rmust create mapping groups with appropriate LAN WAN interfaces using the Add
{‘AN button. The Remove button will remove tha grouping and add the ungroupes nErfaces to tha C
=1 NAT
& ] Firewall [T Ensble virtual ports o [ERET(1-4)
1 Quality of Service
=-_1 Routing

Port Mapping — A maximum 16 entries can be configured

= 1 DNS : . T z
L1 ADSL Group Name | Interfaces | IGMP Snooping | Remove |F(lil |
7] Port Mapping . = pamae R il -
+- L] Wireless Default |ENET(1-4), Use, wiraless [N | Ediit ”
& ] Volice | | |

L] Diagnostics

&1 Management Aggl Remave

After clicking the Add button, the below configuration screen

appears, allowing you to enter the groups and the interfaces they
are associated with.

= weicome Port Mapping Configuration
i 1 Device Info
] Quick Setup

| To orestE a new magping oroup:
=3 Advanced Setup

1. Enter the Group name and select interfaces from the avallsble interface list snd add it to the grouped Interface list
‘:\';G:l usng
& C1NAT the arrow buttons 1o corasts the required mapping of the ports. The group name must be unigue
=1 Firewall
[] Quality of Service 2. Click Save/apply button to make the changes effective immediately
# _| Roufing
=-_1DNS Note that the selected interfaces will be removed from their existing groups and added to the new
|7 ADSI graup.
L] Port Mapping
= 1 Wireless
&1 Voice Group Name:

_] Diagnostics

< 1 Managemant ™ Enable IGMP Snooping

Grouped Interfaces Available Interfaces

ENET(1-1)
LIsE
wirgless

]

Sava/apply
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