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FCC Certification

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,

pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection

against harmful interference in a residential installation. This equipment generates, uses and can radiate

radio frequency energy and, if not installed and used in accordance with the instructions, may cause

harmful interference to radio communications. However, there is no guarantee that interference will not

occur in a particular installation. If this equipment does cause harmful interference to radio or television

reception, which can be determined by turning the equipment off and on, the user is encouraged to try to

correct the interference by one of the following measures:

@ Reorient or relocate the receiving antenna.

@ Increase the separation between the equipment and receiver.

@ Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

@ Consult the dealer or an experienced radio/TV technician for help.

Warning: Changes or modifications to this unit not expressly approved by the
party responsible for compliance could void the user authority to operate the
equipment.

CAUTION

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of other
channels is not possible.

This device and its antenna(s) must not be co-located or operation in conjunction with any other antenna
or transmitter.



IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with minimum distance 20cm between the radiator &
your body.

IMPORTANT NOTE:
This module is intended for OEM integrator. The OEM integrator is still responsible for the FCC
compliance requirement of the end product, which integrates this module.

20cm minimum distance has to be able to be maintained between the antenna and the users for the
host this module is integrated into. Under such configuration, the FCC radiation exposure limits set forth
for an population/uncontrolled environment can be satisfied.

Any changes or modifications not expressly approved by the manufacturer could void the user's
authority to operate this equipment.

USERS MANUAL OF THE END PRODUCT:

In the users manual of the end product, the end user has to be informed to keep at least 20cm
separation with the antenna while this end product is installed and operated. The end user has to be
informed that the FCC radio-frequency exposure guidelines for an uncontrolled environment can be
satisfied. The end user has to also be informed that any changes or modifications not expressly
approved by the manufacturer could void the user's authority to operate this equipment. If the size of the
end product is smaller than 8x10cm, then additional FCC part 15.19 statement is required to be
available in the users manual: This device complies with Part 15 of FCC rules. Operation is subject to
the following two conditions: (1) this device may not cause harmful interference and (2) this device must
accept any interference received, including interference that may cause undesired operation.

LABEL OF THE END PRODUCT:

The final end product must be labeled in a visible area with the following " Contains TX FCC ID: MQ4WM5203 ". If
the size of the end product is larger than 8x10cm, then the following FCC part 15.19 statement has to also be
available on the label: This device complies with Part 15 of FCC rules. Operation is subject to the following two
conditions: (1) this device may not cause harmful interference and (2) this device must accept any interference
received, including interference that may cause undesired operation.



IC Certification

This Class B digital apparatus complies with Canadian ICES-003.
Cet appareil numérique de la classe B conforme & la norme NMB-003 du Canada.

This device complies with Industry Canada license-exempt RSS standard(s). Operation is subject to the

following two conditions: (1) this device may not cause interference, and (2) this device must accept any
interference, including interference that may cause undesired operation of the device.

Le présent appareil est conforme aux CNR d'Industrie Canada applicables aux appareils radio exempts

de licence. L'exploitation est autorisée aux deux conditions suivantes : (1) I'appareil ne doit pas produire
de brouillage, et (2) I'utilisateur de I'appareil doit accepter tout brouillage radioélectrique subi, méme si le
brouillage est susceptible d'en compromettre le fonctionnement.

For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of other
channels is not possible.

Pour les produits disponibles aux Etats-Unis / Canada du marché, seul le canal 1 & 11 peuvent étre
exploités. Sélection d'autres canaux n'est pas possible.

This device and its antenna(s) must not be co-located or operation in conjunction with any other antenna
or transmitter.

Cet appareil et son antenne (s) ne doit pas étre co-localisés ou fonctionnement en association avec une
autre antenne ou transmetteur.

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with IC RSS-102 radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm between
the radiator & your body.

Declaracion de exposicion a la radiacion de Canada:

Este equipo cumple con los limites de exposicion a la radiacidn de la IC establecidos para un ambiente
no controlado.

Este equipo se debe instalar y operar con una distancia minima de 20 cm entre el radiador y su cuerpo.

This module is intended for OEM integrator. The OEM integrator is still responsible for the IC
compliance requirement of the end product, which integrates this module.

20cm minimum distance has to be able to be maintained between the antenna and the users for the
host this module is integrated into. Under such configuration, the IC RSS-102 radiation exposure limits
set forth for an population/uncontrolled environment can be satisfied.

Any changes or modifications not expressly approved by the manufacturer could void the user's
authority to operate this equipment.

USERS MANUAL OF THE END PRODUCT:

In the users manual of the end product, the end user has to be informed to keep at least 20cm
separation with the antenna while this end product is installed and operated. The end user has to be
informed that the IC radio-frequency exposure guidelines for an uncontrolled environment can be
satisfied. The end user has to also be informed that any changes or modifications not expressly
approved by the manufacturer could void the user's authority to operate this equipment. IC statement is
required to be available in the users manual: This Class B digital apparatus complies with Canadian
ICES-003. Operation is subject to the following two conditions: (1) this device may not cause harmful
interference and (2) this device must accept any interference received, including interference that may
cause undesired operation.

LABEL OF THE END PRODUCT:
The final end product must be labeled in a visible area with the following " Contains TX IC :
2826B-WM5203 ".
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Chapter 1:
Introduction

WM5203 measures just around 15 mm long and 15mm wide that make it hold the distinction of being
the smallest USB dongle in the world at present. WM5203 give mobile workers the freedom of staying
connected to the network while roaming around a building or multiple buildings maintaining access to
the Internet, e-mail, networked applications with the best convenience in narrow or crowded space for
it’s ultra micro size. WM5203 is expected to be able to reach 150Mbps, which is relatively lower than
normal, but still far more than sufficient to receive media streaming to the from access point.

Features

1T1R Mode with 150Mbps PHY Rate

Complies with IEEE 802.11n and IEEE 802.11 b/g standards
Supports WEP 64/128, WPA, WPA2

Supports USB 2.0 interface

oooo

Chapter 2: Installation

For Windows 2000/ XP

Install Software

Note:
Do not insert the WLAN Module into the computer until the InstallShield
Wizard finished installing.



1. Exit all Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.

Intelligent Utility E|
Intelligent Utility
The InstallShield Wizard will ingtall |nteligent Lkl an wour
computer. To continue, click Mest.
< Back ’ [ Cancel ]

2. When prompt to the following message, please click Install to begin the installation.



Intelligent Utility

Intelligent Utility

Click Inztall to begin the installation.

|f oLy want to review or change any of pour installation settingz, click Back. Clck Cancel to exit
the wizard,

[ ¢ Back (| Inztall I’[ Caricel

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.

Intelligent Utility

InstallShield Wizard Complete

The InstallShield \Wizard haz successfully inztalled Intelligent
[tility. Before wou can use the program, vou must reskart pour
computer.

(%) Yes, | want to restart my computer now.
(Mo, | will restart my computer later.

Femove any digks from their dives, and then click Finizh to
complete setup.

()




Note:
Insert the WLAN Module when finished software installation.

Insert the WLAN Module into the USB Port of the computer. The system will automatically detect the

new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > System > Hardware>

Device Manager. Expand the Network adapters category. If the 802.11n/b/g 2cm Wireless LAN

USB2.0 Adapter is listed here, it means that the device is properly installed and enabled.

L Device Manager
File  Action Yiew Help

- = HE &S 2N

- i Computer
E! g Disk drives

E!§ Display adapters

=) IDE ATAJATAPI controllers

[+ &z IEEE 1394 Bus host controllers
E! - g Infrared devices

F- 5 Intel ATM 3.0 Codec

E!-@ Kevboards

E! '_) Mice and other pointing devices
E! s Modems

E! 2 Monitors

Ef‘ Metwork adapters

- B8 302.11n/b/g Zcm Wireless LAM USBZ.0 Adapter

! Realtek. RTLE139 Family PCI Fast Ethernet NIC

E! Other devices
[+ [8 PCMCIA adapters

# - Y Ports (COM & LPT) v




For Windows Vista

Note:
Do not insert the WLAN Module into the computer until the InstallShield

Wizard finished installing.

1.  Exitall Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.

Intelligent Utility ==

Intelligent Wtility

The InstallShield wWizard will ingtall Intelligent Litiity on wour
computer. To conbinue, click Mest.

< Back [ Cancel




2. When prompt to the following message, please click Install to begin the installation.

Intelligent Utility ==

Intelligent Wtility

Click Inztall to begin the installation.

[f you want ko review ar change any of your installation settings. click Back. Click Cancel to exit
the wizard.

| rztallS higld

< Back d [ Cancel

Inztall

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.

Intelligent Utility

Inztall5 hield Wizard Complete

The IngtallShield *Wizard has successfully installed Inteligent
[tility. Before you can uge the program, pou must restart pour
compuker.

@ Mes, | want ta restart my computer now

(70 Mo, | will restart my cormputer later,

Remove any dizks from their dives, and then click Finizh ta
complete zetup.

¢ Back " Cancel




Note:
Insert the WLAN Module when finished software installation.

Insert the WLAN Module into the USB Port of the computer. The system will automatically detect the
new hardware.

To verify the device is active in the computer. Go to Start >Control Panel > Hardware and
Sound > Device Manager. Expand the Network adapters category. If the 802.11n/b/g 2cm
Wireless LAN USB2.0 Adapter is listed here, it means that the device is properly installed and

enabled.

Eile Action View Help

&= |m Bl ®
CHERRY-PC

[El---g Bluetooth Radios

7-1M Computer
=y Disk drives

J‘Eﬁ Display adapters

-1y DVD/CD-ROM drives

]% Human Interface Devices

- IDE ATAJATAPI controllers
i Keyboards

]ﬂ Mice and cther pointing devices
]E] Monitors

s O DO s OO OO s RO e O sy OO s OO e |

i}
L

. @ 802.11n/b/g 2cm Wireless LAM USB2.0 Adapter

|'_-'|_|E'§) Other devices

bt Eﬁ Multimedia Audio Controller
E Portable Devices

T3 Ports (COM & LPT)

-- Processors

c— Storage controllers

&E—' System devices

i Univerzal Serial Bus controllers




For Windows 7

Note:
Do not insert the WLAN Module into the computer until the InstallShield

Wizard finished installing.

1. Exit all Windows programs. Insert the included Installation CD into the computer. The CD-ROM

will run automatically. Please click Next to process the installation.

Intelligent Utility

The Inztalls hield Wizard will install Inteligent Llity on pour
computer. To continue, click Mest.




2. When prompt to the following message, please click Install to begin the installation

Intelligent Utility I S

Intelligent Utility

Click Inztall to begin the inztallation.
[f wou want to revieww ar change any of your ingtallation zettings, click Back. Click Cancel to exit
the wizard.
InztallShield
< Back Inztall J [ Cancel

3. When the following screen appears, click Finish to restart the computer to complete the software

installation.

-
Intelligent Utility _

Install5hield Wizard Complete

The InstallShield “Wizard haz succeszsfully inztaled Inteligent
Utility, Before you can uze the program, vou must restart your
cornputer.

@ “fesz, | want to restart my computer now.
(70 Ma, | will restart my computer later.

Remove any digks from their drives, and then click Finizh to
complete zetup.

| ﬁ
< Back Cancel




Note:
Insert the WLAN Module when finished software installation.

Insert the WLAN Module into the USB Port of the computer. The system will automatically detect the
new hardware.

To verify the device is active in the computer. Go to Start > Control Panel > Device Manager.
Expand the Network adapters category. If the 802.11n/b/g 2cm Wireless LAN USB2.0 Adapter is

listed here, it means that the device is properly installed and enabled.

Eile Action Miew Help

Rl Aol 7Nl i
a ]ﬂ Abocom-PC|

i+ Computer

b = Disk drives

B &, Display adapters

> i) DVD/CD-ROM drives

b ‘g IDE ATA/ATAPI controllers
[:> - i IEEE 1394 Bus host controllers |
[» -E= Keyboards

Dﬂ Mice and cther pointing devices
pEl Muonitors

I igabi
» Y3 Ports (COM & LPT)
E-R Processors

B ﬂ Sound, video and game controllers
- g8 System devices

- i Universal Serial Bus controllers
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Chapter 3:
Network Connection

How to Make a Connection

To make a connection with an access point, please follow below steps. Here takes Windows XP OS for

example.

Steg X3 After set up the WLAN Module successfully, please launch the Configuration Utility.
There are two ways to launch the utility by:

(1) Double clicking the Intelligent Wireless LAN Utility icon on the desktop.

Intelligent
Wireless LAN
Utility
(2) Or go to Start > All Programs > Intelligent Wireless Utility - Intelligent Wireless LAN
Utility.
2 .L-J UL LSO L s
Internet R i
Bt . | @ s '
Skartup L2
115 Paint |@ Trend Micra OFficeScan Client »

E¥ adobe Reader &
& Internst Explarer

&5 E-mail

4 Outlook Exprass

3] Outlook Express

- || Motepad

[y

o Remote Assistance

(=) windows Media Player

L windows Mavie Maker

WinRAR v
[ Windaws Live 3

Intelligent Wireless L
Utility

(g~

Windows Update

Microsaft Office Wor

[ _ormand Prompt

[ T Bluesolsil v
Jﬁ Real »
& RealPlayer

CCleaner »
gg wfindows Install Clean Up

&
Avira

wWindows Live Messenger

All Programs L3

Bl 1rteligent wireless Lan Utilicy

| B uninstall-Inteligent
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Steg 22 Please go to the Available Network tab, the system will automatically scan access points
nearby, or click Refresh button to site survey again.

* Intelligent 11n USB Wireless LAN Utility [=1{E3]
RefreshiR)  Modeil)  Abouk{a)

= 5§ MyComputer General | Proflg | Available Netwark [ Rans | Statistics | wiiFi Protect Setup|
<& 802.11n/bfg 2cn |

Aovailable Metworki(s)

S5ID Channel - Encryption  Metwaork Authentication | Signal # !
2030 1 WEP Unknown 429%,
I WRISHE 1 Maone Unknown 420,
1 2y L 1 Maone Unknown 2%
1 ZyEL -1 1 Maone Urkniown 46%;
) planesuser 1 Mone Unknown 4245
1 aitlive 2 Mone Unknown 420
Ul 7y EL_3090_AP 3 AES WPAZ Pre-Shared Key S56%
1 7y EL-giga 4 TKIP Wpa Pre-Shared Key B —
I 551D-00c47 3db 5 Mone Urkniown T
g1 & TKIPJAES  WRA Pre-Shared Keyy... a8,
91 shocom-Wireless 6 Mone Urkniown G0%:
U1 fpthur AP 6 WEP Unknown 62%;
i B AES WRAZ Pre-Shared Key T

9 TKIP WRA Pre-Shared Key F2%
[l wzocwuaDe n 'r.v‘rn R Mem S omemd Lo —.rno;_ .....

< Refresh > l Add to Profile

Mote
Double click on itemn to join/create profile.

< | >

Shaw Tray Ioon [ Disable Adapter

[ Radio Off

Steg 32 Then, double click preferred access point or click Add to Profile button to make a
connection (if the access point has been set up security, please enter passwords and then click OK.)

£ Intelligent 11n USB Wireless LAN Utility
RefreshiR) Mode(M) About{a)

= i MyComputer General F‘rofilej Available Netwark E'Stalus Statistics | Wwi-Fi Protect Setup |
CsSemzitnblgzen |
Aovailable Metworki(s)
Channel | Encryption | Metwork Authentication | Signal #
1 WEP Unknown 42%
1 HMone Unknown 42%
1 HMone Unknown 62%
1 HMone Unknown 46%
1 HMone Unknown 42%
2 Mone Unknown 42%
3 AES WRAZ Pre-Shared kKey 56
. 4 TKIP WRA Pre-Shared Key Sorg =
{ [ 0
( ) 6 TKIPFAES  WPA Pre-Shared kKey/... 58%%
%ULUI T=¥5 Tl [=] [
. 6 WEP Unknown 62%
2 AFES WRAZ Pre-Shared Key T4y
9 TKIP RS Pre-Shared Key T2
hinl 'I'IVTI'I VPR s Sl omemd L _.I'ﬂl:;_ v'
Refresh I @ to PrD
Mote
Double click onitern to join/create profile,
£ >
Showe Tray Icon [] Disable Adapter

[] Radlio Off
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How to Add a Profile

After launched Wireless LAN Utility and selected preferred access point, please click Add to Profile
button to enter Wireless Network Properties windows. If the access point has been set up security,
please enter passwords, and then click OK to save profile settings.

Wireless Network Properties: @

Profile Mame: | Cherry 802, 13 configure
Metwork Narme(SSID): EAP TYPE
Tunnel : Privision Mode :
Channel:
Lisernarme

Wirgless network security

This network requires a key for the following: Identity
Metweork Authentication:fWPﬂz-F‘SK | 1
Data encryption:g'AEs ~ | ESIiRE AL
Password :

‘Eexl pqu Laq‘firr%dl:. S EEEEEEEEEEEEEEEEENREYN Certiﬁcate !
» Metwork key:

n
: Confirm network key:

*

0
=
M

4EEEEEER

\d
4EEEEEEEEEEEEEEEEEEEEEEEEEEEEEERS®

C )

After finished above settings, please go to Profile tab to check the profile list (Available Profile(s)).

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode(M) Aboutia)
= MyComputer General | Profile | fvailable Hetwork | Status | Statistics | wi-Fi Protect Setup|
<& e02.11njbfg 2en | s
Available Profile(s)
Prafile Mame S5ID [ add |
| ) Cherry Cherry
’ Remave l
[ Edit |
’ Duplicate l
’ Set Default l
< >
< > |
Show Tray Icon [] Disable adapter -
[ radia Off
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Chapter 4-
Utility Configuration

For Windows 2000/ XP
Station Mode

£ Intelligent 110 USB Wireless LAN Utility
RefreshiR) ModefM) Aboutia)

= 'J MyComputer General | Profile | Available Metwork | Status | Statisics | Wi-Fi Protect Setup |
< 802.11n/byg 2o

Status: Associated
Speed: Tx:150 Mbps R 150 Mbps
Type: Infrastructure
Encryption: AES
S5I0: Cherry

Signal Strength: [Illlllllllllllllllllllllllllllll 100%

Link Guatty: | WERNNANNNNRNRANNNRRRRANRRRNRNNY o0

Metwork Address:
MAC Address: 00:ED:4C:71:00:01
IP Address: 192.162.1.102
Subnet Mask: 255.255.255.0
Gateway: 192,168.1.123

| Rehew P

£ >

Show Tray Ican [] Disable Adapter

[] Radin Off

Show Tray Icon: Check to show the wireless adapter icon at the tray.
Disable Adapter: Check this to disable the wireless adapter.

Radio off: Check this to turn OFF radio function.

Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.

-14-



General

The General page displays the detail information of current connection.

¢ Intelligent 11n USB Wireless LAN Utility
RefreshiR)  Mode(M) Aboutia)

= %y MyComputer General | Profile | Available Network | Status | Statistics | widFi Protect Setup|

< B02.11njbfg 2en

Status: Associated
Speed: Tx:150 Mbps Rx: 150 Mbps
Type: Infrastructure

Encryption: AES
SSID: Cherry

signd strength: [JRNNNNRNENNRNRRNRNRRNANNRNANINN (oo-.
Link Quaity: | NNNNANNNRNNANNANNNANNANRRANNIN 100o

Metwork Address:
MAC Address: O0:ED:4C:71:00:01
IP Address: 192.168.1.102
Subret Mask: 255.255.255.0
Gateway: 192.168.1.123

| Relewlp

8 4 |

V| Shaw Tray Ican Disable Adapter

Radio Offy = i

General Tab
Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network type in use, Infrastructure or Ad-Hoc.

Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the WLAN Module.

IP Address Shows the IP address information.

Subnet Mask Shows the Subnet Mask information.

Gateway Shows the default gateway IP address.

Renew IP Click the Renew IP button to obtain IP address form the connected
gateway.

-15-



Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

¢ Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboutia)
= 4 MyComputer General | Frofle | Avsilable Network | Status -Statistics; "w/iFi Protect Setup |
<& 802 11njbjg 2en
Available Profia(s)
Profile Marme 5D il Add |
Cherry Cherry
[ Rermaove ]
[ Edit |
[ Duplicate ]
[ Set Default ]
£ 2
£ | #| L
Show Tray Icon [] Disable Adapter
[ Rradin off

Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
The SSID is the unique name shared among all wireless access points in
SSID .
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Network Properties: @

Profile Mame: 802, 1x configure

Metwaork Mamne(S510): ERP TYPE :

Tunnel : Privision Mode
This is & computer-to-computer {ad hoc) network; wireless
access points are not used.

Channel:
Username :

Wireless network security
This netwaork requires a key for the following: Tdentity
Network Authentication:| Open System
Data encryption: Disablad Ee B

Password :

key index (advanced): Certificate
Network key:
PAC:

Confirm network key:

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop. User can select channels
form the pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bhits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...
Network key: Enter network key at least 8 to 64 characters.

Confirm network key: Enter network key again to confirm.

-17 -




When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

o | EAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLANS. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

o PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For PEAP,
the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate (s), and Mode.

* Intelligent 11n USB Wireless LAN Utility =13

Refresh(R) ModeiM) Abouk{A)
= ._'! MyComputer General | Profile | Available Netwark | Status | Statistics | Wi-Fi Protect Setup |
< &02,11nfbig 2on | : =
Avalable Metworkis)

Channel | Encryption | Metwork Authentication | Signal |

1 WEP Unknomrn 42%

1 Hone Unknown 42%

1 Mone Unknown £2%

1 Mone Unkniowm 46%

1 Mone Urknom 42%

2 Mone Unknown 42%%

ZyNEL_23090_AP 3 AES WRA2 Pre-Shared Key 56%
il 2y W EL-giga 4 TKIP WPRE Pre-Shared Key 8% |

SID-00c472db 5 Mone Unkniom F0%

[ Cherry 6 TKIPFAES  WRA Pre-Shared Key/f... B88%

& sbocom-wWireless f Mone Lnknown B0%

5 ArthuraP 6 WEP Unknowmn 62%

el 7y EL 2090 2 AES WPAZ Pre-Shared Key F4%,

limina 9 TKIP WPA Pre-Shared Key T2%
il azcunoc AN TR AT Mivm Clamwend W Froe V

(£ | >

Refresh ] [ Add to Profile
Mote
Double click o itern to join/create profie,

b 2L |
Show Tray Icon [] Disable Adapter
[] Radio off

Network Tab
SSID Shows the network name of the access points.
Channel Shows the currently channel in use.

Encrvotion Shows the encryption type currently in use. Valid value includes WEP,

yp TKIP, AES, None and TKIP/AES.
Network_ . Show the device network authentication.
Authentication

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.
Type Network type in use, Infrastructure or Ad-Hoc mode.
BSSID Shows Wireless MAC address.

Supported Rate(s) Shows the transmitting data rate.
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Mode Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.
Refresh Click Refresh button to search and rescan the available network.

Select an available network (SSID) on the list and then click Add to Profile

Add to Profile button to add it into the profile list.

Note Double click on item to join/create profile.

Status

This tab listed the information about the WLAN Module and connected access point.

£ Intellipent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboukia)
= g MyComputer General | Profile | Available Metwork | Status | Statisties | wiFi Protect Setup |
<& a0z, 11nfbfg 2o | = =

ManufactLrer = Inteligent
OIS Driver Wersion = 1084.19,1113.2009
Short Radio Header = Mo
Encryption = AES
Authenticate = WPAZ-PSK
Channel Set = FCLC
MAC Address = OOED:4C:71:00:01
Data Rate (AUTO) = T3:150 Mbps Rx: 150 Mbps
Channel (Frequency) = 11 (2462 MHz)
Status = Associated
SSID = Cherry
Metwork Type = Infrastructure
Powver Save Mode = None
Associated AP MAC = OOEQ:4Z:33:12:01
Up Time (hherrn:ss) = 033010

< 3| J

Shiow Tray Icon [] Disable Adapter

] Radio Off
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Statistics

The Statistics screen displays the statistics on the current network settings.

* Intelligent 11n USB Wireless LAN Utility =3
Refresh(R)  Mode(M) Aboukia)
= g MyComputer General | Profile | Available Network | Status | Statistics | wiFi Pratect Setup |
<& a0z, 11nfbfg Zen | =
| Caunter Name Wallie
| Tx 0K 2969
Tx Errar ]
R OK 964
| Ry Packet Count 954
R Retry o3
| R ICW Error u]
[ Reset
% 2 i
Showe Tray Icon [] Disable Adapter
[ Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security

setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration) method through an internal or external Registrar.

£ Intelligent 11n USB Wireless LAN Utility

RefreshiR) Mode(M) Aboukia)

= —j My Computer

<2 B02,11n/bfg 2en |

General | Prafile | Available Metwork | Status | Statistics | Wi-Fi Pratect Setup

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIM button.Please enter the PIN code into your AP.

PIN Code : 63912111

Pir Input Config (PIM)

Push Button

After pushing the PEC button.Please push the physical button on your AP
ot visual button on the WPS config page.

Push Button Config (PBC)

4 ¥ |
Show Tray Icon [] Disable Adapter _CIDSE
[] Radio off -

WPS Tab

8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the WLAN Module Version.

About

Wersion ¥00.1600.1207 2009

- Tntelligent 110 TSE Wireless LAN Utility
Copyright () 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the
WLAN Module act as a wireless AP.

Intelligent 11 - "'<H Wireless LAN Utility

w Station Heral | Profile | Awailable Network | Status | Statisticsl W/i-Fi Protect Setup |

: Access Paint !

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pir Input Corfig (PIM)
After pushing the PIM button. Please enter the PIM code into your AP,

PIN Code : 63912111

| Pin Tnput Config (RIN]

Push Button

After pushing the PEC button.Pleass push the physical button on your AP
or wisual button on the WPS config page.

[ Push Button Config (PBC) ]

2| ¥

Shicwe Tray Icon [] Disable Adapter

[ Radio Off
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General

t Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboutia)

2 H My Computer
o2 802.11n/byg 2en

General | Advanced | Statistics | ICS |

SSID softap

BSSID: poiEC:4C:71:00:01

Association Table

AlD MAC Address Life Tirme

[ Config ]

o | ¥
2:;\;\: (‘jl';fa\,r Icon [] Disable Adapter
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table This table shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Wireless Network Properties: @

Profile MName:

Metwork Name(SsID): |softap

harnel: |1 (2412MHz) »

wWirgless network security
This network requires a key for the following:

Metwork Authentication:| Open Systern %

Data encryption: | Disabled M

Key index {advanced):
MNetwork key:

Confirm network key:

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

* Intelligent 11n USB Wireless LAN Utility M=E3
RefreshiR)  Mode(M) Aboutia)

= 'j MyComputer General | Advanced iLStatistin::sf ICS
<& a0z 11nfhig 2on | ;
General
Beacon Interval
100 |
DTIM Period:

| Sii
Prearnble Mode

fLDng b '

Set Defalts |- Apply

< 31 |

2:;\;\: (‘jl';fa\,r Icon [] Disable Adapter

Advanced

Beacon Interval The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.

Preamble Select from the pull-down menu to change the Preamble type into Short
or Long.

Set Defaults Click to use the system default value.

Apply Click to apply the above settings.
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Statistics

t Intelligent 11n USB Wireless LAN Utility

RefreshiR)  Mode(M) Aboutia)
= ‘IJ My Computer General | Advanced | Statistics |03
Eaweainbigzen | '
Counter Name Walue
Tx OK 15930
Tx Error ]
| Rx OK 58
Ry Packet Count 658
Rx Retry 576
| Rat ICY Error 0
!
[ Reset
g ! () 8
Show Tray Icon [] Disable Adapter -_Close
[ Radio off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset counters to zero.

-27 -



ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

£ Intelligent 11n USB Wireless LAN Utility
Refresh(R)  Mode(M) Aboukia)

= d My Computer General | Advanced | -Statistic§! IC5 |
ool a0z, 11nfhig 2en

Setting Internet Connection Sharing (ICS)

Connfamme Devica Mame
¥ Local Area Connection  Realtek RTL2132 Farnily PCI Fast Ethernet MIC
¥ Local Area Connecti...  Bluetooth PaM Metwork Adapter

&

[l

Pubilic Metwork

[ Apply J

< | >

Shiow Tray Ican [] Disable sdapter

[ radio Off
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For Windows Vista

. Intelligent 11n USE Wireless LAN Utility El
Refresh(R) Mode(M} About(4)
-4 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup

_____ <& 80211n/b/g 2c

Status: Associated

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry
Signal Strength: |, 100%

Link Qualty: — 100%

Metwork Address:
MAC Address: pQ:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IP ]

R T T— ¥

[¥] Show Tray Icon [] Disable Adapter

[T Radio Off

® Show Tray lcon: Check to show the wireless adapter icon at the tray.
® Disable Adapter: Check this to disable the wireless adapter.
® Radio off: Check this to turn OFF radio function.

® Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

. Intelligent 11n USE Wireless LAN Utility

Refresh(R] Mode(M} About(4)

B 5 MyComputer
Lol 80211n/b/g 2c

General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |

Status: Associated

Speed: Tx:150 Mbps Rx:150
Type: Infrastructure

Encryption: AES
SSID: Cherry

Signal Strength:

Link Quality:

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

[ ReMew IP

[ T - 3

% ::;;JJ;Y Icon [] Disable Adapter @

General Tab
Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network type in use, Infrastructure or Ad-Hoc.

Encryption Shows the encryption type currently in use. Valid value includes WEP,
TKIP, AES, and Not Use.

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the WLAN Module.

IP Address Shows the IP address information.

Subnet Mask Shows the Subnet Mask information.

Gateway Shows the default gateway IP address.

Renew IP Click the Renew IP button to obtain IP address form the connected
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| gateway.

Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

Bl intelligent 11n USE Wireless LAM Utility [ =] =]
Refresh(R] Mode(M} About(4)

2% MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
L.l 80211n/b/g 2¢

Available Profile(s)

Profile Name SSID [ Add J
) charry Cherry
I Remowve ]
[ Edt )
I Duplicate ]
I Set Default ]

< [ama] »

[¥] Show Tray Icon [7] Disable Adapter

[C] Radio Off
Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
The SSID is the unique name shared among all wireless access points in
SSID :
the wireless network.
Add Click Add button to add a profile from the drop-down screen.

-31-



Wireless Network Properties: @

= This is a computer-to-computer(ad hoc) network; wireless
"~ access peints are not used.

Profile Name:

MNetwork Name(S5ID):

Channel: |1 (2412MHz}
Wireless network security
This network requires a key for the following:

Metwork Authentication: |Open System =
Data encryption: | pisahled v|

ASCIT PASSPHRASE

Key index (advanced): | 1
MNetwork key:

Confirm network key:

| oK l Cancel |

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.
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When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

o LEAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLAN:S. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

e PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For PEAP,
the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

Bl intelligent 11n USE Wireless LAM Utility [= | ===
Refresh(R] Mode(M} About(A)
&% MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
Ll eo2iingeig2e |
Available Netwark(s)
SSID Channel Encryption Metwork Authentication Signa
{54 ZyXEL 1 MNone Unknown 70%
) ZyXEL-1 1 MNone Unknown 60%
T ZyXEL_3090_AP 3 AES WPA2 Pre-Shared Key 4404
I qirlive 4 HMNone Unknown 26%
412 6 TKIP/AES WPA Pre-Shared Key/... ?2%?
bocom-Wireless 6 MNone Unknown 44
Abocom-Wireless 6 Mone Unknown 429
51 ArthurAP 6 WEP Unknown 72% =
sl Zy¥EL_3090_62 8 AES WPA2 Pre-Shared Key 56%?
i 9 TKIP WPA Pre-Shared Key 76%,
10 TKIP WPA Pre-Shared Key 62%4|
10 HMone Unknown 72%
10 HMone Unknown 88%
10 MNone Unknown 569
10 Nane Unknown 42%; .
1 pAhocom-Wireless 11 None Unknown 96%
) Cherry 11 AES WPA Pre-Shared Key/...  100%
() qirlive 11 None Unknown 4809 +
4 | L | 2
| Refresh | | Add to Profile
MNote
Double click on item to join/create profile.
< [ b
% Show Tray Icon [] Disable Adapter
"] Radio Off

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption Shows the encryption type currently in use. Valid value includes WEP, TKIP,
AES, None and TKIP/AES.

Network

Authentication Show the device network authentication.

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.

Type Network type in use, Infrastructure or Ad-Hoc mode.
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BSSID

Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting data rate.

Mode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh

Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on the list and then click Add to Profile
button to add it into the profile list.

Note

Double click on item to join/create profile.

Status

This tab listed the information about the WLAN Module and connected access point.

Refresh(R) Mode(M)

Pl intelligent 11n USB Wireless LAN Utility = |[E ][]

About(4)

j MyComputer

< [l

[¥] Show Tray Icon
[C] Radio Off

Manufacturar Inteligent

MDIS Driver Version 1084.19.1028.2009
Short Radio Header Mo

Encryption AES

Authenticate WPAZ-PSK

Channel Set FCC

MAC Address 00:E0:4C:71:00:01
Data Rate (AUTO) Tx:150 Mbps Rx:150 Mbps
Channel (Frequency) 11 (2462 MHz)
Status Associated

SSID Cherry

Metwork Type Infrastructure
Power Save Mode Mone

Associated AP MAC 00:E0:4C:33:12:01
Up Time (hh:mm:ss) 0:16:34

[] Disable Adapter Close
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Statistics

The Statistics screen displays the statistics on the current network settings.

Bl Intelligent 11n USE Wireless LAN Utility = | =[]

Refresh(R] Mode(M} About(4)

= -J MyComputer

< [

[¥] Show Tray Icon

Counter Mame Value
Tx OK 247
Tx Error 0
Rx OK o9
R Packet Count 99
Rx Retry

Rx ICV Error 0

Reset

[7] Disable Adapter Close

[C] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security

setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration)

method through an internal or external Registrar.

W Intelligent 11n USB Wireless LAN Utility o | =[]

Refresh(R] Mode(M} About(4)

= -J MyComputer

LGeneﬂaI | Profile I Available Network I Status I Statistics | Wi-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your AP,

PIN Code : 54285620

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

P T } |
[¥] Show Tray Icon [7] Disable Adapter Close
[C] Radio Off
WPS Tab
8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the WLAN Module Version.

Tntelligent 110 TEE Wireless LAN Tility
Wersion ¥00.1600.1207.2009

Copyright () 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the

WLAN Module act as a wireless AP.

Refresh(RYf Mode(M) | About(A) -
=8 M’E x|t | Available Network | Status | Statistics | Wi-Fi Protect Setup|
g Access Point J Cisfiss AROLHERD

~ Speed: Tx:150 Mbps Rx:150

Type: Infrastructure

Encryption: AES
551D: Cherry

Signal Strength: | 100%
Link Qualty: —— 100%

Metwork Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.100
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

| Retewr |

4 il ]

Show Tray Icon [7] Disable Adapter

[[] Radio Off
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General

Refresh®) Mode(M) About(A)
2% MyComputer General | Advanced | Statistics | ICS |
Lol 80211n/b/g 2c

SSID:  Cherry-PC_AP
BSSID: 00:E0:4C:71:00:01

Association Table

AID MAC Address Life Time

‘ ’
Show Tray Icon Disable Adapter

Radio Off

General

SSID Shows the network name of the AP.

BSSID Shows the MAC address of the AP.

Association Table This table shows the connected client here.

Config Click the Config button to set up the Wireless Network Properties.
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Wireless Metwork Properties: (3]

Profile Name:

Network Name(S5ID); | Cherry-PC_AP

Channel: | 1 (2412MHz) ~ |
Wireless network security
This network requires a key for the following:

Metwork Authentication: | Open System
Data encryption: | picabled v|

Key index (advanced): |1
Metwork key:

Confirm network key:

| Ok Cancel |

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

Bl intelligent 11n USB Wireless LAN Utility ==
Refresh(R) Mode(M) About(d)

(= —jl MyComputer
Lk 80211n/b/q 2¢

PR T b

[¥] show Tray Icon
[C] Radio Off

General | Advanced | Statistics [ ICS |

General

Beacon Interval
DTIM Period:
3

Preamble Mode

Short - |

Set Defaults Apply

[] Disable Adapter Close

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preamble type into Short

or Long.

Set Defaults

Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

Bl intelligent 11n USB Wireless LAN Utility ==
Refresh(R) Mode(M) About(d)
=5 MyComputer | General | Advanced | Statistics [ics |
L2 e2aingbig2e |
Counter Name Value
T OK 3436
Tx Error 0
Rx OK 218
Rx Packet Count 218
Rx Retry 208
Rx ICV Error 0
Reset
PR T b
[¥] show Tray Icon [] Disable Adapter Close
[C] Radio Off : ]
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.
Rx Packet Count Shows information of packets received successfully.
Rx Retry Shows information of packets failed transmit after hitting retry
limit.
Rx ICV Error Shows information of packets received with ICV error.
Reset Click to reset counters to zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

'Inielligent]ln USB Wireless lANlR'lﬁly W
Refresh(R) Mode(M_} Abqiﬂ(ﬂ]
= MyComputer || Genersl | Advanced | Statistics | IC5 |

_____ <& 80211n/b/g 2c

Setting Internet Connection Sharing (ICS)

ConnMame Device Name

% Bluetooth Network ... Bluetooth Device (Personal Area Network) #2
¥ Local Area Connection  5iS 900-Based PCI Fast Ethernet Adapter

4 (L1} F

Public Metwork
|'Lo_n,—=ﬁ7irea Connection 5i5 900-Based PCI Fast Ethernet Adapter

Apply

4 am

Show Tray Icon [C] Disable Adapter

[T Radio Off

-
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For Windows 7

Intelligent 11n
Refresh(R] Mode(M)] About(4)
= MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup

Status: Associated
Speed: Tx:150 Mbps Rx:150
Type: Infrastructure
Encryption: AES
SSID: Cherry

Signal Strength: | 1| 92%
Link Quality: | 9%

MNetwork Address:
MAC Address: g0:E0:4C:71:00:01

IP Address: 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

. RelewP |

L TT— &

Show Tray Icon [[] Disable Adapter

[T Radio Off

Show Tray Icon: Check to show the wireless adapter icon at the tray.
Disable Adapter: Check this to disable the wireless adapter.

Radio off: Check this to turn OFF radio function.

Close: Click to leave the Intelligent 11n USB Wireless LAN Utility.
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General

The General page displays the detail information of current connection.

([l Intelligent 11n USB

Refresh(R] Mode(M) About(f)

ireless LAN Utilit

=5 MyComputer
L<F 80211n/b/g 2c

LI [T 3
Show Tray Icon
[C] Radio Off

General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

Status: Associated
Tx:150 Mbps Rx:150
Infrastructure

Speed:

Type:
Encryption:
551D

Signal Strength:

Link Quality:

Metwork Address:
MAC Address: g0:E0:4C:71:00:01

IP Address: 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

ReMew IP

[7] Disable Adapter

General Tab
Shows the current connected status. If there is no connection, it will show

Status Not Associated. If been connected, the system will show Associated.
When connecting, the system will show checking Status.

Speed Shows the current transmitting rate and receiving rate.

Type Network type in use, Infrastructure or Ad-Hoc.

Encryption ?_r'zv;?;rées,egggyﬁg?tgfae currently in use. Valid value includes WEP,

SSID Shows the connected access point network name.

Signal Strength Shows the receiving signal strength.

Link Quality Shows the connection quality based on signal strength.

MAC Address The physical address of the WLAN Module.

IP Address Shows the IP address information.

Subnet Mask Shows the Subnet Mask information.

Gateway Shows the default gateway IP address.

- 45 -



Click the Renew IP button to obtain IP address form the connected
Renew IP
gateway.
Profile

Profile can let users book keeping the favorite wireless setting among home, office, and other public
hot-spot. Users may save multiple profiles, and activate the correct one at preference. The Profile

manager enables users to Add, Remove, Edit, Duplicate and Set Default profiles.

[l Intelligent 11n USE Wireless LAN Utility - U o o
Refresh(R] Mode(M) About(4)
& MyComputer | General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
Lol 80211n/b/g 2c
Available Profile(s)
Profile Name SSID ’ Add ]
P cherry Cherry
’ Remaove ]
[ Edit ]
l Duplicate ]
[ |
| [ Set Default ]
|
I T |
LI T 3
Show Tray Icon [[] Disable Adapter -Close
[C] Radio Off -
b -
Profile Tab
Profile Name Here shows a distinctive name of profile in this column.
ssSID The SSID is the unique name shared among all wireless access points in
the wireless network.
Add Click Add button to add a profile from the drop-down screen.
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Wireless Metwork Properties: &J

= This is a computer-to-computer{ad hoc) network; wireless
access points are not used.

Profile Name:

Metwork Name (S5ID):

Channel: |1 (2412MHz)
Wireless network security
This netwark requires a key for the following:

Metwork Authentication: | Open System  +
Data encryption: | pizabled -

ASCII PASSPHRASE

Key index (advanced): |1
Metwork key:

Confirm network key:

Gorc

A -

This is a computer-to-computer (ad hoc) network; wireless access
points are not used: This function is selected to enable the ad hoc
network type that computers should be setup at the same channel to
communicate to each other directly without access point, users can share
files and printers between each PC and laptop.

Profile Name: Users can enter profile name at will.

Network Name (SSID): The SSID is the unique network name
(case-sensitive) shared among all wireless access points in the wireless
network. The name must be identical for all devices and wireless access
points attempting to connect to the same network.

Channel: If set to ad hoc network type, user can select channels form the
pull-down menu.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK, WPA2-PSK,
WPA 802.1X, WPA2 802.1X and WEP 802.1X.

Data encryption: For Open System, Shared Key and WEP 802.1X
authentication mode, the selection of encryption type is WEP. For
WPA-PSK, WPA2-PSK, WPA 802.1X and WPA2 802.1X authentication
mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.
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When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.

When encryption is set to WPA 802.1X/ WPA2 802.1X/ WEP
802.1X...

When users use radius server to authenticate client certificate for WPA
authentication mode (WPA authentication do not support EAP Method-
MD5-Challenge).

EAP TYPE:

e TLS: Transport Layer Security. Provides for certificate-based and
mutual authentication of the client and the network. It relies on
client-side and server-side certificates to perform authentication and
can be used to dynamically generate user-based and session-based
WEP keys to secure subsequent communications between the WLAN
client and the access point.

o LEAP: Light Extensible Authentication Protocol. It is an EAP
authentication type used primarily in Cisco Aironet WLAN:S. It
encrypts data transmissions using dynamically generated WEP keys,
and supports mutual authentication.

e TTLS: Tunnelled Transport Layer Security. This security method
provides for certificate-based, mutual authentication of the client and
network through an encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

e PEAP: Protect Extensible Authentication Protocol. PEAP transport
securely authentication data by using tunnelling between PEAP clients
and an authentication server. PEAP can authenticate wireless LAN
clients using only server-side certificates, thus simplifying the
implementation and administration of a secure wireless LAN.

® MD5: Message Digest Challenge. Challenge is an EAP
authentication type that provides base-level EAP support. It
provides for only one-way authentication - there is no mutual
authentication of wireless client and the network.

Tunnel: This is enabled under TTLS and PEAP type. For TTLS, the
selections of tunnel are CHAP, MSCHAP, MSCHAP-V2, PAP. For PEAP,
the selections of tunnel are MD5, GTC, TLS and MSCHAP-V2.
Username: Enter the username for server.

Identity: Enter the identity for server.

Domain: Enter the domain of the network.

Password: Enter the password for server.

Certificate: Choose server that issuer of certificates.

Remove Click Remove button to delete selected profile.

Edit Click Edit button to edit selected profile.

Duplicate Click Duplicate button to copy selected profile.

Set Default Click Set Default button to set selected profile to be connected first.
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Available Network

This page displays the information of surrounding APs from last scan result. The tab lists the
information including SSID, Channel, Encryption, Network Authentication, Signal, Type, BSSID,
Supported Rate(s), and Mode.

[l Intelligent 11n USB Wireless LAN Utility - ESNEER T

Refresh(R] Mode(M) About{4)
=- 4 MyComputer General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |
L 80211n/b/q 2¢
Available Network(s)
SSID Channel Encryption Metwork Authentication Signa *
16 ZyXEL 1 Mone Unknown 58%
Il ZyXEL_3090_AP 3 AES VPAZ Pre-Shared Key 60%
41 551D-00c473db 5 MNone Unknown 02%
iplgyz 6 TKIP/AES WPA Pre-Shared Keyy/... 60%
lepl ATR3IG_DEMO & Mone Unknown 765%
[l Ahocom-Wireless & MNane Unknown 484
el ArthurAP & WEP Unknown 56%| -
9 3GDEMO_WR5204U 7 AES VP& Pre-Shared Key 58%
1 Il ZyxEL_3090 8 AES VPAZ Pre-Shared Key 58%
[l (&1 mina 9 TKIP WPA Pre-Shared Key 100%
li9) 3GSHARE 10 TKIP VPA Pre-Shared Key 62%
el Untitled 10 Mone Unknown 92%
lepl abocom-Wireless 11 Mone Unknown 92%
@Cherw 11 AES WPA Pre-Shared Key/... 62%
e ZyEL 11 Mone Unknown 74%
9] 3irlive 11 MNone Unknown 76%
ey 11 Mone Unknown 26%
i x2 11 Mone Unknown 429% ~
4| mn | 3
Refrash I ’ Add to Profile
Mote
Double click on item to join/create profile.

LT T 3

Show Tray Icon [7] Disable Adapter Close

[C] Radio Off

Network Tab

SSID Shows the network name of the access points.

Channel Shows the currently channel in use.

Encryption Shows the encryption type currently in use. Valid value includes WEP, TKIP,
AES, None and TKIP/AES.

Network

Authentication Show the device network authentication.

Shows transmit power, the amount of power used by a radio transceiver to

Signal send the signal out.

Type Network type in use, Infrastructure or Ad-Hoc mode.
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BSSID Shows Wireless MAC address.

Supported Rate(s)

Shows the transmitting data rate.

Mode

Supported wireless mode. It may support 802.11b, 802.11g and 802.11n
wireless mode.

Refresh Click Refresh button to search and rescan the available network.

Add to Profile

Select an available network (SSID) on the list and then click Add to Profile
button to add it into the profile list.

Note Double click on item to join/create profile.

Status

This tab listed the information about the WLAN Module and connected access point.

- Intelligent 11n USB Wireless LAN Utility

o S

Refresh(R] Mode(M) About(4)

= *j MyComputer

| General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |

-.<5 80211n/b/g 2c

L T — 3

Manufacturer

MNDIS Driver Version
Short Radio Header
Encryption
Authenticate
Channel Set

MAC Address

Data Rate (AUTO)
Channel (Frequency)

Status

551D

Network Type
Power Save Mode
Associated AP MAC
Up Time (hh:mm:ss)

Inteligent
1086.5.1111.2009
Mo

AES

WPAZ-PSK

FCC

00:EQ:4C:71:00:01
Tx:120 Mbps Rx:120 Mbps
11 (2462 MHz)

Associated

Cherry
Infrastructure
Mone
00:E0:4C:23:12:01
0:22:28

Show Tray Icon
[C] Radio Off

[] Disable Adapter

Close
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Statistics

The Statistics screen displays the statistics on the current network settings.

[l Intelligent 11n USB Wireless LAN Utility . = | B

Refresh(R)  Mode{M)

About(4)

=8 -j MyComputer

Show Tray Icon

L 80211n/b/g 2¢

| General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |

Counter Name Value
Tw OK 250
Tx Error i
Rx QK 52
Rx Packet Count 52
R Retry a0
R ICV Error ]
Reset

[C] Disable Adapter

[C] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simplify the security

setup and management of Wi-Fi networks. The STA as an Enrollee or external Registrar supports the

configuration setup using PIN (Personal Identification Number) configuration method or PBC (Push

Button Configuration)

method through an internal or external Registrar.

[l Inteliigent 11n USB Wireless LAN Utility - BN EER

Refresh(R] Mode(M) About{4)

=% MyComputer
L 80211n/b/g 2¢

| General | Profile | Available Network | Status | Statistics | Wi-Fi Protect Setup |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your AP.

PIN Code : 43022793

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on your
AP or visual button on the WPS config page.

Push Button Config (PBC)

a4 I 2
Show Tray Icon [[] Disable Adapter Close
WPS Tab
8-digit numbers. It is required to enter PIN Code into Registrar when using
PIN Code PIN method. When STA is Enrollee, users can use "Renew" button to

re-generate new PIN Code.

Pin Input Config
(PIN)

Click the Pin Input Config (PIN) button to select specific AP to process PIN
Config.

Push Button Config
(PBC)

Click this button to connect with AP that supported WPS function within two
minutes. Meanwhile, the AP should also click the PBC button simultaneously.
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About

This page displays the information of the WLAN Module Version.

[ e S

- Intelligent 11n USE Wireless LAN Tiility

Wersion 700.1600.1207 2009
Copyright (c) 2003-2009

To access the soft AP mode, please select the Mode on the function list of the Utility to make the

WLAN Module act as a wireless AP.

[ModelM) | About(d)

=% MK v | Station N [ Avaiable Network | Status | Statistics | Wi-Fi Protect Setup |
Access Point Status: Associated

Speed: Tx:120 Mbps Rx:120
Type: Infrastructure

Encryption: AES
SS5ID: Cherry

Signal Strength: EEEEE——— | 76%
Link Quality: | 00%

Network Address:
MAC Address: 00:E0:4C:71:00:01

IP Address: 192.168.1.102
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.123

‘ 11

Show Tray Icon Disable Adapter
[C] Radio off
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General

r -
: : — -— -
[l intelligent 11n USE Wireless LAN Utilty A - I lefi=h

Refresh(R] Mode(M) About(d)

2§ MyComputer General | Advanced | Statistics | IC5 |
L.l 80211n/b/g 2c
S5ID:  Abocom-PC_AP
BSSID: 00:E0:4C:71:00:01
Association Table
| AID  MAC Address Life Time
Config
LI P b
Show Tray Icon Disable Adapter Close
gt | Cose |
General
SSID Shows the network name of the AP.
BSSID Shows the MAC address of the AP.
Association Table This table shows the connected client here.
Config Click the Config button to set up the Wireless Network Properties.
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Wireless Network Properties: [é]

This is @ computer-to-computer(ad hoc) network; wireless
access points are not used.

Profile Name: |Access Point Mode

Metwork Name(SsID): | Abocom-PC_AP

Channel: |1 (2412MHz)

Wireless network security
Thig network requires a key for the following:

Network Authentication: | Open System  »
Data encryption: | pisabled -

ASCIT PASSPHRASE

Key index (advanced): |1
Metwork key:

Confirm network key:

o

A

Network Name (SSID): User can change the network name of this access
point.

Channel: User can select the channel form the pull-down list.

Wireless network security

Network Authentication: There are several types of authentication
modes including Open System, Shared Key, WPA-PSK and WPA2-PSK.

Data encryption: For Open System and Shared Key authentication mode,
the selection of encryption type is WEP. For WPA-PSK, WPA2-PSK,
authentication mode, the encryption type supports both TKIP and AES.

When encryption is set to WEP...

ASCII: Only valid when using WEP encryption algorithm. When key
length is set to 64 bits user can enter 5 ASCII characters (case sensitive),
and 128 bits for 13 ASCII characters (case sensitive).

PASS PHRASE: Only valid when using WEP encryption algorithm.
When key length is set to 64 bits user can enter 10 Hexadecimal characters
(0~9, a~f) and 128 bits for 26 Hexadecimal characters (0~9, a~f).

Key index (advanced): Select 1~4 key index form the pull-down menu,
must match with the connected AP’s key index.

When encryption is set to WPA-PSK/ WPA2-PSK...

Network key: Enter network key at least 8 to 64 characters.
Confirm network key: Enter network key again to confirm.
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Advanced

. Intelligent 11n USB Wireless LAN Utility
s

e | D e S

Refresh(R) Mode(M] About(4)

=8 Aj My Cormputer

g1 =
Show Tray Icon
[C] Radio Off

L% 80211n/b/g 2¢

General | Advanced | Statistics [ ICS |

General

Beacon Interval
fLoo

DTIM Period:
3

Preamble Mode

Set Defaults Apply

[[] Disable Adapter

-

Advanced

Beacon Interval

The time between two beacons. (The system default is 100 ms.)

DTIM Period The delivery traffic indication message (DTIM) is an element included in
some beacon frames. User can specify a value from 1 to 255 beacons.
Preamble Select from the pull-down menu to change the Preamble type into Short

or Long.

Set Defaults

Click to use the system default value.

Apply

Click to apply the above settings.
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Statistics

[l Inteliigent 11n USB Wireless LAN Utility - I e S
e —

Refresh(R) Mode(M] About(4)

=8 -J My Cormputer

4 |

Show Tray Icon

L% 80211n/b/g 2¢

| General I Advanced | Statistics | ICS |

Counter Name Value
Tx OK 783
Tx Errar ]
Rx OK 136
Rx Packet Count 136
Rx Retry 123
R ICV Error i
Reset

[[] Disable Adapter

[C] Radio Off
Statistics
Tx OK Shows information of packets successfully sent.
Tx Error Shows information of packets failed transmit after hitting retry
limit.
Rx OK Shows information of packets received successfully.

Rx Packet Count

Shows information of packets received successfully.

Rx Retry Shows information of packets failed transmit after hitting retry
limit.

Rx ICV Error Shows information of packets received with ICV error.

Reset Click to reset counters to zero.
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ICS

This page displays setting Internet connection sharing (ICS). Select a sharing public network and click

Apply button to make a connection.

7
Intelligent 11n USE Wirelesz LAN Ut'I'ty - . ] = X J
- g | 1T -

Refresh(R] Mode(M)] About(4)

EIH MyComputer |Genem| IMvanced IStatisﬁcs| ICS |
Ll 80211n/b/g 2¢

Setting Internet Connection Sharing (ICS)

ConnMame Device Name
¥ Local Area Connection Atheros L1 Gigabit Ethernet 10/100/1000Base-T Con

Public Metwork

Apply

4 L} F

Show Tray Icon [[] Disable Adapter Close
[C] Radio Off
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Chapter 5: Uninstall

For Windows 2000/ XP

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1.  Goto Start > All Programs > Intelligent Wireless Utility=> Uninstall —Intelligent.

Internet
Inkernet Explorer
“y Paint
ii’a #] E-mail
Ciaklook Express

@ Motepad

Utility

% Windows Lpdate

Carmmand Prompk

All Programs

Inteligent Wireless L

Microsoft Office War

L3

Y Windows Live Messenger

LB s
Slowiiew
Skartup
Trend Micro OfficeScan Client
Adobe Reader 3
Internet Explorer
Cklook Express
Remote Assistance
Windaws Media Plaver
Windows Movie Maker
WinFAR
Windows Live
IVT BlueSoleil
Real
RealPlayver
CCleaner

Windows Install Clean Up

Avira

Inteligent Ikt

n| Lowg Off Iﬁ| Shut Dot
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2. Click Yes to completely remove the selected application and all of its features.

Intelligent Utility o

\“.?') Do ol wank bo completely remove the selected application and all of its features?

Yes ') Mo

3. Then click Finish to complete uninstall.

Intelligent Utility

Uninstall Complete
o

[nztalls hield “Wizard has finished uninstaling Inteligent Lk,

<Back (T _] ) Carce
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For Windows Vista

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1. Goto Start - Programs -> Intelligent Wireless LAN Utility=> Uninstall —Intelligent.

& Default Programs

& Internet Explorer .
Windows Calendar

[E=] Windows Contacts

B Windows Defender Cherry

B Windows Fax and Scan
&2, Windows Live Messenger Download Pocuments
=l Windows Mail
Windows Media Player

Windows Meeting Space

ﬁ Windows Movie Maker
h Windows Photo Gallery

Windows Update

Accessories Computer

Pictures

Music

Recent Itemns

Awira

Extras and Upgrades Metwork
Games

Intelllgent Wireless Utility Connect To

E® Uninstall-Intelligent Centrol Panel

viaInteEnance

default Programs
Startup Default Programs

Back Help and Support

) U —_———

2. Click Yes to complete remove the selected application and all of its features.

Intelligent Uitility £

I."'_" ) Do you want to completely remove the selected application and all of
" its features?

es MNao
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3. Finally, click Finish to complete uninstall.

'Entelﬁgmt Utility

Uninstall Complete

[nztalls hield *Wizard has finished uninstaling Inteligent Uil

Cancel
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For Windows 7

To remove the utility and driver, please refer to below steps. (When removing the utility, the driver will

be removed as well.)

1. Goto Start - Programs - Intelligent Wireless Utility-> Uninstall —Intelligent.

'@ Default Programs
[ Desktop Gadget Gallery
@ Internet Explorer
& Windows DVD Maker
B2 Windows Fax and Scan
€ Windows Media Center
|§| Windows Media Player
fj Windows Update
- %P5 Viewer

. Accessories

. Games

| Intelligent Wireless Utility

' Lility
Uninstall-Intelligent

. Waintenance

| Startup

Back

Abocom
Documents
Pictures

Music

Games

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support
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2. Click Yes to complete remove the selected application and all of its features.

———

@ Do you want to completely remowve the selected application and all of
~

its features?

3. Finally, click Finish to complete uninstall.

Uninstall Complete

Inztall5hield Ywizard has finizhed uninstalling [ntelligent Lt

_)
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