Mmecﬂ
Creative Solutions for the Digital Life

ScreenBeam Pro
Wireless Display for
Intel Pro WIDI

Firmware: V2.11.x.x/V9.11.x.X

User Manual

V0.93

For Catalog # SBWD100BE02/SBWD950P/SBWD960A



Warning

This device complies with part 15 of the FCC Rules. Operation is subject to the condition
that this device does not cause harmful interference (1) this device may not cause harmful
interference, and (2) this device must accept any interference received, including
interference that may cause undesired operation.

Changes or modifications not expressly approved by the party responsible for compliance
could void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation.

If this equipment does cause harmful interference to radio or television reception, which can

be determined by turning the equipment off and on, the user is encouraged to try to correct

the interference by one or more of the following measures:

I Reorient or relocate the receiving antenna.

1 Increase the separation between the equipment and receiver.

I Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

I Consult the dealer or an experienced radio/TV technician for help.

To maintain compliance with FCC’'s RF Exposure guidelines, This equipment should be
installed and operated with minimum distance between 20cm the radiator your body: Use
only the supplied antenna.
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Part I. Getting Started

Thank you for your purchase of Actiontec’s ScreenBeam Pro Wireless Display Receiver for
Intel Pro WiDi (hereinafter refer to as “ScreenBeam Pro”).

The Receiver lets you wirelessly stream what’s on your Intel WiDi or Miracast™ compatible
device to your HDTV, including movies, videos, photos, music, and more. The Receiver
frees your eyes from a tiny screen.

The Receiver boasts some great features, including fast setup, enhanced security and IT
manageability, Managed Meetings (Gen 6 Pro WiDi), smooth video playback, full 1080p HD
support, ultra-low delay, Windows 8.1 optimization, versatile compatibility, low power
consumption, and more.

With ScreenBeam Pro, it's easy to make presentations and impromptu meetings in the
conference room a breeze, as users don't need to scramble to find the right HDMI or VGA
cable in order to share a spreadsheet or presentation on the big screen. And the Managed
Meetings feature allows meeting participants to interactively share their own screens on the
big screen.

This user manual will take you through the procedures needed to install, connect to, operate,
configure, and upgrade the receiver, and also describe a few different possible scenarios
about locating faults.

For optimal wireless display experience, we strongly recommend you update your receiver
to the latest firmware. Check firmware update now on actiontec.com/sbupdate.

1.1. Contents in the Box

Contents in the Receiver’s package are listed below:

I ScreenBeam Pro Wireless Display Receiver (1)

HDMI Cable (1)

HDMI-to-VGA Adapter & 3.5mm audio cable (1) (for SBWD100BEO2 only)
AC Power Adapter (1)

Installation Guide

1.2. Meeting ScreenBeam Pro

This manual is applicable to the following catalog #s:
I SBWD100BEO2
I SBWD950P/SBWD960A



1.2.1. SBWD100BEO2

|

LED USB  Resst Video Oul Paower
Indicator Forl  Butlen  Port Inpul

1 LED Indicator, indicating power supply status

I USB Port, for configuring CMS connection data, firmware update, and USB over
network control (UIBC/UolP)

I Reset Button, for resetting the device to default

1 Video Out Port (HDMI), for connecting to HDTV/projector for video and audio output

1 Power Input Port, for power supply

1.2.2. SBWD950P/SBWD960A

1 -

Ethermet HDMI-Out Power Reset LED Audio out  USB WEA-Out  VGA-In

I ETHERNET, for connecting to ScreenBeam Central Management System via Ethernet
for receiver management

I HDMI OUT, for connecting to HDTV/projector with an HDMI port for video and audio

output

POWER, for power supply

RESET, for resetting the device to defaults

LED Indicator, indicating power supply status

AUDIO OUT, for outputting audio to speaker (SBWD960A only)

USB, for configuring CMS connection data, firmware update, and USB over network

control (UIBC/UolP)

I VGA-OUT, for connecting to an HDTV/projector with a VGA port for video output

I VGA-IN, VGA input for VGA bypass



1.3. System Requirements

System requirements for the receiver are shown below:
1.3.1. Receiver

To install the Receiver, you must have the following items:
I Adisplay device with one HDMI port (Type A) or one VGA port
I Anavailable power outlet

1.3.2. Compatible Devices

The Receiver is compatible with the following devices:

I Tablets, Ultrabook™ devices, and 2-in-1 devices with the latest Intel® Core™ vPro™
processors and Intel WiDi 6

1 Tablets, Laptops, and Notebooks with Intel WiDi 4 (or higher)*

I  Wi-Fi Certified Miracast™ devices with Windows 8.1 or Windows 10*

* Note: Recommended devices with Intel Dual-Band Wireless-AC or Wireless-N models

(7260 or 7265)

1.3.3. Best Known Configurations (BKCs) for Intel Pro WiDi

For optimal experience with Intel Pro WiDi, we recommend to update your system drivers
and Intel WiDi application to the latest versions provided by Intel. You can find the latest
version by visiting Intel's wireless display support website
http://www.intel.com/p/en_US/support/highlights/wireless/wireless-display/

4th Gen or Higher Intel Core vPro* Platform with pGFX
Corem, I5, or i7 with vPro

Graphics Package: v15.36.x.x

Wireless Driver: v10.18.x.x

Intel WiDi App:  v6.X.X.X


http://www.intel.com/p/en_US/support/highlights/wireless/wireless-display/

Part Il. Installing the Receiver

This chapter explains how to connect the Receiver to an HDTV. Make sure you have all the
contents from the Receiver’s package available before starting.

2.1. Connecting the Receiver to an HDTV

It is quite easy and fast to set up the Receiver. You can complete the connection in just one

minute.

To connect the Receiver to an HDTV:

1. Getthe Receiver, AC power adapter, and HDMI cable from the Receiver’s package.

2. Plug one end of the supplied HDMI cable into the HDMI port (“Video Out” or
“‘HDMI-OUT”) on the Receiver, and the other end into an available HDMI port on the
HDTW.

3. Plug the connector of the power cord to the Receiver’s power input port labeled "5V
DC" or “POWER?”, and plug the power adapter to a power outlet.
When Steps 1, 2, and 3 are complete, the hardware should be connected as shown in
the figure below:

Recmiver

4. Turn onthe HDTV and set it to display the input from the correct HDMI port (the one you
have plugged into in Step 2).
5. Verify that the “Ready to connect” screen appears on the HDTV.



ScreenBeam Pro

Busziness Edition

.

- —

Ready to connect

ver name: Actiontec 705A

The Receiver is connected to the HDTV, and it is ready for use.
Note: Connections to other display devices are similar.

6. (Optional) VGA bypass connection is shown below:

Speaker Audio Cut

VGEA-In

VGEA-Out

VGEA Monitor/Projector FC

Note: The VGA bypass connection is for model SBWD950P/SBWD960A only.



Part lll. Setting Up for the First Time

This chapter explains how to connect ScreenBeam Pro for the first time to the source device.

There are several source device options: Intel WiDi (Intel Pro WiDi), Windows 8.1, and

Windows 10.

I For Windows 8.1 devices, please proceed to Section 3.1. Connecting via Windows
8.1,

I For Windows 10 devices, please proceed to Section 3.2. Connecting viaWindows 10;

I For Windows 7/8 devices (Gen 4 WIDi), please proceed to Section 3.3. Connecting via
Intel® WiDi App (Gen 4);

I For Intel Pro WIiDi (Gen 6) devices, please proceed to Section 3.4. Connecting via
Intel® Pro WiDi App (Gen 6).

3.1. Connecting via Windows 8.1

This section explains how to connect a device running Windows 8.1 to ScreenBeam Pro.
1. From the Windows desktop, go to the Charms menu and select Devices to open the
Devices menu. You can also use the shortcut keys, Windows logo + K.

2. From the Devices menu, click Project.
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3. From the Project menu, select Add a wireless display. Windows will search for
available devices.

(®) Project
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Note: If you are running Windows 8.1 and the screens above do not appear, go to
http://www.actiontec.com/widi81 for the latest software update. Or, you can update your
Windows 8.1 via the Windows Update application.

4. Select your receiver from the device list.
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5.  APIN entry box is displayed on the screen of your Windows 8.1 device, and a PIN code

and host name (QA-PCO01 in this example) of the connecting device are displayed on
the HDTV. Type the PIN in the PIN entry box on your device, and then click Next.
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http://www.actiontec.com/widi81

[QA-PCOL1] PIN: 12345670

i

ver name: Actiontec 705A

Note: You should obtain the security PIN from your network administrator if no PIN is
displayed on the connected display device.
6. Your device will connect to the receiver within a few seconds.



ScreenBeam Pro

Business Edition

Ready to ‘present

Receiver name: Actiontec 705A

Note:

Intel Pro WiDi (Gen 6) will run automatically if your device is compatible with Intel
Pro WiDi (Gen 6) and has the app installed.

Your device’s screen will be displayed on the HDTV in about ten seconds if Intel
WiDi (Gen 6)/Intel Pro WiDi (Gen 6) app is not installed on your device. Refer to
5.3.6. Setting up Inactive Source Grace Period for Managed Meetings for detail.



3.2. Connecting via Windows 10

This section explains how to connect a device running Windows 10 to ScreenBeam Pro.
. ] .
1. Press the shortcut keys, Windows logo == + K, on your keyboard to display the
wireless display receiver list.
Cannect
Searching for wirciess display and audio dences
_  Actiontec 705A
1195 Enux-test
—  FActicntec 8001
Actiontec BCI0
BBETS TESTIE®ES "

Meeting-Room

Actiontec 1ASE

Actiontec 184C

Edu2-950A- 1458

Note: There are other ways to open the wireless display receiver list:

I Click the Start button, and then select Settings > Devices > Connected devices >
Add a device to open the wireless display receiver list.

I Click the Notification icon on the task bar or press the shortcut keys, Windows
logo iR A to open the Action Center, and then select Connect to open the
wireless display receiver list.

I Press the shortcut keys, Windows logo - P, to open the Project menu, and
then select Connect to a wireless display to open the wireless display receiver
list.

2. Select your receiver from the device list.

10



Cannect

Actiontec T05A

115956nux-1est

Aetiantes H001

-, Adtiontec IS0
BBET'S TESTIE#E% AR
Actiontec 1ABC

Me=at ng- R

3.  APIN entry box is displayed on the screen of your Windows 10 device, and a PIN code
and host name (QA-PCO01 in this example) of the connecting device are displayed on
the HDTV. Type the PIN in the PIN entry box on your device, and then click Connect.

[QA-PCO1] PIN: 12345670

il |

Ready to connect

Le [ i L YOour acvilo:

11



Cannect

Actiontec 705

Connect Cancal

Actiontec 1880

Actlantec 1ATT

Adtiontec 1855
Actiontec 1840
Actiontec 1AAT

Actiontec DCI0D

Actiantec ATE]

Note: You should obtain the security PIN from your network administrator if no PIN is
displayed on the connected display device.
4. Your device will connect to the receiver within a few seconds.

ScreenBeamPro

Business Edition

Ready to ‘present

Connected ta.the display

A=l

cceiver name: Actiontec 705A

Note:
1 Intel Pro WiDi (Gen 6) will run automatically if your device is compatible with Intel

12



Pro WiDi (Gen 6) and has the app installed.

I  Your device’s screen will be displayed on the HDTV in about ten seconds if Intel
WiDi (Gen 6)/Intel Pro WiDi (Gen 6) app is not installed on your device. Refer to
5.3.6. Setting up Inactive Source Grace Period for Managed Meetings for detail.

3.3. Connecting via Intel® WiDi App (Gen 4)

This section explains how to connect a device running Intel's WiDi application to the
receiver.

Follow the procedure below to connect your device to the receiver:

1. Launch the Intel Wireless Display application on the device. To find the application, go
to Windows Search on the device and search for “Intel WiDi".

2. The Intel WIDi application scans for available receivers automatically. Select your
receiver and click Connect. (The “Connect Automatically” checkbox is optional.)

F i WD | )

Sl

&7, Detected Wireless Displays

Wirelrss displays Statis kindr| Signal |

Actontoc A0RA
avalsklz WD T 5
2

N

E\ Actontec 7058 naistls wo-70e @
EE‘: Actontes LAAT sizbla W 1407 ﬁ
‘,;{E Mot ontes FROA Avalable WD-FF & {5-_

o ®

Loan Santincg

Note: If your receiver is not found, you can click the Scan button to scan again.

3.  APIN entry box is displayed on the screen of the WiDi device, and a PIN code and host
name (QA-PCOL1 in this example) of the connecting device are displayed on the HDTV.
Type the PIN in the PIN entry box on the WiDi device, and then click Connect.

13



[QA-FCOL] PIN: 12345670

ver name: Actiontec 705A

£ et i e 3 i

Enter PIN @

| Te finalize the conrection please enter the FIN code from your Wireless Display,

12345670

Note: You should obtain the security PIN from your network administrator if no PIN is
displayed on the connected display device.

4. Within a few seconds, your device will connect to the receiver.

14



ScreenBeamPro

Business Edition

Ready to present

Connected ta.the display

ver name: Actiontec 705A

5. A "Connection Successful" screen appears on the device's screen. Click Finished,
and the device’s screen will be displayed on the HDTV in about ten seconds.
e BN )

e about adyanced feamnies
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3.4. Connecting via Intel® Pro WiDi App (Gen 6)

ScreenBeam Pro supports Managed Meetings, which is only available with Intel® Pro WiDi.
To use this feature, ScreenBeam Pro must have the AGO feature enabled.

Note:

I To use the Intel® Pro WiDi Managed Meeting feature, you must install the Intel Pro
WiDi software on an Intel® Haswell or better system with Intel® Core™ vPro™
processor.

I For details about AGO settings, refer to Section 5.3.22. Setting up Autonomous Group
Owner (AGO).

Follow the procedure below to connect your device to ScreenBeam Pro:

1. Launch the Intel® Pro WiDi application on your device.

2. The Intel® Pro WiDi application scans for available receivers automatically. Select your
receiver to start the connection procedure.

£ Intel® Pro WiDi o] G [
["j{ﬁ Intel® Pro WiDi

Connect to a wireless display

Wireless displays will be automatically shown once
they are available.

| Actiontec A/E1

|

Lenovo DB7D

Actiontec E185

Actiontec 705A

Actiontec E828
Actiontec 959A

Actiontec 7A28

@ What if [ don't see my wireless display?

3.  APIN entry box is displayed on the screen of the WiDi device, and a PIN code and host
name (QA-PCOL1 in this example) of the connecting device are displayed on the HDTV.
Type the PIN in the PIN entry box on the WiDi device, and then click Connect.

16



[QA-PCO1] PIN: 12345670

]

Ready to connec

haw o your device:

Receiver name
Rrmreasrs
wara

= Intel® Pro WiDi el = ]
['-ijz Intel® Pro WiDi =
Selected device: Actiontec 705A Cancel

Pair with the wireless display

Enter the PIN on your wireless display to pair your device.

12345670|

Note: You should obtain the security PIN from your network administrator if no PIN is
displayed on the connected display device.

17



4. Your WiDi device will connect to the receiver within a few seconds.

ScreenBeamPro

Business Edition

Ready to ‘present

Connected ta.the display

Receiver name: Actiontec 705A

&7 Intel® Pro WiDi [=] @ =5
w77 |ntel® Pro WiDi =
Connected to: Actiontec 705A Disconnect

I; The display is ready

@ Present ;“ Manage

Duplicate
Mirror my screen

Extend
Display only what | select

@ How do I start presenting?

5. Click the Duplicate button to mirror your screen on the HDTV.

18



i
Wil

W7 Intel® Pro WiDi =

Connected to: Actiontec 705A Disconnect

@  Youare presenting Stop Presenting

@ Present sah Manage

Duplicate
Mirror my screen

Extend
Display only what | select

[ Block others from presenting

@ How do I start presenting?

6. Or, click the Manage button and select the Manage the display option for advanced
meeting management options.

19



| £ Intel® Pro WiDi = =

W7 Intel® Pro WiDi

Connected to: Actiontec 705A Disconnect

@  Youare presenting Stop Presenting
@ You are managing the display
@ Present 539 Manage

Manage the display

Keep me in control of who can present

Make someone else the presenter:

Select Presenter

@ How do I manage who presents to the display?

3.5. Tips for Optimal Performance

For optimal performance, you can try these tips:

Keep the Receiver within line-of-sight of the source device. Doing this will help ensure
the Receiver receives the best possible signal.

The Receiver's optimal wireless range is within 30 feet from the source device.
However, actual range and effectiveness depends on many factors, including other
sources of interference and the building materials used in the surrounding structure.
Avoid placing the receiver near wireless interference sources, such as electric fans,
items with motors, microwave ovens, cordless phones.

20



Part IV. Control and Display

This chapter describes the display modes and control options that are supported by the
Receiver.

4.1. Intel Pro WiDi and Managed Meeting

ScreenBeam Pro supports the Managed Meetings feature, which is provided with Intel Pro
WiDi. The Managed Meetings feature allows meeting participants to share their screens
interactively, or allow the moderator (the user who has selected the “Manage the display”
option) to manage other participants.

There are three meeting modes available when the Managed Meetings function is enabled.
I Exclusive mode: No one else can share or take control.

1 Interactive mode: Other people can share their screen.

I Moderated mode: You control sharing.

r

| ¥ Inbe® Pro Wi

m H

I.*-,F{Ei Intel® Pro WiDi

-
e
1.1 nt %@ Manag

QA-PC20 =

Note: To use the Managed Meetings function, the AGO function must be enabled. Refer to
Section 5.3.22. Setting up Autonomous Group Owner (AGO) for details.

Note: Intel® Pro WiDi requires an Haswell system, or better.

Note: For detailed operation and related information about Intel Pro WiDi, refer to
http://www.actiontec.com/prowidi.

21
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4.2. Display Mode

The Receiver supports three display modes when connected with a compatible wireless
display application (Intel WiDi or Windows 8.1/10 Project, for example).

In Windows, press the Windows logo and P keys simultaneously ('-'= + P) to launch the
display options and select the desired display mode from the options.

Compiter only Duplicate Exterwd Projector ondy

AN LE EHE =

I Duplicate

The Duplicate mode is used to display the same content on both the device's screen and
the HDTV simultaneously.

Note: There may be minor delay between the content displayed on the HDTV screen
compared to the device’s screen. This is due to the current state of wireless display
technology.

I Extend

The Extend mode creates a single, extended "screen” between the source device and the
HDTV. When in the Extend mode, dragging windows to the right side of the device's screen
displays those windows on the HDTV, while dragging windows to the left of the HDTV
screen displays them back on the device's screen. This mode allows users to display
selected content on the HDTV, while all other windows remain on the device's screen. When
this mode is first selected, the HDTV displays only the Windows desktop.

I Second Screen Only

The Second Screen Only mode causes the HDTV to be the only display for the device.
You'll see everything on the connected screen, and your device’s screen will be blank.

4.3. USB over Network

The Receiver’'s USB over Network (UIBC/UolP) feature allows the use of USB HID
peripheral devices, either from the source device or from the USB device side. To connect a
USB keyboard, mouse, or trackpad:
1. Log into the receiver’s local web management console, and set the UolP or UIBC
feature to Enable. Refer to Section 5.3.14. Setting up USB Local Access for details.
2. Plug the device into the Receiver’s USB port and wait for the device to be detected.
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This may take 10-15 seconds.
3. Use the USB keyboard, mouse, or trackpad to control the source device.
Note: UolP is compatible with Intel WiDi only.
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Part V. Device Management for IT
Administrator

ScreenBeam Pro provides a local management web server to manage the device. With the
web server, IT administrators can setup, configure and upgrade the receiver.

5.1. Log into the Local Management Web Server
There are two situations: when autonomous GO is enabled and when it is disabled.

5.1.1. When Autonomous GO is Enabled

When Autonomous GO is enabled, you can log into the local management web server
through "https://192.168.16.1". You must connect your device to the receiver, and then
access the URL address with a web browser.

Note: https://192.168.16.1 is the default URL address. You can modify this URL address in
the local management web page. Refer to Section 5.3.25. Setting up P2P Network
Parameters for detail.

Follow the procedure below to log into the local management server when AGO is enabled.
1. Connect your device to ScreenBeam Pro.

2. Access the URL address (https://192.168.16.1) with a web browser on your device.
| - oIS

| gz sR 18

| & Mew b
Fle [dt Yew Fpeortes Tools Help

¥

You may see the security warning page, as shown below. This site is safe, please continue.
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https://192.168.16.1
https://192.168.16.1
https://192.168.16.1

ﬂ- |il_=_|u.|4.'.. . o-clEl

| &5 Cenificare Exmon havigation.

| FHe Edi 'fiew Fpvonkes _'I_r..cI:- Heip

e- There 15 a problem with this website's secunty certificate.

Wa recommond that you clade thie webipage snd do net cantinue ta thin webaite
& ik here to close this webpapge
& Continge 1o this welbipte ingt rgeommendes],

= hdore informatkor

3. The web server login interface appears. Type the username and password in the
Username and Password boxes and click the Login button.

Usemame | |

Password | |

e

Note:

I By default, the Username is “Administrator” and Password is “WiDi”. You can modify
the username and password in the local management web page. Refer to Section 5.3.2.
Setting up Login Username and Password for the Local Management for detail.

I The username and password are case sensitive.

I  When Autonomous GO is enabled, the SSID of the receiver is reserved.

5.1.2. When Autonomous GO is Disabled

When Autonomous GO is disabled, you must connect your device to the receiver’s SSID,
and then access the URL address (it is "https://192.168.51.1" by default) with a web
browser.

Note: You can set the receiver’s network information to be displayed on the Ready to
connect screen. Refer to Section 5.3.21. Setting up Network Information Display on TV
Screen for detail.

There are two situations: when the SSID broadcast is enabled and when it is disabled.

51.2.1. When SSID Broadcast is Disabled

Follow the procedure below to log into the local management web server:
1. You can find the receiver’s SSID in the lower part of the Ready to connect screen.
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https://192.168.51.1

ScreenBeam Pro

Business Edition

2. Right-click the Wi-Fi network icon in the Notification Area of your source device and
select Open Network and Sharing Center.

Troubleshoot problems

. Open Metwork and Sharing Center

11122016

3. The Network and Sharing Center window appears. Click Set up a new connection or
network.

T '~:E + Cortrol Pand » &l Control Panel Bems ¢ Meteaork anad Shanng Cender ¥ D

sic nebwor T and set u
Erisriid Banat Homa Wiew your basic nebtwork information and set up connections

= Wiew your actioe metesorks
Charnige adapler cethngs :
3 e g P am curaEntly not oonnecled to sy ieteenii.

Change advanced sharirg
ERingl Change your networking settings
y

-

St up @ brosdband, deal-up, or VPN connection; or set up @ rouder or scoess poink

-

— Troudhleshont problems

Disgrose and repair network problemns, or get tioubleshooting information

4. The Set up a new connection or network window appears. Choose the Manually
connect to a wireless network option.
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Choose a connection option

Connect to the Internet
Set up a broadband or dial-up connection to the Internet.

'y Set up a new network
g, Setup @ new router or access point.

Manually connect to a wireless network
=gl _cnnect to a hidden network or create a new wireless

Connect to a workplace
Set up a dial-up or VPN connection te your workplace.

5. The Manually connect to a wireless network window appears. Type in or select the
following information.
Network name: The SSID of the ScreenBeam Pro receiver you wish to connect to.
Security type: WPA2 Personal
Encryption type: AES
Security key: 12345678 (default)

Enter information for the wireless network you want to add

Metwork name: | Actiontec-SBWD-DDT05A

Security type: ‘WPA2-Personal

Encryption type: AES

Security Key: 12345678 | JHide characters

[ start this connection autormatically

[WliConnect even if the network is not broadcasting!
Warning: If you select this option, your computer’'s privacy might be at risk.

6. Check Connect even if the network is not broadcasting. Click Next.
Note: Check Start this connection automatically if you want to automatically connect to
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this wireless network when it is in range. Otherwise, leave this box unchecked.
7. You have added the receiver’s SSID successfully. Click Close.

Successfully added Actiontec-SBWD-DD705A

. @ Change connection settings
: Open the connection properties so that | can change the settings.

8. Your device will connect to the SSID automatically if you have selected “Start this
connection automatically”. Otherwise, go to the Networks page by clicking the
Network icon in the Notification Area and connect to the SSID.

9. Access the URL address ("https://192.168.51.1" in this example) with a web browser on
the laptop.

-{——i M hitpes 1182.16851.14 I. 1 n t!?-‘
TS

| & Howich

| Be Edit View Favosles Tooh Hep

You may see the security warning page, as shown below. This site is safe, please continue.
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https://192.168.51.1

s !

G = bt 183, 1RR51 .1 0=

o Certificate Eron Meagation
Fis  Edt  Wiew Favorltss Tosl  Help

e' There is a problem with this website's security certificate.
r

We recommend that you close this webpage and da not continue te this welicite.

ﬁ‘ LliEe hara 15 SloEs TR Wwab@Eage

W Contin dt b this webaite inct recommended),

= More information

10. The web server login interface appears. Type the username and password in the
Username and Password boxes and click the Login button.

Usermame || |

Passwerd | |

Lo

Note:
I By default, the Username is “Administrator” and Password is “WiDi”. You can modify

the username and password in the local management web page. Refer to Section 5.3.2.
Setting up Login Username and Password for the Local Management for detail.

I The username and password are case sensitive.
5.1.2.2. When SSID Broadcast is Enabled

Follow the procedure below to log into the local management web server:

1. Connect to the receiver’s SSID from a wireless-enabled laptop (or other devices with
Wi-Fi access ability and a web browser). You can find the SSID in the lower part of the
Ready to connect screen.
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ScreenBeam Pro

Business Edition

Ready to connect

Learn haw ba con

actiontéc carm/se

o v

Note: If the network information display is disabled, you can find the SSID of the receiver on

the Wi-Fi connection list by following these tips: the SSID of the receiver is in this format

“Actiontec-SBWD-xxxxxx”, and the last four characters are the same as the last four of the

receiver name.

2. Click the wireless network icon to open the Networks page. Select the receiver’s SSID
and Click Connect to continue.

MNetworks
Wiew (onnavkion fettings

Alrplane moda
Networks

el

Wiew Connarfon Settings

Airplane mode ‘II Aa lionlee SEWLD LODA
Ll

off
. Conmecl aulcmialia by

\ III S tiontecSAWN-COT0A

Al adds Ill 04245 1

.Ill [PLNTE N III ass 1
1

Note: You can modify this SSID and its password in the local management web page. Refer

to Section 5.3.27. Modifying the Receiver’s Wireless Network Name (SSID) for detail.

3. Type the network security key in the Network Security Key box and click Next to
continue.
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Note: By default, the network security key is “12345678".

(© Networks

.|'| Actiontec-SEWD-DDT0EA

Erter the network ssourity ey

\G} ou can also connect
- Ly prusbareg Urme balun
un e rowler.

Note: You can modify this SSID and its password in the local management web page. Refer
to Section 5.3.27. Modifying the Receiver’s Wireless Network Name (SSID) for detail.
4. Access the URL address ("https://192.168.51.1" in this example) with a web browser on

the laptop.
—

g |
0=

2 hitpea/ 1S TER 51,04
4

o Hew tab
Fi= Edit Wiem Fgvodles Tooly  Help

You may see the security warning page, as shown below. This site is safe, please continue.

G - hik 152, 168511 0=

% Certificate Erron Meagation

Fia Edr  Viewm Favorles Togh Helg

a There is a problem with this website's security certificate.

We recommend that you close this webpage and da not continue te this welicite.

& Click hars t= =lbgs thit wabassgs
& Conlwus to this webiile insl recommended )
= More information

Note: You can modify this URL address in the local management web page. Refer to

Section 5.3.26. Setting up Wireless Network Parameters for detail.

5. The web server login interface is displayed. Type the username and password in the
Username and Password boxes and click the Login button.
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https://192.168.51.1

Usermame || |

Password | |

Lo

Note:

I By default, the Username is “Administrator” and Password is “WiDi”. You can modify
the username and password in the local management web page. Refer to Section 5.3.2.
Setting up Login Username and Password for the Local Management for detail.

I The username and password are case sensitive.

5.1.3. Log Out

1. Gotothe Logout tab page by clicking the Logout tab.

ScreenBeam Pro

Davice Configuraton Features rrmware Lipgrade Metwork Settirg Reamelz Managermemnt Mantenandce Legout

2. Click the “Yes” button to log out.
Are you sure you want to logout now?

Yes

3. You will log out from the local management web page immediately.

5.2. Changing Local Management Console’s Display
Language

Before you log into the local management console, you can change the console’s display

language. Follow the procedure below:

1. Open the local management console’s login page. Refer to Section 5.1. Log into the
Local Management Web Server for details.
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ScreenBeam Pro |:|ul-.'l =

WeEriames | |

Fazsweord | |

2. On the upper right corner of the screen, select your language. Available languages are
English, Simplified Chinese, Traditional Chinese, Japanese, French, German, Dutch,
Korean, Spanish, Italian, and Russian.

ScreenBeam Pro

=AM
ez
RIEHERTININ
gl
putial
taibare

HIITHA

WeEriames |

Fazsweord |

3. The display language changes immediately.
Note: This setting changes the webpage’s display language only.

5.3. Configuring the Receiver

After you have logged into the web server, you can configure ScreenBeam Pro on the
webpage.

5.3.1. Renaming the Receiver

Follow the procedure below to rename the receiver:
1. Gotothe Device Configuration tab page by clicking the Device Configuration tab.

ScreenBeam Pro

Do Canfiguration Faztures e Ungrace Mepaork Setirgs Ramats Managermem Mandenands Legou

2. Setthe Device Name Access to Enable.
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Device Name Access | ® Enable O Disable
Device Mame |Actiontec 7054
3. Type a new name in the Device Name box.
Device Name Access ® Enable O Disable

Device Name ‘Actiontec TO5A

4. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage n

9 ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

5.3.2. Setting up Login Username and Password for the Local

Management Console

You can modify the user name and password for logging into the local management server.
Follow the procedure below to modify the receiver’s login username and password:
1. Gotothe Device Configuration tab page by clicking the Device Configuration tab.

ScreenBeam Pro

Caavion Canfiguration Fastwes Firmmwans Uingrade Metaork Setirdgs Remats Managermen Mandenands Legou

2. Type new username and password in the Administrator Username and Administrator
Password boxes.

Adminiztrator Uzerrame  Admirisirator |

Administrazor Fasswaord  sses |

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage ﬂ

e Ane you sure you want to change the setlings on your recaiver!

Ok Cancel
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5.3.3. Setting up the Receiver’s Display Language

Follow the procedure below to change the receiver’s display language:
1. Gotothe Device Configuration tab page by clicking the Device Configuration tab.

ScreenBeam Pro

Davice Configuraton Features rrmware Lipgrade Metwork Settirgs Reamelz Managermemnt Mantenandce Legout

2. Choose a desired language from the Display Language drop-down box.
Currently available languages are Simplified Chinese, Traditional Chinese, Dutch,
English, French, German, Italian, Japanese, Korean, Russian, and Spanish.

Note: This setting will change the display language on the TV screen.

Display Language
P

* Host Name | | 5225
Francais

| Deutsch

N Nederlands
5=20]
Espaiiol
Italiano
Pycckmi

| J I

3. Click the Apply button, and then click OK on the pop-up message box to confirm.
= =

Message from webpage ﬂ

e Ane you sure you want 1o change the settings on your receives?

0K Cancel

5.3.4. Modifying the Receiver’s Host Name

Follow the procedure below to modify your receiver’s host name:
1. Gotothe Device Configuration tab page by clicking the Device Configuration tab.

ScreenBeam Pro

Caavion Canfiguration Fastwes s Lingrade Metaork Setirdgs Remats Managermen Mandenands Legou

2. Gotothe Host name line, and type a new host name in the Host name box.

it et i = A | - |

* Host Name |Actiontec-705A

3. Click the Apply button, and then click OK on the pop-up message box to confirm.
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[roo | arce

Message from webpage

o Are you sure you want to change the settings and reboot your receiver?

Note: The receiver’s new host name takes effect after the reboot.

5.3.5. Setting up Managed Meetings

The Managed Meetings function allows meeting participants to share the wireless display
interactively, or allows the meeting moderator to manage the display requests from the
meeting participants.

The Managed Meetings is available when AGO is enabled. And it works with Intel Pro WiDi
only.

For more information about Managed Meetings, refer to Section 4.1. Intel Pro WiDi and
Managed Meeting.

Follow the procedure below to set up the receiver’s Managed Meetings function:

1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton Faatures rrmware Lipgrade Metwork Settirgs Reamelz Managermemnt Mantenandce Legout

2. To enable or disable Managed Meetings, set the Managed Meetings function to Enable
or Disable, respectively.

* ianaoed Moohngs 1 ot L3 Ehsatie

® Wansgod Mochngs Hort | (e (B ) | wil hamge DL - H5225, deksull. 3085

3. For better communication, you can define a port (Managed Meetings Port) for the
Managed Meetings, as shown below:

* ianaoed Moohngs 1 ot L3 Ehsatie

wl hamge, DA - $5228, dehwul. 33085

* Wanagod Mechngs Hort | st |

4. Click the Apply button, and then click OK on the pop-up message box to confirm.

|
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Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

5. The receiver reboots, and new settings take effect after the reboot.

5.3.6. Setting up Inactive Source Grace Period for Managed Meetings

For the source devices that do not have the Intel Pro WiDi or WiDi (Gen 6) installed, these
devices will present on the display device in a short period of time after they have connected
to the receiver. The Managed Meetings Inactive Source Grace Period feature is used to
set up this period of time.

Follow the procedure below to set up Managed Meetings Inactive Source Grace Period:
1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton ‘ Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. Enter a period of time (from 1 to 30 seconds) in the Managed Meetings Inactive
Source Grace Period box.

* Managed Mootings Iractive Source Srace Poriod |1ﬁ | Sewnnrziramgs 1 - ¥, datadl- 1)

3. Click the Apply button, and then click OK on the pop-up message box to confirm.
[ oot
Message from webpage

Your new configuration will take effect on the next connection. Are you
sure you want to change the settings?

Cancel

5.3.7. Setting up Moderated Mode for Managed Meetings

The Managed Meetings Modes Disabled feature can be used to disable or enable the
receiver’s Moderated mode for Managed Meetings.

Follow the procedure below to set up the receiver’'s Moderated mode for Managed
Meetings:

1. Gotothe Features tab page by clicking the Features tab.
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ScreenBeam Pro

Davice Configuraton ‘ Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. To enable or disable the receiver’'s Moderated mode for Managed Meetings, set the
Managed Meetings Modes Disabled feature to Nothing is disabled or Moderated
mode is disabled, respectively.

* Managed Meetings Modes Disabled  |[EEIIEE e
| Moderated mode is disabled

3. Click the Apply button, and then click OK on the pop-up message box to confirm.
==

Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.

5.3.8. Setting up PIN Pairing Method

For security purpose, you may be required to connect to ScreenBeam Pro with a PIN. You
can define the PIN pairing method in the local management page.

Follow the procedure below to set up the receiver’s PIN pairing methods:

1. Gotothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. Setthe Force PIN Pairing on First Connection feature to On or Off.

2w DIN Vammgy oen Dirs! Corrpclam 3 0n hent bz CH snistibess ol PAR sl PR paiiim

1 PIN Goeneration Mothod % Random {7 Grate

I Select "Off" to disable the PIN enforcement function. PIN entry or PBC is used
when connecting your device to the receiver for the first time.

I Select "On" to enable the PIN enforcement function. In this case, you must enter a
PIN code on the device connecting to the receiver for the first time. When this
function is enabled, the system provides two PIN generation methods: Random
and Static.

Note: Some wireless display source devices do not support PIN entry and may not
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be able to connect with the ScreenBeam receiver if this mode is enabled. Refer to
the device’s user manual for detail about enabling the PIN connection.

the connected HDTV/projector.

eight (8) digit PIN with that seven digits included.
Enter seven (7) digits in the Static PIN box, and the system generates the
eighth (8th) digit. This PIN will not be displayed on the connected display.

Random: A PIN code is generated randomly by the system and displayed on

Static: Users can define seven (7) digits, and then the system generates an

*B e FIN Parmg on biesl Conmeclione @00 it S clivg Qi enualsbees bulh PIN wind TOC paiing
* DIN Goneration Methnd C5Rambn 0 Glialit
Bl ¢ el e be o slaie H Bz Ul kel o the FIY vall b
® Seatic MK 1708507 | q Er e el T c FIM Wl et cpgear on thn HOTWPro nelor ba
nahks TR CtRd moed

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[[7op) § corce | Reiresh |

Message from webpage

|

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

Note: If you have selected Static, do remember to check the PIN code in the Static PIN
field and write it down before clicking OK.
4. The receiver reboots, and new settings take effect after the reboot.

5.3.9. Managing HDMI/VGA Port Output

The HDMI/VGA Port Power management feature provides flexible options to control the
HDMI outputs. Follow the procedure below to manage the receiver’'s HDMI/VGA port output:
1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton FEaatires

rrmware Lipgrade

Metwork Settirgs Reamels Manager

L

2. Select the desired option in the HDMI/VGA Port Power management drop-down box.
There are three options: Always On, Screensaver, and HDMI Off.

HDMIVGA Port Power Management

Wait

Always On
Screensaver

Display Off

180

39

Seconds before displaying off

Always On: Selecting this option, the HDMI output is always on.



I Screensaver: Selecting this option, the system will run the screensaver after the
defined idle time expires. Users can define the idle time in the Wait time box.

HDMIVGA Port Power Management ‘Screensaver V‘

econds before displaying screensaver

Wait ‘180

Note: 5-9999 seconds are allowed.
I HDMI Off: Selecting this option, the HDMI output will be turned off after the defined idle
time expires. Users can define the idle time in the Wait time box.

HDMI'VGA Port Power Management |Display Off V‘

Wait |1 80 ‘ $econds before displaying off

Note: 5-9999 seconds are allowed.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[[7op) § corce | Reiresh |

Message from webpage n

ﬂ ArE you SUre you want 1o change the setlings on your receiver?

0K Cancel

5.3.10. Setting up WiDi Lower Bandwidth

The WiDi Lower Bandwidth is used to control video quality and speed.
Follow the procedure below to set up WiDi Lower Bandwidth for the receiver:
1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton Faatures rrmware Lipgrade Metwork Settirgs Reamelz Managermemnt Mantenandce Legout

2. Set WiDi Lower Bandwidth to Enable or Disable according to practical requirements.

1 Enable: This will limit the bandwidth for WiDi. In a congested network, this can produce
relatively smooth video playback.

I Disable: The bandwidth for WiDi is not limited. This will produce better video quality for
video playback when working in a clean network.

* WiDi Lower Bandwidth O Enable ® Disable
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

|
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Message from webpage

Your new configuration will take effect on the next connection. Are you
sure you want to change the settings?

Cancel

5.3.11. Setting up Force EDID at RTSP M3

Extended display identification data (EDID) is a data structure provided by a digital display
to describe its capabilities to a video source (e.g. graphics card or set-top box). It is what
enables a modern personal computer to know what kinds of monitors are connected to it.

If the EDID data provided by the display device is not compatible with the video source
(such as ScreenBeam Pro), the video display may show a distorted or blank screen.

The Force EDID at RTSP M3 feature is used to override the information from the EDID data,
and outputs 1080p/i resolution.

Follow the procedure below to set up Force EDID at RTSP M3:

1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Device Configuration Features Firmwsare Lipgrade Network Sethngs Maintenance Logout

2. Set the Force EDID at RTSP M3 feature to Enable or Disable according practical
requirements.
U Enable: Information from EDID data is overridden. The video output of the receiver
is set to 1080p/i resolution.
U Disable: The EDID data is used for negotiation to decide an output resolution.
Generally, the maximum resolution supported by the receiver and the display
device is used.

HOMINGEA Prst Preer Managemert | Ahoays 0in v|
* WiDi Lowsr Bandwidth ) Enabie W Clasile
Farce ECIC at RTS= M3 0 Enable ® Clasile

* HOCF Encryption  Crabie ~.-|

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

(o
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Message from webpage n

0 ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

5.3.12. Setting up HDCP Encryption

HDCP Encryption is supported by most display devices and may be required by some.
Disabling this feature may improve the video performance when high interactivity is desired.
Also in certain setups, some HDMI switches may have problem with the HDCP encryption
and this feature is provided for the compatibility issue.

Follow the procedure below to set up HDCP encryption for the receiver:
1. Gotothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. Set the HDCP Encryption feature to Enable or Disable according practical
requirements.
i Enable: This option is default. HDCP encryption is enabled to protect HDCP
protected media.
U Disable: Disabling the HDCP Encryption function will improve connection speed
and compatibility. However, you cannot play HDCP protected media.
i Demo Mode: Reserved.

* WiDi Lower Bandwidth O Enable ® Disable
* HDCP Encryption ‘Enable v‘
VGA Compatibility Mode ‘Disable v‘

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

o

Message from webpage

o Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.
Warning: DO NOT disable this feature, unless you have confirmed that your display
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device supports that.

5.3.13. Setting up the VGA Compatibility Mode

Follow the procedure below to select a VGA compatibility mode:
1. Gotothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. Go to the VGA Compatibility Mode line, and select the desired option in the VGA
Compatibility Mode box. There are three options: Disable, 1080, and 720.
i Disable: The video output is in consistence with the source device.
i 1080: The video output is set to 1080p or 1080i, depending on the display device.
U 720: The video output is set to 720p or 720i, depending on the display device.

it L e T

WiGA Compatiziity Mods
1000
TZ0
LIG0G 1 acal Anness

T

Note: The VGA compatibility mode is not available when HDMI-CEC is enabled.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

=

Message from webpage E3

9 Arg you sure you want 1o change the setlings on your recaiver

Ok Cancel

5.3.14. Setting up USB Local Access

A USB port is provided on the ScreenBeam Pro wireless display receiver for multi-purpose
uses. You can set up the USB port in the local management page.

Follow the procedure below to set up the USB port:

1. Gotothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davien Canfiguraton Fastures s Lingrade Metaork Setirdgs Remats Managermen Mandenands Legou

2. Configure the USB Local Access feature according to practical requirements.
There are three options: Disable, Only allow firmware update, and Enable.
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USB Local Access  |[BEEE
Only allow firmware update
Enable

* User Input Back Channel (UIBC)

* USB Over IP (UolP) Disable v

I Disable: Select "Disable" to disable the USB port on the receiver.

I Only allow firmware update: Select "Only allow firmware update" to allow users to
update firmware for the receiver through the USB port.

1 Enable: Select "Enable" to allow full functions of the USB port. In this case, users not
only can upgrade the receiver, but also can control the source device by connecting a
keyboard/mouse to the receiver via the USB port (with the User Input Back Channel
(UIBC) or USB over IP (UolP) function enabled).

i UIBC: The connected keyboard/mouse does not support combo keys or mouse
right-click.
Note: Working with a Windows 10 source device, combo keys and mouse
right-click are also supported.
i UolP: The connected keyboard/mouse supports full functions.
Note: UolP is compatible with Intel WiDi only.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[Loer ] coreel  retest |

Message from webpage |

Your new configuration will take effect on the next connection. Are you
sure you want to change the settings?

OK ——

5.3.15. Adjusting TV Screen Size

If edges of the device screen cannot be seen on the HDTV or you can see black edges, you
can adjust the TV screen size (overscan).

Follow the procedure below to adjust the size of your TV screen:

1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro
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2. Gotothe TV Screen Size (Overscan Settings) line, and select the desired option in the
TV Screen Size (Overscan Settings) drop-down box.
U The value for TV screen size ranges from 0 to 25. The larger the value is, the bigger
the screen will be.
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U Allow source device to override overscan value: When this option is enabled
(checked), the overscan value is in consistence with the setting on the source
device. Otherwise, the overscan value is in consistence with the setting on the
receiver.

TV Screen Size (Overscan Settings) Allow source device to override overscan value

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage n

9 ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

5.3.16. Setting up Output Aspect Ratio

If the output does not fit your display screen due to wrong aspect ratio, you can try selecting
a proper aspect ratio for your display screen.

Follow the procedure below to adjust the aspect ratio for your TV screen:

1. Gotothe Features tab page by clicking the Features tab.
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2. Go to the Aspect Ratio line, and select a proper option in the Aspect Ratio drop-down

box.
Iy Beroem S5 LersoEn Soeffirge) |26 A [ Ll s e s id csens s vk
1
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In case of selecting the 4:3 option, you can also fine tune the horizontal and vertical offsets.
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3. Click the Apply button, and then click OK on the pop-up message box to confirm.
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0 ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

5.3.17. Setting up One Touch Play (HDMI-CEC)

Follow the procedure below to set up the receiver’s One Touch Play (HDMI-CEC) function:
1. Go tothe Features tab page by clicking the Features tab.
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2. Gotothe One Touch Play (HDMI-CEC) line, and set the One Touch Play (HDMI-CEC)
feature to On or Off.

=

Qne Touch Play (HDMI-CEC) O on ® off

There are two options: On, and Off. After this function is enabled, the receiver can wake up
the connected display device and the display device will switch to the source that the
receiver connects to.
The display device will be waked up in one of the following conditions:

a. when the receiver is powered on;

b. when a connection to the receiver is established; and

c. when a power-on receiver is connected to the display device.
Note: The display device must support HDMI-CEC, and this function is enabled.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

(o

o

Message from webpage n

9 Are you sure you want 1o change the settings on your recaiver!

0K Cancel

5.3.18. Setting up Transmit Power

Follow the procedure below to set up the receiver’s transmit power:
1. Gotothe Features tab page by clicking the Features tab.
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2. Go to the Transmit Power line, and select an option from the Transmit Power

drop-down box.

Lower transmit power can reduce interference to the nearby devices. However, higher
transmit power can ensure longer working distance.

* Transmit Power

12.5%
25%
0%

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[Loer ] coreel J ot |

Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Note: This feature is available on SBWD950A model only.

Cancel

5.3.19. Updating the Receiver’s Background Image

Follow the procedure below to update the receiver’s background:
1. Go tothe Features tab page by clicking the Features tab.

ScreenBeam Pro

Davice Configuraton ‘ Faatures rrmware Lipgrade Mok Settirgs Reamelz Managermemnt Mantenandce Legout

2. Go to the Background Image line, and click the Browse button next to the

Background Image box.

Background Image

Browse. ..

FNG/JPG. 2.5MB max. 12800720 best

3. The Choose File to Upload window appears. Select an image for the background and

click the Open button to confirm.
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| @ Choose File to Upload
-?7) - 1T ; b ThisPC » Local Disk (C:) » image v & Search image ¥
Organize « MNew folder =~ [ @
-
9 F : (e Mame Date modified Type Size
«{ Favorites -
B Desktop “zl background jpg 14/10/20 5:43 PM JPG File 132K

& Downloads

2
=l Recent places

18 This PC

m Desktop

| Documents

& Downloads

o Music

=| Pictures

8l Videos
&y Local Disk ()
= Local Disk (D ¥ €

File name: | background.jpg v | | All Files (*.7) W

Open Cancel

Note:

U The images must be in .png and .jpeg/.jpg formats.
U The file size must not exceed 2.5 MB.
U The bestimage size is 1280*720 pixels (width x height).
4. Click the Apply button to upload the background image to the receiver.

5. A confirmation message appears. Click OK to continue.

Message from webpage n

9 ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

6. After a while, the background image will be updated. You can check it on the connected
display.

5.3.20. Updating the Receiver’s Screensaver Image

Follow the procedure below to update the receiver’s screensaver image:
1. Go tothe Features tab page by clicking the Features tab.
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2. Go to the Screen Saver Image line, and click the Browse button next to the Screen
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Saver Image box.

Screen Saver Image

| ‘ Browse...

FPNG. 200KB max. 300x60 best

3. The Choose File to Upload window appears. Select an image for the screensaver and

click the Open button to confirm.

a Choose File to Upload
T ; b ThisPC » Local Disk (C:) » image v &

Organize « MNew folder

& Downloads ~ Marne Type

Search image

Bl

Size

|~ |
»
- 0 ®

Tags

L Recent places T -
| =] screensaver.PNG PMG File

196 KB

18 This PC

m Desktop

| Documents
& Downloads

o Music

=| Pictures

8l Videos
&, Local Disk (T)
a Local Disk (D)
- USE DISK (F)

L B 4

File name: | screensaver,PNG v

Al Files (*7)

Open

Cancel

Note:

U The image must be in .png format.

U The file size must not exceed 200 KB.
U The bestimage size is 300*60 pixels.

4. Click the Apply button to upload the screensaver image to the receiver.

5. A confirmation message appears. Click OK to continue.
Message from webpage

9 Arg you sure you want 1o change the setlings on your receiver?

0K Cancel

6. After a while, the screensaver image will be updated. You can check it on the connected

display when the screensaver is running.

5.3.21.

Setting up Network Information Display on TV Screen

Follow the procedure below to set up the receiver’s network information display:
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1. Gotothe Network Settings tab page by clicking the Network Settings tab.

ScreenBeam Pro
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e

2. To enable/disable the Show network information on TV screen feature, go to the
Show network information on TV screen line, and set the feature to Enable or
Disable.

Show network information on TV screen  C Enable @® Disable

Note: By default, this feature is disabled. In this case, the network information is not
displayed.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage ﬂ

e ArE you sure you want 1o change the setlings on your receiver?

4 Cancel

After the network information display is enabled, network information is shown on the TV
screen.

ScreenBeam Pro

Business Edition

"

Ready to connect

Learn how b con

actiortéc.c

Cronected n CHS

5.3.22. Setting up Autonomous Group Owner (AGO)

The Autonomous Group Owner function (enabled) allows the receiver to be the group owner
during a p2p connection negotiation. In this case, the receiver can determine the channel for
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communication.

In a Wi-Fi P2P group, the group owner operates as an access point and all other devices are
clients. After AGO is enabled, the receiver will work as the P2P group owner.

To use the Managed Meetings (Intel® Pro WiDi) function, AGO must be enabled.

Follow the procedure below to set up the receiver’s AGO:

1. Gotothe Network Settings tab page by clicking the Network Settings tab.
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Davice Configuraton Features rrmware Lipgrade Matwork Setirgs Remelz Managermemnt Mantenandce Legout

2. Setthe Autonomous Group Owner (AGO) to Enable or Disable.

* Wireless [nterface Setings:

B A ronomoels Groop Cwncr (300 = Enadile 3 Dbl
PoPIP Addrass | 10 | e || e | 1|
M2 Sutanel Wash 55 [ 298 || 285 _
PR IHCE I Sl 152 168 i
F2P DICPIP Mnd 192 164 16 234

There are two options: Enable and Disable.

I Enable: The receiver will become the group owner of the session. The communication
channel can be defined by the receiver. And the Managed Meetings feature is available.

I Disable: The communication channel will be consistent with the source device, or be
determined through negotiation between the receiver and the connecting device. And
the Managed Meetings feature is not available.

Note: By default, AGO is enabled.

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.
5.3.23. Setting up Communication Channel

When AGO is enabled, you can define a channel for communication between the wireless
display receiver and the source device.
Follow the procedure below to set up the receiver’s communication channel:
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1. Gotothe Network Settings tab page by clicking the Network Settings tab.

ScreenBeam Pro
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2. Select a desired channel from the Channel Number drop-down box.

1A Y b Pzl 2t Zhh 2hh | i |
!
2 LICR F el SLLAL hr | BT 7
1
FP OHGE P e | |5
4
BP0 Wirdless Malwoak Nanes (S510) E'
{
F2P Wircloos Motwork Password g
10
* Chiannel Murnier A (s L)
ki
40
|: 44
18
T4H

d2am Recelver 1o reboot b change the seitings 1Hi

1 source devices must be deleted and reconnected '}?:
u
154

e I —
Channels from 1 to 13 belong to the 2.4 GHz band; and channels from 36 to 165 belong to
the 5 GHz band.

Availability of channels depends on the sales region.

You should select a channel based on your network environment. Generally, cleaner
channels (where less devices work) will provide better performance. You can use Wi-Fi
Analyzer to help you identify a clean channel.

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[[7op) § corce | Reiresh |

Message from webpage '

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

5.3.24. Setting up Group Owner Intent

When the AGO function is disabled, the Group Owner Intent function is available. The
Group Owner Intent function is used to determine which device (receiver or connecting
device) will be the group owner.

Follow the procedure below to set up the receiver’s group owner intent:

1. Go tothe Features tab page by clicking the Features tab.
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2. Select a desired value from the Group Owner Intent drop-down box.

& waliwa of 1 Ied cates lnast deslre 1 5 Ineclcates mast cdeclns] in Bscoms the PIP
TEmup Cwner

¥ Croup Cwnar Intent 1 e

* Erere MM Pairing on First Gonnectinon ® 00 CIEHE iebecting CHt Enabes bath 11 M Bng 15 pawing

Note: The larger the value is, the more likely the receiver becomes the group owner of the
P2P connection.
3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[tov J corce  eveat |

Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.
5.3.25. Setting up P2P Network Parameters

When AGO is enabled, you can define network parameters for peer to peer connection,
including P2P Wireless Network Name (SSID), Password, IP address, subnet mask, DHCP
IP address range.

You should configure these parameters when you use the Managed Meetings function.
When source devices connect to the receiver, the receiver will assign IP addresses to these
devices. And these IP addresses are defined by the parameters discussed in this section.
Follow the procedure below to set up the receiver’s P2P network parameters:

1. Gotothe Network Settings tab page by clicking the Network Settings tab.

ScreenBeam Pro
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2. Go to the Wireless Interface Settings section, and properly configure the network
parameters.
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* Wireless Interface Settings:

% Autonomous Group Owner (AGO) ® Enable O Disable

P2P IP Address ‘ 192 H 168 H 16

=

P2P Subnet Mask 255 || 265 || 2b6b

P2P DHCF IP Start 192 || 168 || 16

-[-

P2P DHCP IP End 192 || 168 || 16 || 254

% P2P Wireless Network Name (SSID)  DIRECT-xy ‘DD959A

P2P Wireless Network Password eesessss

I P2P Wireless Network Name (SSID) and P2P Wireless Network Password:
Reserved.

I P2P IP Address: It is the IP address of the receiver in a peer to peer connection. This
IP address is displayed in the lower part of the Ready to connect screen. It is used to
access the local management server when AGO is enabled.

Note: The P2P IP Address must not in the range defined by P2P DHCP IP Start and
P2P DHCP IP End.

I P2P Subnet Mask: It is the subnet mask for the network established in the peer to peer
connection.

I P2P DHCP IP Start and P2P DHCP IP End: These two items define the range of IP
addresses assigned to the connected devices.

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

R ERE RN

Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.
5.3.26. Setting up Wireless Network Parameters

When AGO is disabled, you can define wireless network parameters for accessing the
receiver’s local management web server, including wireless network name (SSID) and
password, IP address, subnet mask, and DHCP IP address range.

Follow the procedure below to set up the receiver’s wireless network parameters:

1. Gotothe Network Settings tab page by clicking the Network Settings tab.

54



ScreenBeam Pro

Davice Configuraton Features Firmmwas Upgrace Matwork Setirgs Remelz Managermemnt Mantenandce Legout

2. Go to the Wireless Interface Settings section, and properly configure the network
parameters.

* Wireless Interface Settings:

2 Autonomous Group Owner (AGO) O Enable ® Disable

P2P IP Address ‘ 192 H 168 H 16

-

P2P Subnet Mask 255 || 265 || 255

-

P2P DHCP IP Start 192 || 168 || 16

P2P DHCP IP End 192 || 168 || 16 || 254

Wireless Network Name (SSID) ‘Adiontec—SBWD-DDQSQA

Wireless Network Password

Broadcast Network Name O Enable ® Disable

Wireless IP Address ‘ 192 H 168 H 51

=y

Wireless Subnet Mask 255 || 255 || 255

Wireless DHCP IP Start 192 || 168 || 51

-l-

Wireless DHCP IP End 192 || 168 || 51 || 254

I  Wireless Network Name (SSID) and Wireless Network Password: The SSID and
password for accessing the receiver’s wireless network. The SSID is displayed when
AGO is disabled.

I Wireless IP Address: Itis the IP address of the local management web server. This IP
address is displayed in the lower part of the Ready to connect screen. It is used to
access the local management server when AGO is disabled.

Note: The Wireless IP Address must not in the range defined by Wireless DHCP IP
Start and Wireless DHCP IP End.

I  Wireless Subnet Mask: It is the subnet mask of receiver’s network.

I  Wireless DHCP IP Start and Wireless DHCP IP End: These two items define the
range of IP addresses assigned to the connected devices.

Note: These network parameters works when AGO is disabled.

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[[or J ol J et
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Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and new settings take effect after the reboot.

5.3.27. Modifying the Receiver’s Wireless Network Name (SSID)

When AGO is disabled, you can modify the receiver’s wireless network name (SSID).
Follow the procedure below to modify the receiver’s SSID:
1. Gotothe Network Settings tab page by clicking the Network Settings tab.

ScreenBeam Pro

Davice Configuraton Features Firmmwas Upgrace

2. Goto the Wireless Network Name (SSID) and Wireless Network Password section,
and type a new name in the Wireless Network Name (SSID) box and a new password
in Wireless Network Password box.

* Wireless Interface Settings:

2 Autonomous Group Owner (AGO)

P2P IP Address
P2P Subnet Mask
P2P DHCP IP Start

P2P DHCP IP End

Matwork Setirgs

Remelz Managermemnt

O Enable (® Disable

‘ 192 H 168 ‘l 16 L‘ 1 ‘
255 255 || 255 _[::::::J
192 168 || 16 _
192 168 || 16 254

Wireless Network Name (SSID)

Wireless Network Password

‘Adiontec—SBWD—DDQSQA

Broadcast Network Name

Wireless IP Address

Wireless Subnet Mask

Wireless DHCP IP Start

Wireless DHCP IP End

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

O Enable

® Disable

192 H 168 H 51

=y

255

192

192

255 || 255
168 || 51
168 || 51
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Message from webpage

9 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and the new SSID takes effect after the reboot.

5.3.28. Setting up Broadcast Network Name

Follow the procedure below to set up the receiver’s Broadcast Network Name:
1. Gotothe Network Settings tab page by clicking the Network Settings tab.

ScreenBeam Pro
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2. To enable/disable the Broadcast Network Name feature, go to the Wireless Interface
Settings section, and set the Broadcast Network Name feature to Enable/Disable.

Broadcast Network Name O Enable ®) Disable

Note: By default, the Broadcast Network Name is disabled. The receiver’s SSID is not
broadcasted when the Broadcast Network Name function is disabled. In this situation you
can connect to the SSID manually. Refer to Section 5.1.2.1. When SSID Broadcast is
Disabled for detail.

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

e =

Message from webpage

0 Are you sure you want to change the settings and reboot your receiver?

Cancel

4. The receiver reboots, and the new setting takes effect after the reboot.
5.3.29. Setting up Wireless Connection Properties

The receiver can wirelessly connect to your network through the ScreenBeam CMS WLAN
Adapter. We need to set up the wireless connection parameters before starting the
connection.

Follow the procedure below to set up the receiver’s wireless connection properties:

1. Gotothe Remote Management tab page by clicking the Remote Management tab.
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2. Go to the Wireless Connection Property Settings section, and configure the
parameters according to specific requirements.

Wireless Connection Property Settings:

Metwork Mame | |

Security Type |¢lp-Eﬂ v|

Status ScreenBeam CMS WLAM Adapter ready

I Network Name: The SSID of the wireless router (AP).

I Security Type: Select a security type, the one you have selected on your wireless
router. Available security types are Open, Shared, WPA-PSK[TKIP], WPA2-PSK[AES],
WPA-PSK[TKIP]+WPA2-PSK[AES], PEAP/MSCHAPV2, and EAP-TLS.

I Status: It displays the connection states.

When Shared, WPA-PSK[TKIP], WPA2-PSK[AES], or WPA-PSK[TKIP]+WPA2-PSK[AES]
is selected,

I User Name: Not used.

I Password: The pre-shared password for the wireless SSID.

When PEAP/MSCHAPV?2 is selected,

I User Name: This is for authentication through a RADIUS server. It is RADIUS account
User Name.

I Password: Itis RADIUS account password.

When EAP-TLS is selected, the following items are available:

I User Name: Itis the User Principal Name or RADIUS Identity (if necessary).
Note: The User Name supports these characters: a-z, A-Z, 0-9, @, ., and _

I Password: Itis the password of the Private Key.

I System Date & Time: Itis used to set date and time for the receiver. You should set the
date and time according to the validity period of the certificates.

I CA Certificate: It is the root certificate. Click the Browse button to browse and add the
certificate.

I User Certificate: It is the user certificate. Click the Browse button to browse and add
the certificate.

I Private Key: Itis the user’s private key. Click the Browse button to browse and add the
certificate.

1 Validity Period: It displays the effective period of the certificates.
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Note:

I Currently, only certificates in the “.pem” format are supported, and the certificates must
be generated using the “DER encoded binary X.509” method.

I The length of the certificate file name must not exceed 64 bytes, and the file size must
be less than 100 KB.

I All the three certificates are required for authentication.

I  You must select the right certificate file for each type of certificate.

3. Click the Connect button, and then the adapter will connect to the wireless router (AP).

Note:

I Connect the CMS WLAN Adapter to your network when the receiver is in Ready to
Connect state.

I The CMS WLAN Adapter may take some time to connect to your network, depending
on your network environment.

5.3.30. Setting up the Receiver’s IP Address

Follow the procedure below to set up the receiver’s IP address:
1. Gotothe Remote Management tab page by clicking the Remote Management tab.

ScreenBeam Pro
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2. Gotothe TCP/IP Setting section, and set the IP Assignment to Auto or Static.

I Auto: The receiver will be assigned an IP address by the DHCP server.

I Static: You can define the IP address, subnet mask, and default gateway for the
receiver. If you select Static, you can define a DNS server.

TCP/IP Settings:

IP Assignment ® Auto O Static
IP Address 192 || 168 || 7 || 183
Subnet Mask 255 || 255 || 255 || O
Default Gateway 192 || 1688 || 7 || 1
DNS Assignment ® Auto O Static
Primary DNS Server 202 || 9% || 128 || 166
Secondary DNS Server 202 || 9% || 134 || 133

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[Ler J corcel J retest |
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Message from webpage n

ﬂ ArE you sure you want 1o change the setlings on your receiver?

0K Cancel

5.3.31. Specifying a DNS Server for the Receiver

Follow the procedure below to specify a DNS server for the receiver:
1. Gotothe Remote Management tab page by clicking the Remote Management tab.

ScreenBeam Pro
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2. Gotothe TCP/IP Setting section, and set the DNS Assignment to Auto or Static.

I  Auto: The receiver will be assigned a DNS server automatically.

I Static: You can define a DNS server for the receiver. When you select Static, you must
define a DNS server.

TCP/IP Settings:

IP Assignment ® Auto O Static
IP Address 192 || 168 || 7 || 183
Subnet Mask 255 || 255 || 255 || O
Default Gateway 192 || 1688 || 7 || 1
DNS Assignment ® Auto O Static
Primary DNS Server 202 || 9% || 128 || 166
Secondary DNS Server 202 || 9% || 134 || 133

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage n

9 Arg you sure you want 1o change the setlings on your recaiver!

Ok Camogl

5.3.32. Specifying ScreenBeam CMS for the Receiver

Follow the procedure below to specify a management server for the receiver:
1. Gotothe Remote Management tab page by clicking the Remote Management tab.
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2. Go to the Central Management System Setting section, and define the CMS Host
and the CMS Port.

I CMS Host: Itis the IP address or the FQDN/hosthame/domain name/alias name (if you
have properly configured the DNS server and the DHCP server) of the server that hosts
the ScreenBeam CMS. It supports a domain with six labels at most.

Note: We recommend using the DNS setting.
I CMS Port: It is the communication port of the ScreenBeam CMS.

Central Management Syskem Settings:

CMS Soncr 192180100 |l:r:°.' I, doan of hogtaame
|
CKS Communication Port rzes |':r:e- a Pt nuImkar, from S0 - BE5.35 Daral - T237,
|
Web Communication Mot 243 |Er:-'=' a port numikar, Trom 5000 - EEE3FCarall 143

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

[Loer ] coreel  rotesh |

Message from webpage n

ﬂ ArE you sure you want 1o change the settings on your receiver?

0K Cancel

5.3.33. Specifying a Local Management Communication Port for the

Receiver

Follow the procedure below to specify a local management communication port for the
receiver:
1. Gotothe Remote Management tab page by clicking the Remote Management tab.

ScreenBeam Pro
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2. Go to the Central Management System Setting section, and define a port for Web
Communication Port.

I Web Communication Port: It is the communication port for the receiver’s local
management console.
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Central Management Syskem Settings:

CME Sonmcr 1o 1160 ||:r:-e' I, domar of hoseame
CKS Communication Port rzes ||:r:-e- a Pt nUmEa, Trom 5000 - G535 Caraull - 7237,
Web Communication Mot 243 |Er:e' a port numikar, Trom 5000 - EEE3FCarall 143

3. Click the Apply button, and then click OK on the pop-up message box to confirm.

Message from webpage ﬂ

9 ArE you sure you want 1o change the setlings on your receiver?

4 Cancel

5.3.34. Rebooting the Receiver

Follow the procedure below to reboot the receiver:
1. Go tothe Maintenance tab page by clicking the Maintenance tab.

ScreenBeam Pro
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2. Click the Yes button next to “Reboot Receiver”.

Reboot Receiver |

Reset Settings to Factory i

3. Click OK on the pop-up message box to confirm.
Message from webpage ﬂ

e Aure you s you want 1o raboot the receiver now?

0K Cancel

5.3.35. Resetting the Receiver to Default

Follow the procedure below to reset the receiver to the default settings:
1. Go tothe Maintenance tab page by clicking the Maintenance tab.
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2. Click the Yes button next to “Reset Settings to Factory”.

Reboot Receiver |[Je8

Reset Settings to Factory | EREES

3. Click OK on the pop-up message box to confirm.

Message from webpage

Areyou sure you want to restore all your settings back to factory
default?

Cancel

4. The receiver reboots, and the receiver is reset to factory defaults after the reboot.

Note: You can also reset your receiver to default by pressing the "Reset" button. Follow the
procedure below to restore the Receiver's default factory settings:

1. Power on the Receiver, and wait until the "Ready to connect" screen appears.

2. Hold down the Receiver's "Reset" button with a pin.

3. When the "Reset to Default" screen appears on the HDTV, release the "Reset" button.
The Receiver reboots, and it will be running with its default settings.

5.4. Upgrading the Receiver

ScreenBeam Pro supports firmware upgrade. And Actiontec’s ScreenBeam team will

constantly improve the receiver’s performance with new firmware.

Follow the procedure below to upgrade your receiver:

1. Log into ScreenBeam Pro’s web server, and go to the Features tab page by clicking the
Features tab.

ScreenBeam Pro

Davien Canfiguraton Fastures s Lingrade Metaork Setirdgs Remats Managermen Mandenands Legou

2. Setthe USB Local Access feature to Only allow firmware update, or Enable.

63



USB Local Access  |[BEEE
Only allow firmware update
Enable

* User Input Back Channel (UIBC)

* USB Over IP (UolP) Disable v

3. Gotothe Firmware Upgrade tab page by clicking the Firmware Upgrade tab.

ScreenBeam Pro
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4. Onthe Firmware Upgrade tab page, you can check the current firmware version in the
Firmware Version section and upgrade the receiver.

FIrmeane Version (20000770

Nleania '».-'|
[ oo | Carcot [ Rtz

5. Select Enable in the Firmware Update box.

| wmrazae D aidula

) -
Firmware Version Disable

Firmware Update B=ELE
vty J cancel | e |

6. Download the latest firmware from Actiontec’s website:
http://www.actiontec.com/sbupdate.
Note: You should disconnect from the receiver’s SSID and connect to a router’s SSID
before downloading firmware.

7. Extract the zip file. You will find one "autorun" folder and one "install.img" file in the
extracted file folder.

8. Copy the "autorun" folder and the "install.img" file to the root directory of a USB flash
drive.
Note: Do not use a portable hard drive. You should use a FAT/FAT32 formatted USB
flash drive only.

9. Make sure the "Ready To connect" screen appears on your TV.
Note: You must disconnect your device (laptop, ultrabook, smartphone or tablet) from
the receiver before upgrading your receiver.

10. Plug the USB flash drive into the USB port on ScreenBeam Pro.

11. The Receiver starts to update its firmware automatically. Firmware upgrade status
messages appear on your TV.
Warning! Do not power off the Receiver or remove the USB flash drive while the
upgrade is in progress. Otherwise, firmware upgrade fails.

12. The Receiver reboots after firmware update completes.
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13. You may now remove the USB flash drive when you see the "Ready to connect" screen
again.
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Part VI. FAQs and Troubleshooting

This chapter describes frequently asked questions (FAQs), and answers to those questions.
Also included are some problems you may encounter using the receiver, and possible
solutions to those problems.

6.1. FAQ

(Q) What is AGO mode?
(A) AGO stands for Autonomous Group Owner. By default, this mode is enabled for
ScreenBeam Pro receiver and allows IT to manage the Miracast (P2P) operating channel.
Conventional Miracast receiver such as ScreenBeam, ScreenBeam Mini2, and Education 2
do not offer this feature.

(Q) What are the recommended system requirements for ScreenBeam Pro receiver.
(A) In addition to the systems listed in the compatibility section above, we highly recommend
the system's wireless network adapter and driver to support DCM.

(Q) What is DCM?

(A) DCM stands for Different Channel Mode. This feature belongs to the wireless network
adapter and its driver. It enables the system's wireless to simultaneously operate on
different wireless channels, and supports applications such as Wi-Fi infrastructure and Wi-Fi
direct.

(Q) My TV/Projector is not displaying anything or the display is switched to another input
instead. | had previously seen the "Ready to connect" screen.

(A) By default, the HDMI port power management is configured to turn off after 3 minutes to
protect the projector's bulb lifetime. Connect to management webpage and configure the
setting to either Always On or Screensaver.

(Q) After connecting, why am | only seeing my desktop background with no icons on the
TV/Projector display?

(A) Your Windows system might automatically project in Extended mode. You can configure
it to project in Duplicate mode. Press (Windows icon + P) buttons, and select the projection
mode.

(Q) Do | need to have Intel Pro WiDi or WiDi to connect to ScreenBeam receiver?
(A) No. You can connect to ScreenBeam receiver from Miracast (Win8.1) device as a
participant.

(Q) I cannot start a Managed meetings session with my Intel WiDi* or Miracast system.
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(A) To initiate a Managed meetings session, the system must be an Intel vPro* and have
Intel Pro WiDi* application (6.x.x.x).

(Q) Is there anything | could do to improve the A/V performance?

(A) You could set the P2P operating channel to a cleaner frequency. By default, the
Autonamous Group Owner is set to channel 11 on 2.4GHz band. You could use a Wi-Fi
scanner program and scan for an open channel, and select that channel on the AGO setting.

(Q) Where can | find the receiver name to connect to if someone else is already connected
and using the TV/Projector display?
(A) We recommend to create a sign with the receiver's name for participants to connect to.

(Q) How do I log in to the Local Management web GUI?

(A) From either an Intel WiDi/Miracast system, connect to the Receiver using the Miracast
connection. Open a web browser and enter in https://192.168.16.1. The default credential
Login: Administrator and Password: WiDi

(Q) Where can | get the user manual for Intel Pro WiDi application and Managed meetings?
(A) This URL http://www.actiontec.com/prowidi will redirect you to Intel's webpage. There,
you can find the instructions and more details.

(Q) Where can | obtain the latest Intel graphics driver, Intel wireless driver, and Intel WiDi
application?
(A) https://downloadcenter.intel.com

(Q) How many participants can connect to ScreenBeam Pro receiver during Managed
meetings session?
(A) Up to 16 participants.

(Q) What's Actiontec CMS?

(A) CMS is Actiontec's ScreenBeam Central Management System software. It enables IT to
remotely configure, monitor, and manage multiple ScreenBeam receivers from a central
location. To learn more, visit http://www.actiontec.com/sbcms.

(Q) How does ScreenBeam receiver connect to the network for management?
(A) ScreenBeam receiver can connect to the network by either wired or wireless. Upon
purchasing CMS, you can select the USB-to-Wireless or USB-to-Ethernet solution.

(Q) Is 4096 certs supported in EAP-TLS wireless authentication?
(A) Currently it's not supported.

(Q) I am trying to connect to the SSID "DIRECT-xyABCDEF", but failed. Why?
(A) This SSID is reserved. To log into the local web management, you should connect your
device to the ScreenBeam receiver first, and then access the URL: https://192.168.16.1
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(default).

6.2. Troubleshooting

I In some instances Windows 8.1 Miracast does not have the "Add a wireless display"
option, or Intel WiDi application may have problem to connect if there's a VPN software
running on the system. If this occurs, please disable your VPN temporarily to confirm
and consult with the VPN vendor on how to allow Miracast/WiDi. The following known
programs that affect Miracast and Intel WiDi are:

- Cisco VPN client
- WebEXx

- Juniper VPN

- ReadyNAS

- Virtual box

I Participant device(s) with legacy wireless network adapter may experience the
following issues during the Miracast/WiDi session with ScreenBeam receiver: 1)
intermittent disconnection and 2) performance degradation. Legacy wireless adapters
are considered systems without the following qualified adapters;

- Intel Dual Band Wireless-AC 3160*

- Intel Dual Band Wireless-AC 7260*

- Intel Dual Band Wireless-N 7260*

- Intel Dual Band Wireless-AC 7265*

- Intel Dual Band Wireless-N 7265*

Resolution: Check PC OEM or wireless network adapter's manufacturer for the latest
driver updates. If the problem persists, disconnect Wi-Fi connection from Access Point
and reconnect to ScreenBeam receiver.

I Connecting to an access point with an active WiDi session can result in dropping the
WiDi connection.
Resolution: Reconnect to WIDi receiver or connect to the Access point first before
starting a WiDi session

I In some instances you may not be able to connect to ScreenBeam receiver after
installing McAfee or Norton antivirus software. This is a limitation to Intel WiDi app.
Resolution: Make sure you have the latest updates and if the issue persist, add WiDi to
the antivirus software approved white list of applications.

1 Intel WiDi user interface shows status as "Connecting" and TV displays status as
"Connected" permanently during a connect/disconnect scenario in which the User
attempts to cancel during WiFi Protected Setup and clicks connect again.

Resolution: Click the cancel button and wait about 40 seconds for the receiver to

return to the ready for connection state and start the pairing process again.
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In some instances video playback is not smooth when the system is running in battery
mode.
Resolution: Plug in AC power.

In some instances a 2nd PC attempting to pair to a ScreenBeam receiver that is already
in exclusive mode/use by another user is presented a PIN window but no PIN is
displayed on the ScreenBeam receiver when they should receive a message telling
them the receiver is in exclusive use.

Resolution: Don't connect to receiver if it's in exclusive mode.

In some instances of opening a word processing program such as Notepad and the
user scales the image the text can have choppy edges if the font size is small.
Resolution: Use larger font size or use a scaling size that doesn’t impact the image

quality.

In some instances random audio glitches are seen when the source system has an
active VPN session running.
Resolution: Stop the VPN session.

In some instances (random) a Failed to Pair message is display after PIN message,
then the connection is established successfully.
Resolution: None.

Default resolution for Intel Dual Band Wireless-AC 3160* is allowing 1920x1080

resolution when it should be limited to 1366x768.
Resolution: None.
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Appendix |I. Specifications (Model:
SBWD960A)

General
Language: English, Simplified Chinese, Traditional Chinese, Japanese, French,
German, Dutch, Korean, Spanish, Italian, and Russian
Dimensions: 6.61 x 6.61 x 1.36 inch (168.0 x 168.0 x 34.5 mm)
Video
H.264 compression
Supports up to full HD 1080p30 resolution
Audio
LPCM & AAC
Supports up to 5.1 channels for HDMI output or 2-channel stereo for Audio Out jack
A/V Interface
HDMI Type-A female connector
VGA in and VGA out, female DE-15
Audio jack (3.5 mm)
VGA Output Resolution
640x480@60Hz, 800x600@60Hz, 1024x768@60Hz, 1280x800@60Hz,
1366x768@60Hz, 1280x1024@60Hz
USB Interface
USB 2.0, type A
Ethernet Interface
10/100 Mbps, RJ-45
Wireless
Miracast: 802.11 a/b/g/n/ac Dual-band 2.4 & 5 GHz
WLAN: 802.11 a/b/g/n Dual-band 2.4 & 5 GHz
WPA2, WPS virtual PBC, AES 128-hit
Content Protection
HDCP 2.2 for HDMI
Electrical
Input: 5V/2A
Consumption: Less than 5W
LED Indicator: Power On
IT Management:
Local via Wi-Fi access, or remote via CMS
Firmware Upgrade
Yes, one by one or in batch with CMS (optional)
Certification
Wi-Fi Miracast™ (pending)
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Intel® WiDi/Intel® Pro WiDi

Regulatory Compliance

Warranty: Localized to country of sale
Environmental

Co

Operating temperature: 0 °C to 40 °C (32 °F to 104 °F)
Storage temperature: 0 °C to 70 °C (32 °F to 158 °F)
Operating humidity: 10% to 85%, non-condensing
Storage humidity: 5% to 90%, non-condensing
mpatibility
Intel Pro WiDi capable systems using Intel Pro WiDi 5.x (or newer)
Laptops, tablets and smartphones with Windows 8.1/10 Miracast wireless display
Non WiDi/Miracast-capable Windows 7/8.1/10 systems with ScreenBeam USB
Transmitter

Note: Visit Intel's website to check if your system can run Intel® WiDi. Click here to visit the
site.

System Requirements

Intel Pro WiDi application requires device with the following system requirements:

Windows 7, Windows 8.1, or Windows 10 operating system

4th Generation Intel® Core™ i3/i5/i7 Mobile and Desktop Processor or later

Intel® HD Graphics or Intel® Iris™ Graphics, with version 15.36.x.x driver or later
Intel® Dual Band Wireless-AC 3160, Intel® Dual Band Wireless-AC 7260, Intel® Dual
Band Wireless-N 7260, Intel® Wireless-N 7260, Intel® Dual Band Wireless-AC 7265, or
Intel® Dual Band Wireless-N 7265 wireless adapter, with version 17.13.x.x driver or
later

Note: Specifications are subject to change without notice.
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