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Feature Description: Overview

1 Introduction
The 1-241W-U is a GPON ONT which supports

= 4 Gigabit Ethernets

= 2POTS

= 2 Wi-Fi (2.4G & 5G)

= 1 HomePNA

= 2USB

= 1 GPON WAN port (32 GEM ports, 128 TCONTS)

Either pure RG model or pure ONT model is supported at one time by downloading
different software releases.

In this document, we will briefly introduce the feature of pure RG model and pure
ONT model. The more detailed information please refers to related documents.

2 Pure ONT model release

With pure ONT model release, 1-241W-U will report to OLT that it contains one
Ethernet slot with 4 GE ports, HomePNA and one POTS slot with 2 ports as Figure 1
shown. The Wi-Fi module and USB module are disabled in this mode.
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Figure 1

[-241W-U provides VOIP service and L2 bridging service including Multicast service.
They are all controlled by OLT.
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The IP Host interface is dedicated for VOIP service. Single VLAN id could be
assigned but different p-bits/DSCP could be assigned for SIP control packets and
VOIP data.

ALU’s SIP protocol is ported for 1-241W-U. VOIP related parameters could be
configured through OMCI protocol and downloading VOIP XML file to 1-241W-U.
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VLAN tagging, VLAN/p-bit transparent and VLAN/p-bit translation are all supported
in each Ethernet port and following OLT VLAN modes could be supported.

- C-VLAN cross-connect
- S+C-VLAN cross-connect
- S-VLAN tunnel cross-connect

=  C-VLAN residential-bridge

2.3 Multicast
IGMP snooping is supported and 64 multicast groups.

3 Pure RG model release

With RG model release, it will report to OLT that it contains one VEIP slot with
single port and one POTS slot with 2 ports as Figure 2 shown.
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Figure 2

[-241W-U provides VOIP service and L3 routing service including Multicast service.
In current release, VOIP service is still controlled by OMCI not TR-069. Besides



VOIP service, OLT only configures L2/Multicast information for VEIP interface and
leaves routing service to ACS’s business.

3.1 VolIP

The same as pure ONT release. Please see section 2.1.

3.2 VEIP

The OLT must configure all the VLAN/p-bit used by different services: HSI, IPTV,
Management and VOIP. (The VOIP interface is reserved for future ACS-controlled
VOIP service. In currently release, it is not supported yet.). Also, the Multicast
channel VLAN used for IPTV service. It should treat the virtual Ethernet interface
just like an Ethernet Port to allow the traffic coming RGW could pass OLT correctly.

After OLT has well configured the L2 path for VEIP interface, the RG service could
be controlled by remote ACS via TR069 protocol.

Before ACS could reach 1-241W-U, one WAN connection used to connect to ACS
server and ACS server information must be configured first in 1-241W-U to make
sure 1-241W-U could communicate with remote ACS and it could be configured by
local management interface: Web and TR-064.

3.3 RG interfaces

Basically, the embedded RG in 1-241W-U provides up to two LAN interfaces and up
to 4 WAN connections in WAN side and it is shown in following figure.
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3.3.1 WAN interface

In WAN side, up to 4 WAN connections for following services are supported.
= HIS: Internet service

= |PTV: VoD and Multicast service

=  Management: remote management of TR-069 (ACS server)

=  VOIP: ACS controlled VOIP service. (Currently, it’s not supported yet)

Only HSI and IPTV interfaces used for routing service for LAN devices. Traffic of
other interfaces is terminated in 1-241W-U. IPoE and PPPoE could be configured for
each interface, except IPTV interface does not support PPPOE mode.

Addressing of each interface is individual. Different IP address, gateway and DNS
servers could be retrieved by each interface and used for respective service. Since
both HSI interface and IPTV interface provide routing service for LAN users, either
the gateway of HSI interface or that of IPTV interface must be selected to be the
default gateway for routing traffic and both DNS servers of two interfaces must be
used for DNS queries coming from LAN side.

Only HSI interface supports IPv6.

3.3.2 LAN interface

There is a main interface (called home network interface) used for home network
including 4 Ethernet ports, Dual-band Wi-Fi APs, HomePNA and 2 USB ports.
[-241W-U provides an extra LAN interface (called guest network interface) for Wi-Fi
guest, there is only one Wi-Fi AP of this extra LAN interface. 1-241W-U forbids the
traffic between two LAN interfaces, so the packets can not be forwarded between
home network interfaces and guest network interfaces.

3.3.2.1 LAN interface for Home Network (Home Network Interface)

All interfaces (4 Ethernet ports, 2 Wi-Fi APs, HomePNA, 2 USB ports ) are bridged.
The user belonging to home network could reach each other and also use HSI/IPTV
service.

The Web/TR-064 could be used to manage 1-241W-U from LAN side. 1-241W-U also
supports UPnP IGD and DLNA service.

IPV6 is supported for home network also.

3.3.2.2 LAN interface for Wi-Fi Guest Network (Guest Network Interfaces)

In order to provide Dual-band Wi-Fi guest network for visitors and protect home

network security, an extra LAN interface is provided and two Wi-Fi APs are attached
6



to these 2.4G and 5G interface. Visitors can access HSI/IPTV service just like home
network by Wi-Fi, but they are forbidden to access 1-241W-U management interface.
UPNP IGD and DLNA service are not supported for Wi-Fi guest network.

3.4 Multicast service

IGMP snooping is supported for home network interface and IGMP proxy is
supported in WAN IPTV interface. 1-241W-U does not support multicast service on
guest network interface.
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Power
[Green Solid]
Power on
[Green Off]
Power off

WAN: only for HSI interface

[Green Solid]
IP connected (the device has a WAN IP address from IPCP/DHCP/Static and
Broadband link is is up) and no traffic detected. If the IP or PPPOE session is
dropped due to an idle timeout, the light will remain green if PON link is still
present. If the session is dropped for any other reason, the light is turned off. The
light will turn red when it attempts to reconnect and DHCP or PPPOE fails.

[Green and Red Off]
Broadband physical connection power off, device in bridged mode with no IP
address assigned to the device, or Broadband physical interface connection not
present

[Green Flash]
IP connected and IP Traffic is passing thru the device (either direction)

[Red]
Device attempted to become IP connected and failed (no 802.1x, DHCP, PPPOE,
PPPOA response or authentication failure, etc.)

GPON
[Red Solid]
No PON detected, (O1)
[Red Flash]
PON connected, but not ranged (02, 03)
[Green Solid]
Registered and in service (O5)
[Orange Flash]



PON connected and ranged, and accepting new provisioning (O5 + OMCI
traffic)

[Orange Solid]
PON registered, but out of service (06, O7)

GE 14
[Green Solid]
Link up
[Green Off]
Link down
[Green Flash]
Activity

HomePNA
[Green Solid]
Link up
[Green Off]
Link down
[Green Flash]
Activity

VolIP 1-2
Mode A: without registration status
[Green Solid]
Off-hook
[Green Off]
On-hook
Mode B: with registration status
[Green Solid]
Registered and On-hook
[Green Off]
Unregistered
[Green Flash]
Registered and Off-hook

Wi-Fi-2.4G/5G
[Green Solid]
WLAN link up



[Green Off]

WLAN is down or no link connected
[Green Flash]

WLAN activity

WPS 2.4G / 5G
[Green Solid]
"In Progress" and "Success" status
[Red Solid]
"Error" and "Session Overlap" status

usSB
[Green Solid]
At least one device which is not a USB hub connected to the USB port
[Green Off]
No device which is not a USB hub connected to the USB port
[Green Flash]
Activity
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Web interface

4 Introduction
The 1-241W-U supports the remote management with web browser (IE, Firefox,

chrome... etc).

4.1 Supported Device Info
4.1.1 General Status
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[ymmetric cpy Threads: |2
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Thu Jan 1 00:09:03 1970

s
Figure 1

4.2 Transceiver Status
In this page, you can see temperature, voltage and power.
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_

Figure 2

4.3 UPS status

In this page, you can see the status of UPS (Battery, Battery Miss, Battery Replace,
Battery Low).

) 1240W -5 - Morilla Firefox
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_
Figure 3
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5 Supported ONT

5.1 GPON
In this page, you can modify password of GPON and see the status of GPON.
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admin

ONT - GPON

G Serial Munber:  ERSNO000D0F

Figure 4

5.2 Multicasting
In this page, you can see the active group IP address in system.
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_
Figure 5

5.3 IP Host

In this page, you can see the status of IP host (IP Address, Subnet Mask, Gateway,
DNS Server, Mode, RX Statistic and TX Statistic).
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Figure 6
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54 VEIP
In this page, you can see the statistic of VEIP.

£2) 1240W-S - Mozilla Firefox
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A
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:
Figure 7
6 RGW

6.1 WAN
6.1.1 IPv4

In this page, you can add or remove wan connection.
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*) RTF3026Y W - Mozilla Firefox
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Figure 8-0-1

6.1.1.1 Add WAN - PPPoE
Press “Add”.
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admin —

The Jan 100:23:53 1970
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Figure 8-1-1

Select PPPOE and service type (multiple selections), setting service description,
802.1p, 802.1q, enable DSCP to P-bit, IPv6 (HSI only) and default gateway (HSI
only), press “Next”.
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BED RECG BRO BELQ TEOQ IS0 HAD
6 x @ 0 G [ npinszleazos v ol

o] BERNERE e BT LK . Bl [0 RE0 Homed | | RS || EERAEE | SinEs
- [ 124083

3 | Welsome o the Askey Autn Configuset=- - | | '] [240W-8

w Device Info| ONT | RGW | VolP | Diagnosis | Management

WAN Service Configuration

Welcome

Select WAN Corrnection type:
admin @ bop gver Ethernet (FPPE)

O 16 cwver Ethenet (1PoE)
Thu Jan 1 08:25:12 1970

Select service type:

HS]
Dlvere
I i sl

walid 202.1P Priority and 202.1Q WLAN 1D,
&, set =1 to buoth 802,19 Pricrity and 802,19 VLA 1D,

Enfer 8024 Priority 053 1|
Enter B3, 16 WLAM 10 [f4034],

[[]Enable DECP 1o P-it for this connection

[T 1Enable TP For this service

Enable 1944 for this service

[PlDefault cornaction seruice (Defaull gatevay)

Figure 8-1-2

Setting PPPOE username, password, service name, AC name and authentication mode.
Setting NAT (HIS only), firewall (HIS only), Dial on demand, Use Static IPv4

Address, Enable PPP Debug Mode, Bridge PPPoE Frames Between WAN and Local
Ports, press “Next”.
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PPP Username and Password

Welcome
PPP Usualhy requires that vou hava & user name and passward (o establish your connection. Tn the baxes below; enter the user name snd password that your 158 has
5 provided to you.
admin
Thu Jan 1 00:03:18 1970
PPP Username:: test
PRE Passyeord! wess

PRPE Sarvics Mame:  [tests
FPPGE AC Narmes testac]
Autherncation Methad: | AUTO ~l
Enable MAT

Enable Fiteweall

il an deman Guith idle tineout fer)
Use Static IPv4 Address

Enable PR Debug Mads

6 i e

Eridge PPPOE Frames Betwesn WAN and Local Ports

Figure 8-1-3

Setting DNS server, DNS overwrite, press “Next”.
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Device Info| ONT | RGW| VoIP | Diagnosis | Management

Welcome DNS Server Configuration
i Select DNS Servar Interfacs from available WaN inlsrfaces OR scter static DNS server 1P addresses for the system. In ATM mod, if orily s single PYC with TRos or
admin statie TPOE protcclis eonifigived, Static DINS =rier 1P sddvessas must be snterad,
DNS Server Interfaces can have multiple WAN intarfaces served as syster dns servers but only one will be ussd according to the priariby with the first baing the
Thu Jan 1 00:03:16 1870 Pigest andl the last ans the Iowest pricrity i the WAN irberface it connected, Prioeit ordar can be changed by remmaving al and addinig them Back in sgain.

Primary DNS servert {10,127
Secondary DNE sarver: [0.0.00

DM awerwite

_
Figure 8-1-4
Checking configuration, press “Apply/Save”.
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2} 1240W-S - Mozilla Firefor
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7 WAN Setup - Summary
Welcome

Makie sure that the sebtirgs below match the settings provided by yeur 158
admin

Thu Jan 1 00:02:18 1970

Click *pply/Sava’ 1o have this inkerface 1o be sffective, Click *Back” te make any modifications.

|

Figure 8-1-5

Add PPPoE connection complete!
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Figure 8-1-6
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6.1.1.2 Add WAN (IPoE)
Press “Add”.

¥ RTF3026 W - Mozilla Firefox
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e
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Figure 8-2-1

Select IPoE, service type (multiple selections), setting service description, 802.1p,
802.1q, enable DSCP to P-bit, IPv6 (HSI only) and default gateway (HIS or IPTV
support), press “Next”.
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WAN Service Configuration

Welcome :
Salect WiaH Connection bype:

admin © ppp auer Ethernet (PG
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B s ]
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Figure 8-2-2

Select Obtain an IP address automatically, setting option60 and 125 or select Use the
following Static IP address, setting WAN IP Address, WAN Subnet Mask and WAN
gateway IP Address, press “Next”.
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Figure 8-2-3

You can modify configuration of NAT or firewall if service type include HIS or IPTV,

press “Next”.

X
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Welcome ) )
Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for multiple computers on your Local Area Network (LAN).

admin
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——— i,
Figure 8-2-4
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Setting DNS server and DNS overwrite, press “Next”.

L240W-5 - Moxzilla Firefor
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Welcome DNS Server Configuration
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DNS Server Interfaces can have multiple WAN intarfaces served as syster dns servers but only one will be ussd according to the priariby with the first baing the
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Primary DINS servert {101,127
Secondary DNE sarver: [0.0.00

DM awerwite

_
Figure 8-2-5
Checking configuration, press “Apply/Save”.
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Figure 8-2-6

Add IPoE connection complete!
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Figure 8-2-7

6.1.1.3 Remove WAN connection

Select the WAN connection which you want to remove. You can select more then one
connections at a time, press “Remove”.
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Figure 8-3-1

Remove WAN connection complete!
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Figure 8-3-2
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6.1.2 IPv6

This page show IPv6 related information of wan connection.
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admin
Thu Jan 101:20:41 1970 IPv4

RGW -> WAN -> IPvE

VAN IPvE Info

Figure 8-4-1

6.2 LAN
6.2.1 Setting br0

Setting IP address, subnet mask, select DHCP client or DHCP server and setting IP
range, press “Apply/Save”.
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Figure 9-1-1

Add or remove Static IP Lease List and Reserved IP Address List.
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Figure 9-1-2

Setting parameters of IPv6.
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Figure 9-1-3

You can see the statistic of brO.
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Figure 9-1-4

6.2.2 Setting brl (not support IPv6)

Setting IP address, subnet mask, select DHCP client or DHCP server and setting IP
range, press “Apply/Save”.
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32 entries can be configured)

Reserved IP Address List: (A maximum 10 entries can be configured)

DHCP Leases

Figure 9-2-1

Add or remove Static IP Lease List and Reserved IP Address List.
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Figure 9-2-2
You can see the statistic of brl.
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6.3 DNS Proxy

Setting Host name and Domain name, press “Apply/Save”.
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Host name of the Broadband Router: |Broadcom

Domnain name of the LAN network: |Home
Apply/Save

Figure 10

6.4 NAT

You can set this page if there is at least one wan connection in system which enables
NAT. You can set DMZ, press “Apply/Save”.
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admin NAT -- DM2 Host

Thu Jan 1 01:07:50 1970 The Broadband Router will forward IP packets from the WAN that do not belong to any of the spplications configured in the Wirtual Servers table to the DMZ

host computer.
Enter the computer's IP address and click 'Apply’ to activate the DMZ host,

Clear the IP address field and click 'Apply' to deactivate the DMZ host,

DMZ Host IP Address: 1
Apply/Save

NAT -- Yirtual Servers Setup

Wirtual Server allows you to direct incorning traffic fror WAN side (dentified by Protacol and Extemal port) to the Intemal server with private IP address on
the LAN side. The Intemal port is required only if the extemal port needs to be converted to a different port number used by the server on the LAN side. &
matimum 16 entries per Wan interface can be confiqured.

NAT -- Port Triggering Setup

Some applications require that specific ports in the Router's firewall be opened for access by the remote parties, Port Trigger dynamically opens up the 'Open
Ports' in the firewall when an application on the LAN initiates a TCPUDP connection to a remote party using the 'Triggering Ports', The Router allows the
remote party from the WAN side to establish new connections back to the application on the LAN side using the 'Open Ports', & maximum 32 entries per WAN
interface can be configured,

| )

Figure 11-1

Add or remove Virtual Server and Port Triggering.
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NAT - Port Triggering Setup

Figure 11-2
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6.5 Routing
6.5.1 Default Gateway

You can select the interface to be default gateway if service type of this connection is
HIS or IPTV.
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Welcome WAN LN o NAT Routing] Firewall “corv o riter Tunnel Tunnel Q°S,mev L“;u_mt__

admin

Thu Jan 1 02:01:21 1970 Gwa; Route— Wﬁ RIP_

RGW - Routing Rule

Routing -- Default Gateway

Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according
to the priority with the first being the highest and the last one the lowest priority if the WAN interface is connected. Priority order can
be changed by removing all and adding them back in again.

Selected WAN Interface | pppoe_veip0.303/ppp0.1

Figure 12

6.5.2 Route
In this page, you can add or remove static route.
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Route table

Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate
D - dynamic (redirect), M - modified (redirect),

[T,-TW(-Z;;T[U—[—W 7

|192'15820 |0000 |2552552550 |U [0 | |br0 I

Routing -- Static Route (A maximum 32 entries can be configured)

Figure 13

6.5.3 Neighbor (IPv6 only)

In this page, you can add or remove neighbor.
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Figure 14

6.54 RIP
In this page, you can configure IPv4 RIP.
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admin
Thu Jan 1 02:06:21 1970 {GML““Y_ Route_iNel?hbor | RIP

Routing -- IPv4 RIP Configuration

NOTE: RIP CANNOT BE CONFIGURED on the WAN interface which has NAT enabled or is PPPoE service. This WAN interface whose
gateway must be the system default gateway can apply to RIP.

To activate RIP for the WAN Interface, select the desired RIP version and operation and place a check in the 'Enabled' checkbox. To stop RIP on the WAN
Interface, uncheck the 'Enabled' checkbox. Click the ‘&pphy/Save' button to starfstop RIP and save the configuration.

WAN Interface not exist for RIP,

Figure 15
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6.6 Firewall
6.6.1 User Control

In this page, you can add or remove outgoing IP filter. And you can also add or
remove incoming IP filter if there is at least one wan connection which enables
firewall and service type is HIS or IPTV.
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Figure 16

6.6.2 Operator Control
In this page, you can see firewall of operator but not support to modify.
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admin

Thu Jan 1 00:26:29 1970 Cot::rrol

RGW - Firewall - Operator Control
Outgoing IP Filtering
By default, all outgoing IP traffic from LAN is allowed, but some IP traffic will be BLOCKED by below filters.

Below filters can be changed only by operator

br0 Outgoing IP Filtering

br1 Outgoing IP Filtering

Incoming IP Filtering

When the firewall is enabled on a WAN interface, all incoming IP traffic is BLOCKED, However, some IP traffic will be ACCEPTED by below filters,
Below filters can be changed only by operator.

ipoe_veip0/veip0.1 Incoming IP Filtering

Figure 17

6.7 Parental Control
6.7.1 Time Restriction

In this page, you can set scheduling of system.
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Access Time Restriction -- A maximum 16 entries can be configured.
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Figure 18
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6.7.2 Url Filter

In this page, you can set url filter of system.
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Figure 19

6.8 MAC Filter
In this page, you can add or remove allowed MAC for br0 and brl respectively -
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Apply/Save

Figure 20-1
Select br0 or brl, input allowed MAC address, press “Add”.
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Figure 20-2

Select interface which will refer to allowed MAC address table, press “Apply/Save”.
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Figure 20-3

6.9 IP Tunnel
6.9.1 IPv6inIPv4
In this page, you can add or remove IPv4 in IPV6.
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