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1 Quick Start

Thank you for buying this product. The following information aims to give you general
information about product introduction, product overview and installation procedure and so
on.

1.1 Introduction

WF-630R1 is a dual-band 802.11ac 2x2 outdoor Wi-Fi AP module, which is complied with
the IEEE802.11n/11ac standard and designed for high-density deployments in offices,
schools, hospitals and hotels that require premium performance. Having together MIMO
(Multiple-in&Multiple-out) technology with high-throughput mode techniques, WF-630R1
works with most wireless terminals to builds a high capacity Wi-Fi network.

1.2 Product Overview

o
0
No. | Name Function
(1] LAN Port 10/100/1000M Base-T Ethernet port (RJ-45), used as a
WAN port and used for being powered by PoE
function.
(2] LEDs See LED Definition
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1.3 Installation

To reduce the risk of bodily injury, electrical shock, fire, and equipment damage, read all
warnings and precautions in this guide before installing or maintaining product.

Caution

To avoid risk of injury from electrical shock or energy hazard, installation and service
of this product must be performed by qualified service personnel.

Safety Statement

+ To avoid the abnormal work, do not install the device near the power line, electric
lamp, power grid, or in any forceful power grid place

* Ensure the power adapter is grounded well if install the device indoor.

» Install other lightning protection equipment near the device if necessary, because
the lightning protection module inside the device is basic.

+ Use the steady power grid to provide the power to the device, which is to avoid the
abnormal work.

* Use a less than 50m network cable to connect the PoE port, which is to acquire the
steady power. The network cable complies with the DC resistance definition in the
YD/926.2 protocol.

Installation Environment
* Operating ambient temperature: -40°C ~ +70°C
*  Operating ambient humidity: 5% ~ 95%non-condensing
Installation mode:
* Pole mounting
Installation tool:
» Screws, screw-driver and wrench
Installation site:

* Please ensure the visibility ofproduct and no tall buildings and woods block
between them.

1.4 LED Definition

Label Function LED mode Status
RUN AP power / ready | Off No power to AP
status Red Device hardware failure
Flashing - Green | Device is managed by controller
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| | | On - Green Device ready

1.5 Software Installation

Logging in to the Web Page

1. To configure PC IP address, fill 192.168.188.x in “IP address” and 255.255.255.0 in
“Subnet mask’(set Window7 as an example to show the properties).

Internet Protocol Version 4 (T 357?5%) Properties - EE
' |
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

(") Obtain an IP address automatically

@) Use the following IP address:

IP address: 192 . 168 . 188 . 202
Subnet mask: 255 ,255 .255 . 0
Default gateway:

Obtain DNS server address automatically
@ Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[ validate settings upon exit
[ OK ] L Cancel J

2. Input the default IP address 192.168.188.251 in the address bar of the web browser
and press Enter.

3. Enter username and password (username: admin, password: password), after
password authentication is successful, the web page is displayed.

1.6 Product Specification

Physical specification
|LED | RUN
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| Ethernet interface | RJ-45 connector

Electrical specification
Power input Standard 802.3at PoE

Power consumption <24W

Environmental specification

Working temperature -40°C~ +70°C

Working humidity 5% ~ 95% non-condensing
Elevations 86kPa ~ 106kP0061
Lightning protection 6KV common mode surge

1.7 Product Proper Disposal
Waste of Electrical and Electronic Equipment

== Directive 2002/96EC on Waste of Electrical and Electronic Equipment are designed
to tackle the fast increasing waste stream of electrical and electronic equipment and
complements European Union measures on landfill and incineration of waste. CIG
products at end of life are subject to separate collection and treatment in the EU Member
Statues and therefore are marked with the symbol.

European Union RoOHS

/RoHS\

(oot 2y wensosis |

Y EU Restriction and Hazardous Substances Directive 2011/65/EC (ROHS) restricts
the use of specific hazardous materials in manufacture of electrical and electronic
equipment. Specially, restricted materials are Lead, Cadmium, Mercury, Hexavalent
Chromium, and Bromine. CIG products comply with this requirement and all marked with
“‘RoHS” shown at the left.

China RoHS WF-630R1 complies with China environmental declaration requirements and
is labeled with “EFUP 20” label shown as follows.

HEHFY AW
Hazardous Materials Declaration
A4 FR (Parts) HEAEYREUTE (Hazardous
Substance)
# (Pb) K (Hg) |(Cd) RN ZRBER LR
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(Cré+) (PBB) ( PBDE )

BRI | % o) o) o) [6) O
(circuit
modules
)
L4 HL | X o) o) o) [6) O
25 A
(Mecha
nicalass
emblies

)
EEEft | O o) O o 0 O
(Metal
Parts)
AR | O @) O O O @)
B

(Plastic and Polymeric Parts)

0: FRoRiZA BEA FWAE LA A BB R P 5 B 4£SJ/T11363 —2006
PRUERLE PR R E5R R . Indicates that the concentration of the hazardous
substance in all homogeneous materials in the parts is below the relevant
threshold of the SJ/T11363-2006 standard. X: F/NiZH 80 EV R E /D%
A I R — 35 SR ) 5 B HE S/T 1136 3-2006 475 1 e 1 PR B 25K
Indicates that the concentration of the hazardous substance of at least one of
all homogeneous materials in the parts is above the relevant threshold of the
SJ/T11363-2006 standard. XF 812 HAFT i, AR ERSI A 74N
AR MR XY . R EESmP Rt A E
HHi A T8I . This table shows where these substances may be found
in the supply chain of CIG electronic information products, as of the date of
sale of the enclosed product. Note that some of the component types listed
above may or may not be a part of the enclosed product.

1D

B AE 53 AMRE R BORRIE AR SO TS L i A DR AR . R T2 — D ANE
R4 DR A P S 2 L7 et B o R DR A BT PR R0 7 R A 7™ i T R E 9 264 T
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{£. The Environment-Friendly Use Period (EFUP) for all enclosed products and their parts
are per the symbol shown here, unless otherwise marked. Certain parts may have a different
EFUPand so are marked to reflect such. The Environment-Friendly Use Period is valid only
when the product is operated under the conditions defined in the product manual.

1.8 Safety and Regulatory compliance

WF-630R1 has been tested and complied with the standards as follows:
* NRTL Listed 60950 (US & CA)

» CB with IEC/EN 60950-1

* EN 60601-1-1: 2001UL2043

2 AP Network Topology

&=

Notice

CIG has the sole right to make corrections, modifications, enhancements, improvements, and other changes to its products and services at any
time and to discontinue any product or service without notice, CIG has the final interpretation. This version is effective in the two months since the
release date.




2.1 Connect PoE Adapter to AP

PWR LAN-OUT Port
To AP

LAN-IN Port
To Switch

LNotes: Please connect the Ethernet Port labeled “PWR LAN-OUT” on PoE Adapter to “ETH1” port of AP

and the Ethernet Port labeled “LAN-IN” on PoE Adapter to your PC or Switch.
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2.2 Configure PC IP address
Intemet Protocol Version u it'.ﬁfp'ﬂ ; Propertfei’ —

-
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

() Obtain an IP address automatically
@) Use the following IP address:

IP address: 192 . 168 . 188 . 202
Subnet mask: 255 .255 .255 . O

[ ]
Default gateway:

Obtain DNS server address automatically

@) Use the following DNS server addresses: i
Preferred DNS server: . . . '
Alternate DNS server:

[ validate settings upon exit

[ OK ][Cancel].

LlNotes: Connect your PC to the “LAN-IN" port on PoE Adapter of AP, manually configure your wired NIC
with a static IP address on the 192.168.188.x subnet (e.g. 192.168.188.202).
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2.3 Visit AP Web page

Dweiso  x\ 2 o I
€ - C [1192168188251 "*' = - — — ;

¥ Telfe@

Logout

‘

E

W Overview
Device Name 2x2 Dualband Indoor AP
Location Shanghai
- Secutl Dev!ce Model WF-180
Device SN CIGWe3800043
Hardware Version 80010101
Software Version R2.0.03.012
Working Mode FAT AP
PoE Type Standard
CPU Utilization 1.0%
Up Time 4 Day 23 Hours 36 Minutes 56 Seconds
W P Interface
Interface Name VLAN ID IPv4 Address State
1_Internet_Port 110 105.1.21 up
1_portal_if 4091 192.168.91.1 up
W Radio
Type 246 56
Raido Enable Enable
Radio Mode 802.11n 802.11ac
Service Mode AP AP
Bandwidth Mode 20m 40M
Channel 1(Auto) 161
Transmit Power 20 24

Copyright (C) 2005-2014 Cambridge Industries Group

LlNotes: Input the default IP address “192.168.188.251"in the address bar of browser. Then enter the
default username and password (username: admin, password: password) to enter the Web interface
of AP.

2.4 Configure IP address for AP
¥ fel[e

[ —
F LAN [l P Interface

Interface Name VLAN ID 1P ver Mode Operation

1_Internet_Port 1 Pv4 IPoE ! @l!

e
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| felfe@

=
_
= Network ¥
B P Interface-Edit
m Interface Name 1_Internet_Port
VLANID0-4090]  [110
Mode @ IPoE
5 =
 Security 1Pv4 © DHCP_© static
IP Address 105.1.21
SubNetMask 255.255.0.0
emel
. GateWay 10.5.0.1
Primary DNS 0.0.0.0
Backup DNS 0.0.0.0
Support Service [@IHTTP ElHtTPS ¥ ssH @ Telnet

Items marked with an asterisk(*} are required

okl  cancelll

2.5 Connect AP to Switch

LNotes: Connect AP to Switch and confirm it can visit Internet, then configure your PC to the same
subnet and connect to the same Switch in order to continue to configuring the AP.

2.6 Configure location, Language and Country code for AP

EZE
LT
J: reiens Lorvein i e IuaBAreUAID
m Locater Shureta
T LEnguapE Ergith .
ol comcelll
= [
- P A I
=0 = e |
- Lpgrie B Faciory Datauih
Tid P B el 1B inth (% W F e b B Dol
- NEP Firtiors Faciny Cordguraton

Sesiore
sl

LlNotes:The country code is US and can’t be modified.
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2.7 Configure detailed WiFi parameters for AP

mcic

e

Network
3 Radio . Basic

k246 Radio v
Service Mode AP =

Wireless TX Power [21 B dBm
Radio Mode [80211n E|
. ®
Channel (Auo[~] o
Too 802 11n
geme! 802.11n only
TX Beaforming 2
Spatial Stream 2 [+]
Aggregation ;AMPDU B
Guard Interval ¥/ Enable Short G - 2
ok W  cancelll)
@ ciG
®
3 Radio - B Basic
F 246G Radio v
Service Mode (AP E|
TX Power 21 B dBm
Radio Mode 802.11ac [=]
) © HT20
Channel 161 [=] ® HT40
HT80
802.11ac
802.11ac only [
Spatial Stream 2 E]
Aggregation AMPDU E
Guard Interval ¥ Enable Short GI

ok Il cancelll

2.8 Configure Radius parameters for AP

LlNotes: If want to use the 802.1x authentication, it need to configure the Radius profile firstly. Then
in the security profile, the radius profile will be presented in the drop-down list.
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mcic

Status

[l Radius List

&
el
g
5

Profiles Name Main Radius Backup Radius Main Billing Backup Billing Operation

I
.

g
H

==
a|lo
[
E °8

Add )

HH o
%waé

&3]
@

=
Q
0

Radius Profile Name |CIG il
Group ID Profile CIGUSER =] Detail.. |
Radius Interface :1'__7Ir'1terne't__'P0r't E Detal!“
Wireless IP Type 1PV4 [~
Response Timeout 5 *(3-60s)
b Security Retry Times 2 1*(1-3)
b Portal Main Radius
Auth server IP 192.168.1.52 -
= Auth server port 1812 ®
+ MAC ACL T "
= Auth Secret = * @ Show
Main Billing
Billing server IP |192.168.1.52 i
Billing server port l1813 ®
Billing Secret [eee— * @ Show
Backup Radius

Auth server IP

Auth server port

Auth Secret Show

2.9 Configure Portal parameters for AP

LlNotes:The AP can support Web authentication based onChillispot. If want to use the Web
authentication, it need to configure the Portal profile and Radius profile firstly. Then in the security
profile, the Portal profile and Radius profile will be presented in the drop-down list.Above all, you
need to setup a Web authentication server and radius server.
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¥ Teil@

Profiles Name Server URL UAM secret Operation
3 Security WA

Portal

Portal Profile Name it:lg_gueST—J!'

Server URL Ihttp://10.5.1.135/hotspotlogin/hotspotiogin.php *
= Security UAM secret lenginx |

T .

Sectiny B Wall garden
+ Portal Cust
ustom | 3
F MACACL Domain/IP Operation
ltems marked with an asterisk(*) are required
Ok Can

k0 canceill

)
a
d

2.10 Configure security parameters for AP
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mcic

Securi

Profiles Name Security Type Operation

PSK
| elle

Status

H Network

[+]
B security-Add
Security Profile Mame: SecProl i

Iltems marked with an asterisk(*) are required
_ Can
-

=1 Security Security Type: WPAWPA2 v
Encryption: AES Y]
Authentication Type: PSK ]
m: WPA Preshared Key: sessssssss * [ show

IE'

802.1x Authentication
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[Filele

B Security-Edit

Wireless Security Profile Name lcie =
Security Type | WPAWPA2 =]
I Security Authentication Type IW |

¥ Port | Radius Profie | e [ ol

- e =
F Ragie ftems marked with an asterisk(*) are required

— okl cancelll

Tools

&3]
@
@

& 0]

8 3 &
5 g g
] g 2

Web Authentication

mcic

&3]

m

Network
. Security-Edit
Security Profile Name 3@517 V;"
=] Security Security Type Ngrjq [=]
+ Security Authentication Type MAC/Web |E
F Portal Portal Profile cig_guest E Detgm
I Radius Radius Profile | RadiusProf1 -] Deqm

F MAC ACL Items marked with an asterisk(*) are required

okl canceil
* Isolate
31 QoS

Tools

&3]
a
a

2.11 Configure Rate limit rule (Optional)

LlNotes: Rate Limit profile will be cited in the AP configuration.
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Logout

Rate Limit

Prtien e
rofile Name RateLimitPro0
Station MAC (12:13:56:78:9a:bc)
= Egress Method [Fix E
Egress Rate lo | +KOPS (0 means na limit) i Mm

_ Group Id

Station MAC Egress Select
= 00:11:22:33:44:55 Fix_1024kbps B
S onagemen -
Items marked with an asterisk(*) are required )
ok ) cancelll

@cG

ol
Logout

]
2 o

[l VAP-Add

Radio

[246
SSID W *
Wireless Senvice @ Enable
Hidden SSID [J Enable

Station Isolation () Enable
Maximum User s |

Idle Kickout Times 10 ‘ *(0-255, 0 Means Disable Kickout function)
wbs | Enable
VLAN Mode |Access | E]
PVID [ ] +(0-4090)
Pri 10 | 4D
Security Profile fcc 7] Detail.. )
RateLimit Profile [ | Detail.. )
Mapping Profile [ default | oewitel
MAC ACL Profile [NULL [~] Deln,l!-J
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2.12 Configure Group ID (Optional)

LUNotes: Group profile is used for 802.1x/Web authentication. Group is classifiedby Filter-ID attribute
in radius access accept message. The Group is bound with the role of the user. Different group has
different VLAN and rate limit configuration. When a station sends the username and password to the
Radius server for authentication, the server can respond with a Filter-ID (optional) to the AP. After AP
gets the Filter-ID attribute, AP will search the Filter-ID in the Group profiles. If the Filter-ID can be
matched in one profile, the traffic VLAN and rate limit will be applied to the station. The Group profile
is cited in the Radius server profile.

mcic

Logout
m Il Group ID - Edit
Rrgfle:Name CIGUSER
ol
% [l Group ID Rules - Edit
Gi D
o
m VLAN ID[0-4090]
v Groupid} Ingress Method Fix [=]
m‘ Ingress Rate 0 *KbPS (0 means no limit)
] Manageme!
Egress Method Fix El
Egress Rate 0 *KbPS (0 means no limit) Add _']
[l Group ID Rules List
Group ID VLAN ID Ingress Rate Egress Rate Select
RD 110 Fix_Okbps Fix_Okbps
Delete' )

ltems marked with an asterisk(*) are required

okl cancell

|¥ [eil@

m W Radius-Edit
m Radius Profile Name CIG E
Radio [Group 1D Profile CIGUSER | Detail... )
Radius Interface 1_Internet_Port [=] Detail...
[ Secunty IP Type 1PV4 =

m Response Timeout 5 *(3-60s)

Retry Times 2 *1-3)

+ Radius MaipRadie!

m‘ Auth server IP 192.168.1.52

Auth server port 1812 X
m Auth Secret  jessans * [ Show
m Main Billing
Y Billing server IP 192.168.1.52

: Billing server port 1813
Billing Secret ~ |ssescssennee * Show

Backup Radius
Auth server IP [

Auth server port

Auth Secret Show

Backup Billing
Billing server IP
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2.13 Configure MAC ACL rule (Optional)

mcic

Status

Logout

Radio . MAC-ACL-Profile-Edit

Wireless MAC ACL Profile Name: Black-1 *

-] Security

Access Control Mode: # Black white

r Rl [l MAC ACL List

b Enter MAC Address:  [13-03-73-58-26-03 POCOCOCOOOEN0. add )

okl  canceill

- Isolate ltems marked with an asterisk(*) are required

Tools

= Tools )
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2.14 Configure SSID

| Tele

Logout

T L
Radio SSID Name Service State Security Profile Operation

| S 2.4G 2g_ssid1 Enable NULL ]
aG 5g_ssidl Enable MULL @

Security |

L

ED
2 Newoy
B »P-Edit
E wircleSS

5] Wireless Radio: 24G

m : Wireless Service: Wl Enable

Hidden SSID: [IEnable

Station Isolation: [IEnable

Maximum User: 128 *(1-256)

ldle KickoutTimes:  [p ]+(0-255, 0 Means Disabls Kickout function)
WDS: [JEnable

VLAN Mode: [Access v

PVID: E )
o oo

Security Profile: [NULL v]  petait il
RateLimitProfie:  [NuLL v]  petall
Mapping Profile: [default v|]  Detail.
MAC ACLProfile:  [NuLL v]  petall

Iltems marked with an asterisk(*) are required

ok W cancelll
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WcG

Logout

b Network

W vaP-Edit

Radio: 5G

ssiD: Sossiat |

Wireless Senvice: [V Enable

Hidden SSID: [JEnable

Station |solation: [JEnable

Maximum User: 128 *(1-256)

ldle KickoutTimes:  [g |+(0-255 0 Means Disable Kickout function)

WDS: [JEnable

VLAN Mode: [ Access vl
PVID: [ eo-oes)
P b TJon

Security Profile:

[NULL v]  Detail.

RateLimit Profile:

[NuLL v|  Detai.

Mapping Profile:

[ default v|]  Detail.

MAC ACL Profile:

[NuLL v|  petal il

Iltems marked with an asterisk({*} are required

Ok J Canqﬂ

LlNotes: You may apply the relevant Security, Rate Limit, Mapping or MAC ACL profiles which you
configured here. After the above setting, wireless stations can connect to the relevant SSID of AP and

get IP address from DHCP server of firewall to visit Internet.

Notice
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3 AP WDS Network Topology

S

ce| D) « \\ 3 <

3.1 Enable WDS function

|V felle

ET— |y

Network

3 Wireless q Radio: |5G |
- AP .
85I 5g_ssid] :

Wireless Service: |#| Enable

Hidden 5SID: [ ] Enable
Station Isolation: || Enable
Maximum User: 128 +(1-256)

Idle Kickout Times: CI +(0-255, 0 Means Disable Kickout function)

wDs: @ Enable I

VLAN HMode: [Access v

—
Security Profile: [SecPrat *|  petaila

RateLimit Profile: [RateLimitPro v|_ Detail il
WMapping Prafile: | @osMappingProz v|  Detaila

MAC ACL Profile: [ macadl *|  Detaila )

ltems marked with an asterisk(*) are required

LLNote: Enable WDS function when you configure SSID.

Notice
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3.2 Configure CPE WDS

Traffic shaping Port forwarding Static routes

wireless mode [ Station Country cT

Enable whs m Man-standard channels DISABLED

Bg_ssidl m

nned [
7 5

="

LlNote: Enable WDS function too when you configure CPE to connect to AP.

Notice

CIG has the sole right to make corrections, modifications, enhancements, improvements, and other changes to its products and services at any
time and to discontinue any product or service without notice, CIG has the final interpretation. This version is effective in the two months since the
release date.



4 NAWDSNetwork Topology

®» <@
|

L1

4.1 Configure WDS bridge mode

mcic

Advance

[ Basic
Radio v
Senvice Mode | [WDs Bridge =

Wireless TX Power \217 E[ dBm
Radio Mode [802.11 ac =]
Channel [181 =] ® HT40
) HT80
agement 802.11ac:
802.11ac only (
Spatial Stream \Z—E
Aggregation | AMPDU =]
Guard Interval ¥ Enable Short GI

okl canceill

LNote: Please select a specified Channel(for example 161) here.

Notice

CIG has the sole right to make corrections, modifications, enhancements, improvements, and other changes to its products and services at any
time and to discontinue any product or service without notice, CIG has the final interpretation. This version is effective in the two months since the
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4.2 Input remote AP MAC
@ CIG
I —

_

W O Eridge-Edit

I Remote WDS MACO: (g 19 7 co-an-ea | | RemoteWDSMACT: ™~ |

Remate WDS MAC2: Remote WDSMAC3 |
Remote WDS MACS: l:l
Remote WDS MACT: l:l

Remote WDS MAC4:

Remote WDS MACE:

il

VLAN Mode: Trunk
PVID: +(0-4095)
Pri: +(0-7)

WLAM Member: +(2.0.01-10,15,18)

Detag Member:

Security Profile: NULL | Dem
RateLimit Profile: NULL | Dem
Mapping Profile: default L Detﬂ!l
MAC ACL Prafile: MULL | Dem

ltems marked with an asterisk({*} are required

L(e.g:1-10,15,18)

1l

4.3 The configuration in remote AP

mcic

Status

Advance
Mo
k246G Radio v
Service Mode I | WDS Bridge IE|
TX Power [21 [=]dBm
Sectai] Radio Mode (80211 ac =
1 ) O HT20
Channel (161 [+] ® HT40
agement 8021tac:
802.11ac only (
Spatial Stream [2 El
Aggregation "AMVPDU |Z|
Guard Interval ¥ Enable Short GI

ok Il cancelll

LlNote: Please select the same Channel as the Channel ofAP which you want to connect via WDS.

Notice
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| fef@

W Os Bridge-Edit
S Brid
=

WDS Bridge

Radio: G v
Remote WDS MACO: Remaote WDS MACT: l:l
=
Remote WDS MAC2: l:l Remote WDS MACS: l:l
m Remaote WD3 MAC4: l:l Remote WDS MACE: l:l
RemoleWDSMACE: [ | Remote WDSMACT [ |
— VLAN Hade: Tk v
PVID: l:la(ﬂ—iiﬂgﬂ
E—
WLAN Member: l:l*(e.g.: 1-10,15,18)
Detag Member: l:l*[e.g.: 1-10,15,18)
Security Profile: |NULL——'| Dem
RateLimit Profile: |NULL——'| L Dem
Mapping Profile @L Dem
MAC ACL Profile: |NU|_|_——.|\ Delﬂi.l

ltems marked with an asterisk(*) are required

LUNote: Please input the MAC address of AP which you want to connect via WDS.

Notice
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4.4 NAWDS Auto Find

WF-630R1also supports “NAWDS Auto Find” function, after you configure
master AP, you mayenable “NAWDS Auto Find” function in slave AP.

|Fifei[e - I

Advance

Network
Mease
F 24G Radio L4
Senvice Mode | [WDs Bridge =1
TX Power [21 [+]dBm
. Radio Mode [802.11 ac [~]
© HT20
Channel [161 [+] ® HT40
O HT80
802.11ac:
802.11ac only
Spatial Stream [2 []
Aggregation [AnPDU =
Guard Interval ¥ Enable Short Gl

okl canceill

LlNotes: Please select the same Channel as the Channel of AP which you want to connect via WDS.

B v/Os Bridge-Edit

Radio: |5G i
MNAWDS Auto Find: [« Enable
VLAN Mode: [Access v
PVID: |.1 «(0-4095)
Pri: |,:| +(0-7)

Security Profile: NULL v Dem
RateLimitProfile:  [NULL v petaila i)
Mapping Profile: |defau|t M Detail
MAC ACL Profile: "NULL v|  Detail

[tems marked with an asterisk(*) are required
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LlNotes: After you enable “NAWDS Auto Find” function, the AP will connect to the master AP via WDS
automatically.

5 Station Network Topology

LlNotes:WF-630R1 supports station mode. WF-630R1 access to the AP by Wi-Fi, and provide the
Ethernet access to the client by the LAN port.

5.1 Configure Station mode

Logout

Status 5
Advance

= Radio M Basic

L 56 I Senvice Mode Station E]J
X Power 21 [=] Bm
Radio Mode 80211n [~]
@ HT20

Channel e
anne Auto [+] i ) )
o ianageme o cl
Copyright (C) 2005-2014 sxxsxxse
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5.2 Station Access to AP

Logout

[ station list

=3 Wnreless- Radio SSID Name Security Profile Operation

246 2g_ssid1 NULL
I + Station -

2] =] BE
| 518
32|28

)

IEI I!| IHI

Copyright (€) 2005-2014 xxxsocusc

Radio [l station-Edit

Radio 24G

ssID 2g_ssid1 3
Security Profile SecPro0 Detal ]

Items marked with an asterisk(*} are required

ok ) cancei M)

Copyright (C) 2005-2014 xxxxsoxxx.
LlNotes:Need to configure the SSID manually. If want to use the security method, need to configure
the “security profile” firstly and then cite it here.
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5.3 Station Status

Radio24G |

W Overview
Radio Enable
Radio Mode 802.11n
Service Mode Station
Bandwidth Mode 20Mm
Channel 1(Auto)
Transmit Power 20 dom
Recv Noise Floor 0dbm
Receive Packets 1444 pkis
Transmit Packets 1017 pkts
Refresh ]
M ssiD List
SsiD BSSID | Clients Rxpkts Txpkts RateLimit Security MAC ACL
2g_ssid1 00:19:C7:00:01:00 | o 1444 1017 NULLE NULLE NULLE

W station List
SSID User Type User Status MAC Address Online Time Rx-bytes Tx-bytes

Copyright (C) 2005-2014 s

LlNotes: After WF-630R1 access to a AP successfully, can check the station status on the Web GUI, for
example, the SSID and BSSID.

6 Troubleshooting

6.1 Ping Diagnose

R e
Mo

Interface Select [1_ntemet_Port v | Detailu )
IP Version: ® |Py4. IPvB
IP Address/URL: www.yahoo.com *
Packets Length 32 *
Ping Times 4 *

ltems marked with an asterisk(*) are required

- Channel & ‘ =
. Ping Test Results

Reply From Bytes Time TTL
203.84.197.25 32 39.210 47
203.84.197.25 32 45.901 47
203.84.197.25 32 39.171 47
203.84.197.25 32 36.807 47

[l Fing Statistics

Packets Sent Packets Received Packets Lost Round Trip Min Roundrip Max Round Trip Average
4 4 0% 36.807 45.901 40.272

Notice
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6.2 TraceRT Diagnose
|\ Tele

ZNM | TraceRT

W TracerT

Interface Select 1_Internet_Port ¥ | L Deiail

IP Version: '® pvd PV

5
z
[P agaressiuRL: lwwwyanoo.com | |

oot s

To
B Traceroute Results

I+ piagnosell Hop Host/IP Address Tmed Time2 Time3
: ] ; p . p
- Channel
o 2 192.188.1.10 0.630ms 0.335ms 0337ms
Manzgs 3 222.66.163.09 1.893ms 9490ms 5.386ms
1 180.186.188 165 1.665ms 1304ms 1.009ms
5 1247454117 1197ms 1169ms 1.183ms
6 12474254189 15.740ms 23.928ms -
7 202.101.63.242 3920ms 3901ms 4.082ms
8 202.97.33.114 2452ms 2312ms 3.488ms
B 202.97.33.154 3941ms 4173ms 8.279ms
10 202.9761130 28 348ms 29.415ms 20363ms
L 2029712230 33.273ms 31.628ms 31.280ms

6.3 How to backup/restore setting

£
[ tctwrk
i o
- aeeas 2% Dualband Indo AP
= S
T Lo [ I—
m Caurtry Code us
[ FreAr) Waee
[ Accomt ) NAS D 100 _CH 1000041
[+ Upgrad

Ueipis

[

ol cenchill

[+ SysbsmE . Facio

T rabies b el aemeg. clok on T Frn

m Rasions Faciony Conbguiins

T
[ Corsiguration Mansgamant

Blsciup Caombiguratan seva il
Specily the name and locaton of the Se used b impan the cosipuaton
I==gurt Fi rurese gt fie | P2 e chocam H

[ Rbect D

Tip velaead Thob Qi dslty Chacn £ Lol o bsie ™ Eosmoess P m-

LlNotes: Press “Save” button to save current setting. Press “Upload” button to load saved setting.
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6.4 How to upgrade AP

=
Q
O

Logout

Upgrade
Radio . Upgrade Software Image
Current Firmware Version: R1.2.02.003

Security Downloaded file: Choose File |Nofile chosen

_ upgrade |

&0l Traitand bndasr AF'

Shangha
Engian =]
v
ol cencalll
W 1B0_CHGW e II0004 ]
=

. Lombquraton Managmant

Blaciap Configuestas savalll
Spscdy The name and locaion o the ks used %3 mmpad ihe confaparsban
T — ety | M0 ke chcaman iptosd 0
[l Fistoct e o
T rebesol th Qabwaiy chec b oo the ekt ™ atl on Belew n.u.

LlNotes: If you can'’t visit AP web page, please press the “Reset” button of AP and hold for more than 5
seconds, the AP will reset to defaultsetting automatically. Or you can do it by the Web GUL
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Federal Communications Commission (FCC) Interference Statement
This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant
to Part 15 of the FCC Rules.

These limits are designed to provide reasonable protection against harmful interference in a residential
installation. This equipment generate, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the interference by one of the
following measures:

® Reorient or relocate the receiving antenna.

® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

® Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate this equipment.

RF exposure warning

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
This equipment must be installed and operated in accordance with provided instructions and the
antenna(s) used for this transmitter must be installed to provide a separation distance of at least 48.25
cm from all persons and must not be collocated or operating in conjunction with any other antenna or
transmitter.
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