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Federal Communication Commission Interference Statent

This equipment has been tested and found to comigiythe limits for a Class B digital device, puasii to Part 15 of the FCC Rules.
These limits are designed to provide reasonableegtion against harmful interference in a residgrnitistallation. This equipment
generates, uses and can radiate radio frequencgyeard, if not installed and used in accordandh wie instructions, may cause
harmful interference to radio communications. Heeve there is no guarantee that interference woll oaccur in a particular

installation. If this equipment does cause harniftérference to radio or television reception, ebhcan be determined by turning
the equipment off and on, the user is encouragéy to correct the interference by one of thedaliing measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipmenteaed/er.

- Connect the equipment into an outlet on a cirdifferent from that to which the receiver is cootes.
- Consult the dealer or an experienced radio/TYnagan for help.

FCC Caution: Any changes or modifications not egphge approved by the party responsible for compkacould void the user's
authority to operate this equipment.

This device complies with Part 15 of the FCC Ruf@peration is subject to the following two condit® (1) This device may not
cause harmful interference, and (2) this devicetrmosept any interference received, including feteince that may cause undesired
operation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation expodurgts set forth for an uncontrolled environmefhis equipment should be
installed and operated with minimum distance 20etmben the radiator & your body.

This transmitter must not be co-located or opegatinconjunction with any other antenna or trantamit

The availability of some specific channels andjoerational frequency bands are country dependehaenfirmware programmed at
the factory to match the intended destination. flin@ware setting is not accessible by the end user.

Europe — EU Declaration of Conformity

This device complies with the essential requiremearitthe R&TTE Directive 1999/5/EC. The followingst methods have been
applied in order to prove presumption of conformitiyh the essential requirements of the R&TTE Dirac 1999/5/EC:

EN60950-1: 2009
Safety of Information Technology Equipment

EN 50385: 2002

Product standard to demonstrate the compliancedib rbase stations and fixed terminal stationswimeless telecommunication
systems with the basic restrictions or the refezelmvels related to human exposure to radio frecueriectromagnetic fields
(110MHz - 40 GHz) - General public

EN 300 328 V1.7.1 (2006-10)

Electromagnetic compatibility and Radio spectrumttsts (ERM); Wideband transmission systems; Daasimission equipment
operating in the 2,4 GHz ISM band and using widedomodulation techniques; Harmonized EN coverirgersal requirements
under article 3.2 of the R&TTE Directive

EN 301 489-1 V1.8.1 (2008-04)

Electromagnetic compatibility and Radio Spectrumtteta (ERM); ElectroMagnetic Compatibility (EMC)astdard for radio
equipment and services; Part 1: Common technigaiirements

EN 301 489-17 V2.1.1 (2009-05)

Electromagnetic compatibility and Radio spectrumttets (ERM); ElectroMagnetic Compatibility (EMC)asidard for radio
equipment and services; Part 17: Specific conditifom 2,4 GHz wideband transmission systems , 5 @ik performance RLAN
equipment and 5,8GHz Broadband Data Transmittirgiedys.




This device is a 2.4 GHz wideband transmissionesggtransceiver), intended for use in all EU mendtates and EFTA countries,
except in France and Italy where restrictive ugdias.

In Italy the end-user should apply for a licens¢hat national spectrum authorities in order to wbgaithorization to use the device
for setting up outdoor radio links and/or for syppd public access to telecommunications and/omvost services.

This device may not be used for setting up outdadio links in France and in some areas the RFubyipwer may be limited to 10
mW EIRP in the frequency range of 2454 — 2483.5 MHx detailed information the end-user should acinthe national spectrum

05600

[==]Cesky [Czech] [Jméno vyrobce]timto prohlaSuje, Ze tentfiyp za‘izeni] je ve shod se zakladnimi
pozadavky a dalSimifsluSnymi ustanovenimi sfmice 1999/5/ES.

[dlDansk [Danish] Undertegnede [fabrikantens navn] erkleerer herved, at fglgende udstjudstyrets
typebetegnelse]overholder de vaesentlige krav og gvrige relevakitav i direktiv
1999/5/EF.

[delDeutsch [German] Hiermit erklart [Name des Herstellers] dass sich das GerafGeratetyp] in
Ubereinstimmung mit den grundlegenden Anforderunged den (brigen einschlagigen
Bestimmungen der Richtlinie 1999/5/EG befindet.

[et|Eesti [Estonian] Kaesolevaga kinnitaffootja nimi = name of manufacturegeadmgseadme tltp = type cf
equipment] vastavust direktiivi 1999/5/EU pdhinBuetele ja atatud direktiivist
tulenevatele teistele asjakohastele sétetele.

[erlEnglish Hereby,[name of manufacturer]declares that thitype of equipment]s in compliance
with the essential requirements and other relepemtisions of Directive 1999/5/EC.

[es]Espafiol [Spanish] Por medio de la presenfieombre del fabricantefeclara que dklase de equipofumple
con los requisitos esenciales y cualesquiera disgsiciones aplicables o exigibles de la
Directiva 1999/5/CE.

E?vamﬁ [GreekK] ME THN IIAPOYZA [name of manufacturer]AHAQNEI OTI [type of equipment]
SYMMOPOQONETAI TIPOX TIE OYZXIQAEIX AITAITHZEIZ KAI TIZ AOIIEX
>XETIKEX AIATAZEIX THX OAHI'TAY 1999/5EK.

Frangais [French] Par la présentmom du fabricant]déclare que I'appardtype d'appareil]est conforme aui
exigences essentielles et aux autres dispositierimentes de la directive 1999/5/CE.

[it]italiano [Italian] Con la presentgnome del costruttore]dichiara che questftipo di apparecchio] e
conforme ai requisiti essenziali ed alle altre d&pioni pertinenti stabilite dalla direttiva
1999/5/CE.

Latviski [Latvian] Ar So [name of manufacturer / izgatavgd nosaukumsHeklag, ka [type of equipment !
iekartas tips] atbilst Direkivas 1999/5/EK fitiskajam prasbam un citiem ar to saighjiem
noteikumiem.

Lietuviy [Lithuanian] | Siuo [manufacturer name] deklaruoja, kad Sislequipment type] atitinka esminius
reikalavimus ir kitas 1999/5/EB Direktyvos nuostata

[nlINederlands [Dutch] = Hierbij verklaart [naam van de fabrikanfldat het toestelltype van toestel]in
overeenstemming is met de essentiéle eisen endigearelevante bepalingen van richtljn
1999/5/EG.

[nt]Malti [Maltese] Hawnhekk,[isem tal-manifattur] jiddikjara li dan[il-mudel tal-prodott] jikkonforma mal-
htigijiet essenzjali u ma provvedimentirajn relevanti li hemm fid-Dirrettiva 1999/5/EC.




[hdMagyar [Hungarian] | Alulirott, [gyartd neve] nyilatkozom, hogy 4d... tipus] megfelel a vonatkoz6 alapve:d
kovetelményeknek és az 1999/5/EC iranyelv egyéindslainak.

[ellPolski [Polish] Niniejszym[nazwa producentapswiadcza,ze [nazwa wyrobuljest zgodny z zasadniczymi
wymogami oraz pozostatymi stosownymi postanowieniaymektywy 1999/5/EC.

Portugués [Nome do fabricante]declara que estftipo de equipamentolestad conforme com as

[Portuguese] requisitos essenciais e outras disposi¢cdes dativmer999/5/CE.

EN Slovensko [Ime proizvajalca] izjavlja, da je taftip opreme] v skladu z bistvenimi zahtevami in

[Slovenian] ostalimi relevantnimi dolli direktive 1999/5/ES.

Slovensky [Slovak] | [Meno vyrobcu]tymto vyhlasuje, zdtyp zariadenia] spita zakladné poziadavky a vietky
prislusné ustanovenia Smernice 1999/5/ES.

[filSuomi [Finnish] [Valmistaja = manufacturer] vakuuttaa taten ettdtype of equipment = laitteen
tyyppimerkintd] tyyppinen laite on direktiivin 1999/5/EY oleelkst vaatimusten ja sita
koskevien direktiivin muiden ehtojen mukainen.

[zv]Svenska [Swedish] | Harmed intygar[foretag] att dennafutrustningstyp] star | Overensstammelse med de
vasentliga egenskapskrav och Ovriga relevanta imestdser som framgar av direktiv
1999/5/EG.
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ABOUT THIS GUIDE

Congratulations on your purchase of this IEEE 8D/d/n Wireless Broadband
Router. This integrated access device combinesnieitegateway functions with

wireless LAN and Fast Ethernet switch. It providesomplete solution for Internet
surfing and office resource sharing, and it is éasyonfigure and operate for every
user.

Purpose
This manual discusses how to install the IEEE 80&d/n Wireless Home Router.

Terms/Usage

In this guide, the term “the WLAN Router” refers tyomur IEEE 802.11b/g/n
Wireless Home Router.

Overview of this User’'s Guide

Introduction. Describes the IEEE 802.11b/g/n Wireless Home Roata its
features.

Unpacking and Setup.Helps you get started with the basic installabbthe IEEE
802.11b/g/n Wireless Home Router.

Identifying External Components. Describes the front panel, rear panel and LEL
indicators of the IEEE 802.11b/g/n Wireless Homeaiten

Connecting the WLAN Router. Tells how you can connect the IEEE 802.11b/g/r
Wireless Home Router to your xDSL/Cable Modem.

Technical SpecificationsLists the technical (general, physical and envitental,
performance and Routers settings) specificatiorthelEEE 802.11b/g/n Wireless
Home Router.




INTRODUCTION

With the explosive growth of the Internet, accegsimformation and services at
any time, day or night has become a standard rmeint for most people. The era
of the standalone PC is waning. Networking techgwlts moving out of the
exclusive domain of corporations and into home# attleast two computers.

This integrated access device combines Internewgat functions with wireless

LAN and Fast Ethernet switch. Designed for the thess and home, it saves you
the cost of installing a separate modem and ISe far each computer, while

providing ready connection for the users, with @dhaut the network wires.

Broadband network access is also gaining groundveder, allowing more than
two computers to access the Internet at the sanermeans less affordable, higher
costs. Thus, there is a need to share one publadtffess over a single Internet
connection to link the home with the Internet.

The scarcity of IP addresses and using a sharedngtt connection through an
Internet sharing device can solve high network s€@msts. All linked computers
can make full use of broadband capabilities ovehsudevice.

This device not only comes equipped with a widegeaof features, but also can be
installed and configured right out of the box. THmvice supports a simple local
area network and Internet access share, offeriegt gost savings.

The local area network connects home computersevdido allowing any of the
computers to access the Internet, share resowceday online games—the basis
of the family computing lifestyle.

Applications:

Broadband Internet access:

Several computers can share one high-speed broddbannection through
wireless or wired (WLAN, LAN and WAN-Internet).

Resource sharing:

Share resources such as printers, scanners angoetigherals.

File sharing:

Exchange data, messages, and distribute filesrtfalsng good use of hard disk
space.

Online gaming:

Through the local area network, online gaming armbr@merce services can be
easily setup.

Firewall:

A built-in firewall function — for security and artacking systems.




Supported Features:

- Wi-Fi compliant with IEEE 802.11n and IEEE 802.1d btandards

- 4 x 10/200Mbps Auto-MDIX LAN port and 1 x 10/100MdpVAN port
(Internet)

- 1 x USB 2.0 ports

- Supports Cable/DSL modems with Dynamic IP, St&®icRPPoE, PPTP,
L2TP & BigPond connection types

- High-speed up to 300Mbps data rate using IEEE 8®2cbnnection

- 2 external antennas support high speed perfornamtgreat coverage
with MIMO technology

- Firewall features Network Address Translation (NAGNd Stateful Packet
Inspection (SPI) protects against DoS attacks

- Support Wi-Fi Protected Setup (WPS) for easy cotmec

- Universal Plug and Play (UPnP) and Application Llé&vateway support
for internet applications such as email, FTP, gamiamote desktop, Net
Meeting, telnet and more

- Provides additional security of enable/disable less SSID, Internet
Access Control (MAC Address, Domain & IP Filtering)

- Easy management via web browser and remote manageme

- Supports 64/128-bit WEP, WPA/WPA2 and WPA-PSK/WPF2ZK

- Works with Windows 95/98/NT/2000/XP/2003 Serverfdid.inux and
Mac OS

- Coverage up to 100 meters (330ft.) indoor;(depemdse environment)

- Coverage up to 300 meters (980ft.) outdoor;(dependbe environment)




Wireless Performance Considerations
There are a number of factors that can impact #rgea of wireless devices.

1. Adjust your wireless devices so that the signédaseling in a straight path,
rather than at an angle. The more material theasigas to pass through the
more signal you will lose.

2. Keep the number of obstructions to a minimum. Eaxs$truction can reduce the
range of a wireless device. Position the wiretBssces in a manner that will
minimize the amount of obstructions between them.

3. Building materials can have a large impact on yeweless signal. In an indoor
environment, try to position the wireless deviceshat the signal passes
through less dense material such as dry wall. ®emeterials like metal, solid
wood, glass or even furniture may block or degtheesignal.

4. Antenna orientation can also have a large impagtoam wireless signal. Use
the wireless adapter’s site survey tool to deteentire best antenna orientation
for your wireless devices.

5. Interference from devices that produce RF (raddgquiency) noise can also
impact your signal. Position your wireless deviaesy from anything that
generates RF noise, such as microwaves, radiosayydmonitors.

6. Any device operating on the 2.4GHz frequency wallise interference. Devices
such as 2.4GHz cordless phones or other wirelesstes operating on the
2.4GHz frequency can potentially drop the wirelegsal. Although the phone
may not be in use, the base can still transmitlessesignal. Move the phone’s
base station as far away as possible from yourlegsadevices.

If you are still experiencing low or no signal caes repositioning the wireless
devices or installing additional access pointse Tike of higher gain antennas may
also provide the necessary coverage dependingeoentfironment.




UNPACKING AND SETUP

This chapter provides unpacking and setup infolmnator the IEEE 802.11b/g/n
Wireless Home Router.

Unpacking

Open the box of the WLAN Router and carefully uripiicThe box should contain
the following items:

+ Wireless N Home Router

¢ CD-Rom (User’s Guide)

+ Multi-Language Quick Installation Guide

+ External power adapter

¢ 1.5m (5ft) Cat.5 Ethernet Cable

If any item is found missing or damaged, pleasetaminyour local reseller for
replacement.

Setup

The setup of the WLAN Router can be performed pigpesing the following
methods:

+ The power outlet should be within 1.82 meters @)fef the Broadband Router.

+ Visually inspect the DC power jack and make sueg this fully secured to the
power adapter.

+ Make sure that there is proper heat dissipationaatetjuate ventilation around
the Broadband Router. Do not place heavy objatth® Broadband Router.

+ Fix the direction of the antennas. Try to place\fieeless Router in a position
that can best cover your wireless network. Normadhe higher you place the
antenna, the better the performance will be. Therara’s position enhances the
receiving sensitivity.




HARDWARE INSTALLATION

Front Panel

The figure below shows the front panel of the IEEE.11b/g/n Wireless Home
Router.

Front Panel

POWER
This indicator lights green when the hub is recepewer, otherwise it is off.

Status

This indicator blinking green means the WLAN Rouiemworking successfully.
Otherwise, this indicator always on or off mearss filmction of the WLAN Router
has failed.

WAN (Link/ACT)
The indicators light green when the WAN port is mected to a xDSL/Cable
modem successfully.

The indicators blink green while the WAN port waansmitting or receiving data
from the xDSL/Cable modem.

WLAN (ACT)

This indicator lights green when there are wirelesssices connected and
transmitting data to the WLAN Router.

LAN (Link/ACT)
These indicators light green when the LAN portsevasnnected successfully.

These indicators blinking green while the LAN poxsre accessing data.
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USB
One USB ports to share either USB storage devicpsiters over the network.

Rear Panel

The figure below shows the rear panel of the IEBR.81b/g/n Wireless Home
Router.

Rear Panel

RESET

Use a pin-shaped item to push to reset this ddwiéactory default settings. It will
be a useful tool when the manager forgot the pasbwm login, and needs to
restore the device back to default settings.

Antenna

There are two 2dBi gain antennas on the rear ganelireless connection.

LAN (1-4)

Four RJ-45 10/100Mbps Auto-MDIX ports for connegtito either 10Mbps or
100Mbps Ethernet connections.

WAN
In the four port broadband Router, there is an R1-@100Mbps Auto-MDIX port
for the WAN that connects to the xDSL/Cable modemifiternet connectivity.

POWER (DC IN)
Plug the power adapter to this power jack

POWER switch (ON/OFF Switch)
Press this button to turn the unit on or off.




Side Panel

The figure below shows the side panel of the IEBR.81b/g/n Wireless Home
Router.

WPS (side panel)
Push this button to execute the Wi-Fi Protectedsptocess.

Hanging Way

User can mount the device on a wall. Mount the Nydorew anchors into a cement
wall and then drive a screw into the Nylon screwhanms. It does not need to mount
the Nylon screw anchors into a wood wall. Hook tih@unting holes of the switch
back on the screws and completed the wall-mount.




Hardware connections

Connecting the WLAN Router

Wireless N Home Router
(TEW-652BRP)

Workstation with
Wireless N USB Adapter .

* (TEW-844U8) <

. Plug in one end of the network cable to the WAN p6the WLAN Router.
. Plug in the other end of the network cable to thieeEnet port of the xDSL or

Cable modem.

. Use another network cable to connect to the Etherasd on the computer

system; the other end of the cable connects toL&ki port of the WLAN
Router. Since the IEEE 802.11b/g/n Wireless Homat&ohas four ports, you
can connect up to four computers directly to thé. drhen you do not have to
buy a switch to connect these computers since on&N\Router functions both
as a connection-sharing unit and as a switch.

Check the installation

The control LEDs of the WLAN Router are clearly ible and the status of the
network link can be seen instantly:

1.

With the power source on, once the device is caeddo the broadband modem,
the Power, System, LAN, WLAN and WAN port LEDs d¢iet WLAN Router
will light up indicating a normal status.

. When the WAN Port is connected to the ADSL/Cabladem, the WAN LED

will light up.

. When the LAN Port is connected to the computeresystthe LAN LED will

light up.




PC NETWORK TCP/IP SETTING

The network TCP/IP settings differ based on the mater's operating system
(Win95/98/ME/NT/2000/XP/Vista) and are as follows.

Windows 95/98/ME

1. Click on the ‘Network neighborhood’ icon found on the desktop.

2. Click the right mouse button and a context menulvalshow.

3. Select Properties’ to enter the TCP/IP setting screen.

4. Select ‘Obtain an IP address automatically on the ‘1P address field.

TCP/IP Properties 2] x|

Bindings | Advanced | HeiBiDs |
DNS Configuration ] Giateway l wING Configuration [P Addiess

An IF address can be automatically assigned to-this computer.
IFpour nebwark daes not automatically assign [P addresses, ask
wour nehiark administrator for an address. and then' type it in
the space below.

¢ btain an P address sutomaticalls

4 Specify an P address

IEEdd e |]|] b i |

Subrethissk (255265255 0|

] |
5. Select Disable DNS in the “DNS’ field.

TCP/IP Properties (2] x]

Bindings | Advanced | HeBIDS
DS Configuration i Gateway i WINS'Eanigura[ion'i IP &ddress

 Disatle DNG
" EnableDNS

et I,,:H LrGrE; ! i
[5G Gemer Search e
T rri L |

168.95.192
203.66:59.251

Lomiam St EanehiEder
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6. Select None’ for the “Gateway addressfield.

TCP/IP Properties EE

Bindings i Advanced I MelBlOS i

DS Configuiation  Gatewsy | wiNS Configuration | 1P Address

The first gatewayin the Installed Gateway list will be the default
‘The addrezs order in the listwill be the arder in which these
riachings are uzed.

Mew gateway:
I el

= Installed gateways:

Ok, I Cancel

Windows 2000

Double click on the My Computer” icon on the desktop. WherMy Computer”
window opens, open theControl Panel’ and then open theNetwork dialup
connectior applet. Double click on the “Local area networknaection” icon.

Select “Properties” to enter the TCP/IP settingdeoiv.

1. In the “Local area network status window, click on ‘Properties.”
2. In the “Local area network connectiori window, first select TCP/IP setting

and then selectProperties.”

3. Set both P address a

nd “DNS’ to Automatic confi

guration.

= A

Fi Advanced | lelp
T e e =

address [ 31 Hetwork and Disk-up Connections

”";EI L
Network and Dial-
C

Dl
apee. | 22 P oy o qot 1P setings sssianed autamatioalif you et suppors
i oL s o sk g etk sdmiristiator for

2l

this capabilty. Otheniss
the apprapiate IP s

' Obtain DNS server addiess automatically

" Usethe fallowing NS server add
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Windows XP / Vista

Point the cursor and click the right button on‘thly Network Place” icon.
Select “properties” to enter the TCP/IP settingdaiw.

1. Set ‘1P address to “Obtain an IP address automatically”

2. Set ‘DNS’ to “Obtain DNS server address automatically

Internet Protocol [TCP/IP) Properties EJ ®

General _.t’-‘-.ltemate Configuration

You can get P settings aszsigned automatically if your network, supparts
thiz capability. Othenaize, you need to ask wour netwark. administrator for
the appropriate 1P settings.

%) Obtain an IP address automatically
{7y Usge the following IP address:

{@i0btain DNS server addiess automaticalls

") Use the follawing DMS server addresses:

l_ Ok l[ Cancel ]

12



CONFIGURATION

First make sure that the network connections aretfoning normally.

This WLAN Router can be configured using Interneplérer 5.0 or newer web
browser versions.

Login to the WLAN Router through Wireless LAN

Before configuring the WLAN Router through WLAN, k®asure that the SSID,
Channel and the WEP is set properly.

The default setting of the WLAN Router that youlwise:
SSID: TRENDnNet652

Channel: 6

802.11 Mode: 802.11b/g/n mixed mode

Channel bandwidth: 20Mhz

Security: disable

Login to the WLAN Router

AN NI NN

Before you configure this device, note that when\tLAN Router, make sure the
host PC must be set on the subnet that can be accessed by the xDSL/Cable
modem. For example, when the default network addréthe xDSL/Cable modem
Ethernet interface is 192.168.10.x, then the h@ssRould be set at 192.168.10.xxx
(where xxx is a number between 2 and 254), anddéfault subnet mask is
255.255.255.0.

Using the Web Browser

1. Open Internet Explorer 5.0 or above Internet browse

2. Enter IP addredsttp://192.168.10.1the factory-default IP address setting) to
the URL web address location.

Address | @] http:if192.168.10.1

3. When the following dialog box appears, enter ther meme and password to
login to the main configuration window, the defaudername and password is
“admin’.

@ TREnDnET Wireless N Home Router
TEW-ES2BRU
_

Login

Copyright & 2008 TRENnet. All Fights Hecerved.
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Setup Wizard

Setup wizard is provided as part of the web comégan utility. User can simply

follow the step-by-step process to get the wireleaster configuration ready to run
in 6 easy steps by clicking on” the “Wizard” button the function menu. The

following screen will appear. Please click “Next’¢ontinue.

TEW-652BRU Setup Wizard

Step 1. Setyour new password

Step 2. Choose yourtime zone

Step 3. Set LAN connection and DHCP Server

Step 4. SetInternet connection
Step 5. Setwireless LAN connection

Step 6. Restan

Display wizard next time? & Yes O Mo B “update

Step 1. Set your new password
Setting the new admin password of the WLAN RouBease click “Next” to

continue.

Set Password

Password

Verify Password

Step 2: Choose time zone
Select the time zone from the drop down list. RdedEek “Next” to continue.

Choose Time Zone

| (GMT-08:00) Pacific Time (US & Canada) =]

14



Step 3: Set LAN connection and DHCP server

Set user’s IP address and mask. The default IB4s168.10.1. If the user chooses
to enable DHCP, please click “Enable”. DHCP enabfedble to automatically
assign IP addresses. Please assign the rangeadfitBsses in the fields of “Range
start” and “Range end”. Please click “Next” to dooe.

Set LAN & DHCP Server

LAN IP Address 192 168.10.1

LAN Subnet Mask 255 2552550
DHCP Server (%) Enable () Disable

Range Start 102.168.10.101

Range End 192 168.10.198 |

T R p—

Step 4. Set Internet connection
The WLAN Router will attempt to auto detect youtdmet Connection.

15



Obtain IP automatically (DHCP client):

Select Internet Connection Type

& Obtain IP automatically (DHCP client)
CFixed IP address

O PPPoE to obtain IP automatically

O PPPoE with a fixed IP address

I PPTP

OL2TP

O BigPond Cable

) Russia PPPoE

O Russia PPTP

O Russia L2TP

If the user has enabled DHCP server, choose "OBbRiautomatically (DHCP
client)" to have the WLAN Router assign IP addressgtomatically.

Set Dynamic |P Address

Host Name | TEyW.G52ERL
[optional)

MAC 00 |18 | &7

85 {optional)
Clone MAC Address |

16



Fixed IP Address:

“Select Internet Connection Type

) Obtain IP automatically (ODHCP client)
leed IP address

2 PPFoE to obtain IP automatically

O PPPoE with a fixed IP address
CPETP

OL2TP

C BigPend Cable

) Russia PPPoE

3Russia PPTP

(C Russia L2TP

If the Internet Service Provider (ISP) assignsxadilP address, choose this option
and enter the assigned WAN IP Address, WAN Subnaskyl WAN Gateway
Address and DNS Server Addresses for the WLAN Route

Set Fixed IP Address
WAN IP Address  0.0.0.0
WAN Subnet Mask  0.0.0.0
WAN Gateway Address 0.0.0.0

DNS Server Address 1  0.0.0.0

DNS Server Address 2 0.0.0.0

17



PPPoE to obtain IP automatically:

Select Internet Connection Type

) Obtain IP automatically (DHCP client)
O Fixed IP address

@ PPPOE to obtain IP automatically

O PPPoE with a fixed IP address

O PPTP

OL2ZTP

O BigPond Cable

2 Russia PPPoE

JRussia PPTP

O Russia L2TP

If connected to the Internet using a PPPoE (DiakiDBL) connection, and the ISP
provides a User Name and Password, then choosepts and enter the required
information.

Set PPPoE to obtain IP automatically

User Name

Password

Verify Password

18



PPPoE with a fixed IP address:

Select Internet Connection Type

{3 Obtain IP automatically (DHCP client)
' Fixed IP address

3PPPoE to obtain IP automatically

. ©PPPoE with a fixed IP address

O PPTP

OL2TP

O BigPond Cable

3 Russia PPPoE

Russia PPTP

C Russia L2TP

If connected to the Internet using a PPPoE (DiakDBL) connection and the ISP
provides a User Name, Password and a Fixed IP Addohoose this option and
enter the required information.

Set PPPoE with a fixed |P Address

User Name

Passward

Verify Password

IP Address 0.0.0.0
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Select Internet Connection Type

() Obtain IP automatically (DHCP client)
OFixed IP address

O PPPoE to obtain IP automatically

O PPPoE with a fixed IP address

O BigPond Cable
CRussia PPPoE
O Russia PPTP
(CRussia L2TP

If connected to the Internet using a PPTP xDSL ectian, enter your IP, Subnet
Mask, Gateway, Server IP, PPTP Account and PPT&wead.

Set PPTP Client
{#) DynamicIP () StaticIP
My IP 0.0.0.0
Subnet Mask 0000

GateWay

Server IP

PPTP Account

PPTP Password

Retype Password
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L2TP:

Select Internet Connection Type

) Obtain IP automatically {DHCP client)
OFixed IP address

O PPPoE to obtain IP automatically

O PPPoE with a fixed IP address
OPETE

OLatp

O BigPond Cable

) Russia PPPoE

2Russia PPTP

O RussiaL2TP

If connected to the Internet using a L2TP (DialxipSL) connection and the ISP
provides a Server IP, Account and Password infaomathoose this option and
enter the required information.

Set L2TP Client
® Dynamic P () StaticIP

My P 0.0.0.0

Subnet Mask 0.0.0.0

Gateway

Server IP

L2TP Account

L2TP Password

Retype Password
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Big Pond Cable(Australia):

" Select Internet Connection Type

) Obtain IP automatically {DHCP client)
O Fixed IP address

CPPPoE to obtain IP automatically

{3 PPPoE with a fixed IP address
COPPTP

COL2TP
. BigPond Cable

> Russia PPPoE

JRussia PPTP

CRussia L2TP

If your ISP is BigPond Cable, the ISP will providéJser Name, Password,
Authentication Server and Login Server IP (Optign&hoose this option and
enter the required information.

Set BigPond

Flease setyour BigPond Gable datathen press Mestto continue;

User Hame

Password S8R ERRAERERRRERRERRES

Verify | 1
0NN EEeERRERRRERERnn
Password ]

Auth Server | sm-server |

Login Server 1 :
P (optional)
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Russia PPPoOE:

Select Internet Connection Type

) Obtain IP automatically (DHCP client)
O Fixed IP address

O PPPoE to obtain IP automatically

) PPPoE with a fixed IP address
OPPTP

O L2TP

O BigPond Cable

@Rusma PPPoE

) Russia PPTP

C Russia L2TP

If your ISP is Russian PPPoE, the ISP will provaddser Name, Password. If you
have a Static IP WAN Physical IP Address, WAN Pbgstubnet Mask and WAN
Physical Gateway IP Address will be required. Geothis option and enter the
required information.

Set PPPoe (Russia)
O Dynamic IP & Static IP
User Name |
Passward essesssssssssssssssssssses

Verify
Password

IP Address || [1[]|
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Russia PPTP:

Select Internet Connection Type

C Obtain IP automatically (DHCP client)
OFixed IP address

O PPPoE to obtain IP automatically

O PPPoE with afixed IP address
OPPTP

OL2TP

:BigPond Cable

O Russia PPPoE

_©Russia PPTP

O Russia L2TP

If connected to the Internet using Russian PPTP LxB&nnection, enter your
server IP, PPTP Account and Password. If usingcSifatyou must enter your IP,
Subnet Mask, Gateway, Server IP, PPTP Account &idPHPassword.

Set PPTP Client (Russia)
& Dynamic 1P Static IP
MyIP (1000 1
Subnet Mask |
GateWay | |
Server IP

PPTP Account

PPTP 1
A EEEEESENEEEEREREERAEEE
Password

Retyne

Password
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Russia L2TP:

Select Internet Connection Type

) Obtain IP automatically (DHCP client)
O Fixed IP address

3 PPPoE to obtain IP automatically

3 PPPoE with a fixed IP address

O PPTP

OL2ZTP

' BigPond Cable

2 Russia PPPoE

O Russia PPTP

©@RussiaL2TP

If connected to the Internet using Russian L2TRaDp xDSL) enter your server
IP, PPTP Account and Password. If using Staticd& must enter your IP, Subnet
Mask, Gateway, Server IP, PPTP Account and PPT&wead.

Set L2TP Client (Russia)
@ Dynamic P O Static IP
MyIP |
Subnet Mask 0.0.0.0
GateWay | [0 |
Server P

L2TP Account

L2TP
Password

Retype
Password
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Step 5: Set Wireless LAN connection

Click “Enable” to enable Wireless LAN. If user etebthe Wireless LAN, type the
SSID in the text box and select a communicatiorankl. The SSID and channel
must be the same as wireless devices attemptiognioect to the WLAN Router.

Set Wireless LAN Connection

Wireless LAN ¥ Enable ("} Disable

SS5ID TRENDnet652

Channel |6 (5]

Step 6: Setup completed

The Setup wizard is now completed. The new settinidjsbe effective after the

WLAN Router restarts. Please click “Restart” tooebthe WLAN Router. If user

does not want to make any changes, please click™texquit without any changes.
User also can go back to modify the setting bykatig “Back”.

Setup Complete

Click "Restart” button to save the settings and restart Wireless Router.
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Advanced configuration

Main

The screen enables users to configure the LAN & DPHServer, set WAN
parameters, create Administrator and User passwarak set the local time, time
zone, and dynamic DNS.

LAN & DHCP Server
This page allows the user to configure LAN and DH&é&perties, such as the host

name, IP address, subnet mask, and domain name. dnANDHCP profiles are
listed in the DHCP table at the bottom of the seree

TEW-652BRU

TRENDNET Wireless N Home Router

am

" LAN & DHCP Server i

Host Hame | TEW-652ERU

IP Address | 192,168,101

Subnet Mask 5255.255255.0

Wireless DHCP Server| @ Enabled O Disabled
Stacas Start Ip | 162168 10,101
-y a— End P 152.168.1019%
outing !
— Domain Name
DCESS ! L

Lease Time 1 Week :j

Static DHCP | & Enabled O Disabled

Name

IP Address |

Mac Address ||

Static DHCP List

IP Address MAC Address

Host Name: Type the host name in the text box. The host neamequired by
some ISPs. The default host name is "TEW-652BRP".

IP Address: This is the IP address of the WLAN Router. Thead#fIP address is
192.168.10.1.

Subnet Mask: Type the subnet mask for the WLAN Router in the teox. The
default subnet mask is 255.255.255.0.

DHCP Server: Enables the DHCP server to allow the WLAN Router t

automatically assign IP addresses to devices ctingeto the LAN. DHCP is
enabled by default.
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All DHCP client computers are listed in the tabletlae bottom of the screen,
providing the host name, IP address, and MAC agdrEthe client.

Start IP: Type an IP address to serve as the start of thrari§e that DHCP will

use to assign IP addresses to all LAN devices aiadd¢o the WLAN Router.

End IP: Type an IP address to serve as the end of thanderthat DHCP will use
to assign IP addresses to all LAN devices conndotéie WLAN Router.

Domain Name: Type the local domain name of the network in & box. This

item is optional.

Lease Time: The lease time specifies the amount of connedtiae a network
user be allowed with their current dynamic IP addre

WAN

This screen enables users to set up the WLAN R&£X connection, specify the
IP address for the WAN, add DNS numbers, and ¢neeMAC address.

TEW-652BRU

TRENDNET Wireless N Home Router

‘Main
Help

DHCP Clisnt or Fined IP [

@ obtain IP Automatically
O Specify IP
‘Whreless IP Address
Status
Routing
Rccess
anagemenr. . T
ols MAC RUUTESS | ™ o e MAC Address

Subnet Mask [0:005

Default Gateway | L0010

DNS 1|[00.00

DNS 2 0,000

Copyright © 2010 TRENDnet. All Bights Reserved.

Connection Type: Select the connection type, either DHCP clienke#i IP,
PPPoE, PPTP, L2TP or BigPond Cable from the droprddst.
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WAN IP: Select whether user wants to specify an IP addressually, or want

DHCP to obtain an IP address automatically. WheecByp IP is selected, type the
IP address, subnet mask, and default gateway inetktteboxes. User’'s ISP will

provide with this information.

DNS 1/2:Type up to three DNS numbers in the text boxesr'dsSP will provide
this information.

MAC Address: If required by user’'s ISP, type the MAC addresgha WLAN
Router WAN interface in this field.

Password

This screen enables users to set administrative @&l passwords. These
passwords are used to gain access to the WLAN Ruougzface.

@ TReNDneT T

TEW-652BRU
ain
Password Telp

Administrator (The login name is "admin")

‘Wireless
"Rouwong
Access
"Management |
ools

Copyright © 2010 TRENDnet_All Bights Reserved

Administrator: Type the password the Administrator will use t@ lmto the
system. The password must be typed again for ecoafion. The Administrator can
also authorize users the ability to configure theAM Router.

User: Type the password the User will use to log inhte $ystem. The password
must be typed again for confirmation.
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Time
This screen enables users to set the time andataiee WLAN Router's real-time
clock, select properly time zone, and enable aldesdaylight saving.

TEW-652BRU

TRE“D“ET Wireless N Home Router

Help

ocal Time | Juli2012010 17:58:46
(GMT-08:00) Pacific Time (US/Canada), Tifnana

the | Mol [

Wireless

"Status Default NTR ||

Senver
Houting
Access

vear| 2010 [ wonth Tl [ piay| 20 1)

Hour | 17 L:,: Minute | 3 @;Second:’l‘s :,:

Set the time

Daylight Enabled Disabled
Saving | Start " S

End oY

[ p—

Whizard

Copyright © 2070 TRENDnet. Al Rights Reserved.

Local Time: Displays the local time and date.
Time Zone: Select the time zone from the drop-down list.

Synchronize the clock with: Select the clock adjustment method form the drop
down list.

Automatic: Automatically adjust the system timenfrdéNTP Server.
Manual: Manually adjust the system time when yasprtheSet Timebutton.

Default NTP server: The Simple Network Time Protocol (SNTP) serveowt
the WLAN Router to synchronize the system clockhglobal Internet through
the SNTP Server. Specify the NTP domain name adidifess in the text box.

Set the time: Manually setting the WLAN Router system time, grédseSet Time
button to update the system time.

Daylight Saving: Enables users to enable or disable daylight satimg. When
enabled, select the start and end date for daydiaNing time.
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Dynamic DNS

This synchronizes the DDNS server with your curf@ablic IP address when you
are online. First, you need to register your prefie DNS with the DDNS provider.
Then, please select the DDNS address in the Séwdress and fill the related
information in the below fields: Host Name, Usemiaand Password.

TEW-652BRU

TRE“D“ET Wireless N Home Router
= Dynamic DNS T help

= LAN & DHCP Server

= WAH
DDNS |  Enabled @& Disabled

= Password

- Time ‘Server Address | [nlins com
- Dynamic DHS Host Name.
Wireless |
"Recess

Management

User Name | |

p o

Tools

Wizard

Copyright © 2010 TRENDnet. All Rights Reserved.
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Wireless

This section enables users to configuration theleséis communications parameters
for the WLAN Router.

Basic

This page allow user to enable and disable thelegiseLAN function, create a
SSID, and select the channel for wireless commtinits.

TEW-652BRLI

TRE“DnET Wireless N Home Raouter

ain -
Basic Help

Wireless

Wireless| & Enabled ' Disabled
ssiD | TRENDnets52

: Auto Channel
= WiFi Protected Setup -
Channel | © (Dormain: unknow )

Status o e ey
: 802,11 Mode || 247z 802,11 bigh mived mode |1

"Houting ' Channel Width || 20 MHz ~

Access SSID Broadeast| & Enakled ) Disabled

WW WM | & Enabled (O Disabled

“Tools

izard

Copyright © 2010 TRENDnet. All Rights Reserved.

Enable/Disable:Enables or disables wireless LAN via the WLAN Raut

SSID: Type an SSID in the text box. The SSID of any {gge device must match
the SSID typed here in order for the wireless devi access the LAN and WAN
via the WLAN Router.

Channel: Select a transmission channel for wireless comaations. The channel
of any wireless device must match the channel salebere in order for the
wireless device to access the LAN and WAN via theAN Router.

802.11 Mode:Select one of the following:

®2.4Ghz 802.11b/g mixed mode Select if you are using both 802.11b and
802.11g wireless clients.

02.4Ghz 802.11b/g/n mixed mode Select if you are using a mix of 802.11n,
119, and 11b wireless clients.

®2.4Ghz 802.11n only Select if you are using 802.11n wireless cliemtty.
Channel Width: Select the Channel Width:

®20MHz — This is the default setting. Select this optibgou are not using
any 802.11n wireless clients.
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® Auto 20/40 MHz - Select this option if you are using both 802.&twl non-
802.11n wireless devices.

SSID Broadcast:While SSID Broadcast is enabled, all wirelessntgewill be able
to view the WLAN Router's SSID. For security purpes users may want to
disable SSID Broadcast to ensure only authoriziethtsl have access.
WMM: Enable the Wi-Fi Multi-Media will offer Wi-Fi netarks stable that
improve the user experience for audio, video, amdevapplications by prioritizing
data traffic.

Security

TEW-652BRU

@ TRenDneT e

am

Security

IPEESS

« WiFi Protected Setup

Routmg
Access
Management
Tools

Wizard

Copyright © 2070 TRENDnet. All Rights Reserved.

Authentication Type: The authentication type default is set to openesyst
There are four options: Disabled, WEP, WPA, WPA& WP A-Auto.

33



WEP Encryption

TRE“D“ET Wireless N Home Router

TEW-652BRU

ain’

Wireless |

Security Help

Authentication Type || WEP E

@& Open System O Shared Key
e || HEX [::
EE|

= WiFi Protected Setup

Btatus

[ORULLLL

TE— o
“Wianagemert o
ools | w - -

Copyright © 20710 TRENDnet. All Rights Reserved.

WEP: Open System and Shared Key requires the usertta S®&EP key to
exchange data with other wireless clients that hbeesame WEP key..

Mode: Select the key type: ASCII or HEX

WEP Key: Select the level of encryption from the drop-doketh The WLAN
Router supports, 64 and 128-bit encryption.

Key 1. Enables users to create WEP keys with WPS endldi@aually enter a set
of values for Key 1. Or

Key 1 ~ Key 4: Enables users to create up to 4 different WEP katts WPS
disabled. Manually enter a set of values for eael. ISelect a key to use by
clicking the radio button next to the key.
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WPA/WPA2/WPA-Auto Security with EAP

TEW-652BRU

TRE“D“ET Wireless N Home Router

Main
Wireless

Security Help

Authentication Tyne |

PSKEAP| O PSK (2 EAP

Cipher Type| & TkIP O AES O Auto

= WiFi Protected Setup:
RADIUS Server 1| |p 10000
Biatus

'i:ufihg

Access

Port 1812

Shared Secretj ----------

RADIUS Server 2| |p 0000

S it Fart sz |
DUIS Shared Secret wsssssnene
Wizard Sy — |

Bopyright © 2010 TRENDnet. All Rights Reserved.

If WPA, WPA2 or WPA-Auto EAP is selected, the ab®eeeen is shown. Please
set the length of the encryption key and the patarador the RADIUS server.

Cipher Type: Select the cipher type for TKIP or AES encrypti@elected Auto
for auto detects the cipher type.

RADIUS Server:
1. Enter the IP address, Port used and Shared Segrd#tebPrimary Radius
Server.

2. Enter the IP address, Port used and Shared SecitbéebSecondary Radius
Server. (optional)
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WPA/WPA2/WPA-Auto Security with PSK

TEW-652BRU

TREnDnET Wireless N Home Router

amn

Wireless

Security Help

Authentication Type| l“

PSK(EAP| Pk O EAF
Cipher Type| & TKIP O 285 O Auto

= ¥WiFi Protected Setup
tatus

Routing

Passphrase :

Confirm Passphrase :

Access
anagement
ools

Copyright € 2010 TRENDnet. All Rights Reserved.

If WPA, WPA2 or WPA-Auto PSK is selected.

Cipher Type: Select the cipher type for TKIP or AES encrypti@elected Auto
for auto detects the cipher type.

PassphraseThe length should be 8 characters at least.
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Advanced
This screen enables users to configure advancetiess functions.

TEW-652BRU

TRE“DnET Wireless N Home Router

Main
Advanced

Wireless .

Beacon Interval (default: 100 msec, range:25~1000)

RTS Threshold | - | (default:2348, range: 266~2346)

Fragmentation

Threshold |- | (default: 2346, range: 1600~2345, even number on

= WiFi Protected Setup

Status . DTN Interval (default 1, range: 1~255]

Routing
Access
"Management |
ools

Wizard

Copyright © 2010 TRENDnet. All Rights Reserved.

Beacon Interval: Type the beacon interval in the text box. Usersjagcify a value
from 25 to 1000. The default beacon interval is.100

RTS Threshold: Type the RTS (Request-To-Send) threshold in tkelex. This
value stabilizes data flow. If data flow is irregulchoose values between 256 anc
2346 until data flow is normalized.

Fragmentation Threshold: Type the fragmentation threshold in the text bibx.
packet transfer error rates are high, choose vabedseen 1500 and 2346 until
packet transfer rates are minimized. (NOTE: set fligmentation threshold value
may diminish system performance.)

DTIM Interval: Type a DTIM (Delivery Traffic Indication Messagaijterval in
the text box. User can specify
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Wi-Fi Protected Setup
This screen enables users to configure the Wi-Gligleted Setup function.

TEW-652BRU

@ TRenDner e

amn

Wi-Fi Protected Setup Tieln
WPS| @ Enabled O Disabled W

UnCaonfigured Configured

IPEESS

« WiFi Protected Setup St PN Number | 63570285

“Satus Client PIN Humber

Recess

"Management |

- —
Wizard

Copyright © 2070 TRENDnet. All Rights Reserved.

WPS: Enable or Disable the WPS (Wi-Fi Protected Setup{tion

Status: Display the state (Un-configured State/Configuitdte) information of
WPS.

Self-PIN Number: Display the default PIN number of the WLAN Router.

Client PIN Number: Type Client PIN number the client uses to negetwaith the
WLAN Router via WPS protocol. It is only used wheasers want their station to
join the Router's network.

Push Button Configuration: Clicking theStart PBCbutton will invoke the Push
Button Configuration (PBC) method of WPS. It isymlsed when WLAN Router
acts as a Registrar.
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Status

This selection enables users to view the statute@fWLAN Router LAN, WAN
and Wireless connections, and view logs and Stigtertaining to connections
and packet transfers.

Device Information

This screen enables users to view the WLAN Routefbl, Wireless and WAN
configurations.

TRE"D”ET Wireless N Home Router

TEW-652BRU
Main

_ Device Information Felp

“Wireless

e Firmware Version: 1.00.08
Router up time : 0 Day, 7:02:54

= Device Information
= Log

= Log Setting
- Statistic MAC Address [00:18:e7 52:27 65

= Wireless Connection | DHCP Client Disconnes oy | DHCE Release ” LHCE

Houting ! IP|0.0.0.0
e Subnet Mask |0.0.0.0
Access \
Default Gateway | 0.0.0.0
"Management |
ool Wireless
Viza ! MAC Address |00:18:e7:6a:27.e4
‘Connection [S02.11n AF Enable

DNS(0.0.0.0

‘§5ID | TREMDnetE52

Channel | &

Authentication | Disable

MAC Address |00:18:e7:62:27.24

IP Address | 192.168.10.1

Subnet Mask | 255.255.255.0

DHCP Server |Enabled DHCP Tahle

Copyright © 2040 TRENDnet. All Rights Reserved.

Firmware Version: Displays the latest build of the WLAN Router firrare
interface. After updating the firmware in Tools krRware, check this to ensure
that the firmware was successfully updated.

WAN: This section displays the WAN interface configimatincluding the MAC
address, Connection status, DHCP client statugdtifess, Subnet mask, Default
gateway, and DNS.

Wireless: This section displays the wireless configuratiofoimation, including
the MAC address, the Connection status, SSID, Gilaand Authentication type.

LAN: This section displays the LAN interface configioatincluding the MAC
address, IP Address, Subnet Mask, and DHCP SetaarsSClick “DHCP Table”

to view a list of client stations currently conregttto the WLAN Router LAN
interface.
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Click “DHCP Release” to release all IP addresses assigned to clietibrssa
connected to the WAN via the WLAN Router. ClidRHCP Renew” to reassign
IP addresses to client stations connected to th&lWA

Log
This screen enables users to view a running ldgaafter system statistics, events,
and activities. The log displays up to 250 entr@kler entries are overwritten by
new entries. The Log screen commands are as fallows

Click “First Pagé to view the first page of the log

Click “Last Pagéto view the final page of the log

Click “Previous Pagetto view the page just before the current page

Click “Next Pageto view the page just after the current page

Click “Clear Lod to delete the contents of the log and begin a logw

Click “Refresh to renew log statistics

TRENDNET Wireless N Home Router
TEW-652BRU
ain T
Help
Wireiess ;
= Device Information age: 172

= Log Message
= Log Setting

Sending discover...

= Statistic read fetefhosts - 1 addresses

FftiElcss campile time options: no-1PvE GRU-getopt no-15C-

’-ﬁ—_.—- = leagefile no-DBus no-18M no-TFTP
outing
started, version 2.41 cachesize 150
'DCEE"ES Sending discover...
anagement 57 device_lan_ip=192.168.10.1 ,

device_lan_subnet_mask=255.255.255.0

“Tools | AT DHCP server start.

Wizard 57 Sending discover...

DHCP client start.

[Initialized, firmware version: 1.00]

Copyright £ 2070 TRENDnet. All Rights Reserved

Time: Displays the time and date that the log entry gvaated.
Message Displays summary information about the log entry.

40



Log Setting
This screen enables users to set Router Log pagesnet

TREnDnET Wireless N Home Router

TEW-652BRU

wn E :

_ Log Setting Help
Wireless |

At SMTP Authentication | 0 Enabled &) Disabled

= Device Information SMTP Account ||

=ileog SMTP Password | ===
= Log Setting

SMTP Server |
= Statistic

= Wireless From Email Address ||

m?l‘lg— To Email Address ||

E-mail Logs | ) hen log is full

Access
anagement '
ools

Whzard |

® [BeySwiy [0 [ a0

Syslog Server | [00.0.0

Log Type Systern Activity
[ Debug Infarmation
Aftacks

O Dropped Packets
Motice

Copyright © 2010 TRENDnet: All Rights Reserved.

SMTP Authentication: Selected the Enabled if the SMTP server need fo
authentication, fill in account name and passwordSMTP Account field and
SMTP Password field.

SMTP Account: If the SMTP Authentication enabled, fill in the SMTaccount
name here.

SMTP Password:If the SMTP Authentication enabled, fill in the pasrd of the
SMTP account here.

SMTP Server: Type your SMTP server address here.
From Email address: Type an email address for the log to be sent from.

To Email address: Type an email address for the log to be sent ick CEmail
Log Now to immediately send the current log.

E-mail Logs: When log is full- The time is not fixed. The log will be sent whée log
is full, which will depend on the volume of traffic
Every day, Every Monday ... - The log is sent on the interval specified.

o If "Every day" is selected, the log is sent attihee specified.

o If the day is specified, the log is sent once peeky on the specified day.

o Select the time of day you wish the E-mail to batse

o If the log is full before the time specified to dat it will be sent regardless.
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Syslog Server:Type the IP address of the Syslog Server if usartsvthe WLAN
Router to listen and receive incoming Syslog messag

Log Type: Enables users to select what items will be indudehe log:

System Activity: Displays information related to WLAN Router opeoati

Debug Information: Displays information related to errors and systen
malfunctions.

Attacks: Displays information about any malicious activaty the network.

Dropped Packets: Displays information about packets that have neénb
transferred successfully.

Notice: Displays important notices by the system admiaietr

Statistic

This screen displays a table that shows the ratpacket transmission via the
WLAN Router’s LAN, Wireless and WAN ports (in bytpsr second).

TEW-652BRU

TREnDnET Wireless N Home Router

atn

 Statistic

Wireless

| Utilization {packets)

) 7 Send Peak
= Device Information

Receive Peak
= Log

+ Log etting —

= Statistic

= Wireless

Routing

Access
oals

Copyright € 2010 TRENDnet. All Rights Reserved.

Click “Reset” to erase all statistics and begin logging stassiigain.
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Wireless

This screen enables users to view information abautless devices that are

connected to the WLAN Router.

@ TRenDneT

an .
_ Wireless
Wireless '

Status n
Connected Time

Wireless N Home RBouter
TEW-652BRU

Help

MAC Address

= Device Information
Oday 00:03:08

= Log

= Log Setting

= Statistic

= Wireless

Houting |

Access

Management
Tools -
Wizard

Connected Time:Displays the time duration of wireless clients mection to the

WLAN Router.

00:1f.3b:00: ed:53

Copyright © 2010 TRENDnet. Al Rights Reserved.

MAC Address: Displays the wireless client's MAC address.
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