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LEDS Description

The Router's LEDs are located on the front panel.

Name | Status Indication
Off No Power
PWR
On Power on
On The wireless function is enabled
WLAN
Flashing | The wireless is sending and receiving data
Off There is no device linked to the corresponding port
On There are devices linked to the corresponding
WAN
ports but no data transmitted or received.
Flashing | Sending or receiving data over corresponding port
Off There is no device linked to the corresponding port
LAN On There are devices linked to the corresponding
(1~4) ports but no data transmitted or received.
Flashing | Sending or receiving data over corresponding port
Off The WPS function is disenable
On The WPS function is enable
WPS
Flashing | Wireless router with WPS function is
auto-negotiate network client authentication.




Reset Button

There are two ways to reset the router's factory defaults:

1) Use the Factory Defaults function on Management -> Save/Reload
Settings page in the router's Web-based Utility.

2) Use the Factory Default Reset button: With the router powered on,
use a pin to press and hold the Reset button (about 6 seconds) until the
LED flash once. And then release the button and wait the router to reboot
to its factory default settings.

Configuring the Router
In the |E browser, type "192.168.2.1" into the login screen.

@ /¥ B http:/f192.168.2.1

Enter you username and password, the default username is "admin",
and the default password is "admin".
After your successful login, you can see the interface as follows:



SOHO Router
02110 Wireless fouter

Waiard Home
C
L Welcome to he Netwerk Setup Wizard,

The Metwork Setup will guide fe four quick steps 1o
( natworking. Fiease cck Host
Ly
—
- Sten 1 Selup an Interne! connochion
Wirsltss E

Step 2 Restan

Slep 3. Fmware updabe

You can configure and manage the router. To apply any settings you
have altered on the page; please click the Apply Change button.

1 TCP/IP SETUP

1.1 LAN Setup

The LAN on this page to set the relevant parameters, click Apply;
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IP Address 192.168.2.1
Subnet Mask 255.255.255.0

Domain Name WRTS2N (Optional)

@ Enable O Disable

O1om O100m ®AuTO

Apply  Cancel  Help

IP Address: The Router’s LAN IP addresses (not your PC'’s IP
address). 192.168.2.1 is the default value.

Subnet Mask: It's  shown the Router’s subnet mask for
measurement of the network size. 255.255.255.0 is the default value.

DNS Relay: The default value is Enable.

LAN SPEED: The default value is AUTO.
Notice:

Once you modify the IP address, you need to remember it for the
Web-based Utility login next time.

1.2 DHCP Setup

In the Page Setup DHCP, and set the range, click Apply;



DHCP Server @ Enable O Disable

Starting IP Address 192.168.2.[100
Ending IP Address 192.168.2. [200
Lease Time 1Day ¥

C Enable & Disable
Haost Mame
IP Address 192.168.2
MAC Address L L L L

DHCP Client PC-201110112050,192.168.2.101,00:87:12:05:39:08 v

Apply  Cancel  Help

DHCP Server: DHCP type is Enable and Disable. The default value
is Enable.

Starting IP address: Specify an IP address for the DHCP Server to
start with when assigning IP addresses. 192.168.2.100 is the default
start address

Ending IP address: Specify an IP address for the DHCP Server to end
with when assigning IP addresses. 192.168.2.200 is the default end
address;

Lease Time: The Address Lease Time is the amount of time a
network user will be allowed connection to the Router with their current
dynamic IP Address. Enter the amount of time in days and the user will
be "leased" this dynamic IP Address. After the time is up, the user will
be automatically assigned a new dynamic IP address. The default
value is 1 day.

Static DHCP: If you select Enable, you can set the client's IP address
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and MAC address binding together.
1.3 WAN Setup

1.3.1 DHCP Mode
In the Page Setup WAN port connection type is DHCP, click Apply;

(%) Dynamic IP Address
© Static IP Address
() PFPOE

O FPPTP

OLete

Host Name
MAC Address

Primary DNS Address
Secondary DNS Address
MTU

Automatic Reconnection

Obtain an IP address automatically from your ISP.
Set static IP information provided to you by your ISP
Choose this option if your ISP uses PPPoE.

PPTP

L2TP

WRTSZN (Optional)

Clone MAC Address

(Optional)

(Optional)
1500

@ Enable O Disable

Apply  Cancel  Help

1.3.2 Static Mode

In the Page Setup WAN port connection type is static IP, IP address,
gateway address, DNS must be in accordance in front of the actual grid
environment settings, click Apply;



) Dynamic IP Address Obtain an IP address automatically from your ISP.

(%) Static IP Address Set static IP information provided to you by your ISP.
CPPPOE Choose this option if your ISP uses PPPoE.
OPpPTP PPTP

OLzte L2TP

IP Address 0.0.0.0

Subnet Mask 0.0.0.0

ISP Gateway Address 0.0.0.0

= = r = (Optionaly

Clone MAC Address

MAC Address

Primary DNS Address
Secondary DMS Address (Cptional)
MTU 1500

Apply  Cancel  Help

IP Address: Input ISP provide IP address

Subnet Mask: Input the corresponding subnet mask

ISP Gateway: Input ISP provide Gateway address

MAC Address: Input clone MAC address (optional),

Primary DNS Address: Input ISP provide DNS address;
Secondary DNS Address: Input ISP secondary DNS address ;
(optional)

1.3.3 PPPoE Mode
In the Page Setup WAN port connection type is PPPoE, please enter
your local ISP to provide the user ID and password, and click Apply.



© DynamicIP Address
) static IP Address

@ PPPOE

QOPPTP

Qe

PPPOE User Name
FFPPoE User Password
Confirm Password
Senvice Name

IP Address
MAC Address

Primary DNS Address
Secondary DNS Address
Maximum Idle Time

MTU

Connection mode

Obtain an IP address automatically from your ISP,
Set static IP information provided to you by your ISP
Choese this option if your ISP uses PPPoE

PPTP

L2TP

® Dynamic PFPoE ) Static PPPoE

(Optional)

Clone MAC Address

(Optional)

(Cptional)
s Win
1482

{E‘AU‘O connection C) Manual connection C‘Connecﬁon in
use

Apply Cancel  Help

PPP over Ethernet:

dynamic.

Dynamic PPPoE or Static PPPoE; Are usually

User Account: Input ISP provide user account;

User Password: Input ISP provide user password;

Confirm Password: Confirm your ISP provide user password;
MTU: Maximum Transmission Unit. It is the size of largest
datagram that can be sent over a network. The default value is 1492.
Do NOT modify it unless necessary. But if some specific website or
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web application software can not be open or enabled, you can have a
try to change the MTU value as 1450, 1400, etc.
Connection mode: Auto connection or Manual connection or
Connection in use
» Connect automatically: Connect automatically to the Internet after
rebooting the system or connection failure.
» Connect Manually: Connect to the Internet by users manually.
»Connect on Demand: Re-establish your connection to the
Internet after the specific time (Max Idle Time). Zero means
your Internet connection at all time. Otherwise, enter the
minutes to be elapsed before you want to disconnect the

Internet access.

2 Wireless Setup

2.1 Wireless Basic Settings

On this page you can set the network mode, the wireless network
name, channel work, etc., click Apply;



SOHO Router

#02.11n Wirslass Router

Hetwork lode

Hatwork Nam(SSI0)
Mutiple 2107
Muttgle S3I02
Mumiple S3I03

Broadcast Network Name (SSID)
BIsI0
Frequency (Channel)

Wireless Distribution SysterndWD5)

WOS Hode

HT Physical Mode

Oparating Liooe

Channul BandWidth

Guard interval

‘Space-Time Biock Code{STBC)
uce

Reverse Direction GraniROG)
Exlension Channel
Aggregason MSDUGA-MSTU)
Disable Allow TKIP

Oher

WIFI Opsmum
HT TaBtream
HT Rx3tream

11bign Mixed Mode w

WRTEIN_4R

) Frable ) Disable
DORE1TINIE N

243TMHE (Chamel §)

(Msalde b

J70 @ 0u0

Ciang (&) duto

Eitione O Used

Auto -

) Desabite ) Enable
Z45TMHz (Channed 10)
(3 Disatle O Enablo

O Disable & Enable

Network Mode: Select one mode from the following. The default

is 11b/g/n mode.




» 11b mode: Allow the wireless client to connect with the
device in 11b mode at the maximum speed of 11Mbps.

» 11g only: Allow the 11g/11n—compliant client device to
connect with the AP at the maximum speed of 54Mbps.

» 11blg Wi-Fi: Allow the 11b/g—compliant client device to
connect with the AP with auto—negotiation speed, and 11n
wireless client to connect the device with 11g speed.

» 11b/g/in mode: Allow 11b/g/n—compliant client device to
connect with the AP with auto—negotiation speed.

Network Name (SSID): Input your wireless network name;

> SSID: SSID (Service Set Identifier) is the unique name of the
wireless network. This device has two SSID and the main
SSID is necessary.

Broadcast Network Name (SSID): Select “Enable” to enable the
device's SSID to be visible by wireless clients. The default is enabled.
If you disable it, the clients must know the SSID to communicate.

Frequency (Channel): Select work channel. The default value is

> Specify the effective channel (from 1 to 13\ Auto) of the

wireless network.

Channel BandWidth: Select the channel bandwidth to improve the
wireless performance. When the network has 11b/g and 11n clients,
you can select the 20M; when it is an 11n network, select 20/40M to
improve its throughput.



2.2 Wireless encryption settings

On this page you can select a wireless network encryption, and then
enter a password, click Apply;

Wi-Fi Security Setup
Select SSID WR75ZN_AP -

Security Policy

Security Mode H”WPA .
WPA

Authentication Mode ‘ WPA-Personal v ‘
WPA Algorithms O TKIP @AES

Pass Phrase 12345678

Key Renewal llethod | Disable v

Key Renewal Interval ‘ 3600

Wireless Network Access

MAC Access Control (® Disabled O Allow O Deny
Access List Add MAC address

Security Mode: WEP /802.1X/WPA; Suggestion choice WPA

Authentication Mode: Suggestion choice WPA/WPA2—-personal
Mixed mode;

WPA Algorithms: Suggestion choice AES or TKIP/AES
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» Provides TKIP [Temporal Key Integrity Protocol], AES
[Advanced Encryption Standard] or TKIP&AES mixed mode.

Pass Phrase: Input your wireless password; Enter the encrypted
characters with 8-63 ASCII characters.

MAC Access Control : Allow/Deny MAC address filter. Select
“disable” to malfunction MAC address; “Deny” to prevent the MAC
addresses in the list from accessing the wireless network; “Allow” to
allow the MAC address in the list to access the wireless network.

Access List: Show the added MAC addresses. You can add or delete

them.
Access Control List
MAC Address must be entered with colon (:) as follows
Example: 00:11:56:CC:01:C3
MAC Address MAC Address
MAC 1: 00:00:00:00:00:00 MAC 8: 00:00:00:00:00:00
MAC 2: 00:00:00:00:00:00 MAC 9: 00:00:00:00:00:00
MAC 3: 00:00:00:00:00:00 MAC 10: 00:00:00:00:00:00
MAC 4: 00:00:00:00:00:00 MAC 11: 00:00:00:00:00:00
MAC 5: 00:00:00:00:00:00 MAC 12: 00:00:00:00:00:00
MAC 6: 00:00:00:00:00:00 MAC 13: 00:00:00:00:00:00
MACT: 00:00:00:00:00:00 MAC 14: 00:00:00:00:00:00
[ Apply I l Refresh H Close

2.3 WPS configuration setup

On this page you can set enable or disable the wireless WPS function
and click on the application;



Wi-Fi Protected Setup

WPS Current Status : Unconfigure PinCode : 31552257
uuID 28802880-2880-1880-3880-008611302519
Enable Proxy () Disabled (% Enabled

Use Internal Registrar (" Disabled ® Enabled

Apply  Cancel Help

2.4 WPS device configure

On this page you can set up a wireless WPS features two operating
modes, pin code and PBC button, click Apply; This function is paired with
the wireless LAN clients to use.



Configure Option Configure Device via push-button v
| Write Pin Code
Fin Number

Ses the Progress

| Wi-Fi Protected Setup Information

.SS\D WR752N_WPS
Authentication Mode OPEM
Encryption Type | NONE

Apply  Cancel  Help

Configure Option : Provide two ways: PBC (Push—Button
Configuration) and PIN code.

PBC: Select the PBC or press the WPS button on the back panel
of the device for about one second (Press the button for about one
second and WPS indicator will be blinking for 1 minute, which means
the WPS is enabled. During the blinking time, you can enable another
device to implement the WPS/PBC negotiation between them. One
minute later, the WPS indicator will be off, which means the WPS
connection is completed.)

PIN: If this option is enabled, you need to enter a wireless client’s
PIN code in the field and keep the same code in the WPS client.



2.5 WPS Reset Configuration

On this page you can set up a wireless WPS function reset

configuration, click Apply.

> e o atio
|Reset to Out.OF-Box Configuration
| Reset | Cves @No

Apply | Cancel | Help

3 Management settings

3.1 User management settings

On this page you can change the router login user name and

password;

Adminéstrator (The Login Name i “admin’)

Mew Password

Comfirrn Password

i)

() Enable  Disable
Wet. WP Addross+

Poxt| 2380w




3.2 Router Time Zone Settings

On this page you can select the local time zone, and enable NTP time
server synchronization;

Local &8
Time- November 16, 2011 11:55:4

Setihe system bme
& Enable NTP

00

C Your Computer

) Manust Seting

Time
Zene

Daytignt &
savng - Enabie &) Disable

(GMT=08:00) Belpng. Chongaing. Unamagl. Hang Keong, Perh. Singapare, Taips o

Set the Tne sulomatically from NTP Server
Default

NTP D.posimpeeg [Ophional)
Server

Selthe . b "
Time  Year 2 Uonmn Mov Day

Hour 2 Minude 44 Spcond 45

Apply  Cancel  Help

3.3 System Configuration File Settings

On this page, you can set a good argument for the local configuration
file backup save, but also can restore a previously saved configuration
file to the router;

“Restore” button to restore the router to factory settings.
After successful restore, the default IP is: 192.168.2.1;
SSID is: WR752N_AP;
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WEB interface user name and password are: admin.

[ Save SeEnge To Loce Hard Dnve

Load Setings From Locat Hard Drive

[Losa]

v

Restore To Factory Default Settings

| Restore

NOTE:
After restoring to default settings, please restart the device, then the
default settings can go into effect.

3.4 System software upgrades

On this page, you can upgrade firmware on the router; Go to the
website to download the corresponding update file.



AmEnbon DURing Srwide UR0aR0s, e pOWS: CANROE o turmed oft The System will restad
austomatically afler completing the upgrade

Firmware Version: SIS{7TS2H}BMIMATIRV1.0.5TD_EN[20111117)
Firmware Date: 2011 Year 11 Month 17 Day

i

(=%

Note:
Do not disconnect the device during the upgrade.

4 Status information

4.1 Wired part of the state information

Click status, and then click device info, you can view cable network

status information.



5t

Hior Locsl Time:) Day, 00:20:11

Firmware Versiorcs350(752N)-ENTM- 1 TIR-VA.0-STD_EMZ01 1117
2011 Year 11 Month 17 Day

MAC Address 00 88 1130 28 14

|

P Address 192 16821

Subnet Magk 255 285 2850

DHCP Sarver Enabla

MAC Address 0088 113025 18

o

{onceAskase || DIC Reoew

P Address 0.0.0.0
Subret Mask 0000

Default Gateway 0.00.0

DNSO0000000

4.2 Wireless part of the state information

Click the home, and then click on wireless, you can see the wireless

network status information.

Frequency (Channet)

— =
Diniver Version 26.00
RFIC Troe 2.45 Single Band
Wiretess
“ Accuss Poinl Harme WRTSZN
Wirslass Liode 11BN Minsd
Wirsless Htwork Name (S510) WRTSEN_4P

2437 MHChannel 6)

Broadeast Network Nama (S510) Enatla
Socurity Modo Disablo
Other infcrmation

Wireless Associated Stabion List
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5 Appendix: FAQ

1. How do | configure the router to access Internet by ADSL users?

1) First, configure the ADSL Modem configured in RFC1483 bridge
model;

2) Connect the Ethernet cable from your ADSL Modem to the WAN
port on the router. The telephone cord plugs into the Line port of the
ADSL Modem:;

3) Login to the router, click the “TCP/IP setting” menu on the left of
your browser, and click "WAN Interface" submenu. On the WAN
Interface page, select “PPPoE” for WAN Connection Type. Type user
name in the “User Name” field and password in the “Password” field,
finish by clicking “Apply Changes”.

2. How do | configure the router to access Internet by Ethernet users?

1) Login to the router, click the “TCP/IP setting” menu on the left of
your browser, and click "WAN Interface" submenu. . On the WAN
Interface page, select “Dynamic IP” for "WAN Connection Type",
finish by clicking “Apply Changes”;

2) Some ISPs require that you register the MAC Address of your
adapter, which is connected to your cable/DSL Modem during
installation. If your ISP requires MAC register, login to the router and
click the "Network" menu link on the left of your browser, and then
click "MAC Clone" submenu link. On the "MAC Clone" page, if your
PC’s MAC address is proper MAC address, click the "Clone MAC
Address" button and your PC’s MAC address will fill in the "WAN MAC

Address" field. Or else, type the MAC Address into the "WAN MAC
21



Address" field. The format for the MAC Address s
XX=XX=XX-XX-XX-XX. Then click the "Apply Changes" button. It will
take effect after rebooting.

3. The wireless stations cannot connect to the router?

1) Make sure that the wireless stations SSID accord with the router's
SSID;

2) Make sure the wireless stations have right KEY for encryption
when the router is Encrypted;

3) If the wireless connection is ready, but you can’t access the router,
check the IP Address of your wireless stations.
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Federal Communications Commission (FCC) Statement

This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

Note: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses
and can radiate radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try to correct the interference by one or more of
the following measures:

® Reorient or relocate the receiving antenna.

® Increase the separation between the equipment and receiver.

® Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

®  Consult the dealer or an experienced radio/TV technician for help.

Warning: Changes or modifications made to this device not expressly approved by CaptionCall,
LLC may void the FCC authorization to operate this device.

Note: The manufacturer is not responsible for any radio or tv interference caused by unauthorized
modifications to this equipment. Such modifications could void the user’s authority to operate the
equipment.

This device should be installed and operated with a minimum distance of 20 cm between the

antenna and all persons.



