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Federal Communication Commission Interference Statement

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful interference, and (2) this device must
accept any interference received, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is no guarantee that interference will not occur in a particular installation. If this equipment
does cause harmful interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one of the following measures:

Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.
Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user's authority to operate this equipment.
This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and operated with minimum distance 20cm
between the radiator & your body.

Note: The country code selection is for non-US model only and is not available to all US model. Per FCC regulation, all WiFi product marketed in US must fixed to US operation
channels only.

Customer Information

This equipment complies with Part 68 of the FCC rules and the requirements adopted by the ACTA. On the bottom is a label that contains, among other information, a product identifier
in the format US: 3P7DL0O1BDSL-2740E. If requested, this number must be provided to the telephone company.

Applicable connector jack Universal Service Order Codes (“USOC”) for the Equipment is RJ11C.

A plug and jack used to connect this equipment to the premises wiring and telephone network must comply with the applicable FCC Part 68 rules and requirements adopted by the ACTA.



A compliant telephone cord and modular plug is provided with this product. It is designed to be connected to a compatible modular jack that is also compliant. See installation instructions
for details.

The REN is used to determine the number of devices that may be connected to a telephone line. Excessive RENs on a telephone line may result in the devices not ringing in response to
an incoming call. In most but not all areas, the sum of RENs should not exceed five (5.0). To be certain of the number of devices that may be connected to a line, as determined by the
total RENs, contact the local telephone company. For products approved after July 23, 2001, the REN for this product is part of the product identifier that has the format US:
3P7DL01BDSL-2740E. The digits represented by 01B are the REN without a decimal point (e.g., 03 is a REN of 0.3).

If this Wireless N300 ADSL2+ Modem Router causes harm to the telephone network, the telephone company will notify you in advance that temporary discontinuance of service may be
required. But if advance notice isn't practical, the telephone company will notify the customer as soon as possible. Also, you will be advised of your right to file a complaint with the FCC
if you believe it is necessary.

The telephone company may make changes in its facilities, equipment, operations or procedures that could affect the operation of the equipment. If this happens the telephone company
will provide advance notice in order for you to make necessary modifications to maintain uninterrupted service.

If trouble is experienced with this Wireless N300 ADSL2+ Modem Router, for repair or warranty information, please contact :

Company name: D-Link USA Inc.

Company address: 17595 Mt. Herrmann St. Fountain Valley, CA92708, USA

The customer must obtain a Case ID Number from D-Link Technical Support at 1-877-453-5465, who will attempt to assist the customer in resolving any suspected defects with the
product. If the product is considered defective, the customer must obtain a Return Material Authorization (“RMA”) number by completing the RMA form and entering the assigned Case
ID Number at https://rma.dlink.com/.

If the equipment is causing harm to the telephone network, the telephone company may request that you disconnect the equipment until the problem is resolved.
Connection to party line service is subject to state tariffs. Contact the state public utility commission, public service commission or corporation commission for information.

If your home has specially wired alarm equipment connected to the telephone line, ensure the installation of this equipment does not disable your alarm equipment. If you have questions
about what will disable alarm equipment, consult your telephone company or a qualified installer.

WHEN PROGRAMMING EMERGENCY NUMBERS AND(OR) MAKING TEST CALLS TO EMERGENCY NUMBERS:
1) Remain on the line and briefly explain to the dispatcher the reason for the call.
2) Perform such activities in the off-peak hours, such as early morning or late evenings.
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Section 1 — Product Overview

Safety Precaution

Follow the following instructions to prevent the device from risks and damage

Use the power adapter in the package.

An overburden power outlet or damaged lines and plugs may cause electric shock or fire accident. Check the power cords regularly. If you
find any damage, replace it at once.

Proper space left for heat dissipation is necessary to avoid overheating. The holes on the device are designed for heat dissipation to ensure
running normally. Do not cover these heat dissipation holes.

Do not put this device close to a heat source or high temperature place. Avoid the device direct exposing sunshine.

Do not put this device close to over damp place. Do not spill any fluid on this device.

Do not connect this device to PC or electronic product, unless our customer engineer or your broadband provider instructs you to do this,
because any wrong connection may cause power or fire risk.

Do not place this device on an unstable surface or support.

Introduction

The DSL-2740E supports multiple line modes. With four 10/100 base-T Ethernet interfaces at the user end, the device provides high-speed ADSL
broadband connection for high-end users like net bars and office users. It provides high performance access to the Internet with a downstream rate of
24 Mbps and an upstream rate of 1 Mbps. It complies with specifications of IEEE 802.11, 802.11b/g/n, WEP, WPA, and WPA2 security. The WLAN of
the device supports 2T2R.
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Section 1 — Product Overview

System Requirements

Network Requirement Available DSL uplink access

Clients to be connected Devices installed a wireless network adapter or 10 base T/100BaseT Ethernet adapter.
Web-based Configuration | Computer with the following:

Utility Requirement Windows®, Macintosh, or Linux-based operating system

An installed Ethernet adapter

Browser Requirements:
Microsoft Internet Explorer® v7, Mozilla® Firefox v9.0, Google® Chrome 16.0, or Safari® v4 or higher
version.

Windows® Users: Make sure you have the latest version of Java installed. Visit www.java.com to
download the latest version.

D-Link DSL-2740E User Manual
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The device supports the following features:

Various line modes

External PPPOE dial-up access

Internal PPPOE/PPPOA dial-up access
1483Bridged/1483Routed with dynamic IP or static IP
Multiple PVCs (the number of PVCs support is eight)
DHCP server/relay

Static route

Network Address Translation(NAT)

DMZ

Virtual Server

Universal plug and play (UPnP)

Dynamic Domain Name Server(DDNS)

Network Time Protocol(NTP)

Firmware upgrading through Web, TFTP

Features

Resetting to the factory defaults through Reset button or Web

Diagnostic test

Web interface

Telnet CLI

IP/MAC/URL Filter
Application layer service
QoS

Port binding

Wireless network

D-Link DSL-2740E User Manual



Section 2 — Installation

Installation

This section will guide you through the installation process. Placement of the Router is very important. Do not place the Router in an enclosed area
such as a closet, cabinet or in the attic or garage.

Before You Begin

Please read and make sure you understand all the prerequisites for proper installation of your new Router. Have all the necessary information and
equipment on hand before beginning the installation.

Installation Notes

In order to establish a connection to the Internet it will be necessary to provide information to the Router that will be stored in its memory. For some
users, only their account information (Username and Password) is required. For others, various parameters that control and define the Internet
connection will be required. You can print out the two pages below and use the tables to list this information. This way you have a hard copy of all
the information needed to setup the Router. If it is necessary to reconfigure the device, all the necessary information can be easily accessed. Be
sure to keep this information safe and private.

Low Pass Filters

Since ADSL and telephone services share the same copper wiring to carry their respective signals, a filtering mechanism may be necessary to avoid
mutual interference. A low pass filter device can be installed for each telephone that shares the line with the ADSL line. These filters are easy to
install passive devices that connect to the ADSL device and/or telephone using a standard telephone cable. Ask your service provider for more
information about the use of low pass filters with your installation.

Operating Systems

The DSL-2740E uses an HTML-based web interface for setup and management. The web configuration manager may be accessed using any
operating system capable of running web browser software, including Windows 98 SE, Windows ME, Windows 2000, Windows XP, Windows Vista,
Windows 7, and Windows 8.
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Web Browser

Any common web browser can be used to configure the Router using the web configuration management software. The program is designed to work
best with more recently released browsers such as Opera, Microsoft Internet Explorer® version 6.0, Netscape Navigator® version 6.2.3, or later
versions. The web browser must have JavaScript enabled. JavaScript is enabled by default on many browsers. Make sure JavaScript has not been
disabled by other software (such as virus protection or web user security packages) that may be running on your computer.

Ethernet Port (NIC Adapter)

Any computer that uses the Router must be able to connect to it through the Ethernet port on the Router. This connection is an Ethernet connection
and therefore requires that your computer be equipped with an Ethernet port as well. Most notebook computers are now sold with an Ethernet port
already installed. Likewise, most fully assembled desktop computers come with an Ethernet NIC adapter as standard. If your computer does not have
an Ethernet port, you must install an Ethernet NIC adapter before you can use the Router. If you need to install an adapter, follow the installation
instructions that come with the Ethernet NIC adapter.

Additional Software

It may be necessary to install software on your computer that enables the computer to access the Internet. Additional software must be installed if
you are using the device as a simple bridge. For a bridged connection, the information needed to make and maintain the Internet connection is
stored on another computer or gateway device, not in the Router itself.

If your ADSL service is delivered through a PPPoE or PPPoA connection, the information needed to establish and maintain the Internet connection
can be stored in the Router. In this case, it is not necessary to install software on your computer. It may however be necessary to change some
settings in the device, including account information used to identify and verify the connection.

All connections to the Internet require a unique global IP address. For bridged connections, the global IP settings must reside in a TCP/IP enabled
device on the LAN side of the bridge, such as a PC, a server, a gateway device, such as a router, or similar firewall hardware. The IP address can be
assigned in a number of ways. Your network service provider will give you instructions about any additional connection software or NIC configuration
that may be required.

D-Link DSL-2740E User Manual 5



Section 2 — Installation

Information you will need from your ADSL service provider

Username
This is the Username used to log on to your ADSL service provider’s network. Your ADSL service provider uses this to identify your account.
Password
This is the Password used, in conjunction with the Username above, to log on to your ADSL service provider’s network. This is used to verify the
identity of your account.
WAN Setting / Connection Type
These settings describe the method your ADSL service provider uses to transport data between the Internet and your computer. Most users will use
the default settings. You may need to specify one of the following WAN Setting and Connection Type configurations (Connection Type settings listed
in parenthesis):

PPPOE/PPPOA (PPPOE LLC, PPPOA LLC or PPPoA VC-Mux)

Bridge Mode (1483 Bridged IP LLC or 1483 Bridged IP VC Mux)

IPOA/MER (Static IP Address) (Bridged IP LLC, 1483 Bridged IP VC Mux, 1483 Routed IP LLC, 1483 Routed IP VC-Mux or IPoA)

MER (Dynamic IP Address) (1483 Bridged IP LLC or 1483 Bridged IP VC-Mux)
Modulation Type
ADSL uses various standardized modulation techniques to transmit data over the allotted signal frequencies. Some users may need to change the
type of modulation used for their service. The default DSL modulation (ADSL2+ Multi-Mode) used for the Router automatically detects all types of
ADSL, ADSL2 and ADSL2+ modulation.
Security Protocol
This is the method your ADSL service provider will use to verify your Username and Password when you log on to their network. Your Router
supports the PAP and CHAP protocols.
VPI
Most users will not be required to change this setting. The Virtual Path Identifier (VPI) is used in conjunction with the Virtual Channel Identifier (VCI)
to identify the data path between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual
connections, you will need to configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can
be changed in the WAN Settings window of the web management interface.
VCI
Most users will not be required to change this setting. The Virtual Channel Identifier (VCI) is used in conjunction with the VPI to identify the data path
between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to
configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN
Setup window of the web management interface.
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Information you will need about your
DSL-2740E Router

Username
This is the Username needed to access the Router’s management interface. When you attempt to connect to the device through a web browser you

will be prompted to enter this Username. The default Username for the Router is “admin.”

Password
This is the Password you will be prompted to enter when you access the Router’s management interface. The default Password is “admin.” The

user may change this.

LAN IP addresses for the DSL-2740E

This is the IP address you will enter into the Address field of your web browser to access the Router’s configuration graphical user interface (GUI)
using a web browser. The default IP address is 192.168.1.1. This may be changed to suit any IP address scheme the user desires. This address will
be the base IP address used for DHCP service on the LAN when DHCP is enabled.

LAN Subnet Mask for the DSL-2740E
This is the subnet mask used by the DSL-2740E and will be used throughout your LAN. The default subnet mask is 255.255.255.0.
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Information you will need about your LAN or computer

Ethernet NIC
If your computer has an Ethernet NIC, you can connect the DSL-2740E to the Ethernet port using an Ethernet cable.

DHCP Client status

Your DSL-2740E ADSL Router is configured, by default, to be a DHCP server. This means that it can assign an IP address, subnet mask and a
default gateway address to computers on your LAN. The default range of IP addresses the DSL-2740E will assign are from 192.168.1.2 to
192.168.1.254. Your computer (or computers) needs to be configured to obtain an IP address automatically (that is, they need to be configured as
DHCP clients.)

It is recommended that you backup or record this information here, or in some other secure place, in case you have to re-configure your ADSL
connection in the future.

Once you have the above information, you are ready to setup and configure your DSL-2740E ADSL Router.

D-Link DSL-2740E User Manual 8



Section 3 — Web Configuration

Hardware Description and Installation
LED Indicators

LL) Note:
The figures in this document are for reference only.

G @ @ @ @ @ ¢

Figure 1 Front panel

The following table describes the LEDs of the device.

LED Color Status Description
Green On The initialization of the system is complete.
On The device is powered on.
Power Red Blinking The firmware is upgrading.

233 Off The Ethernet interface is not properly connected.

B2 | Green Blinking The Ethernet interface is properly connected and data is being transmitted.
LAN On The Ethernet interface is properly connected, but no data is being transmitted.
Blinking The WLAN function is enabled and data is being transmitted on the WLAN.

Green On The WLAN function is enabled, but no data is being transmitted on the WLAN.
2.4GHz Off The WLAN function is disabled.
Blinking WPS is successfully triggered.
m Green Solid on for 5
WPS seconds  and | Connection is successfully established between the router and the client through WPS.
then turns off
Off No signal is being detected.
Green Blinking The device is handshaking with the physical layer of the office end.
DSL On A connection is set up with the physical layer of the office end.
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Section 3 — Web Configuration

LED Color Status Description
Off The device is under the Bridge mode or powered off.
E Green On A connection is set up and no traffic is detected.
Internet Blinking Data is being transmitted over Internet.
Red On The device is attempted to become IP connected, but failed.

[

|

12VDC IN

ST SOOI MO N

1 Do T Dot |
? WIRELESS

ON/OFF ON/OFF OCE®

Figure 2 Rear panel

The following table describes the interfaces of the device.

Interface/Button Description

DSL RJ-11 interface for connecting the host to the telephone jack on the wall or the MODEM interface of the
splitter through a telephone line.
For a PC or other Ethernet-abled device to join the LAN of 2750U by being connected to this interface with

LAN4/3/2/1
RJ-45 cable.

WPS Press and hold the button for 5 seconds starts WPS negotiation.

WIRELESS ON/OFF Press and hold the button for 5 seconds starts WLAN.

ON/OFF Power switch, which is used to power on or power off the router.

12V DC IN (power) Interface for connecting the power adapter.

Reset (On the bottom side) |Press and hold the button for 1 second to restore the factory defaults.

D-Link DSL-2740E User Manual
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Section 3 — Web Configuration

Best Location for Wireless Operation

Many environmental factors may affect the effective wireless function of the DSL Router. If this is the first time that you set up a wireless network

device, read the following information:

The access point can be placed on a shelf or desktop, ideally you should be able to see the LED indicators in the front, as you may need to view them

for troubleshooting.

Designed to go up to 100 meters indoors and up to 300 meters outdoors, wireless LAN lets you access your network from anywhere you want.
However, the numbers of walls, ceilings, or other objects that the wireless signals must pass through limit signal range. Typical ranges vary
depending on types of materials and background RF noise in your home or business.

Connecting the Router

The following figure displays the application diagram for the connection of the device, PC, splitter and telephone sets..

WPS

l 12VDC IN
O
O
WIRELESS
DSL 4 3 LAN 2 1 ONIOFF ON/OFF G-C®
[ 8 E T 17 i ..__L___.LL_[J
g RJ-45
Wall outlet RJ-11 Power Adapter
with ADSL Service
L_] F =
S MODEM |- =
. LINE N
PHONE \
: PC
Splitter

Telephone Set Telephone Set

Figure 3 DSL uplink connection

Power Qutlet
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Section 3 — Web Configuration

Step 1 Connect the DSL port of the router and the Modem port of the splitter through a telephone cable; connect the phone to the phone port of
the splitter through a telephone cable; and connect the Line port of the splitter to the uplink telephone jack on the wall.

The spliter has three ports:
® LINE: Connect to a wall phone jack (RJ-11 jack)
® MODEM: Connect to the Line interface of the router

® PHONE: Connect to a telephone set
Step 2 Connect the LAN port of the router to the network interface card (NIC) of the PC through an Ethernet cable (MDI/MDIX).

Step 3  Plug the power adapter to the wall outlet and then connect the other end of it to the Power (12V DC IN) port of the route.

12
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Section 3 — Web Configuration

TCP/IP Configuration On A PC

Each network interface on the PC should either be configured with a statically defined IP address and DNS address, or be instructed to automatically
obtain an IP address using the network DHCP server. DSL router provides a DHCP server on its LAN and it is recommended to configure your LAN
to automatically obtain its IP address and DNS server IP address.
The configuration principle is identical but should be carried out differently on each operating system.
The right figure displays the TCP/IP Properties dialog box on Windows XP.
TCP/IP configuration steps for Windows XP are as follows: Internet Protacol (TCP/IP) Properties RIX
Step 1 Choose Start > Control Panel > Network Connections.
Step 2  Right-click the Ethernet connection icon and choose Properties. I e s
Step 3  On the General tab, select the Internet Protocol (TCP/IP) component and Mt R e R R e
click Properties. The Internet Protocol (TCP/IP) Properties window
appears.
Step 4 Select the Obtain an IP address automatically button.
Step 5 Select the Obtain DNS server address automatically button.
Click OK to save the settings.

General | Alernate Configuration

(®) Obtain an IP address automatically
() Use the follawing IF address:

(*) Obtain DMS zerver address automatically
() Use the following ONS server addresses:

[ (] ][ Cancel ]
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Section 3 — Web Configuration

Web Configuration

This chapter describes how to use Web-based management of the DSL router, which allows you to configure and control all of DSL router features
and system parameters in a user-friendly GUI.

Logging in and Wizard

The following description is a detail “How-To” user guide and is prepared for first time users.

Step1l Open the Internet Explorer (IE) browser, and then go to [ Windows It ]
http //192 . 168 1 . 1 . The server 192,168, 1.1 iz asking for your user name and password.
Step 2 The Login window will pop up. Enter the username and password. And ERSPEISEES SRS SN

then C”Ck Lo g in Waming: Your user name and password will be sent using basic

. authentication on a connection that isn” secure
® The default username and password are both admin.

Select Remember my login info. on this computer, you only need to enter the
password once for the first time logging.

Step 3  After logging in the web configuration page, click on the Setup. The
Wizard page appears as shown on the right. The Wizard page will guide
you to fast configure your router to connect the Internet. Click Setup
Wizard.

Therw 1w Ol WE/S 20 Dot 48 pOwr IWemnet CONMELON. YOU G i 30 Wed-Sated Jrset
CMNNCO00 Seaup INTIE 00 yOu Cam PRrudly CONBQam the COnMCTon

Pl oo AEw 04 D our 15575 conmection setngs $st £ pou choome maees wtp

INTERNLT CONMICTION WIZAKD

PR Lot L UL witied S4¢ snastaniy dnd QU Cotrmetiae of yiur few DLk Mouie 80 e
Irwres You wil be Crmmeted w0420 TETLEDNNG (1 36w £ Onf (00T Stwniet
s e O the Detiae 2w 1y Begn

Sates Mities
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Step 4 In the next page shown on the right, there are 5 steps to configure the —
device. Click Next to continue.

mwd will Quide you through & shep-by-step process to configur= your new O-Uink routsr and connect to the

« Step 1@ Chargs Dovice Logn Pasaworg
o Step2: Set Time and Dote

o Step 3@ Seup Inten=t Connection

* Step 4 : Configure Wireshess Network

* Step 5: Compistet and Agoly

fat | | Concel |

Step 5 Set a new login password. If you want to keep the previous password, ST EIEREEBNERIERPASSRoRG TR
click Skip to go to next page directly. After setting a new password, click

To hedp =acuse your network, D-Link recommends that you should choose a new pasaword. If you do not wash to choose
& new password now, s click “Skip® to continus, CQick "Neat” to protesd 10 next step,
NeXt' Current Password :
Note: New Password
. . Password :
The login password cannot contain a space. i

Bk [feat| L SKp | LConel |

[ smepxsermmemvopare
Step 6 Set the time and date manually or setup a correct NTP server, and then

y Tha Time Configuration option aliows you to configure, update, and the comect time on the Intemal system
. clock, From this section you can s the time 200e that you are in and s the NTP (Network Time Protocol) Server,
CI|Ck NeXt Daylight Saving can aiso be configured to automatically adjust the time when needed.

System time: Thu Jan 1 0:18:11 1970
Time Zone: |(GMT-12:00) Inzernational Date Line West
DayLight:  LocalTIME v
Mode: | Copy Computer time v

D-Link DSL-2740E User Manual 15



Section 3 — Web Configuration

Step 7 Configure the Internet connection.
Please select correct country, ISP and service mode. If PPPOE is Select, Please  pis g o e S o) fonthe fsbdon o Couty or e Enetin e i

enter the PPPoE sername and Password provided by your ISP. Country : Indiz v
. Internet Service Provider :  atel(PPPOE) ¥
Click Next to go to the next page. e
Connection Type : LLC v
I:!:. Note: VPI: 1 (0-255)
VCI: 32 {32-65535)

Different protocol requires entering different information. You can fill in the
entries according to what your ISP provides you.

PPPoOE

Plsass enter your Usemame and Password 25 providsd by your 1SP {Intemet Senvice Provider). Pleass enter the
information exactly as shown taking note of upper and lower cases. Click "Next” to continue.

Username :
Password :
Confirm Password :

Back] |Nedt| |Cancel

Step 8 Configure the wireless network in this page.

| Your wirddezz network iz enabled by defactt. You can smply uncheck it to disable it and click "Nexe® to sép configuration

1) Check Enable Your Wireless Network. | of windes neework

1) Set the SSID for your wireless network, you can also keep it as default. 7 Enable Your Wireless Network

2) Choose to display or hide your wireless network. e e At e REH B et Pk by
- Visible: Your wireless network can be detected. Wirséess Netwark Naene (SSTD) ¢ 0-Unk (332 charters)

- Invisible: You wireless network cannot be detected. WIreless CENTS | . o o b o b s et o st “rblc 1 e

needs to enter the SSID and password manually to join this wireless | o v stk s i s nesd o sanaly s S50 0 order o canmect 9 yeur sl ot
netWOt‘k. Visibility Status : * Vbl Imdsbl=

| In order to protect your network from: hackers anc unautharised users, & 15 highly recommended you choose one of the
| folowing wirdess nebwork security settings.

Security Level -

* hone WeP WPARSK WPAZPSK
Security Made: None
Salect this option if vou 9o not wark to ctivate any sscurity festures.

Back| Neat| | Cancdl
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3) Set the security level. The default security level of wireless network is None.

Choose an encryption mode for the wireless network. It is recommended to
choose WPA2-PSK.

4) Enter a new password in WPA2 Pre-Shared Key.
5) Click Next to go to the next page.

Step 9  View the setup summary.
Click Apply to take the setup into effect.
Click Back to modify the setup.

Click Cancel to cancel the whole setup.

_E Security Level

 Hone " wEP

Best

C ViPAPSK [# | wpazpsk

| Security Mode\\PAZPSK

| Sglect this option £ your wirdless scaptors auppart WPAZ.PSK.

Piease enter your wirelass securty key:

WPAZ Pre-Shared Key : [eesscescsssscrenes

(863 chiracers, such 33 3~r, A~Z, or 0a3, Le, "YeFortress1238")
Hote: Please enter the same Key on your wrekss chents to enable proper wrekess connecton.

[Back] [New] “cancet|

Setup complete. Cick "Back” to review or madify setings. Click “Apphy™ to pply curent satings.

1f your Tntemist connection coes not wark aftee apply, you an try the Setup Wizard again with akemnatie ebings o use
Maowal Setup inatead if Yoo have your Btemet connection details s orovicsd by your ISP

SETUP SUMMARY

Blow i5 2 detalied Rummary of your settings. Plkase print this page ouft, or wiite the Information on 2 piecs of papsr, 0
you can configuns the Conect Sttngs 0n your wirsiess Clent adapters.
Time Settings : Copy from Computsr
VPL J ¥CL: 1/32
Protocol : PPPOE
Connection Type @ WLC
Usemans :
Password ;
Wireless Network : Enatled
Wireless Network Name (SSID) = D-Unk
Visibility Status : Vishle
Encryption : WPAZ-PSK/AES (350 known 35 WPA2 Persanal)
Pre-Shared Key : SoForress1 236
Back | | Apply | | Cancd

D-Link DSL-2740E User Manual

17



Section 4 - Troubleshooting

Setup

LAN Interface Settings
Choose SETUP > Local Network. The Local Network page shown in the right Interface Name: el

figure appears. 1P Address: | 192.168.1.1

To configure the local network of DSL-2740E, do as follow: Subnet Mask: | 255.255.255.0

¥/ Secondary IP

Step1 In the Router IP Address textbox, enter the IP address of LAN 1P Address: | 192.168.10.1
interface. The default IP address is 192.168.1.1. The Router IP Subnet Mask: | 255.255.255.0]
address is the URL address for logging in the Web configuration page. IGMP Snooping: © Disable ' Enable

Step 2 Enter the subnet mask of LAN interface. If the Router IP address is
192.168.1.1, the range of subnet mask is from 255.255.0.0 - \Aeelchens=s
255.255.255.254.

Step 3 Select Secondary IP Address. It enables the secondary LAN IP

address for your router. It will be used when your primary router IP

address is in the same network segment with other LANs. The
Secondary router IP address must be in the different network segment
from the primary one. LLoely Chnoes

Step 4 Enter the secondary router IP address and subnet mask.

MAC Address Control: LAN1 LANZ LAM3 LAN4 WLAN

New MAC Address: ﬂ
® Enabling LAN MAC Address Control
Stepl The MAC Address Control Setting is block list. Only MAC address in — e

Current Allowed MAC Address Table will be allowed. Enter the MAC address
in the textbox for New MAC Address and then click Add

Step 2  Select the LAN port which would like to enable MAC address control.
Then click Apply Changes.
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DHCP server

The DHCP Server shown in the right figure appears. It used to assign an IP
address to clients connect to LAN of this CPE.
It is suggest to keep it as default settings.

Step 1l Configure DHCP Server.
- Enable DHCP Relay: Enable the message to transmit between
clients in different network segment.
- Enable DHCP Server: Enable the router to assign IP addresses, IP
default gateway and DNS Servers to the host.
DHCP IP Address Range: It specifies the first IP address in the IP
address pool. The router assigns IP address that base on the IP pool
range to the host.
DHCP Lease Time: The lease time determines the period that the
host retains the assigned IP addresses before the IP addresses
change.
Step 2 Select the LAN or WAN ports which are going to adopt the setting.
Step 3 Click Apply to make the settings take effect.

DHCP reserved

The DHCP Server shown in the right figure appears. It used to assign an IP
address to clients connect to LAN of this CPE.
It is suggest to keep it as default settings.

DHCP SERVER SETTINGS

LAN 1P:
DHCP Mode:

102.168.1.1/255.255.255.0
[OHCP Server v |
Y LANT ¥ LaN2 @ a3

AR T
Interface: LaNd WLAN

1P Pool Range: 192.108:1-2 - &
192,168.1.255 Show Client
1440

Max Lease Time: minutes

Domain Name: | domain.name

DNS Servers: | 192,168.1.1

Apply Changes Undo

Set VendorClass IP Range

DHCP STATIC IP SETTINGS

1P Address:  0.0.0.0
Mac Address: | 000000000000 (&, DOENSS710502)
\
Add Maogify Dt Sabectag Lincka
DHCP STATIC IP TABLE:

I
| Select

IP Address MAC Address
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LAN GLOBAL ADDRESS SETTING

LAN IPv6 Interface

Choose SETUP > LAN IPv6. The page shown in the right figure appears. This Global Address:
page allows you to configure IPv6 LAN.
The following table describes the parameters of this page. Apply Changes
Field Description
Global Address The address through which PCs access the :'n:z: ¢
gateway. OHag: @
RA settings Choosg to enable or disable RA (Router Max Interval: | 600 S~c
Advertisement and related parameters. PRI Tucene: | 300 Secs
Configure DHCPV6 server as auto mode or manual PrefxMode: [+
DHCPv6 Mode. mode. And configure the suffix pool for LAN side
clients. fppty . Chanous

DHCPv6 Mode: | Aufo Mode 7

i1 -
IPv6 Address Suffix Pool: | ..qr (ex. :1:1:1:1 or
1)
IPv6 DNS Mode: |Auto v

Apply Changes
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DEFAULT ROUTE SELECTION

Internet Setup Default Route Selection: '® Aum Specified
Channel Configuration
Choose SETUP > Internet Setup > Channel Config. The page is shown as the
figure appears on the right. In this page, you can add or configure WAN interface
Of your router VPI: O VCI: Encapsulation: ® LLC VC-Mux
: _ Channel Mode: | 1483 Bridoed ¥ Enable NAPT:  Enable IGMP:
Step 1 In the VPI and VCI textbox, enter the VPI and VCI value provided by | g5, 10 & pitie - nave o ———
your ISP.
PPP Settings: User Name: Password:
LL) Note: . . . Type: i r— = :d)l_er-me
To access the internet, at least one PVC is required to add. 5
tinas:  Type: Fixed 1P DHCP
Local 1P Remote IP
Address: Address:
Netmask:
mat‘el!t Disablz Enzblz Alto
Unnumbered

nnect | | Add | | Modify | | Delete | | Undo | | Refresh

Step 2 In the protocol drop-down list, select the protocol according to the
internet service you subscribed from your ISP. There are 5 types of
protocols: PPP over ATM (PPPoA), PPP over Ethernet (PPPOE),
MAC Encapsulation Routing (1483 MER), IP over ATM (IPoA),
Bridging, 1483 Bridge, 1483 Routed.
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Adding a PVC in PPPoE or PPPOA mode

If the protocol is selected to PPP over Ethernet (PPPoE) or PPP over ATM
(PPPoA), the page shown as the right figure appears.

1)
2)

3)
4)

5)

6)

In Protocol drop-down list, select PPPoOE (or PPPOA).

In Encapsulation Mode, select an option according to the information

provided by your ISP.

Select IPv4 or IPv6 according to the information provided by ISP.

In the PPP Username and PPP Password textbox, input the Username

and password of PPPoE account provided by your ISP.

In the Dial-up Mode drop-down list, select an option as you demand.

There are 3 modes available: Continuous, Connect On Demand, Manual.

- Continuous: The system automatically keeps dialing for WAN
connection once the connection is off-line.

- Connect On Demand: The system automatically dials for WAN
connection once network access request is detected. If no request is
sent from the LAN within the IdleTime, the system automatically
disconnect from the internet. You can set the Idle Time as you need.

- Manual: Manually dial to connect the WAN once powering on the
Router.

For other entries which are not mentioned above, you can keep them as

defaults.

CHANNEL CONFIGURATION

VPRI 1 vCI: | 32
Channel Mode: PPPoE v
802.1q: % [Disable Enzble

IP Protocol: Iped

PPP Settings: User Name:

Type: Continuous
WAN 1P . . N
Settings: Type: Fixed P

Local 1P

Address:

Netmask:
Default - .
Route: Disable Enable
Unnumbered

Add | | Modify

Encapsulation: * LLC VC-Mux
Enable NAPT: ¥ Enable IGMP:
VLAN 1D{1-4095): ©

Password:

» Idle Time
(s):

CHCP

Remote IP
Address:

Undo Refrash
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1) Adding a PVC in MAC Encapsulation Routing (MER) or IP Over ATM
(IPoA) mode

If the protocol is selected to MAC Encapsulation Routing (MER), the page

shown as the right figure appears.

2) In Protocol drop-down list, select 1483 MER

3) In Encapsulation Mode drop-down list, select an option according to the
information provided by your ISP.

4) Select IPv4 or IPv6 according to the information provided by ISP.

5) In WAN [P Setting section, choose an option according to the information
provided by your ISP.

> DHCP: the dynamic WAN IP address will be assigned by your ISP.

> Use the following address: A static WAN IP address is provided to

you by your ISP. Input the static WAN IP address and other information provided
by your ISP.

6) For other entries which are not mentioned above, you can keep them as
defaults.

® Adding a PVC in Bridging mode

1) In Protocol drop-down list, select 1483 Bridge

2) In Encapsulation Mode drop-down list, select an option according to the
information provided by your ISP.

For PVC in Bridging mode, keep the settings as defaults.

[L) Note:

If the connection protocol is in Bridging mode, the connected PC must
dial for WAN connection with installed dial-up software.

Step 3  After setting (take adding a PPPoE PVC as an example), click Add
and the page skip to the page shown as the right figure appears. You
can edit or delete the PVCs in the table.

CHANNEL CONFIGURATION

VPI: |1 VCI: | 32

Channel Mode: | 1483 MER v

802.1q:'"* Diszable Enzble

IP Protocol: Tpw4

PPP Settings: User Name:

Type: Manuz

WAN 1P

Settings: Type: Fixed IP
Local IP
Address:
Netmask:
gs{;atg!t Disable Enable
Unnumbered

Encapsulation: '®' LLC WC-Mux
Enable NAPT: ¥/ Enable IGMP:
VLAN ID(1-4095): | 0

Password:

Idle Time

v

(s):

®| DHCP

Remote IP
Address:

Auta

CHANNEL CONFIGURATION

VPI: | 1 VCI: | 32
Channel Mode: | 1483 Bridged v
802.1q:'® Disable Enable

Connect Disconnect Add

Encapsulation: '® LLC VC-Mux

Enable NAPT: Enable IGMP:

VLAN ID(1-4095): | 0

Maodify Delets Undo Refresh
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ADSL SEITINGS

ATM [
¥ Enable DSL
Choose SETUP > Internet Setup > ATM settings. The page shown in the right =~ _ o
figure appears. % G.omt fnabled
In this page, it is recommended to keep it as defaults. The device negotiates the ‘;G-litﬁ'w:::
modulation mode with DSLAM. gl
Click Apply to save the settings. 7 ADSL2 Enabied
¥ annext Enabled
¥ ADSL2+ Enabled
¥ AnnexM Enabled
Capabiity
W Bitswap Enable
¥ SRA Enable
I” 1 bit Constellation Modutation Enable
sty |
ADSL
Choose SETUP > Internet Setup > ADSL settings. The page shown in the right | ¥°¢ ver QoS:lUR__ 7
figure appears. PCR: COVT: SCR: MBS:

This page is used to configure the parameters for the ATM of your ADSL Router.
Here you may change the setting for VPI, VCI, QoS etc ...

| Apply Changes | | Undo |

Select VPI VCI Qos PCR CDVT SCR MBS
1 35 UBR 6144 0
0 35 UBR 6144 0
1 32 UBR 6144 0
8 33 UBR 6144 0
8 36 UBR 6144 0
8 37 UBR 6144 0
8 38 UBR 6144 0
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Wireless DSt 2740

This section describes the configuration of 2.4G wireless network.
Choose SETUP > Wireless. The page shown in the right figure appears. This

) . . . . . Local Network
section contains Wireless Basic and Wireless Security.

Internet Setup

Vireless Setup Wireless Basics

Time and Date Wireless Security

Wireless Basic

Choose SETUP > Wireless > Wireless Basic. The page shown as the right

figure appears. In this page, you can configure the parameters of wireless LAN Disable Wireless LAN Interface
clients that may connect to the device. Band: |2.4 Ghz (B+G+N) ¥
To configure this page, do as follow: ';‘;‘;‘ ";pL_'k
. H -LIn
Step 1 SeIECt Enable Wll’eleSS. Channel Number: |Auto ¥ | Current Channel: 11
Step 2 In Wireless Network Name (SSID) textbox, enter a name for your Radio Power (Percent): |100% ¥
wireless network. You can also keep it as defaults. Associated Clients: | Show Active Clients

Step 3 Keep other entries as defaults.
Click Apply Changes to save the settings.

WIRELEES OPTIONS

Channel Width: |40MHZ v
Control Sideband: | Upper ¥

Apply Changas

Wireless Security
Choose SETUP > Wireless > Wireless Security. The page shown as the right
figure appears. In this page, you can configure the parameters of wireless LAN
clients that may connect to the device. Wireless security is vital to your network
to protect the wireless communication among wireless stations, access points
and wired network.
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The default security mode is None. If the security mode is set to None, your
wireless network can be connected by all wireless clients that can detect the
SSID of this network.

If the Security Mode is set to WPA(TKIP), WPA(AES), WPA2(TKIP), WPA(AES),
or WPA2 Mixed,, the page is shown as the right figure appears. Take WPA2
Mixed as an example.

Step 1 In Security Mode drop-down list, select WPA2 Mixed.

Step 2 In WPA Authentication Mode, select Personal (Pre-Share-Key)

Step 3 In Pre-Shared Key Format drop-down list, select Passhrase.

Step 4 Configure the WPA Authentication Mode.

- Personal (Pre-Share-Key): WPA-PSK does not require an
authentication server. You need to set a Pre-shared Key (wireless
network password) for your wireless network.

- Enterprise (RADIUS): When WPA enterprise is enabled, the router
uses EAP (802.1x) to authenticate clients via a remote RADIUS
server. Enter the port, IP address, and password of the Radius
server. The wireless clients are required to enter the username
and password provided by the Radius server.

Enter the Pre-Share Key, at least for 8 charcacters..

After setting, click Apply Changes to save the settings.

Step 5
Step 6

Time and Date

Choose SETUP > Time and Date. The page shown in the right figure appears.
This page allows you to configure IPv6 LAN.

In the Time and Date page, you can configure, update, and maintain the correct
time on the internal system clock. You can set the time zone that you are in and
the network time protocol (NTP) server. You can also configure daylight saving to
automatically adjust the time when needed.

Select Set NTP Server Manually and select the NTP server of D-Link. You can
also specify the NTP server by selecting Other.

Select Daylight if necessary. Set the daylight as you want.

Click Apply Changes to save the settings.

WIRELEES SECURITY SETTINGS

Encryption: VWPA2 Mixsd ¥ (e
Use 802.1x Authentication WEP 64bits *  WEP 128bits
WPA Authentication Mode: Enterprisa (RADIUS) ® Persond (Pre-Shared Key)
Pre-Shared Key Format:  Passphiase v
Pre-Shared Key: ' ===
Port| 1812 1P address | 122.160,130.] Password
Authentication RADIUS Server:

Apply Changes

System | 1970 Year [Jan v | Month 1 Day 8 Hour 58 min
Time: | 45 ¢
Zﬁ:::f (GMT-12:00) International Date Line West v
DayLight: | LocaTIME v
Mode: | Set Time Manually v

Apply Changes Resst

NTP Start: Gt GMT Time
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Advanced

This section includes advanced features for network management, security and administrative tools to manage the device. You can view status and

other information used to examine performance and troubleshoot.

. Authentication Type: Open System Shared Key ' ®' Auto
Advanced W| releSS Fragment Threshold: | 2346 (256-2346)
Choose ADVANCED > Advanced Wireless > Wireless Advanced. The page RTS Threshold: | 2347 (0-2347)
shown in the right figure appears. Beacon Interval: | 100 {20:1024 me}
If you’re not sure what you’re configuring, please leave it as default. DTIN Twtueal |1 (1253
Data Rate: Auto v
Preamble Type: '* Long Preamble Short Preamble
Broadcast SSID: '* Enzblad Disablsd
Relay Blocking: Enablad '* Disabled
Ethernet to Wirel R r
eome %,oc'kilﬁ::‘ Enabiad Disabied
Wwifi Multicast to Unicast: ® Enabled Disabi=d
Aggregation: ' Enabled Disabled
Short GI: '* Enzbled Disabled

Apply Changss

WIRELESS ACCESS CONTROL MODE

Wireless Access Control

Access Control Mode:
Choose ADVANCED > Advanced Wireless > Access Control. The page [Apply Changes
shown in the right figure appears.

1. Select Wireless Access Control Mode to Allow Listed or Deny Listed
2. Add MAC address to the list. MAC Address: (ex. 00E086710502)
Only the MAC addresses in the listed will be allowed or denied according to what
mode is selected.

Disabls v

WIRELESS ACCESS CONTROL SETTINGS

CURRENT ACCESS CONTROL LIST

MAC Address Select
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WPS

There are 3 methods to realize wireless connection through WPS.

-  PBC

Click the Start PBC button in this page. And then click WPS button on the client
to be connected within 2 minutes. The connection will be established.

- Based on the PIN of wireless client to be connected.

In Input Client PIN textbox, input the PIN code of the wireless client to be
connected. And then click on Start PIN

- Based on the PIN of DSL-2740E.

1) Select Enabled to enable WPS.

4) Input the Self-PIN number at wireless client to be connected.

Access Control List

You can specify what services are accessible form LAN or WAN parts.  Entries
in this ACL table are used to permit certain types of data packets from your local
network or Internet network to the Gateway.  Using of such access control can
be helpful in securing or restricting the Gateway management.

Select direction, LAN ACL Switch and click Apply to save the settings.
In ACL settings, please enter the IP address range and check which service to
configure. Then click Add to create a new rule.

WIFI PROTECIED SETTINGS

Disable WPs
WPS Status: Corfigured

SeOf-PIN Numiber: 15235408

nConfigured
Regenerats PIN
PIN Configusation: | Stat PIN

Push Button Configuration: | Stat #8C

Apply Changes Resst

Client PIN Number

Staxt PN

ACL CONFIGURATION - DIRECTION

Direction Select: '® [aN

LAN ACL SWITCH CONFIGURATION

LAN ACL Switch:

WAN

Enable *  Disable

Apply

ACL SETTINGS

IP Address: )
(The IP 0.0.0.0 represent any IP )

Services Allowed:
L Any

web
telnat
ssh
ftp
ttp
snmp
ping

Add

Reset

L]
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Access Control List IPv6

You can specify what services are accessible form LAN or WAN parts.  Entries
in this ACL table are used to permit certain types of data packets from your local
network or Internet network to the Gateway.  Using of such access control can
be helpful in securing or restricting the Gateway management.

Select direction, LAN ACL Switch and click Apply to save the settings.
In ACL settings, please enter the IP address range and check which service to
configure. Then click Add to create a new rule.

Port Forwarding

Choose ADVANCED > Port Forwarding. The page shown in the right figure
appears.

This function is used to open ports in your device and re-direct data through
those ports to a single PC on your network (WAN-to-LAN traffic). It allows remote
users to access services on your LAN, such as FTP for file transfers. The device
accepts remote requests for these services at your global IP address. It uses the
specified TCP or UDP protocol and port number, and redirects these requests to
the server on your LAN with the LAN IP address which within the available range
of the subnet where the device is in.

Enter an IP address in the WAN IP address field when IP Address is selected in
WAN settings or select the interface name

The Ports show the ports that you want to open on the device. The TCP/UDP
means the protocol type of the opened ports.

Click Add to create a new rule.

ACLV6 CONFIGURATION -- DIRECTION

Direction Select: '® Lan WAN

LAN ACLV6 SWITCH CONFIGURATION

LAN ACL Switch: Enable *  Disable

IP Address: ;

I

Services Allowed:
< Any

Add Reset

PORT FORWARDING SETUP

* usual Service Name | AUTH A

User-defined Service
Name

Protocol | TCP v
WAN Setting | Interface v
WAN Interface | pppoel v

WAN Port | 113 (&x. 5001:5010)
LAN Open Port | 113
LAN Ip Address

Add | | Modify

CURRENT PORT FORWARDING TABLE

ServerNa Local IP Local WANIP WAN

Select me Protocol Address  Port  Address Port

State  Action
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PORT FORWARDING SETUP

Port Trigger T -
Choose ADVANCED > Port Trigger The page shown in the right figure appears. u;::I-Zefﬁ::esﬂi?:: '

Some applications require that specific ports in the Router's firewall be opened pm'fjx“: = -
for access by the remote parties. Port Trigger dynamically opens up the "Relate WAN Setting | Interface v
Port" in the firewall when an application on the LAN initiates a TCP/UDP WAN Interface | pppoet v
connection to a remote party using the "Match Port". The Router allows the WAN Port | 113 (ex. 5001:5010)
remote party from the WAN side to establish new connections back to the LAN Open Port | 113

application on the LAN side using the "Relate Port". LAN Ip Address

Entries in this table are used to restrict certain types of data packets from your [2dd| |Meodify
local network to Internet through the Gateway. Use of such filters can be helpful iGN gy 7D R rUIiS
in securing or restricting your local network.

Local WANIP WAN
Address  Port  Address Port

solect SeverNa p oo Local IP State  Action

DMZ DMZ CONFIGURATION
DMZ is the abbreviation of the Demilitarized Zone. Since some applications are Enzble DMZ
not compatible with NAT, the device supports the use of a DMZ IP address for a DMZ Host TP Address:

single host on the LAN. This IP address is not protected by NAT and it is visible
to agents on the Internet with the correct type of software. Note that any client Al Gianges| | Rest)
PC in the DMZ is exposed to various types of security risks. If you use the DMZ,

take measures (such as client-based virus protection) to protect the remaining

client PCs on your LAN from possible contamination through DMZ.

Choose ADVANCED > DMZ. The page shown in the right figure appears.

Input the host IP address. And Click Apply Changes to save the settings.
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Parental Control

This page provides two useful tools for restricting the Internet access. URL
Block allows you to quickly create a list of all websites that you wish to stop
users from accessing. MAC Filter allows you to control when clients or PCs
connected to the device are allowed to access the Internet.

Choose ADVANCED > Parental Control > URL Block. The URL Block page
shown in the right figure appears.

Step 1 Enter the key word of website in the Keyword field.
Step 2 Select the corresponding time and days.
Step 3 Click Add Filter.

MAC Blocking

Choose ADVANCED > Parental Control > MAC Blocking. The page shown in
the right figure appears.

Enter the Rule Name, MAC address to be blocked and configure the
time/schedule accordingly.

Click Add Rule to add it in the MAC Blocking Table,

URL BLOCKING CAPABILITY

URL Blocking Capability: * Disable Enable
Apply Changes
Block Any URL
*  Keyword:
Schedule Mode Existing Schedule ™ Manual Schedule
Schedul v | View Availahlie Sehodules
Daysi_ EveryDay
Sun Mon Tus Wed
Thu Fri Sat
all day(24Hour):
Time: From 1 To
(2.9, From 09:21 To 18:30)
Add Flter | | ModIfy Ritsr
URL BLOCKING TABLE:
Select Filtered URL Days Time Rule Name

(Delets Sefected UL

Rule Name:
MAC Address: (Ex. DD:E0:86:71:05:02)
Days: | EveryDay
Sun Man Tue Vied
- Thu Fri Sat
All day(24Hour):
Time: From i 1
(€.g. From 09:21 To 18:30)
| Add Rule
MAC BLOCKING TABLE:
Select Rule name MAC Days Time
 Delete Selected
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ADD SCHEDULE RULE

Schedule .
Choose ADVANCED > Parental Control > Schedule. The page shown in the a7 i
right figure appears. T8 sl won B T B wed
The schedule created here could be used for the URL blocking or MAC RS VAL SR O
bIOCking' Time: From F To

" (2.9, From 09:21 To 18:20)

Add Rules.

RULES TABLE:

Select Rule Name Days Time

Delate Sslectad Rule

Filtering Options
PlPort Filtering
Choose ADVANCED > Filtering Options > IP/Port Filtering. The page shown R i o

in the right figure appears. In this page, you may configure IP filtering function. -

specify the criteria: Rule Action, Protocol, Direction, Source IP/Mask, Des Rule Adion: @ Perit® Deny

IP/Mask, Protocol: [P ¥
Click Apply Changes to create a new rule. Direction: |Upstresm ¥

S:g:lc;sl:: Mdr::: 255.255.255.255
Aﬁﬁ‘&f Mdm 255.255.255.255
SPort: ’ DPort:
Enable: ¥

Aoply Changes | [Reset| | Help

CURRENT FILTER TABLE

Source Dest
Rule  Protocol 1P/ Mask SPort 1P/ Mask DPort State Direction Action
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IPv6/Port Filtering

Choose ADVANCED > Filtering Options > IPv6/Port Filtering. The page
shown in the right figure appears. In this page, you may configure IPv6 filtering
function.

specify the criteria: Rule Action, Protocol, Direction, Source IP/Mask, Des
IP/Mask,
Click Apply Changes to create a new rule.

MAC Filtering

Choose ADVANCED > Filtering Options > MAC Filtering. The page shown in
the right figure appears. In this page, you may configure MAC Filtering function.

specify the criteria: Action, Direction, Source MAC, Des MAC, and then
Click Apply Changes to create a new rule.

RULE CONFIGURATION

Rule * Pemit Deny
Action:
Protocol: [Pv6 v IanpGType: |PINGG ¥
Direction: Upstream v
Source
1PV6 R o
Address: il
Dest IPv6 Prefix
Address: Length:
SPort: DPort:
Enable: #
Apply Changes | [Reset| | Help

CURRENT FILTER TABLE

CMP6T

Directio 5
ype State " Action

Source Dest I
Rule Protocol IPv6/Pr SPort IPZ‘GIPr DPort
ix ix

DEFAULT POLICY

Outgoing Default Policy: Dy @
Incoming Default Policy: Deny @ Aliow

Allow

Apply Changes

ADD FILTER

Direction: | Cutgoing ¥
Action: Allow
Source MAC: (ex. OOEOB6710502)

& Deny

Destination MAC: (ex. GOEDB6710502)

&4
CURRENT MAC FILTER TABLE

Select Direction Source MAC

| Delete | | Delete Al
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DOS settings
. . . . .. Enable DoS P tion
A denial-of-service (DoS) attack is characterized by an explicit attempt by ':,,o.e :ys,er.:' :.':,od SYN 100 Packets/Second
attackers to prevent legitimate users of a service from using that service. Whole System Flood: FIN = PacketsfSecond
Port scan protection is deS|g_ned to block attempts to discover vulnerable ports or Whole System Flood: UDP 100 Packets/Second
services that might be exploited in an attack from the WAN. Whole System Flood: ICMP 100 Packets/Second
. . . . Per-Source IP Flood: SYN 100 Packets/Second
Choose ADVANCED > DOS settings. The page shown in the right figure Per-Source IP Flood: FIN T Packets/Second
appears. In this page, you may configure IP firewall function. i G I FNGEE DR T Packets/Second
. . . Per-Source IP Flood: ICMP 100 Packets/Second
Check the protections and click on Apply Changes to enable the protection. You TCP/UDP PortScan Low v | Sensitivity
might consult your ISP for which protection should be enabled. ICMP Smurf
1P Land
1P Spoof
IP TearDrop
PingOfDeath
TCP Scan
TCP SynWithData
UDP Bomb
uDP EchoChargen
| Select ALL Claar ALL
Enable Source IP Blocking 300 Block time (sec)
Apply Changes
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DNS

Domain name system (DNS) is an Internet service that translates domain names
into IP addresses. Because domain names are alphabetic, they are easier to
remember. The Internet, however, is actually based on IP addresses. Each time
you use a domain name, a DNS service must translate the name into the
corresponding IP address. For example, the domain name www.example.com
might be translated to 198.105.232.4.

The DNS system is, in fact, its own network. If one DNS server does not know
how to translate a particular domain name, it asks another one, and so on, until
the correct IP address is returned.

Choose ADVANCED > DNS. The page shown in the right figure appears.

If you are using the device for DHCP service on the LAN or using DNS servers
on the ISP network, select Attain DNS Automatically.

If you have DNS IP addresses provided by your ISP, enter these IP addresses in
the available entry fields for the preferred DNS server and the alternate DNS
server.

Click Apply Changes to save the settings.

IPv6 DNS

Choose ADVANCED > IPv6 DNS. The page shown in the right figure appears.

If you are using the device for DHCP service on the LAN or using DNS servers
on the ISP network, select Attain DNS Automatically.

If you have DNS IP addresses provided by your ISP, enter these IP addresses in
the available entry fields for the preferred DNS server and the alternate IPv6
DNS server.

Click Apply Changes to save the settings.

DNS CONFIGURATION

Attain DNS Automaticay
Set DNS Manuslly

DNS 1: 0.0.0.0

DNS 2:

DNS 3:

Apply Changes

Resst Sedected

IPV6 DNS CONFIGURATION
L

Attzin DNS Automatically

St DNS Manually

ONS 1: Intarface:

v

DNS 2: intarface:
v

DNS 3¢ Interface:

L 4

Apply Changes

Reset Selectad
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Dynamic DNS

The device supports dynamic domain name service (DDNS). The dynamic DNS
service allows a dynamic public IP address to be associated with a static host
name in any of the many domains, and allows access to a specified host from
various locations on the Internet. Click a hyperlinked URL in the form of
hostname.dyndns.org and allow remote access to a host. Many ISPs assign
public IP addresses using DHCP, so locating a specific host on the LAN using
the standard DNS is difficult. For example, if you are running a public web server
or VPN server on your LAN, DDNS ensures that the host can be located from the
Internet even if the public IP address changes. DDNS requires that an account
be set up with one of the supported DDNS service providers (DyndDNS.org or
dlinkddns.com).

Choose ADVANCED > Dynamic DNS. The page shown in the right page
appears.

Click Add to add dynamic DNS.

The following table describes the parameters of this page.

Field Description

Select one of the DDNS registration organizations
DDNS from the down-list drop. Available servers include
provider DynDns.org and dlinkddns.com.

Enter the host name that you registered with your
Host Name DDNS service provider.

Enter the user name for your DDNS account.
Username

Enter the password for your DDNS account.
Password

Click Apply Change to save the settings.

DDNS CONFIGURATION

DDNS provider:
Hostname:

Interface:
Enable;

DynDns Settings:

dfinkddns.com(Free) v

pppoel ¥
v

Username:
Password:
TZ0 Settings:
Email:
Key:
Add Ramove
DYNAMIC DDNS TABLE
Select State Service Hostname Usemame Interface
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Network Tools

Port Mapping

Choose ADVANCED > Network Tools > Port Mapping. The page shown in the
right figure appears. In this page, you can bind the WAN interface and the LAN

interface to the same group.
Click Add to add port mapping.

The procedure for creating a mapping group is as follows:

Step 1 Select the group to be configured.

Step 2 Select interfaces from the Available Interface list and click the Add >
button to add them to the grouped interface list, in order to create the
required mapping of the ports. Or select the interface in Interface
group and click < Del to remove it from current group.

Step 3 Click Apply to save the settings.

IGMP Proxy

Choose ADVANCED > Network Tools > IGMP Proxy. The page shown in the

right figure appears.

IGMP proxy enables the system to issue IGMP host messages on behalf of hosts
that the system discovered through standard IGMP interfaces. The system acts

as a proxy for its hosts after you enable it.

PORT MAPPING CONFIGURATION

Port Mapping: Disable ' Enable

WAN Interface group
Add >
LAN
< Del
Select Interfaces Status
Default LANZ,LAN3,LANS, wlan,pppos1,a4,35,36,a7 Enabled
Groupl LAN1,30,31 Enabled
Group2 =
Growp3 —
Groupd

Apply

IGMP PROXY CONFIGURATION

TIGMP Proxy: Disable '® Enable
Multicast Allowed: Disable ® Enable
Robust Count: 2

Last Member Query Count: 2

Query Interval: 60 (s=conds)
Query Response Interval: 100 (*100ms)
Group Leave Delay: 2000 (ms)
Apply Changes Undo
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IP QoS Configuration

Choose ADVANCED > Network Tool >QoS Configuration. The page shown in
the right figure appears. The QoS Configuration contains 3 parts: IP QoS
Configuration, QoS Rule list.

IP QoS Configuration

Choose ADVANCED > QoS Configuration > Configure QoS Global Options.
The page shown in the right figure appears. You can tick in the checkbox and
then click Submit to enable queuing operation.

Click Add Rule.
The following table describes the parameters of this page.
Field Description
MAC Specify Source MAC and Destination MAC.
Ip/mask Specify Source IP/Mask and Dest IP/Mask
Port Specify TCP port.

Protocol Type Choose a protocol type matching with the QoS

rule.

Phy Port Based on the Classify Type, choose a WAN/LAN
interface.

IPP/DS field Select TOS or DSCP QoS

Ranges Select or enter corresponding QoS value ranges

according to the IPP/DS field.

click Apply Changes to apply the settings.

IP QOS CONFIGURATION

Schadule Mode:

Apply Changes

QOS RULE LIST

Src MAC dest MAC src IP sPort dest IP dPort  proto g:ryt

QOS RULE LIST(CONTINUE)

PP
Mark

TOS
Mark

DSCpP TC
Mark  Mark

802.1p

Mark sel

IPP TOS DSCP TC B02.1p Prior

| Add Ruie |

ADD OR MODIFY QOS RULE

Source MAC:

Destination MAC:

Source IP:

Source Mask:

Destination 1P:

Destination Mask:

Source Port:

Desanavon Port:

Protocol: v

Phy Port: v

1PP/DS Fisid: PPTOS & DSCP

1P Precedence Range: Y o~ v

Type of Service: v

DSCP Range! (Value Range:0~63)

Tr=ffic Class Range:

802.1p: v . v

Priority:
ins=rt or modify QoS mark

{(Value Rangai0~255)

p3(Lowest) v

.:ppl_y Changes
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UPNP

Choose ADVANCED > Network Tools > UPnP. The page shown in the right
figure appears.

In this page, you can configure universal plug and play (UPnP). The system acts
as a daemon after you enable UPnP. Aokt Chanaee
UPNP is used for popular audio visual software. It allows automatic discovery of

your device in the network. If you are concerned about UPnP security, you can

disable it. Block ICMP ping should be enabled so that the device does not

respond to malicious Internet requests.

Click Apply Changes to save the settings.

SNMP

¥ Enable SNMP

Choose ADVANCED > Network Tools > SNMP. The page shown in the right System Description ADSL SoHo Router
figure appears. In this page, you can set SNMP parameters. System Contact
System Name  ADSL

UPNP CONFIGURATION

UPnP: * Diszble Enable
WAN Interface: |oppos1 ¥

System Location

Trap IP Address
Community name
(read-only)

Community name
(read-write)

public

privatz

Aoply Changes Rirset
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ACS CONFIGURATION
TR-069 | Acs conptouraTon |

Enable; ¢

Choose ADVANCED > Network Tools > TR-069. The page shown in the right ey
figure appears. In this page, In this page, you can configure the TR069 CPE.

hitp://ms.2mebroadband.n:8103/AC
User Name:  airtelacs
Password:  airtzlacs
Periodic Inform Enable: Dissbl= ®' Enable
Periodic Inform Interval: 85400 seconds

CONNECTION REQUEST

User Name:  admin

Password: admin

Path: /tr069
Port: 7547
ACS Certificates CPE: ® No ' Yes
Show Message: '® Disable ' Enabls
CPE Sends GetRPC: * Disable Enable
L)

Skip MReboot: Disable " Enable
Delay: Disable ® Enable
Auto-Execution: Disable ® Enable

CERTIFICATE MANAGEMENI

Certificates
Here you can import the CA for TR-069. e Catthiis o [cnen —_—
| BHFER | AT
=g | Upload
CPE Certificate: ——
Dsete |
| BHPEE | HSFEaE
e | Upload
CA Certificate:
Deleta |
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Software Forbidden

Choose ADVANCED > Network Tools > Software Forbidden. The page shown
in the right figure appears. This page is used to configure some software to be
forbidden. By it ,you can deny the IP packets from the specified software.

ARP Binding

Choose ADVANCED > Network Tools > ARP Binding. The page shown in the
right figure appears. This page lists the permanent arp entry table.You can bind
ip with corresponding mac to avoid arp spoof.

Client Limit

Choose ADVANCED > Network Tools > Client Limit. The page shown in the
right figure appears. This page is used to configure the capability of force how
many device can access to Internet.

Telnet
Choose ADVANCED > Network Tools > Telnet. The page shown in the right
figure appears. This page is used to configure telnet function

CURRENT FORBIDDEN SOFTWARE LIST

Software Select

Dalste | Delgts Al

ADD FORBIDDEN SOFTWARE

Add Forbidden Software: | - v

| QQ&QQ Gamea
| Add Yahoo Messenger
BT related softwars
Qurgame
GameABC
Chinagames
HF netgames
Mall Dellevery
| Riceiving Mail

ARP BINDING CONFIGURATION

1P Address: | 0.0.0.0
Mac Address: | 000000000000 [ex. COELBTION0Z)
Add Delete Selectod Unco
ARP BINDING TABLE
Select 1P Address MAC Address

CLIENT LIMIT CONFIGURATION

Client Limit Capability: Disable % Enztie
Madmum Devices: 4

Apply Changes

TELNET CONFIGURATION

Telnet: Disable '® Enable

Apply Changes |
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Routing
Static Routing

Choose ADVANCED > Routing > Static Route. The page shown in the right

figure appears. This page is used to configure the routing information. In this Eoabia. o
page, you can add or delete IP routes. D:‘“"a"::
The following table describes the parameters of this page. o :“':':w
- - - ex
Field Description i G
Destination The destination IP address of the router. Tidestach v
Subnet Mask The subnet mask of the destination IP
address Md Routs Updats Delste Selectad | Show Routes
Next hop The gateway IP address of the router. STATACKOUIEIABLE
Metric The cost of this route. e T -
. Select  State  Destination Mask NextHop Metric L33
Interface The interface name of the router output
port.

Click Add Route to add a static route.

CONFIGURATION

IPv6 Static Routing
Choose ADVANCED > Routing > IPv6 Static Route. The page shown in the S
right figure appears. This page is used to configure the routing information. In | Prefixtength
this page, you can add or delete IP routes. He 1o
Click Add to add a static route. TERCace

Add Route Deleta Sefected

The following table describes the parameters of this page.
o

Description
Destination The destination IP address of the static Select Destination NextHop Interface
route.
Prefix length The length of prefix for this route.
Next Hop The gateway IP address of the static route.
Interface The interface name of the static route.
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Click Add Route to save the settings.

v

RIP
Choose ADVANCED > Routing > RIP. The page shown in the right figure vot 5 on Lol
appears. This page is used to select the interfaces on your device that use RIP Ru;"\:::: ;;1 -
and the version of the protocol used. I ——
Add Delate
RIP CONFIG LIST
Select Interface

Recv Version

Send Version
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NAT

Traditional NAT would allow hosts within a private network to transparently
access hosts in the external network, in most cases. In a traditional NAT,
sessions are uni-directional, outbound from the private network. Sessions in the
opposite direction may be allowed on an exceptional basis using static address
maps for pre-selected hosts.

NAT ALG AND PASS - THROUGH

Choose ADVANCED > NAT > NAT ALG. The page shown in the right figure R Nan Shewaoh @ skl
appears. P91 pasn- Thoongh @ Erable
FiP ¢ &
N323 ¥ Eng
Setup NAT ALG and Pass-Through configuration R
After setting, click Apply Changes to make the settings take effect. 100 @ e

NAT EXCLUDE IP
Choose ADVANCED > NAT > NAT Exclude IP. The page shown in the right interface | apos ¥
figure appears.

In the page ,you can config some source ip address which use the purge route

1P Range

Aonly Changes Rt
mode when access internet through the specified interface.

‘ WAN Interface Low 1P High 1P Action
NAT Forwarding fcone
Choose ADVANCED > NAT > NAT Forwarding. The page shown in the right interface | pppot ¥
figure appears. T:Rnoe
Entries in this table allow you to automatically redirect common network services .~

to a specific machine behind the NAT firewall. These settings are only necessary
if you wish to host some sort of server like a web server or mail server on the |EITEEARCEIERLIG
private local network behind your Gateway's NAT firewall.

WAN Interface Low 1P High 1P Action
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NAT Forwarding
Choose ADVANCED > NAT > FTP ALG config. The page shown in the right interface | pppost ¥
figure appears. | 1P Range :

This page is used to configure FTP Server ALG and FTP Client ALG ports .

fooly Changes Rt

CURRENT NAT EXCLUDE 1P TABLE

) WAN Interface Low 1P High 1P Action

NAT IP Mapping seee |
Choose ADVANCED > NAT > NAT IP Mapping. The page shown in the right e [ '
figure appears. Local Start TP
Entries in this table allow you to config one IP pool for specified source ip tocal B3P
address from lan,so one packet which's source ip is in range of the specified diobal St TP
address will select one IP address from pool for NAT. Global End 1P

| Apply Changes | | Reset |

CURRENT NAT IP MAPPING TABLE

Local Start IP Local End IP Global Start IP Global End IP Action

| Delete Selectad | | Delete Al

Logout SE0HT
Choose ADVANCED > Logout. The page shown in the right figure appears. In ([ R - U
this page, you can log out of the configuration page. |
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MAINTAINANCE

In the main interface, click MAINTAINANCE tab to enter the maintenance menu. The submenu of the Management contains System, Firmware
Upgrade, Password , Diagnosis, system Log Configuration and Logout.

System

Choose MAINTAINANCE > System. The page shown in the right figure | e e bumon below m reboot the router or reset it to factory defautt ssttings,

ap pears. . . . Reset to default Save and reboot
In this page, you can reboot device, back up the current settings to a file, update

settings from the file saved previously and restore the factory defaults.

The buttons in this page are described as follows: Back up DSL Router configurations. You may save your router configuradions o 2 file on your PC.
Fleld Description Nots: Plaass always save configuration file first befors viewing it
Restore to Default | Click this button to reset the device to default Backup Settings
Setting settings. g 5
Save and Reboot | Click this button to reboot the device.
Backup Setting Click this button to save the settings to the local G CL FOUC M PNOR.YRAL Y ot YOUT TOURRL rEoon Lo Your swvect e,
hard drive. Select a location on your computer to Settings File Name : || Browsing
back up the file. You can name the configuration | Lpg3% Satioes
file.
Update settings Click Browse to select the configuration file of
device and then click Update Settings to begin
updating the device configuration.

[L) Note:

Do not turn off your device or press the Reset button while an operation in
this page is in progress.
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Firmware Upgrade

Current Firmware Version: IN_1.00

Choose MAINTAINANCE > Firmware Update. The page shown in the right Current Firmware Date: Jun 26 2015 18:13:12

Flrmware File Name: Browse.,

figure appears. In this page, you can upgrade the firmware of the device.
To update the firmware, take the following steps.

Step 1 Click Browse...to find the file.
Step 2 Click Update Firmware to copy the file.
The device loads the file and reboots automatically.

L) Note:

Do not turn off your device or press the Reset button while an operation in
this page is in progress.

Password

Updats Fimware | | Resst

Choose MAINTAINANCE > Password. The page shown in the right figure ——

appears. In this page, you can change the password of the user and set time for orice: [Ds

automatic logout. B i

You should change the default password to secure your network. Ensure that N Saieheords

you remember the new password or write it down and keep it in a safe and PP—

separate location for future reference. If you forget the password, you need to 1dle logout time: (1-60min)
reset the device to the factory default settings and all configuration settings of the

device are lost. |add| |Modify| |Dslete| |Rest

Enter the current and new passwords and confirm the new password to change YT
the password. Click Add or Modify to apply the settings.

Select User Name Privilege Idle Time
admin root 5
user user 5
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Diagnosis

Ping

Choose MAINTAINANCE > Diagnosis > Ping. The page shown in the right
figure appears. In this page, you can determine the routers on the Internet by
sending packets.

Ping

Choose MAINTAINANCE > Diagnosis > Ping. The page shown in the right
figure appears. In this page, you can determine the routers on the Internet by
sending packets.

Traceroute

Choose MAINTAINANCE > Diagnosis > Traceroute. The page shown in the
right figure appears. In this page, you can determine the routers on the Internet
by sending packets.

Target Address:

Interface:

| PING |

Target Address:
Intarface:

PING

TRACEROUTE

Host
NunderOfTries
THneout 5004
Datasize 38
oscp |
MaxHopConmt 1
Intestace any

trageroute
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ADSL Test

Choose MAINTAINANCE > Diagnosis > ADSL Test. The page shown in the
right figure appears. In this page, you can test your DSL connection by clicking
Start.

DIAGNOSTIC Test

Choose MAINTAINANCE > Diagnosis > Diag Test. The page shown in the right
figure appears. In this page, you can test the bit error rate.

The DSL Router is capable of testing your DSL connection. The individual tests
are listed below. If a test displays a fail status, click "Run Diagnostic Test" button
again to make sure the fail status is consistent.

ADSL TONE DIAGNOSTIC

Start

Hiin Scale
Loop Attenuation(dB)
Signal Attenuation(d8)
SNR Margin{dB)
Attainable Rate(Kbps)
Output Power(dBm)

Tone Number H.Real HImage SNR N Hiog

| R

SELECT THE INTERNET CONNECTION

| 30 v | Fun Diagnomic Test
Test Switch LAN PORT 1 DOWN
Test Switch LAN PORT 2 DOWN
Test Switch LAN PORT 3 up
Test Switch LAN PORT 4 DOWN

Test WLAN Root AP UPLJUNLINKED
ADSL CONNECTION CHECK
Test ADSL Synchronization FAIL
Test ATM OAM FS Segment Loopback FAIL
Test ATH OAM FS End-to-end Loopback FAIL
Test ATM OAM 4 Segment Loopback FAIL
Test ATM OAM F4 End-to-end Loopback FAIL
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System Log

Choose MAINTAINANCE > System Log. The System Log page shown in the
right figure appears.

This page displays event log data in the chronological manner. You can read the
event log from the local host or send it to a system log server. Available event
severity levels are as follows: Emergency, Alert, Critical, Error, Warning, Notice,
Informational and Debugging. In this page, you can enable or disable the system
log function.

To log the events, take the following steps.

Step 1  Select Settings check box to configure log level.
Step 2 Click Apply Changes to apply the settings.
Step 3 Check Remote Log Enable and configure remote systlog server IP

address to enable remote log.
Step 4 Click Apply Changes to apply the settings.

Logout

Choose MANAGEMENT > Logout. The page shown in the right figure appears.
In this page, you can log out of the configuration page.

Status

Help

Error: Notice:

Apply Changes
REMOTE SETTING

Remote Log Enable: «
Remote Log Host: |

Apply Changes

EVENT LOG TABLE

Ci=an Log Table

Save Log o Rl

Old |<< >>| | New

Time Index Type Log Information

Page: 1/1

In the main interface, click Status tab to enter the Status menu. The submenus are Device Info, Wireless Clients, DHCP clients, ADSL Driver,
Statistics, Route Info . You can view the system information and monitor performance.

In the main interface, click Help tab to enter the Help menu. This section provides detailed configuration information for the device. Click a wanted
link to view corresponding information.
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Troubleshooting

This chapter provides solutions to problems that might occur during the installation and operation of the DSL-2740E. Read the following descriptions
if you are having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system, the screenshots on your
computer will look similar to the following examples.)

1. How do I configure my DSL-2740E Router without the CD-ROM?

Step 1 Connect your PC to the Router using an Ethernet cable.
Step 2 Open a web browser and enter the address http://192.168.1.1
Step 3 The default username is ‘admin’ and the default password is ‘admin’.

Step 4 If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2),
which will set the password back to ‘admin’.

2. How do I reset my Router to the factory default settings?

Step 1  Ensure the Router is powered on.
Step 2 Press and hold the reset button on the back of the device for approximately 1 second.
Step 3 This process should take around 1 to 2 minutes.

LL) Note:
Resetting the Router to the factory default settings will erase the current configuration settings.

3. What can | do if my Router is not working correctly?

There are a few quick steps you can take to try and resolve any issues:

Step 1 Follow the directions in Question 2 to reset the Router.

Step 2 Check that all the cables are firmly connected at both ends.

Step 3 Check the LEDs on the front of the Router. The Power indicator should be on, the Status indicator should flash, and the DSL and LAN

D-Link DSL-2740E User Manual 51



Section 4 — Troubleshooting

indicators should be on as well.

Step 4 Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password, are the same as the settings
that have been provided by your ISP.

4. Why can’t | get an Internet connection?

For ADSL ISP users, please contact your ISP to make sure the service has been enabled/connected by your ISP and that your ISP username and
password are correct.

5. What can | do if my Router can’t be detected by running the installation CD?

Step 1 Ensure the Router is powered on.

Step 2 Check that all the cables are firmly connected at both ends and all LEDs are working correctly.
Step 3  Ensure only one network interface card on your PC is activated.

Step 4 Click on Start > Control Panel > Security Center to disable the firewall.

There is a potential security issue if the firewall is disabled on your PC. Please remember to turn it back on once you have finished the whole
installation procedure. This will enable you to surf the Internet without any problems.
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Networking Basics
Check Your IP Address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP server (i.e. wireless
router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type cmd and click on the OK button.

At the prompt, type ipconfig and press Enter. T CAWMDOWS system 32\cend, axe

icrosoft Vindeus XP [Werazion 5.1.26081
This will display the IP address, subnet mask and the default S LR L INUEEESEUUUI R

gateway of your adapter. Ci\Documents and Settings>ipconf ig

Jindows 1P Configuration

If the address is 0.0.0.0, check your adapter installation,

security settings and the settings on your router. Some Ethernet adapter Local Area Connection:
firewall software programs may block a DHCP request on Connuct ion-specific DNS Suff ix £
newly installed adapters. gt A S S SRR S R * 1

Default Gatewvay : 192.168.1.1

If you are connecting to a wireless network at a hotspot (e.g. SRS HEESS
hotel, coffee shop, airport), please contact an employee or
administrator to verify their wireless network settings.
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Statically Assigning an IP Address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps below:

Step 1
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click on the My Network Places > Properties.

Step 2

Right-click on the Local Area Connection which represents your network adapter and select the Properties button.

Step 3
Highlight Internet Protocol (TCP/IP) and click on the Properties button.

Step 4

Click on the Use the following IP address and enter an IP address that is on the same subnet as
your network or the LAN IP address on your router.

Example: If the router’s LAN IP address is 192.168.1.1, make your IP address 192.168.1.X where X
is a number between 2 and 254. Make sure that the number you choose is not in use on the
network. Set the Default Gateway to be the same as the LAN IP address of your router
(192.168.1.1).

Set the Primary DNS to be the same as the LAN IP address of your router (192.168.1.1). The
Secondary DNS is not needed or you may enter a DNS server from your ISP.

Step 5
Click on the OK button twice to save your settings.

Internet Protacol (TCPZIP) Properties

Geresal

You can get P settings assigned automaticaly if pour network, supports
iz copabdty. Othervwese, vou nead to ask your network agministrator foe

the appeopriate IF seiting:

() Oblan an P adciess automahzaly
(5) Uze tha fobowing P addies::

|P address 192
Subnet ek 25
Defaut gateveay 192.
@) Use the following DNS server addesses
Frefened DNS satver 192,

Altemae DNS server

52

25,0

Advanced |

0K

=]
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Technical Specifications

ADSL Standards
ANSI T1.413 Issue 2
ITU G.992.1 (G.dmt) AnnexA
ITU G.992.2 (G.lite) Annex A
ITU G.994.1 (G.hs)
ITU G.992.5 Annex A

ADSL?2 Standards
ITU G.992.3 (G.dmt.bis) Annex A, L, M
1 ITU G.992.4 (G.lite.bis) Annex A, L, M

ADSL2+ Standards
7 ITU G.992.5 (ADSL2+) Annex A, L, M

Protocols
TCP/UDP RFC1483/2684
ARP Multiprotocol
RARP Encapsulation over ATM
ICMP Adaptation Layer 5 (AAL5)

RFEC1058 RIP v1 RFC1661 Point to Point

RFC1213 SNMP v1 & v2c Protocol
RFC1334 PAP RFC1994 CHAP

RFC1389 RIP v2 RFC2131 DHCP Client /

RFC1577 Classical IP over DHCP Server

ATM RFC2364 PPP over ATM
RFC2516 PPP over
Ethernet

Data Transfer Rate

G.dmt full rate downstream: up to 8 Mbps / upstream: up to 1
Mbps

G.lite: ADSL downstream up to 1.5 Mbps / upstream up to 512
Kbps

G.dmt.bis full rate downstream: up to 12 Mbps / upstream: up to
12 Mbps

ADSL full rate downstream: up to 24 Mbps / upstream: up to 1
Mbps

Media Interface

1 ADSL interface: RJ-11 connector for connection to 24/26 AWG
twisted pair telephone line

1 LAN interface: RJ-45 port for 10/100BASE-T Ethernet connection
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