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1. Product Overview

n 1.1 Simply Description

DA5900 provide an easy way to expend your wired Ethernet to wireless. It work
well on gateway, and you could configure it via Web. It could meet both enterprise and the
home’s requirements economically, its user could browser the internet and time and anywhere.
It has multi-function ,highly-perfomance and easy install. Will be your best choice to build your
own WLAN. About the wireless security, WE826 provide multi-protection, support unable SSID
broadcast , also provide 64/128/152 bit WEP encryption , support for WPA / WPA-PSK,
WPA2/WPA2-PSK security mechanism , in order to protect your data .Comply with 802.11n/
802.11¢g/ 802.11b/ 802.113/802.113u standard has 300Mbps , Our smart antenna management,
makes the DA5900 performs much better than other similar product in WiFi transmission
distance, perfectly compitable with other network device.

N 1.2 Features and Specification

u 1.2.1 Main Features

Provide 5 10M/100M Ethernet ports

DHCP server

Support RTS/CTS protocol , ensure the communication quality
Roaming technology , efficient wireless connect

DHCP serve static IP address

Web manage

Q..

u 1.2.2 Specification
@ Comply with802.11n/802.119/802.11b/802.113/802.113u standard
Support TCP/IP. DHCP. ICMP protocol

Auto MDI/MDIX port
Indictor LED, power adapter(48V 1A)
Work temperature 0°C- 40°C

Q V88 W

Operating Humidity: 10%-~90% non-condensing
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2. Hardware Descriptio

n 2.1 Panel Layout

u 2.1.1 Front Panel
Indictor LED (Will adjust with the specific mode)

Indictor LED Description Function

Keep ON - Power in

POWER Power LED Keep Off - No Power
On - The relevant port connect
Off - No connect to the relevant

LAN LAN LED port
Flashing- Data transmission on
the relevant port

WLAN Wifi LED Off - Wireless function unable

On - Wireless function enable

Interface((Will adjust with the specific mode)

Interface

Description

Function

Micro SD(TF)

Micro SD(TF) slot

External Micro SD card slot, data
exchange

u 2.1.2 Back Panel
Port(Will adjust with the specific mode)

Port Description Function
DC Power Port Connect the supplied power
adapter.
LAN LAN Port (RJ45) Connect to the devices in the
LAN, such as HUB, switches or
PC
WAN WAN Port (RJ45) Connect to the WAN device, data

exchange with the internet
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Button(Will adjust with the specific mode)

Button Description Function

REST/WPS Rest: Press for 8 seconds

REST/WPS Multi-function button WPS: Press one times.

Wireless data transfer and

Antenna 2* 5Dbi omni antenna i
receive

Nn 2.2 Rest

If you want to rest to the factory default settings, please refer the below steps
1) To plug the power adapter.
2) When the router works normally, press the REST/WPS button for 8 seconds.
3) All the router’s LEDs will off and then on again, wait until it work normally.
4) When above 3 steps done, the router will rest to the factory default setting.

Warming:
Before steps finishing, don’t cut the power off, or it will break your router.

n 2.3 System Requirements.

@ Network card and Ethernet cable
@ TCP/TP net software (Windows 95 or higher version has pre-install)
@ IE 5.0 or higher version

N 2.4 Install Condition

When you install the router, please refer the below
@ Put the device horizontally
@ Keep away from any heat device
@ Do not put it in some place which is too dirty or too humidity.
Remark:
The environment will effect the transfer distance , recommend using environment:
Temperature: 0C~40°C ,Humidity: 10%~95% RH

3. TCP/IP Configuration

Before using the device, you need to configure the network correctly, this manual is based
on the Windows 2000/XP, the IP of the device is 192.168.1.1 , subnet mask is 255.255.255.0 .
Firstly, connect your PC to the LAN port, and then you can configure the IP of your PC in 2
ways.
=2 SetthelP
Set your PC’s IP as 192.168.1.xxx(xxx could be any number in 2~254), subnet mask
to be 255.255.255.0 , default gateway 192.168.1.1 , DNS server 192.168.1.1
= Auto set the IP by the DHCP server.
Set the TCP/IP to “automatically get IP address”, after setting , you could use the
Ping command to check if the device has connected to the PC. For an example, in
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Windows 2000, run the cmd.exe , and the enter ping 192.168.1.1 If the screen shows as
the below, means OK, the device connected to the PC.

Pinging 192.168.1.1 with 32 bhytes of data:

Reply from 192.168.1.1: bytes=32 time<{18ms TTL=64
Reply from 192_168.1.1: bhytes=32 time{1Bms TTL=64
Reply from 192.168.1.1: hytes=32 time{1Bms TTL=64
Reply from 192.168.1.1: bytes=32 time<{1Bms TTL=64

Ping statistics for 192.168.1.1:

Packets: Sent = 4, Received = 4, Lost = 8 (B2 loss),
Approximate round trip times in milli-seconds:

Minimum = Bms, Maximum = Bms, Average = Bms

N /

If it shows as below, it means fail

/ I
Pinging 192.168.1.1 with 32 bytes of data:

Request timed out.
Request timed out.
Request timed out.
Request timed out.

Ping statistics for 192.168.1.1:

Packets: Sent = 4, Received = B, Lost = 4 (108% loss).
Approximate round trip times in milli-seconds:

Minimum = Bms, Maximum = Bmns, Average = Bmns

When it fails to connect, you could check as below.
1): If the hardware connect in right way?
>>The relevant LED to the PC must be on
2): If your PC’'s TCP/IP sets right?

>>If the IP of the device is 192.168.1.1 , your PC’s IP must be 192.168.1.xxx(xxx should
be 2~253)

4. Configuration Guide

N 4.1 Start and Login

The router provide the Ul based on the IE, this solution could work in any MS Windows,
Macintosh or UNIX system . Run the browser, unable the VPN (if the VPN is working) , and then
input the 192.168.1.1 in browser. After doing that, you will see the login page, you should enter it
as the administer, which means you should enter the username: root /Password: admin , and
then click the “log in”

The system of the DA5900 is OpenWrt
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4-1 Log in webpage

When everything goes well, the browser will show as the 4-2. There are several tag, click

some tag, you could configure relevant function settings.
e N £V 1R

€« > ¢ [[192.168.1. 1/cgi-bin/l

ZBT-WRE30SRT
ZBT WRE3OSRT

Openwrt Attitude Adjustment 12.09.1 / LuCT Trunk (0.11+5vn396)
3.8

Tue Apr 2 19:20:50 2013

0Oh 4m 0s

0.08,0.09, 0.05

[ #5456 K8 / 51944 kB |
[ ESSEELE / Eioaa ke |
[C7edn K7 Aodd kB
[ o240 ks 7 Atoad ke

(3%

2 Not connected

IPva-Address MAC-Address

There are no active leases.

SSID: ZBT-China 312CDB
e: fas!

ode: er
11 (0.000 GHz)

00 Mbit/s
01:42:51:2C:DB

signal

Mo information available

| will explain each menu.

Nn 4.2 us

u 4.2.1 Overview

Click the “Overview” You could check the running information, included system
information, Memory, network, DHCP leases, wireless and associate stations, as 4.2.1
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4.2.1 Status

System: Router name, Router model, Firmware version, Kernel version, Local Time, Uptime,

Load average.

Memory: Total available , Free, Caches, Buffered

Network: The connection status of the WAN port.

DHCP Leases: Show the IP address ,MAC, and the Lease time

Wireless: It is about the wireless status , will included SSID, Mode, Work Channel, Bitrates,
the MAC of the wireless interface , the Encryption of the transmission.

Associate: Shows the status of all the device connect to the router via Wireless

u 4.2.2 Firewall

Click the firewall tag, you could check the firewall status of the device

' [} ZBT-WEB30SET - Firewsll x §
C' [7192.168. 1. 1/cgi-bin/luci/; stok=e8bcdf8e525cacBF0T285c0cTc89191 /admin/status/iptables,/ ade

&~

Overview  Firewall Routes Systemlog  KernelLog  Processes

Firewall Status

Realtime Graphs

Actions

* Reset Counters
+ Restarf Firewal

Table: Filter

Chain IMPUT (Policy: ACCEPT, Packets: 0, Traffic: 0.00 B)

Rule # Pkts Traffic Target
1 2457 173.78 KB delegate input
Chain FORWARD (Policy: DROP, Packets: 0, Traffic: 0.00 B)
Rule # Pkts Traffic Target
1 1} 0.008 delegate forward

Chain ou7PUT (Policy: ACCEPT, Packets: 0, Traffic: 0.00 B)

Rule # Pkts Traffic Target
1 2623 252,32 KB deleaate output
Chain delegate_forward (References: 1)
Rule # PkEs, Traffic Target
1 a 0.008 farwarding_rule
2 0 0.00 8 ACCEPT
] a 0.008 zane lan forward
4 0 0.00 8 zone wan forward
5 o 0.008 reject
Chain delegate_input (References: 1)
Rule # Pkts Traffic Target
i 1968 130.69 KB ACCEPT
2 489 43,00 KB input_rule
3 384 32.75KB ACCEPT
& 29 147 KB syn_flood
5 105 10.35 KB zone lan_input
6 0 nooe z0ne wan_input
Chain delegate_output (References: 1)
Rule # Pkts, Traffic Target
1 1968 130.69 KB ACCEPT
2 655 121,64 KB output_rule
3 655 121.64 KB ACCEPT
L 0 0.008 zone lan_output
S 0 nooe Z0hE wan output
Chain reject (References: 3)
Rule # PkEs, Traffic Target
i 0 0.00 B REJECT
i [u] 0.008 REJECT

Prat. Flags In out: Source Destination Options
all ) H * 0.0.0.0/0 0.0.0.0/0 =
Prat. Flags In out: Source Destination Options
all = i e 0.0.0.0/0 0.0.0.0/0 >
Prat. Flags In out: Source Destination Options
all = 2 L 0.0.0.0/0 0.0.0.0/0 -
Prot. Flags In Oout Source Destination Options
all - 2 % 0.0.0.0/0 0.0.0.0/0 J#* user chain for forwarding */
all * * 0.0.0.0/0 0.0.0.0/0 ctstate RELATED,ESTABLISHED
all br-lan b 0.0.0.0/0 0.0.0.0/0 -
all etha.2 5 0.0.0.0/0 0.0.0.0/0
all = * 0.0.0.0/0 0.0.0.0/0
Prat. Flags In out Source Destination Options
all i lo 4 0.0.0.0/0 0.0.00/0 -
all * * 0.0.0,0/0 0.0.0.0/0 #* user chain for input */
all 2 A 0.0.0.0/0 0.0.0.0/0 ctstate RELATED,ESTABLISHED
top 3 * 0.0.0,0/0 0.0,0.0/0 top flags: 0x17/0x02
all br-lan * 0.0.0.0/0 0.0.0.0/0 =
all ethe.2 i 0.0.0.0/0 0.0.00/0
Prot. Flags n out Source Destination Qptions
all = 5 [ 0.0.0.0/0 0.0.0.0/0 =
all * * 0.0.0.0/0 0.0.0.0/0 J* user chain for autput */
all o 7 0.0.0.0/0 0.0.0.0/0 ctstate RELATED,ESTABLISHED
all * bran 0.0.0.0/0 0.0.0.0/0 =
all i eth2.2 0.0.0.0/0 0.0.00/0
Prot. Flags In out Source Destination Qptions
tep - i i 0.0.0.0/0 0.0.0.0/0 reject-with tcp-reset
all = * * 0.0.0.0/0 0.0.0.0/0 reject-with icmp-part-unreachable
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4.2.2

u 4.2.3 Routing List

Click the status-routes, you could check the routing list of the device, the currently active on

the device.

1] Llo

Kernel Log  Processes.  Realftime Graphs.

Metwark

Owerview  Firewall  Routes | System Log

Routes

The following rules are currently active on this system,

ARP

IPv4-Address
192.168.1.3

MAC-Address
be;Sfif4.:f8:72:05

Interface
brdan

Active IPv4-Routes

Netvrork
lan

Target
192.168.1.0/24

IPv4-Gatevray
0.0.0.0

Metric
L}

u 4.2.4 System Log

4.2.3

Click the System Log, you could check the running status and the operate history

igH#& - LuCI — ¥ind Internet Ex

v| B1l[#2)| %] B

= ‘\W
@ A |g 182 185.1.1
IEE HEE BEEW O WEEXe IAm B

o0 W @opr - RHRE - Ll

ZBT | OpenWrt Attitude Adjustment 12.09.1 |

*"E

: 0.00 0.03 0.02

2H BKE RBeFE  RKHE  AEET REHE  REE
F&HE
Apr 2 19:17:05 ZBET kern.info kernel: 1.484000] =erial8250: ttyS5S0 at MMIO O0x10000500 (irxg = 37) is a 16550A
Bpr 2 18:17:05 ZBT kern.info kernel: 1.492000] serial8250: tty3l at MMIO 0x10000c00 (irg = 12) i= a 165504
Apr 2 19:17:05 ZBT kern.alert kernel: 1.500000] Enable Ralink GDMA Controller Module
Apr 2 19:;17:05 ZBT kern.alert kernel: 1.504000] GDMA IPF Version=3
Zpr 2 19:17:05 ZBT kern.info kernel: 1.516000] loop: module loaded
Apr 2 1%9:17:05 ZBT kern.alert kernel: 1.520000] Ralink SPI flash Driver for PandoraBox.
Zpr 2 19:17:05 ZBT kern.alert kernel: 1.524000] deice id : ef 40 18 0 0 (40180000)
Bpr 2 19:17:05 ZBT kern.alert kernel: 1.528000) W25Q128BV(ef 40180000) (16324 Hbytes)
Bpr 2 18:17:05 ZBT kern.alert kerpel: 1.532000] mtd .name = raspi, .size = 0x01000000 (OM) .erasesize = 0x00000010 (OK) .numeraseregions =
Apr 2 1%:17:05 ZBT kern.notice kernel: 1.544000] Creating 5 MID partitions on "raspi”:
Bpr 2 18:17:05 ZBT kern.notice kernel: 1.548000] 0x000000000000-0x000000030000 : "u-boot™
Zpr 2 19:17:05 ZBT kern.notice kernel: 1.556000] 0x000000030000-0x000000040000 : "u-boot-env"”
Apr 2 19:;17:05 ZBT kern.notice kernel: 1.564000] 0x000000040000-0x000000050000 : "Factory"
Zpr 2 19:17:05 ZBT kern.notice kernel: 1.568000] 0x000000000000-0x000001000000 : "fullflash™
Apr 2 19:17:05 ZBT kern.notice kernel: 1.576000] 0x000000050000-0x000001000000 "firmware™
Zpr 2 19:17:05 ZBT kern.notice kernel: 1.584000] Creating 2 MID partitions on "raspi™:
Apr 2 19:17:05 ZBT kern.notice kernel: 588000] 0x000000050000-0x000000150000 "kernel™
Bpr 2 18:17:05 ZBT kern.notice kernel: 1.596000] 0x000000150000-0x000001000000 : "rootfs"
Apr 2 1%9:17:05 ZBT kern.notice kernel: 1.600000] mtd: partition "rootfs" set to be root filesystem
BApr 2 18:17:05 ZBT kern.info kernel: 1.608000) mtd: partition "rootfs data" created automatically, ofs=5B0000, len=A50000
Zpr 2 19:17:05 ZBT kern.notice kernel: 1.616000] 0x0000005b0000-0x000001000000 : "rootfs data"
Bpr 2 18:17:05 ZBT kern.alert kerpel: 1.624000] rdm major = 253
Apr 2 19:17:05 ZBT kern.alert kernel: 1.628000] EEPROM:Read from [Factory] offset 0x28, length Ox6.
Apr 2 19:17:05 ZBT kern.alert kernel: 1.632000] SMACCRL -- : 0x00000001
Apr 2 19:17:05 ZBT kern.alert kernel: 1.636000] SMACCRO -- : 0x42d0bd30
Apr 2 1%9:17:05 ZBT kern.alert kernel: 1.640000] Ralink APSoC Ethernet Driver Initilization. v3.0 256 rx/tx descriptors allocated, mtu = 15
Bpr 2 18:17:05 ZBT kern.alert kerpel: 1.648000] NWAPI enable, Tx Ring = 256, Ex Ring = 256
Apr 2 19:17:05 ZBT kern.alert kernel: 1.656000] EEPROM:Read from [Factory]l offset 0x28,length 0x6.
E & Internet 43 -| ®i100%

3

u 4.2.5Kernel Log

4.2.4

Click the Kernel Log , you could check some information about the device’s system
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u 4.2.6 Processes

Click the progresses, you could check an overview over currently running system processes and
their status. Such as CPU usage, Memory usage. You could hang up ,terminate or even kill the
program, depends on your requirements.

As the 4.2.6

01 0.06 0.05

Overview Firewall Routes System log kKernelLog Processes Realtime Graphs

Processes

This list gives an overview aver currently running system processes and their status,

PID Owner Ccommand CPU usage (%) Memory usage (%) Hang Up Terminate Kill
1 root init. 0% 2% = Terminate. @ Kill

roat [kthreadd] 0% 0% =|Terminate @ Kill

3 root [ksoftirgdsa] 0% 0% =) Terminate. @ Kill

4 root [kworker/0:0] 0% 0% %\ Terminate. @ Kill

S5 root [kworker/u:0] a% 0% | Terminate @ Kill

6  root [khelper] 0% 0% ) Terminate @ Kill

7 root [kworker/u:1] % 0% # Hang Up s Terminate @ Kill

S6  root [sync_supers] 0% 0% Hang Up =)Terminate @ Kill

58  root [bdi-default] 0% 0% # Hang Up s Terminate. @ Kill

60 root [kblockd] 0% 0% 2 HangUp =)Terminate @ Kill

91 root [kswapdi] o, 0% % HangUp =)Terminate @ Kill

143 root [fsnatify_mark] 0% 0% 2 HangUp =)Terminate @ Kill
160 root [mtdblocka] o, 0% % HangUp =)Terminate| @ Kill
185 root [mtdblock1] 0% 0% # HangUp = Terminate @ Kill
190 root [mtdblock2] 0% 0% % HangUp =)Terminate. @ Kill
195  root [mitdblock=] 0% 0% # HangUp =)Terminate @ Kill
200 root [mtdblock4] 0% 0% # HangUp =)Terminate @ Kill
205 root [mitdblocks] % 0% Hang Up <) Terminate @ Kill
210 oot [mtdblocka] 0% 0% 2 Hang Up =) Terminate @ Kill
215 root [mtdblock?] % 0% #HangUp =)Terminate @ Kill
295 oot [kwarker/0:1] 0% 0% ) Terminate. @ Kill
444 root [iffs2_ged_mtd7] o, 0% ) Terminate. @ Kill
446  root [flush-mtd-unmap] 0% 0% # HangUp = Terminate @ Kill
468 root [khubd] 0% 0% % HangUp =)Terminate @ Kill
486 root init 0% 2% = Terminate @ Kill
497  root init 0% 2% 3 =|Terminate @ Kill
617 root fshin/syslogd -C16 0% 2% & HangUp =) Terminate @ Kil
619 root fsbinfklogd 0% 2% # HangUp =)Terminate @ Kill
621 root Jsbinfhotplug2 --override --persistent -—-set-rules-file fetc/hotplug2 rules —-set-coldplug-cmd fsbin/udevtrigger --max-children 1 0% 1% # HangUp = Terminate @ Kill
629  root Jshinfubusd 0% 1% 2 Hang Up =) Terminate @ Kill
651 root fsbin/netifd 0% 2% # Hang Up = Terminate @ Kill
710 root udhepe -p fear/runfudhcpc-eth2.2.pid -5 Jlib/netifd/dhecp . seript f £ 0 - eth2.2 -C 0% 2% # HangUp = Terminate @ Kill
1125 root [REmpCmdQTask] %, 0% % HangUp =)Terminate. @ Kill
1126 root [RtrpWwscTask] 0% 0% Hang Up = Terminate @ Kill
1128 root Jsbinfwatchdog -t 5 fdev/watchdog 0% 20 % HangUp =)Terminate @ Kill

4.2.6

u 4.2.7 Realtime Graphs

Click the Realtime Graphs ,you could check the load, traffic, wireless and connection of the
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7 | suto Refresh:

Overview Firewall Routes System Log  KernglLog  Processes | Realtime Graphs

Load Traffic Wireless Connections

Realtime Load

-
—
|

1 Minute Load: 0.25
5 Minute Load: 0.10
15 Minute Load: 0.07

u 4.3.1 System

(6 minute windaw, 3 second interval)

Peak: 0.27
Peak: 0.11
Peak: 0.07

Click the System tag, you could check and edit some basic information of the device,
including Local time, Hostname, time zone.

ent 12.09.1 | Load: 0.05 0.05 0.05 | Auto Refresh:

Services

System | Administration  Software  Startup  Scheduled Tasks  Mount Points  LED Configuration  Backup / Flash Firmware Reboot

System

Here you can configure the basic aspects of your device like its hostname or the timezons.

-~ System Properties

General Settings
Lacal Time:

Hostname

Timezone

Tue Apr 2 19:25:01 2013 @ Sync with browser

[EBT-WRE305RT |

[urc ]

Time Synchr
Enahble MTP client
Provide NTP server

NTP server candidates

pool.nip.org
Lpoolnip org
Lpoolnip org
poolnip.org

u 4.3.2 Administration

You can edit the administrator password for accessing the device

43.1

@Reset ©Save [Save & Apply
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attitude Adjustment 12,09.1 | Load: 0.04 0.05 0.05

System  Administration | Software Startup  Scheduled Tasks  Mount Points  LED Configuration  Backup / Flash Firmware  Reboot

Router Password

Changss the administrator passward for accessing the davics

Password

Caonfirmation

SSH Access

Dropbear offers S5H network shell access and an integrated SCR server

--Dropbear Instance
xIDelete

Interface T Ew
wan: ¥
©  unspecified
@ Listen only on the given interface or, if unspecified, on all

22
© Specifies the listening port of this Dropbear instance

Port

Password authentication ¥ @ pllow 85H password authentication

Allow root logins with password ¥ © Allow the root user to lagin with password

Gatewsay ports @ allow remote hosts to connect to local SSH forwarded ports

HAdd

--SSH-Keys
Here you can paste public S5H-Keys (one per line) for SSH public-key authentication.

4

©Resel ©Save (Save & Apply

Powered by LUCI Trunk {0.11+s¥n396)

u 4.3.3 Software

Click the software page, you could download and install the package , do not operate it
without a professional engineer.

u 4.3.4 Startup

Click to the Startup page, You can enable or disable installed init scripts here. Changes will
applied after a device reboot, do not operate it without a professional engineer.

U 4.3.5 Schedule Tasks

This is the system crontab in which scheduled tasks can be defined., do not operate it
without a professional engineer.

u 4.3.6 Mount Points, LED Configuration

Do some edition about the system , do not operate it without a professional engineer.

u 4.3.7 Backup/Flash Firmware

You could upgrade the firmware or backup it in this page, as below.
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Attitude Adjustment 12.09.1 | Load: 0.01 0.04 0.05

System  Administration  Software  Startup  Scheduled Tasks Mount Points  LED Configuration | Backup / Flash Firmware | Reboot

Flash

Actions |
Backup / Restore
Click “Generate archive” to download a tar archive of the current configuration files. To reset the firmware to its initial state, dick "Perform reset” (only possible with squashfs images)

Download backup: [ Generate archive
Reset to defaults: @Perform reset

To restore configuration files, you can upload a previously generated backup archive here

Restore backup: EEI | AR T @Upload archive

Flash new firmware image
Upload  sysupgrade-compatible image here to replace the running firmuvare. Check “Keep settings" to retain the current configuration (requires an OpenWrt compatible firmware image)

Keep settings: “

Image: PRI | R {Flashimage.

4.3.7
U 4.3.8 Reboot

When you click the Reboot tag, the device will reboot.

System  Administration  Software  Startup  Scheduled Tasks  Mount Points  LED Configuration  Backup f Flash Firmuware  Reboot

System

Reboot

Reboots the operating system of yvour device

Berform reboot

Nn 4.4. Service

u 4.4.1 Dynamic DNS

Dynamic DNS allows that your router can be reached with a fixed hostname while having a
dynamically changing IP address

Nn 4.5 Network

u 4.5.1 Interfaces

Click the Interface tag, you could check the wired port’s status and edit it.

stment 12.09.1 | Load: 0.00 0

Services

Interfaces | wifi DHCP and DNS  Hostnames  Static Routes  Firewall  Diagnostics

Interfaces

i~ Interface Overview

Network Status Actions
Uptime: 0h 11

m 39s
Mnca—nddress: 00:01:42:81:2C:08

RX: 339.30 KB (3459 Pkts.) # Connect @ Stop & Edit %) Delete
TX: 1. (3333 Pkts.]

IPw4; 192.108.1.1/24

Uptime: 0h Om Os

MAC-Address: 00:01:42:91:2C:DC

RX: 0.00 B (O Pkts, # Caonnect @  Stop @ Edit x) Delete
TX: 91,57 KB (233 Pkts.)

i Ciadd new interface...

4.5.1
u 4.5.2 Wireless

Click the Interface tag, you could check the wireless port’s status and edit it.
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Attitude Adjustment 12.09.1 | Load: 0.00 uto Refresh: on

Services

Interfaces Wifi DHCP and DNS Hostnames Static Routes  Firewall  Diagnostics

ral; Master "ZBT-China_912CDB"

Wireless Overview

(@ Ralink/MTK RT2860v2 802.11ban (ra0)
= channel 11 (7 GHz) | Bitrate: 300 Mbit/s

4 Scan () Add
SID: 2BT-China_912C0R | Mode: Master @ Disable 4 Edit
100% BSSID 00:01:42:81:2C:08 | Encryption: - %) Remove
Associated Stations
SSID MAC-Address IPv4-Address Signal Noise RX Rate TX Rate

No information available

4.5.2
u 4.5.3 DHCP/DNS. Hostnames, Static Routes,

You could edit these setting in relevant page. do not operate it without a professional
engineer.

u 4.5.4 Firewall

The firewall creates zones over your network interfaces to control network traffic flow

0 Changes: 0
Services | Network
Interfaces Wifi DHCP and DNS  Hostnames  Static Routes

Firewall | Diagnostics
General Settings  Port Forwards  Traffic Rules  Custom Rules

Firewall - Zone Settings

General Settings
Enable SYN-flood protection @
Drap invalid packets
Input [accent ]
output [accept ]
Forward [reient 7]
Zones
Zone = Forwardings Input Output Forward Masquerading MSS clamping
lan: lan: & & = |wan [accent v | [accent v | [retect i ZEdit xIDelets
wan: wan: | = [retest v |[ascept v |[reject ] ) ) ZEdit| xiDelete
) Add

@Resst ©Save @Save & Apply

Pic 4.5.4
u 4.5.5Q0S

With QoS you can prioritize network traffic selected by addresses, ports or services.

Interfaces  wifi DHCP and DNS  Hostnames  Static Routes

Diagnostics  Firewall QoS

Quality of Service
With QoS you can prioritize network traffic selected by addresses, parts or services
Interfaces
WAN xIDelete
Enable
Classification group detault v
Calculate overhead
Half-duplex
Download speed (kbit/s) [roz4 |
Upload speed (kbit/s) [i28 |
[ ] iada
- C ification Rules
Target Source host Destination host Service Protocol Ports Number of bytes Sort
priority M El ML MIEl v Ll v |l2253 [ REIE x| Delete
normal  ][all ] [all v |[all v |[TcP v ][20,21,25,80,110,443,993,995 il REE «IDelete
EXpress MIET MIE v [an v |[an v |[5190 M| ] x)Delete
add
@Reget ©Save Save &Apply

Pic 4.5.5
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N 4.6 Log out
Click the Log Out tag, you will log out the website.

More details about the system. Please refer the https://openwrt.org/

Nn 4.7 Flash Firmware

Operate this keep the router connecting computer status.

First, use sharp item Pressing the RESET button as “Picture 1” below, then power on the router.

Second, set the computer TCP/IP in to static IP 192.168.1.X ( X means any number between 2 to
255 ) and Subnet mask into 255.255.255.0

- Area Connection Properties N> | : =
_____ ' — ' - Internet Protocol (TCP/IP) Properties |1| ﬁ
General | Authentication | Advanced —
e RE R AN ARERH] T |

Connect uzing:

You can get IP zettings assigned automatically if pour netwark, supparts

| B8 Realtek PCle FE Family Controller | thiz capability. Otherwize, you need to ask pour nebwark. adminiztrataor for

the appropriate 1P settings.

Thiz connection uszes the fallowing items:

' gElient for Microsoft Metworks

{7 Obtain an IF address autamatically

.E'. File and Printer Sharing for Microsoft Metwarks () Use the follawing IF address:
4% o5 Packet Scheduler IP address: EE
T Internet Protocal [TCPAR) ;
Subnet mazk: | 286 285 2BE . 0 |
Dezcription o :
Transmizzion Contral Pratocol/Internet Protocol. The default G i ;
wide area network, protocol that provides communication %) Usze the follawing DMNS zerver addreszes:

acrogz diverse interconnected nebworks,

Freferred DMS zerver: | . . . |

Shnﬁ IO in nu:utifi.caticun are..a when Fuhnected " Altemate DNS server | _ _ _ |
Motify me when this connection haz limited or no connectivitb :

[ ok, ][ Cancel ]

(] ] [ Cancel

Third,key in 192.168.1.1 into browser, come into “ Firmware recovery page” as below pic.
(this system developed based on Chinese ,so the page shows Chinese word)

Click “ Brower ” button find the firmware “root_ulmage.ulmage” from your computer, double click
“root_ulmage.ulmage” to hang on it. Then click “kl#7[#{}-"to start uploading

(During uploading time,don’t move or power off the router!! Otherwise will cause the router
dead )


https://openwrt.org/
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s | ] http:fi192.168.1.1f

B R

BB | Browse_ | 1

Choose file E] -

T4 Laook jn: 1*«-‘ Femovable Disk [G:] 3 .j i £ B

).db
L\é CANE_IMNFO 2

iy Recent [CHDCIM
Documents

CMP_ROOT
E i_a‘ [LIFRIVATE
- . root_uImage, ulmage
Desktop
(4 5

ty Documents

Wy Computer
s
Fy Metwork File harme: ir-:-ot_ulmage.ulmage _:] Open |
Flaces
Files of type: | &0 Files [ | Cancel
l
:| &l hetpigiez.aea.t.1 ¥ B¢

785 €K

IETEHREF, BF 06 7.
FEEEEREAE A ER,

T EHEDRAEMNRNEER,

File Uploading,don’t restar or power off the router during this time!!

About 100seconds, the file upload success will show “JtZk 525" as below picture show. And
the router will automatic restart
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bft Internet Explorer

ites  Tools  Help

ﬂ @ rh /"D Search ‘;:(Favnrites '@ .‘:\; lﬂ] = ._r| ‘H"’
L1 V‘E

R

FrEzes

FEEEERERGaNER,

BEAEHRREES,

Upload success, router will restart.

\i‘) Local Area Connection is now connected | %
L Speed: 100.0 Mbps

General | Authentication | Advanced |

Connect uzsing:

‘ B8 Realtek PCle FE Family Contraller

This connection uses the following items: General | Altemate Eonfiguratio_n|

L4 i i ; > : :

g C.Ilent for N‘!lcrosoft N.etworks. rou can get P settings assighed automatically if wour network. supports
o=} File and Printer Sharing for Microsaft Nef | this capability. Otherwise, you need to ask pour network admiristrator for
.Elaos Packet Scheduler the appropriate |P sstings.

% Internet Protocal [TCRAAP)

Install... Lininztall E

Description

@

Tranzmizsion Control Protacol/Intemet Protocd
wide area network, protocol that provides comr
across diverse interconnected networks.

Show icon in notification area when connecte
Motify me when this connection has limited ar

() Oftain DNS server addess autamatically

(&) Use the following DMS server addresses:

Preferred DNS server: I:I
0K Altemate DNS server: l:l

[ (]9 _][ Cancel ]
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5. FAQ

1. LAN LED off

It is about the hardware connection issue, you could check follow below steps
@ To check if the Ethernet cable plug into the port firmly.
@ To check if the network device is power on
@ Make sure the Ethernet cable are working well

2. The device work normally after setting . But the link will become unsteady after working

some time, such as delay and package dropping.
It means there are some interference in the work environment, you could follow the below steps
to solve such problem.
@ To check if each part of the connection are steady.
@ If the signal strength are too weak, you can try to change the work channel, in order to
reduce the reference.
@ Reboot the device.
Reset to the factory default setting.

FCC Statement:

This equipment has been tested and found to comply with the limits for a Class B digital

device, pursuant to part 15 of the FCC Rules. These limits are designed to provide

reasonable protection against harmful interference in a residential installation. This

equipment generates, uses and can radiate radio frequency energy and, if not installed

and used in accordance with the instructions, may cause harmful interference to radio

communications.

However, there is no guarantee that interference will not occur in a particular installation. If

this equipment does cause harmful interference to radio or television reception, which

can be determined by turning the equipment off and on, the user is encouraged to try to

correct the interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment to an outlet on a circuit different from that to which the
receiver is connected.

This device complies with part 15 of the FCC rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

Changes or modifications not expressly approved by the party responsible for compliance
could void the user's authority to operate the equipment.

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance
20cm between the radiator & your body.



