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Introduction

SpiraTeam® is an integrated Application
Lifecycle Management (ALM) system that
manages your project's requirements, releases,
test cases, issues and tasks in one unified
environment:

SpiraTeam® contains all of the features
provided by SpiraTest® - our highly acclaimed
guality assurance system and SpiraPlan® - our
agile-enabled project management solution.
With integrated customizable dashboards of key
project information, SpiraTeam® allows you to
take control of your entire project lifecycle and
synchronize the hitherto separate worlds of
development and testing.

However many organizations may be already
using other bug-tracking systems and not want
to have to migrate all their users over to
SpiraTeam. Therefore SpiraPlan, SpiraTest and
SpiraTeam are capable of integrating with a
variety of commercial and open-source bug-
tracking systems.

This guide outlines how to integrate and use
SpiraTest, SpiraPlan and SpiraTeam in
conjunction with other external Bug/Issue
Tracking systems.

This guide assumes that the reader is familiar
with both SpiraTeam and the appropriate tool
being discussed. For information regarding how
to use SpiraTeam, please refer to the
SpiraTeam User Manual.

Each of the sections covers a different tool so
we recommend using the table of contents on
the left to locate the tool you're looking to either
integrate or migrate from, then read the
installation and usage instructions.

This document contains Inflectra proprietary information




1. Setting up Data Synchronization

This section outlines the general data synchronization configuration to use any of the supported bug
trackers with SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as Spira).

» Please read this section first, before performing the configuration steps specific to your bug-tracker.
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The built-in data-synchronization service that comes with Spira, allows the quality assurance team to
manage their requirements and test cases in Spira, execute their test runs, and then have the new
defects/bugs generated during the run be automatically loaded into an external bug-tracker. Once the
incidents are loaded into the external bug-tracker, the development team can then manage the lifecycle of
these defects/bugs in their chosen tool, and have the status changes be reflected back in Spira.

In addition, any issues logged directly into the external bug-tracker will get imported into Spira as either
new incidents or new requirements (depending on their type) so that they can be used as part of the
planning and testing lifecycle.

There are three possible deployment options for the Spira data synchronization:
1. You have both Spira and the External Bug Tracker cloud-hosted
2. You have Spira installed on-premise (External Bug Tracker can be either)
3. You have Spira cloud-hosted, but the External Bug Tracker installed on-premise

We shall provide the configuration steps for each option:

1.1. Spira & External Tool Cloud Hosted

When you sign up for Spira as a cloud-hosted subscription, you have the option of including the Spira
DataSync service as an add-on feature to the subscription:

Add Optional Features
Please select which of the FREE optional features you'd like to add to your trial:
& Spira DataSync - Data Synchronization Services for Spira

[C] TaraVault - Secure Source Code Management and Hosting

Make sure you include the ‘Spira DataSync’ add-on with your subscription. Once your subscription is
provisioned, you will be able to configure the connection to Spira by going to your secure Customer Area
on our website:

My Subscriptions =

This is where you can view all of your SaaS hosted subscriptions with Inflectra. All of our subscriptions include software, hosting and technical support.

Product

Site URL

Type End Date Status # Actions

Customize

Configure

& SpiraTeam Trial 30-Jun-2016 Active nia

#» Spira-DataSync Trial 30-Jun-2016 Active 1

Click on the ‘Configure’ button associated with the Spira-DataSync addon row:
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SpiraTeam URL™: https-//demo spirasernvice net/ams1 &
Login®: spirasync
Password*: sssssssses

& Active

Save Cancel

< Data Synchronization [hitps://demo.spiraservice.net/ams1]

© Please enter in a login/password that will be used to connect to your instance of SpiraTeam:

Test

You should now see a list of the plugins currently configured in your Spira instance:

Enter a login and password that can connect to your Spira instance. This user needs to be a member of
the project(s) that will be synchronized with the external bug-tracker and needs to have at least Incident
create/modify/view permissions and Release create/modify/view permissions in these projects.

Click on the ‘Test’ button to verify the credentials, and once they validate, make sure the ‘Active’ flag is
checked and then click ‘Save’. You have now configured the synchronization.

Plugin Name Status
BugzillaDataSync Failure
FogBugzDataSync Failure
JiraDataSync Warning
MsTfsDatasync Warning

Last Sync Date

6/21/2016 5:09 PM

6/21/2016 5:09 PM

6/21/2016 5:09 PM

6/21/2016 5:09 PM

Operations

Manage

Manage

Manage

Manage

Manage All

complete the plugin configuration:

If you click on any of the ‘Manage’ buttons you will be taken to your Spira instance where you can

Data Synchronization

plug-ins.

T Refresh | 4 Add

Plug-In Data Mapping Last Sync Date

BugzillaDataSync View Project Mappings 6/21/2016 1:09:56 PM
FogBugzDataSync View Project Mappings 6/21/2016 1:09:56 PM
JiraDataSync View Project Mappings 6/21/2016 1:09:56 PM
MsTfsDataSync View Project Mappings 6/21/2016 1:09:56 PM

Status Operations

Failure & Force Re-Sync
Failure i Force Re-Sync
‘Warning & Force Re-Sync

‘Warning i Force Re-Sync

addition, you can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

[ Edit

[ Edit

[ Edit

[# Edit

% Delete

% Delete

% Delete

% Delete

SpiraTeam is able to communicate with a variety of external systems and applications using its background data synchronization service and library of available

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In

& View Errors

@ \iew Errors

@ \iew Errors

@& View Errors

The steps for configuring each plugin are specific to each external bug-tracking tool. Please refer to the
appropriate section in this document for the tool you are using.




1.2. Spira Installed On-Premise

With Spira installed on-premise, there is a built-in Windows® service that is installed with Spira that is not
running by default, but is available for data-synchronization.

The steps that need to be performed to configure integration are as follows:
> Download appropriate plug-in for Spira from our website
» Configure the DataSync Service

» Start the service and proceed to the plugin specific section of this manual

1.2.1. Download the Data-Sync Plug-In

Go to the Inflectra website and open up the page that lists the various downloads available for Spira
(http://www.inflectra.com/SpiraTeam/Downloads.aspx). Listed on this page will be the data-
synchronization plug-In for your desired bug-tracking tool. Right-click on this link and save the Zip
compressed folder to the hard-drive of the server where Spira is installed.

Open up the compressed folder and extract the DLL assembly files and place them in the C:\Program
Files (x86)\SpiraTeam\Bin folder (it may be SpiraTest or SpiraPlan depending on which product you're
running). This folder should already contain the DataSyncService.exe and DataSyncService.exe.config
files that are the primary files used for managing the data synchronization between Spira and other
systems.

1.2.2. Configuring the Synchronization Service

To configure the integration service, please open up the DataSyncService.exe.config file located in
C:\Program Files (x86)\SpiraTeam\Bin with a text editor such as Notepad. Once open, it should look like:

<?xml version="1.0" encoding="utf-8"?>
<configuration>
<configSections>
<sectionGroup name="applicationSettings" type="System.Configuration.ApplicationSettingsGroup,
System, Version=2.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" >
<section name="Inflectra.SpiraTest.DataSyncService.Properties.Settings"
type="System.Configuration.ClientSettingsSection, System, Version=2.0.0.0, Culture=neutral,
PublicKeyToken=b77a5c561934e089" requirePermission="false" />
</sectionGroup>
</configSections>
<applicationSettings>
<Inflectra.SpiraTest.DataSyncService.Properties.Settings>
<setting name="PollingInterval" serializeAs="String">
<value>600000</value>
</setting>
<setting name="WebServiceUrl" serializeAs="String">
<value>http://localhost/SpiraTeam</value>
</setting>
<setting name="Login" serializeAs="String">
<value>fredbloggs</value>
</setting>
<setting name="Password" serializeAs="String">
<value>fredbloggs</value>
</setting>
<setting name="EventLogSource" serializeAs="String">
<value>SpiraTeam Data Sync Service</value>
</setting>
<setting name="TracelLogging" serializeAs="String">
<value>False</value>
</setting>
</Inflectra.SpiraTest.DataSyncService.Properties.Settings>
</applicationSettings>
</configuration>
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The sections that need to be verified and possibly changed are marked in yellow above. You need to
check the following information:

» The polling interval allows you to specify how frequently the data-synchronization service will ask
Spira and the external system for new data updates. The value is specified in milliseconds and
we recommend a value no smaller than 5 minutes (i.e. 300,000ms). The larger the number, the
longer it will take for data to be synchronized, but the lower the network and server overhead.

» The base URL to your instance Spira. It is typically of the form http://<server
name>/SpiraTeam. Make sure that when you enter this URL on a browser on the server itself,
the application login page appears.

> Avalid login name and password to your instance of Spira. This user needs to be a member of
the project(s) that will be synchronized with the external bug-tracker and needs to have at least
Incident create/modify/view permissions and Release create/modify/view permissions in
these projects.

Once you have made these changes, please refer to the section in this document that covers the specific
bug-tracking tool you will be integrating with.

Note: If you are using the MS-TFS plugin on premise, you will also need to switch over your IIS
application pool running Spira to “Enable 32-bit Applications. You will also need to download the
recompiled 32-bit version of the DataSyncService.exe application from our support knowledge base -
KB14 - Using SpiraTeam Data Synchronization with TES on a 64-bit system.

1.2.3. Starting the Data-Synchronization Service

When Spira is installed, a Windows Service — SpiraTeam Data Sync Service — is installed along with the
web application. However to avoid wasting system resources, this service is initially set to run manually.
To ensure continued synchronization of SpiraTeam with the external tool, we recommend starting the
service and setting its startup-type to Automatic.

To make these changes, open up the Windows Control Panel, click on the “Administrative Tools” link, and
then choose the Services option. This will bring up the Windows Service control panel:

*% Services

Fle Action View Help

5 FRR @m »

SpiraTeam Data Sync Service Narne Description Status Startup Type Log On As £
%Semnty Accourks Manager Stores security information For local user acc...  Started Automatic Local System
Start the sarvice & Security Center Moritors system security settings and config. .. Automatic Local System
%Servw Suppoarts File, print, and named-pipe shating ...  Started Putomatic Local System
Dezcription: ‘@Sheﬂ Hardware Detection Provides notFicstions For fwtoPlay hardware, .. Started Automatic Local System
Manages thg. data-synchronization @S\Mple Mail Tramsfer Protocel (SMTP) Transports electronic mail across the network Manual Local System
between SpiraTeam and ather external
syerems S Smart Card Mariages access to smart cards read by this ... Marual Local Service
i SpiraTeam Dats Sync Service Manages the data-synchronization between ... Manual Local System
S sQLAgent§SPIRA Marual Local System
S SQLSERVERAGENT Marual Local System
&% S50P Discovery Service Enables discovery of UPrP devices onyour h,.. Started  Manual Local Service
& System Event Notification Tracks system everts such as Windows logo...  Started  Automatic Local System
& System Restare Service Performs system restore Functions, To stop ... Started  Automatic Local System
5 Task Scheduler Enables a user to configure and schedue au...  Started  Automatic Local System
& TCP/IP NetBIOS Helper Enables support For MetBIOS over TCPJIP (M... Started  Automatic Local Service
Telephony Provides Telephony API (TAPT} suppert For p... Started  Manual Local System
b Talmah Emahlas o vamabs s mne bo lam am bo bhis cmme Y ) L amal G sbam -4}
Extended A Standard /

Click on the ‘SpiraTeam Data Sync Service’ entry and click on the link to start the service. Then right-click
the service entry and choose the option to set the startup type to ‘Automatic’. This will ensure that
synchronization continues after a reboot of the server.
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1.3. Spira Cloud Hosted, External Tool On-Premise

The Desktop Data Synchronization utility (hereafter referred to as the “Desktop DataSync”) is a
standalone utility than can be used to run the various Data Synchronization Pluglns without a server
installation of Spira.

This is useful where you have your SpiraTeam instance cloud hosted, but the external tool is locally
installed behind your firewall.

1.3.1. Installation

To obtain the Desktop DataSync, go to the Inflectra website and under the “Downloads and Add-Ons”
section you will find a Windows Installation (MSI) package that will install the Desktop DataSync onto your
computer. The installer will install both a 64-bit version of the Desktop Data Sync and a 32-bit version.
You should use the 64-bit version for all plugins except the Microsoft TFS plugin which will require the 32-
bit version.

ﬁ Spira Desktop DataSync Setup - X
Welcome to the Spira Desktop DataSync
Setup Wizard
The Setup Wizard will install Spira Desktop DataSync on your
computer. Click Next to continue or Cancel to exit the Setup
Wizard.
Back | | Cancel ‘

Next you need to download the appropriate plug-in(s) for the various bug-trackers (as described in the
appropriate section of this document) and place the assemblies (DLL files) into the same folder that
contains the DesktopDataSync.exe application.

1.3.2. Usage

Once you have downloaded and installed the application and appropriate plug-ins, go to Start > Programs
> Inflectra > Desktop DataSync to launch the application.

Apps b

5| Spira Desktop DataSync

Spira Desktop DataSync (32-bit)

This will bring up the main options window of the application:




- A
Spira | Desktop Data Sync S

Pleaze enter ar edit the data synchronization options below:

Spira URL: |http:.-".-’|u:u:alhnst.-’5 piraT est

Ll

Uzer Mame: |.-'-‘«dministratur

P Ixxxxxxxxxxxx Test |
Settings
Palling [nterval: |2 rinLtes

Enable Trace Logging: W

Skart | |Ipdate I Cancel

You should then enter the URL, login and password to your Spira installation and click [Test]. Assuming
that this information is correct, you will see a confirmation message:

Spira | Desktop Data Sync s

Flease enter or edit the data spnchronization options below:

Spira URL: |http:.-".f'localhosthpiraTest

IJzer Mame: I.&dministratol

Password: I xxxxxxxxxxxx Tast |
Settings
Paliing Interval: |2 minutes

Enable Trace Logging: [

Connect Succeeded

“IQ) Successfully connected to the Server!

Start | Update I Cancel |

Now you should complete the configuation by setting the Polling Interval (how often the utility will
synchronize data between Spira and the external system) and whether Trace Logging is enabled (useful
when verifying your data mapping, but will fill up the application log, so leave unchecked for production
use). Then click the [Update] button to save your settings or [Start] to save your settings and start
synchronization immediately.

Once the Options window closes, the application will remain active in the system tray of your computer:
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Start Synchronization
Stop Synchronization
Status...

Options...

Exit

< P B 10:46 am

You can then use the right-click context menu to start synchronization, stop synchronization, view the
status (if synchronization is running) or exit the application altogether.

During synchronization, any errors will be logged to the Windows Application Event Log and you can use
those logs to diagnose any issues connecting to the external bug-tracker or any data mapping
configuration changes that need to be made.




2. Using SpiraTeam with JIRA 5+

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the JIRA issue/bug tracking system version 5.0 and later. The built-in integration
service allows the quality assurance team to manage their requirements and test cases in SpiraTeam,
execute test runs in SpiraTest, and then have the new incidents generated during the run be
automatically loaded into JIRA. Once the incidents are loaded into JIRA as issues, the development team
can then manage the lifecycle of these issues in JIRA, and have the status changes in JIRA be reflected
back in SpiraTeam.

In addition, any issues logged directly into JIRA will get imported into SpiraTeam as either new incidents
or new requirements (depending on their type) so that they can be used as part of the planning and
testing lifecycle.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!

2.1. Configuring the Plug-In

This section outlines how to configure the integration service to export incidents into JIRA, import new
issues from JIRA and pick up subsequent status changes in JIRA and have them update SpiraTeam. It
assumes that you already have a working installation of SpiraTest, SpiraPlan or SpiraTeam and a
working installation of JIRA.

The following versions of SpiraTeam and JIRA are supported:
» The JIRA 5.x plugin supports JIRA 5.0 or later and SpiraTeam v4.0 or later
» The JIRA 4.x plugin supports JIRA 4.0 or later and SpiraTeam v3.0 or later (see section 3)
» The JIRA 3.x plugin supports JIRA 3.0 or later and SpiraTeam v2.3 or later (see section 3)

If you have an earlier version of SpiraTeam, you will need to upgrade to at least v2.3 before trying to
integrate with JIRA.

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
JIRA server. To start the configuration, please open up SpiraTeam in a web browser, log in using a valid
account that has System-Administration level privileges and click on the System > Data Synchronization
administration option from the left-hand navigation:

Data Synchronization

SpiraTeam is able to communicate with a variety of external systems and applications using its background data synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In addition, you
can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

ZRefresh  # Add
Plug-In Data Mapping Last Sync Date Status Operations

Jira JiraDataSync 4% View Project Mappings 2/24/2017 12:56:00 PM Success T ForceRe-Sync  [FEdit X Delete @ ViewErrors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for JiraDataSync you should click on its “Edit” link. If you don’t see such an
entry in the list, please click on the [Add] button instead. In either case you will be taken to the following
screen where you can enter or modify the JIRA Data-Synchronization plug-in:
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Jira edit Plug-In

€ Back to Data Synchronization Home

Caption:

Description:

Connection Info:*

Login:*

Password:

Time Offset:*

Auto-Map Users
Custom 01:
Custom 02:
Custom 03:
Custom 04:

Custom 05:

blug-in, and you should refer to

0 hours

You need to fill out the following fields for the JIRA Plug-in to operate correctly:

» Name — this needs to be set to JiraDataSync.

» Caption — this is the display name of the plugin. Normally you can use something generic such
as “Jira”, however if you have multiple JIRA instances you might want to name it something
specific such as “Jira External”. If you don’t enter a value, the display name will be “JiraDataSync”

» Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

» Connection Info — this should the full URL to the JIRA installation being connected to (including
any custom port numbers). Entering this URL into a web browser should bring up the JIRA login

page.

D> For JIRA cloud customers, it is typically of the form:
https://mycompany.atlassian.net

> For JIRA server customers, it is typically of the form:
http://myserver:8080

» Login — this should be set to a valid login to the JIRA installation. The login needs to have
permissions to create and view issues and versions within JIRA.

Password — this should be set to the password of the login specified above.

Time Offset — normally this should be set to zero, but if you find that issues being changed in
JIRA are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
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Also if your JIRA installation is running on a server set to a different time-zone, then you should
add in the number of hours difference between the servers’ time-zones here.

» Auto-Map Users — This changes the way that the plugin maps users in SpiraTeam to those in
JIRA:

> Auto-Map = True
With this setting, all users in SpiraTeam need to have the same username as those in
JIRA. If this is the case then you do not need to perform the user-mapping task outlined
in section 2.2.2. This is a big time-saver if you can guarantee that all usernames are the
same in both systems.

> Auto-Map = False
With this setting, users in SpiraTeam and JIRA are free to have different usernames
because you specify the corresponding JIRA name for each user as outlined in section
2.2.2.

» Custom 01 — This is used to specify a JIRA custom property that should be mapped to the built-
in SpiraTeam Incident Severity field (which does not exist in JIRA). This can be left empty for now
and will be discussed below in section 2.2.

» Custom 02 — This should be set to the word “True” if you want to have the new issues submitted
to JIRA be submitted using a specified SecurityLevel. If you're not using the security level feature
of JIRA, leave the field blank.

» Custom 03 — This should be set to the word “True” if you want to have the plugin restrict
synchronization to only loading new incidents from SpiraTeam > JIRA and updating existing
items. This is useful if you want to prevent existing issues in JIRA from being loaded into
SpiraTeam. Leave blank if you want the plugin to synchronize normally.

» Custom 04 — This should be set to a comma-separated list of IDs of any JIRA issue types that
you want to be synchronized with SpiraTeam requirements instead of incidents. If you leave this
blank, all JIRA issue types will be synchronized with incidents.

» Custom 05 — This should be set to the name of the JIRA issue link type that you want SpiraTeam
incident associations to use. If you leave this blank, incident associations in SpiraTeam will not be
imported into JIRA. You can get the list of issue link types from the following screen in JIRA:

Issue Features L
Time Tracking Issue linking is currently ON. @
Issue Linking To deactivate issue linking, simply click below.

@ Forthe users you wish to be able fo link issues, ensure that they have the Link Issues permission for that particular project

Related related to related to Edit | Delete

Note: For most users, we recommend leaving Custom 01 — Custom 04 blank.

2.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and JIRA. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Enhancement” in SpiraTeam is the same as a “New Feature”
in JIRA (for example).
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The following mapping information needs to be setup in SpiraTeam:

>
>
>
>
>

The mapping of the project identifiers for the projects that need to be synchronized
The mapping of users in the system

The mapping of releases (equivalent to JIRA versions) in the system

The mapping of the various standard fields in the system

The mapping of the various custom properties in the system

Each of these is explained in turn below:

2.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the JIRA plug-in name. This will take you to the data-mapping home page for the
currently selected project:

Jira Project Data Mapping Jira DEMO Project

€ Back to Data Synchronization Home & Change Project

To configure this project for data mapping with the 'Jira' plug-in, you need to specify the key/id of the project in the external system, and then click on the links
below to actually configure the different fields that need to be mapped for the synchronization to operate:

Project Name:™ JIRA DEMO Project
External Key:* DEMO
Active:” Yes

Save

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with JIRA, you need to enter:

>

External Key — This should be set to the name of the project Key in JIRA. Typically this is a short
acronym for the project:
Projects L

Project list Add Project

@ Demonstration DEMO No URL Administrator Project Lead Edit | Delete

Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.
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2.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in JIRA:

Fred Bloggs edit user

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Save/Insert] to confirm them.

Cancel

Dates for Latest Activity by User

Last Lockout: - Last Activity: 3/27/2014 1:31:00 PM Last Login: 3/27/20141:29:4

User Information

First Name:* Fred Department: QA

Middle Initial: Organization:
Membership and Mapping

Project Membership Data Mapping

JiralD: | fredbloggs

Click on the ‘Data Mapping’ tab to list all the configured data-synchronization plug-ins for this user. In the
text box next to the JIRA Data-Sync plug-in you need to enter the login for this username in JIRA. This
will allow the data-synchronization plug-in to know which user in SpiraTeam match which equivalent user
in JIRA. Click [Save] once you've entered the appropriate login name. You should now repeat for the
other users who will be active in both systems.

If you have set the “Auto-Map Users” option in the JIRA plugin, you can skip this section completely.

2.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a release/iteration in SpiraTeam that it
has not seen before, it will create a corresponding “Version” in JIRA. Similarly, if it comes across a new
Version in JIRA that it has not seen before, it will create a new Release in SpiraTeam. Therefore, when
using both systems together, it is recommended that you only enter new Releases/Versions in one
system and let the data-synchronization service add them to the other system.

However, you may start out with the situation where you already have pre-existing Releases/Version in
both systems that you need to associate in the data-mapping. If you don’t do this, you may find that
duplicates get created when you first enable the data-synchronization service. Therefore, for any
Releases/Iterations that already exist in BOTH systems please navigate to Planning > Releases and click
on the Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the
“Details” section of the releasel/iteration:

© Copyright 2006-2017, Inflectra Corporation Page 13 of 158 This document contains Inflectra proprietary information




Name:™

Overview

~ Details
Status:*
Creation Date:"
#Resources:”
Owner:

Available Effort:"

JiralD:

Incidents %

= Release 1.0 release 1.0 [RL:21]

Release 1.0

Reqs & Tasks %

¥ InProgress

4/11/2013 4:58:18 PM

1

- None - v
32.0h

10000

Test Cases % Test Runs %
Creator:*

Start Date:™
Non-Working:*

Last Updated:*

Attachments

System Administrator
4/10/2013 3

0 person days'

2/23/2017 3:46:10 PM

History s

Version #: 10

End Date:* 4/15/2013 | B

Plan Effort:" 320h

Type:™ Major Release v

In addition to the standard fields and custom properties, you will see an additional text property called
“Jira ID” that is used to store the mapped external identifier for the equivalent Version in JIRA. You need
to locate the ID of the equivalent version in JIRA, enter it into this text-box and click [Save]. You should
now repeat for all the other pre-existing releases.

The JIRA ID can be found by looking at the URL inside JIRA when choosing to Edit the version’s “Build
and Release”. The URL will include the numeric ID of the version inside JIRA in the URL (in the example
below, the ID would be 10001.

Workflows
Screens

Fields

Versions

Components

Roles
Permissions
Issue Security

Notifications

Name

Description

Release Date

@
@ 11
@ 10

Version 1.1

Version 1.0

[Pttp:/localhost:8080/browse/DEMO fistorversion/ 1000 LiselectedT ab=com.atlassianiraplugin.extban.

=

09/Apri13 bie)]
Release
Build and Release

Archive

Delete

2.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident and requirement fields. To do this, go to Administration > System > Data Synchronization and
click on the “View Project Mappings” for the JiraDataSync plug-in entry:




Artifact Field Mapping
Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:
Artifact Type Standard Fields Custom Properties
Component
) Importance
Requirement Status JIRA Ke
Type
Component
Priorit
Test Case Creny
Status
Type
Custom Date
Free Text Field
Component Multi Select Field
Priority Single Select List
Incident Severity Custom User
Status Environment
Type Resolution
JIRA Key
Radio Value
Release
Component
Task Priority
Status
Type

From this screen, you need to click on Priority, Severity, Component, Status and Type in turn to configure
the incident field mappings. If you’re using the option to have JIRA also synchronize some issue types as
requirements, then you’ll need to also configure the Requirement Importance, Type, Component and
Status fields.

a) Incident Type

Click on the “Type” hyperlink under Incident Standard Fields to bring up the Incident type mapping
configuration screen:

Edit Standard Field Data Mapping Jira DEmMO Project
4 Back to Project Mappings & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each Spiraleam value:

Artifact Type: Incident
Field Name: Type

Type Active External Key lJira Primary
Bug Yes 1 Yes
Change Request Yes 4 Yes
Enhancement Yes 2 Yes
Incident Yes 1 No
Issue Yes Yes
Limitation Yes Yes
New Value No Yes
Risk Yes Yes
Task Yes 3 Yes
Training Yes Yes

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching JIRA issue type ID for each one. You can map multiple SpiraTeam fields to the same JIRA
fields (e.g. Bug and Incident in SpiraTeam are both equivalent to Bug in JIRA), in which case only one of




the two values can be listed as Primary = Yes as that’s the value that’'s used on the reverse
synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue Type.
The URL will include the section: id=X where X is the numeric ID of the Issue Type inside JIRA.

Issue Types 1
Issue Types Issue Types

Issue Type Schemes

Sub-Tasks -
[€) Bug Edit | Delete | Translatd
A problem which impairs or prevents the functions of the product
[# Improvement Edit | Delete | Translate
An improvement or enhancement to an existing feature or fask
New Feature Edit | Delete | Translatd
A& new feature of the product, which has yet to be developed
[ Story Edit | Delete | Translats
Story
Task Edit | Delete | Translatg
A task that needs to be done
[A User Story Edit | Delete | Translate

Agile User Story

Bug Iracking and project fracking for software development powered by Allassian JIRA (v5.2 7#850-sha1b2afc8) | Report a problem
http:/flacalhost 8080/ secure/admin/EditlssueType!default jspatid=1

b) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Edit Standard Field Data Mapping Jira DEMO Project
€ BacktoProjectMappings & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Status

Status Active External Key lJira Primary
Assigned Yes 3 Yes
Closed Yes 6 Yes
Duplicate Yes Yes

New Yes 1 No
Not Reproducible Yes Yes

Open Yes 1 Yes
Reopen Yes 4 Yes
Resolved Yes 5 Yes

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching JIRA issue status ID for each one. You can map multiple SpiraTeam fields to the
same JIRA fields (e.g. New and Open in SpiraTeam are both equivalent to Open in JIRA), in which case
only one of the two values can be listed as Primary = Yes as that’s the value that's used on the reverse
synchronization (from JIRA > SpiraTeam).

We recommend that you always point the New and Open statuses inside SpiraTeam to point to the ID for
“Open” inside JIRA and make Open in SpiraTeam the Primary status of the two. This is recommended so
that as new incidents in SpiraTeam get synched over to JIRA, they will get switched to the Open status in
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JIRA which will then be synched back to “Open” in SpiraTeam. That way you’ll be able to see at a glance
which incidents have been synched with JIRA and those that haven't.

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue
Status. The URL will include the section: id=X where X is the numeric ID of the Issue Status inside JIRA.

Status Details Mode Workflows Operations

% Open Active - jira Edit

The issue is open and ready for the assignee fo start work on it.

@ In Progress Active - jira Edit
This issue is being actively worked on at the moment by the assignee.

{#» Reopened Active - jira Edit
This issue was once resolved, but the resolution was deemed incorrect. From here issues are either marked assigned or resolved

Resolved Active = jira Edit
I

A resolution has been taken, and it is awaiting verification by reporter. From here issues are either reopened, or are closed.

4 Closed Active - jira Edit

The issue is considered finished. the resolution is comrect. Issues which are closed can be reopened.

c) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Edit Standard Field Data Mapping Jira DEmO Project
€ Back to Project Mappings & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Priority

Priority Active External Key lJira Primary
1- Critical Yes 2 Yes
2-High Yes 3 Yes
3 - Medium Yes 4 Yes
4-Low Yes 5 Yes

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching JIRA priority ID for each one. You can map multiple SpiraTeam fields to the same
JIRA fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Priority. The
URL will include the section: id=X where X is the numeric ID of the Priority inside JIRA:

View Priorities
The table below shows the priorities used in this version of JIRA in order from highest to lowest.
» Translate priorities

Name Description Icon Color Order Operations

Blocker Blocks development and/or testing work, production could not run. @ . > Edit | Delete
Default

Critical Crashes, loss of data, severe memory leak. b . ira Edit | Delete
Default

Major Major loss of function i . @+ 8 Edit | Delete
Default

Minor Minor loss of function, or other problem where easy workaround is present. R . i 3 Edit | Delete
Default

Trivial Cosmetic problem like misspelt words or misaligned text - . i Edit | Delete
Default




d) Incident Component (Optional)

Click on the “Component” hyperlink under Incident Standard Fields to bring up the Incident component
mapping configuration screen:

Edit Standard Field Data Mapping Jira DEmo project
€ Back to Project Mappings & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Component

Component Active External Key lira

Primary
Component 1 Yes 10000 Yes
Component 2 Yes 10001 Yes
Component 3 Yes 10100 Yes

The table lists each of the components available in SpiraTeam and provides you with the ability to enter
the matching JIRA component ID for each one. You can map multiple SpiraTeam fields to the same JIRA
fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value that’s
used on the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Component.
The URL will include the section: id=X where X is the numeric ID of the Component inside JIRA:

@[& Components
Projects can be broken down into components, e.g. "Database”, "User Interface”. Issues can then be categorised against different components.
Name Description Component Lead Default Assignee
& [ | | | [Project Default (Proj - | ‘E‘
'ﬂ Component 1 The first component Project Default ‘m‘
"ﬁt Component 2 The second component Project Default ‘ Delete ‘
'ﬁi Component 3 The third component Project Default ‘ Delete ‘

e) Incident Severity (Optional)

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:

Edit Standard Field Data Mapping jira DEMO Project
€ Back to Project Mappings = & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Severity

Severity Active External Key lira

Primary
1 - Critical Yes Critical Yes
2-High Yes High Yes
3 - Medium Yes Medium Yes
4-Low Yes Low Yes

Unlike the other incident standard fields, JIRA doesn’t actually have a built-in field for storing the severity
of an issue, so if you want to be able to see the SpiraTeam incident severity in JIRA, you'll need to create




a JIRA custom list field to store the different severity values. If you don’t want to synchronize severity
values with JIRA, you can skip the rest of this section.

Once you have created a custom field in JIRA to contain the list of severity values, you need to now
populate the above table with the name (Not the ID) of the severity custom property values inside JIRA
and click Update. Secondly you need to go to the Plug-in configuration screen:

CustomO1: 10001
Custom 02:

Custom 03:

Custom 04: 56
Custom 05: Related

On this screen you need to enter the ID of the custom field that you’re using to store severities in JIRA
and populate the Custom 01 property with this value (see above). The ID can be found by looking at
the URL inside JIRA when choosing to View/Edit the Custom Field. The URL will include the section:
id=X where X is the numeric ID of the Custom Field inside JIRA:

e) Requirement Status (Optional)

Click on the “Status” hyperlink under Requirement Standard Fields to bring up the Requirement status
mapping configuration screen:

Edit Standard Field Data Mapping Jira DEmMO Project
€ Back to Project Mappings & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Requirement
Field Name: Status

Status Active External Key Jira Primary
Accepted Yes 1 Yes
Completed Yes Yes
Developed Yes 6 Yes
In Progress Yes 3 Yes
Obsolete Yes Yes
Planned Yes 5 Yes
Rejected Yes Yes
Requested Yes Yes
Tested Yes Yes
Under Review Yes Yes

The table lists each of the requirement statuses available in SpiraTeam and provides you with the ability
to enter the matching JIRA issue status ID for each one. You can map multiple SpiraTeam fields to the
same JIRA fields, in which case only one of the two values can be listed as Primary = Yes as that's the
value that’s used on the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue
Status. The URL will include the section: id=X where X is the numeric ID of the Issue Status inside JIRA.
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Status Details Mode Workflows Operations

) Open Active - jira Edit
The issue is open and ready for the assignee fo start work on it

¢ In Progress Active - jira Edit
This issue is being actively worked on at the moment by the assignee.

& Reopened Active - jira Edit

This issue was once resolved, but the resolution was deemed incorrect. From here issues are either marked assigned or resolved

# Resolved Active - jira Edit
A resolution has been faken, and it is awaiting verification by reporter. From here issues are either reopened, or are closed.

4 Closed Active - jira Edit
The issue is considered finished. the resolution is comrect. Issues which are closed can be reopened.

f) Requirement Importance (Optional)

Click on the “Importance” hyperlink under Requirement Standard Fields to bring up the Requirement
Importance mapping configuration screen:

Edit Standard Field Data Mapping Jira DEMO Project
€ Back to Project Mappings =~ & Change Project
To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Requirement
Field Name: Importance

Importance Active External Key Jira Primary
1 - Critical Yes 2 Yes
2 -High Yes 3 Yes
3 - Medium Yes 4 Yes
4-Low Yes 5 Yes

The table lists each of the requirement importances available in SpiraTeam and provides you with the
ability to enter the matching JIRA priority ID for each one. You can map multiple SpiraTeam fields to the
same JIRA fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Priority. The
URL will include the section: id=X where X is the numeric ID of the Priority inside JIRA:

View Priorities
The table below shows the priorities used in this version of JIRA, in order from highest to lowest.
« Translate priorities

Name Description Icon Color Order Operations

Blocker Blocks development and/or testing work, production could not run. @ . > Edit | Delete
Default

Critical Crashes. loss of data, severe memaory leak. i . s Edit | Delete
Default

Major Major loss of function i . @+ Edit | Delete
Default

Minor Minor loss of function, or other problem where easy workaround is present. 4 . i s Edit | Delete
Default

Trivial Cosmetic problem like misspelt words or misaligned text. - . i Edit | Delete
Default

d) Requirement Type (Optional)

Click on the “Type” hyperlink under Requirement Standard Fields to bring up the Requirement type
mapping configuration screen:




Field Name: Type
Type

Design Element
Feature

Need

Package

Quality

Use Case

User Story

€ Back to Project Mappings

Artifact Type: Requirement

Edit Standard Field Data Mapping Jira bEmMo Project

= Change Project

To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

External Key lJira Primary

Yes
Yes
Yes
Yes
Yes
5 Yes

6 Yes

The table lists each of the requirement types available in SpiraTeam and provides you with the ability to
enter the matching JIRA issue type ID for each one. You can map multiple SpiraTeam fields to the same
JIRA fields (e.g. Use Case and User Story in SpiraTeam are both equivalent to User Story in JIRA), in
which case only one of the two values can be listed as Primary = Yes as that’s the value that’s used on

the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue Type.
The URL will include the section: id=X where X is the numeric ID of the Issue Type inside JIRA.

Issue Types

Issue Types
Issue Type Schemes

Sub-Tasks

Issue Types

Name

[¢1Bug

Operations

Edit

A problem which impairs or prevents the functions of the product.

[A Improvement

Edit

An improvement or enhancement to an existing feature or task.

[#) New Feature

Edit

A new feature of the product, which has yet fo be developed

[1) Story
Story

Task

Edit

Edit

Alask that needs io be done.

[ User Story
Agile User Story

Edit

Delete

Delete

Delete

Delete

Delete

Delete

Bug tracking and project fracking for software development powered by Atlassian JIRA (v5.2 7T#350-sha1:b2aflc8) | Report a problem

http:/f’lu:alhust:s[ls[lf’secure/admlm’EdlﬂssueTypeldefaultgspa?\dzll

Translatd

Translatd

Translatq

Translatq

Translatq

Translatd

h) Requirement Component (Optional)

Click on the “Component” hyperlink under Requirement Standard Fields to bring up the Requirement
component mapping configuration screen:




Edit Standard Field Data Mapping Jira bEmMo Project
€ Back to Project Mappings = & Change Project

To configure the data mappings for this field, please fill in the external key values for the Jira plug-in next to each SpiraTeam value:

Artifact Type: Requirement
Field Name: Component

Component Active External Key Jira Primary
Component 1 Yes 10000 Yes
Component 2 Yes 10001 Yes
Component 3 Yes 10100 Yes

The table lists each of the components available in SpiraTeam and provides you with the ability to enter
the matching JIRA component ID for each one. You can map multiple SpiraTeam fields to the same JIRA
fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value that's
used on the reverse synchronization (from JIRA > SpiraTeam).

The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Component.
The URL will include the section: id=X where X is the numeric ID of the Component inside JIRA:

% Components

Projects can be broken down into components, .g. "Database”, "User Interface”. Issues can then be categorised against different components

|

| [Project Default (Proj - |

ﬂ Component 1
ﬁ Component 2

"tfi Component 3

The first component
The second component

The third component

Project Default

Project Default

Project Default

Add

Delete

Delete

Delete

2.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in JIRA and also for custom properties in SpiraTeam that are used to map to standard fields in JIRA
(Environment, Resolution and Securityl evel) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident or
Requirement Custom Property that you want to add data-mapping information for. We will consider the
four different types of mapping that you might want to enter:
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Artifact Field Mapping
Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:
Artifact Type Standard Fields Custom Properties
Component
) Importance
Requirement Status JIRA Ke
Type
Component
Priorit
Test Case Creny
Status
Type
Custom Date
Free Text Field
Component Multi Select Field
Priority Single Select List
Incident Severity Custom User
Status Environment
Type Resolution
JIRA Key
Radio Value
Release
Component
Task Priority
Status
Type

a) Scalar Custom Properties

This refers to custom properties that have a simple user-entered value and don’t need to have their
specific options mapped between SpiraTeam and JIRA. All of the custom property types except List and
Multi-List fall into this category (e.g. Text, Date, User, Boolean, Decimal, Integer, etc.)

Click on the hyperlink of the scalar custom property under Incident/Requirement Custom Properties to
bring up the custom property mapping configuration screen. For scalar custom properties, there will be no
values listed in the lower half of the screen.

Edit Custom Property Data Mapping Jira DEMO project
€ Backto Project Mappings =~ & Change Project

To configure the data mappings for this custom property, please fill in the Jira external key values for the custom property below. If this is a custom list
property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident
Name:* Free Text Field Text
External Key:" 10000

You need to lookup the ID of the custom field in JIRA that matches this custom property in SpiraTeam.
Once you have entered the id of the custom field, click [Update].

The ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Custom Field.
The URL will include the section: id=X where X is the numeric ID of the Custom Field inside JIRA:




Fields L

Custom Fields Custom Fields o Add Custom Field | (4 Find More Custom Fields =~ @
Field Configurations
Name Type Available Context(s) Screens
Field Configuration...
Custom Date Date Picker Issue type(s) + Default Screen e
Global (all issues) * Resolve Issue Screen

* Worlflow Screen

Free Text Field Free Text Field (unlimited text) Issue type(s): + Default Screen @ -
This is a free text field Global (all issues)
Multi Select Field Multi Select Issue type(s): + Default Screen @ -
This is a multi-select field Global (all issues)
Single Select List Select List Issue type(s): + Default Screen @v
Single Select List Field Global (all issues)
User Custom User Picker Issue type(s): + Default Screen @v

Global (all issues)

b) List Custom Properties

This refers to custom properties that are either of type List or Multi-List. Click on the hyperlink of the list
custom property under Incident/Requirement Custom Properties to bring up the custom property mapping
configuration screen. For list custom properties there will be a textbox for both the custom field itself and
a mapping table for each of the custom property values that need to be mapped:

Edit Custom Property Data Mapping Jira DEMO Project
€ Back to Project Mappings = & Change Project

To configure the data mappings for this custom property, please fill in the Jira external key values for the custom property below. If this is a custom list
property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident
Name:* Multi Select Field MultiList
External Key:" 10001

Custom Value Mapping

Value Active External Key Jira
Value 1 Yes Value 1
Value 2 Yes Value 2
Value 3 Yes Value 3
Value 4 Yes Value 4

First you need to lookup the ID of the custom field in JIRA that matches this custom property in
SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom property. The
ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Custom Field. The
URL will include the section: id=X where X is the numeric ID of the Custom Field inside JIRA.




Fields ]

Custom Fields Custom Fields o Add Custom Field | § Find More Custom Fields @
Field Configurations
Name Type Available Context(s) Screens
Field Configuration...
Custom Date Date Picker Issue type(s) + Default Screen v
Global (all issues) * Resolve Issue Screen
* Workflow Screen
Free Text Field Free Text Field (unlimited text) Issue type(s): + Default Screen @v
This is a free lexi field Global (all issues)
Multi Select Field Multi Select Issue type(s): + Default Screen @v
This is a multi-select field Global (all issues)
Single Select List Select List Issue type(s): + Default Screen @v
Single Select List Field Global (all issues)
User Custom User Picker Issue type(s): + Default Screen @ -

Global (all issues)

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name (not the id this time) of the custom field value as specified in JIRA:

Fields

Custom Fields . . - "
Configure Custom Field: Multi Select Field @

Below are the Custom Field Configuration schemes for this custom field. Schemes are applicable for various issues types in a particular context. You can configure a custom field differently for
Field Configuration... each project context or in a global context. Moreover, project level schemes will over-ride global ones.

Field Configurations

+ Add new context
= View Custom Fields

. . ) 7]}
Default Configuration Scheme for Multi Select Field
Default configuration scheme generated by JIRA
Applicable contexts for scheme: Edit Configuration

Issue type(s):
Global (all issues)

Default Value: Edit Default Value

Options: Edit Options
* Value 1
* Value 2
* Value 3
* Value 4

c) JIRA’s Resolution Field

If you would like the values of the JIRA ‘Resolution’ field to be synchronized back to SpiraTeam, then
you will need to fill out this section. You first need to create an incident custom property in SpiraTeam of
type ‘LIST that contains the various resolution names that exist inside JIRA.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:




Edit Custom Property Data Mapping jira DEMO Project
€ Backto Project Mappings & Change Project

To configure the data mappings for this custom property, please fill in the Jira external key values for the custom property below. If this is a custom list
property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident

*

Name: Resolution List

External Key:' Resolution

Custom Value Mapping

Value Active External Key lJira
Cannot Reproduce Yes 5
Fixed Yes 1
Won't Fix Yes 2

First you need to enter the word “Resolution” as the External Key of the custom property. This tells the

data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Resolution field in
JIRA.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the JIRA
ID of the various Resolutions that are configured in JIRA. The external ID can be found by looking at the
URL inside JIRA which choosing to View/Edit the resolution name/description.

d) JIRA’s Environment Field

If your instance of JIRA requires that all new issues are submitted with an ‘Environment’ description
specified, then you will need to fill out this section. You first need to create an incident custom property in
SpiraTeam of type ‘TEXT’ that will be used to store the environment description within SpiraTeam.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping jira DEMO Project
€ Back to Project Mappings = & Change Project

To configure the data mappings for this custom property, please fill in the Jira external key values for the custom property below. If this is a custom list
property, you also need to fill in the external key for each of the custom property values as well:
Artifact Type:™ Incident

*

Name: Environment Text

External Key:™ Environment

All you need to do on this screen is enter the word “Environment” in the External Key textbox and the
data-sync plug-in will know that this custom property is mapped to the built-in Environment field in JIRA.

e) JIRA’s Security Level Field




If your instance of JIRA requires that all new issues are submitted with a ‘Security Level’ then you will
need to fill out this section. You first need to create an incident custom property in SpiraTeam of type
‘LIST’ that contains the various security levels that exist inside JIRA.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen.

First you need to enter the word “SecurityLevel” as the External Key of the custom property. This tells
the data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Security Level
field in JIRA.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the JIRA
ID of the various Security Levels that are configured in JIRA. The external ID can be found by looking at
the URL inside JIRA which choosing to View/Edit the security level name/description.

f) JIRA’s Issue Key Field

It can be convenient to create a SpiraTeam custom property to store the JIRA Issue Key (the ID used to
identify an issue in JIRA). This allows you to display a list of incients in SpiraTest and see the
corresponding JIRA ID in the same list. You first need to create an incident custom property in SpiraTeam
of type ‘TEXT that will be used to store the JIRA issue key within SpiraTeam.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping jira DEMO pProject

€ Back to Project Mappings = & Change Project

To configure the data mappings for this custom property, please fill in the Jira external key values for the custom property below. If this is a custom list
property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident
Name:* JIRA Key Text
External Key:” JiralssueKey

All you need to do on this screen is enter the word “JiralssueKey” in the External Key textbox and the
data-sync plug-in will know that this custom property is mapped to the built-in Issue Key field in JIRA.

Once you have updated the various mapping sections, you are now ready to use the integration.

2.3. Using SpiraTeam with JIRA

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into JIRA and any existing issues in JIRA
will get loaded into SpiraTeam as either incidents or requirements (depending on your configuration).

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any issues with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services (support@inflectra.com) who
will help you troubleshoot the problem.
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To use SpiraTeam with JIRA on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

>» Developers can log new defects into either SpiraTeam or JIRA. In either case they will get loaded
into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

> At this point, the incident should not be acted upon inside SpiraTeam and all data changes to the
issue should be made inside JIRA. To enforce this, you should modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with JIRA after that point.

» As the issue progresses through the customized JIRA workflow, changes to the type of issue,
changes to its status, priority, description and resolution will be updated automatically in
SpiraTeam. In essence, SpiraTeam acts as a read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTest/SpiraTeam
using the test cases managed by SpiraTest/SpiraTeam and the incidents managed on behalf of
SpiraTest/SpiraTeam inside JIRA.
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3. Using SpiraTeam with JIRA 3/4

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the JIRA issue/bug tracking system versions 3.0 — 4.0. The built-in integration service
allows the quality assurance team to manage their requirements and test cases in SpiraTeam, execute
test runs in SpiraTest, and then have the new incidents generated during the run be automatically loaded
into JIRA. Once the incidents are loaded into JIRA as issues, the development team can then manage
the lifecycle of these issues in JIRA, and have the status changes in JIRA be reflected back in
SpiraTeam.

In addition, if you are using JIRA 4.x or higher, any issues logged directly into JIRA will get imported into
SpiraTeam so that they can be linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!
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3.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
JIRA server. To start the configuration, please open up SpiraTeam in a web browser, log in using a valid
account that has System-Administration level privileges and click on the System > Data Synchronization
administration option from the left-hand navigation:

Data Synchronization

SpiraTeam is able to communicate with a variety of external systemns and applications using its background data synchronization service and library of available
plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In
addition, you can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

T Refresh | 4 Add

Plug-In Data Mapping Last Sync Date Status Operations

BugzillaDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure CForceRe-Sync | (FEdit | X Delete @ ViewErrors
FogBugzDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure CForceRe-Sync | (FEdit | X Delete @ View Errors
JiraDataSync Wiew Project Mappings 6/21/2016 1:09:56 PM ‘Warning ZForceRe-Sync | [(FEdit | ¥ Delete @ ViewErrors
MsTfsDataSync View Project Mappings 6/21/2016 1:09:56 PM ‘Warning T Force Re-Sync | [FEdit = X Delete @ ViewErrors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for JiraDataSync you should click on its “Edit” link. If you don’t see such an
entry in the list, please click on the [Add] button instead. In either case you will be taken to the following
screen where you can enter or modify the JIRA Data-Synchronization plug-in:




Edit Plug-In | JiraDataSync

== Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name™: JiraDataSync

Description: This plug-in allows incidents in the system to be synchronized with the JIRA issue-
tracking system

Connection Info*: |http:.ﬂ-"inﬂectrasvr0 1/rpc/soapljirasoapsenice-y2

Login™: |fredb|0ggs |

Password:

Time Offset™: D

[ Auto-Map Users

[ES— |

Custom 01: 110001 |
Custom 02- | |
Custom 03- | |
Custom 04- | |
Custom 05- | |

You need to fill out the following fields for the JIRA Plug-in to operate correctly:

» Name — this needs to be set to JiraDataSync. This needs to match the name of the plug-in DLL
assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the JiraDataSync.dll file for any reason, then you need to change the
name here to match.

» Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

» Connection Info — this should the full URL to the JIRA installation’s web-service API. This is
typically http://<jira server name>/rpc/soap/jirasoapservice-v2.

» Login — this should be set to a valid login to the JIRA installation. The login needs to have
permissions to create and view issues and versions within JIRA.

» Password - this should be set to the password of the login specified above.

» Time Offset — normally this should be set to zero, but if you find that issues being changed in
JIRA are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your JIRA installation is running on a server set to a different time-zone, then you should
add in the number of hours difference between the servers’ time-zones here.

The remaining fields work differently depending on which version of the plugin you are using (JIRA 3.x or
JIRA 4.X):

a) JIRA 3.x Plugin
Please fill out the fields as follows:
» Auto-Map Users — this is not currently used and can be ignored.
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» Custom 01 — This is used to specify a JIRA custom property that should be mapped to the built-
in SpiraTeam Incident Severity field (which does not exist in JIRA). This can be left empty for now
and will be discussed below in section 3.2.

» Custom 02 — 05 — these are not currently used by the plug-in and should be left blank.

b) JIRA 4.x Plugin
Please fill out the fields as follows:
» Auto-Map Users — This changes the way that the plugin maps users in SpiraTeam to those in
JIRA:
> Auto-Map = True
With this setting, all users in SpiraTeam need to have the same username as those in
JIRA. If this is the case then you do not need to perform the user-mapping task outlined
in section 3.2.2. This is a big time-saver if you can guarantee that all usernames are the
same in both systems.

> Auto-Map = False
With this setting, users in SpiraTeam and JIRA are free to have different usernames
because you specify the corresponding JIRA name for each user as outlined in section
3.2.2.

» Custom 01 — This is used to specify a JIRA custom property that should be mapped to the built-
in SpiraTeam Incident Severity field (which does not exist in JIRA). This can be left empty for now
and will be discussed below in section 3.2.

» Custom 02 — This should be set to the word “True” if you want to have the new issues submitted
to JIRA be submitted using a specified SecurityLevel. If you're not using the security level feature
of JIRA, leave the field blank.

» Custom 03 — This should be set to the word “True” if you want to have the plugin restrict
synchronization to only loading new incidents from SpiraTeam > JIRA and updating existing
items. This is useful if you want to prevent existing issues in JIRA from being loaded into
SpiraTeam. Leave blank if you want the plugin to synchronize normally.

» Custom 04 — This should be set to the word “True” if you want to have the plugin copy file
attachments from SpiraTeam > JIRA. This can use additional system resources and may fail if
the files are too large for JIRA’s API to handle. Leave the field blank if you want the default
behavior — which is to not synchronize attachments.

» Custom 05 - When you click “Force Resync” inside SpiraTeam it will attempt to resynchronize all
incidents/issues from 1/1/1900. Sometimes that causes the JIRA API to timeout or exceed the
maximum allowed number of results if there are a large number of existing issues in JIRA.

You can set this field to a specific year (e.g. 1995) or year and month (e.g. 2010-11) to restrict
how far back the system will look for existing issues. If you leave this field blank it will use the
default value of “1900-01".

Note: For most users, we recommend leaving Custom 01 — Custom 05 blank.

3.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and JIRA. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Enhancement” in SpiraTeam is the same as a “New Feature”
in JIRA (for example).

The following mapping information needs to be setup in SpiraTeam:
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The mapping of the project identifiers for the projects that need to be synchronized
The mapping of users in the system

The mapping of releases (equivalent to JIRA versions) in the system

Y Vv VY VY

The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

3.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the JIRA plug-in name. This will take you to the data-mapping home page for the
currently selected project:

View/Edit Project Data Mapping | Library Information System [Change Project)

<< Back to Data Synchronization Home

To configure this project for data mapping with the JiraData Sync plug-in, you need to specify the key/id of the
project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key:* ‘|Mp

Active:™ es v
Avrtifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Prionity [otes

Severity Operating System

Status

Type
Release llotes

Operating System

Task Priority

Status

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with JIRA, you need to enter:

» External Key — This should be set to the name of the project token in JIRA. Typically this is a
three-letter acronym for the project.

» Active Flag — Set this to “Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.
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3.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in JIRA:

Add/Edit User | Fred Bloggs

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/lnsert] to confirm them_

First Name*: ‘Frgﬂ ‘
Middle Initial: I:I

Last Name*: ‘Blnggs ‘
User Name*: ‘fredb\nggs |

Email Address*: ‘fredb\oggs@mycampany.cam |

System Administrator*:

Active User™:

BugzillaDataSync ID: ‘

FogBugzDataSync ID: ‘

JiraDataSync ID: ‘ﬂgdb\nggs

WMsTfsDataSync ID: ‘

[CJLDAP Managed User

LDAP DN: ‘

[Jchange Password
\ |

| |

You will notice that below the Active flag for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the JIRA Data-Sync plug-in you need to enter the login for this username
in JIRA. This will allow the data-synchronization plug-in to know which user in SpiraTeam match which
equivalent user in JIRA. Click [Update] once you’ve entered the appropriate login name. You should now
repeat for the other users who will be active in both systems.

3.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a release/iteration in SpiraTeam that it
has not seen before, it will create a corresponding “Version” in JIRA. Similarly if it comes across a new
Version in JIRA that it has not seen before, it will create a new Release in SpiraTeam. Therefore when
using both systems together, it is recommended that you only enter new Releases/Versions in one
system and let the data-synchronization service add them to the other system.

However you may start out with the situation where you already have pre-existing Releases/Version in
both systems that you need to associate in the data-mapping. If you don’t do this, you may find that
duplicates get created when you first enable the data-synchronization service. Therefore for any
Releases/Iterations that already exist in BOTH systems please navigate to Planning > Releases and click
on the Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the
“Details” section of the releasel/iteration:
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Release: 1.0 - 1.0 [RL:000021]
Name: [1.0

Owverview Incidents # Reqgs & Tasks # Test Cases Test Runs # Aftachments History
¥ Details
Version #*: |1g—| Creator™: [System Administrator V|
Start/End Date: | 4102013 [0 | | 4152013 [0 | Creation Date: ;1--’11.-'2013 4:58:18 PM -
# Resources: |17| l Active™: |ﬁ|
Non-Working: |07| person days lteration*: (o v
Plan Effort: 32.00 Available Effort: 32.00 .

JiraDataSync 1D: [1(][][][] |

In addition to the standard fields custom properties configured for Releases, you will see an additional
text property called “JiraDataSync ID” that is used to store the mapped external identifier for the
equivalent Version in JIRA. You need to locate the ID of the equivalent version in JIRA, enter it into this
text-box and click [Save]. You should now repeat for all the other pre-existing releases.

Note: The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the
version name/description. The URL will include the section: id=X where X is the numeric ID of the version
inside JIRA.

3.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the JiraDataSync plug-in entry:

View/Edit Project Data Mapping | Library Information System (Change Project)

=< Back to Data Synchronization Home

To configure this project for data mapping with the JiraData Sync plug-in, you need to specify the key/id of the
project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key:™ (jp
Active:” Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priority Motes

Severity Operating System

Status

Type
Release Notes

Operating System

Task Priority

Status

From this screen, you need to click on Priority, Severity, Status and Type in turn to configure their values:

a) Incident Type

Click on the “Type” hyperlink under Incident Standard Fields to bring up the Incident type mapping
configuration screen:
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Field Value Active External Key Primary

v |
Enhancement Yes |2 | G v
w |
Limitation Yes |1 |
W |

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching JIRA issue type ID for each one. You can map multiple SpiraTeam fields to the same JIRA
fields (e.g. Bug and Incident in SpiraTeam are both equivalent to Bug in JIRA), in which case only one of
the two values can be listed as Primary = Yes as that’s the value that’s used on the reverse
synchronization (from JIRA > SpiraTeam).

Note: The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue
Type. The URL will include the section: id=X where X is the numeric ID of the Issue Type inside JIRA.

b) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Field Value Active  External Key Primary

Assigned Yes |3 |
Closed Yes |5 | Yes v
Duplicate Yes E |
Mew Yes |1 | No v
Mot Reproducible Yes |1 |
I |
Reopen Yes |4 | Yes v
Resolved Yes |5 | Yes v

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching JIRA issue status ID for each one. You can map multiple SpiraTeam fields to the
same JIRA fields (e.g. New and Open in SpiraTeam are both equivalent to Open in JIRA), in which case
only one of the two values can be listed as Primary = Yes as that’s the value that’'s used on the reverse
synchronization (from JIRA > SpiraTeam).
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We recommend that you always point the New and Open statuses inside SpiraTeam to point to the ID for
“Open” inside JIRA and make Open in SpiraTeam the Primary status of the two. This is recommended so
that as new incidents in SpiraTeam get synched over to JIRA, they will get switched to the Open status in
JIRA which will then be synched back to “Open” in SpiraTeam. That way you’ll be able to see at a glance
which incidents have been synched with JIRA and those that haven't.

Note: The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Issue
Status. The URL will include the section: id=X where X is the numeric ID of the Issue Status inside JIRA.

c) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Field Value Active External Key Primary

1- Critical Yes 2 |
2 - High Yes 3 |
3 - Medium Yes |4 | Yes v
4 - Low Yes |5 | Yes v

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching JIRA priority ID for each one. You can map multiple SpiraTeam fields to the same
JIRA fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from JIRA > SpiraTeam).

Note: The JIRA ID can be found by looking at the URL inside JIRA when choosing to View/Edit the
Priority. The URL will include the section: id=X where X is the numeric ID of the Priority inside JIRA.

d) Incident Severity (Optional)

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:

Field Value Active External Key Primary

1 - Crtical Yes |Critica| | Yes ¥
2 - High Yes |Hig|"| | es ¥
3 - Medium Yes [Medium |
4 - Low Yes |Lc|w | ez v

Unlike the other incident standard fields, JIRA doesn’t actually have a built-in field for storing the severity
of an issue, so if you want to be able to see the SpiraTeam incident severity in JIRA, you'll need to create
a JIRA custom list field to store the different severity values. If you don’t want to synchronize severity
values with JIRA, you can skip the rest of this section.
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Once you have created a custom field in JIRA to contain the list of severity values, you need to now
populate the above table with the name (Not the ID) of the severity custom property values inside JIRA
and click Update. Secondly you need to go to the Plug-in configuration screen:

Edit Plug-In | JiraDataSync

=< Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name*: JiraDataSync

Description: This plug-in allows incidents in the system to be synchronized with the JIRA issue-
tracking system

Connection Info™: |http:ff’inflectrasvr01f’rpc#9Dap#jirasoapserwce-v2

Login®: [redblaggs |

Password: — l

Time Offsef*; b ]

[ Auto-Map Users

Custom 01: 10001 |
Custom 02- | l
Custom 03- | l
Custom 04- | |
Custom 05: | |

On this screen you need to enter the ID of the custom field that you’re using to store severities in JIRA
and populate the Custom 01 property with this value (see above). Note: The ID can be found by looking
at the URL inside JIRA when choosing to View/Edit the Custom Field. The URL will include the section:
id=X where X is the numeric ID of the Custom Field inside JIRA.

3.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in JIRA and also for custom properties in SpiraTeam that are used to map to standard fields in JIRA
(Component, Environment, Resolution and SecurityLevel) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. We will consider the four different types of
mapping that you might want to enter:
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View/Edit Project Data Mapping | Library Information System (Change Project)

<= Back to Data Synchronization Home

To configure this project for data mapping with the JiraDataSync plug-in, you need to specify the key/id of the
project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key:* |p
Active:” Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priority Environment

Severity Motes

Status Compaonent

Type Operating System
Release MNotes

Operating System

Task Priority

Status

a) Text Custom Properties

Click on the hyperlink of the text custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For text custom properties there will be no values listed in
the lower half of the screen.

Edit Custom Property Data Mapping | Library Information System (Change Project)
<< Back to Project Mappings

To configure the data mappings for this custom property. please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: Notes

External Key: | 10010

Custom Value Mapping

Property Value Active External Key

You need to lookup the ID of the custom field in JIRA that matches this custom property in SpiraTeam.
Once you have entered the id of the custom field, click [Update].

Note: The ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Custom
Field. The URL will include the section: id=X where X is the numeric ID of the Custom Field inside JIRA.

b) List Custom Properties
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Click on the hyperlink of the list custom property under Incident Custom Properties to bring up the custom
property mapping configuration screen. For list custom properties there will be a textbox for both the
custom field itself and a mapping table for each of the custom property values that need to be mapped:

Edit Custom Property Data Mapping | Library Information System (Change Project)
<< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property. you also need to fill in the external key for each of
the custom property values as well:

Name: Cperating System

External Key: |1[][m[]

Custom Value Mapping

Property Value Active External Key

Windows 2000 Yes [Windows 2000 |
Windows 2003 Yes [Windows 2003 |
Windows NT 4.0 Mo | |
Windows Vista Yes |Windows Vista |
Windows XP Yes [Windows XP |

First you need to lookup the ID of the custom field in JIRA that matches this custom property in
SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom property.
Note: The ID can be found by looking at the URL inside JIRA when choosing to View/Edit the Custom
Field. The URL will include the section: id=X where X is the numeric ID of the Custom Field inside JIRA.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name (not the id this time) of the custom field value as specified in JIRA.

c) JIRA’s Component Field

If your instance of JIRA requires that all new issues are submitted with a ‘Component’ then you will need
to fill out this section. You first need to create an incident custom property in SpiraTeam of type ‘LIST’ that
contains the various component names that exist inside JIRA.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:
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Edit Custom Property Data Mapping | Library Information System (Change Project)
== Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: Component

External Key: |Component

Custom Value Mapping

Property Value Active External Key

Component 1 Yes |10001 |
Component 2 Yes |1gg1g |
Component 3 Yes |1gg2g |

First you need to enter the word “Component” as the External Key of the custom property. This tells the
data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Component field in
JIRA.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the JIRA
ID of the various Components that are configured in JIRA. The external ID can be found by looking at the
URL inside JIRA which choosing to View/Edit the component name/description.

d) JIRA’s Resolution Field

If you would like the values of the JIRA ‘Resolution’ field to be synchronized back to SpiraTeam, then
you will need to fill out this section. You first need to create an incident custom property in SpiraTeam of
type ‘LIST that contains the various resolution names that exist inside JIRA.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Sample JIRA Project (Change Project)
<= Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property. you also need to fill in the external key for each of
the custom property values as well:

Name: JIRA-Resolution

External Key: |R990|uti0n

Custom Value Mapping

Property Value Active External Key

Cannot Reproduce Yes |5 |
Fixed Yes |1 |
Wan't Fix Yes |2 |

First you need to enter the word “Resolution” as the External Key of the custom property. This tells the
data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Resolution field in
JIRA.

© Copyright 2006-2017, Inflectra Corporation Page 40 of 158 This document contains Inflectra proprietary information




Next for each of the Property Values in the table (in the lower half of the page) you need to enter the JIRA
ID of the various Resolutions that are configured in JIRA. The external ID can be found by looking at the
URL inside JIRA which choosing to View/Edit the resolution name/description.

e) JIRA’s Environment Field

If your instance of JIRA requires that all new issues are submitted with an ‘Environment’ description
specified, then you will need to fill out this section. You first need to create an incident custom property in
SpiraTeam of type ‘TEXT’ that will be used to store the environment description within SpiraTeam.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Library Information System (Change Project)
%= Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: Environment

External Key: [Environment

Custom Value Mapping

Property Value Active External Key

All you need to do on this screen is enter the word “Environment” in the External Key textbox and the
data-sync plug-in will know that this custom property is mapped to the built-in Environment field in JIRA.

f) JIRA’s Security Level Field (JIRA 4.x Plug-In Only)

If your instance of JIRA requires that all new issues are submitted with a ‘Security Level’ then you will
need to fill out this section. You first need to create an incident custom property in SpiraTeam of type
‘LIST’ that contains the various security levels that exist inside JIRA.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen.

First you need to enter the word “SecurityLevel” as the External Key of the custom property. This tells
the data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Security Level
field in JIRA.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the JIRA
ID of the various Security Levels that are configured in JIRA. The external ID can be found by looking at
the URL inside JIRA which choosing to View/Edit the security level name/description.

q) JIRA’s Issue Key Field (JIRA 4.x Plug-In Only)

It can be convenient to create a SpiraTeam custom property to store the JIRA Issue Key (the ID used to
identify an issue in JIRA). This allows you to display a list of incients in SpiraTest and see the
corresponding JIRA ID in the same list. You first need to create an incident custom property in SpiraTeam
of type ‘TEXT that will be used to store the JIRA issue key within SpiraTeam.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:
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Edit Custom Property Data Mapping | Sample Application One (Change Project)
=< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: JIRA Key

External Key: |Jira|ssueKey

Custom Value Mapping

Property Value Active External Key

All you need to do on this screen is enter the word “JiralssueKey” in the External Key textbox and the
data-sync plug-in will know that this custom property is mapped to the built-in Issue Key field in JIRA.

Once you have updated the various mapping sections, you are now ready to start using the system.

3.3. Using SpiraTeam with JIRA

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into JIRA and if using JIRA 4.x, any
existing issues in JIRA will get loaded into SpiraTeam

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any issues with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services (support@inflectra.com) who
will help you troubleshoot the problem.

To use SpiraTeam with JIRA on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

>» Developers using JIRA 4.x can log new defects into either SpiraTeam or JIRA. In either case they
will get loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

» At this point, the incident should not be acted upon inside SpiraTeam and all data changes to the
issue should be made inside JIRA. To enforce this, you should modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with JIRA after that point.

» As the issue progresses through the customized JIRA workflow, changes to the type of issue,
changes to its status, priority, description and resolution will be updated automatically in
SpiraTeam. In essence, SpiraTeam acts as a read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTest/SpiraTeam
using the test cases managed by SpiraTest/SpiraTeam and the incidents managed on behalf of
SpiraTest/SpiraTeam inside JIRA.
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4. Using SpiraTest with Bugzilla

This section outlines how to use SpiraTest in conjunction with the open-source Bugzilla bug tracking
system. The built-in integration service allows the quality assurance team to manage their requirements
and test cases in SpiraTest, execute test runs in SpiraTest, and then have the new incidents generated
during the run be automatically loaded into Bugzilla. Once the incidents are loaded into Bugzilla as bugs,
the development team can then manage the lifecycle of these bugs in Bugzilla, and have the status
changes in Bugzilla be reflected back in SpiraTest.

In addition, if you are using Bugzilla 4.x or higher, any issues logged directly into Bugzilla will get imported
into SpiraTeam so that they can be linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!

4.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
Bugzilla server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization
SpiraTeam is able to communicate with a variety of external systems and applications using its backsground data synchronization service and library of available
plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In
addition, you can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

T Refresh | =4+ Add

Plug-In Data Mapping Last Sync Date Status Qperations

BugzillaDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure T Force Re-Sync | [FEdit = X Delete @ ViewErrors
FogBugzDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure CForceRe-Sync | (FEdit | X Delete @ ViewErrors
JiraDataSync View Project Mappings 6/21/2016 1:09:56 PM ‘Warning CForceRe-Sync | (ZEdit | X Delete  @®ViewErrors
MsTfsDataSync Wiew Project Mappings 6/21/2016 1:09:56 PM ‘Warning ZForceRe-Sync | [(FEdit | ¥ Delete @ ViewErrors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for BugzillaDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the Bugzilla Data-Synchronization plug-in:
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Edit Plug-In | BugzillaDataSync

=< Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Hame*: BugzillaDataSync

Description: This plug-in allows incidents in the system to be synchronized with the Bugzilla

Connection Info™: |http:.-’.-’landﬁll.bugzilla.org.-’bugzil|a-3.[]-bran|:h.-’xm|rpc.u:gi

Login®: |bugzillauser@mycompﬂﬂ‘y‘-ﬁﬂm |

Password:

Time Offset™: D

Custom 01: [False |
Custom 02- True |
Custom 03: | |
Custom 04- | |
Custom 05: | |

bug-tracking system

EEEREERS |

] Auto-Map Users

You need to fill out the following fields for the Bugzilla Plug-in to operate correctly:

>

Name — this needs to be set to BugzillaDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the BugzillaDataSync.dll file for any reason, then you need to change
the name here to match.

Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

Connection Info — this should the full URL to the Bugzilla installation’s web-service API. This is
typically http://<Bugzilla server name>/xmirpc.cqgi

Login — this should be set to a valid login to the Bugzilla installation — typically an email address.
The login needs to have permissions to create and view bugs within Bugzilla.

Password — this should be set to the password of the login specified above.

Time Offset — normally this should be set to zero, but if you find that issues being changed in
Bugzilla are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your Bugzilla installation is running on a server set to a different time-zone, then you
should add in the number of hours difference between the servers’ time-zones here.

Auto-Map Users — this is not currently used by the Bugzilla data-sync plug-in and can be
ignored.
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» Custom 01 — When connecting to Bugzilla, sometimes the connection gets dropped by the server
without notifying the plug-in. This happens when using HTTP 1.1 Keep-Alive connections. If you
set this property to “False”, it will tell the plug-in to not-use HTTP keep-alives when connecting to
Bugzilla, otherwise set it to “True”.

» Custom 02 — When connecting to a Bugzilla instance that is running under HTTPS (SSL) this
custom property can be set to determine if the plug-in should verify that the SSL certificate is a
trusted root certificate. Set to “True” if you are using an SSL certificate that was issued by a
trusted Certification Authority, and set to “False” if you are using a self-signed certificate.

» Custom 03 — 05 — these are not currently used by the Bugzilla data-sync plug-in and can be left
blank.

4.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and Bugzilla. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Duplicate” incident in SpiraTeam is the same as an
“‘“UNCONFIRMED” bug in Bugzilla (for example).

The following mapping information needs to be setup in SpiraTeam:
> The mapping of the project identifiers for the projects that need to be synchronized
» The mapping of users in the system
» The mapping of releases (equivalent to Bugzilla versions) in the system
» The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

4.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the Bugzilla plug-in name. This will take you to the data-mapping home page for the
currently selected project:
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View/Edit Project Data Mapping | Library Information System (Change Project)

=<« Back to Data Synchronization Home

To configure this project for data mapping with the BugzillaData Sync plug-in, you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key™ |qglataable
Active:* Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priarity Resolution
Severity Notes
Status Component
Type Operating System
Hardware
Release MNotes
Operating System
Task Priarity
Status

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with Bugzilla, you need to enter:
>» External Key — This should be set to the name of the equivalent Product in Bugzilla.

» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

4.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in Bugzilla:
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Add/Edit User | Fred Bloggs

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/Insert] to confirm them.

First Name*: |Fred |
Middle Initial- l:l

Last Name™: [Bloggs |
User Name*: |fredbloggs |

Email Address™ |fredbloggs@mycompany.com |

System Administrator*:

Active User™:

BugzillaData Sync ID: |fredbloggs@mycompany_com

[JLDAP Managed User

LDAP DN: |

[ Change Passwaord

| |

You will notice that below the Active flag for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the Bugzilla Data-Sync plug-in you need to enter the login for this
username in Bugzilla. This will allow the data-synchronization plug-in to know which user in SpiraTeam
match which equivalent user in Bugzilla. Click [Update] once you've entered the appropriate login name.
You should now repeat for the other users who will be active in both systems.

4.2.3. Configuring the Release Mapping

Now that the projects and users have been mapped correctly, we need to configure the mapping between
Releases/Iterations in SpiraTeam and Versions in Bugzilla. To do this, please navigate to Planning >
Releases and click on the Release/Iteration in question. Make sure you have the ‘Overview’ tab visible
and expand the “Details” section of the release/iteration:

Release: [£/3.0.0.0 - Release 3.0 [RL:000020]

Name: [Release 3.0

Overview Incidents Regs & Tasks Test Cases Test Runs Aftachments History #

¥ Details H
Version #*: oo ] Creator* [System Administrator v

Start/End Date: ‘ 652013 Dl- ‘ /52013 D‘ Creation Date: ép’5f’2013 5:49:11 PM

# Resources: ‘17‘ . Active®: [ves 7|

Non-Working ‘[]7‘ person days Iteration*: R

Plan Effort: 184.00 Available Effort: 184.00

BugzillaDataSync ID: [version 3 x|

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “BugzillaDataSync ID” that is used to store the mapped external identifier
for the equivalent Version in Bugzilla. You need to enter the name of the equivalent version in Bugzilla,
enter it into this text-box and click [Save]. You should now repeat for all the other releases and iterations
in the project.

If you are using the plugin for Bugzilla 4.x then any Versions that have already been created in Bugzilla
will be automatically imported into SpiraTeam if they do not already exist in SpiraTeam and they have not
already been mapped.
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4.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the BugzillaDataSync plug-in entry:

View/Edit Project Data Mapping | Library Information System (Change Project)

== Back to Data Synchronization Home

To configure this project for data mapping with the BugzillaDataSync plug-in, you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key:" [gelateable

Active:* Yes v
Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priority Resolution
Severity MNotes
Status Component
Type Operating System
Hardware
Release MNotes
Operating System
Task Priority
Status

From this screen, you need to click on Priority, Severity and Status in turn to configure their values:

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Edit Standard Field Data Mapping | Library Information System (Change Project)

<<« Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the BugzillaDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary
Closed Yes |CLOSED |
Duplicate Yes [UNCONFIRMED |
v ew |
Mot Reproducible Yes |UNCONF|RMED | Ves \J
Open Yes |NE‘u"u" | Yes v
Reapen Yes [REOPENED |
Resolved Yes |RESOLVED | Yes v
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The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching Bugzilla bug status for each one. You can map multiple SpiraTeam fields to the same
Bugzilla fields (e.g. New and Open in SpiraTeam are both equivalent to NEW in Bugzilla), in which case
only one of the two values can be listed as Primary = Yes as that’s the value that’'s used on the reverse
synchronization (from Bugzilla > SpiraTeam).

We recommend that you always point the New and Open statuses inside SpiraTeam to point to the NEW
status inside Bugzilla and make Open in SpiraTeam the Primary status of the two. This is recommended
so that as new incidents in SpiraTeam get synched over to Bugzilla, they will get switched to the NEW
status in Bugzilla which will then be synched back to “Open” in SpiraTeam. That way you'll be able to see
at a glance which incidents have been synched with Bugzilla and those that haven't.

b) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Edit Standard Field Data Mapping | Library Information System (Change Praject)
<< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the BugzillaDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary

1 - Critical Yes [P1 | [res 7]
2 Hgh e[ |
SMedm  Yes [F3 |
4 - Low Yes |p4 | Yes v

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching Bugzilla priority for each one. You can map multiple SpiraTeam fields to the same
Bugzilla fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from Bugzilla > SpiraTeam).

c) Incident Severity

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:
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Edit Standard Field Data Mapping | Library Information System (Change Project)

=< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the BugzillaDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary

1 - Critical Yes |critica| |
2- ign ves  [mam |
3 - Medium Yes |nnrma| | Yes v
4 - Low Yes |min|:|r | Ves v

The table lists each of the incident severities available in SpiraTeam and provides you with the ability to
enter the matching Bugzilla severity for each one. You can map multiple SpiraTeam fields to the same
Bugzilla fields, in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from Bugzilla > SpiraTeam).

4.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for custom properties in SpiraTeam that are used to map to
standard fields in Bugzilla (Component, Hardware, Operating System and Resolution) that don’t exist in
SpiraTeam. You need to make sure that you have first added custom lists in SpiraTeam that contain the
list of Components, Hardware platforms and Operating Systems used in Bugzilla and that you have setup
those lists as Custom Properties on the Incident artifact type.

Once that’s done, from the View/Edit Project Data Mapping screen, you need to click on the name of the
Incident Custom Property that you want to add data-mapping information for. We will consider the four
different types of mapping that you might want to enter in turn:
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View/Edit Project Data Mapping | Library Information System (Change Project)

=<« Back to Data Synchronization Home

To configure this project for data mapping with the BugzillaData Sync plug-in, you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Library Information System

External Key™ |qglataable
Active:* Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priarity Resolution
Severity Notes
Status Component
Type Operating System
Hardware
Release MNotes
Operating System
Task Priarity
Status

a) Bugzilla’'s Component Field

If your instance of Bugzilla requires that all new bugs are submitted with a ‘Component’ then you will need
to fill out this section. You first need to create an incident custom property in SpiraTeam of type ‘LIST’ that
contains the various component names that exist inside Bugzilla.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Library Information System (Change Project)
<< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the JiraDataSync extemnal key values for
the custom property below. Ifthis is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: Component

External Key: |C0mp0nent

Custom Value Mapping

Property Value Active External Key

Component 1 Yes |1UUU1 |
Component 2 Yes |1UU1U |
Component 3 Yes |10020 |

First you need to enter the word “Component” as the External Key of the custom property. This tells the
data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Component field in
Bugzilla.
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Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
Bugzilla name of the various Components that are configured in Bugzilla.

b) Bugzilla’s Operating System Field

If your instance of Bugzilla requires that all new issues are submitted with an ‘Operating System’ then you
will need to fill out this section. You first need to create an incident custom property in SpiraTeam of type
‘LIST’ that contains the various operating system names that exist inside Bugzilla.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Library Information System (Change Project)
%= Back to Project Mappings

To configure the data mappings for this custom property, please fill in the BugzillaDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Operating System
External Key: |Operating8ystem

Custom Value Mapping

Property Value Active External Key

Windows 2000 Yes [Windows 2000 |
Windows 2003 Yes [Windows 2003 |
Windows NT 4.0 No | |
Windows Vista Yes |Wind0w5 Vista |
Windows XP Yes [Windows XP |

First you need to enter the word “OperatingSystem” as the External Key of the custom property. This tells
the data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Operating
System field in Bugzilla.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
Bugzilla name of the various Operating System values that are configured in Bugzilla.

c) Bugzilla’s Hardware Field

If your instance of Bugzilla requires that all new issues are submitted with a ‘Hardware’ value then you will
need to fill out this section. You first need to create an incident custom property in SpiraTeam of type
‘LIST’ that contains the various hardware platform names that exist inside Bugzilla.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:
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Edit Custom Property Data Mapping | Library Information System (Change Project)

<= Back to Project Mappings

To configure the data mappings for this custom property, please fill in the BugzillaDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Hardware

External Key: |Hardware

Custom Value Mapping

Property Value Active External Key
HF Yes |HF' |
Sun Yes |Sun |

First you need to enter the word “Hardware” as the External Key of the custom property. This tells the
data-sync plug-in that the custom property in SpiraTeam should be mapped to built-in Hardware field in
Bugzilla.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
Bugzilla name of the various Hardware platforms that are configured in Bugzilla.

d) Bugzilla’s Resolution Field (Optional)

When incidents in SpiraTeam are updated with changes made in Bugzilla, the value of the Bugzilla
resolution field (FIXED, INVALID, WONTFIX, LATER, REMIND, DUPLICATE, WORKSFORME, MOVED,
DEPLOY) is used to populate the Resolution/Comments text box within SpiraTeam.

However the Resolution/Comments field in SpiraTeam cannot be displayed in the incident list page as it’s
a long text-field, so if you would like to be able to see the list of Bugzilla Resolution codes displayed in a
list, it is necessary to add a TEXT custom property to Incidents that can be used to store this returned
value and then be filtered in the list. The rest of this section describes how to map this text custom
property so that it picks up the Resolution field values from Bugzilla.

To configure the mapping, click on the hyperlink of this new text custom property under Incident Custom
Properties to bring up the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Library Information System (Change Project)

=< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the BugzillaDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Resolution

External Key: |Reso|ution

Custom Value Mapping

Property Value Active External Key
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All you need to do on this screen is enter the word “Resolution” in the External Key textbox and the data-
sync plug-in will know that this custom property is mapped to the built-in Resolution field in Bugzilla.

Once you have updated the various mapping sections, you are now ready to use the synchronization.

4.3. Using SpiraTest with Bugzilla

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into Bugzilla. At this point we recommend
opening the Windows Event Viewer and choosing the Application Log. In this log any error messages
raised by the Data Synchronization service will be displayed. If you see any error messages at this point,
we recommend immediately stopping the service and checking the various mapping entries. If you cannot
see any issues with the mapping information, we recommend sending a copy of the event log message(s)
to Inflectra customer services (support@inflectra.com) who will help you troubleshoot the problem.

To use SpiraTeam with Bugzilla on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTeam, defects found should be logged through the ‘Add Incident’
option as normal.

» Once an incident has been created during the running of the test, it will now be populated across
into Bugzilla as a bug. It will be populated with the information captured in SpiraTeam.

>» At this point, the incident should not be acted upon inside SpiraTeam, and all data changes to the
issue should be made inside Bugzilla. To enforce this, you can modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with Bugzilla after that point.

» As the issue progresses through the Bugzilla workflow, changes to the status, priority, severity,
and resolution will be updated automatically in SpiraTeam. In essence, SpiraTeam acts as a
read-only viewer of these incidents.

D> If you are using the plugin for Bugzilla 4.x, changes to the hardware, operating system
and component will also be synchronized back into SpiraTeam. In addition, any
comments added to the bug in Bugzilla 4.x will get added to the corresponding incident in
SpiraTeam

> You are now able to perform test coverage and incident reporting inside SpiraTeam using the test
cases managed by SpiraTeam and the incidents managed on behalf of SpiraTeam inside
Bugzilla.
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5. Using SpiraTest with MS-TFS

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the work item tracking functionality of Microsoft Visual Studio Team Services (MS-
VSTS), Visual Studio Online (VSO), or Microsoft Team Foundation Server (TFS) hereafter referred to as
TFS.

The built-in integration service allows the quality assurance team to manage their requirements and test
cases in SpiraTeam, execute test runs in SpiraTest, and then have the new incidents generated during
the run be automatically loaded into TFS. Once the incidents are loaded into TFS as work items, the
development team can then manage the lifecycle of these work items in TFS, and have the status
changes in TFS be reflected back in SpiraTeam.

Similarly, as the requirements are decomposed into discrete project tasks in SpiraTeam, the integration
service will automatically load these new tasks into TFS as task work items where the development team
can manage their lifecycle, with schedule and progress changes in TFS being reflected back in
SpiraTeam.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding! ‘

» Note: Only the MS-TFS 2012+ Plug-In is Available on the Inflectra Cloud-Based DataSync Service. ‘

5.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
TFS server. To start the configuration, please open up SpiraTeam in a web browser, log in using a valid
account that has System-Administration level privileges and click on the System > Data Synchronization
administration option from the left-hand navigation:

Data Synchronization

SpiraTeam is able to communicate with a variety of external systems and applications using its background data synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In addition, you
can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

CRefresh =+ Add
Plug-In Data Mapping Last Sync Date Status  Operations

Microsoft TFS MsTfsDataSync & View Project Mappings 11/25/2014 10:40:15AM  Success = CForceRe-Sync | [# Edit ¥ Delete @ View Errors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for MsTfsDataSync you should click on its “Edit” link. If you don’t see such an
entry in the list, please click on the [Add] button instead. In either case you will be taken to the following
screen where you can enter or modify the TFS Data-Synchronization plug-in:
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.
Microsoft TFS Edit Plug-in
€ Back to Data Synchronization Home
Please enter/edit the following information for the plug-in. The exact information that needs to be entered is specific to each plug-in, and you should refer to
the documentation for the plug-in when entering/changing it:
Name:* MsTfsDataSync
The physical name of the plugin (e.g. JiraDataSync) that matches the DLL being used
Caption: Microsoft TFS
The display name of the plugin (e.g. Internal Jira) that can be used to distinguish between multiple instances of the same plugin type
Description: This plug-in allows incidents and tasks in the system to be synchronized with Microsoft Team Foundation Server (Tl
< >
The long description of the plugin (e.g.'Connects to the in-house bug-tracker')
Connection Info:* http://vm-tfs:8080/tfs/DefaultCollection
The URL or other connection string used to connect to the external bug-tracker
Login:* spira.datasync
Password: e
The login and password used to connect to Microsoft TFS
Time Offset:* 0 hours
The number of hours to look back for changes to synchronization. Normally should be set to zero (0) unless you find changes are not
being synchronized
Auto-Map Users Yes
Custom01: INFLECTRA
Custom 02: Task
Custom 03: Spira.Incidentld
Custom 04: Spira.Detector
Custom 05: User Story
Cancel

You need to fill out the following fields for the TFS Plug-in to operate correctly:

>
>

Name — this needs to be set to MsTfsDataSync.

Caption — this is the display nhame of the plugin. Normally you can use something generic such
as “Microsoft TFS”, however if you have multiple TFS instances you might want to name it
something specific such as “TFS External”. If you don’t enter a value, the display name will be
“MsTfsDataSync”

Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.
Connection Info — this should the URL that you use for connecting Visual Studio to the Team
Foundation Server.
> For Visual Studio Online, it is of the format https://mycompany.visualstudio.com. See
our special KB213 regarding Visual Studio Online.
> For TFS 2010+ it is of the format http://servername:8080/tfs/collectionname where
“collectionname” is the name of the project collection you're integrating with.
> For TFS 2005/2008 it is of the format http://servername:8080.
Login — this should be set to a valid user that has permissions to access the TFS installation. The
login needs to have permissions to create and view work items and iterations within TFS.
Note: Do not include the Windows Active Directory Domain in this field if you are using a
Windows domain user.
Password — this should be set to the password of the user specified above.
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» Time Offset — normally this should be set to zero, but if you find that work items being changed in
TFS are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your TFS installation is running on a server set to a different time-zone, then you should
add in the number of hours difference between the servers’ time-zones here.

If you are using Visual Studio Online (VSO) instead of a local TFS instance, you will need to login to the
instance of Visual Studio Online and access your profile:

- % ® 0
My profile Qe items /O T
Updated 4 minutes ago
E My security
My al -
Sign out

Click on the Security Option. Then in the user security menu, choose the option to enter 'Alternate
Credentials'. You need to now enter a login and password that SpiraTeam will use to connect to VSO:

b4 Team Services

DETAILS

Security

Personal access tokens Alternate authentication credentials

Alternate authentication credentials

! Personal access tokens are a more convenient and secure

OAuth authorizations
SSH public keys Alternate authentication credentials can be used to allow applicat]
Enable alternate authentication credentials
User name (primary)
User name (secondary)
Password seesesee

Confirm Password seessnee

Save Cance

The remaining fields work differently depending on which version of the TFS plugin you are using (2012,
2010 or 2005/2008):

a) TFS 2012 Plugin

Please fill out the fields as follows:
» Auto-Map Users — This changes the way the plugin maps users in SpiraTeam to those in TFS:
> Auto-Map = True
With this setting, all users in SpiraTeam need to have the same username as those in
TFS. If this is the case then you do not need to perform the user-mapping task outlined in




section 5.2.2. This is a big time-saver if you can guarantee that all usernames are the
same in both systems.

> Auto-Map = False
With this setting, users in SpiraTeam and TFS are free to have different usernames
because you specify the corresponding TFS name for each user as outlined in 5.2.2.

Custom 01 — This is used to specify the Windows Active Directory Domain that the Windows
user specified above is a member of. If you are running TFS on a Windows workgroup, just use
the server name and make sure that the Windows user above is a user on that server itself. If you
are using a Window Live ID, just leave this field blank

Custom 02 — This field should contain a comma-separated list of work item types that you want
to synchronize as SpiraTeam Tasks as opposed to Incidents. Normally you would want to list at
least the TFS “Task” work item type in this field.

Custom 03 — If you would like the system to display the SpiraTeam artifact ID (e.g. IN5 for
incidents or TK36 for tasks) in a custom field inside TFS, you should just enter the name of the
appropriate TFS field from your process template (e.g. Spira.IncidentId) and then when the
incident or task is added to TFS, the corresponding SpiraTeam ID will be added to that field of the
work item.

Custom 04 - Depending on your TFS process template, the data-synchronization plugin may not
be allowed to set the detector of the incident inside TFS. If you would like the system to display
the detector of the incident (as recorded in SpiraTeam) in a custom field inside TFS, you should
just enter the name of the appropriate TFS field from your process template (e.g.
Spira.Detector) and then when the incident is added to TFS, the corresponding detector’s
name will be added to that field of the work item.

Custom 05 — This field should contain a comma-separated list of work item types that you want
to synchronize as SpiraTeam Requirements as opposed to Incidents. Normally you would want to
list at least the TFS “User Story” work item type in this field.

b) TES 2010 Plugin

Please fill out the fields as follows:

>
>

Auto-Map Users — this is not used by this version of the plugin and can be ignored.

Custom 01 - This is used to specify the Windows Active Directory Domain that the Windows
user specified above is a member of. If you are running TFS on a Windows workgroup, just use
the server name and make sure that the Windows user above is a user on that server itself.
Custom 02 — This is used to specify if you want to synchronize Incidents, Tasks or Both. By
default this field is blank, meaning synchronize both types of artifact. However if you enter in
“Incidents” into this field it will tell the system to only synchronize incidents, and if you enter
“Tasks” it will tell the system to only synchronize tasks.

Custom 03 — If you would like the system to display the SpiraTeam artifact ID (e.g. IN5 for
incidents or TK36 for tasks) in a custom field inside TFS, you should just enter the name of the
appropriate TFS field from your process template (e.g. Spira.IncidentId) and then when the
incident or task is added to TFS, the corresponding SpiraTeam ID will be added to that field of the
work item.

Custom 04 - Depending on your TFS process template, the data-synchronization plugin may not
be allowed to set the detector of the incident inside TFS. If you would like the system to display
the detector of the incident (as recorded in SpiraTeam) in a custom field inside TFS, you should
just enter the name of the appropriate TFS field from your process template (e.g.
Spira.Detector) and then when the incident is added to TFS, the corresponding detector’s
name will be added to that field of the work item.

Custom 05 — this is not used by this version of the plugin and can be ignored.
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c) TFS 2005/2008 Plugin
Please fill out the fields as follows:

» Auto-Map Users — this is not used by this version of the plugin and can be ignored.

» Custom 01 — This is used to specify the Windows Active Directory Domain that the Windows
user specified above is a member of. If you are running TFS on a Windows workgroup, just use
the server name and make sure that the Windows user above is a user on that server itself.

» Custom 02 — This is used to specify if you want to synchronize Incidents, Tasks or Both. By

default this field is blank, meaning synchronize both types of artifact. However if you enter in
“Incidents” into this field it will tell the system to only synchronize incidents, and if you enter
“Tasks” it will tell the system to only synchronize tasks.

Custom 03 — this is not used by this version of the plugin and can be ignored.

Custom 04 — this is not used by this version of the plugin and can be ignored.

Custom 05 - this is not used by this version of the plugin and can be ignored.

vVVYYy

5.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and TFS. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that a “Not Reproducible” incident in SpiraTeam is the same as a
“Closed + Cannot Reproduce” bug work item in TFS (for example).

The following mapping information needs to be setup in SpiraTeam:
» The mapping of the project identifiers for the projects that need to be synchronized
The mapping of users in the system
The mapping of releases (equivalent to TFS iterations) in the system
The mapping of the various standard incident fields in the system
The mapping of the various custom incident properties in the system

The mapping of the various standard requirement fields in the system (if synching requirements)

vV VvV VY VY Vv VY

The mapping of the various custom requirement properties in the system (if synching
requirements)

v

The mapping of the various standard task fields in the system (if synching tasks)
The mapping of the various custom task properties in the system (if synching tasks)

Note: If using SpiraTest, you do not need to setup the last two sets of mappings as Tasks are not
available in SpiraTest.

5.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the TFS plug-in name. This will take you to the data-mapping home page for the
currently selected project:
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Microsoft TFS Project Data Mapping 7rs Test Project 1

4 Back to Data Synchronization Home 2 Change Project

To configure this project for data mapping with the 'Microsoft TFS' plug-in, you need to specify the key/id of the project in the external system, and then click
on the links below to actually configure the different fields that need to be mapped for the synchronization to operate:

Project Name:” TFS Test Project 1
External Key:" Test Project 1
Active:” Yes

Save

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with TFS, you need to enter:

» External Key — This should be set to the name of the project in TFS as visible from the Visual
Studio Team Explorer:

= ﬁ Library Information System 2
- [ Work Ttems
- [ Documents
[ Reports
[ Builds
b ] - Source Control

» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

5.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing work items in TFS:




System Administrator Edit User

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Save/Insert] to confirm them.

Cancel

Dates for Latest Activity by User

Last Lockout: - Last Activity: 2/24/2017 3:17:50 PM Last Login: 2/24/2017 3:08:46 PM Last Password Change: -

User Information

First Name:* System Department:
Middle Initial: Organization:
Last Name:* Administrator
Email Address:* administrator@mycompany.com
User Name:* administrator

Membership and Mapping

Project Membership Data Mapping

Microsoft TFSID: | Administrator

You will notice that in the special Data Mapping tab, there is a list of all the configured data-
synchronization plug-ins. In the text box next to the TFS Data-Sync plug-in you need to enter the full
name of this Windows User (not the login). This is the name of the user as they appear inside work items
within TFS:

fssigned to; | Administrator "y

Rank:

This will allow the data-synchronization plug-in to know which user in SpiraTeam match which equivalent
user in TFS. Click [Update] once you've entered the appropriate login name. You should now repeat for
the other users who will be active in both systems.

If you have set the “Auto-Map Users” option in the TFS 2012 plugin, you can skip this section completely.

5.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a release/iteration in SpiraTeam that it
has not seen before, it will create a corresponding “Iteration” in TFS. Similarly if it comes across a new
Iteration in TFS that it has not seen before, it will create a new Release/lteration in SpiraTeam. Therefore
when using both systems together, it is recommended that you only enter new Releases/Iterations in one
system and let the data-synchronization service add them to the other system.

However you may start out with the situation where you already have pre-existing Releases/Iterations in
both systems that you need to associate in the data-mapping. If you don’t do this, you may find that
duplicates get created when you first enable the data-synchronization service. Therefore for any
Releases/Iterations that already exist in BOTH systems please navigate to Planning > Releases and click
on the Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the
“Details” section of the release/iteration:
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a Iteration 1 release TFs-1[RL:21]
Name:* Iteration 1
Overview Incidents % Regs & Tasks # Test Cases Test Runs % Attachments History
« Details
Status:* ¥ InProgress Creator:* TFS DataSync v Version #:* TFS-1
Creation Date:*  8/15/20134:20:03PM Start Date:™ 8/14/2013 | B8 End Date:™ 8/19/2013 | B3
#Resources:” 1 Non-Working:" 0 person days” Plan Effort:™ 320h
Owner: - None - v Last Updated:* 8/15/20134:20:03PM Type:* Maijor Release v
Available Effort:*  32.0h
Microsoft TFSID: 1

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “MsTfsDataSync ID” that is used to store the mapped external identifier for
the equivalent Version in TFS. You need to locate the ID of the equivalent Iteration in TFS, enter it into
this text-box and click [Save]. You should now repeat for all the other pre-existing releases.

The TFS lteration ID is not visible in the TFS user interface, but can instead be located by opening up the
SQL Server that it’s installed on, opening the ‘TfsWorkltemTracking’ database (in TFS 2010 it will named
after your project collection instead) and locating the ‘TreeNodes’ table:

(] Typell Mame ParentID
il 41 i ]
1 -42 Library InFormation Syskem 2 0
2 -43 Project Ikeration 1
3 -44 Treration 1 2
4 -44 Iteration 2 2
=} -44 Iteration 0 2
=] -43 Project Skructure 1
7 -44 Iteration 3 2
=3 -45 Iteration 3.1 7
El -45 Iteration 3.2 7

Once you have found the matching Iteration (by name), the numeric value stored in the ID column (the
one on the left) is the value that needs to get added as the MsTfsDataSync ID inside SpiraTeam.

5.2.4. Configuring the Standard Incident Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the MsTfsDataSync plug-in entry:
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Artifact Field Mapping

Artifact Type

Requirement

Test Case

Incident

Release

Task

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Standard Fields

Component
Importance
Status
Type

Component
Priority
Status
Type
Component
Priority
Severity
Status

Custom Properties

B
>
0
m

]
@
=

Area
Stack Rank
Triage

Area
Discipline

From this screen, you need to click on Priority, Severity, Status and Type in turn to configure their values:

a) Incident Type

Click on the “Type” hyperlink under Incident Standard Fields to bring up the Incident type mapping

configuration screen:

Artifact Type: Incident
Field Name: Type

Type

Bug

Change Request
Enhancement
Incident

Issue

Limitation

Risk

Training

€ Back to Project Mappings & Change Project

Active

Edit Standard Field Data Mapping Trs est project 1

To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

External Key Microsoft TFS

Bug

Bug

Issue

Primary
Yes
Yes

Yes

Yes
Yes
Yes
Yes

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching TFS work item type name for each one. To make this easier, we recommend that inside the
Administration > Edit Incident Statuses screen you first make all incident types inactive except Risk, Issue
and Bug since only those types make sense to synchronize with TFS.

b) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:




Edit Standard Field Data Mapping trs Test project 1
€ Back to Project Mappings = &> Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Status

Status Active External Key Microsoft TFS Primary
Assigned Yes Active+Accepted Yes
Closed Yes Resolved+Completed Yes
Duplicate Yes Resolved+Duplicate Yes

New Yes Active+New Yes

Not Reproducible Yes Resolved+Rejected Yes

Open Yes Active+Accepted No
Reopen Yes Active+Reactivated Yes
Resolved Yes Resolved-Fixed Yes

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching TFS work item State + Reason for each one. Since TFS uses separate State (Active,
Resolved, Closed) and Reason (Fixed, Duplicate, Not Fixed, etc.) codes and SpiraTeam uses a single
status code, you need to concatenate the TFS State and Reason together with a ‘plus’ (+) sign so that the
system knows that the incident status in SpiraTeam corresponds to that specific combination.

You can map multiple SpiraTeam fields to the same TFS fields (e.g. New and Open in SpiraTeam are
both equivalent to ‘Active+New’ in TFS), in which case only one of the two values can be listed as
Primary = Yes as that’s the value that’s used on the reverse synchronization (from TFS > SpiraTeam).

We recommend that you always point the New and Open statuses inside SpiraTeam to point to the
“Active+New” TFS state+reason, and make Open in SpiraTeam the Primary status of the two. This is
recommended so that as new incidents in SpiraTeam get synched over to TFS, they will get switched to
the “Active+New” status in TFS which will then be synched back to “Open” in SpiraTeam. That way you’ll
be able to see at a glance which incidents have been synched with TFS and those that haven't.

c) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Edit Standard Field Data Mapping 7¢s Test Project 1
€ Back to Project Mappings 2 Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Priority

Priority Active External Key Microsoft TFS Primary
1 - Critical Yes 1 Yes
2 - High Yes 2 Yes
3 - Medium Yes 3 Yes
4-Low Yes 4 Yes

(=]
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The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching TFS priority value for each one. To make this easier, we recommend that inside the
Administration > Edit Incident Priorities screen you first make any statuses not used in TFS inactive in
SpiraTeam.

d) Incident Severity (TES 2012 plugin only)

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident Severity mapping
configuration screen:

Edit Standard Field Data Mapping 7rs Test project 1
€ Back to Project Mappings = & Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Incident
Field Name: Severity

Severity Active External Key Microsoft TFS Primary
1 - Critical Yes 1 - Critical Yes
2 -High Yes 2 - High Yes
3 - Medium Yes 3 - Medium Yes
4-Low Yes 4-Low Yes

The table lists each of the incident severities available in SpiraTeam and provides you with the ability to
enter the matching TFS severity value for each one. To make this easier, we recommend that inside the
Administration > Edit Incident Severities screen you first make any statuses not used in TFS inactive in
SpiraTeam.

5.2.5. Configuring the Incident Custom Property Mapping

Now that the various SpiraTeam standard incident fields have been mapped correctly, we need to
configure the custom property mappings. This is used for both custom properties in SpiraTeam that map
to custom fields in TFS and also for custom properties in SpiraTeam that are used to map to standard
fields in TFS (e.g. Area) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for:

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Artifact Type Standard Fields Custom Properties

Component
mportance
Status

=
o
S

Requirement

=
)
=

B

Component
Priority

Test Case

5
E.
>

re.
Incident Severity Stack Rank
Status Triage

o

Release

2
Ek
>

rea

Status Discipline

Task

© Copyright 2006-2017, Inflectra Corporation Page 65 of 158 This document contains Inflectra proprietary information




a) TES’s Area Field

First you need to go to Administration > Edit Custom Lists and create a new custom list that contains all
the different Areas that are being used in TFS.

Then you need to go to Administration > Edit Custom Properties and add a new list custom property onto
the Incident artifact type called ‘Area’ and link it to the Area custom list you created in the previous step.
This will now be available for mapping.

Now, back in the data-mapping page, click on the ‘Area’ hyperlink under Incident Custom Properties to
bring up the custom property mapping configuration screen:

Edit Custom Property Data Mapping trs Test Project 1

€ Back to Project Mappings & Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom
list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident
Name:* Area List
External Key:™ Area

Custom Value Mapping

Value Active External Key Microsoft TFS
Administration Yes 8

Customization Yes 9

Management Yes 10

Reporting Yes 11

First you need to enter the word “Area” as the External Key of the custom property. This tells the data-
sync plug-in that the custom property in SpiraTeam should be mapped to built-in Area field in TFS.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the ID of
the various Areas that are configured in TFS. The TFS Area ID is not visible in the TFS user interface, but
can instead be located by opening up the SQL Server that it’s installed on, opening the
‘TfsWorkltemTracking’ database (in TFS 2010 and later it will named after your project collection instead)
and locating the ‘TreeNodes’ table:

1 Twpell Mame
10 -44 Area 1
11 -44 Area 2
12 -44 Area 3

Once you have found the matching Area (by name), the numeric value stored in the ID column (the one
on the left) is the value that needs to get added as the External Key inside SpiraTeam.

b) TES Custom Fields

If the custom field in TFS is a list field, first you need to go to Administration > Edit Custom Lists in
SpiraTeam and create a new custom list that contains all the different values that are being used in TFS.

Then for both list-fields and value-fields you need to go to Administration > Edit Custom Properties and
add a new custom property onto the Incident artifact type with the name of the appropriate TFS field (e.qg.
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Triage, Rank, etc.) and if a list-field, link it to the custom list you created in the previous step. The custom
property will now be available for data-mapping.

Now, back in the data-synchronization data-mapping page, click on the hyperlink under Incident Custom
Properties that corresponds to the custom property to bring up the custom property mapping configuration
screen:

Edit Custom Property Data Mapping Trs Test Project 1
€ Backto Project Mappings & Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom
list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Incident
Name:* Triage List
External KE‘/Z' MicrosoftVSTS.Common.Triage

Custom Value Mapping

Value Active External Key Microsoft TFS
Approved Yes Approved
Investigate Yes Investigate

First you need to enter the full Reference Name of the TFS field as the External Key of the custom
property. This tells the data-sync plug-in that the custom property in SpiraTeam should be mapped to this
specific field in TFS. To see a list of fields and their reference names, you can run the following SQL
guery against your TFS database:

SELECT Name, ReferenceName FROM Fields ORDER BY Name

We have included a list of fields in the Agile process template in section 5.5 of this guide as a helpful
reference.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
name of the field values as they appear in TFS as the External Key.

5.2.6. Configuring the Standard Task Field Mapping

Now that the projects, user, releases and incident fields have been mapped correctly, we need to
configure the standard task fields. To do this, go to Administration > System > Data Synchronization and
click on the “View Project Mappings” for the MsTfsDataSync plug-in entry:
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Artifact Field Mapping
Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Artifact Type Standard Fields Custom Properties

Component
Importance
Status
Type

B
>
0
m

Requirement

]
@
=

Component

Priority

Status

Type

Component

Priority Area
Incident Severity Stack Rank

Status Triage

Test Case

Release

riori Area
Status Discipline

Task

From this screen, you need to click on Priority and Status in turn to configure their values:

a) Task Status

Click on the “Status” hyperlink under Task Standard Fields to bring up the Task status mapping
configuration screen:

Edit Standard Field Data Mapping Ts Test project 1
€ Back to Project Mappings = & Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Task
Field Name: Status

Status Active External Key Microsoft TFS Primary
Blocked Yes Removed Yes
Completed Yes Closed Yes
Deferred Yes Removed No
In Progress Yes Active Yes

Not Started Yes New Yes

The table lists each of the task statuses available in SpiraTeam and provides you with the ability to enter
the matching TFS work item State for each one. Unlike the mapping for incidents (see above) SpiraTeam
does not track the reason codes associated with the tasks in MS TFS, so you only need to map the State
names from TFS with the task status names.

You can map multiple SpiraTeam fields to the same TFS fields (e.g. Blocked, Completed and Deferred in
SpiraTeam are all equivalent to State = Closed in TFS), in which case only one of the values can be listed
as Primary = Yes as that’s the value that’s used on the reverse synchronization (from TFS > SpiraTeam).

b) Task Priority (TFS 2012 Plugin Only)

Click on the “Priority” hyperlink under Task Standard Fields to bring up the Task Priority mapping
configuration screen:




Edit Standard Field Data Mapping 1rs Test Project 1
€ Back to Project Mappings = & Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Task
Field Name: Priority

Priority Active External Key Microsoft TFS Primary
1- Critical Yes 1 Yes
2 -High Yes 2 Yes
3 - Medium Yes 3 Yes
4-Low Yes 4 Yes

The table lists each of the task priorities available in SpiraTeam and provides you with the ability to enter
the matching TFS priority value for each one.

5.2.7. Configuring the Task Custom Property Mapping

Now that the various SpiraTeam standard task fields have been mapped correctly, we need to configure
the custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in TFS and also for custom properties in SpiraTeam that are used to map to standard fields in TFS
(e.g. Area) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Task Custom
Property that you want to add data-mapping information for:

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Artifact Type Standard Fields Custom Properties

Component
mportance
Status

=
I®
oo

=
i
i~

Requirement

§

Component

%

Priority

Test Case
Status

B

Component

Priorit Area
everit Stack Rank

Status Triage

L

Incident

:

B

Release

=
E.
|:>

rea
Status Discipline

Task

a) TES’s Area Field

First you need to go to Administration > Edit Custom Lists and create a new custom list that contains all
the different Areas that are being used in TFS.

Then you need to go to Administration > Edit Custom Properties and add a new list custom property onto
the Task artifact type called ‘Area’ and link it to the Area custom list you created in the previous step. This
will now be available for mapping.

Now, back in the data-mapping page, click on the ‘Area’ hyperlink under Task Custom Properties to bring
up the custom property mapping configuration screen:
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Edit Custom Property Data Mapping trs Test Project 1
€ Backto Project Mappings =~ & Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom

list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Task

Name:”* Area List

External Key:* Area

Custom Value Mapping

Value Active External Key Microsoft TFS

Administration Yes 8

Customization Yes 9

Management Yes 10

Reporting Yes 11

First you need to enter the word “Area” as the External Key of the custom property. This tells the data-
sync plug-in that the custom property in SpiraTeam should be mapped to built-in Area field in TFS.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the ID of
the various Areas that are configured in TFS. The TFS Area ID is not visible in the TFS user interface, but
can instead be located by opening up the SQL Server that it’s installed on, opening the
‘TfsWorkltemTracking’ database (in TFS 2010 and later it will named after your project collection instead)
and locating the ‘TreeNodes’ table:

1D TwpelD Marme
10 -44 Areal
11 -44 Area 2
12 -44 Area 3

Once you have found the matching Area (by name), the numeric value stored in the ID column (the one
on the left) is the value that needs to get added as the External Key inside SpiraTeam.

b) TFS Custom Fields

If the custom field in TFS is a list field, first you need to go to Administration > Edit Custom Lists in
SpiraTeam and create a new custom list that contains all the different values that are being used in TFS.

Then for both list-fields and value-fields you need to go to Administration > Edit Custom Properties and
add a new custom property onto the Task artifact type with the name of the appropriate TFS field (e.qg.
Discipline, Stack Rank, etc.) and if a list-field, link it to the custom list you created in the previous step.
The custom property will now be available for data-mapping.

Now, back in the data-synchronization data-mapping page, click on the hyperlink under Task Custom
Properties that corresponds to the custom property to bring up the custom property mapping configuration
screen:
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Edit Custom Property Data Mapping Trs Test project 1
4 Back to Project Mappings £ Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom
list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Task
Name:* Discipline List
External Key:" MicrosoftVSTS.Common.Discipline

Custom Value Mapping

Value Active External Key Microsoft TFS
Architecture Yes Architecture
Development Yes Development

Project Management Yes Project Management
Release Management Yes Release Management
Requirements Yes Requirements

Test Yes Test

First you need to enter the full Reference Name of the TFS field as the External Key of the custom
property. This tells the data-sync plug-in that the custom property in SpiraTeam should be mapped to this
specific field in TFS. To see a list of fields and their reference names, you can run the following SQL
guery against your TFS database:

SELECT Name, ReferenceName FROM Fields ORDER BY Name

We have included a list of fields in the Agile process template in section 5.5 of this guide as a helpful
reference.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
name of the field values as they appear in TFS as the External Key.

5.2.8. Configuring the Standard Requirement Field Mapping (2012 Plugin Only)

Now that the projects, user, releases, incident and task fields have been mapped correctly, we need to
configure the standard requirement fields. To do this, go to Administration > System > Data
Synchronization and click on the “View Project Mappings” for the MsTfsDataSync plug-in entry:




Artifact Field Mapping
Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Artifact Type Standard Fields Custom Properties

Component
Importance
Status
Type

B
>
0
m

Requirement

]
@
=

Component

Priority

Status

Type

Component

Priority Area

Incident Severity Stack Rank
Status Triage

Test Case

Release

Priority Area
Status Discipline

Task

From this screen, you need to click on Importance and Status in turn to configure their values:

a) Requirement Status

Click on the “Status” hyperlink under Requirement Standard Fields to bring up the Requirement status
mapping configuration screen:

Edit Standard Field Data Mapping trs Test project 1
4 Back to Project Mappings =~ 2 Change Project
To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

Artifact Type: Requirement
Field Name: Status

Status Active External Key Microsoft TFS Primary
Accepted Yes Accepted Yes
Completed Yes Yes
Developed Yes Closed Yes
In Progress Yes Active Yes
Obsolete Yes Removed Yes
Planned Yes Ready Yes
Rejected Yes Rejected Yes
Requested Yes New Yes
Tested Yes Yes
Under Review Yes Design Yes

The table lists each of the requirement statuses available in SpiraTeam and provides you with the ability
to enter the matching TFS work item State for each one. Unlike the mapping for incidents (see above)
SpiraTeam does not track the reason codes associated with the requirements in MS TFS, so you only
need to map the State names from TFS with the requirement status names.

You can map multiple SpiraTeam fields to the same TFS fields, in which case only one of the values can
be listed as Primary = Yes as that’s the value that’s used on the reverse synchronization (from TFS >
SpiraTeam).

b) Requirement Importance




Click on the “Importance” hyperlink under Requirement Standard Fields to bring up the Requirement

Importance mapping configuration screen:

Artifact Type: Requirement
Field Name: Importance

Importance Active
1- Critical Yes
2 -High Yes
3 - Medium Yes
4-lLow Yes

Edit Standard Field Data Mapping Ts Test Project 1
€ Back to Project Mappings & Change Project

To configure the data mappings for this field, please fill in the external key values for the Microsoft TFS plug-in next to each SpiraTeam value:

External Key Microsoft TFS Primary

1

2

3

4

Yes
Yes
Yes

Yes

The table lists each of the requirement importance values available in SpiraTeam and provides you with
the ability to enter the matching TFS work item priority value for each one.

5.2.9. Configuring the Requirement Custom Property Mapping (2012 Plugin Only)

Now that the various SpiraTeam standard requirement fields have been mapped correctly, we need to
configure the custom property mappings. This is used for both custom properties in SpiraTeam that map
to custom fields in TFS and also for custom properties in SpiraTeam that are used to map to standard
fields in TFS (e.g. Area) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Requirement
Custom Property that you want to add data-mapping information for:

Artifact Field Mapping

Artifact Type

Requirement

Test Case

Incident

Release

Task

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact that you will be synchronizing in this project:

Standard Fields

Component
mportance
Status

Component

3

Custom Properties

=
o
e

[
o
I~

Area
Stack Rank

Triage

>

rea
Discipline

a) TES’s Area Field

First you need to go to Administration > Edit Custom Lists and create a new custom list that contains all
the different Areas that are being used in TFS.

Then you need to go to Administration > Edit Custom Properties and add a new list custom property onto
the Requirement artifact type called ‘Area’ and link it to the Area custom list you created in the previous
step. This will now be available for mapping.
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Now, back in the data-mapping page, click on the ‘Area’ hyperlink under Requirement Custom Properties
to bring up the custom property mapping configuration screen:

Edit Custom Property Data Mapping 1rs Test Project 1
€ Back to Project Mappings =~ & Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom
list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:”
Name:*

External Key:"

Requirement

Area List

Area
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Custom Value Mapping

Value Active External Key Microsoft TFS
Administration Yes 8

Customization Yes ?

Management Yes 10

Reporting Yes 11

First you need to enter the word “Area” as the External Key of the custom property. This tells the data-
sync plug-in that the custom property in SpiraTeam should be mapped to built-in Area field in TFS.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the ID of
the various Areas that are configured in TFS. The TFS Area ID is not visible in the TFS user interface, but
can instead be located by opening up the SQL Server that it’s installed on, opening the
‘TfsWorkltemTracking’ database (in TFS 2010 and later it will named after your project collection instead)
and locating the ‘TreeNodes’ table:

1D TwpelD Mame
14 -44 Area 1
11 -44 Area 2
12 -44 Area 3

Once you have found the matching Area (by name), the numeric value stored in the ID column (the one
on the left) is the value that needs to get added as the External Key inside SpiraTeam.

b) TFS Custom Fields

If the custom field in TFS is a list field, first you need to go to Administration > Edit Custom Lists in
SpiraTeam and create a new custom list that contains all the different values that are being used in TFS.

Then for both list-fields and value-fields you need to go to Administration > Edit Custom Properties and
add a new custom property onto the Requirement artifact type with the name of the appropriate TFS field
(e.g. Risk, Stack Rank, etc.) and if a list-field, link it to the custom list you created in the previous step.
The custom property will now be available for data-mapping.

Now, back in the data-synchronization data-mapping page, click on the hyperlink under Requirement
Custom Properties that corresponds to the custom property to bring up the custom property mapping
configuration screen:
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Edit Custom Property Data Mapping Trs Test Project 1
4 Back to Project Mappings = & Change Project

To configure the data mappings for this custom property, please fill in the Microsoft TFS external key values for the custom property below. If this is a custom
list property, you also need to fill in the external key for each of the custom property values as well:

Artifact Type:™ Requirement

Name:* Risk List

External Key:*

Custom Value Mapping

Value Active External Key Microsoft TFS
1-High Yes
2 - Medium Yes
3-Low Yes

First you need to enter the full Reference Name of the TFS field as the External Key of the custom
property. This tells the data-sync plug-in that the custom property in SpiraTeam should be mapped to this
specific field in TFS. To see a list of fields and their reference names, you can run the following SQL
query against your TFS database:

SELECT Name, ReferenceName FROM Fields ORDER BY Name

We have included a list of fields in the Agile process template in section 5.5 of this guide as a helpful
reference.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
name of the field values as they appear in TFS as the External Key.

Once you have updated the various mapping sections, you are now ready to start the service.

5.3. Using SpiraTeam with TFS

Now that the integration service has been configured and the service started, initially any incidents
already created in SpiraTeam for the specified projects will be imported into TFS and any requirements,
tasks or bugs already created in TFS will be imported into SpiraTeam. At this point we recommend
opening the Windows Event Viewer and choosing the Application Log. In this log any error messages
raised by the SpiraTeam Data Sync Service will be displayed. If you see any error messages at this point,
we recommend immediately stopping the SpiraTeam service and checking the various mapping entries. If
you cannot see any work items with the mapping information, we recommend sending a copy of the event
log message(s) to Inflectra customer services (support@inflectra.com) who will help you troubleshoot the
problem.

To use SpiraTeam with TFS on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

> Once an incident has been created during the running of the test, it will now be populated
across into TFS as a work item of type corresponding to the types setup in the incident

type mappings.
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D> At this point, the incident can be worked on in either system, with changes being
synchronized to the other system. However in general we recommend that the
QA/Testing team use SpiraTeam and the development team use TFS. E.g. the
developers will mark the bugs as resolved in MSTS once they have completed fixing
them and the QA team will either reopen or close then in SpiraTeam once they have had
a change to verify the resolution.

D> You are now able to perform test coverage and incident reporting inside
SpiraTest/SpiraTeam using the test cases managed by SpiraTest/SpiraTeam and the
incidents managed collaboratively between SpiraTest/SpiraTeam and TFS.

» You can create project requirements and associated tasks in either SpiraTeam or TFS, however
the synchronization service is only unidirectional for requirements and tasks, so when you create
or update a requirement or task in TFS, the change will be reflected in SpiraTeam, but not the

other way around.

5.4. Troubleshooting

In most cases once you have started the service, once it's up and running you will not see any error or
warning messages from the Data-Sync service. However, if you have new users created in SpiraTeam
that have not been mapped to users in TFS, when you assign incidents, requirements or tasks to those
items, you may see warning messages in the Event Viewer letting you know which users needs to be

mapped.

5.5. TFS Field Reference

The following fields are available in TFS for data-mapping when using the TFS agile process template:

Display Name

Reference Name

Accepted By

Microsoft.VSTS.CodeReview.AcceptedBy

Accepted Date

Microsoft.VSTS.CodeReview.AcceptedDate

Activated By

Microsoft.VSTS.Common.ActivatedBy

Activated Date

Microsoft.VSTS.Common.ActivatedDate

Activity

Microsoft.VSTS.Common.Activity

Application Launch Instructions

Microsoft.VSTS.Feedback.ApplicationLaunchinstructions

Application Start Information

Microsoft.VSTS.Feedback.ApplicationStartinformation

Application Type

Microsoft.VSTS.Feedback.ApplicationType

Area ID System.Areald
Area Level 1 System.Arealevell
Area Level 2 System.Areal evel2
Area Level 3 System.Arealevel3
Area Level 4 System.Arealeveld4
Area Level 5 System.Arealevel5
Area Level 6 System.Areal evel6
Area Level 7 System.Arealevel7
Area Path System.AreaPath
Assigned To System.AssignedTo

Associated Context

Microsoft.VSTS.CodeReview.Context

Associated Context Code

Microsoft.VSTS.CodeReview.ContextCode

Associated Context Owner

Microsoft.VSTS.CodeReview.ContextOwner

Associated Context Type

Microsoft.VSTS.CodeReview.ContextType

Attached File Count

System.AttachedFileCount
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Attached Files

System.AttachedFiles

Authorized As

System.AuthorizedAs

Authorized Date

System.AuthorizedDate

Automated Test Id

Microsoft.VSTS.TCM.AutomatedTestld

Automated Test Name

Microsoft.VSTS.TCM.AutomatedTestName

Automated Test Storage

Microsoft.VSTS.TCM.AutomatedTestStorage

Automated Test Type

Microsoft. VSTS.TCM.AutomatedTestType

Automation status

Microsoft.VSTS.TCM.AutomationStatus

BIS Links

System.BISLinks

Changed By

System.ChangedBy

Changed Date

System.ChangedDate

Changed Set

System.ChangedSet

Closed By

Microsoft.VSTS.Common.ClosedByYy

Closed Date

Microsoft.VSTS.Common.ClosedDate

Closed Status

Microsoft.VSTS.CodeReview.ClosedStatus

Closed Status Code

Microsoft.VSTS.CodeReview.ClosedStatusCode

Closing Comment

Microsoft.VSTS.CodeReview.ClosingComment

Completed Work

Microsoft.VSTS.Scheduling.CompletedWork

Created By System.CreatedBy

Created Date System.CreatedDate

Description System.Description

Due Date Microsoft.VSTS.Scheduling.DueDate
External Link Count System.ExternalLinkCount

Finish Date Microsoft.VSTS.Scheduling.FinishDate
Found In Microsoft.VSTS.Build.Foundin
History System.History

Hyperlink Count System.HyperLinkCount

ID System.ld

INAdmMInOnlyTreeFlag System.InAdminOnlyTreeFlag
InDeletedTreeFlag System.InDeletedTreeFlag
Integration Build Microsoft.VSTS.Build.IntegrationBuild
Issue Microsoft.VSTS.Common.Issue
Iteration ID System.Iterationld

Iteration Level 1

System.IterationLevell

Iteration Level 2

System.lterationLevel2

Iteration Level 3

System.IterationLevel3

Iteration Level 4

System.IterationLevel4

Iteration Level 5

System.IterationLevel5

Iteration Level 6

System.lterationLevel6

Iteration Level 7

System.IterationLevel7

Iteration Path

System.IterationPath

Link Type System.Links.LinkType

Linked Files System.LinkedFiles

Local Data Source Microsoft.VSTS.TCM.LocalDataSource
Node Name System.NodeName

Node Type System.NodeType

Not a field System.NotAField

Original Estimate

Microsoft.VSTS.Scheduling.OriginalEstimate
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Parameters Microsoft.VSTS.TCM.Parameters
PersonlID System.Personld

Priority Microsoft.VSTS.Common.Priority
ProjectID System.Projectld

Rating Microsoft.VSTS.Common.Rating
Reason System.Reason

Related Link Count

System.RelatedLinkCount

Related Links

System.RelatedLinks

Remaining Work

Microsoft.VSTS.Scheduling.RemainingWork

Repro Steps

Microsoft.VSTS.TCM.ReproSteps

Resolved By

Microsoft. VSTS.Common.ResolvedBy

Resolved Date

Microsoft.VSTS.Common.ResolvedDate

Resolved Reason

Microsoft.VSTS.Common.ResolvedReason

Rev System.Rev

Reviewed By Microsoft. VSTS.Common.ReviewedBy
Revised Date System.RevisedDate

Risk Microsoft.VSTS.Common.Risk

Severity Microsoft.VSTS.Common.Severity
Stack Rank Microsoft.VSTS.Common.StackRank
Start Date Microsoft.VSTS.Scheduling.StartDate
State System.State

State Change Date Microsoft.VSTS.Common.StateChangeDate
State Code Microsoft.VSTS.Common.StateCode
Steps Microsoft.VSTS.TCM.Steps

Story Points Microsoft.VSTS.Scheduling.StoryPoints
System Info Microsoft.VSTS.TCM.Systeminfo

Tags System.Tags

Team Project System.TeamProject

TF Server System.TFServer

Title System.Title

Tree System.Tree

\Watermark System.Watermark

WEF_BD66C4E18FB54884A18B2299E91AD
E1B_Extension Marker

WEF _BD66C4E18FB54884A18B2299E91ADE1B_Syste
m.ExtensionMarker

WEF_BD66C4E18FB54884A18B2299E91AD
E1B_Kanban Column

WEF _BD66C4E18FB54884A18B2299E91ADE1B_Kanba
n.Column

Work Iltem Form

System.WorkltemForm

Work Item FormID

System.WorkltemFormld

Work Item Type

System.WorkltemType

Workltem

System.Workltem

WorkltemLink

System.WorkltemLink

WorkltemTypeExtension

System.WorkltemTypeExtension

For a full list of the available TFS fields in the different process templates, please refer to:
http://msdn.microsoft.com/en-us/library/vstudio/dd997792.aspx
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6. Using SpiraTest with FogBugz

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the FogBugz issue/bug tracking system. The built-in integration service allows the
guality assurance team to manage their requirements and test cases in SpiraTeam, execute test runs in
SpiraTest, and then have the new incidents generated during the run be automatically loaded into
FogBugz.

Once the incidents are loaded into FogBugz as cases, the development team can then manage the
lifecycle of these cases in FogBugz, and have the status changes in FogBugz be reflected back in
SpiraTeam. In addition, any cases logged into FogBugz will get imported into SpiraTeam so that they can
be linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!
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6.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
FogBugz server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization [Refresh)

SpiraTeam is able to communicate with a variety of external systems and applications using its background data
synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins. make changes to their configuration, and verify
the status of the most recent synchronization. In addition, you can force a particular plug-in to perform a
complete data-synchronization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations
FogBugzDataSync > View Project Mappings 6/1/2009 2:37:29 PM Success = Force Re-Sync | Edit | Delete

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for FogBugzDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the FogBugz Data-Synchronization plug-in:




Edit Plug-In | FogBugzDataSync

=< Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name™: FogBugzDataSync

Description: Synchronizes incidents with FogBugz

Connection Info™: |https:Hmycompany.fogbugz_com

Login™: [myname@mycompany com| |

Password: | ******** |

Time Offset*: D

O Auto-Map Users

Custom 01: |False |
Custom 02: |False |
Custom 03: | |
Custom 04: | |
Custom 05: | |

You need to fill out the following fields for the FogBugz Plug-in to operate correctly:

» Name — this needs to be set to FogBugzDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the FogBugzDataSync.dll file for any reason, then you need to change
the name here to match.

» Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

» Connection Info — this should the URL that you use to access your instance of FogBugz (e.g.
https://mycompany.fogbugz.com)

>» Login — this should be set to a valid login to the FogBugz installation. The login needs to have
permissions to create and view cases and versions within FogBugz.

» Password — this should be set to the password of the login specified above.

>» Time Offset — normally this should be set to zero, but if you find that cases being changed in
FogBugz are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your FogBugz installation is running on a server set to a different time-zone, then you
should add in the number of hours difference between the servers’ time-zones here.

» Auto-Map Users — this is not currently used by the FogBugz data-sync plug-in and can be
ignored.

» Custom 01 — When connecting to FogBugz, sometimes the connection gets dropped by the
server without notifying the plug-in. This happens when using HTTP 1.1 Keep-Alive connections.
If you set this property to “False”, it will tell the plug-in to not-use HTTP keep-alives when
connecting to FogBugz, otherwise set it to “True”.

» Custom 02 — When connecting to a FogBugz instance that is running under HTTPS (SSL) this
custom property can be set to determine if the plug-in should verify that the SSL certificate is a
trusted root certificate. Set to “True” if you are using an SSL certificate that was issued by a
trusted Certification Authority, and set to “False” if you are using a self-signed certificate.

© Copyright 2006-2017, Inflectra Corporation Page 80 of 158 This document contains Inflectra proprietary information




» Custom 03 — Normally all rich text (HTML) descriptions in SpiraTeam are converted into plain
text when added to FogBugz. However, more recent version of FogBugz can now support rich
text. So if you have rich-text enabled in your instance of FogBugz, you should enter the world
“True” in Custom 03 to enable rich text description transfer.

» Custom 04 — 05 — these are not currently used by the FogBugz data-sync plug-in and can be left
blank.

6.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and FogBugz. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Enhancement” in SpiraTeam is the same as a “Feature” in
FogBugz (for example).

The following mapping information needs to be setup in SpiraTeam:
» The mapping of the project identifiers for the projects that need to be synchronized
» The mapping of users in the system
» The mapping of releases (equivalent to FogBugz releases/fix-fors) in the system
» The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

6.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the FogBugz plug-in name. This will take you to the data-mapping home page for the
currently selected project:
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<= Back to Data Synchronization Home

need to be mapped for the synchronization to operate:

Project Name: Library Information System

View/Edit Project Data Mapping | Library Information System (Change Project)

To configure this project for data mapping with the FogBugzDataSync plug-in, you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that

External Key:* |4

Active:* Ves v

Artifact Field Mapping

that you will be synchronizing in this project:

Artifact Standard Fields

Incident Priority

Severity
Status

W

3

Release

Task Priority
Status

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact

Custom Properties

Computer
Version
Area

MNotes
Operating System

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with FogBugz, you need to enter:

>» External Key — This should be set to the ID of the project in FogBugz. This can be found by
navigating to Settings > Projects in FogBugz:

Edit Delete Project Client/Department Primary Contact Report Description
B Inbox Internal Adam E‘ Inbox for FogBugz Autosort
B Sample Project Internal Adam E‘

Ei Create New Project

Then hover the mouse over the project name. The project ID will be displayed in the URL line as
ixProject=X where X is the numeric ID of the project.

» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.
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6.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing cases in FogBugz:

Add/Edit User | Fred Bloggs

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/Insert] to confirm them.

First Name*: |Fred |
Middle Initial- [ ]

Last Name™: [Bloggs |
User Name™: |fredbloggs |

Email Address™: |fredb|0ggs@mycompany.com |

System Administrator*:
Active User™:

FogBugzDataSync ID: |3

[JLDAP Managed User

LDAP DN: |

[J Change Password
| |

| |

You will notice that below the Active flag for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the FogBugz Data-Sync plug-in you need to enter the ID of this user in
FogBugz. This will allow the data-synchronization plug-in to know which user in SpiraTeam match which
equivalent user in FogBugz. The ID can be found in FogBugz by going to Settings > Users:

Edit Name Email Schedule Status Phone Description

= Fred Blogas fredbloggs@inflectra.com Active No email

= oesmith joesmith@inflectra.com Active

KK E

B System Administrator webmaster@inflectra.com Active Site Admin

Ei Add New Person

Then hover the mouse over the user's name. The user ID will be displayed in the URL line as ixPerson=X
where X is the numeric ID of the user.

Back in SpiraTeam, click [Update] once you’ve entered the appropriate user ID in the mapping box. You
should now repeat for the other users who will be active in both systems.

6.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a release/iteration in SpiraTeam that it
has not seen before, it will create a corresponding Release/Fix-For in FogBugz. Similarly if it comes
across a new Release/Fix-For in FogBugz that it has not seen before, it will create a new Release in
SpiraTeam. Therefore when using both systems together, it is recommended that you only enter new
Releases/Versions in one system and let the data-synchronization service add them to the other system.

However you may start out with the situation where you already have pre-existing Releases/Versions in
both systems that you need to associate in the data-mapping. If you don’t do this, you may find that
duplicates get created when you first enable the data-synchronization service. Therefore for any
Releases/Iterations that already exist in BOTH systems please navigate to Planning > Releases and click
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on the Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the

“Details” section of the releasel/iteration:

Release: E2.0B - Version 2.0B [RL:000022]

Name:  (Version 2 0B

QOverview Incidents Regs & Tasks Test Cases Test Runs Attachments History *

~ Details A
Version #* (208 ‘ Creator” | System administrator V|

Start/End Date (782013 D|» (‘2013 D‘ Creation Date:  6/5/2013 6:00-66 PM

# Resources |17‘ . Active™ | ves v

Non-Working: |07:\person days lteration™: [no v)

Plan Effort: 176.00 Available Effort: 176.00 .

FogBugzDataSync ID: (g x'\

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “FogBugzDataSync ID” that is used to store the mapped external identifier

for the equivalent Release in FogBugz. You need to locate the ID
enter it into this text-box and click [Save]. You should now repeat

of the equivalent Release in FogBugz,
for all the other pre-existing releases.

The FogBugz Release ID can be found by going to Settings > Projects and viewing the releases:

Releases: Edit Version Assignable Date
(this project)
g 1.0.0.0(1) Yes 5/30/2009
g vZ2.0B Yes 6/8/2009
g w2.0C Yes 6/15/2009
Ei Create New Release

", et

ific to this project (for example "

Then hover the mouse over the release name. The release 1D wil
ixFixFor=X where X is the numeric ID of the release.

6.2.4. Configuring the Standard Field Mapping

| be displayed in the URL line as

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View

Project Mappings” for the FogBugzDataSync plug-in entry:

Artifact Field Mapping

that you will be synchronizing in this project:

Artifact Standard Fields

Incident Priority Computer
Severity Version
Status Area
Type

Release Motes

Task Priarity
Status

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact

Custom Properties

Operating Systemn
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From this screen, you need to click on Priority, Status and Type in turn to configure their values:

a) Incident Type

Click on the “Type” hyperlink under Incident Standard Fields to bring up the Incident type mapping
configuration screen:

Field Value Active External Key Primary

o |
e e |
Limitation No | |
ek oo | |
Training No | | ves v

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching FogBugz case category ID for each one. You can map multiple SpiraTeam fields to the
same FogBugz fields (e.g. Bug and Incident in SpiraTeam are both equivalent to Bug in FogBugz), in
which case only one of the two values can be listed as Primary = Yes as that’s the value that’'s used on
the reverse synchronization (from FogBugz > SpiraTeam).

The values for the category ID are fixed for FogBugz and should be:

Category Name Category ID
Bug 1
Feature 2
Inquiry 3

So, depending on which types have been configured in SpiraTeam, you'll need to adjust the mapping so
that the appropriate SpiraTeam types correspond to the equivalent FogBugz category.

b) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:
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Field Value Active External Key Primary

posins e |
Closed Yes [15 |
Duplicate Yes [4 |
[ |
Mot Reproducible Yes |3 |
w |
R |
Resolved Yes |2 | Yes v

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching FogBugz case status ID for each one. You can map multiple SpiraTeam fields to the
same FogBugz fields (e.g. New, Open, Assigned, and Reopen in SpiraTeam are all equivalent to Active
in FogBugz), in which case only one of the four values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from FogBugz > SpiraTeam).

We recommend that you always point the New, Open, Assigned and Reopen statuses inside SpiraTeam
to point to the ID for “Assigned” inside FogBugz and make Assigned in SpiraTeam the Primary status of
the four. This is recommended so that as new incidents in SpiraTeam get synched over to FogBugz, they
will get switched to the Active status in FogBugz which will then be synched back to “Assigned” in
SpiraTeam. That way you’ll be able to see at a glance which incidents have been synched with FogBugz
and those that haven't.

You also might want to consider changing the statuses in SpiraTeam to match the 16 discrete statuses in
FogBugz to make things easier for your users. In which case you’ll need to create the new statuses and
configure the workflow (as described in the SpiraTeam Administration Guide).

The status IDs in FogBugz are fixed and should be:

Status ID Status Name

Active

Resolved (Fixed)

Resolved (Not Reproducible)
Resolved (Duplicate)
Resolved (Postponed)
Resolved (Won't Fix)
Resolved (By Design)
Resolved (Implemented)
Resolved (Won't Implement)

=Y

[Col [eol NI Fol (&2 18 N (VI 1 \V)

10 Resolved (Already Exists)
11 Resolved (Responded)

12 Resolved (Won't Respond)
13 Resolved (SPAM)

14 Resolved (Waiting For Info)
15 Resolved (Completed)

16 Resolved (Canceled)
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In addition to these statuses, FogBugz also has the concept of a ‘Closed’ case which is one where
the case has been assigned to the special Closed user (user id 1). If you want to map a SpiraTeam
status to this special closed status, for the external key just enter ‘Closed’ instead of a numeric ID
and that will tell the plug-in to associate that SpiraTest status with the special condition of a
FogBugz case that is assigned to the ‘closed’ user.

c) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Field Value Active External Key Primary

1 - Must Fix Yes [1 |
2 - Must Fix Yes 2 |
3 - Must Fix Yes 3 |
4 - Fix If Time Yes |4 | Yes v
& - Fix If Time Yes |5 | Yes v
6 - Fix If Time Yes |5 | Yes A\
7 - Don't Fix Yes ||-,r | Yes v

* Update

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching FogBugz priority ID for each one. You can map multiple SpiraTeam fields to the same
FogBugz fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from FogBugz > SpiraTeam).

Since both applications allow you to customize the priority list, we recommend that you modify the list in
both systems to be the same and then map them one to one as this will be easier for users to understand.
In the example above, we have switched over SpiraTeam to match the priorities in FogBugz, but you
could do it the other way around as well.

The FogBugz Priority IDs can be found by going to Settings > Priorities and viewing the priorities:




Priority

You can edit the text associated with each priority entry.

Priority Number Priority Label

Default

1

2

3

Must Fix
Must Fix
Must Fix
Fix If Time
Fixzx If Time
Fix If Time

Don't Fix

oK | Cancel

@

® O

Q000

The priority ID is the “priority number” value displayed in the left hand column.

6.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for custom properties in SpiraTeam that are used to map to
standard fields in FogBugz (Computer, Version and Area) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. We will consider the three different types of
mapping that you typically will want to enter:

Artifact
Incident

Release

Task

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Standard Fields

Priarity
Severity
Status
Type

Priarity
Status

Custom Properties

Computer
Version
Area

Motes
Operating System

a) FogBugz’s Computer Field

You first need to create an incident custom property in SpiraTeam of type ‘TEXT’ that will be used to store
the Computer description within SpiraTeam.

Then click on the hyperlink of this new text custom property under Incident Custom Properties to bring up

the custom property mapping configuration screen:
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Edit Custom Property Data Mapping | Library Information System (Change Project)

== Back to Project Mappings

To configure the data mappings for this custom property, please fill in the FogBugzDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Computer

External Key: |Cnmpu18r

All you need to do on this screen is enter the word “Computer” in the External Key textbox and the data-
sync plug-in will know that this custom property is mapped to the built-in Computer field in FogBugz.

b) FogBugz’s Version Field

You first need to create an incident custom property in SpiraTeam of type ‘TEXT’ that will be used to store
the Version description within SpiraTeam.

Then click on the hyperlink of this new text custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Library Information System (Change Project)

== Back to Project Mappings

To configure the data mappings for this custom property, please fill in the FogBugzDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Version

External Key: |Ver5igr‘|

All you need to do on this screen is enter the word “Version” in the External Key textbox and the data-
sync plug-in will know that this custom property is mapped to the built-in Version field in FogBugz.

c) FogBugz’s Area Field

You first need to create an incident custom property in SpiraTeam of type ‘LIST’ that will be used to store
the list of project areas within SpiraTeam. You will need to create a new custom list to store the different
possible values of area and then use that list when creating the new custom property.

Then back on the Data Mapping page, click on the hyperlink of this new list custom property under
Incident Custom Properties to bring up the custom property mapping configuration screen:
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Edit Custom Property Data Mapping | Library Information System (Change Project)

== Back to Project Mappings

To configure the data mappings for this custom property, please fill in the FogBugzDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: Area

External Key: |Area

Custom Value Mapping

Property Value Active External Key

Code Yes [1 |
Documentation Yes |3 |
Miscellaneous Yes |4 |
User Interface Yes |2 |

First you need to enter the word “Area” as the External Key of the custom property. This tells the data-
sync plug-in that the custom property in SpiraTeam should be mapped to built-in Area field in FogBugz.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the
FogBugz ID of the various Areas that are configured in FogBugz. The FogBugz Area ID can be found by
going to Settings > Projects and viewing the areas in the project:

Areas: Edit Delete Area Primary Contact
E Code Project's Primary Contact
Ef Documentation Froject's Primary Contact
Bf Miscellaneous Project's Primary Contact
E User Interface Project's Primary Contact
Ei Create New Area
Each project is divided into functional areas. You
must have at least one area per projec

Then hover the mouse over the area name. The area ID will be displayed in the URL line as ixArea=X
where X is the numeric ID of the area.

Once you have updated the various mapping sections, you are now ready to use the synchronization.

6.3. Using SpiraTeam with FogBugz

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into FogBugz and any existing cases in
FogBugz will get loaded into SpiraTeam. At this point we recommend opening the Windows Event Viewer
and choosing the Application Log. In this log any error messages raised by the SpiraTeam Data Sync
Service will be displayed. If you see any error messages at this point, we recommend immediately
stopping the SpiraTeam service and checking the various mapping entries. If you cannot see any cases
with the mapping information, we recommend sending a copy of the event log message(s) to Inflectra
customer services (support@inflectra.com) who will help you troubleshoot the problem.

To use SpiraTeam with FogBugz on an ongoing basis, we recommend the following general processes
be followed:
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» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

» Developers using FogBugz can log new defects into either SpiraTeam or FogBugz. In either case
they will get loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam. Since FogBugz is considered the master system
for incidents/cases, all data changes to the case should be made inside FogBugz. To enforce
this, you should modify the workflows set up in SpiraTeam so that the various fields are marked
as inactive for all the incident statuses other than the “New” status. This will allow someone to
submit an incident in SpiraTeam, but will prevent them making changes in conflict with FogBugz
after that point.

» As the case progresses through the FogBugz workflow, changes to the type of case, changes to
its status, priority, description and resolution will be updated automatically in SpiraTeam. In
essence, SpiraTeam acts as a read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTest/SpiraTeam
using the test cases managed by SpiraTest/SpiraTeam and the incidents managed on behalf of
SpiraTest/SpiraTeam inside FogBugz.
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7. Using SpiraTeam with Mantis

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the Mantis issue tracking system. The built-in integration service allows the quality
assurance team to manage their requirements and test cases in SpiraTeam, execute test runs in
SpiraTest, and then have the new incidents generated during the run be automatically loaded into Mantis.

Once the incidents are synchronized into Mantis, the development team can then manage the issues in
Mantis and have the status changes and additional notes entered in Mantis be reflected back in
SpiraTeam. In addition, any new issues logged into mantis will get imported into SpiraTeam so that they
can be linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!
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7.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
Mantis server. To start the configuration, open up SpiraTeam in a web browser, log in using a valid
account that has System-Administration level privileges and click on the System > Data Synchronization
administration option from the left-hand navigation:

Data Synchronization [Refresh)

SpiraTeam is able to communicate with a variety of external systems and applications using its background data
synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify
the status of the most recent synchronization. In addition, you can force a particular plug-in to perform a
complete data-synchronization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations
MantisDataSync = View Project Mappings - Mat Run > Force Re-Sync | Edit | Delete

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for MantisDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the Mantis Data-Synchronization plug-in:




Edit Plug-In | MantisDataSync
<= Back to Data Synchronization Home

Pleaze enter/edit the following information for the plug-in. The exact infermation that needs to be entered is
=pecific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name?*: [MartisDataSyne

Description: For syncing up data to/from Mantis
Connection |hﬂp:.-".-isqmadness.c:om.-"mantis
Info™:

Login®: spiratest

Password: |

Time Offset: l:l

v Auto-Map Users

Custom 01:

Custom 02Z:

Custom 04:

| |
| |
Custom 03: | |
| |
| |

Custom 05:

You need to fill out the following fields for the Mantis Plug-in to operate correctly:

>

Name — this needs to be set to MantisDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the MantisDataSync.dll file for any reason, then you need to change
the name here to match.

Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

Connection Info — this should the URL that you use to access your instance of Mantis (e.g.
https://www.mycompany.com/bugs)

Login — this should be set to a valid login to the Mantis installation. The login needs to have
permissions to create and view issues and versions within Mantis for the projects that you will be
syncing to SpiraTeam.

Password — this should be set to the password of the login specified above.

Time Offset — The time offset between the two servers, if the Mantis server is on a different
server than SpiraTeam. For example, if the Mantis server’s clock is set to Pacific Standard Time
(PST) and the SpiraTeam server is set to Eastern Standard Time (EST), the Mantis server would
be three hours behind SpiraTeam, so you would need to put -3 into this field.

Auto-Map Users — If enabled and a mapped user is not found between the two systems, a
search will be made comparing logins between SpiraTeam and Mantis for matching UserIDs. If
one is found, than that user will be used. If not enabled and a match is not found, then the UserID
used will be the connecting user for the Data Sync. (The SpiraTeam User for issues coming into
SpiraTeam, and the Mantis Login for issues imported into Mantis.)

Custom 01 — This field specifies whether or not a Resolution item in SpiraTeam, or a Note item in
Mantis will be created when an issue is created in either system for a new issue. Valid values are
True or False. Default (or blank) is True.

Custom 02 — This field indicates whether or not to convert Carriage Returns and spaces in
Mantis issues when synchronizing them into SpiraTeam. If enabled, then carriage returns will be
converted to HTML breaks, and multiple spaces will be converted to non-breaking spaces to
preserve formatting when importing into SpiraTeam. If disabled, then carriage returns and spaces
will be left as-is. Valid values are True or False. Default (or blank) is True.
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» Custom 03 — This field is only used when ‘Auto-Map Users’ is enabled and for Incidents
synchronized from SpiraTeam into Mantis. If enabled, and the Auto-Map User did not find a user
with a matching Login ID, then the Login ID will be set to the User in Spira, even if that user may
not exist in Mantis. Depending on Mantis configuration, the user may be accepted, or it may
default back to the Mantis UserID that the Data Sync runs under. Valid values are True or
False. Default (or blank) is False.

» Custom 04 - If enabled, this option specifies whether or not to append the “Additional
Information” and “Steps To Reproduce” fields to the end of the Description field in Spira. During
transfer of new issues from Mantis to SpiraTeam, the Description field in SpiraTeam will consist
of the Description field in Mantis appended by the Additional Information field in Mantis, and
finally the Steps To Reproduce field in Mantis. If this option is disabled, only the Description will
be transferred over. Valid values are True or False. Default (or blank) is False.

» Custom 05 — This is not currently used by the MantisDataSync, and can be left blank.

7.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and Mantis. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Enhancement” in SpiraTeam is the same as a “Feature” in
Mantis (for example).

The following mapping information needs to be setup in SpiraTeam:
» The linking between the project in SpiraTeam and the project in Mantis.
» The linking of users between the two systems.
» The linking of releases between the two systems.
» The linking of standard SpiraTeam fields to Mantis fields.
» The linking of custom SpiraTeam fields to Mantis custom fields.

Each of these is explained in turn below:

7.2.1. Configuring the Project Mapping

While working in the project you want to map, from the data synchronization administration page you
need to click on the “View Project Mappings” hyperlink next to the Mantis plug-in name. This will take you
to the data-mapping overview page:
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View/Edit Project Data Mapping | Sample Application Two (Change Project)

== Back to Data Synchronization Home

To configure this project for data mapping with the MantisDataSync plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fislds
that need to be mapped for the synchronization to operate:

Project Name: Sample Application Twe

External Key:* |[{

Activer® Yz v

Artifact Field Mapping

Pleaze click on each of the links below to configure the field-level data mapping for each of the types of
artifact that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Prigrity
Status
Tvpe
Release
Task Priority

Status
If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.
To enable this project for data-synchronization with Mantis, you need to enter:

>» External Key — This should be set to the ID of the project in Mantis. To get the ID of the Project
in Mantis, log in as an administrator and go to Manage -> Manage Projects:

Projects
Name 4 Status Enabled

Library System development X

Sample Application 2 development X

Then hover the mouse over the project name. The project ID will be displayed in the URL line as
project_id=X where X is the numeric ID of the project.

>» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you should choose
the option to “Create Project from Existing Project” rather than “Use Default Template” so that all the project
mappings get copied across to the new project, if you are going to want to Sync the new project up to
Mantis.

7.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in Mantis:
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Add/Edit User | Fox Michaels

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/insert] to confirm them.

First Name®: [Fax |
Middle Initial: |:|

Lt T Michaels |
User Name: fmichaels |

Email Address™ |fmichaels @comparty.com |

System Administrator®;

Active User®: Yz W

MantizDataSync [D: fmichaels

LDAP Managed User

LDAP DN: |

Change Password

New Password: | |

Confirm Password: | |

* Update |[» Cancel

You will notice that below the Active flag for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the MantisDataSync ID you need to enter the Login ID of this user in
Mantis. If you have the “Automap Users” checkbox enabled in the MantisDataSync plugin, then if no link
is created, the system will scan for a matching Login ID from both systems and use a match. (If you then
do not have Custom3 set to “False”, then for data going into Mantis the User ID will be forced to that of
the User ID in SpiraTeam.)

Once you have entered the Mantis Login ID in, click [Update]. You should now repeat for the other users
who will be active in both systems.

7.2.3. Configuring the Release Mapping

When the data-synchronization service runs and it comes across a release in SpiraTeam (or a Version in
Mantis) that it has not linked before, it will create a corresponding entry in the other system. When starting
out a new project, it is recommended that you let the MantisDataSync handle creation of the
releases/versions in either system, and then edit the information once the link is made.

In cases where you are syncing up two existing projects in both systems, it is advised that you link any
existing releases that exist in both systems manually, and then only create new releases in one system.
To link a release in SpiraTeam up to a version in Mantis, please navigate to Planning > Releases and
click on the Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the
“Details” section of the release/iteration:
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Release: 53.0.0.1 - New Release [RL:000023]
Name: \:Bela 1
Overview Incidents Reqs & Tasks Test Cases Test Runs Attachments History
¥ Details
Version #*: [lo2s ] Creator* [System Administrator v
Start/End Date: = r— | ar2013  [H] Creation Date: éf5f2013 6:04:46 PM .
# Resources: |17| Active*: [ves W)
Non-Working |07| person days Iteration®: ‘:ﬁi
Plan Effort: 184.00 Available Effort .184.00 .
MantisDataSync |D: [Beta1-1.0.2.8 X |

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “MantisDataSync ID” that is used to store the mapped external identifier
for the equivalent Release in Mantis. The Mantis ID of a version is the string that is in the

The Mantis Release ID can be found by going to Manage -> Manage Projects -> Versions and
viewing a release’s details:

Edit Project Version

Version Betal-1.0228

Date Order 2008-12-1013:34:24

Description

Released v

Update Version

The Mantis Release ID is the highlighted text field. Copy and paste this into the field in SpiraTeam.
Depending on your regional settings in both applications, this field will likely be case-sensitive.

For versions imported into Mantis from SpiraTeam, the Version will have an “(S)” appended to the name,
and for versions in SpiraTeam imported from Mantis the version field of the Release will have “(M)”
appended to the name.

7.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the MantisDataSync plug-in entry:
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Artifact Field Mapping

Flease click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties

Incident Priority Operating System
Severity
Status

Type
Release
Task Priority
Status

From this screen, you need to set up the Priority, Severity, Status, and Type fields:

a) Incident Type

The Incident Type field is optional and can be linked to the Mantis Category selection.

If you do not link values, then all issues being imported into SpiraTeam from Mantis will be set to the
Default Type (as specified in the “View/Edit Types” screen), and issues going from SpiraTeam into Mantis
will be assigned to the first Category in the list. (Usually Mantis orders them alphabetically, but this may
change depending on your installation. If you do not have any Categories set-up, then issues will not
transfer over and error messages will be logged.) For existing issues, updates to this field will not be
transferred.

Field Value Active External Key Primary

Bug Yes |deve|opment |
Change Request Yes | | Yes v
Enhancement Yes | | Yes v
Incident Yes |security | Yes v
lssue Yes | | Yes v
Limitation Yes | |
Mew Value Yes | |
Risk Yes | |
Training Yes |documentation | s A

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching Mantis Category for each one. The value to put in External ID is the Category text:

Edit Project Category

Category | authentication

Assigned To -

| Update Category |

The Mantis Release ID is the highlighted text field. Copy and paste this into the field in SpiraTeam.
Depending on your regional settings in both applications, this field will likely be case-sensitive.
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You can map multiple SpiraTeam fields to the same Mantis fields (e.g. Bug and Incident in SpiraTeam are
both equivalent to category “development” in Mantis). In a situation like this, enter in the Mantis category
in both Big and Incident external keys, and decide which one will be primary. For issues coming from
Mantis into SpiraTeam, the one marked Primary will be used, and for issues being created in Mantis, the
same category will be used to create the issue.

b) Incident Status

The Incident Status is an optional field to be linked to the Mantis field by the same name.

If you do not link values, then defaults will be used. For issues coming from Mantis into SpiraTeam,
incidents will be marked as ‘New’ (as defined by the “View/Edit Status” in Administration), and for issues
being transferred to Mantis, the default is ‘new’. Note that if an issue has an Owner in SpiraTeam, then
the default for the new issue in Mantis is ‘assigned’. For existing issues, updates to the field will not be
transferred over.

Field Value Active External Key Primary

Assigned Yes |assigned | Yes v
Closed Yes |c|osed | Yes v
Duplicate Yes | | Yes v
Mew Yes | new |
Mot Repraducible Yes |feedback |
Open Yes |acknowledged |
Reopen Yes | |
Resolved Yes | | Yes v

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching Mantis Category for each one. The values to put in External Key is any one of the Status
values in Mantis. By default in Mantis, the available statuses are:

Status - assigned B

Projection faedback

acknowledged
confirmed
assigned
resalved
closed

ETA

The Mantis values are in the highlighted text field. Type these into the External Key field in SpiraTeam.
Depending on your regional settings in both applications, this field will likely be case-sensitive.

You can map multiple SpiraTeam fields to the same Mantis fields, just like the Incident Type above.

c) Incident Priority & Severity

The Incident Priority and Severity are optional fields that are linked to Mantis fields by the same name.

If you do not link values, then defaults will be used. For issues coming from Mantis into SpiraTeam,
incidents will leave those fields undefined (unset). For issues coming from SpiraTeam into Mantis, the
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default priority of ‘normal’ and severity of ‘minor’ is used. For existing issues, updates to the field will not
be transferred over.

Field Value Active External Key Primary

1 - Critical Yes |immediate |
2-Her v [ |
3 - Medium Yes |norma| | Yes v
4 - Low Yes |n0ne | Yes L J
Field Value Active External Key Primary

1 - Critical Yes |crash | Yes v
2 - H|gh YES |maj0r | YES '
3 - Medium Yes |min0r | Yes v
4 - Low Yes |trivia| | Yes v

The table lists each of the priorities available in SpiraTeam and provides you with the ability to enter the
matching Mantis priority for each one. (The table for Severities has the same functionality.) The values to
put in External Key are any one of the Priority (or Severity) values in Mantis. By default in Mantis, the
available values are:

Priority

Status

Projection

urgent
immediate

ETA

Severity

- minor | v |

feature
trivial us
text

tweak

major
crash
block

The Mantis values are in the highlighted fields above. Type these into the External Key field in
SpiraTeam. Depending on your regional settings in both applications, this field will likely be case-
sensitive.

You can map multiple SpiraTeam fields to the same Mantis fields, just like described in Incident Type
above.
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7.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. At the moment, only custom fields in Mantis can be linked to custom fields in
SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. Both field types in SpiraTeam can be linked
up to any of the supported field types in Mantis. Linking between the two systems is done in text values
only — that means that if you have a SpiraTeam custom list, then the values that will be put into Mantis will
be the strings of the list. The same works for moving fields back from Mantis. Rules for linking different
field types up are as follows:

SpiraTeam ‘List’ to Mantis ‘Enum’, ‘List’, or ‘Multiselection’: For linking these types of fields together,
the available values must match. For example, if you have “Windows” as an item in your list in
SpiraTeam, then in the associated field in Mantis, “Windows” must be an available item as well. In
instances where there is no match, then the default will be used in either system. On a Multiselection-type
field, for importing back into SpiraTeam, only the first (top) selected value will be stored.

SpiraTeam ‘List’ to Mantis ‘Numeric’, ‘Float’, ‘Date’, ‘Text’, or ‘Email’: In this case, the text value of
the SpiraTeam list will be assigned to the Mantis field, and values must be exact. For example, if you
linked a SpiraTeam List to a Mantis Date field, the value for the List must be a valid date, like “1/1/2010”.
If any value fails the Mantis validation, the value will be ignored and the custom field will be set blank or to
default. When transferring a value back from Mantis into SpiraTeam, the text must equal an available item
in the custom list, or the field will be left blank.

SpiraTeam ‘Text’ to Mantis ‘Numeric’, ‘Float’, ‘Date’, ‘Text’, or ‘Email’: In this case, text will be copied
over as-is. Note that in some special cases, like the number, date, and e-mail fields, Mantis may apply
formatting or verification on values transferred over.

SpiraTeam ‘Text’ to Mantis ‘Enum’, ‘List’, or ‘Multiselection’: When pulling data from Mantis, the
SpiraTeam custom field will be translated as the field in Mantis displays. However, when transferring data
to Mantis, if the text in the SpiraTeam field does not match an available item in the lists, then Mantis may
leave the field blank or set it to the default value.

a) Mapping custom fields

For a SpiraTeam test field, all you need to do is link the custom field to the custom field in Mantis. To do
this, click on the name of the custom field under the “Custom Properties” header in the MantisDataSync
Project Mappings, and you will see a screen allowing you to enter the External Key:

[insert screenshot of custom map text prop screen with mapping for below]

In the External Key field, put the name of your custom field in Mantis:

Edit custom field

Name QS Plafform ‘
Type List hd

Possible Values Windows|Linux|Mac

Default Value Windows

Once you have updated the various mapping sections, you are now ready to use the service.
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7.3. Using SpiraTeam with Mantis

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into Mantis and any existing issues in
Mantis will get loaded into SpiraTeam. After the first sync, we recommend opening the Windows Event
Viewer and viewing the Application Log. Any errors (unable to connect messages, invalid required field
mappings) and warnings (incomplete field mappings) will be displayed. If on Server 2008/Vista or later,
you can filter by the Application name “MantisDataSync”. If you see any error messages (or warning
messages that you want to correct before continuing) at this point, we recommend immediately stopping
the SpiraTeam service and checking the various mapping entries. If you cannot see any issues with the
mapping information, we recommend sending a copy of the event log message(s) to Inflectra customer
services (support@inflectra.com) who will help you troubleshoot the problem.

To use SpiraTeam with Mantis on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

>» Developers using Mantis can log new defects into either SpiraTeam or Mantis. In either case they
will get loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam. Since Mantis is considered the master system
for incidents/issues, all data changes to the issue should be made inside Mantis. To enforce this,
you should modify the workflows set up in SpiraTeam so that the various fields are marked as
inactive for all the incident statuses other than the “New” status. This will allow someone to
submit an incident in SpiraTeam, but will prevent them from making changes in conflict with
Mantis after that point.

» As the issue progresses in Mantis, changes to the type of issue, changes to its status, priority,
description and resolution will be updated automatically in SpiraTeam. In essence, SpiraTeam
acts as a read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTeam using the test
cases managed by SpiraTeam and the incidents managed on behalf of SpiraTeam inside Mantis.
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8. Using SpiraTeam with ClearQuest

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the ClearQuest defect tracking system. The built-in integration service allows the
guality assurance team to manage their requirements and test cases in SpiraTeam, execute test runs in
SpiraTest, and then have the new incidents generated during the run be automatically loaded into
ClearQuest. Once the incidents are loaded into ClearQuest as defects, the development team can then
manage the lifecycle of these defects in ClearQuest, and have the status changes in ClearQuest be
reflected back in SpiraTeam. In addition, any issues logged directly into ClearQuest will get imported into
SpiraTeam so that they can be linked to test cases and requirements.

» Note: The ClearQuest Plug-In is Not Available on the Inflectra Cloud-Based DataSync Service.

8.1. Configuring the Integration Service

This section outlines how to configure the integration service to export incidents into ClearQuest and pick
up subsequent status changes in ClearQuest and have them be updated in SpiraTeam. It assumes that
you already have a working installation of SpiraTest, SpiraPlan or SpiraTeam (v3.0 or higher) and a
working installation of IBM Rational ClearQuest 7.0 or higher.

If you have an earlier version of SpiraTeam, you will need to upgrade to at least v3.0 before trying to
integrate with ClearQuest.

The steps that need to be performed to configure integration with ClearQuest are as follows:
>» Download the latest ClearQuest Data-Sync plug-in for SpiraTeam from our website
>» Setup the plug-in in SpiraTeam to point to the correct instance of ClearQuest

» Configure the data field mappings between SpiraTeam and ClearQuest

>

Start the service and verify data transfer

8.1.1. Download the ClearQuest Plug-In

Go to the Inflectra website and open up the page that lists the various downloads available for SpiraTeam
(http://www.inflectra.com/SpiraTeam/Downloads.aspx). Listed on this page will be the ClearQuest Plug-In
for SpiraTeam. Right-click on this link and save the Zip compressed folder to the hard-drive of the server
where SpiraTeam is installed.

Open up the compressed folder and extract the ClearQuestDataSync.dll file and place it in the
C:\Program Files\SpiraTeam\Bin folder (it may be SpiraTest or SpiraPlan depending on which product
you’re running). This folder should already contain the DataSyncService.exe and
DataSyncService.exe.config files that are the primary files used for managing the data synchronization
between SpiraTeam and other systems.

You will then need to install the ClearQuest client application itself onto the SpiraTeam server. This is
needed because the ClearQuest plugin communicates with the ClearQuest API which is part of the
ClearQuest client installation. The SpiraTeam plugin will use a single ClearQuest user license when it
connects to ClearQuest.

If you do not have an on-premise installation of SpiraTeam, but instead are using a hosted subscription
provided by Inflectra (or a third party company) you will not have access to the DataSyncService
background service. In such situations, you should use the Desktop DataSync application instead. This
application is described in Appendix 1 and can be used instead of the server-based DataSyncService.
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8.1.2. Configuring the Service

To configure the integration service, please open up the DataSyncService.exe.config file located in
C:\Program Files\SpiraTeam\Bin with a text editor such as Notepad. Once open, it should look like:

<?xml version="1.0" encoding="utf-8"?>
<configuration>

| <configSections>

| <sectionGroup name="applicationSettings" type="System.Configuration.ApplicationSettingsGroup,
| System, Version=2.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" >
| <section name="Inflectra.SpiraTest.DataSyncService.Properties.Settings"

| type="System.Configuration.ClientSettingsSection, System, Version=2.0.0.0, Culture=neutral,
| PublicKeyToken=b77a5c561934e089" requirePermission="false" />

| </sectionGroup>

| </configSections>

| <applicationSettings>

| <Inflectra.SpiraTest.DataSyncService.Properties.Settings>

| <setting name="PollingInterval" serializeAs="String">

| <value>600000</value>

| </setting>

| <setting name="WebServiceUrl" serializeAs="String">

| <value>http://localhost/SpiraTeam</value>

| </setting>

| <setting name="Login" serializeAs="String">

| <value>fredbloggs</value>

| </setting>

| <setting name="Password" serializeAs="String">

| <value>fredbloggs</value>

| </setting>

| <setting name="EventLogSource" serializeAs="String">

| <value>SpiraTeam Data Sync Service</value>

| </setting>

| <setting name="TraceLogging" serializeAs="String">

| <value>False</value>

| </setting>

| </Inflectra.SpiraTest.DataSyncService.Properties.Settings>

| </applicationSettings>

| </configuration>

The sections that need to be verified and possibly changed are marked in yellow above. You need to
check the following information:

» The polling interval allows you to specify how frequently the data-synchronization service will ask
SpiraTeam and the external system for new data updates. The value is specified in milliseconds
and we recommend a value no smaller than 5 minutes (i.e. 300,000ms). The larger the number,
the longer it will take for data to be synchronized, but the lower the network and server overhead.

» The base URL to your instance SpiraTeam. It is typically of the form http://<server
name>/SpiraTeam. Make sure that when you enter this URL on a browser on the server itself,
the application login page appears.

> Avalid login name and password to your instance of SpiraTeam. This user needs to be a
member of the project(s) that will be synchronized with ClearQuest and needs to have at least
Incident create/modify/view permissions and Release create/modify/view permissions in
these projects.

Once you have made these changes, save the file and proceed to the next stage.

8.1.3. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
ClearQuest server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
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valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization [Refresh)

SpiraTeam is able to communicate with a variety of extemal systems and applications using its background data
synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify
the status of the most recent synchronization. In addition, you can force a particular plug-in to perform a
complete data-synchronization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations
ClearQuestDataSync = View Project Mappings 91372011 4:02:19 P Success » Force Re-Sync | Edit | Delete

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for ClearQuestDataSync you should click on its “Edit” link. If you don’t see
such an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the ClearQuest Data-Synchronization plug-in:

Edit Plug-In | ClearCuestDataSync

== Back to Data Synchronization Horne

Please enterfedit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name™ ClearQuestDataSync |

Description: This plug-in allows incidents in the system to be synchronized with the ClearQuest
defect-tracking system

Connection |MASTR |
Info™:

Login*: |lead |

Password: |m\=~ |

Time Offset*: D

[ Auto-Map Users

You need to fill out the following fields for the ClearQuest Plug-in to operate correctly:

» Name — this needs to be set to ClearQuestDataSync. This needs to match the name of the plug-
in DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll
file extension). If you renamed the ClearQuestDataSync.dll file for any reason, then you need to
change the name here to match.

» Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

» Connection Info — this should the name of the ClearQuest master database. In most installations
this is simply called “MASTR”.

» Login — this should be set to a valid login for your ClearQuest installation. The login needs to
have permissions to create and view defects within ClearQuest.

» Password — this should be set to the password of the login specified above.

» Time Offset — normally this should be set to zero, but if you find that issues being changed in
ClearQuest are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
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Also if your ClearQuest installation is running on a server set to a different time-zone, then you
should add in the number of hours difference between the servers’ time-zones here.

» Auto-Map Users — this is not currently used and can be ignored.

» Custom 01 — This should be set to the word “True” if you want to have the plugin restrict
synchronization to only loading new incidents from SpiraTeam > ClearQuest and updating
existing items. This is useful if you want to prevent existing issues in ClearQuest from being
loaded into SpiraTeam. Leave blank if you want the plugin to synchronize normally.

» Custom 02 — Sometimes you don’t want all the incidents in SpiraTeam to be added to
ClearQuest. You can optionally enter a filter definition in this box to restrict the incidents that get
synchronized. The filter uses the following syntax:

[Property]=[Valuel|*]:[Property]=[Value]*]

For example, to limit the incidents to only have those where List01 = 5 and Text08 = “Hello” and
Text05 is not blank you would use:

List01=5:Text08=Hello:Text05=*

» Custom 03 — ClearQuest doesn’t have a built-in Detected in Release field. If you would like to
map a custom ClearQuest field to the SpiraTeam Detected in Release, simply enter in the name
of the ClearQuest field here.

» Custom 04 — ClearQuest doesn’t have a built-in Resolved in Release field. If you would like to
map a custom ClearQuest field to the SpiraTeam Resolved in Release, simply enter in the name
of the ClearQuest field here.

» Custom 05 — This is the optional “DBset” value, when you have installations with more than one
database set. If you have a single database set you can just leave this blank.

If you enter a field name in either Custom 03 or Custom 04, you will need to also map the various
releases in SpiraTeam to their corresponding equivalent field value in ClearQuest. To do that, click on
Planning > Releases and choose a specific release. Then in the “ClearQuest DataSync ID” field under the
“Custom Properties” tab you need to enter the name of the equivalent ClearQuest release.

8.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and ClearQuest. This allows the
various projects, users, incident statuses, priorities, severities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that a “New” item in SpiraTeam is equivalent to a “Submitted” item in
ClearQuest (for example).

The following mapping information needs to be setup in SpiraTeam:
» The mapping of the project identifiers for the projects that need to be synchronized
» The mapping of users in the system
> The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:
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8.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the ClearQuest plug-in name. This will take you to the data-mapping home page for the
currently selected project:

ClearQuestDataSync Project Data Mapping | Sample Application Two (Change Project)

== Back to Data Synchronization Horne

To configure this project for data mapping with the 'ClearQuestDataSync’ plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Name: Sample Application Two

External Key:* | SAMPL

Active:™ Yes v
Artifact Field Mapping

Flease click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchranizing in this project:

Standard Fields

Priarity
Severity

Artifact
Incident

Custom Properties

Product
Resolution

© Copyright 2006-2017, Inflectra Corporation

Status

3

Release

Task Eriorit
Status

;

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with ClearQuest, you need to enter:

» External Key — This should be set to the name of the project database in ClearQuest that will be
mapped to the specific SpiraTeam project.

» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

8.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in ClearQuest:
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Add/Edit User | Jog P Smith

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/inser] to confirm them.

First Name™: |JDE |
Middle Initial: D

Last Hame™ |Smith |
User Name™: |jDesmith |

Department: |QA |

Email Address™ |juesmith@myc0mpany.cum |

Emails Enahled: Yer ¥

Systermn Administrator®: [y, ¥
Active User™ Yar W

RS5 Token: [ Enable RSS Feeds
|{?911EEBS-ECEIE-4B3?-BB4E-EIEF3E2EIS?EFC} ||- Generate New

* Update ||b Cancel |

Project Membership Passwords & Security Data Mapping

ClearQuestDataSync 1D: |engineer |

You will notice that in the Data Mapping tab for the user, there is a list of all the configured data-
synchronization plug-ins. In the text box next to the ClearQuest Data-Sync plug-in you need to enter the
login for this username in ClearQuest. This will allow the data-synchronization plug-in to know which user
in SpiraTeam match which equivalent user in ClearQuest. Click [Update] once you've entered the
appropriate login name. You should now repeat for the other users who will be active in both systems.

8.2.3. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the ClearQuestDataSync plug-in entry:
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ClearQuestDataSync Project Data Mapping | Sample Application Two (Change Project)

== Back to Data Synchronization Home

To configure this project for data mapping with the 'ClearQuestDataSync' plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Hame: Sample Application Two
External Key:™ |SAMPL

Active:* ez v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchranizing in this project:

Artifact Standard Fields Custom Properties

Incident Eriarity Product
Severity Resolution
Status

3

Release

Task Priority
Status

From this screen, you need to click on Priority, Severity and Status in turn to configure their values:

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Edit Standard Field Data Mapping | Sample Application Two (Change Project)

=< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the ClearQuestDataSync
plug-in next to each SpiraTearn value:

Field Yalue Active External Key Primary
pcsigne o [pcsgnes |
Closes e [Closed |
Duplicate Yas |Dup|icate |
New e [Submies |
Mat Reproducible Yas | | Yes v
Open Yas |Opened | Yes v
Reopen Mo | | Yes v
Resalved Yas |Resolved | Yes v

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching ClearQuest issue status name for each one. You can map multiple SpiraTeam fields
to the same ClearQuest fields (e.g. Open and Reopen in SpiraTeam are both equivalent to Opened in
ClearQuest), in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from ClearQuest > SpiraTeam).

b) Incident Priority
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Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Edit Standard Field Data Mapping | Sample Application Two (Change Project)

=< Back to Project Mappings

To canfigure the data mappings for this field, please fill in the external key values for the ClearQuestDataSync
plug-in next to each SpiraTeam value:

Field VYalue Active External Key Primary

1- Critical fes |1—F’iesulve Immediately | Tes v
2 - High Yes | 2-Give High Attention | Yes v
3 - Medium fes |3—NDrmal Queue |
4- Low fes |4—LDW Friority | ez ¥

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching ClearQuest priority name for each one. You can map multiple SpiraTeam fields to the
same ClearQuest fields, in which case only one of the two values can be listed as Primary = Yes as that’s
the value that’s used on the reverse synchronization (from ClearQuest > SpiraTeam).

c) Incident Severity

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:

Edit Standard Field Data Mapping | Sample Application Two (Change Project)

=« Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the ClearQuestDataSync
plug-in next to each SpiraTeam value:

Field Yalue Active External Key Primary

1- Critical Yes [1-Critical | ves M
2 - High Yes | 2-Major |
3 - Medium ‘fes |3—Average |
4 - Low Yes |4—Min|:|r | Tes M

The table lists each of the incident severities available in SpiraTeam and provides you with the ability to
enter the matching ClearQuest severity name for each one. You can map multiple SpiraTeam fields to the
same ClearQuest fields, in which case only one of the two values can be listed as Primary = Yes as that’s
the value that’s used on the reverse synchronization (from ClearQuest > SpiraTeam).
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8.2.4. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in ClearQuest and also for custom properties in SpiraTeam that are used to map to standard fields
in ClearQuest (e.g. Project, Resolution) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. We will consider the two different types of
mapping that you might want to enter:

ClearQuestDataSync Project Data Mapping | Sample Application Two (Change Project)

== Back to Data Synchronization Home

To configure this project for data mapping with the 'ClearQuestDataSync’ plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Hame: Sample Application Two

External Key:* | SanPL

Active:™ Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchranizing in this project:

Artifact Standard Fields Custom Properties

Incident Priarity Product
Severity Resolution
Status

E

Release

Task Priority
Status

a) Text Custom Properties

Click on the hyperlink of the text custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For text custom properties there will be no values listed in
the lower half of the screen.

Edit Custom Property Data Mapping | Library Information System (Change Project)

<< Back to Project Mappings

To configure the data mappings for this custom property. please fill in the JiraDataSync external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of
the custom property values as well:

Name: Naotes

External Key: | 10010

Custom Value Mapping

Property Value Active External Key

You need to lookup the ID of the custom field in ClearQuest that matches this custom property in
SpiraTeam. Once you have entered the id of the custom field, click [Update].
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Note: The ID can be found by looking at the URL inside ClearQuest when choosing to View/Edit the
Custom Field. The URL will include the section: id=X where X is the numeric ID of the Custom Field
inside ClearQuest.

b) List Custom Properties

Click on the hyperlink of the list custom property under Incident Custom Properties to bring up the custom
property mapping configuration screen. For list custom properties there will be a textbox for both the
custom field itself and a mapping table for each of the custom property values that need to be mapped:

Edit Custom Property Data Mapping | Sample Application Twao (Change Project)
=< Back to Praject Mappings

To configure the data mappings for this custom property, please fill in the ClearQuestDataSync external key
values for the custom property below. If this is a custom list property, you also need to fill in the external key for
each of the customn property values as well:

Name: Resolution

External Key: |Regg|uti0n

Zustom Value Mapping

Property Value Active External Key

Duplicate Ves |Dup|icate |
Enhancement Request ‘fas |Enhancement Request |
Fixed Ves [Fixed |
Fixed Indirectly Ves [Fixed Indirectly |
Functions as Designed ‘fas |Fundign5 as Designed |

First you need to lookup the name of the field in ClearQuest that matches this custom property in
SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom property. The
easiest way to determine this is to use the ClearQuest Designer which lets you see all the fields
associated with a ClearQuest defect:

= [* 7.0.0 [admin, connected]

& 59 am = properties 52 rﬂ‘] ClearQuest Database Admin =0
¥ B9 Blark @ customer_severity

-85 Camman P
&85 DefectTracking i Details General Field Information

= \p'.erswon: 1 [loaded] Help Text Mame:
= Recard Types
= %8 Defect Field Type:
ER] F!elds Datahase Mame:
F-f# Attachments

Artifact Dwnership
W3 Description b

&
e
&
e

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name of the possible field values as displayed in the ClearQuest client application.

Once you have updated the various mapping sections, you are now ready to start the service.
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8.3. Enabling the Data-Synchronization

8.3.1. Starting the Service

When SpiraTeam is installed, a Windows Service — SpiraTeam Data Sync Service — is installed along
with the web application. However to avoid wasting system resources, this service is initially set to run
manually. To ensure continued synchronization of SpiraTeam with ClearQuest, we recommend starting
the service and setting its startup-type to Automatic.

To make these changes, open up the Windows Control Panel, click on the “Administrative Tools” link, and
then choose the Services option. This will bring up the Windows Service control panel:

*% Services

Fle Action View Help
HEBR @6 »
SpiraTeam Data Sync Service Narne Description Status Startup Type Log On As £
%Semnty Accourks Manager Stores security information For local user acc...  Started Automatic Local System
Start the service & Security Center Morikors system security settings and config. . FAutomatic Local System
%Servw Suppoarts File, print, and named-pipe shating ...  Started Putomatic Local System
Description: 8 Shell Hardware Detection Provides notFicstions For fwtoPlay hardware, .. Started Hfuttomnatic Local System
Manages the data-synchranization & Simple Mail Transfer Protocol (SMTP)  Transports electronic mail across the network Marual Local System
between SpiraTeam and ather external
syerems S Smart Card Mariages access to smart cards read by this ... Marual Local Service
i SpiraTeam Dats Sync Service Manages the data-synchronization between ... Manual Local System
S sQLAgent§SPIRA Marual Local System
S SQLSERVERAGENT Marual Local System
&% S50P Discovery Service Enables discovery of UPrP devices onyour h,.. Started  Manual Local Service
& System Event Notification Tracks system everts such as Windows logo...  Started  Automatic Local System
& System Restare Service Performs system restore Functions, To stop ... Started  Automatic Local System
5 Task Scheduler Enables a user to configure and schedue au...  Started  Automatic Local System
& TCP/IP NetBIOS Helper Enables support For MetBIOS over TCPJIP (M... Started  Automatic Local Service
Telephony Provides Telephony API (TAPT} suppert For p... Started  Manual Local System
b Talmah Emahlas o vamabs s mne bo lam am bo bhis cmme Y ) L amal G sbam -4}
Extended A Standard /

Click on the ‘SpiraTeam Data Sync Service’ entry and click on the link to start the service. Then right-click
the service entry and choose the option to set the startup type to ‘Automatic’. This will ensure that
synchronization continues between SpiraTeam and ClearQuest after a reboot of the server.

8.3.2. Using SpiraTeam with ClearQuest

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into ClearQuest and any existing defects
in ClearQuest will get loaded into SpiraTeam

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any issues with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services (support@inflectra.com) who
will help you troubleshoot the problem.

To use SpiraTeam with ClearQuest on an ongoing basis, we recommend the following general processes
be followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

» Developers using ClearQuest can log new defects into either SpiraTeam or ClearQuest. In either
case they will get loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

>» At this point, the incident should not be acted upon inside SpiraTeam and all data changes to the
issue should be made inside ClearQuest. To enforce this, you should modify the workflows set up

© Copyright 2006-2017, Inflectra Corporation Page 113 of 158 This document contains Inflectra proprietary information



mailto:support@inflectra.com

in SpiraTeam so that the various fields are marked as inactive for all the incident statuses other
than the “New” status. This will allow someone to submit an incident in SpiraTeam, but will
prevent them making changes in conflict with ClearQuest after that point.

» As the issue progresses through the customized ClearQuest workflow, changes to the type of
issue, changes to its status, priority, description and resolution will be updated automatically in
SpiraTeam. In essence, SpiraTeam acts as a read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTest/SpiraTeam
using the test cases managed by SpiraTest/SpiraTeam and the incidents managed on behalf of
SpiraTest/SpiraTeam inside ClearQuest.




9. Using SpiraTeam with IBM RTC

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the IBM Rational Team Concert (hereafter referred to as RTC) work item tracking
system. The built-in integration service allows the quality assurance team to manage their requirements
and test cases in SpiraTeam, execute test runs in SpiraTest, and then have the new incidents generated
during the run be automatically loaded into RTC.

Once the incidents are loaded into RTC as work items, the development team can then manage the
lifecycle of these work items in RTC, and have the status changes in RTC be reflected back in
SpiraTeam. In addition, any issues logged directly into RTC will get imported into SpiraTeam so that they
can be linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!

9.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
RTC server. To start the configuration, please open up SpiraTeam in a web browser, log in using a valid
account that has System-Administration level privileges and click on the System > Data Synchronization
administration option from the left-hand navigation:

Data Synchronization (Refrashi

SpiraTeam is able to communicate with a variety of external systems and applications using its background data
synchronization service and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify
the status of the most recent synchronization. |n addition, you can force a particular plug-in to perform &
corplete data-synchranization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations

BugzillaDataSync > "iew Project Mappings - Failure = Force Re-Sync | Edit | Delete
FoyBugzDataSync > "iew Project Mappings - Failure = Force Re-Sync | Edit | Delete
JiraDataSync > "iew Project Mappings - Failure = Force Re-Sync | Edit | Delete
MsTfzDataSyne > "iew Project Mappings - Failure = Force Re-Sync | Edit | Delete
RtcDataSyne > "iew Project Mappings 5312012 1:235:37 PM Success = Force Re-Sync | Edit | Delete

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for RtcDataSync you should click on its “Edit” link. If you don’t see such an
entry in the list, please click on the [Add] button instead. In either case you will be taken to the following
screen where you can enter or modify the RTC Data-Synchronization plug-in:
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Edit Plug-In | RicDataSync

=< Back to Data Synchronization Horne

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name™ RtcDataSync

Description:

Connection | hitas ffricky:9443/com

Info™:

Login™: |administrator |

Password: |W=~=M=~=m |

Time Offset*: D

Custam O71:

Custom 02

Custom 04:

| |
| |
Custorm 03: | |
| |
Custom 05: | |

[ Auto-Map Users

You need to fill out the following fields for the RTC Plug-in to operate correctly:

>

VVYVYVYVYY

Name — this needs to be set to RtcDataSync. This needs to match the name of the plug-in DLL
assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the RtcDataSync.dll file for any reason, then you need to change the
name here to match.

Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

Connection Info — this should be the base URL for connecting to your instance of RTC (for
example https://servername:9443/ccm).

Login — this should be set to a valid login for your RTC installation. The login needs to have
permissions to create and view work items within RTC.

Password — this should be set to the password of the login specified above.

Time Offset — normally this should be set to zero, but if you find that issues being changed in
RTC are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your RTC installation is running on a server set to a different time-zone, then you should
add in the number of hours difference between the servers’ time-zones here.

Auto-Map Users — this is not currently used and can be ignored.

Custom 01 - this is not currently used and can be ignored

Custom 02 — this is not currently used and can be ignored

Custom 03 — this is not currently used and can be ignored

Custom 04 - this is not currently used and can be ignored

Custom 05 - this is not currently used and can be ignored
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9.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and RTC. This allows the various
projects, users, incident statuses, priorities, severities and custom property values used in the two

applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that a “New” item in SpiraTeam is equivalent to a “New” item in RTC

(for example).

The following mapping information needs to be setup in SpiraTeam:

> The mapping of the project identifiers for the projects that need to be synchronized

> The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

9.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings’
hyperlink next to the RTC plug-in name. This will take you to the data-mapping home page for the

currently selected project:

RtcDataSync Project Data Mapping | Sample Application Two [Change Project)

=< Back to Data Synchronization Horme

To configure this project for data mapping with the ‘RtcDataSync’ plug-in, you need to specify the key/id of the
project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Sample Application Two

Exzternal Key:” |Test Project (Change Management)

Active:® Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties

Incident Priority

Severity
Status

g

Release

Task Priority
Status

If the project name does not match the name of the project you want to configure the data-mapping for,

click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with RTC, you need to enter:

>» External Key — This should be set to the display name of the project in RTC that will be mapped

to the specific SpiraTeam project.

> Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for

this project. Once the project has been completed, setting the value to “No” will stop data

synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you

can now enter the other data mapping values outlined below.
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Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

9.2.2. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the RtcDataSync plug-in entry:

RtcDataSyne Project Data Mapping | Sample Application Two [Change Project)

=< Back to Data Synchronization Horme

To configure this project for data mapping with the ‘RtcDataSync' plug-in, you need to specify the key/id of the
project in the external systermn, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project HName: Sarmple Application Two

External Key:* |Tast Project (Change Managsment)

Active:™ Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties

Incident Priority

Severity
Status

£

Release

Task Priority
Status

From this screen, you need to click on Status and Type in turn to configure their values:

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Edit Standard Field Data Mapping | Sample Application Two [Change Project)

== Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the RteDataSync plug-in
next to each SpiraTearn value:
Field Value Active External Key Primary
Assigned Yes | | Yes v
Closed Yas |CDmp|ete | ‘es v
Duplicate as | | Yes v
Mens Yes |New | Yes v
Mot Reproducible fes |Invalidate | ‘e v
Open Yes | Stant Working | ‘es v
Reopen Mo | | Yes v
Resalved as |CDmp|ete | Mo v
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The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching RTC work item status name for each one. You can map multiple SpiraTeam fields to
the same RTC fields (e.g. Closed and Resolved in SpiraTeam are both equivalent to Complete in RTC),
in which case only one of the two values can be listed as Primary = Yes as that’s the value that’s used on
the reverse synchronization (from RTC > SpiraTeam).

b) Incident Type

Click on the “Type” hyperlink under Incident Standard Fields to bring up the Incident type mapping
configuration screen:

Edit Standard Field Data Mapping | Sample Application Two [Change Praject)

=< Back to Praject Mappings

To configure the data mappings for this field, please fill in the external key values for the RteDataSync plug-in
next to each SpiraTearn value:

Field Value Active External Key Primary

Bug Yes |Task | Yes v
Change Reguest Yes |Task | Mo v
Enhancement Yes |Task |
Incident es |Task |
s s [Task |
Limitation Yes |Task |
Risk Yes |Task | Mo v
Training Yes |Task | Mo v

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching RTC work item type name for each one. You can map multiple SpiraTeam fields to the
same RTC fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from RTC > SpiraTeam).

9.2.3. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used to associate custom properties in SpiraTeam that map to custom
fields in RTC. From the View/Edit Project Data Mapping screen, you need to click on the name of the
Incident Custom Property that you want to add data-mapping information for.

We will consider the two different types of mapping that you might want to enter:
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Artifact Field Mapping

that you will be synchronizing in this project:

Artifact Standard Fields

Incident Priority

Severity
Status

Type
Release

Task Priority
Status

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact

Custom Properties

Approved?
Archived

a) Text Custom Properties

Click on the hyperlink of the text custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For text custom properties there will be no values listed in

the lower half of the screen.

== Back to Project Mappings

the customn property values as well:

Name: Approved?

External Key: |Dslc_cm:appr0ved

Custom Value Mapping

Property Value Active

Edit Custom Property Data Mapping | Sample Application Two (Change Project)

To configure the data mappings for this custom property, please fill in the RtcDataSyne external key values for
the custom property below. If this is a custom list property, you also need to fill in the external key for each of

External Key

You need to obtain the fully qualified XML name of the custom field in RTC that matches this custom
property in SpiraTeam from the RTC documentation. Once you have entered the name of the custom

field, click [Update].

b) List Custom Properties

Click on the hyperlink of the list custom property under Incident Custom Properties to bring up the custom
property mapping configuration screen. For list custom properties there will be a textbox for both the
custom field itself and a mapping table for each of the custom property values that need to be mapped:
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Edit Custom Property Data Mapping | Sample Application Two [Change Project)

== Back to Project Mappings

To configure the data mappings for this custom property, please fill in the RicDataSync external key values for
the custorn property below If this is a custom list property, you also need to fill in the external key for each of
the custormn property values as well:

Name: Archived

External Key: | rc_ext archived

Custom Yalue Mapping

Property Value Active External Key

False Yes |fa|ge |
True Yes |true |

First you need to obtain the fully qualified XML name of the field in RTC that matches this custom
property in SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom
property. Then you need enter the possible values in RTC for the custom property, mapping each one to
the corresponding SpiraTeam custom property value.

Once you have updated the various mapping sections, you are now ready to use the service.

9.3. Using SpiraTeam with RTC

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into RTC and any existing work items in
RTC will get loaded into SpiraTeam

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any issues with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services
(http://www.inflectra.com/Support) who will help you troubleshoot the problem.

To use SpiraTeam with RTC on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTest or SpiraTeam, defects found should be logged through the Test
Execution Wizard as normal.

> Developers using RTC can log new work items into either SpiraTeam or RTC. In either case they
will get loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

>» At this point, the incident should not be acted upon inside SpiraTeam and all data changes to the
issue should be made inside RTC. To enforce this, you should modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with RTC after that point.
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> As the issue progresses through the customized RTC workflow, changes to the type of work item,
changes to its status, description and custom fields will be updated automatically in SpiraTeam.
In essence, SpiraTeam acts as a read-only viewer of these incidents.

You are now able to perform test coverage and incident reporting inside SpiraTest/SpiraTeam using the
test cases managed by SpiraTest/SpiraTeam and the incidents managed on behalf of
SpiraTest/SpiraTeam inside RTC.




10. Using Spira with Axosoft 14+

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the OnTime defect tracking system from AxoSoft (hereafter called OnTime). The built-
in integration service allows the quality assurance team to manage their requirements and test cases in
SpiraTeam, execute test runs in SpiraTest, and then have the new incidents generated during the run be
automatically loaded into OnTime.

Once the incidents are loaded into OnTime as defects, the development team can then manage the
lifecycle of these defects in OnTime, and have the status changes in OnTime be reflected back in
SpiraTeam.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!

10.1. Configuring the Plug-In

This section outlines how to configure the integration service to export incidents into OnTime and pick up
subsequent status changes in OnTime and have them update SpiraTeam. It assumes that you already
have a working installation of SpiraTest, SpiraPlan or SpiraTeam v4.0 or later and a working installation
of AxoSoft OnTime 14 or later (either hosted in the cloud or on-premise). If you have an earlier version of
SpiraTeam, you will need to upgrade to at least v4.0 before trying to integrate with OnTime.

The steps that need to be performed to configure integration with OnTime are as follows:
> Enable the REST API in OnTime
» Setup the plug-in in SpiraTeam to point to the correct instance of OnTime
» Configure the data field mappings between SpiraTeam and OnTime
>

Start synchronization and verify data transfer

10.1.1. Enable the REST APl in OnTime

First you will need to login to your instance of OnTime and click on Tools > System Options. Then click on
the ‘Axosoft API Settings’ section:

System Settings x

General A
API Settings W Enable API
System Labels

Field Names Manage the API keys for your apps and 3rd party extensions.
Details Panel

" View and manage all 3rd party APl tokens with access to this account.
Axosoft APl Settings

SMTP Server

Localization

Check the box to ‘Enable API’ and then click on the [Manage API Keys] button:
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Edit: APl Key »

Spira
Client ID
Client Secret
API Limits
Allowed API calls each second Allowed API calls each day API calls made today
|

On this screen you will need to enter the name of the application you are creating an API key for (e.qg.
“Spira”) and then record the following two pieces of information:

e ClientID
e Client Secret
You will need these later on. Then click Save.

The OnTime Client Secret is a long hash that will be of the form:

ykk8WD3eYfMJ6WbV1HtkutJv _w9jS2ahltSbwgs-408Gp0 cPh5wTnjwfgPLN3-
_OCSHPVGS5tpFKETHBgxUBKbXaTzzVgYtKC9 S

For SpiraTeam 4.2 and earlier there is a limitation on the length of client secret that can be accepted, so
you need to break down the client secret into three parts of roughly equal length that you can enter into
SpiraTeam. For example we could have used:

e  ykk8WD3eYfMJI6WbV1HtkutJv w9jS2ahltSbwgs-
e 408Gp0_cPh5wInjwfgPLN3-

e  OCSHPVG5tpFkETHBgxUBKbXaTzzVQYtKC9 S

10.1.2. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
OnTime server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization (Refresh)

SpiraTeam is able to communicate with a variety of external systems and applications using its background
data synchronization service and library of available plug-ins.

This page allows you to view, add and medify the list of plug-ins, make changes to their configuration, and
verify the status of the most recent synchronization. In addition, you can force a particular plug-in to perferm a
complete data-synchronization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations
OnTimeDataSync > View Project Mappings 12/2/2014 2:08:17 PM Success > Force Re-Sync | Edit | Delete | View Errors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.




If you already see an entry for OnTimeDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the OnTime Data-Synchronization plug-in:

Edit Plug-In | OnTimeDataSync

=< Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it

Name:* | OnTimeDataSync |

Description:

Connection Info:* |:https:.l'mesite.a:-:osoﬂ.com |

Login:" [mylagin@gmail.com |
Password: |'m=- Pu— |
Time Offset:* |'D | hours

[] Aute-Map Users

Custom 01: (722baec5-8b53-40a1-2986-6180d381de05 |
Custom 02: (ykkBWD3eYMJEWbY 1Htkut)v_wBjS2ah1tSbwgs|
Custom 03: (408Gp0_cPhSwTnjwigPLN3 |
Custom 04: |_oCSHPVGS5tpFkETHBgxUBKbXaTzzVgYtKC9_g|
Custom 05: ( |

You need to fill out the following fields for the OnTime Plug-in to operate correctly:

>» Name - this needs to be set to OnTimeDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the OnTimeDataSync.dll file for any reason, then you need to change
the name here to match.
» Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.
» Connection Info — this should the full URL to OnTime. This is typically something like:
https://mysite.axosoft.com.
» Login — this should be set to the login that you use to access OnTime through its web interface
» Password — this should be set to the password that you use to access OnTime through its web
interface
» Time Offset — normally this should be set to zero, but if you find that defects being changed in
OnTime are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
>» Auto-Map Users — This changes the way that the plugin maps users in SpiraTeam to those in
OnTime:
> Auto-Map = True
With this setting, all users in SpiraTeam need to have the same username as those in
OnTime. If this is the case then you do not need to perform the user-mapping task
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outlined in section 10.2.2. This is a big time-saver if you can guarantee that all
usernames are the same in both systems.

> Auto-Map = False
With this setting, users in SpiraTeam and OnTime are free to have different usernames
because you specify the corresponding OnTime login for each user as outlined in section
10.2.2.

» Custom 01 — This should contain the Client ID value from the OnTime API Key screen
» Custom 02 — 04 — This should contain the three segments of the OnTime Client Secret that

you obtained from the OnTime API Key Screen.
» Custom 05 - this is not currently used by the OnTime data-sync plug-in and can be left blank.

10.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and OnTime. This allows the various
projects, users, releases, incident statuses, priorities, severities and custom property values used in the
two applications to be related to each other. This is important, as without a correct mapping, there is no
way for the integration service to know that an “Open” incident in SpiraTeam is the same as an “Open”
defect in OnTime (for example).

The following mapping information needs to be setup in SpiraTeam:
> The mapping of the project identifiers for the projects that need to be synchronized
» The mapping of users in the system
» The mapping of releases in the system
» The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

10.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings’
hyperlink next to the OnTime plug-in name. This will take you to the data-mapping home page for the
currently selected project:

OnTimeDataSync Project Data Mapping | OnTime Sample Project (Change Project)

=< Back to Data Synchronization Home

To configure this project for data mapping with the 'OnTimeDataSync’ plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Name:* OnTime Sample Project

External Key:* [Test Project 1

Active:* | Ves v |
» Update

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with OnTime, you need to enter:
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>» External Key — This should be set to the name of the project token in OnTime:

|A|:Id |-|| Edit||| Mure'|

Favorites
All Projects
Test Project 1

If you have a sub-project, you need to include both the parent and sub-project names separated
by a forward slash (/), e.g. MyProject/SubProjectl.

» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

10.2.2. Configuring the User Mapping
(This section can be skipped if you enabled the ‘AutoMap Users’ option earlier).
To configure the mapping of users in the two systems, you need to go to Administration > Users > View

Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing defects in OnTime:

Add / Edit User | System Administrator
Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/Insert] to confirm them.
First Name™: |'5.‘3-_E... |
Middle Initial: ( |
Last Name™: |'_;'-\;:- nistrator |
Project Membership Passwords & Security Data Mapping Tara\Vault Membership
OnTimeDataSync ID: [admin |

You will notice that in the Data Mapping tab for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the OnTime Data-Sync plug-in you need to enter the Login Name for this
username in OnTime. This will allow the data-synchronization plug-in to know which user in SpiraTeam
match which equivalent user in OnTime. Click [Update] once you’ve entered the appropriate login name.
You should now repeat for the other users who will be active in both systems.

10.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a release/iteration in SpiraTeam that it
has not seen before, it will create a corresponding Release in OnTime. Similarly if it comes across a new
Release in OnTime that it has not seen before, it will create a new Release in SpiraTeam. Therefore
when using both systems together, it is recommended that you only enter new Releases in one system
and let the data-synchronization service add them to the other system.
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To see this mapping, inside SpiraTeam, navigate to Planning > Releases and click on the
Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the “Details”

section of the release/iteration:

Release: £3.0.0.1 - New Release [RL:000024]

Name: [Ro ot Release

QOverview Incidents Regs & Tasks Test Cases Test Runs Aftachments History
~ Details d
Version #* Creator*™ [Sysmm Administrator v
Start/End Date [9/.3:2013 E]» [ 10032013 E|] Creation Date:  6/5/2013 6:07:56 PM
# Resources: [:] Active™ Yes v
Plan Effort: 176.00 Available Effort: 176.00
OnTimeDataSync ID: [1 X }

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “OnTimeDataSync ID” that is used to store the mapped external identifier
for the equivalent Version in OnTime.

10.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the OnTimeDataSync plug-in entry:

Incident Component

Prionty
Severity

Status
Type

From this screen, you need to click on Priority, Severity and Status in turn to configure their values
(OnTime doesn’t support different defect types):

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Artifact Type: Incident

Field Name: Status

Status Active External Key Primary
Assigned Yes [Assigned ]
Closed Yes [Closed |
Duplicate Yes [ ]
o (o )
Mot Reproducible Yes [On Hold ]
Open Yes [Open ] Yes v
Reopen Yes [In Progress ] es ¥
Resalved Yes [waiﬁng ] Yes v

+» Update




The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching OnTime defect status names for each one. You can map multiple SpiraTeam fields to
the same OnTime fields (e.g. New and Open in SpiraTeam are both equivalent to Open in OnTime), in
which case only one of the two values can be listed as Primary = Yes as that’s the value that’s used on
the reverse synchronization (from OnTime > SpiraTeam).

We recommend that you always point the New and Open statuses inside SpiraTeam to point to the
“Open” status inside OnTime and make Open in SpiraTeam the Primary status of the two. This is
recommended so that as new incidents in SpiraTeam get synched over to OnTime, they will get switched
to the Open status in OnTime which will then be synched back to “Open” in SpiraTeam. That way you’ll
be able to see at a glance which incidents have been synched with OnTime and those that haven't.

Note: The OnTime external key needs to exactly match the display name of the status inside OnTime. If
you change the name of a status in OnTime, you’ll need to update the value in the data-mapping
configuration as well.

b) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Artifact Type: Incident
Field Name:  Priority

Priority Active External Key Primary

1 - Critical Yes [High | |Nu—‘t|
2 - High Yes |5High | |‘."537‘F|
3 - Medium Yes [Medium | |Yes.—‘t|
4 - Low Yes [Low | |‘."937‘F|

[+ Update

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching OnTime priority name for each one. You can map multiple SpiraTeam fields to the
same OnTime fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from OnTime > SpiraTeam).

Note: The OnTime external key needs to exactly match the display name of the priority inside OnTime. If
you change the name of a priority in OnTime, you’'ll need to update the value in the data-mapping
configuration as well.

c) Incident Severity

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:
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Artifact Type:
Field Name:

Severity
1 - Critical

2 - High
3 - Medium
4

- Low

Incident

Severity

Active
Yes

Yes
Yes

Yes

External Key Primary

|Critical | | es V|
|:High Impact | |‘r’es—‘|’|
[Medium Impact | [ves ¥]
Low Impact | |\r’es—‘|’|

The table lists each of the incident severities available in SpiraTeam and provides you with the ability to
enter the matching OnTime severity name for each one. You can map multiple SpiraTeam fields to the
same OnTime fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from OnTime > SpiraTeam).

Note: The OnTime external key needs to exactly match the display name of the severity inside OnTime. If
you change the name of a severity in OnTime, you’ll need to update the value in the data-mapping
configuration as well.

10.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in OnTime and also for custom properties in SpiraTeam that are used to map to standard fields in
OnTime (currently only Replication Procedures) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. We will consider the three different types of
mapping that you might want to enter:

Artifact Type
Requirement

Test Case
Incident

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of
artifact that you will be synchronizing in this project:

Standard Fields Custom Properties

Component
|mportance
Status
Type
Priority
Component
Prionty
Severity
Status
Type

=
=]
=
[1°]
1]

|'D
I

a) Scalar Custom Properties

This refers to custom properties that have a simple user-entered value and don’t need to have their
specific options mapped between SpiraTeam and OnTime. All of the custom property types except List
and Multi-List fall into this category (e.g. Text, Date, User, Boolean, Decimal, Integer, etc.)
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Click on the hyperlink of the text custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For text custom properties there will be no values listed in
the lower half of the screen.

Edit Custom Property Data Mapping | OnTime Sample Project (Change Project)

<< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the OnTimeDataSync external key
values for the custom property below. If this is a custom list property, you also need to fill in the external key
for each of the custom property values as well:

Artifact Type:* Incident

Name:” Notes (Text)
External Key:" [Notes| x|

You need to lookup the display name of the custom field in OnTime that matches this custom property in
SpiraTeam. Once you have entered the id of the custom field, click [Update].

b) List Custom Properties

Click on the hyperlink of the list custom property under Incident Custom Properties to bring up the custom
property mapping configuration screen. For list custom properties there will be a textbox for both the
custom field itself and a mapping table for each of the custom property values that need to be mapped:

Edit Custom Property Data Mapping | OnTime Sample Project (Change Project)

=< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the OnTimeDataSync external key
values for the custom property below. If this is a custom list property, you also need to fill in the external key
for each of the custom property values as well:

Artifact Type:* Incident

Name:* 05 (MultiList)

External Key:* |:C}peratir|g System

Custom Value Mapping

Value Active External Key
Linux Yes [Linux |
Mac 0S X Yes (Mac 03 X |
Windows 7 Yes (Windows 7 |
Windows 8 Yes (Windows 8 |

First you need to lookup the display name of the custom field in OnTime that matches this custom
property in SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom

property.
Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name of the custom field value as specified in OnTime.

Once you have updated the various mapping sections, you are now ready to use the service.
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10.3. Using SpiraTeam with OnTime

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into OnTime and vice versa.

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any defects with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services (support@inflectra.com) who
will help you troubleshoot the problem.

To use SpiraTeam with OnTime on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTeam, defects found should be logged through the ‘Add Incident’
option as normal.

» Developers can log new defects into either SpiraTeam or OnTime. In either case they will get
loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

>» At this point, the incident should not be acted upon inside SpiraTeam, and all data changes to the
defect should be made inside OnTime. To enforce this, you can modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with OnTime after that point.

» As the defect progresses through the OnTime workflow, changes to the status, priority, severity,
and resolution will be updated automatically in SpiraTeam. In essence, SpiraTeam acts as a
read-only viewer of these incidents.

>» You are now able to perform test coverage and incident reporting inside SpiraTeam using the test
cases managed by SpiraTeam and the incidents managed on behalf of SpiraTeam inside
OnTime.
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11. Using SpiraTeam with Redmine

This section outlines how to use SpiraTeam in conjunction with the open-source Redmine bug-tracking
and project management system. The built-in integration service allows the quality assurance team to
manage their requirements and test cases in SpiraTeam, execute test runs in SpiraTeam, and then have
the new incidents generated during the run be automatically loaded into Redmine. Once the incidents are
loaded into Redmine as issues, the development team can then manage the lifecycle of these issues in
Redmine, and have the status changes in Redmine be reflected back in SpiraTeam.

In addition, any issues logged directly into Redmine will get imported into SpiraTeam so that they can be
linked to test cases and requirements.

» STOP! Please make sure you have first read the Instructions in Section 1 before proceeding!

11.1. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
Redmine server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization
SpiraTeam is able to communicate with a variety of external systems and applications using its backsground data synchronization service and library of available
plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify the status of the most recent synchronization. In
addition, you can force a particular plug-in to perform a complete data-synchronization by resetting its date of last sync:

T Refresh | =4+ Add

Plug-In Data Mapping Last Sync Date Status Qperations

BugzillaDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure T Force Re-Sync | [FEdit = X Delete @ ViewErrors
FogBugzDataSync View Project Mappings 6/21/2016 1:09:56 PM Failure CForceRe-Sync | (FEdit | X Delete @ ViewErrors
JiraDataSync View Project Mappings 6/21/2016 1:09:56 PM ‘Warning CForceRe-Sync | (ZEdit | X Delete  @®ViewErrors
MsTfsDataSync Wiew Project Mappings 6/21/2016 1:09:56 PM ‘Warning ZForceRe-Sync | [(FEdit | ¥ Delete @ ViewErrors

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for RedmineDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the Redmine Data-Synchronization plug-in:
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Edit Plug-In | RedmineDataSync

=< Back to Data Synchronization Home

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is
specific to each plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

Name*: |:RedmineDataSync |
Description: 'Synchmnizes incidents in SpiraTeam with issues in Redmine

Connection [http://demo.redmine.org .|
Info™: ) -
Login®: |jinﬂec:tratest |

Password: [ |

Time Offset™: (0 |

Custom 01:

Custom 02:

Custom 04:

| |
|. J
Custom 03: | |
| |
Custom 05: | |

L] Auto-Map Users

» Update

You need to fill out the following fields for the Redmine Plug-in to operate correctly:

>

Name — this needs to be set to RedmineDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the RedmineDataSync.dll file for any reason, then you need to change
the name here to match.
Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.
Connection Info — this should be the base URL of the Redmine installation. As an example, for
the public demo installation of Redmine, it would be: http://demo.redmine.org
Login — this should be set to a valid login to the Redmine installation — the login needs to have
permissions to create and view bugs and versions within Redmine.
Password — this should be set to the password of the login specified above.
Time Offset — normally this should be set to zero, but if you find that issues being changed in
Redmine are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your Redmine installation is running on a server set to a different time-zone, then you
should add in the number of hours difference between the servers’ time-zones here.
Auto-Map Users — This changes the way that the plugin maps users in SpiraTeam to those in
Redmine:
> Auto-Map = True
With this setting, all users in SpiraTeam need to have the same username as those in
Redmine. If this is the case then you do not need to perform the user-mapping task

© Copyright 2006-2017, Inflectra Corporation Page 134 of 158 This document contains Inflectra proprietary information




outlined in section 11.2.2. This is a big time-saver if you can guarantee that all
usernames are the same in both systems.

> Auto-Map = False
With this setting, users in SpiraTeam and Redmine are free to have different usernames
because you specify the corresponding Redmine name for each user as outlined in
section 11.2.2.

» Custom 01 — This should be set to the word “false” if you want to have the plugin restrict
synchronization to not create any new incidents in Spira.

» Custom 02 — This should be set to the word “false” if you want to have the plugin restrict
synchronization to not create any new issues in Redmine.

» Custom 03 — 05 — these are not currently used by the Redmine data-sync plug-in and can be left
blank.

11.2. Configuring the Data Mapping

Next, you need to configure the data mapping between SpiraTeam and Redmine. This allows the various
projects, users, releases, incident types, statuses, priorities and custom property values used in the two
applications to be related to each other. This is important, as without a correct mapping, there is no way
for the integration service to know that an “Duplicate” incident in SpiraTeam is the same as a “Rejected”
bug in Redmine (for example).

The following mapping information needs to be setup in SpiraTeam:
» The mapping of the project identifiers for the projects that need to be synchronized
» The mapping of users in the system
» The mapping of releases (equivalent to Redmine versions) in the system
» The mapping of the various standard fields in the system
» The mapping of the various custom properties in the system

Each of these is explained in turn below:

11.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the Redmine plug-in name. This will take you to the data-mapping home page for the
currently selected project:
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RedmineDataSync Project Data Mapping | Redmine Demo Project (Change Project)

<< Back to Data Synchronization Home

To configure this project for data mapping with the 'RedmineDataSync’ plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Name: Redmine Demo Project

External Key:* |:9pira—redmine—demo—pmjed

Active:* [\feg v'|
» Update
Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of
artifact that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties

Requirement Importance
Status

Test Case Priority

Incident Pricrity
Severity
Status
Type

Release

Task Pricrity
Status

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with Redmine, you need to enter:
» External Key — This should be set to the name of the equivalent project in Redmine.

>» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

11.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing issues in Redmine:
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Add/Edit User | Rory Jones

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/lnsert] to confirm them.

First Name™: [Rory |
Middle Initial: [ ]

Last Name™: [Jones |
User Name*™: [roryjones |

Department: [Software Engineering |

Email Address™ |:roryjones@mycompany.com |

Email Enabled*: | Mo V'|

System Administrator” (No V|

Active™: [ves ¥|
Locked Out*: [Wo ¥|
RSS Token: (I Enable RSS Feeds
» Update
Praject Membership Passwords & Security Data Mapping
RedmineDataSync ID: [25132 |

You will notice that in the special Data Mapping tab for the user is a list of all the configured data-
synchronization plug-ins. In the text box next to the Redmine Data-Sync plug-in you need to enter the
numeric ID for this user in Redmine. This will allow the data-synchronization plug-in to know which user
in Redmine matches this SpiraTeam user. Click [Update] once you’ve entered the appropriate ID value.
You should now repeat for the other users who will be active in both systems.

11.2.3. Configuring the Release Mapping

Now that the projects and users have been mapped correctly, we need to configure the mapping between
Releases/Iterations in SpiraTeam and Versions in Redmine. To do this, please navigate to Planning >
Releases and click on the Release/Iteration in question. Make sure you have the ‘Overview’ tab visible
and expand the “Details” section of the release/iteration:

Release: [21.0.0.0 - Release 1.0 [RL:000051]

Name:  [Release 1.0

Overview Incidents # Reqgs & Tasks Test Cases Test Runs Aftachments History #

¥ Details

Version #*: |1[][][]—| Creator™: [System Administrator V|
Start/End Date: | 812712013 |:|'|— | 92712013 |:|'| Creation Date: ;3!2?.’2[113 12:06:34 PM .
# Resources: |17| . Active™ [ves ¥|

Non-Working: |[17| person days Iteration™: (v v

Plan Effort: 192.00 Available Effort: ;IEi2.D[] .

RedmineDataSync ID: |'1918 |

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “RedmineDataSync ID” that is used to store the mapped external identifier
for the equivalent Version in Redmine. You need to enter the numeric ID of the equivalent version in
Redmine, enter it into this text-box and click [Save]. You should now repeat for all the other releases and
iterations in the project.
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In addition, any Versions that have already been created in Redmine will be automatically imported into
SpiraTeam if they do not already exist in SpiraTeam and they have not already been mapped.

11.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the RedmineDataSync plug-in entry:

RedmineDataSync Project Data Mapping | Redmine Demo Project (Change Project)

=< Back to Data Synchronization Home

To configure this project for data mapping with the 'RedmineDataSync’ plug-in, you need to specify the key/id
of the project in the external system, and then click on the links below to actually configure the different fields
that need to be mapped for the synchronization to operate:

Project Name: Redmine Deme Project

External Key:* [spira—redmine-demo-proiect

Active:® Yes v
» Update
Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of
artifact that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties

Requirement Importance
Status

Test Case Pricrity
Incident Priority

Release
Task Priority

From this screen, you need to click on Priority, Type and Status in turn to configure their values:

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:




Edit Standard Field Data Mapping | Redmine Demo Project (Change Project)

<< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the RedmineDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary
Assigned Yes |2 | [ﬁ]
Closed Yes |'5 | |:ﬁ:|
Duplicate Yes |5 | |:ﬁ:|
New Yes |-1 | |:ﬁ:|
Not Reproducible Yes |5 | |:ﬁ:|
Open Yes |2 | |:ﬁ:|
Reopen Yes |2 | |:ﬁ:|
Resolved Yes |3 | |:ﬁ:|

» Update

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching Redmine bug status ID for each one. You can map multiple SpiraTeam fields to the
same Redmine fields (e.g. Open and Assigned in SpiraTeam are both equivalent to “In Progress” (ID=2)
in Redmine), in which case only one of the two values can be listed as Primary = Yes as that’s the value
that’s used on the reverse synchronization (from Redmine > SpiraTeam).

b) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Edit Standard Field Data Mapping | Redmine Demo Project (Change Project)

=< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the RedmineDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary
1 - Critical Yes 6 | [es v|
2 - High Yes 5 | [es v
3 - Medium Yes 4 | | Yes v |
4 - Low Yes 3 | | Yes v |

» Update

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching Redmine priority ID for each one. You can map multiple SpiraTeam fields to the same
Redmine fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from Redmine > SpiraTeam).

c) Incident Type

Incident types in SpiraTeam are equivalent to Trackers in Redmine. Click on the “Type” hyperlink under
Incident Standard Fields to bring up the Incident type mapping configuration screen:
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Edit Standard Field Data Mapping | Redmine Demo Project (Change Project)

<< Back to Project Mappings

To configure the data mappings for this field, please fill in the external key values for the RedmineDataSync
plug-in next to each SpiraTeam value:

Field Value Active External Key Primary

Bug Yes 1 ] Yes v

Change Request Yes [2 ]
Enhancement Yes [2 ] Ves v

Incident Yes 1 ]
Issue Yes [3 ]
Limitation Yes [1 ]
Risk Yes [1 ]
Training Yes 3 ]

» Update

The table lists each of the incident types available in SpiraTeam and provides you with the ability to enter
the matching Redmine Tracker ID for each one. You can map multiple SpiraTeam fields to the same
Redmine tracker values, in which case only one of the two values can be listed as Primary = Yes as that's
the value that’s used on the reverse synchronization (from Redmine > SpiraTeam).

11.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for custom properties in SpiraTeam that map to custom fields in
Redmine. You will need to first make sure that the custom properties and associated custom lists have
been created in both systems:

Edit Custom Properties | Redmine Demo Project (Change Project)

The following custom properties are currently defined for the selected artifact type. To view the custom properties for a different artif;
below.
You can add, edit or remote custom property definitions by clicking the appropriate link in the grid below:

Artifact Type: | incident v]
Field # Property Mame Type Legacy Name Actions

1 Custom Property 1 Text TEXT_01 > Edit Definition | Remove
2 Custom Property 2 List LIST_01 > Edit Definition | Remove
3 > Add Definition
4 > Add Definition

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for:




Project Name: Redmine Demo Project

External Key:™ |spira-redmine-demo-project

Active:® | Yes v |
» Update

Artifact Field Mapping

artifact that you will be synchronizing in this project:

Artifact Standard Fields

Requirement Importance
Status

Test Case Priority

Incident Priority
Severity
Status
Type

Release

Task Priority
Status

Please click on each of the links below to configure the field-level data mapping for each of the types of

Custom Properties

Custom Property 1
Custom Property 2

We will consider the two different types of mapping that you might want to enter.

a) Scalar Custom Properties

This refers to custom properties that have a simple user-entered value and don’t need to have their
specific options mapped between SpiraTeam and Redmine. All of the custom property types except List
and Multi-List fall into this category (e.g. Text, Date, Boolean, Decimal, Integer, etc.)

Click on the hyperlink of the scalar custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For scalar custom properties there will be no values listed

in the lower half of the screen.

<< Back to Project Mappings

for each of the custom property values as well:

Name: Custom Property 1

External Key: |'2 |

Custom Value Mapping

Property Value Active

Edit Custom Property Data Mapping | Redmine Demo Project (Change Project)

To configure the data mappings for this custom property, please fill in the RedmineDataSync external key
values for the custom property below. If this is a custom list property, you also need to fill in the external key

External Key

» Update

You need to enter the ID of the custom field in Redmine that matches this custom property in SpiraTeam.
Once you have entered the id of the custom field, click [Update].

b) List Custom Properties

This refers to custom properties that are either of type List or Multi-List. Click on the hyperlink of the list
custom property under Incident Custom Properties to bring up the custom property mapping configuration
screen. For list custom properties there will be a textbox for both the custom field itself and a mapping
table for each of the custom property values that need to be mapped:
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Edit Custom Property Data Mapping | Redmine Demo Project (Change Project)

<< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the RedmineDataSync external key
values for the custom property below. If this is a custom list property, you also need to fill in the external key
for each of the custom property values as well:

Name: Custom Property 2
External Key: |'3 |
(» Update
Custom Value Mapping
Property Value Active External Key
Custom Value 1 Yes [Value 1 |
Custom Value 2 Yes [Value 2 |

[+ Update

First you need to find the ID of the custom field in Redmine that matches this custom property in
SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom property.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name (not the id this time) of the custom field value as specified in Redmine.

Once you have updated the various mapping sections, you are now ready to use the service.

11.3. Using SpiraTest with Redmine

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into Redmine. At this point we
recommend opening the Windows Event Viewer and choosing the Application Log. In this log any error
messages raised by the Data Synchronization service will be displayed. If you see any error messages at
this point, we recommend immediately stopping the service and checking the various mapping entries. If
you cannot see any issues with the mapping information, we recommend sending a copy of the event log
message(s) to Inflectra customer services (support@inflectra.com) who will help you troubleshoot the
problem.

To use SpiraTeam with Redmine on an ongoing basis, we recommend the following general processes
be followed:

» When running tests in SpiraTeam, defects found should be logged through the Test Execution
Wizard as normal.

>» Developers can log new defects into either SpiraTeam or Redmine. In either case they will get
loaded into the other system.

» Once created in one of the systems and successfully replicated to the other system, the incident
should not be modified again inside SpiraTeam

> All data changes to the issue should be made inside Redmine.

> To enforce this, you can modify the workflows set up in SpiraTeam so that the various
fields are marked as inactive for all the incident statuses other than the “New” status.

> This will allow someone to submit an incident in SpiraTeam, but will prevent them making
changes in conflict with Redmine after that point.

» As the issue progresses through the Redmine workflow, changes to the status, priority, tracker,
and target version will be updated automatically in SpiraTeam, and any notes added will be

© Copyright 2006-2017, Inflectra Corporation Page 142 of 158 This document contains Inflectra proprietary information



mailto:support@inflectra.com

added to SpiraTeam as hew comments. In essence, SpiraTeam acts as a read-only viewer of
these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTeam using the test
cases managed by SpiraTeam and the incidents managed on behalf of SpiraTeam inside
Redmine.




12. Using Spira with OnTime 11

This section outlines how to use SpiraTest, SpiraPlan or SpiraTeam (hereafter referred to as SpiraTeam)
in conjunction with the OnTime 11+ defect tracking system from AxoSoft. The built-in integration service
allows the quality assurance team to manage their requirements and test cases in SpiraTeam, execute
test runs in SpiraTest, and then have the new incidents generated during the run be automatically loaded
into OnTime.

Once the incidents are loaded into OnTime as defects, the development team can then manage the
lifecycle of these defects in OnTime, and have the status changes in OnTime be reflected back in
SpiraTeam.

Note: This section refers to integrating with the older SOAP API that was available in AxoSoft
OnTime 11 (2010). This APl was removed from AxoSoft OnTime in 2012 and we recommend you
use the AxoSoft OnTime 14 Plugin instead that is described in section 10 above if you are using
OnTime 14 or later.

» Note: The OnTimell Plug-In is Not Available on the Inflectra Cloud-Based DataSync Service.

12.1. Configuring the Integration Service

This section outlines how to configure the integration service to export incidents into OnTime and pick up
subsequent status changes in OnTime and have them update SpiraTeam. It assumes that you already
have a working installation of SpiraTest, SpiraPlan or SpiraTeam v2.3 or later and a working installation
of OnTime 2010 or later. If you have an earlier version of SpiraTeam, you will need to upgrade to at least
v2.3 before trying to integrate with OnTime.

The steps that need to be performed to configure integration with OnTime are as follows:

A\ 4

Install and configure the OnTime SDK if you have not already done so
Download the OnTimell Data-Sync plug-in for SpiraTeam from our website
Setup the plug-in in SpiraTeam to point to the correct instance of OnTime

Configure the data field mappings between SpiraTeam and OnTime

Y Vv Vv VY

Start the service and verify data transfer

12.1.1. Install and Configure the OnTime SDK

The API for accessing OnTime remotely is a separate download from the main OnTime application, and
should be downloaded and installed from AxoSoft's website onto your OnTime server. It typically adds a
separate IIS virtual directory (e.g. http://servername/OnTimeSdk) to the existing OnTime virtual directory
(e.g. http://servername/OnTime). Please make sure you have both virtual directories listed in IS before
continuing.

Once you have installed the OnTime SDK, you need to navigate to the location that it was installed
(typically C:\inetpub\wwwroot\OnTimeSdk) and open up the Web.Config file in Notepad and locate the
“appSettings” part of the file:

<appSettings>
<add key="ConnectionString" value="server=SERVER;database=0OnTime;uid=USER; pwd=PASSWORD; " />
<add key="SecurityToken" value="{66ACD352-16C0-4485-8498-8C461BE7CE44}"/>
<add key="WebServicesUser" value="1"/>
<add key="EnableDataCache" value="False"/>
</appSettings>
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You need to make sure that you fill out the ConnectionString that points to the Microsoft SQL Server
database that OnTime is connecting to. Also for the SecurityToken field you need to generate a new
GUID and add it to the file. This security token will be used by SpiraTeam when it connects to the OnTime
API. Once you have made the necessary changes, save the file.

12.1.2. Download the OnTime Plug-In

Go to the Inflectra website and open up the page that lists the various downloads available for SpiraTeam
(http://www.inflectra.com/SpiraTeam/Downloads.aspx). Listed on this page will be the OnTimell Plug-In
for SpiraTeam. Right-click on this link and save the Zip compressed folder to the hard-drive of the server
where SpiraTeam is installed.

Open up the compressed folder and extract the OnTimeDataSync.dll file and place it in the C:\Program
Files\SpiraTeam\Bin folder (it may be SpiraTest or SpiraPlan depending on which product you're
running). This folder should already contain the DataSyncService.exe and DataSyncService.exe.config
files that are the primary files used for managing the data synchronization between SpiraTeam and other
systems.

If you do not have an on-premise installation of SpiraTeam, but instead are using a hosted subscription
provided by Inflectra (or a third party company) you will not have access to the DataSyncService
background service. In such situations, you should use the Desktop DataSync application instead. This
application is described in Appendix 1 and can be used instead of the server-based DataSyncService.

12.1.3. Configuring the Service

To configure the integration service, please open up the DataSyncService.exe.config file located in
C:\Program Files\SpiraTeam\Bin with a text editor such as Notepad. Once open, it should look like:

<?xml version="1.0" encoding="utf-8"?>
<configuration>
<configSections>
<sectionGroup name="applicationSettings" type="System.Configuration.ApplicationSettingsGroup,
System, Version=2.0.0.0, Culture=neutral, PublicKeyToken=b77a5c561934e089" >
<section name="Inflectra.SpiraTest.DataSyncService.Properties.Settings"
type="System.Configuration.ClientSettingsSection, System, Version=2.0.0.0, Culture=neutral,
PublicKeyToken=b77a5c561934e089" requirePermission="false" />
</sectionGroup>
</configSections>
<applicationSettings>
<Inflectra.SpiraTest.DataSyncService.Properties.Settings>
<setting name="PollingInterval" serializeAs="String">
<value>600000</value>
</setting>
<setting name="WebServiceUrl" serializeAs="String">
<value>http://localhost/SpiraTeam</value>
</setting>
<setting name="Login" serializeAs="String">
<value>fredbloggs</value>
</setting>
<setting name="Password" serializeAs="String">
<value>fredbloggs</value>
</setting>
<setting name="EventLogSource" serializeAs="String">
<value>SpiraTeam Data Sync Service</value>
</setting>
<setting name="Tracelogging" serializeAs="String">
<value>False</value>
</setting>
</Inflectra.SpiraTest.DataSyncService.Properties.Settings>
</applicationSettings>
</configuration>
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The sections that need to be verified and possibly changed are marked in yellow above. You need to
check the following information:

» The polling interval allows you to specify how frequently the data-synchronization service will ask
SpiraTeam and the external system for new data updates. The value is specified in milliseconds
and we recommend a value no smaller than 5 minutes (i.e. 300,000ms). The larger the number,
the longer it will take for data to be synchronized, but the lower the network and server overhead.

» The base URL to your instance SpiraTeam. It is typically of the form http://<server
name>/SpiraTeam. Make sure that when you enter this URL on a browser on the server itself,
the application login page appears.

> Avalid login name and password to your instance of SpiraTeam. This user needs to be a
member of the project(s) that will be synchronized with OnTime and needs to have at least
Incident create/modify/view permissions and Release create/modify/view permissions in
these projects.

Once you have made these changes, save the file and proceed to the next stage.

12.1.4. Configuring the Plug-In

The next step is to configure the plug-in within SpiraTeam so that the system knows how to access the
OnTime server. To start the configuration, please open up SpiraTeam in a web browser, log in using a
valid account that has System-Administration level privileges and click on the System > Data
Synchronization administration option from the left-hand navigation:

Data Synchronization (Refresh)

SpiraTeam is able to communicate with a variety of external systems and applications using its background data
synchronization serice and library of available plug-ins.

This page allows you to view, add and modify the list of plug-ins, make changes to their configuration, and verify
the status of the most recent synchranization. In addition, you can force a particular plug-in to perform a
complete data-synchronization by resetting its date of last sync:

Plug-In Data Mapping Last Sync Date Status Operations
OnTimeDataSync » Miew Project Mappings 3/22/2010 11:20:02 PM Success » Force Re-Sync | Edit | Delete

This screen lists all the plug-ins already configured in the system. Depending on whether you chose the
option to include sample data in your installation or not, you will see either an empty screen or a list of
sample data-synchronization plug-ins.

If you already see an entry for OnTimeDataSync you should click on its “Edit” link. If you don’t see such
an entry in the list, please click on the [Add] button instead. In either case you will be taken to the
following screen where you can enter or modify the OnTime Data-Synchronization plug-in:
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Edit Plug

-In | OnTimeDataSync

<< Back to Data Synchronization Home

specific to e

Name*:

Login*:

Password:

Please enter/edit the following information for the plug-in. The exact information that needs to be entered is

Description:

Connection Info™:  [hp-//inflectrasvri4/OnTimeSdk

|
Time Offset*: D

Custom 01:
Custom 02:
Custom 03:
Custom 04-

Custom 05:

ach plug-in, and you should refer to the documentation for the plug-in when entering/changing it:

OnTimeDataSync

[{66ACD352-16C0-4485-8498-8C46

[J Auto-Map Users

You need to fill out the following fields for the OnTime Plug-in to operate correctly:

>

Name — this needs to be set to OnTimeDataSync. This needs to match the name of the plug-in
DLL assembly that was copied into the C:\Program Files\SpiraTeam\Bin folder (minus the .dll file
extension). If you renamed the OnTimeDataSync.dll file for any reason, then you need to change
the name here to match.

Description — this should be set to a description of the plug-in. This is an optional field that is
used for documentation purposes and is not actually used by the system.

Connection Info — this should the full URL to the OnTime SDK. This is typically something like:
http://<OnTime server name>/OnTimeSdk. You may need to check in the IS Management
Console of the OnTime server to verify the virtual directory name.

Login — this should be set to the GUID that you specified in the Web.Config file in step 2.1.1
above.

Password — this should be left blank as it's not used by the OnTime data-sync plug-in.

Time Offset — normally this should be set to zero, but if you find that defects being changed in
OnTime are not being updated in SpiraTeam, try increasing the value as this will tell the data-
synchronization plug-in to add on the time offset (in hours) when comparing date-time stamps.
Also if your OnTime installation is running on a server set to a different time-zone, then you
should add in the number of hours difference between the servers’ time-zones here.

Auto-Map Users — this is not currently used by the OnTime data-sync plug-in and can be
ignored.

Custom 01 - 05 — these are not currently used by the OnTime data-sync plug-in and can be left
blank.

12.2. Configuring the Data Mapping
Next, you need to configure the data mapping between SpiraTeam and OnTime. This allows the various

projects
two app
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, users, releases, incident statuses, priorities, severities and custom property values used in the
lications to be related to each other. This is important, as without a correct mapping, there is no




way for the integration service to know that an “Open” incident in SpiraTeam is the same as an “Open’

defect in OnTime (for example).

The following mapping information needs to be setup in SpiraTeam:

>

>

>

>

>
Each of

The mapping of the project identifiers for the projects that need to be synchronized
The mapping of users in the system

The mapping of releases in the system

The mapping of the various standard fields in the system

The mapping of the various custom properties in the system

these is explained in turn below:

12.2.1. Configuring the Project Mapping

From the data synchronization administration page, you need to click on the “View Project Mappings”
hyperlink next to the OnTime plug-in name. This will take you to the data-mapping home page for the
currently selected project:

OnTimeDataSync Project Data Mapping | Sample OnTime Project (Change Project)

%= Back to Data Synchronization Home

Project

Active:*

Artifact
Incident

Release
Task

To configure this project for data mapping with the ‘OnTimeData Sync’ plug-in. you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

External Key:*

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Name: Sample OnTime Project

3

Yes A

Standard Fields Custom Properties
Priority ReplicationProcedures
Severity OnTime Operating System
Status OnTime Environment

Type

Priority

Status

If the project name does not match the name of the project you want to configure the data-mapping for,
click on the “(Change Project)” hyperlink to change the current project.

To enable this project for data-synchronization with OnTime, you need to enter:

>
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External Key — This should be set to the numeric ID of the project token in OnTime. You can find
this in OnTime by selecting the project in the project explorer inside OnTime and then clicking the
Edit icon. This brings up the project details screen:
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@ ) = | & hetpiflocahost/onTimeProjectstaddedieroject. aspxProjoctid=3 =142 || %] [rahoo! search

File Edt Wiew Favorites Tools  Help

W & onTime web Edition [ 3 - o

axosoft
AXOSOT1
[“Home “view | Defects | Feares | Taske | incidonts | Roports | Tools | Help |

Edit Project - Corporate Web Site

-Project Info Project Settings | Type | General | Personnel |

[E-Field Template Settings Parent Project: [[ROOT LEVEL PROJECT] =
Defect Field Template Settings
~Feature Field Template Settings

Project Hame: [Corporate web Site

Project Description :l
~Task Field Template Settings (100 characters mas)

Incident Field Template Settings
E-Workflow Settings

~Defect Warkflow Settings =
Feature workflow Settings start Date: [3/16/2000 |

Task Workflow Settings Due Date: I— i)
~Incident Workflow Settings Project Status: lm

[-Escalation Settings

The ID of the project is the value listed in the browser URL directly after the “Projectld="text. In
the example above, the project ID would be 3.

>» Active Flag — Set this to ‘Yes’ so that SpiraTeam knows that you want to synchronize data for
this project. Once the project has been completed, setting the value to “No” will stop data
synchronization, reducing network utilization.

Click [Update] to confirm these settings. Once you have enabled the project for data-synchronization, you
can now enter the other data mapping values outlined below.

Note: Once you have successfully configured the project, when creating a new project, you
should choose the option to “Create Project from Existing Project” rather than “Use Default
Template” so that all the project mappings get copied across to the new project.

12.2.2. Configuring the User Mapping

To configure the mapping of users in the two systems, you need to go to Administration > Users > View
Edit Users, which will bring up the list of users in the system. Then click on the “Edit” button for a
particular user that will be editing defects in OnTime:

Add/Edit User | Fred Bloggs

Please review the information listed below and make any changes if necessary.
Once you have finished, click [Update/Insert] to confirm them.

First Name™: |Fred |
Middle Initial: I:l

Last Name™: |Ellnggs |
User Name®: |ﬁedblnggs |

Email Address™: |ﬁedblnggs@mycumpany.cnm |

System Administrator*:

Active User™: ves ¥

OnTimeData Sync 1D: harryt

You will notice that below the Active flag for the user is a list of all the configured data-synchronization
plug-ins. In the text box next to the OnTime Data-Sync plug-in you need to enter the Login ID for this
username in OnTime. This will allow the data-synchronization plug-in to know which user in SpiraTeam
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match which equivalent user in OnTime. Click [Update] once you’ve entered the appropriate login name.
You should now repeat for the other users who will be active in both systems.

12.2.3. Configuring the Release Mapping

When the data-synchronization service runs, when it comes across a releasel/iteration in SpiraTeam that it
has not seen before, it will create a corresponding Release in OnTime. Similarly if it comes across a new
Release in OnTime that it has not seen before, it will create a new Release in SpiraTeam. Therefore
when using both systems together, it is recommended that you only enter new Releases in one system
and let the data-synchronization service add them to the other system.

However you may start out with the situation where you already have pre-existing Releases in both
systems that you need to associate in the data-mapping. If you don’t do this, you may find that duplicates
get created when you first enable the data-synchronization service. Therefore for any Releases/Iterations
that already exist in BOTH systems please navigate to Planning > Releases and click on the
Release/lteration in question. Make sure you have the ‘Overview’ tab visible and expand the “Details”
section of the release/iteration:

Release: [£3.0.0.1 - New Release [RL-000024]
Name: |:Rool Release
QOverview Incidents Reqs & Tasks Test Cases Test Runs Aftachments History
* Details
Version #* |W\ Creator* [system Administrator v
Start/End Date B D}- ‘ L E] D" Creation Date:  6/5/2013 6:07:56 PM .
# Resources |17| . Active™: |ﬁ‘
Non-Working: [0 |persondays Iteration™: (wo ¥
Plan Effort: 176.00 Available Effort: 176.00 .
OnTimeDataSync ID: 1 x|

In addition to the standard fields and custom properties configured for Releases, you will see an
additional text property called “OnTimeDataSync ID” that is used to store the mapped external identifier
for the equivalent Version in OnTime. You need to locate the ID of the equivalent version in OnTime,
enter it into this text-box and click [Save]. You should now repeat for all the other pre-existing releases.

Note: The OnTime ID can be found by looking at the URL inside OnTime when choosing to Edit the
release in question. The URL will include the section: Releaseld=X where X is the numeric ID of the
version inside OnTime:

Properties
General |

OnTime Web Edition

otes |

ame: [Corparate Web Site
Protocol HyperText Transfer Protocol

lease: [[Root Release]

Tupe: HTML Document

type: [Product

Connection:  Wat Encypted tatus: [Concept

dates | 2/21/2018 il

Address:  chddEdiRieleasetonsave=tissView HideAndRsires
[URL) hi TP o2~1 26:3366384030 dste: [ 2= + Davs

Size: 114367 bytes ™ Enclude weekends

date; | 2/21/2010 =
Date)
[¥ Release is active

jects: |5 [T All Projects
Brodace)
¥ Corporate Weh Site

—IEE"ME'ES all [~ Intranet Site
[T Line of Business Apps
I = |

Crealed  3/23/2010 [

Modified:  3/23/2010
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12.2.4. Configuring the Standard Field Mapping

Now that the projects, user and releases have been mapped correctly, we need to configure the standard
incident fields. To do this, go to Administration > System > Data Synchronization and click on the “View
Project Mappings” for the OnTimeDataSync plug-in entry:

OnTimeDataSync Project Data Mapping | Sample OnTime Project (Change Project)

<= Back to Data Synchronization Home

To configure this project for data mapping with the 'OnTimeData Sync’ plug-in, you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Sample OnTime Project

External Key:* |3

Active:® Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priority ReplicationProcedures
Severity OnTime Operating System
Status OnTime Environment
Type
Release
Task Priority
Status

From this screen, you need to click on Priority, Severity and Status in turn to configure their values
(OnTime doesn’t support different defect types):

a) Incident Status

Click on the “Status” hyperlink under Incident Standard Fields to bring up the Incident status mapping
configuration screen:

Field Value Active External Key Primary

Assigned Yes |Assigned |
Closed Yes |Clused | Yes v
Mew Yes |Open |
Mot Reproducible Yes |On Hold |
Open Yes |Open | Yes v
Resolved Yes |Closed | Mo v

The table lists each of the incident statuses available in SpiraTeam and provides you with the ability to
enter the matching OnTime defect status names for each one. You can map multiple SpiraTeam fields to
the same OnTime fields (e.g. New and Open in SpiraTeam are both equivalent to Open in OnTime), in
which case only one of the two values can be listed as Primary = Yes as that’s the value that’s used on
the reverse synchronization (from OnTime > SpiraTeam).
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We recommend that you always point the New and Open statuses inside SpiraTeam to point to the
“Open” status inside OnTime and make Open in SpiraTeam the Primary status of the two. This is
recommended so that as new incidents in SpiraTeam get synched over to OnTime, they will get switched
to the Open status in OnTime which will then be synched back to “Open” in SpiraTeam. That way you’ll
be able to see at a glance which incidents have been synched with OnTime and those that haven't.

Note: The OnTime external key needs to exactly match the display name of the status inside OnTime. If
you change the name of a status in OnTime, you’ll need to update the value in the data-mapping
configuration as well.

b) Incident Priority

Click on the “Priority” hyperlink under Incident Standard Fields to bring up the Incident Priority mapping
configuration screen:

Field Value Active External Key Primary

1 - Critical Yes [High |
2 - High Yes |High | Yes v
3 - Medium Yes |Medium |
4 - Low Yes |L|:|w | Yes v

The table lists each of the incident priorities available in SpiraTeam and provides you with the ability to
enter the matching OnTime priority name for each one. You can map multiple SpiraTeam fields to the
same OnTime fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from OnTime > SpiraTeam).

Note: The OnTime external key needs to exactly match the display name of the priority inside OnTime. If
you change the name of a priority in OnTime, you’'ll need to update the value in the data-mapping
configuration as well.

c) Incident Severity

Click on the “Severity” hyperlink under Incident Standard Fields to bring up the Incident severity mapping
configuration screen:

Field Value Active External Key Primary

1 - Critical Yes |Critica| | e M
2 - High Yes |High Impact | Yes A
3 - Medium Yes |Medium Impact |
4 -Low Yes |L0w Impact | Yes v

The table lists each of the incident severities available in SpiraTeam and provides you with the ability to
enter the matching OnTime severity name for each one. You can map multiple SpiraTeam fields to the
same OnTime fields, in which case only one of the two values can be listed as Primary = Yes as that’s the
value that’s used on the reverse synchronization (from OnTime > SpiraTeam).
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Note: The OnTime external key needs to exactly match the display name of the severity inside OnTime. If
you change the name of a severity in OnTime, you'll need to update the value in the data-mapping
configuration as well.

12.2.5. Configuring the Custom Property Mapping

Now that the various SpiraTeam standard fields have been mapped correctly, we need to configure the
custom property mappings. This is used for both custom properties in SpiraTeam that map to custom
fields in OnTime and also for custom properties in SpiraTeam that are used to map to standard fields in
OnTime (currently only Replication Procedures) that don’t exist in SpiraTeam.

From the View/Edit Project Data Mapping screen, you need to click on the name of the Incident Custom
Property that you want to add data-mapping information for. We will consider the three different types of
mapping that you might want to enter:

OnTimeDataSync Project Data Mapping | Sample OnTime Project (Change Project)

=< Back to Data Synchronization Home

To configure this project for data mapping with the ‘OnTimeData Sync’ plug-in. you need to specify the key/id of
the project in the external system, and then click on the links below to actually configure the different fields that
need to be mapped for the synchronization to operate:

Project Name: Sample OnTime Project

External Key:*

3

Active:® Yes v

Artifact Field Mapping

Please click on each of the links below to configure the field-level data mapping for each of the types of artifact
that you will be synchronizing in this project:

Artifact Standard Fields Custom Properties
Incident Priority ReplicationProcedures
Severity OnTime Operating System
Status OnTime Environment
Type
Release
Task Priority
Status

a) Text Custom Properties

Click on the hyperlink of the text custom property under Incident Custom Properties to bring up the
custom property mapping configuration screen. For text custom properties there will be no values listed in
the lower half of the screen.

Edit Custom Property Data Mapping | Sample OnTime Project (Change Project)

=<« Back to Project Mappings

To configure the data mappings for this custom property, please fill in the OnTimeDataSync external key values
for the customn property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: MNotes

External Key: |Ngt99|
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You need to lookup the display name of the custom field in OnTime that matches this custom property in
SpiraTeam. Once you have entered the id of the custom field, click [Update].

b) List Custom Properties

Click on the hyperlink of the list custom property under Incident Custom Properties to bring up the custom
property mapping configuration screen. For list custom properties there will be a textbox for both the
custom field itself and a mapping table for each of the custom property values that need to be mapped:

Edit Custom Property Data Mapping | Sample OnTime Project (Change Project)

== Back to Project Mappings

To configure the data mappings for this custom property. please fill in the OnTimeDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: OnTime Operating System

External Key: |Operating System

Custom Value Mapping

Property Value Active External Key

Windows 2000 Yes [Windows 2000 |
Windows 2003 Yes [Windows 2003 |
Windows NT Yes [Windows NT |
Windows XP Yes [Windows XP |

First you need to lookup the display name of the custom field in OnTime that matches this custom
property in SpiraTeam. This should be entered in the ‘External Key’ field below the name of the custom

property.

Next for each of the Property Values in the table (in the lower half of the page) you need to enter the full
name of the custom field value as specified in OnTime.

c) OnTime’s Replication Procedures Field

If you want new defects in OnTime to be loaded with the “replication prodcedures” standard text field
populated, then you will need to fill out this section. You first need to create an incident custom property in
SpiraTeam of type ‘TEXT’ that will be used to store the environment description within SpiraTeam.

Then click on the hyperlink of this new list custom property under Incident Custom Properties to bring up
the custom property mapping configuration screen:

Edit Custom Property Data Mapping | Sample OnTime Project (Change Project)

<< Back to Project Mappings

To configure the data mappings for this custom property, please fill in the OnTimeDataSync external key values
for the custom property below. If this is a custom list property, you also need to fill in the external key for each
of the custom property values as well:

Name: ReplicationProcedures

External Key: |ReplicationF‘rocedures
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All you need to do on this screen is enter the word “ReplicationProcedures” in the External Key textbox
and the data-sync plug-in will know that this custom property is mapped to the built-in Replication
Procedures field in OnTime. Note that there is no space between the words Replication and Procedures!!

Once you have updated the various mapping sections, you are now ready to start the service.
12.3. Enabling the Data-Synchronization

12.3.1. Starting the Service

When SpiraTeam is installed, a Windows Service — SpiraTeam Data Sync Service — is installed along
with the web application. However to avoid wasting system resources, this service is initially set to run
manually. To ensure continued synchronization of SpiraTeam with OnTime, we recommend starting the
service and setting its startup-type to Automatic.

To make these changes, open up the Windows Control Panel, click on the “Administrative Tools” link, and
then choose the Services option. This will bring up the Windows Service control panel:

4 Services

Fle Action View Help
HEFBR @@ »
spiraTeam Data Sync Service harme Description Status Startup Type  Log On As -~
%Semnty Accourks Manager Stores security information For local user acc.,.  Started Automatic Local System
Start the service S Security Cenker Morikars system security settings and config. . Automatic Local System
%Servw Supparts File, print, and named-pipe shating ...  Started Automatic Local System
Description: 4 Shell Hardware Detection Provides notFications For AutoPlay hardware...  Started Automatic Local System
Manages the data-synchronization St Simple Mail Transfer Protoced (SMTP)  Transports electronic mail across the network Marual Local System
between SpiraTeam and other extemal i .
systems “ﬁ_‘gSmart Card Marages access ko smart cards read by this ... Marual Local Service
‘i SpiraTeam Data Sync Service Manages the dats-synchronization between ... Manual Local System
S S0LAgent4SPIRA Marwal Local System
S SOLSERVERAGENT Manwal Local System
&% S50P Discovery Service Enables discovery of UPrP devices onyour h,.. Started  Manual Local Service
A System Event Notification Tracks system everts such as Windows loga...  Started  Automatic Local Systam
Sy stem Restare Service Perfarmns system reskore Furctions, To stop ... Starked  Automatic Local Systam
2 Task Scheduer Ensbles = user ko corfigure and schedils au...  Started  Automatic Local Systam
S TCPJIP NetBIOS Helper Ensbles suppert For NetBIOS over TOPJIP (M...  Started  Automatic Local Service
2 Telephony Pravides Telephory API(TAPT) suppert For p...  Started  Manwal Local Systam -
by T alean Cmahan o ummatn s ns ba bam s B bhis aazn, rieablad L anal € snane
Extended A Standard /

Click on the ‘SpiraTeam Data Sync Service’ entry and click on the link to start the service. Then right-click
the service entry and choose the option to set the startup type to ‘Automatic’. This will ensure that
synchronization continues between SpiraTeam and OnTime after a reboot of the server.

12.3.2. Using SpiraTeam with OnTime

Now that the integration service has been configured and the service started, initially any incidents
created in SpiraTeam for the specified projects will be imported into OnTime.

At this point we recommend opening the Windows Event Viewer and choosing the Application Log. In this
log any error messages raised by the SpiraTeam Data Sync Service will be displayed. If you see any
error messages at this point, we recommend immediately stopping the SpiraTeam service and checking
the various mapping entries. If you cannot see any defects with the mapping information, we recommend
sending a copy of the event log message(s) to Inflectra customer services (support@inflectra.com) who
will help you troubleshoot the problem.

To use SpiraTeam with OnTime on an ongoing basis, we recommend the following general processes be
followed:

» When running tests in SpiraTeam, defects found should be logged through the ‘Add Incident’
option as normal.

» Once an incident has been created during the running of the test, it will now be populated across
into OnTime as a defect. It will be populated with the information captured in SpiraTeam.
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>» At this point, the incident should not be acted upon inside SpiraTeam, and all data changes to the
defect should be made inside OnTime. To enforce this, you can modify the workflows set up in
SpiraTeam so that the various fields are marked as inactive for all the incident statuses other than
the “New” status. This will allow someone to submit an incident in SpiraTeam, but will prevent
them making changes in conflict with OnTime after that point.

» As the defect progresses through the OnTime workflow, changes to the status, priority, severity,
and resolution will be updated automatically in SpiraTeam. In essence, SpiraTeam acts as a
read-only viewer of these incidents.

» You are now able to perform test coverage and incident reporting inside SpiraTeam using the test
cases managed by SpiraTeam and the incidents managed on behalf of SpiraTeam inside
OnTime.




Legal Notices

This publication is provided as is without warranty of any kind, either express or implied, including, but not
limited to, the implied warranties of merchantability, fitness for a particular purpose, or non-infringement.

This publication could include technical inaccuracies or typographical errors. Changes are periodically
added to the information contained herein; these changes will be incorporated in new editions of the
publication. Inflectra Corporation may make improvements and/or changes in the product(s) and/or
program(s) and/or service(s) described in this publication at any time.

The sections in this guide that discuss internet web security are provided as suggestions and guidelines.
Internet security is constantly evolving field, and our suggestions are no substitute for an up-to-date
understanding of the vulnerabilities inherent in deploying internet or web applications, and Inflectra cannot
be held liable for any losses due to breaches of security, compromise of data or other cyber-attacks that
may result from following our recommendations.

SpiraTest®, SpiraPlan®, SpiraTeam® and Inflectra® are registered trademarks of Inflectra Corporation in
the United States of America and other countries. Microsoft®, Windows®, Explorer® and Microsoft Project®
are registered trademarks of Microsoft Corporation. All other trademarks and product names are property
of their respective holders.

Please send comments and questions to:
Technical Publications
Inflectra Corporation
8121 Georgia Ave, Suite 504
Silver Spring, MD 20910-4957
U.S.A

support@inflectra.com
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