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Recommendations for Proper Protection

The Following Recommendations For The Location Of Fire And Burglary Detection Devices Help Provide
Proper Coverage For The Protected Premises.

Recommendations For Smoke And Heat Detectors

With regard to the number and placement of smoke/heat detectors, we subscribe to the recommendations
contained in the National Fire Protection Association's (NFPA) Standard #72 noted below.

Early warning fire detection is best achieved by the installation of fire detection equipment in all
rooms and areas of the household as follows: For minimum protection a smoke detector should be
installed outside of each separate sleeping area, and on each additional floor of a multi-floor
family living unit, including basements. The installation of smoke detectors in kitchens, attics
(finished or unfinished), or in garages is not normally recommended.

For additional protection the NFPA recommends that you install heat or smoke detectors in the
living room, dining room, bedroom(s), kitchen, hallway(s), attic, furnace room, utility and storage
rooms, basements and attached garages.

In addition, we recommend the following:

= Install a smoke detector inside every bedroom where a smoker sleeps.

= Install a smoke detector inside every bedroom where someone sleeps with the door partly or
completely closed. Smoke could be blocked by the closed door. Also, an alarm in the hallway
outside may not wake up the sleeper if the door is closed.

= Install a smoke detector inside bedrooms where electrical appliances (such as portable heaters,
air conditioners or humidifiers) are used.

= Install a smoke detector at both ends of a hallway if the hallway is more than 40 feet (12
meters) long.

= Install smoke detectors in any room where an alarm control is located, or in any room where alarm
control connections to an AC source or phone lines are made. If detectors are not so located, a fire
within the room could prevent the control from reporting a fire or an intrusion.
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Recommendations For Proper Intrusion Protection
For proper intrusion coverage, sensors should be located at every possible point of entry to a home or
commercial premises. This would include any skylights that may be present, and the upper windows in a
multi-level building.
In addition, we recommend that radio backup be used in a security system so that alarm signals can still

be sent to the alarm monitoring station in the event that the telephone lines are out of order (alarm
signals are normally sent over the phone lines, if connected to an alarm monitoring station).
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How To Use This Manual

This manual is written to accommodate both the new and the experienced installer of
ADEMCO products. A general description of the entire system is located at the beginning of
the manual, followed by the basics of programming. The wiring and physical setup of the
hardware follows.

The sections at the core of the manual include both hardware setup and programming
requirements of each device to make that specific device operational in the system. A
checkout procedure is included at the end of each section. We recommend this method to
ensure that each device is working properly before proceeding to the next section. It must
also be used if you are making a particular addition to the system of one of these devices.

Each of the sections covering the installation of peripheral devices includes the programming
for that device. If you are an experienced user of ADEMCO products, you may choose to wire
and then program the entire system at once. If so, refer to The Mechanics of Programming
section and the Data Field Descriptions section after the hardware setup is complete. A blank
pull-out programming form is included with this manual.

Without an understanding of the programming methodology, you will not be able to
successfully perform the required programming in each of these sections. We therefore urge
you to read the Mechanics of Programming section before any programming is performed.

This manual uses various icons to denote critical notes and technical tips to assist you with
the installation of this system. These are easily seen in the left-hand column of the relevant
information.
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Conventions Used in This Manual

Before you begin using this manual, it is important that you understand the meaning of the
following symbols (icons).

U These notes include specific information which must be followed if you are installing this system for
L a UL Listed application.

These notes include information that you should be aware of before continuing with the installation,
and which, if not observed, could result in operational difficulties.

This symbol indicates a critical note that could seriously affect the operation of the system, or could
cause damage to the system. Please read each warning carefully. This symbol also denotes
warnings about physical harm to the user.

Enter Zn Num.

= Quit)

oo

Many system options are programmed in an interactive mode by responding to alpha
keypad display prompts. These prompts are shown in a single-line box.

When programming the system, data fields are indicated by a “star” (O) followed by the
data field number.

PRODUCT MODEL NUMBERS: Unless noted otherwise, references to specific model numbers represent

ADEMCO products.
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SECTION 1

General Description

In This Section

¢ General

¢ Features

General

Features

The VISTA-128FB is an 8-partition, UL listed commercial fire and burglary control panel
that supports up to 128 zones using basic hardwired, polling loop, and wireless zones. It also
includes zones for supervision of bells, phone lines, keypads, RF receivers, and relays. In
addition, the control offers scheduling capabilities and allows certain operations to be
automated by pressing a single button. The system has the capability to interface with an
alpha numeric paging device and also an ECP long range radio unit that can send Contact ID
messages. The control can be connected to the ADEMCO PassPoint system (via the Vista
Gateway Module) to provide a fully integrated security and access control system.

Basic Hardwired Zones

Provides 8 style-B hardwire zones with the following characteristics:

« EOLR supervision (optional for zones 3-8) supporting N.O. or N.C. sensors
(EOLR supervision required for fire and UL burglary installations)

* Individually assignable to one of 8 partitions

* Upto 16 2-wire smoke detectors each on zones 1 and 2 (32 total)

» 4-wire smoke or heat detectors on zones 1-8 (power to 4-wire smoke detectors must be
supervised with an EOL device)

« Up to 50 2-wire latching glassbreak detectors on zone 8
« Individually assignable to bell outputs and/or aux. relay

Optional Expansion Zones

Polling Loop Expansion

Supports up to 120 additional hardwire zones using a built-in polling (multiplex) loop
interface. Current draw can total up to 128mA. Polling loop zones have the following
characteristics:

e Must use RPM (Remote Point Module) devices

e Supervised by control panel

« Individually assignable to one of 8 partitions

« Individually assignable to bell outputs and/or aux. relay
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Wireless Expansion

Supports up to 63 wireless zones using 4281 type RF receiver or 128 wireless zones using
5881 type RF receiver (fewer if using hardwire and/or polling loop zones). Wireless zones
have the following characteristics:

e Supervised by control panel for check-in signals (except certain nonsupervised
transmitters)

»  Tamper protection for 5800 Series supervised transmitters
» Individually assignable to one of 8 partitions
» Individually assignable to bell outputs and/or auxiliary relay

U L Wireless devices may not be used in UL commercial burglary installations. UL Listing of the

5808 Smoke Detector for commercial fire installations is pending-

For specific information regarding number of wireless zones supported by each RF receiver, see
the Wireless Zone Expansion section.

System Zones

Provides zones for supervision of all peripheral devices (keypads, RF receivers, and relay
modules) and individual relays, as well as system zones (bells, dialers (telephone lines), earth
ground, keypad panics, etc.). Zone assignments are as follows:

Individual Relay Zones 601-632
Peripheral Device Zones 800-831
System Zones 970-999

(See the Zone Index section for a full explanation of these zones and specific zone
assignments.)

Maintenance Signal Support

The control monitors maintenance signals from certain smoke detectors (5808, 4192CPM,
4192SDM, 4192SDTM). Maintenance signals are triggered when a smoke detector gets dirty,
and indicate that the detector should be cleaned or replaced. If a detector maintains a high
or low sensitivity condition for longer than 24 hours, the control sends a Dialer report
(Trouble message for non-Contact ID reports; Event Code 385 or 386 for Contact ID reports),

makes an event log entry, and displays “HSENS xxx” or “LSENS xxx” at the keypads (xxx =
zone number).

NOTE: 5808 Wireless Smoke Detectors report high sensitivity regardless of whether the
condition is actually high-sensitivity or low-sensitivity.

8 Partitions

Provides the ability to control 8 separate areas independently, each functioning as if it had
its own separate control. Partitioning features include:

A Common Lobby partition (1-8), which can be programmed to arm automatically when
the last partition that shares the common lobby is armed and to disarm when the first
partition that shares the common lobby is disarmed
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User Codes

A Master partition (9), used strictly to assign keypads for the purpose of viewing the
status of all 8 partitions at the same time (master keypads)

All zones (except fire) assignable to one of 8 partitions

Fire zones must be assigned to Partition 1

Keypads assignable to one of 8 partitions or to Master partition 9 to view system status
Ability to assign relays to one or all 8 partitions

Ability to display fire and/or burglary and panic and/or trouble conditions at all other
partitions keypads (selectable option)

Certain system options selectable for each partition, such as entry/exit delay and
subscriber account number

Accommaodates 150 user codes, all of which can operate any or all partitions. Certain
characteristics must be assigned to each user code, which are as follows:

Authority level (Master, Manager, or several other Operator levels)
Opening/Closing central station reporting option
What partitions the code can operate

Global arming capability (ability to arm all partitions the code has access to in one
command)

Use of an RF (button) to arm and disarm the system (RF key must first be enrolled into
the system)

Peripheral Devices

Supports up to 31 addressable devices, which can be any combination of keypads
(6139/6139R), RF receivers (4281/5881), relay modules (4204/4204CF), and 4285/4286 VIP
module. Peripheral Devices have the following characteristics:

Each device set to an individual address (physically) according to the device's
instructions

Each device enabled in the system using the Device Programming Mode (covered later in
this manual)

At least one 2-line alpha keypad (6139/6139R) must be connected to the system for
programming (if using keypad programming) and must remain connected to the system in order
to allow the primary user to program additional user codes into the system at a later time.

Keypad Panic Keys

Accommodates three keypad panic keys: 1 + O (A), O + # (B), and 3 + # (C).

Designated as zones 995 (1 + ), 996 (3 + #), and 999 (O + #)
Activated by wired and wireless keypads

Activated and reported separately by partition, distinguished by subscriber account
number. (or partition number. if Contact ID reporting is used)
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Keypad Macros

Accommodates 32 keypad macro commands per system (each macro is a series of keypad
commands). For example, by pressing either the A, B, C, or D key, the system can be
programmed to log onto another partition, bypass zones 2 and 3, and arm that partition in
the AWAY mode (explained in detail later in this manual). Characteristics of keypad macros
are:

* Assignable to the A, B, and C keys by partition
» Other macros (not assigned to these keys) executed by using the D key
» Each macro can be 32 characters (keystrokes) in length

Bell Outputs

Provides two style-Y supervised bell outputs on the control panel itself. A 4204CF Relay
Module can supply two additional style-Y supervised bell outputs.

Auxiliary Relay
Provides a built-in Form C relay which can be used for one of the following:

* Alarm activation
* Trouble/supervisory activation
* 4-wire smoke detector reset

* Battery saving feature (disconnects power from noncritical loads 4 hours after AC power
loss)

Optional Output Relays

Accommodates the use of 32 relay outputs using ADEMCO's 4204 and 4204CF Relay
Modules. Each 4204 module provides four Form C relays for general purpose use. Each
4204CF provides two style-Y supervised bell outputs. Relay outputs have the following
characteristics:

* Can be programmed to activate in response to system events

» Can be programmed to activate using time intervals

» Can be used for additional style-Y supervised bell outputs (4204CF only)
» Can be activated manually using the #70 Relay Command Mode

» Can be supervised by control panel (zones 601-632)

» Can each have an alpha descriptor assigned to it

Optional Vista Interactive Phone Module

Supports the ADEMCO 4285/4286 VIP Module. This permits access to the security system to
do the following:

e Obtain system status information
 Arm and disarm security system

e Control relays

U |_ The 4285/4286 VIP Module is not Listed for use with the VISTA-128FB Control Panel in a UL
commercial installation.
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Access Control

If programmed, provides users with a command, which activates relays to open access doors
(e.qg., lobby door), to turn on lights, etc. Each partition can be assigned any number of access
control relays, up to 32 for the system.

By using the Vista Gateway Module (VGM), the control can be connected to the ADEMCO
PassPoint system for a fully integrated access control system.

U |_ The access control function is not Listed for use with the VISTA-128FB Control Panel in a UL
commercial installation.

Optional 24-Volt Power Supply

Compatible with the PS24 Power Supply Module, which supplies two 24VFW, 1.7A full-wave
rectified, unfiltered outputs. The module is used to supply power to:

« Alarm notification appliances (sirens, strobes, etc.)
e Auxiliary devices which can operate using full-wave rectified, unfiltered voltage

Optional Backup Dialer
Supports use of 5140DLM Backup Dialer for connecting to a second supervised telephone
line.

Optional Keyswitch
Supports the ADEMCO 4146 Keyswitch on any one of the system's 8 partitions. If used, zone
7 is no longer available as a protection zone.

Voltage Triggers

Provides a trigger connector whose pins change state for different conditions. Used with
LRR (Long Range Radio) equipment or other devices such as a remote keypad sounder,
keyswitch ARMED and READY LEDs, or a printer to print the system's event log.

Event Log

Keeps a log of different event types (enabled in programming). The event log has the
following characteristics:

e Stores up to 224 events
» Can be viewed at the keypad or through the use of V-LINK or Compass software

e Can be printed on a serial printer using a 4100SM Module including zone alpha
descriptors

» Can store PassPoint events
e Printed events can be sent to an alpha numeric pager

Scheduling
Provides the following scheduling capabilities:
*  Openl/close schedules (for control of arming/disarming and reporting)
* Holiday schedules (allows different time windows for open/close schedules)

« Timed events (for activation of relays, auto-bypassing and unbypassing, auto-arming and
disarming, etc.)
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« Access schedules (for limiting system access to users by time)
« End User Output Programming Mode (provides 20 timers for relay control)

Communications Formats
Supports the following formats for the primary and secondary central station receivers;
e ADEMCO Low Speed (Standard or Expanded)
e Sescoa/Radionics
e ADEMCO Express
« ADEMCO High Speed
« ADEMCO Contact ID
* Long Range Radio interface (ECP)

Audio Alarm Verification Option

Provides a programmable Audio Alarm Verification (AAV) option which can be used in
conjunction with an output relay to permit voice dialog between an operator at the central
station and a person at the premises. An optional AAV unit, such as Eagle model 1250, is
required.

UL The Eagle Model 1250 AAV unit is not UL Listed.

Cross-Zoning Capability
Helps prevent false alarms by preventing a zone from going into alarm unless its cross-zone
is also faulted within 5 minutes.

Exit Error False Alarm Prevention Feature

* System can tell the difference between a regular alarm and an alarm caused by leaving
an entry/exit door open. If not subsequently disarmed, faulted E/E zone(s) and/or interior
zones will be bypassed and the system will arm.

» Generates an Exit Error report by user and by zone so the central station knows it was
an exit alarm and who caused it.
Enhanced Fire Walk-Test Mode

Provides the installer the ability to test fire zones more quickly and reliably. The following
features apply:

» Automatic test of all integrated RPM (polling loop) devices that have the automatic test
feature

« Dynamic display of all fire zones that remain untested while test is in progress
e Ability to log results (all fire zones tested and untested) in system's event log
« Ability to report results (all fire zones tested and untested) to the central station

Built-in User's Manual and Descriptor Review

For end-user convenience, the Vista-128FB contains a built-in User's Manual. By depressing
any of the function keys on the keypad for 5 seconds, a brief explanation of that function
scrolls across the alpha numeric display. In addition, all programmed zone descriptors can
be displayed (one at a time) by pressing the READY key for 5 seconds. This serves as a check
for installers to be sure all descriptors are entered properly.
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Improved Downloading Features
e Uploads and downloads at 300 baud, making upload/download speed faster.
* Ability to upload ECP devices, their physical addresses, programmed addresses, and
firmware revision levels from the control.
Agency Listings
Fire
» UL864-NFPA 72 Local, Central Station, and Remote Station
Burglary
» UL609 Grade A Local Mercantile Premises and Mercantile Safe and Vault
 UL611/UL1610 Grades A, AA Central Station
e UL365 Grades A, AA Police Connect
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SECTION 2

Planning a Partitioned System

In This Section

¢ Theory of Partitioning

¢ Setting Up a Partitioned System

¢ Common Lobby Logic

¢ Master Keypad Setup and Operation

Theory of Partitioning

This system provides the ability to arm and disarm up to 8 different areas, as if each had its
own control. These areas are called partitions. Partitions are used to disarm certain areas
while leaving other areas armed, or to limit access to certain areas to specific individuals.
Each system user can be assigned to operate any or all partitions, and can be given a
different authority level in each.

Before anything can be assigned to those partitions, you must first determine how many
partitions are required (1-8).

Following are some facts you need to know about partitioning.
Keypads

Each keypad must be given a unique "address" and be assigned to one partition (it can also
be assigned to Partition 9 if Master keypad operation is desired. (See “Master Keypad Setup
and Operation” later in this section).

Zones

Each zone must be assigned to one partition.

The zones assigned to a partition will be displayed on that partition's keypad(s).
Fire zones must be assigned to Partition 1.

Users

Each user may be given access to one or more partitions. If a user is to operate more than
one partition and would like to arm/disarm all or some of those partitions with a single
command, the user must be enabled for global arming for those partitions (when entering
user codes).

A user with access to more than one partition (multiple access) can "log on" to one partition
from another partition's keypad, provided that program field 2*18: Enable GOTO is enabled
for each partition he/she wants to log on to from another.

A partition can be selected as a "common lobby" partition, and other partitions can affect this
partition by causing arming/disarming of this partition to be automated (see “Common Lobby
Logic” later in this section).
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Setting Up a Partitioned System

The basic steps to setting up a partitioned system are described below. If you need more
information on how to program the prescribed options, see The Mechanics of Programming
section as well as each corresponding section's programming procedure.

1. Determine how many partitions the system will consist of (programmed in field 2*00).
2. Assign keypads to partitions (Device Programming Mode in #93 Menu Mode).

3. Assign zones to partitions (Zone Programming Mode in #93 Menu Mode).

All fire zones must be assigned to Partition 1 to ensure that all Fire Test modes operate correctly.

4. Confirm zones are displayed at the keypad(s) assigned to those partitions.
Assign users to partitions.

6. Enable the GOTO feature (program field 2*18) for each partition a multiple-access user
can log on to (alpha keypad only).

7. Program partition-specific fields (see the Data Field Descriptions section).

Common Lobby Logic

When an installation consists of a partition shared by users of other partitions in a building,
that shared partition may be assigned as the "common lobby" partition for the system
(program field 1*17). An example of this might be in a medical building where there are two
doctors’ offices and a common entrance area (see example that follows explanation).

This option employs logic for automatic arming and disarming of the common lobby. Two
programming fields affect the way the common lobby will react relative to the status of other
partitions. They are: 1*18 Affects Lobby and 1*19 Arms Lobby.

1*18 Affects Lobby (must be programmed by partition)

Setting this option to 1 for a specific partition causes that partition to affect the operation of
the common lobby as follows:

a. When the first partition that affects the lobby is disarmed, the lobby will also be
disarmed.

b. The common lobby cannot be armed unless every partition selected to affect the lobby
is armed.

c. Arming the last partition that affects the lobby will not cause the system to
automatically attempt to arm the lobby.

1*19 Arms Lobby (must be programmed by partition)

Setting this option to 1 for a specific partition causes that partition to affect the operation of
the common lobby as follows:

a. When the first partition that affects the lobby is disarmed, the lobby will also be
disarmed.

b. The common lobby cannot be armed unless every partition selected to affect the lobby is
armed.
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c. Arming the partition that is programmed to arm the lobby will cause the system to
automatically attempt to arm the lobby. If any faults exist in the lobby partition, or
another partition that affects the lobby is disarmed, the lobby cannot be armed, and the
message "UNABLE TO ARM LOBBY PARTITION" will be displayed.

You cannot select a partition to "arm" the lobby unless it has first been selected to "affect”
the lobby. Enable field 1*18 before enabling field 1*19.

The following chart sums up how the common lobby partition will operate, if different options
are set for another partition in fields 1*18 and 1*19.

1*18 1*19 Disarms when | Attempts to Can be armed
Affects Lobby | Arms Lobby partition arm when if other
disarms? partition partitions
arms? disarmed?
0 0 NO NO YES
1 0 YES NO NO
1 1 YES YES NO
0 1 ---ENTRY NOT ALLOWED---

Example

Here is an example of how the lobby would react in a typical setup.

OFFICE #1 OFFICE #2

COMMON LOBBY

MAIN ENTRANCE

L e

User #1 has access to Office #1 and the Common Lobby.
User #2 has access to Office #2 and the Common Lobby.
Office #1 is set up to affect the Common Lobby, but not arm it.
Office #2 is set up to affect and arm the Common Lobby.
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In the tables below, the notations in parentheses ( ) indicate the current status of the other
partition when the user takes action.

Sequence #1:

Office 1 Office 2 Lobby Action
User #1: Disarms (Armed) Disarms
User #2:  (Disarmed) Disarms No Change
User #1: Arms (Disarmed) No change
User #2: (Armed) Arms Arms

Sequence #2:

Office 1 Office 2 Lobby Action
User #2:  (Armed) Disarms Disarms
User #1: Disarms (Disarmed) (No change)
User #2:  (Disarmed) Arms No Change
User #1: Arms (Armed) No Change

Notice that in sequence #1, since Office #2 was the last to arm, the lobby also armed (Office
#2 is programmed to affect and arm the lobby). In sequence #2, the lobby could not arm
when Office #2 armed, because Office #1, which affects the lobby, was still disarmed.

When Office #1 armed, the lobby still did not arm because Office #1 was not programmed to
arm the lobby. User #1 would have to arm the lobby manually. Therefore, you would want
to program a partition to affect and arm the lobby, if the users of that partition are expected
to be the last to leave the building.

Do not assign Partition 1 as the common lobby. All fire zones should be assigned to this partition
to ensure that all fire test modes operate correctly.

How User Access Codes Affect the Common Lobby
Codes with Global Arming

If a code is given "global arming” when it is defined (see the User Access Codes section), the
keypad will ask "Arm all?" or "Disarm all?" whenever the user tries to arm or disarm the
partitions he has access to from an alpha keypad. This allows the user to choose the
partitions to be armed or disarmed, and so eliminates the "automatic” operation of the lobby.
Keep in mind, however, that if attempting to arm all, and another "affecting" partition is
disarmed, the user will not be able to arm the lobby, and the message "UNABLE TO ARM
LOBBY PARTITION" will be displayed.

Codes with Non-Global Arming

If arming with a non-global code, the lobby partition operation will be automatic, as
described by fields 1*18 and 1*19.
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Other Methods of Arming/Disarming

Lobby logic remains active when arming or disarming a partition that affects and/or arms the
common lobby in one of the following manners:

*  Quick-Arm
*  Keyswitch
*  Wireless Button
*  Wireless Keypad

Arming/Disarming Remotely

If arming or disarming remotely (through V-LINK or Compass downloading software), the
lobby will not automatically follow another partition that is programmed to arm or disarm
the lobby. The lobby must be armed separately, after arming all affecting partitions first.

Auto-Arming/Disarming

If scheduling is used to automatically arm and/or disarm partitions, the common lobby
partition will not automatically follow another partition that is programmed to arm or
disarm the lobby. The lobby must be included as a partition to be armed/disarmed and must
be scheduled as the last partition armed.

If using auto-arming, make sure that the Auto-Arm Delay and Auto-Arm Warning periods
(fields 2*05 and 2*06) combined are longer than that of any other partition that affects the
lobby. This will cause the lobby to arm last.

Master Keypad Setup and Operation

Although this system has eight actual partitions, it provides an extra partition strictly for the
purpose of assigning keypads as master keypads for the system.

Any keypad assigned to Partition 9 in the Device Programming Mode in #93 Menu Mode will

make that keypad a master keypad. A master keypad reflects the status of the entire system
(Partitions 1-8) on its display at one time. This is useful because it eliminates the need for a

building security officer to log-on to various partitions from one partition's keypad to find out
where an alarm has occurred.

The following is a typical display:

SYSTEM 12345678
STATUS RRNNA OB

Possible status indications include:

A = Armed Away M = Armed Maximum

S = Armed Stay I = Armed Instant

R = Ready N = Not Ready

B = Bypassed/Ready O = Alarm Memory/Trouble present

To obtain more information regarding a particular partition, enter O + [Partition No.] (i.e.,
0J4). This will allow viewing only of that partition. In order to affect that partition, the user
must use a code that has access to that partition. Also, in order for a user of any partition to
log on to Partition 9 to view the status of all partitions, that user must have access to all
partitions. Otherwise, access will be denied.
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The following would be displayed for a fault condition on Zone 2 (Loading Dock Window) on
Partition 1 (Warehouse) when logging on from a keypad on Partition 9:

WHSE DISARMED
HIT O FOR FAULTS

Pressing Owill cause the following display to appear at Partition 1's keypad(s):

FAULT 002 LOADING
DOCK WINDOW

Additional zone faults will be displayed one at a time. To display a new partition’s status,
press O + [Partition No.].

The Armed LED on a master keypad will be lit only if all partitions have been armed
successfully. The Ready LED will be lit only if all partitions are "ready to arm." Neither
LED will be lit if only some partitions are armed and/or only some partitions are ready.

The sounder on a master keypad will reflect the sound of the most critical condition on all of
the partitions. The priority of the sounds is as follows:

a. Pulsing fire alarm sounds
b. Steady burglar alarm sounds
c. Trouble sounds (rapid beeping)

Pressing any key on the master keypad or a keypad on the partition where the condition
exists silences the sounder.

A master keypad uses the same panics as Partition 1. Master keypad panics are sent to Partition
1, and will activate on Partition 1. Therefore, panics must be programmed for Partition 1.
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SECTION 3

False Alarm Reduction Features

In This Section

¢ General Information

¢ Exit Error Logic and Related Reports

¢ Recent Close Report

¢ Exit Delay Reset

¢ Cross-Zoning

¢ Call Waiting

Defeat Logic

General Information

This control supports features that help minimize false alarms. Most false alarms occur upon
exiting the premises, either due to environmental factors, or because the zone's resistance to
the control may be on the edge of acceptability. We call this condition a "swinger."

Features which prevent false alarms due to these circumstances are:
» Exit Error Logic and related reports

» Exit Delay Reset

e Cross-Zoning

Exit Error Logic and Related Reports

UL

This feature is not suitable for use on a UL commercial burglary installation.

This feature is intended to reduce the incidence of false alarms due to exit doors that are left
open after the exit delay has expired. If this feature is enabled in program field 1*20, the
following will occur:

At the end of the exit delay, if a door is left open or an interior zone is faulted, the system will
start the entry delay period, and will sound the bell(s), siren(s) and keypad sounders for the
duration of entry delay. This gives the user time to re-enter the premises and disarm the
system before exit error occurs.

If the user does not re-enter the premises and disarm the system, the system will bypass the
faulted entry/exit and/or interior zone(s). The rest of the system will be armed. In addition,
the following dialer reports will be sent to the central station if programmed:

e Exit Error by User (not sent if using ADEMCO High Speed format)
e Exit Error by Zone (Sent as regular alarm if using ADEMCO High Speed format)
¢ Bypass reports
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Recent Close Report

Another report, designed to notify the central station that an alarm has occurred within 5
minutes of arming, is called the Recent Close report. This report, as well as the Exit Error
reports, are programmed in Report Code Programming Mode in #93 Menu Mode

Exit Delay Reset

UL

This feature is not suitable for use on a UL commercial burglary installation.

This feature is designed to allow an operator to re-enter the premises to retrieve a forgotten
item without triggering an alarm. This feature is enabled in program field 1*21, and works
in the following way:

When the panel is armed, the normal exit delay begins. After the user exits and the door
closes, the exit delay time is reset to 60 seconds. If, within this 60-second period, the entry
door is re-opened, the panel will restart the exit delay sequence using the programmed exit
delay time. This feature will only be activated once after arming.

Cross Zoning

UL

This feature is not suitable for use on a UL commercial burglary installation.

The Cross-Zoning feature is designed so that a combination of two zones must be faulted
within a 5-minute period of each other to cause an alarm on either zone. This prevents
momentary faults from one of the zones causing an alarm condition. You can select four
"sets" of cross-zones, keeping in mind the following:

» Both must protect the same area.
» Both must be in the same partition.

» Afire zone must only be crossed to another fire zone protecting the same physical area
(see warning below).

Note: The four sets of cross-zones are programmed in data fields 1*22, 1*23, 1*24, and 1*25.

DO NOT cross-zone a fire zone with a burglary zone under any circumstance. A fire zone must
only be crossed to another fire zone and BOTH must be protecting the same physical area (no
walls or partitions separating them). Consult NFPA 72 standard for exact spacing requirements.
As a guideline, we recommend that spacing between fire cross-zones be no farther than 30 ft.




Section 3 — False Alarm Reduction Features

Conditions That Affect Cross-Zone Operation

1. In the event of a continuous fault (lasting at least 5 minutes) on one of the paired zones, a
fault on the second zone will cause an alarm immediately.

2. If one of the zones in a pair is bypassed or has a zone response type set to 0, the cross-
zoning feature will not apply.

3. If an entry/exit zone is paired with an interior follower zone, be sure to enter the
entry/exit zone as the first zone of the pair. This will ensure that the entry delay time is
started before the follower zone is processed.

4. If arelay is programmed to activate on a fault of one of the zones, the relay will activate
without the other zone being faulted.

5. If arelay is programmed to activate on either an alarm or trouble, both zones must trip
before the relay will activate, and both zones must restore for the relay to deactivate (if
relay is programmed to deactivate on a Zone List Restore).

Call Waiting Defeat Logic

Although this option does not directly prevent false alarms, it may prevent the central
station from taking action on a potential false alarm. After the panel's initial call to report
the alarm, the panel may attempt to make an additional call, perhaps for a cancel or a zone
restoral. If Call Waiting is not defeated, an operator at the central station attempting to
contact the premises (to verify whether the alarm is valid) would hear the phone ringing
indefinitely and have to dispatch on the call.

This option, enabled in program field 1*42, attempts to defeat Call Waiting on the first
outgoing call attempt to both the primary and secondary numbers. It does this by dialing a
special sequence preceding the phone number (but after the PABX number). The panel will
dial *70 if using TouchTone and 1170 if using rotary.

The panel does not attempt to defeat Call Waiting on each call attempt because the phone
company may not complete the call if the sequence is dialed on a phone line that does not have
Call Waiting.
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SECTION 4

Installing The Control

In This Section

¢ Mounting the Control Cabinet

¢ Installing the Cabinet Lock

¢ Grade A Mercantile Premises Listing

¢ Grade A Mercantile Safe and Vault Listing
¢ Installing the Control’s Circuit Board

¢ Connecting the AC Transformer and Battery

¢ Panel Earth Ground Connections

Mounting the Control Cabinet

* Mount the control cabinet to a sturdy wall using fasteners or anchors (not supplied) in a
clean, dry area which is not readily accessible to the general public. The back of the

control cabinet has 4 holes for this purpose.

« Before mounting the circuit board, remove the metal knockouts for the wiring entry that
you will be using. DO NOT ATTEMPT TO REMOVE THE KNOCKOUTS AFTER THE

CIRCUIT BOARD HAS BEEN INSTALLED.

Installing the Cabinet Lock

Use an ADEMCO No. N6277 Cam Lock and No. P3422-2 Clip for universal commercial

cabinets.

1. Insert the key into the lock. Position
the lock in the hole making certain
that the latch will make contact
with the latch bracket when the door
is closed.

2. While holding the lock steady, insert
the retainer clip into the retainer
slots.

~ RETAINER CLIP
(NOTE POSITION)

RETAINER
SLOTS

RETAINER
'@b cupP
\\ I
\
|\

UNLOCKED

CABINET DOOR BOTTOM

\

Figure 4-1: Installing the Lock
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U L For UL installations which are intended to provide certificated burglary service, refer to the
special requirements and Figure 4-2 Cabinet Attack Resistance Considerations.

Grade A Mercantile Premises Listing

The panel door must be supervised. Mount the clip-on tamper switch (supplied) to the
cabinet's right side wall as shown in the diagram below, and wire it to zone 6.

Use a bell with a tamper-protected housing such as the ADEMCO AB12. The bell
housing's tamper switch and inner tamper linings must also be wired to zone 6.

Assign zone 6 to a burglary partition. Program it for day trouble/night alarm (zone type
5) when only one burglary partition is used. Program it for 24-hr. audible alarm (zone
type 7) when more than one burglary partition is used. Enable the Zone 6 Alternate
Tamper Function (program field 3*17).

All wiring between the bell and panel must be run in conduit. Remaining wires do not
need to be run in conduit.

All wiring not run in conduit must exit from the knockout openings on the bottom or back
of the cabinet.

All unused knockouts must be plugged using the disc plugs and carriage bolts (supplied),
as indicated in the diagram below.

Fasten the cabinet door to the cabinet backbox using the 18 one-inch-long Phillips-head
screws (supplied) after all wiring, programming and checkout procedures have been
completed.

CABINET ATTACK RESISTANCE CONSIDERATIONS
(Shows typical local Grade A listing installation)

RUN BELL WIRES

IN CONDUIT PLUG THIS
KNOCK-OUT
| CLIP-ON DOOR
= TAMPER SWITCH
R
O ccom O« | casiner
-
peB MOUNTING HOLE
(4 PLACES)
PLUG THIS PLUG THIS
knockour™ [Of @ ® |0} knock-our
TO PLUG AN UNUSED KNOCKOUT OPENING, REMOVE KNOCKOUT AND
INSTALL A PAIR OF DISC PLUGS AND A CARRIAGE BOLT AS SHOWN:
) o
= = DISC PLUGS (DIMPLES IN DISC
PLUG SHOULD REGISTER INSIDE
KNOCK-OUT
N 1 Kot " KNOCK-OUT OPENING
PLUG THIS RUN ALL REMAINING
KNOCK-OUT WIRES THRU HERE CARRIAGE BOLT
HEX NUT AND
SR haNER “——— CABINET SIDEWALL

(OUTSIDE)

Figure 4-2. Cabinet Attack Resistance Considerations
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Grade A Mercantile Safe and Vault Listing

Follow the instructions given above for Mercantile Premises listing.

Mount a shock sensor such as Sentrol No. 5402 to the control's backbox. Follow the
manufacturer's instructions for proper sensor mounting. This sensor must also be wired
to zone 6.

For safe and vault applications, a UL Listed contact must be used inside the cabinet
through one of the knockouts for pry-off tamper purposes. This sensor must also be
wired to zone 6.

Installing the Control's Circuit Board

Refer to Figure 4-3 when mounting the PC board.

Hang the three mounting clips on the raised cabinet tabs. Make sure the clip orientation
is exactly as shown in the diagram to avoid damage to the clip when the mounting screws
are tightened. This will also avoid problems with insertion and removal of the PC board.

Insert the top of the circuit board into the slots at the top of the cabinet. Make certain
that the board rests in the slots as indicated.

Swing the base of the board into the mounting clips and secure the board to the cabinet
with the accompanying screws.

Make certain that the mounting screws are tight. This ensures that there is a good ground
connection between the PC board and the cabinet. Also, dress field wiring away from the
microprocessor (center) section of the PC board. Use the 2 loops on the left and right sidewalls of
the cabinet for anchoring field wiring using tie wraps. These steps are important to minimize the
risk of panel RF interference with television reception.

DETAIL A

SIDE VIEW OF
BOARD INSERTED
INTO SLOTS

DETAIL B
SIDE VIEW OF SHORT
MOUNTING CLIPS

Figure 4-3. Mounting the PC Board
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Connecting the AC Transformer and Battery

This product uses the 1451 Transformer, which must be hardwired into the premises’
electrical system. Therefore, we recommend wiring all zones and expansion modules
according to each section's instructions before powering up the system for programming and
testing. Refer to the Final Power-Up Procedure section for specific instructions on how to
connect the transformer and backup battery.

If desired, you can wire, program, and test each section individually by powering up
temporarily for programming and testing each section before final power-up.

Refer to the Final Power-Up Procedure section for battery standby calculations and battery
selection table.

Panel Earth Ground Connections

1. Connect the earth ground post inside the 1451 enclosure to a good earth ground (use
grounding methods specified in the National Electric Code).

2. Use a green nut (supplied) to secure the wire to the ground post. The earth ground wire
should be the only wire under this nut.

3. Run a 16AWG wire from this post to the panel’s earth ground terminal (terminal 30).
Use a second green nut (supplied) to secure this wire to the ground post. This method of
connection avoids ground loops that may occur when the 1451 and panel are connected to
different earth ground systems.

The panel requires this connection in order for its lightning transient protection devices and earth
ground supervision to function properly.
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In This Section

SECTION 5

Installing The Keypads

¢ Keypads That May Be Used

¢ Wiring to the Keypads

¢ Using a Supplementary Power Supply to Power Additional Keypads

¢ Mounting the Keypads

¢ Addressing the Keypads/Preliminary Checkout Procedure

Keypads That May Be Used

2-line alpha display: 6139 (gray) or 6139R (red) (check with local AHJ for approval of
keypad color)

Up to 16 addressable keypads may be used in the system, independent of auxiliary power
considerations (you may need to use an auxiliary power supply if the 1-amp aux. output
is exceeded)

Wiring to the Keypads

Determine wire gauge by referring to the wiring length/gauge chart below.

Wire keypads to a single wire run or connect individual keypads to separate wire runs.
The maximum wire run length from the control to a keypad, which is homerun back to
the control must not exceed the lengths listed in the table.

Wire Run Length Table

Wire Gauge | Length

#22 gauge 450 feet

#20 gauge 700 feet

#18 gauge 1100 feet

#16 gauge 1750 feet

The length of all wire runs combined must not exceed 2000 feet when unshielded quad
conductor cable is used (1000 feet if unshielded cable is run in conduit or if shielded cable is
used).

If more than one keypad is wired to a run, then the above maximum lengths must be divided
by the number of keypads on the run (e.g., the maximum length is 225 feet if two keypads are
wired on a #22 gauge run).
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3. Run field wiring from the control to the keypads (using standard 4-conductor cable of the
wire gauge determined in step 1).

4. If using only one keypad, it may be connected to either Keypad Port 1 or 2, and must be
mounted on, or within 3 ft. of, the cabinet. If using multiple keypads, connect one to
Keypad Port 2 and mount it on, or within 3 ft. of, the cabinet. Set the main keypad to an
address of 00. (This address cannot be disabled in programming.) Additional keypads
can be mounted where desired, and must be connected to Keypad Port 1 terminals (11,
12, 13, 14), as shown in Figure 5-1. The keypad on Port 2 is electrically isolated from
those on Port 1 and will continue to function even if wiring problems prevent the other
keypads from working properly.

BLACK

@ RED
@

KEYPADS
GREEN

. YELLOW

CONTROL
TERMINALS

Figure 5-1: Keypad Connections To Keypad Port 1.

Using a Supplementary Power Supply to Power Additional Keypads

The control provides 1 amp of auxiliary standby power for powering keypads and other
devices from the auxiliary power output. Aside from this, the control can support up to 16
peripheral devices (keypads, RF receivers, relay modules, etc.). The backup battery will
supply power to these devices in the event that AC power is lost. A 1-amp load requires a
34.4 AH battery (see the Final Power-Up Procedure section for more information).

When the control’s auxiliary power load for all devices exceeds 1 amp, you can power
additional keypads from a regulated, 12VDC power supply (e.g., Alarm-Saf Model AS/PS5-
BFS-12-UL). Use a UL Listed, battery-backed supply for UL installations.

Connect the additional keypads as shown in Figure 5-2, using the keypad wire colors shown.
Be sure to observe the current ratings for the power supply used.

1. Make connections directly to the screw terminals as shown in Figure 5-2. Make no connection
to the keypad blue wire (if present).

2. Be sure to connect the negative () terminal on the power supply unit to terminal 12 (AUX —)
on the control.
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SUPPLEMENTARY COMMUNICATOR

POWER SUPPLY TERMINAL STRIP
+ pl

Q AUX AUX. DATA DATA

+ - IN  OuT

1 12 13 14

w| IMPORTANT:
X| MAKE CONNECTIONS

2| DIRECTLY TO SCREW
| TERMINALS AS SHOWN.

>
[a)
<
a
>
w
X
o
4

IMPORTANT:

Make connections directly to screw
terminals. Make no connection to
the keypad blue wire (if present).

TO KEYPAD GRN WIRE K

TO KEYPAD YEL WIRE

TO KEYPAD RED WIRE [ [
TO KEYPAD BLK WIRE [

TO KEYPAD RED WIRE
TO KEYPAD BLK WIRE
TO KEYPAD GRN WIRE

Figure 5-2: Using a Supplementary Power Supply for Keypads

Mounting the Keypads
Mount the keypads at a height that is convenient for the user. Refer to the instructions
provided with the keypad for mounting procedure.

You can either surface-mount or flush-mount keypads (using the 6139TRK Trim Ring Kit).
Refer to the mounting instructions and template included with the keypad and/or trim ring
kit for specific information.

Addressing the Keypads/Preliminary Checkout Procedure
If you want to check that the system is working before connecting field wiring from zones and
devices, do the following:

1. Temporarily connect a 2000-ohm end-of-line resistor across each of the basic hardwire
Zones 1-8, as shown in the Summary of Connections diagram. Without actual zone
wiring or EOL resistors connected, the keypads will not display the “READY” message.

2. Power up the system temporarily.

The keypads will not operate until they are physically addressed and enabled in the system's
Device Programming in the #93 Menu Mode.

3. Set each keypad to an individual address (00-30) according to the keypad's instructions.
Set an alpha keypad for address 00 and other keypads for higher addresses (00 and 01
are enabled in the system's default program). Any keypads set for address 02 and above
will appear blank until they are enabled in the system's program. Each keypad must be
set for a different address.

Keypads set to the Nonaddressable Mode (address 31) will interfere with other keypads (as
well as other devices) connected to the keypad terminals.

4. After addresses are set, the green READY LED should light, and the words
“DISARMED...READY TO ARM?” should be displayed on keypads set to addresses 00,
and 01.
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5. If the “READY” message does not appear on any of the keypads in the system (in either
of the partitions), or a “NOT READY” message is displayed, check the keypad wiring
connections. Make sure each of the 8 basic hardwired zones has a 2000-ohm resistor
connected across its terminals.

6. When the proper “READY” message is displayed on the keypad(s) addressed at 00, and
01, the system is functioning properly.

7. Do not remove the EOL resistors until you are ready to make connections to the
hardwired zones, to allow for testing (described later in the manual).

If an “OC” or “OPEN CIRCUIT” message is present on the keypad, data from the control is not
reaching the keypad. Please check your wiring.
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In This Section

SECTION 6

Basic Hardwired Zones 001-008

¢ Common Characteristics of Hardwired Zones 1-8

¢ Wiring Burglary and Panic Devices to Zones 1-8

¢ Wiring 2-Wire Smoke Detectors to Zones 1 and 2

¢ Compatible 2-Wire Smoke Detectors

¢ Wiring 4-Wire Smoke Detectors to Zones 1-8

¢ Compatible 4-Wire Smoke Detectors

¢ Fire Alarm Verification for Smoke Detectors

¢ Zone 6 Tamper Configuration

¢ Wiring 2-Wire Latching Glassbreak Detectors to Zone 8

¢ Compatible Glassbreak Detectors

¢ Checkout Procedure for Hardwired Zones

Common Characteristics of Hardwired Zones 1-8

EOLR supervision (optional for zones 3-8) supporting N.O. or N.C. sensors (EOLR
supervision required for fire and UL Burglary installations)

Individually assignable to one of 8 partitions
Up to 16 2-wire smoke detectors each on zones 1 and 2 (32 total)

4-wire smoke or heat detectors on zones 1-8 (power to 4-wire smoke detectors must be
supervised with an EOL device)

Up to 50 2-wire latching glassbreak detectors on zone 8
Individually assignable to bell outputs and/or aux. relay

Wiring Burglary and Panic Devices to Zones 1-8

Connect sensors/contacts to the hardwire zone terminals (15 through 27).

Connect N.C. devices in series with the high (+) side of the loop. The 2K EOL resistor
must be connected in series with the devices, following the last device.

Connect N.O. devices in parallel (across) the loop. The 2K EOL resistor must be
connected across the loop wires at the last device.

The maximum zone resistance is 100 ohms for zones 1, 2 and 8, and 300 ohms for all other zones
(excluding the 2K EOL resistor).
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Wiring 2-Wire Smoke Detectors to Zones 1 and 2

Zones 1 and 2 have the added capability of supporting 2-wire smoke detectors. Each zone
provides enough standby current (2 mA) to power up to sixteen of the smoke detectors listed
below. Each zone provides only enough alarm current (20 mA) to power one smoke
detector in the alarmed state. When assigned zone type 9 or 16, the second entry of a
User Code + OFF sequence at a keypad will interrupt power to these zones to allow detectors
to be reset following an alarm.

1. Connect 2-wire smoke detectors across zone 1 and/or zone 2 terminals (15 through 18) as
shown in Figure 6-1. Observe proper polarity when connecting the detectors.

2. If EOL resistors are presently connected across zone 1 and zone 2 terminals, remove
them. The EOL resistors must be connected across the loop wires of each zone
at the last detector.

2K EOLR resistors must be used on fire zones (standard, discrete 2K EOLR resistors may be
used on burglary and panic zones) and must be connected across the loop wires of each zone at
the last detector.

The alarm current provided by zones 1 and 2 will support only one smoke detector each in the
alarmed state.

2-WIRE SMOKE
DETECTOR

d7103
SINHO 0002
ZONE 1

NV
®)
@)

24

Figure 6-1: 2-Wire Smoke Detector Connected to Zone 1 [can also be

connected to Zone 2, terminals 17(+) and 18(-)].
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Compatible 2-Wire Smoke Detectors

You may use up to 16 2-wire smoke detectors each on zones 1 and 2 listed in the table below.

DETECTOR TYPE

DEVICE MODEL #

DETECTOR TYPE

DEVICE MODEL #

Photoelectric, direct wire

System Sensor 2400

Photoelectric duct detect.
w/DH400 base

System Sensor 2451

Photoelectric w/heat
sensor, direct wire

System Sensor
2400TH

lonization duct detector
w/DH400 base

System Sensor
1451DH

Photoelectric w/B401B
base

System Sensor 2451

lonization, direct wire

System Sensor 1100

Photoelectric w/heat
sensor and B401B base

System Sensor
2451TH

lonization w/B110LP base

System Sensor 1151

lonization, direct wire

System Sensor 1400

Photoelectric, direct wire

System Sensor 2100

lonization w/B401B base

System Sensor 1451

Photoelectric w/heat sensor,
direct wire

System Sensor 2100T

Photoelectric duct detect.

w/DHA400 base

System Sensor 2451

Photoelectric w/B110LP base

System Sensor 2151

UL

These smoke detectors are UL Listed for use with the VISTA-128FB and are the only 2-wire
smoke detectors that may be used.

Wiring 4-Wire Smoke Detectors to Zones 1-8

When programmed for fire warning usage, all zones can monitor 4-wire smoke detectors
(zone types 9, 16), N.O. fire alarm initiating devices (zone types 9, 17), or N.O. sprinkler
system supervisory devices (zone type 18).

You may use as many 4-wire smoke detectors as can be powered from the panel's Auxiliary
Power 1 output without exceeding the output's rating (see the Final Power-Up Procedure

UL

section for auxiliary power ratings).

Auxiliary power to 4-wire smoke detectors is not automatically reset after an alarm, and therefore
must be momentarily interrupted using the built-in auxiliary relay as described below. This allows
the detectors to be reset via the second entry of a User Code + OFF sequence. Field 3*61 Aux
Relay Function must be programmed as a 2.

1. Connect 12-volt power for the detectors as follows: Wire the [+] side of Auxiliary Power
(Terminal 10) to the N.C. contact of the Aux. Relay (Terminal 9). Wire the Pole of the
Aux Relay (Terminal 8) to the [+] Power side of the smoke detector. Connect the [-] side
of the smoke detector to [-] Aux. Power (Terminal 12). Observe proper polarity when
connecting detectors (see Figure 6-2).

Power to 4-wire smoke detectors must be supervised with an EOL device (use a System Sensor
A77-716B EOL Relay Module connected as shown in Figure 6-2).
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/ AUXILIARY RELAY

+

POLE 8

o

@

Keypad Prt 1 @

« Lol

Aux. Pwr 1 T

CONTROL
PANEL

ZONE @

TERMINALS

(15-27) @

\ / = [T
EOL
4-WIRE SMOKE o~ POWER
DETECTORS N SUPERVISION
4 + \ RELAY
S MODULE
A N
) AT7-716B
B S‘: SHOWN POWERED.
RELAY OPENS WHEN
\ POWER IS LOST.
N 20000
EOLR
¢N

HEAT
DETECTOR

Figure 6-2: 4-Wire Smoke Detector Connections (Zones 1-8)

2. Connect detectors (including heat detectors, if used) across terminals of the zone selected.
See Figure 6-2. All detectors must be wired in parallel. Remove the 2000-ohm EOL
resistor if connected across the selected zone terminals. You must connect the EOL
resistor across the loop wires at the last detector.

Compatible 4-Wire Smoke Detectors

Use any UL Listed 4-wire smoke detector which is rated for 10-14VDC operation and which
has alarm reset time not exceeding 6 seconds. Some compatible 4-wire smoke detectors are

listed below.

Photoelectric, direct wire

System Sensor 2412

Photoelectric w/heat sensor, direct wire

System Sensor 2412TH

lonization, direct wire

System Sensor 1412

Fire Alarm Verification for Smoke Detectors

This feature applies to any hardwired or polling loop fire zone set to zone type 16. For 4-wire
smoke detectors, the power must be interrupted by the system's auxiliary relay (field 3*61 =
2). The control panel will “verify” any alarm by resetting the smoke detectors after the first
alarm trigger, and then waiting 90 seconds for a second alarm trigger. If the smoke detector
or thermostat does not trigger again, the control will disregard the first trigger, and no alarm
signal will occur. This feature eliminates false alarms due to electrical or physical transients.

Zone 6 Tamper Configuration

Zone 6 may be used as a tamper loop for the VISTA-128FB Cabinet Door Tamper Switch and
for the ADEMCO AB12 Grade A Burglary Bell Box Tamper Switches and Tamper Liner.
The bell housing's tamper switch and inner tamper linings must also be wired to zone 6.




Section 6 - Basic Hardwired Zones 001-008

Assign zone 6 to a burglary partition. Program it for day trouble/night alarm (zone type 5)
when only one burglary partition is used. Program it for 24-hr. audible alarm (zone type 7)
when more than one burglary partition is used. Enable the Zone 6 Alternate Tamper
Function (program field 3*17).

When set in this manner, the zone will trigger a trouble when the panel is disarmed and an
alarm when the panel is armed, when the zone senses either an open or a short, or when an
earth ground fault caused by drilling through the AB12 housing is detected. See the
External Sounders section, for information on AB12 bell wiring.

Wiring 2-Wire Latching Glassbreak Detectors To Zone 8

Use zone 8 for connection of compatible 2-wire latching-type glassbreak detectors. Wire as
follows:

1. Connect all detectors in parallel across zone 8 (terminals 26 and 27). See Figure 6-3.

Remove the 2000-ohm EOL resistor if connected across the selected zone terminals. You must
connect the EOL resistor across the loop wires at the last detector.

GLASSBREAK
DETECTOR
ZONE
2000 ONES 57 ()
OHMS
EOLR

LATCHING TYPE GLASS
BREAK DETECTOR LOOP

2 )

30 O3

Figure 6-3: Wiring Latching Glassbreak Detectors to Zone 8

After an alarm, the first code + OFF turns off the siren and disarms the system; the second
code + OFF clears the memory of alarm and resets the glassbreak detector.

Compatible Glassbreak Detectors

Use detectors that meet the following ratings:

Standby Voltage: 5vVDC-13.8vDC

Standby Resistance: | Greater than 20k chms (equivalent
resistance of all detectors in parallel)

Alarm Resistance: Less than 1.1k ohms (see note below)
Alarm Current: 2mA-10mA
Reset Time: Less than 6 seconds

The IEI 735L Series detectors have been tested and found to be compatible with these
ratings. You can use up to 50 IEI 735L Detectors connected in parallel.
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1.

The alarm current provided by zone 8 will support only one glassbreak detector in the alarmed
state.

Do not use other N.O. or N.C. contacts when using glassbreak detectors on zone 8. Other
contacts may prevent proper glass break detector operation.

You can use detectors which exceed 1.1k ohms in alarm, provided they maintain a voltage
drop of less than 3.8 volts in alarm.

Checkout Procedure for Hardwired Zones

After installation of all hardwired zones is complete, each partition of the security system
should be checked as follows:

1.

Make certain that all devices and sensors connected to the hardwired zones are not in a
faulted state. Doors and windows with contacts should be closed, PIRs should be covered
(use a cloth to mask them temporarily, if necessary).

With all hardwired zones intact, the alpha keypads connected to the system should
display:

DISARMED
READY TO ARM.

If the following is displayed instead, press the [[] key to display the faulted zone(s).

DISARMED Press [0
to show faults

Restore any faulted zone(s) as necessary (also make sure that you have connected a 2000-
ohm EOL resistor across the terminals of unused zones). When the
“DISARMED...READY TO ARM” message is displayed, you can proceed to the next step.

Fault and then restore every contact or sensor on each zone individually to ensure that it
is being monitored by the system. Each time a zone is faulted, the keypads in the
partition to which the zone is assigned should display the number of the faulted zone.
Tripping fire and panic zones will cause external sounders to sound and may
trigger the dialer. When each zone is restored, the “READY TO ARM” message should
appear again.

If a zone or zones are not displayed at the correct partition's keypad(s), check both keypad and
zone programming to verify the correct partition assignment.

When you get the proper displays on the keypad(s), the hardwired zones in the system are
functioning properly.

4. Power down and continue to the next section.
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SECTION 7

2-Wire Polling Loop Expansion
(Zones 009 - 128)

In This Section

¢ Polling Loop Overview

¢ Common Characteristics of Polling Loop Zones
¢ Wiring/Addressing RPM Devices

¢ Polling Loop Supervision

¢ Checkout Procedure for Polling Loop Zones

¢ Compatible Polling Loop Devices

Polling Loop Overview

You can expand the system from the basic 8 zones to up to 128 zones using the built-in 2-
wire polling loop. Each device that is connected to the polling loop has the capability to
communicate with the panel about its status. These devices are called RPMs (Remote Point
Modules). The polling loop provides both power and data to the RPM zones, and is
constantly monitoring the status of all zones enabled on the loop. The maximum current
draw of all devices on the polling loop cannot total more than 128mA (unless using a 4297
Polling Loop Extender Module).

Refer to the list of compatible devices at the end of this section.

Common Characteristics of Polling Loop Zones

Polling loop zones have the following characteristics:

e Must use RPM (Remote Point Module) devices

»  Supervised by control panel

* Individually assignable to one of 8 partitions

» Individually assignable to bell outputs and/or aux. relay

* Polling loop smoke detector LED will latch on the first detector to go into alarm. Clearing
alarm memory clears the latched LED.

* Polling loop smoke detector LED periodically flashes to indicate communication with the
control.
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Wiring/Addressing RPM Devices

All devices on the polling loop must be wired in parallel to the [+] and [-] polling loop
terminals of the control panel (28 and 29). You can wire from device to device, or have
multiple branches connected directly to the control panel in a star configuration, as shown in
Figure 7-1.

Although each polling loop device is wired in parallel, each device has its own unique zone
number (or group of zones if it is a zone expansion device). On some devices, this is
determined by the setting of DIP switches. Other devices have a built-in unique serial
number which must be enrolled into the control as the zone number desired. Set up the
polling loop as follows:

1. Run wires to each device on the polling loop. No individual wire run may exceed the
lengths given in the table to follow. In addition, no more than 64mA may be drawn on
any individual wire run. When a star configuration is used, the total length of all wire
runs combined cannot exceed 4000 ft (2000 ft. if using unshielded wire in conduit or
shielded wire). Twisted-pair is recommended for all normal wire runs.

Maximum Polling Loop Wire Runs

Wire Gauge Max. Length
#22 gauge 650 feet

#20 gauge 950 feet

#18 gauge 1500 feet

#16 gauge 2400 feet

When running polling loop wires, they must not be run within 6" of AC power, telephone, or
intercom wiring. Since the polling loop is carrying data between the control panel and the
devices, interference on this loop can cause an interruption of this communication. The polling
loop can also cause outgoing interference on the intercom or phone lines. If this spacing cannot
be achieved, shielded wire must be used. (Note that the maximum total wire length supported is
cut in half when shielded wire is used.)

2. Wire each device to the polling loop, making sure to use correct polarity when making
connections (refer to the device's instructions). If you are using serial number
devices, and intend to have the control enroll each serial number
automatically, wire no more than 25 of these devices to the control at a time.
Then power up and program them (as described in Zone Programming of the #93 Menu
Mode Programming section) before connecting the next 25. Leave previously enrolled
devices connected.

3. If you intend to manually enter the serial numbers through the keypad or through
V-LINK or Compass downloading software, all the devices may be connected before
powering up to program.

4. Note the polling loop devices that have DIP switches on them. Set each device's DIP
switches for the zone number you are assigning it. Refer to the device's instructions or
the DIP Switch Tables at the end of this manual when setting addresses.

Certain polling loop devices, such as the 4193SN and 4191SN, do not have DIP switches.
Instead, they have embedded serial numbers which must be "enrolled” by the control
during Zone Programming in the #93 Menu Mode.
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Section 7 - 2-Wire Polling Loop Expansion

Certain polling loop devices have a DIP switch which can be used either to select the device's
zone number or to select the enrolling of a unique, embedded serial number by the control panel.
When used with VISTA-128FB, these devices must be set for the serial number mode of
operation.

BASIC POLLING LOOP CONNECTIONS

BUILT-IN POLLING LOOP

2 WIRE RUNS SHOWN IN
A STAR CONFIGURATION

Figure 7-1: Polling Loop Connections

The 4297 Polling Loop Extender may be used to provide additional polling loop current, to
extend the polling loop wire run length, and/or to provide individual electrically isolated
polling loops. Refer to Figures 7-2a and 7-2b, to follow.

DO NOT use the 4197 Polling Loop Extender module with the VISTA-128FB.

Be sure to include the total current drawn on the polling loop when figuring the total auxiliary load
on the panel's power supply (use the Auxiliary Current Draw Worksheet in the Final Power-Up
Procedure section
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Notes:

- Do not use the 4197 module with VISTA-128FB.

- Refer to 4297 instructions for more detailed installation information.
The limits shown below supercede the limits described in the 4297 instructions.
- Do not connect 4297 modules in series.

CONTROL
PANEL

Input Polling Loop

Extension Polling Loop

4297

MODULE Eoul - - -

Input Loop Limits:

Extension Loop Limits:

- 128mA max. No more than 64mA
on any individual wire run.
- No individual wire run may exceed:

- Same as for the input polling loop.

Gauge Length Combined Input and Extension Polling Loop Limits:
#22 650 ft. - No more than 120 devices combined.
#20 950 ft. - Total length of all wire runs on all loops combined can-
#18 1500 ft. not exceed 6400 ft. (3200 ft. if using unshielded wire in
#16 2400 ft. conduit or shielded wire)

- Total length of all wire runs combined cannot
exceed 4000 ft. (2000 ft. if using unshielded
wire in conduit or shielded wire).

Figure 7-2a: Polling Loop Connections Using One 4297 Extender Module

Notes: - Do not use 4197 module with VISTA-128FB.
- Refer to 4297 instructions for more detailed installation information.
The Limits shown below supercede the limits described in the 4297 instructions.
- Do not connect 4297 modules in series.
Extension Loop #1
Input Polling 4297 + i +
Loop
Extension Loop #2
CONTROL
PANEL 4297 S
: Extension Loop #8
4297 -
Input Loop Limits: Extension Loop Limits:

Same as figure 7-2a. Each individual loop has the

same limits as the input loop.

Up to 8 modules may be connected
in parallel. Extension loops will be
electrically isolated if blue jumper
on each 4297 is left in tact.

W—J

Combined Input and Extension Loop Limits:

- No more than 120 devices combined on all loops

- To calculate the maximum wire run allowed on each extension loop:
1. Determine the total wire length of all input loops combined.

2. Subtract this number from 6400 ft. (3200 ft. for shielded cable or
unshielded cable in conduit).

The result is the maximum wire run length for each extension loop.

Figure 7-2b: Polling Loop Connections Using Multiple Extender Modules
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Polling Loop Supervision

A short on the polling loop is indicated by a trouble on its supervisory zone (zone 997), and
reports as a trouble condition only. As such, a polling loop should be assigned either zone
type 05 or type 19 if annunciation as a trouble condition is desired.

If a device on the polling loop fails (the panel cannot "see" that device), the partition or
partitions that use that device will display a trouble condition for all zones associated with
that device. If the panel is armed when a device fails, the zones associated with that device
will cause an alarm on the corresponding partition(s).

A trouble on zone 997 will not prevent a partition from being armed, as long as all polling loop
zones on that partition are bypassed.

Checkout Procedure for Polling Loop Zones

After installation of all polling loop zones is complete, each partition of the security system
should be checked as follows:

1. Be sure that all devices and sensors connected to the polling loop are not in a faulted
state. Doors and windows with contacts should be closed, PIRs should be covered (use a
cloth to mask them temporarily, if necessary).

2. With all hardwired and polling loop zones intact, the alpha keypads connected to the
system should display:

DISARMED
READY TO ARM.

3. If the keypad(s) begins beeping and displays the word "CHECK" or "TRBL" along with a
zone or zone numbers, the system either does not see the displayed zone(s) or the
tamper switches are tripped. Please check your DIP switch settings for the zone(s), your
connections, and/or that the covers for the units with tamper switches are in place. Once
the situation has been corrected, enter the [User Code] + [OFF] sequence twice to clear
the trouble.

4. If the following is displayed, press the [*] key to display the faulted zone(s):

DISARMED Press [
to show faults

5. Restore any faulted zone(s) as necessary. When the “DISARMED...READY TO ARM”
message is displayed, you can proceed to the next step.

6. Fault and then restore every contact or sensor on each zone individually to ensure that it
is being monitored by the system. Each time a zone is faulted, the keypads in the
partition to which the zone is assigned should display the number of the faulted zone.
Tripping fire and panic zones will cause external sounders to sound and may
trigger the dialer. When each zone is restored, the “READY TO ARM” message should
appear again.

If a zone or zones are not displayed at the correct partition's keypad(s), check both keypad and
zone programming to verify the correct partition assignment.
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UL

When you get the proper displays on the keypad(s), the polling loop zones in the system are
functioning properly.

7. Power down and continue to the next section.

» The 4208 must be mounted either inside the VISTA-128FB cabinet or in a separate
enclosure which has a tamper-supervised cover.

+ The 4190WH right loop must not be used, and the left loop must be EOLR-supervised.
. The 4278 Auxiliary Sensor Loop cannot be used.
+ The 4194 is not UL Listed.

e The 4297 must be powered from the VISTA-128FB Auxiliary Power Output or from a UL
Listed supplementary power supply.

+ For commercial fire installations, only the first 6 zones (which utilize 4.7k resistors) on a 4208
Zone Expander may be used. The last two zones may not be used.

Compatible Polling Loop Devices

4208

8-Zone Expander

Accommaodates up to 8 zones via the polling
loop.

DIP switch-programmable.

The first two zones can be either normal or
fast response (DIP switch-selectable).

All zones are EOLR-supervised (first six
zones = 4.7k ohms; last two zones = 30k
ohms), provided with the 4208.

4190WH

2 -Zone Expander

Accommodates up to 2 zones via the polling
loop.

DIP switch-programmable.

The left zone can be EOLR-supervised
(required in UL installations), can accept
either open or closed circuit sensors, and
can be set for fast response.

The right zone is unsupervised and can
accept closed circuit sensors only (cannot
be used in UL installations).

4278

Quad PIR

Quad element PIR with built-in RPM
(connects directly to the polling loop).

DIP switch-programmable.

Includes mirrors for both wide-angle and
curtain/long-range applications.

Features an auxiliary sensor loop that is
nonsupervised and can accept closed circuit
sensors only (cannot be used in UL
installations).
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Compatible Polling Loop Devices (cont’'d)

4275 Dual PIR Dual-element PIR with built-in RPM
(connects directly to the polling loop).

DIP switch-programmable.

Includes mirrors for both wide-angle and
curtain/long-range applications and can
use the 1875PA Pet Alley mirror.
Built-in selectable pulse count capability.

4194 Surface Mount Reed Wide-gap, surface-mounted reed contact

Contact (Wide Gap) with built-in RPM (connects directly to the
polling loop).
DIP switch-programmable.

4297 Extender Module Used to increase the polling loop current
(128mA), to extend the polling loop wire
run length, and/or to provide individual,
electrically isolated loops.

Connects to the polling loop and is powered
from panel's auxiliary power or by a
separate power supply with battery
backup.

4192SD Photoelectric Smoke One-piece photoelectric smoke detector

4192SDM Detector Devices with built-in RPM.

DIP switch-programmable.
4192SDM provides maintenance signals.
4192SDT Photoelectric Smoke One-piece photoelectric smoke detector
4192SDTM Detector w/Heat with 135°F (57°C) heat detector and built-
Detector in RPM.
DIP switch-programmable.
4192SDTM provides maintenance signals.
4192CP lonization Smoke One-piece products of combustion
4192CPM Detector ionization detector with built-in RPM.
DIP switch-programmable.
4192CPM provides maintenance signals.
4939SN-BR Serial Number Compact surface-mount magnetic reed
4939SN-GY Surface Mount contact with built-in RPM.
Reed Contacts Serial Number 1D programmed by control
panel.
4191SN-WH Serial Number Recessed (1/2” dia.) magnetic reed contact
Recessed Reed with built-in RPM.
Contact Serial Number 1D programmed by control
panel.

4959SN Aluminum Overhead 24-inch armored cable

Door Contact Serial Number 1D programmed by control
panel.
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Compatible Polling Loop Devices (cont’'d)

7500 Single Technology Glassbreak detector with built-in RPM.
Glassbreak Detector DIP switch-programmable.
9500 Dual Technology Dual-technology glassbreak detector with
Glassbreak Detector built-in RPM
DIP switch-programmable.
U I— Models 7500 and 9500 Glasshreak Detectors are not UL Listed.
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SECTION 8

Wireless Zone Expansion

In This Section

¢ Common Characteristics of Wireless Zones

¢ Wireless Systems Available

¢ RF System Operation and Supervision

¢ RF System Installation Advisories

¢ Installation and Setup of the 4281/5881 RF Receiver
¢ Installing the 5800TM Module

¢ House ID Sniffer Mode

¢ 5700 Series Transmitter Setup

¢ 5800 Series Transmitter Setup

¢ Checkout Procedure for Wireless Zones

Common Characteristics of Wireless Zones
» Supervised by control panel for check-in signals (except certain non-supervised
transmitters)
» Individually assignable to one of 8 partitions
» Individually assignable to bell outputs and/or aux. relay
» Individually assignable to access points

U Wireless devices may not be used in UL commercial burglary installations. UL Listing of the
I— 5808 Smoke Detector for commercial fire installations is pending.

Wireless Systems Available

The VISTA-128FB supports wireless zones that may be used exclusively or in addition to
hardwire and/or polling loop zones. The system supports two different wireless systems,
which have many similarities, but notable differences in the programming of the
transmitters for each system.
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The following receivers may be used with this system. Each supports the number of zones
shown below:

5700 Series 5800 Series
Recvr Zones Recvr Zones
4281L up to 4 5881L up to 8
4281M up to 8 5881M up to 16
4281H up to 63 5881H up to 128
5881EH | up to 128 (use
w/UL864 installations)

In Canada, 5800 systems must use 5882 Series receivers: 5882L/5882H. Information in this
manual relative to the 5881 Receivers applies as well to the 5882 Receivers. 5881 and 5882
Receivers can all use the same transmitters.

RF System Operation and Supervision

* The receiver responds to status and alarm signals from wireless transmitters (at
345MHz in the USA; 315MHz in Canada) within a nominal range of 200 feet, and relays
this information to the control.

» Each supervised transmitter sends a supervisory signal to the receiver every 70-90
minutes. If, after a programmed interval of time (e.g., 12 hrs), the receiver does not hear
from a particular transmitter, the word “CHECK” or “TRBL” will appear at the
corresponding partition’s keypad(s) accompanied by the zone number in question. The
trouble will not prevent you from arming the panel, but the zone must first be bypassed.

e Zones 988 and 990 are used to supervise the RF reception of receivers 2 and 1,
respectively. The reception is supervised for two conditions.

1. If, within a programmed interval of time (defined by program field 1*30), the receiver
does not hear from any of its transmitters. A “CHECK?” or “TRBL” message will
appear for zones 988 (2™ receiver) or 990 (1¥ receiver) if response type 19 is assigned
to these supervisory zones and if programmed, Contact ID event code 333 is sent to
the central station. This message is an indication that the RF receiver is “deaf.” The
fault may be accompanied by a supervision fault for one or more RF transmitters.

2. If, the receiver has detected a condition that may impede proper RF reception (i.e.,
jamming or other RF interference). The control checks the receiver for this condition
every 45 seconds. A “CHECK” or “TRBL” message will appear for zones 988 (2"
receiver) or 990 (1% receiver) if response type 19 is assigned to these supervisory
zones and if programmed, Contact ID event code 344 is sent to the central station

UL A response type must be programmed for zones 990 (1* receiver) and 988 (2" receiver) if being
used, for UL commercial fire and burglary installations

» The control checks the receiver connections about every 45 seconds. If the panel has lost
communication with the receiver, a “CHECK” or “TRBL” message will appear for the
respective receiver supervisory zone (8 + 2-digit receiver device address; for example,
Device address 05 = supervisory zone 805). Supervisory zones must be programmed for
24-hour trouble (type 19). The “CHECK” or “TRBL” display may be an indication that
the wiring to the receiver is incorrect, or that the DIP switches are not set for the same
address the receiver was assigned to in the control's Device Programming in the #93
Menu Mode.
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» Two identical receivers can be used to provide either a greater area of coverage or
redundant protection.

* Any zone from 1 to 63 can be used as a 5700 Series wireless zone. Any zone from 1 to 128
can be used as a 5800 Series wireless zone, with the exception of zone 64 (reserved for a
wireless keypad).

RF System Installation Advisories
1. Place the receiver in a high, centrally located area for best reception. Do not place it on or
near metal objects. This will decrease the range and/or block transmissions.

2. For maximum range, install the RF receiver at least 10 feet from the control panel or any
keypads to avoid interference from the microprocessors in these units.

3. If dual receivers are used:

A. Both must be at least 10 feet from each other, as well as from the control panel and
remote keypads.

B. Each receiver must be set to a different device address. The receiver set to the lower
address is considered the 1% RF receiver for supervisory purposes.

C. The House IDs must be the same.

D. Using two receivers does not increase the number of transmitters the system can
support (63 zones using 4281H; 128 zones using the 5881H, plus a wireless keypad).

Installation and Setup of the 4281/5881 RF Receivers

1. Mount the receiver. Receivers must be mounted externally to the control and can detect
signals from transmitters within a nominal range of 200 feet. Take this into
consideration when determining mounting location.

2. Connect the receiver’s wire harness to the Keypad 1 terminals (11, 12, 13, 14). Plug the
connector at the other end of the harness into the receiver.

3. Refer to the Installation Instructions provided with the receiver for further installation
procedures regarding antenna mounting, etc.

A ANTENNAS A
f;/ \KJ
INSERT IN
< RIGHT-HAND <P
/ TERMINALS \
| YELLOW . 7O CONTROL'S REMOTE
O RED KEYPAD CONNECTION
8] — [69] BLACK — POINTS. EACH RECEIVER
/ . GREEN MUST BE ON INDIVIDUAL
CIRCUIT = . HOME RUN.
PLUG WIRING
BOARD
somr l OPENING
"\_Iﬂgfé\‘g”“e — INTERFERENCE ~ DIP SWITCH N KNOCKOUT
INDICATOR — AREA FOR
N LED————>@ SURFACE
O O WIRING
E ON¢—>OFF
| ]
] 4| NOTE:
DIPSWITCH POSITION #5 (PRESENT ONLY ON 5881EH) ] ;| SWITCH POSITION
ON: SETS 5881EH FOR USE IN COMMERCIAL FIRE == 5 PRESENT ON
APPLICATIONS (SEE THE RECEIVER'S INSTRUCTIONS). 2| 5881EH ONLY.
OFF: USE IN NON-COMMERCIAL FIRE INSTALLATIONS. | = K

Figure 8-1: 5881 RF Receiver (cover removed)




VISTA-128FB Installation Instructions

4. Set the receiver’'s DIP switches for an address (01-07) which is not being used by another
device (i.e., keypads, relay modules, etc.).

Take note of the address you select for the RF receiver, as this address must be enabled in the
system’s Device Programming in the #93 Menu Mode Programming section).

Installing the 5800TM Module

Installation of this module is necessary only if you are using one or more 5827BD Wireless
Bi-directional keypads.

The 5800TM must be located next to the 4281 or 5881 Receiver (between one and two feet
from the receiver’s antennas). The 5800TM must not be installed within the control cabinet.
Mount the unit using its accompanying mounting bracket.

5800TM Wiring Connections

Connect the 5800TM to the control panel’s keypad connection terminals, using the supplied
connector with flying leads, as follows:

WIRE TERMINAL ON CONTROL
RED (+12VDC) Terminal 11

BLACK (Ground) Terminal 12

GREEN (Data to Control) Terminal 13

YELLOW (Data from Control) Terminal 14

BLUE: Not Used

Cut the red jumper for Address Setting 28; cut the white jumper for Address 29; cut both
jumpers for Address 30.

This address must be enabled in the control's Device Programming as a keypad and th