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The material contained herein is proprietary, privileged, and confidential and owned by FRC 
Internet Products, LLC (“FRC”), its affiliates or its third party licensors. No disclosure 
thereof shall be made to third parties without the express written permission of FRC. 

FRC reserves the right to alter the equipment specifications and descriptions in this 
publication without prior notice. No part of this publication shall be deemed to be part of any 
contract or warranty unless specifically incorporated by reference into such contract or 
warranty. 

 

Trade Names 

FRC®, The Blue Zone®, The BlueZone™, CPEMax™, BSMax™ and/or other products 
and/or services referenced here in are either registered trademarks or service marks of FRC 
Group. 

All other names are or may be the trademarks of their respective owners. “WiMAX Forum” 
is a registered trademark of the WiMAX Forum. “WiMAX,” the 

WiMAX Forum logo, “WiMAX Forum Certified,” and the WiMAX Forum Certified logo 
are trademarks of the WiMAX Forum. 

 

Statement of Conditions 

The information contained in this manual is subject to change without notice. 

FRC shall not be liable for errors contained herein or for incidental or consequential damages 
in connection with the furnishing, performance, or use of this manual or equipment supplied 
with it. 

 

Warranties and Disclaimers 

All FRC products purchased from FRC or through any of FRC's authorized resellers are 
subject to the following warranty and product liability terms and conditions. 

 

Exclusive Warranty 

(a) FRC warrants that the Product hardware it supplies and the tangible media on which any 
software is installed, under normal use and conditions, will be free from significant defects in 
materials and workmanship for a period of twelve (12) months from the date of shipment of a 
given Product to Purchaser (the "Warranty Period"). FRC will, at its sole option and as 
Purchaser's sole remedy, repair or replace any defective Product in accordance with FRC' 
standard R&R procedure. 
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(b) With respect to the Firmware, FRC warrants the correct functionality according to the 
attached documentation, for a period of twelve (12) month from invoice date (the "Warranty 
Period")". During the Warranty Period, FRC may release to its Customers firmware updates, 
which include additional performance improvements and/or bug fixes, upon availability (the 
"Warranty"). Bug fixes, temporary patches and/or workarounds may be supplied as Firmware 
updates. 

Additional hardware, if required, to install or use Firmware updates must be purchased by the 
Customer. FRC will be obligated to support solely the two (2) most recent Software major 
releases. 

FRC SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND 
EXAMINATION DISCLOSE THAT THE ALLEGED DEFECT IN THE PRODUCT 

DOES NOT EXIST OR WAS CAUSED BY PURCHASER'S OR ANY THIRD PERSON'S 
MISUSE, NEGLIGENCE, IMPROPER INSTALLATION OR IMPROPER TESTING, 
UNAUTHORIZED ATTEMPTS TO REPAIR, OR ANY OTHER CAUSE BEYOND THE 
RANGE OF THE INTENDED USE, OR BY ACCIDENT, FIRE, LIGHTNING OR OTHER 
HAZARD. 

Disclaimer 

 

(a) The Software is sold on an "AS IS" basis. FRC, its affiliates or its licensors 

MAKE NO WARRANTIES, WHATSOEVER, WHETHER EXPRESS OR IMPLIED, 
WITH RESPECT TO THE SOFTWARE AND THE ACCOMPANYING 

DOCUMENTATION FRC SPECIFICALLY DISCLAIMS ALL IMPLIED WARRANTIES 
OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE AND NON-
INFRINGEMENT WITH RESPECT TO THE SOFTWARE. 

UNITS OF PRODUCT (INCLUDING ALL THE SOFTWARE) DELIVERED TO 

PURCHASER HEREUNDER ARE NOT FAULT-TOLERANT AND ARE NOT 

DESIGNED, MANUFACTURED OR INTENDED FOR USE OR RESALE IN 
APPLICATIONS WHERE THE FAILURE, MALFUNCTION OR INACCURACY OF 
PRODUCTS CARRIES A RISK OF DEATH OR BODILY INJURY OR SEVERE 
PHYSICAL OR ENVIRONMENTAL DAMAGE ("HIGH RISK ACTIVITIES"). HIGH 
RISK ACTIVITIES MAY INCLUDE, BUT ARE NOT LIMITED TO, USE AS PART OF 
ON-LINE CONTROL SYSTEMS IN HAZARDOUS ENVIRONMENTS REQUIRING 
FAIL-SAFE PERFORMANCE, SUCH AS IN THE OPERATION OF NUCLEAR 
FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION SYSTEMS, AIR 
TRAFFIC CONTROL, LIFE SUPPORT MACHINES, WEAPONS SYSTEMS OR OTHER 
APPLICATIONS REPRESENTING A SIMILAR DEGREE OF POTENTIAL HAZARD. 
FRC SPECIFICALLY DISCLAIMS ANY EXPRESS OR IMPLIED WARRANTY OF 
FITNESS FOR HIGH RISK ACTIVITIES. 
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(b) PURCHASER'S SOLE REMEDY FOR BREACH OF THE EXPRESS 

WARRANTIES ABOVE SHALL BE REPLACEMENT OR REFUND OF THE 

PURCHASE PRICE AS SPECIFIED ABOVE, AT FRC'S OPTION. TO THE 

FULLEST EXTENT ALLOWED BY LAW, THE WARRANTIES AND REMEDIES SET 
FORTH IN THIS AGREEMENT ARE EXCLUSIVE AND IN LIEU OF ALL OTHER 
WARRANTIES OR CONDITIONS, EXPRESS OR IMPLIED, EITHER IN FACT OR BY 
OPERATION OF LAW, STATUTORY OR OTHERWISE, INCLUDING BUT NOT 
LIMITED TO WARRANTIES, TERMS OR CONDITIONS OF MERCHANTABILITY, 
FITNESS FOR A PARTICULAR PURPOSE, SATISFACTORY QUALITY, 
CORRESPONDENCE WITH DESCRIPTION, NON-INFRINGEMENT, AND 
ACCURACY OF INFORMATION GENERATED. ALL OF WHICH ARE EXPRESSLY 
DISCLAIMED. FRC' WARRANTIES HEREIN RUN ONLY TO PURCHASER, AND ARE 
NOT EXTENDED TO ANY THIRD PARTIES. FRC NEITHER ASSUMES NOR 
AUTHORIZES ANY OTHER PERSON TO ASSUME FOR IT ANY OTHER LIABILITY 
IN CONNECTION WITH THE SALE, INSTALLATION, MAINTENANCE OR USE OF 
ITS PRODUCTS. 

Limitation of Liability 

 

(a) FRC SHALL NOT BE LIABLE TO THE PURCHASER OR TO ANY THIRD 

PARTY, FOR ANY LOSS OF PROFITS, LOSS OF USE, INTERRUPTION OF 

BUSINESS OR FOR ANY INDIRECT, SPECIAL, INCIDENTAL, PUNITIVE OR 

CONSEQUENTIAL DAMAGES OF ANY KIND, WHETHER ARISING UNDER 

BREACH OF CONTRACT, TORT (INCLUDING NEGLIGENCE), STRICT LIABILITY 
OR OTHERWISE AND WHETHER BASED ON THIS AGREEMENT OR OTHERWISE, 
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 

 

(b) TO THE EXTENT PERMITTED BY APPLICABLE LAW, IN NO EVENT SHALL 
THE LIABILITY FOR DAMAGES HEREUNDER OF FRC OR ITS EMPLOYEES OR 
AGENTS EXCEED THE PURCHASE PRICE PAID FOR THE PRODUCT BY 
PURCHASER, NOR SHALL THE AGGREGATE LIABILITY FOR DAMAGES TO ALL 
PARTIES REGARDING ANY PRODUCT EXCEED THE PURCHASE PRICE PAID FOR 
THAT PRODUCT BY THAT PARTY (EXCEPT IN THE CASE OF A BREACH OF A 
PARTY'S CONFIDENTIALITY OBLIGATIONS). 

Electronic Emission Notices 
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This equipment has been tested and found to comply with the limits for a Class B digital 
device, pursuant to Part 15 of the FCC and to EN 301 489-1 rules. These limits are designed 
to provide reasonable protection against harmful interference in a residential installation. This 
equipment generates, uses and can radiate radio frequency energy and, if not installed and 
used in accordance with the instructions, may cause harmful interference to radio 
communications. However, there is no guarantee that interference will not occur in a 
particular installation. If this equipment does cause harmful interference to radio or television 
reception, which can be determined by turning the equipment off and on, the user is 
encouraged to try to correct the interference by one of the following measures: 

� Reorient or relocate the receiving antenna. 

� Increase the separation between the equipment and receiver. 

� Connect the equipment into an outlet on a circuit different from that to which the receiver 
is connected. 

� Consult the dealer or an experienced radio/TV technician for help. 

 

Operation is subject to the following two conditions: 

1 This device may not cause harmful interference. 

2 This device must accept any interference received, including interference that may cause 
undesired operation. 

 

Radio Frequency Interference Statement 

This equipment has been tested and found to comply with the limits for a class B digital 
device, pursuant to part 15 of the FCC rules and to EN 301 489-1 rules. These limits are 
designed to provide reasonable protection against harmful interference when the equipment is 
operated in a residential environment notwithstanding use in commercial, business and 
industrial environments. This equipment generates, uses, and can radiate radio frequency 
energy and, if not installed and used in accordance with the instruction manual, may cause 
harmful interference to radio communications. 

 

FCC Radiation Hazard Warning 

To comply with FCC and ETSI RF exposure requirement, this equipment must be installed 
and operated in accordance with provided instructions and the antenna(s) used for this 
transmitter must be installed to provide a separation distance of at least 20 cm from all 
persons and must not be co-located or operating in conjunction with any other antenna or 
transmitter. End-users and installers must be provided with antenna installation instructions 
and transmitter operating conditions for satisfying RF exposure compliance. 
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R&TTE Compliance Statement 

This equipment is confirmed to comply with the requirements set in the Council Directive of 
the Approximation of the laws of the Member States relating to R&TTE Directive 
(1999/5/EC) that include the Electromagnetic Compatibility Directive (2004/108/EC) and 
Low Voltage Directive (73/23/EEC). 

 

Caution 

To avoid electrical shock, do not perform any servicing unless you are qualified to do so. 

 

Line Voltage 

Before connecting this instrument to the power line, make sure that the voltage of the power 
source matches the requirements of the instrument. The unit must be connected to an earthed 
(grounded) outlet to comply with international safety standards. 

 

Radio 

The instrument transmits radio energy during normal operation. To avoid possible harmful 
exposure to this energy, do not stand or work for extended periods of time in front of its 
antenna. The long-term characteristics or the possible physiological effects of Radio 
Frequency Electromagnetic fields have not been yet fully investigated. 

 

 

Outdoor Unit and Antenna Installation and Grounding 

Ensure that outdoor units, antennas and supporting structures are properly installed to 
eliminate any physical hazard to either people or property. Make sure that the installation of 
the outdoor unit, antenna and cables is performed in accordance with all relevant national and 
local building and safety codes. Even where grounding is not mandatory according to 
applicable regulation and national codes, it is highly recommended to ensure that the outdoor 
unit and the antenna mast (when using external antenna) are grounded and suitable lightning 
protection devices are used so as to provide protection against voltage surges and static 
charges. In any event, FRC, The Supplier, is not liable for any injury, damage or regulation 
violations associated with or caused by installation, grounding or lightning protection. 

 

Disposal of Electronic and Electrical Waste 
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Pursuant to the WEEE EU Directive electronic and electrical waste must not be disposed of 
with unsorted waste. Please contact your local recycling authority for disposal of this product. 

 

Important Notice 

This user manual is delivered subject to the following conditions and restrictions: 

� This manual contains proprietary information belonging to FRC. Such information is 
supplied solely for the purpose of assisting properly authorized users of the respective FRC 
products. 

� No part of its contents may be used for any other purpose, disclosed to any person or firm 
or reproduced by any means, electronic and mechanical, without the express prior written 
permission of FRC. 

� The text and graphics are for the purpose of illustration and reference only. 

The specifications on which they are based are subject to change without notice. 

� The software described in this document is furnished under a license. The software may be 
used or copied only in accordance with the terms of that license. 

� Information in this document is subject to change without notice. 

� FRC reserves the right to alter the equipment specifications and descriptions in this 
publication without prior notice. No part of this publication shall be deemed to be part of any 
contract or warranty unless specifically incorporated by reference into such contract or 
warranty. 

 

� The information contained herein is merely descriptive in nature, and does not constitute 
an offer for the sale of the product described herein. 

� Any changes or modifications of equipment, including opening of the equipment not 
expressly approved by FRC will void equipment warranty and any repair thereafter shall be 
charged for. It could also void the user's authority to operate the equipment. 

Some of the equipment provided by FRC and specified in this manual, is manufactured and 
warranted by third parties. All such equipment must be installed and handled in full 
compliance with the instructions provided by such manufacturers as attached to this manual 
or provided thereafter by FRC or the manufacturers. Non-compliance with such instructions 
may result in serious damage and/or bodily harm and/or void the user's authority to operate 
the equipment and/or revoke the warranty provided by such manufacturer. 
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IMPORTANT	
  NOTICE:	
  

This document describes in details the steps and procedure required to install and operate FRC 
WiMAX Outdoor CPE. The document also lists the different available CLI/Web commands to 
interact with the CPE with a detailed list of the parameters.  

AUDIENCE	
  

This user guide is intended for system administrators and operators responsible for managing and 
operating the WiMAX CPE. 
	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  



	
   	
  	
   	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
   	
  
	
  

	
  

9	
  

TABLE	
  OF	
  CONTENTS	
  

Chapter One: Product Overview ______________________________________________________ 11	
  
1.1 INtroduction ________________________________________________________________________________ 11	
  
1.1.1 Router Mode ______________________________________________________________________________ 11	
  
1.1.2 Bridge Mode ______________________________________________________________________________ 11	
  
1.2 Product OVERVIEW: WiMAX Transmission Features ______________________________________________ 12	
  
1.2.1 Dynamic Adaptation ________________________________________________________________________ 12	
  
1.2.2 Adaptive Coding ___________________________________________________________________________ 12	
  
1.2.3 Adaptive Modulation _______________________________________________________________________ 12	
  
1.2.4 Traffic Classification _______________________________________________________________________ 12	
  
1.3 System Tour ________________________________________________________________________________ 13	
  
1.3.1 Main Features _____________________________________________________________________________ 13	
  
1.3.2 Package Contents Checklist __________________________________________________________________ 14	
  

Chapter Two: Basic Installation ______________________________________________________ 15	
  
2.1 Safety Measures _____________________________________________________________________________ 15	
  
2.2 System Requirements ________________________________________________________________________ 15	
  
2.3.1 Point to Point (PTP) ________________________________________________________________________ 16	
  
Point to Point deployment uses frequencies in the 5 GHz range and requires that the transmission medium is line of 
sight and tightly beamed from transmitter to receiver. The diagram shows a typical PTP scenario. _______________ 16	
  
2.3.2 Point to Multipoint (PTM) ___________________________________________________________________ 17	
  
2.4 Hardware Installation _________________________________________________________________________ 18	
  
2.4.1 Choosing a Location ________________________________________________________________________ 18	
  
2.4.2 POLE installation steps ______________________________________________________________________ 19	
  
2.4.3 Wall installation steps _______________________________________________________________________ 22	
  
2.4.4 installation Check up _______________________________________________________________________ 23	
  

Chapter Three: Web Configuration ___________________________________________________ 24	
  
3.1 Logging In _________________________________________________________________________________ 25	
  
3.2 System Settings _____________________________________________________________________________ 27	
  
3.2.1 Changing system Configuration _______________________________________________________________ 27	
  
3.2.2 Upgrade system firmware ____________________________________________________________________ 27	
  
3.2.3 CPE Configuration Parameters ________________________________________________________________ 30	
  
3.2.4 IP address assignment and Configuration file retrieval _____________________________________________ 34	
  
3.2.5 Changing configuration file after initialization ___________________________________________________ 35	
  
3.2.6 SNMP Configuration Tool ___________________________________________________________________ 35	
  
3.2.7 Factory Reset procedure _____________________________________________________________________ 35	
  
3.2.8 Status LED _______________________________________________________________________________ 35	
  
3.2.9 Authentication support ______________________________________________________________________ 36	
  

Chapter Four: Cli Commands ________________________________________________________ 37	
  
4.1 loadImage _________________________________________________________________________________ 37	
  
4.2 upgradeSw _________________________________________________________________________________ 38	
  
4.3 showVersions _______________________________________________________________________________ 38	
  
4.4 showSysConfiguration ________________________________________________________________________ 39	
  
4.5 setSysConfiguration __________________________________________________________________________ 39	
  
4.6 saveSysConfiguration ________________________________________________________________________ 41	
  
4.7 downloadConfigFile _________________________________________________________________________ 41	
  
4.8 uploadConfigFile ____________________________________________________________________________ 42	
  
4.9 addToScanList ______________________________________________________________________________ 42	
  
4.10 removeFromScanList ________________________________________________________________________ 43	
  
4.11 addToPreferredNspList ______________________________________________________________________ 43	
  
4.12 removeFromPreferredNspList _________________________________________________________________ 44	
  
4.13 updateAccount _____________________________________________________________________________ 44	
  
4.14 getMIB ___________________________________________________________________________________ 45	
  



	
   	
  	
   	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
   	
  
	
  

	
  

10	
  

4.15 setMIB ___________________________________________________________________________________ 46	
  
4.16 GETNEXTMIB ____________________________________________________________________________ 47	
  
4.17 getBulk ___________________________________________________________________________________ 48	
  
4.18  restoreFactorySettings ______________________________________________________________________ 49	
  
4.19 downloadDeviceCert ________________________________________________________________________ 49	
  
4.20 uploadDeviceCert __________________________________________________________________________ 50	
  
4.21 showCurrentNetworkDeployment ______________________________________________________________ 51	
  
4.22 setCurrentNetworkDeployment ________________________________________________________________ 52	
  
4.23 configurePPPoE ____________________________________________________________________________ 53	
  
4.24 configureBridge ____________________________________________________________________________ 54	
  
4.25 configureRouter ____________________________________________________________________________ 54	
  
4.26 configureVlan _____________________________________________________________________________ 55	
  
4.27 removeVlanConfiguration ____________________________________________________________________ 56	
  

Chapter Five: Typical Usage Scenarios ________________________________________________ 57	
  
5.1 Bridge Setup _______________________________________________________________________________ 57	
  
5.2 Router Setup _______________________________________________________________________________ 58	
  
5.3 DHCP Server Setup __________________________________________________________________________ 58	
  
Glossary ______________________________________________________________________________________ 59	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  



	
   	
  	
   	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
   	
  
	
  

	
  

11	
  

	
  

	
  

CHAPTER	
  ONE:	
  PRODUCT	
  OVERVIEW	
  
	
  

1.1	
  INTRODUCTION	
  	
  
The WiMAX Outdoor CPE with router/Bridge functionality provides WiMAX connectivity to  wired 
LAN networks. The CPE functions as a WiMAX gateway providing wired and wireless broadband 
Internet access services through connection with a WiMAX base station. The CPE is easily installed, 
utilizing Plug and Play functionality. In addition to web-based configuration, users can update 
firmware, simplifying installation and operation of the device. The CPE operates in Router mode and 
Bridge mode, both providing Internet access: 

 
1.1.1	
  ROUTER	
  MODE	
  
In Router mode, the internal IP address is acquired through dynamic host configuration protocol 
(DHCP), static IP address, or PPPoE connection to the WiMAX base station. With enabled DHCP 
service, connected PCs and notebooks can acquire addresses from the CPE. 
 
A CPE deployed for operation in the router mode is basically used to provide a gateway to hosts on a 
local area network where the CPE hides all the traffic originating from the LAN behind its IP address 
which is assigned from the public domain, which makes the traffic appear as if it’s originating from 
the CPE itself. A router CPE implements Network Address Port Translation protocol (NAPT). 
 
1.1.2	
  BRIDGE	
  MODE	
  
 
This mode requires minimal presetting, with the internal IP address configured in the same or 
different network segment as the WiMAX base station. Bridging is a forwarding technique used in 
packet-switched computer networks.  

 
A CPE deployed for operation in the bridge mode is basically used to provide Ethernet service to 
enterprise customer locations. An enterprise location has a CPE with an Ethernet interface that could 
support one or many user hosts in the local network through a switch. CPE supports both IP and 
Ethernet CS. If Ethernet CS is supported by the network then Layer 2 connectivity can be established 
between SS and CSN. In this case, the network service to the enterprise customer is an Ethernet 
service from the core network all the way to the enterprise MS. 
 
 
 
 
 



	
   	
  	
   	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
  	
   	
  
	
  

	
  

12	
  

1.2	
  PRODUCT	
  OVERVIEW:	
  WIMAX	
  TRANSMISSION	
  FEATURES	
  
	
  
The following transmission features are supported by the WiMAX Outdoor CPE to provide stable 
and error-free connection. 
 
1.2.1	
  DYNAMIC	
  ADAPTATION	
  
 
Dynamic adaptation enables the CPE to maintain a high data rate while taking into account current 
link conditions like half-loss, interference, and seasonal foliage changes. The CPE monitors wireless 
link conditions on a burst-by-burst basis and uses dynamic adaptive modulation control, based on the 
measured CINR (Carrier/(Interference + Noise) Ratio), to regulate the link. 
 
1.2.2	
  ADAPTIVE	
  CODING	
  
	
  
Each data transmission to or from the CPE contains extra, redundant information to reduce the errors 
introduced during transmission. A coding rate is the ratio of meaningful data to this extra padding 
(including error correction data). Adaptive coding enables the CPE to dynamically change the coding 
rate depending on this ratio. This CPE supports coding rates of 1/2, 2/3, and 3/4. 
 
1.2.3	
  ADAPTIVE	
  MODULATION	
  
 
Adaptive Modulation is used to specify what modulation technique is coded in to carriers composing 
orthogonal frequency-division multiplexing (OFDM) symbols. This CPE supports QPSK, 16 QAM, 
and 64 QAM modulation techniques. 
 
1.2.4	
  TRAFFIC	
  CLASSIFICATION	
  
 
Traffic Classification categorizes transmission bursts by searching for pattern matches within the 
data. Classifications (for example, burst destination, source MAC address, and Virtual LAN tags) are 
defined and managed by the base station and transmitted to the CPE. 
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1.3	
  SYSTEM	
  TOUR	
  

	
   	
  	
  

1.3.1	
  MAIN	
  FEATURES	
  
 

v WiMAX Forum IEEE 802.16e-2005 compliance 
v Frequency is 3.65 GHz – 3.675 GHz 

v Supports TDD Duplexing mode 
v Convolutional code: 1/2, 2/3, 3/4, 5/6 

v Supports 5, 7 and 10 MHz bandwidth 

v 26 dBm output power 
v OFDMA modulation, 512/1024 FFT points, QPSK, 16QAM, 64QAM 

v LAN /WAN port with IP Filtering Support. 
v Supports DHCP Server/ Client/Relay, PPPoE, VPN pass-through (IPSEC/PPTP), NAT/PAT 

v Ease-of-use web-based interface for managing and configuring 
v  Software features: Dual Image, Automatic/Manual Software Upgrade, Manual/Automatic 

Configuration file Support, Factory Reset and Status LED, Standard and Private MIBs, CLI 
support. 

v Support both IP-CS and ETH-CS operation. 
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1.3.2	
  PACKAGE	
  CONTENTS	
  CHECKLIST	
  
	
  
Once unpacked, ensure that all contents are included. Refer to the list below for the materials list. 
List 
 

	
  

Figure 1: CPE package contents 
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CHAPTER	
  TWO:	
  BASIC	
  INSTALLATION	
  	
  
 

This chapter contains information on safety and installation procedures for the WiMAX Outdoor 
CPE. Follow the recommendations outlined in this chapter to ensure the correct operation of the CPE 
and reduce the risk of damage to the device or personal injury. 
 
2.1	
  SAFETY	
  MEASURES	
  
 
Before installing and using the CPE, take note of the following precautions: 

• Read all instructions carefully 
• Use only the Power over Ethernet adapter supplied 

• Follow all warnings and cautions in this manual and on the unit case 
 
 
2.2	
  SYSTEM	
  REQUIREMENTS	
  
 
Proper installation of the CPE requires the following minimal configuration: 

• A PC with a 10/100Base-TX adapter 
• A Web browser installed such as Microsoft Internet Explorer® version 8.0, Firefox®version 3.0, or 
Safari® version 3.0.3. 
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2.3	
  Deployment	
  Models	
  

This section describes the different deployment models supported by the CPE. 

 
2.3.1	
  POINT	
  TO	
  POINT	
  (PTP)	
  
	
  
Point to Point deployment uses frequencies in the 5 GHz range and requires that the transmission 
medium is line of sight and tightly beamed from transmitter to receiver. The diagram shows a typical 
PTP scenario. 
 

 
	
  

Figure 2: PTP Setup 
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2.3.2	
  POINT	
  TO	
  MULTIPOINT	
  (PTM)	
  
	
  
Point to Multipoint (PTM) is an extension of PTP deployment where a greater number of receivers 
are deployed. This CPE supports both PTP and PTM deployment. 
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2.4	
  HARDWARE	
  INSTALLATION	
  
	
  
This section describes the proper steps required to install the CPE, and to align the antenna. 

 
2.4.1	
  CHOOSING	
  A	
  LOCATION	
  
	
  
To make optimal use of the CPE, a suitable location is important. The range of the CPE largely 
depends upon the position of the antenna. It is recommended that CPE is within 2Km from the BS 
and an overall survey performed, observing the following requirements, before installing the CPE: 

• Do not place the CPE near the floor or near metal objects, such as drain pipes. 
• The location must allow easy disconnection of power to the CPE if necessary. 

• Air must be able to flow freely around the hardware. 
• The CPE unit must be kept away from vibration and excessive heat. 

• The installation must conform to national and local electrical codes 
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2.4.2	
  POLE	
  INSTALLATION	
  STEPS	
  
	
  
To pole mount the CPE, perform the following steps: 

1. Ensure that the pole intended for installation is securely attached to a solid base. 
2. Fasten the CPE on the pole with Mounting Bracket and bolt as shown below. 

	
  
 
	
  

	
  

Figure3: CPE Pole Mounting 
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3.	
  Install	
  weather-­‐proof	
  CAT-­‐5e	
  cable	
  between	
  Ethernet	
  port	
  of	
  CPE	
  and	
  “DC+Data	
  output”	
  port	
  
of	
  POE	
  injector	
  as	
  shown	
  in	
  Figure	
  4.	
  
	
  

	
  

Figure 4: POE Connection Setup 
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4.	
  Install	
  CAT-­‐5e	
  cable	
  to	
  “To	
  Ethernet”	
  port	
  of	
  POE	
  Injector	
  as	
  shown	
  in	
  Figure	
  5.	
  
	
  

	
  

Figure 5: Ethernet installation 
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2.4.3	
  WALL	
  INSTALLATION	
  STEPS	
  
	
  
To wall mount the CPE, perform the following steps: 

 
1. Ensure that the wall intended for installation is securely solid base. 

2. Fasten the CPE on the wall with Mounting Bracket and bolt as shown below. 
 

 
 Figure6: CPE Wall Mounting 

 

3. Install weather-proof CAT-5e cable between Ethernet port of CPE and “DC+Data output” port of POE 
injector as shown in Figure 4. 
 
4. Install CAT-5e cable to “To Ethernet” port of POE Injector as shown in Figure 5. 
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2.4.4	
  INSTALLATION	
  CHECK	
  UP	
  
 

The CPE is equipped with a green LED that indicates the status of the CPE software. The LED 
flashes with different speeds thus indicating three modes: 

1. Before firmware loading è	
  Off	
  

2. During	
  Firmware	
  loading	
  è	
  	
  Rapid	
  flashing	
  

3. Scanning	
  for	
  BS	
  è	
  Slow	
  flashing	
  

4. Connected	
  to	
  a	
  BS	
  è On	
  

	
  

For	
  correct	
  installation,	
  you	
  need	
  to	
  do	
  the	
  following:	
  	
  	
  
	
  

I. Ensure the CPE is directed towards the WiMAX Base Station specified in the Work 
Order.  

 
II. Access the CPE webpage by entering the default IP address http://192.168.0.25 in the 

browser address field. Click on the RF-STAT button to continuously read the RSSI level 
from the CPE. 

 
III. Adjust the direction of the CPE in small increments (both horizontally and vertically) 

until the best RSSI level is achieved.  
 

IV. Tighten all mounting hardware screws and clamps. Record the best achieved RSSI value 
on the Work Order.  
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CHAPTER	
  THREE:	
  WEB	
  CONFIGURATION	
  	
  
 

A secure web page with multiple tabs is deployed on an embedded web server available on the CPE 
and is accessible from any web browser. The WiMAX Outdoor CPE’s Web-based Graphical User 
Interface (GUI) enables quick and simple setup, and the configuration of the following options: 
• Current settings and status display 

• Connection of the configured CPE to WiMAX base stations 
• Network setting changes, such as internal IP address, IP address pool, DHCP settings and more 

• Wireless security setup 
• Internal password change 

• Configuration settings backup 
• Default settings reset 

• Firmware updates 
 

The system configuration parameters are maintained in the configuration file saved on flash. 
 

If the CPE is connected to the BS, then it will get an IP from DHCP and the default IP will no longer 
be accessible. 

 

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  

	
  


