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1 Preface

Thank you for choosing G801 wireless router with VolP. This product will allow you to make ATA call using your broadband connection, and
provides Wi-Fi router function.

This manual provides basic information on how to install and connect G801 wireless router with VolIP to the Internet. It also includes features and
functions of wireless router with VolP components, and how to use it correctly.

Before you can connect G801 to the Internet and use it, you must have a high-speed broadband connection installed. A high-speed connection
includes environments such as DSL, cable modem, and a leased line.

G801 wireless router with VolIP is a stand-alone device, which requires no PC to make Internet calls. This product guarantees clear and reliable

voice quality on Internet, which is fully compatible with SIP industry standard and able to interoperate with many other SIP devices and software
on the market.
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Before you use the high speed router, please get acquainted with the LED indicators and connectors first.

2.1 LED Indicators

LED

Status

Explanation

Front Panel
Ju U U U U B &
FOWER WAN LAN1 LAMNZ LAMN3 LAMN4 WLAN FHOMNE
L] L |
Rear Panel
f' ‘1
I/ - — — — — eDe —— -
I | | 1 — '.
Q- eHO
.\\\____ RST WAN LAN1 LANZ LANI LAN4 F'HON.E DOSV2A \ﬁ ___//f—|]
— —

Blinking(Green)

Not registered.

PHONE :
On (Green) Registered
On (Green) Wireless access point is ready.
WLAN - - . . - . -
Blinking(Green) | It will blink while wireless traffic goes through.
On (Green) The port is connected with 1200Mbps.
LAN .
1/2/3/4 Off The port is disconnected.
Blinking(Green) | The data is transmitting.
On(Green) The port is connected with 100Mbps.
WAN Off The port is disconnected.
Blinking(Green) | It will blink while transmitting data.
On(Red) The router is powered on and running
POWER normally.
Off The router is powered off.
Interface Description
ON/OFF | Power Switch.
DC Connector for a power adapter
5V/2A P pier.
FXS Connect to the phone.
WAN Connector for accessing the Internet.
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LAN Connectors for local networked devices

(1/2/314) '

2.2 Hardware Installation

Before starting to configure the router, you have to connect your devices correctly.

Step 1.Connect Line port to land line jack with a RJ-11 cable.

Step 2.Connect the WAN port to a modem or switch or router or Internet with an Ethernet cable.

Step 3.Connect one port of 4 LAN ports to your computer with a RJ-45 cable. This device allows you to connect 4 PCs directly.
Step 4.Connect one end of the power cord to the power port of this device. Connect the other end to the wall outlet of electricity.
Step 5.Push the ON/OFF button to power on the router.

Step 6.Check the Power and WAN, LAN LEDs to assure network connections.
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3 Voice Prompt

In any circumstance, pressing the following command to enter relevant function. The following table lists command, and description.

Voice Menu Setting Options

Operation code Contents
Step 1.Pick up phone and press “****” to start IVR

1 Step 2.Choose “1”, and G801 report the current WAN port connection type
Step 3.Prompt "Please enter password”, user need to input password with end char # if user want to configuration WAN port connection type.

<~ The password in IVR is same as the one of WEB login, user can use phone keypad to enter password directly, and the matching table is in Note
Step 1.Pick up phone and press “****” to start [IVR

Step 2.Choose “2”, and G801 report current WAN Port IP Address

Step 3.Input the new WAN port IP address and with the end char #,

2 < using “*” to replace “.”, user can input 192*168*20*168 to set the new IP address 192.168.20.168
<~ press # key to indicate that you have finished

Step 4.Report “operation successful” if user operation properly.

< Note: If you want to quit by the wayside, press “**”.
Step 1.Pick up phone and press “****” to start [IVR

Step 2.Choose “3”, and G801 report current WAN port subnet mask

Step 3.Input a new WAN port subnet mask and with the end char #

3 < using “*” to replace ““.”, user can input 255*%255*255%*0 to set the new WAN port subnet mask 255.255.255.0
<~ press # key to indicate that you have finished

3) Report “operation successful” if user operation properly.
< Note: If you want to quit by the wayside, press “**”,

Step 1.Pick up phone and press “****” to start IVR

Step 2.Choose “4”, and G801 report current gateway

Step 3.Input the new gateway and with the end char #

4 < using “*” to replace ““.”, user can input 192*168*20*1 to set the new gateway 192.168.20.1
<~ press # (pound) key to indicate that you have finished

3) Report “operation successful” if user operation properly.

< Note: If you want to quit by the wayside, press “**”

Step 1.Pick up phone and press “****” to start [IVR

5 Step 2.Choose “5”, and G801 report current DNS

Step 3.Input the new DNS and with the end char #

< using “*” to replace “.”, user can input 192*168*20*1 to set the new gateway 192.168.20.1
<~ press # (pound) key to indicate that you have finished

3) Report “operation successful” if user operation properly.

< If you want to quit by the wayside, press “**”,
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Step 1.Pick up phone and press “****” to start IVR

6 Step 2.Choose “6”, and G801 report “Factory Reset”

Step 3.Prompt "Please enter password", the method of inputting password is the same as operation 1.
< If you want to quit by the wayside, press “*”.

Step 4.Prompt “operation successful” if password is right and then G801 will be factory setting.

Step 5.Press “7” reboot to make changes effective.

Step 1.Pick up phone and press “****” to start IVR

7 Step 2.Choose “7”, and G801 report “Reboot”

Step 3.Prompt "Please enter password", the method of inputting password is same as operation 1.
Step 4.G801 will reboot if password is right and operation is properly.

Step 1.Pick up phone and press “****” to start [IVR

Step 2.Choose “8”, and G801 report “WAN Port Login”

8 Step 3.Prompt "Please enter password", the method of inputting password is same as operation 1.
< If you want to quit by the wayside, press “*”.

Step 4.Report “operation successful” if user operation properly.

Step 5.Prompt “lenable 2disable”,choose 1 or 2, and with confirm char #

Step 6.Report “operation successful” if user operation properly.

Step 1.Pick up phone and press “****” to start [IVR

Step 2.Choose “9”, and G801 report “ WEB Access Port”

9 Step 3.Prompt “Please enter password”, the method of inputting password is same as operation 1.
Step 4.Report “operation successful” if user operation properly.

Step 5.Report the current WEB Access Port

Step 6.Set the new WEB access port and with end char #

Step 7. Report “operation successful” if user operation properly.

0 Step 1.Pick up phone and press “****” to start [IVR
Step 2.Choose “0”, and G801 report current Firmware version

Notice:
L 4 When using Voice Menu, press * (star) to return the main menu.
L 4 If any changes made in the IP assignment mode, please reboot the G801 to take the setting into effect.
< When enter IP address or subnet mask, use “*’(Star) to replace “.” (Dot).
For example, to enter the IP address 192.168.20.159 by keypad, press these keys: 192*168*20*159,use the #(pound) key to indicate that

you have finished entering the IP address.
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#(pound) key to indicate that you have finish entering the IP address or subnet mask
When assigning IP address in Static IP mode, setting IP address, subnet mask and default gateway is a must. If in DHCP mode, please
make sure that DHCP SERVER is available in your existing broadband connection to which WAN port of G801 is connected.

L 2 The default LAN port IP address of G801 is 192.168.1.1 and do not set the WAN port IP address of G801 in the same network segment of

LAN port of G801, otherwise it may lead to the G801 fail to work properly.

*

You can enter the password by phone keypad, the matching table between number and letters as follows:

Toinput: D, E, F, d, e, f -- press ‘3’

Toinput: G, H, I, g, h, i -- press ‘4’

Toinput: J, K, L, |, k, | -- press ‘5’

To input: M, N, O, m, n, 0 -- press ‘6’

Toinput: P, Q,R, S, p,q, 1, s --press ‘7’

Toinput: T, U, V, t, U, v -- press ‘8’

To input: W, X, Y, Z, w, X, Y, Z -- press ‘9’

To input all other characters in the administrator password-----press ‘0’,
E.g. password is ‘admin-admin’, press ‘236460263’

zAT

00000000
cO
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4 Configuring Basic Settings

4.1 Two-Level Management

This chapter explains how to setup a password for an administrator/root user and how to adjust basic/advanced settings for accessing
Internet successfully.

G801 supports two-level management: administrator and user. For administrator mode operation, please type “admin/admin” on
Username/Password and click Login button to configuration. While for user mode operation, please type “user/user” on
Username/Password and click Login button for full configuration.

4.2 Accessing Web Page

4.2.1 From LAN port

1.

Make sure your PC have connected to the router’'s LAN port correctly.

L5

P address of router is 192.168.1.1. For the detailed information, please refer to the later section - Trouble shooting of the guide.

Notice: You may either simply set up your computer to get IP dynamically from the router or set up the IP address of the computer to be the same subnet as the default

Open a web browser on your PC and type http://192.168.30.1:8080. The following window will be open to ask for username and
password,and you can choose language.

[ ITIINREEEEEEEERRNN |

GEO7

Username I
Password I Loagin |

For administrator mode operation, please type “admin/admin” on Username/Password and click Login to configuration. Yet, for root
user mode operation, please type “user/user” on Username/Password and click Login for full configuration.

Notice: If you fail to access to the web configuration, please go to “Trouble

L5

The page 10 of 52
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Shooting” for detecting and solving your problem.

4. The web page can be logged out after 5 minutes without any operation.

4.2.2 From WAN port

1. Make sure your PC can connect to the router’'s WAN port correctly.

2. Getting the IP addresses of WAN port using Voice prompt.

3. Open a web browser on your PC and type http://the IP address of WAN port. The following window will be open to ask for username
and password.

[ ITIINREEEEEEEERRNN |

GEO7

Username I
Password I Loagin |

4. For administrator mode operation, please type “admin/admin” on Username/Password and click Login to configuration. Yet, for root
user mode operation, please type “user/user” on Username/Password and click Login for full configuration.

Notice: If you fail to access to the web configuration, please go to “Trouble

¢ Shooting” for detecting and solving your problem.

5. The web page can be logged out after 5 minutes without any operation.

4.3 Webpage

The page 11 of 52
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No. Name Description
L Click navigation bar, many
Wireless Navigation o , :
1 bar sub-navigation bar will appear in the
Basic | Searity = WDS  StationInfo place 2

Wireless Network

: Click sub-navigation bar to choose one
Radio On/Off Radio OFF . .
e 2 Tite configuration page

Metwork Mode | 11bfa/n mixed mode | |

Network Name(SS5ID) lGan1_wiF1_n4s193 | midden [ Isclated [ maxclient[10 | 3

Muttiple S5ID1 | | idden [] 1solsted [] Max Client[10 |

Muttiple 5SID2 | | Hidden [ 1solated [ Max client[10 |

Muttiple S31D3 | | Hidden [ 1solated [ Max client [10 | 3 Parameter | To configuration the parameters

€ Every time making some changes,
user should press this button to
o Save | confirm the changes.

€ After pressing the button, the red
Management | Factory Default || Frmware Upgrade || Provision Please REBOOT to make the changes effectivel will appear
to notice rebooting.

Cancel To cancel the changes.

[ Reboot | Press it to reboot the router

4.4 Setting up the Time Zone

Open Administration/Management webpage as shown below, please select the Time Zone for the router installed and specify the NTP server
and set the update interval in NTP synchronization.
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Time/Date Setting

NTP Settings

MTP Enable I Enable "I
Current Time |Fri Aug 16 15:46;5% GMT 2013 Sync with host I

MTP Settings | (GMT+08:00) China Coast, Hong Kong |
Primary MTP Server ||:u:u:u|.ntp.|:urg
Secondary MTP Server Iu:n.pu:u:ul.nh:u.u:urg

MTP synchronization(1 - 1440m) IE'D

4.5 Setting up the Internet Connection

Open the Network/WAN webpage as shown below; please select the appropriate IP Mode according to the information from your ISP. There
are three types offered in this page, which are Static, DHCP and PPPoE.

Network Wireless SIP Account Phone Administration Security

LAN VPN DDMNS Advance Port Setting Multi YWAN Qos

INTERNET

INTERNET

Connect Name | TROsS_vOICE_INTERNET R _vID_2 =]

Connect Mode I IFvd = I
INTERMET I DHCP = I
DMS Mode I Auto "I

Primary DMS Address I

secondary DMS Address |

DHCP

DHCP Renew Renew |

DHCP vendor{Qption 60) IFL‘I’ING".I'OICE -G301

4.5.1 Static IP

You will receive a fixed public IP address or a public subnet, namely multiple public IP addresses from your DSL or Cable ISP service providers.
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In most cases, a Cable service provider will offer a fixed public IP, while a DSL service provider will offer a public subnet. If you have a public
subnet, you could assign an IP address to the WAN interface.

Network IP Address Type the IP address
WAN  LAN VPN  DDNS  Advance  PortSettng  MultiwAN = QoS
Please REBOOT to make the changes effective! Subnet Mask Type the subnet mask
INTERNET
INTERNET
Connect Mame ITRDE-'?J_'-;'OICE_IN‘I‘ERNI:—I'_R_'-.I'ID_E x| Gateway IP
Type the gateway IP address
Connect Mode IIPV-1 vI Address
INTERMET [static =]
Static
[P Address |192.168.20.193 Primary DNS Type in the primary IP address for the
subnet Mask |255.255.255.0
Default Gateway |192. 168,20.1 Server route
DS Mode Irﬂanual TI
Primary DMS Address 152,168,20,1 .
| Secondary DNS Type in secondary IP address for
secondary DNS Address |8.8.8.8
Server necessity in the future

4.5.2 DHCP

It is not necessary for you to type any IP address manually. Simply choose this type and the system will obtain the IP address automatically
from DHCP server.

Network Set the DNS Mode from Auto and Manual,
LAN VPN  DDNS  Advance  PortSetting  Multi WAN QoS If user choose manual, you should fill the
e REROOT o meke the Chanaes effective! DNS Mode primary DNS address and Secondary DNS
T | address into Primary DNS Address and
INTERMET Secondary DNS Address.
Connect Name | TROBS_VOICE_INTERNET R _vID_2 =] Primary DNS ) )
Type in the primary IP address for the route
Connect Mode I IPva vI Server
INTERMET [oree =]
DS Mode I Auto vI
Primary DMS Address |192. 168.20.1
Secondary DMNS Address |S.S.8.8 o ) The page 14 Of 52
Revision time: 2013-08-16 18:00
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Secondary DNS Type in secondary IP address for necessity in the

V1.3

Server future

PPPoE stands for Point-to-Point Protocol over Ethernet. It relies on two widely accepted standards: PPP and Ethernet. It connects users
through an Ethernet to the Internet with a common broadband medium, such as a single DSL line, wireless device or cable modem. All the users
over the Ethernet can share a common connection.

PPPOE is used for most of DSL modem users. All local users can share one PPPoE connection for accessing the Internet. Your service provider

will provide you information about user name, password, and authentication mode.

INTERMNET

INTERMNET

Connect Mame

Connect Mode
INTERMET

DS Mode

Primary DNS Address
Secondary DMS Address

PPPOE

PPPoE Account
PPPoE Password
Confirm Password

Operation Mode

Keep Alive Redial Period{0-3600s)

| TROGS_vOICE_INTERNET R_VID_2 ¥ |

|
I Keep Alive I
|5

PPPoE Account

PPPoE Password

Confirm

Password

DNS Mode

Primary DNS
Server
Secondary DNS

Server

Assign a specific valid user name
provided by the ISP
Assign a valid password provided by

the ISP

Input the password again

Set the DNS Mode from Auto and
Manual,

If user choose manual, you should fill
the primary DNS address and
Secondary DNS address into Primary
DNS Address and Secondary DNS
Address.

Type in the primary IP address for the
route

Type in secondary IP address for

necessity in the future
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4.6 Setting up the Wireless Connection

To set up the wireless connection, please skip the following steps.

4.6.1 Enable Wireless and Setting SSID

Open Wireless/Basic webpage as shown below

V13

Wircless Click the button to enable or disable wireless.
WDS | Station Info Radio On/Off Press RADIO OFF | to disable wireless.
Please REBOOT to make the changes effective! Press RADIO ON | to enable wireless.
Wireless Network | .
Network Mode Choose one network mode from the drop down list.
Radio On/Off
Network Hode [Tibjajn med mode 1] Network The name of the wireless name, it can be any text
Network Name(SSID) [E3cALL sz | idden [ 1solated [ Max cient[20 | Nmae(SSSID) numbers or various special characters.
Multiple SSID1 [khikhi | Higden [ 1solated [ Max cient[s |
Muttiple SSID2 | | tidden [ Isolated (] Max Client Multiple SSSD1-3 Set more wireless network.
Muttiple SSID3 | | Hidden [ 1solated [ Max cient[s |
Broadcast Metwork Name (351D @' Enable {:!' Disable
MBSSID AP lzolation O Enable @) Disahle
Frequency Choose channel frequency.
BSSID 00:21:F2:04:29:CO
Freguency (Channel) |F'.I.ItI:ISE|EEt V" Channel Scan
4.6.2 Encryption
Open Wireless/Security webpage to set the encryption of routers.
Basic =~ Seaurity ~ WDS  Station Info _ Choose one SSID from Off-premises 1, off-premises
SSID Choice _
Slesse REEOOT o make the chanaes effective 2 and Premises.
Select S5ID
S50 choics E3CALL 57w

"E3CALL_SZ"

Security Mode WPAPSKANPAZPSH W
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Select an appropriate encryption mode to improve
the security and privacy of your wireless data
Security Mode packets.

Each encryption mode will bring out different web

page and ask you to offer additional configuration.

4.7 Register
4.7.1 Get the Accounts

G801 have a FXS port, you can use it to make SIP call, and before registering, you should get the SIP account from you administrator or provider.

4.7.2 Connections

Connect G801 to the Internet properly

4.7.3 Configuration SIP from Webpage

Step 1.0pen SIP Account/Line 1 webpage, as the picture in the right side.

Step 2.Fill the SIP Server domain and SIP Server address (which get from
you administrator or provider) into Domain Name parameter, into SIP
Server

Step 3.Fill account which get from you administrator into Display Name
parameter, Phone Number parameter, and Account parameter.

Step 4.Fill password which get from you administrator into Password
parameter.

Step 5.Press ﬂl button in the bottom of the webpage to save changes.

Note: if there isPlezse REBOOT to make the changes effectivel | please pressllllll button to make
changes effective.

4.7.4 View the Register Status

Plea REECOT toma e rhEmo
Flease REDLLT 10 mMaKe the changes &

Status Network Wireless SIP Account Phone Administration Security

Line 1 SIP Settings VioIP QoS

Basic

Basic Setup

Line Enable: Im Peer To Peer: Im
Proxy and Registration

Proxy Server: W Proxy Port: ISEIEEI—

Outbound Server: I Outbound Port: ISI:IEI:I
Backup Outbound Server: I Backup Outbound Part; ISEIEEI

Subscriber Information

Display Mame: |5L||:||3|:|rt Phone Mumnber: 556
Account: 356 Password: quuu

To view the status, please open Status webpage and view the value of register status. The value is registered like the following picture which means

G801 have registered normally and you can make calls.
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Status Network Wireless SIP Account Phone Administration Security

Basic Syslog

Plegse REEOQOT

Sa5E LT To make e Chan

0

Product Information

Product Information

Product Mame: Ga01

Internet{VWAMN) MAC Address: 00: 2 1iF 2:04:60:63
PC{LAN) MAC Address: 00 2L:F2:0460:62
Hardware Version: V1.1

Firmware Version: V3,0(201303212003)

Serial Mumber;

Line Status
Line Status

Line 1 5tatus: Reqgister Fail

4.8 Make Call

4.8.1 Calling phone or extension numbers

To make a phone or extension number call:

a) Both ATA and the other VolIP device (i.e., another ATA or other SIP products) have public IP addresses, or

b) Both ATA and the other VolP device (i.e., another ATA or other SIP products) are on the same LAN using private or public IP addresses, or

c) Both ATA and the other VolIP device (i.e., another ATA or other SIP products) can be connected through a router using public or private IP addresses.

To make a call, first pick up the analog phone or turn on the speakerphone on the analog phone, input the IP address directly, end with #.
4.8.2 Direct IP calls

Direct IP calling allows two phones, that is, an ATA with an analog phone and another VolIP Device, to talk to each other without a SIP proxy. VolIP calls
can be made between two phones if:

a) Both ATA and the other VolP device (i.e., another ATA or other SIP products) have public IP addresses, or
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b) Both ATA and the other VolP device (i.e., another ATA or other SIP products) are on the same LAN using private or public IP addresses, or
c) Both ATA and the other VolIP device (i.e., another ATA or other SIP products) can be connected through a router using public or private IP addresses.

To make a direct IP call, first pick up the analog phone or turn on the speakerphone on the analog phone, Input the IP address directly, with the end “#".

4.8.3 Call Hold

While in conversation, pressing the “*77” to put the remote end on hold, then you will hear the dial tone and the remote party will hear hold tone at the
same time.
Pressing the “*77” again to release the previously hold state and resume the bi-directional media.

4.8.4 Blind Transfer

Assuming that call party A and party B are in conversation. A wants to Blind Transfer B to C:
Step 1.Party A dials “*78” to get a dial tone, then dials party C’s number, and then press immediately key # (or wait for 4 seconds) to dial out.
Step 2.A can hang up.

4.8.5 Attended Transfer

Assuming that call party A and B are in conversation. A wants to Attend Transfer B to C:

Step 1.Party A dial “*77” to hold the party B, when hear the dial tone, A dial C’s number, then party A and party C are in conversation.
Step 2.Party A dial “*78” to transfer to C, then B and C now in conversation.

Step 3.If the transfer doesn’t success, then A and B in conversation again.

4.8.6 Conference

Assuming that call party A and B are in conversation. A wants to add C to the conference:
Step 1.Party A dial “*77” to hold the party B, when hear the dial tone, A dial C’'s number, then party A and party C are in conversation.
Step 2.Party A dial “*88” to add C, then A, B and C now in conference.
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5 Web Configuration

This chapter will guide users to execute advanced (full) configuration through admin mode operation.

5.1 Login

Step 1.Connect the LAN port of the router to your PC

Step 2.0pen a web browser on your PC and type in http://192.168.1.1. The window will ask for typing username and password. And you
can choose language, too.

111NN EEEEERERRL |

When login successfully, the webpage
G807 shows the basic information about the
router, such as the current WAN IP, DNS
server IP, WAN port connection mode, WAN
Username I link status, wireless SSID, wireless channel
Password I and F/W version

Step 3.Please type “admin/admin” on Username/Password for administration operation. Now, the Main Screen will appear like below.
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5.2 Status

This webpage shows the status information about product
information, Network and system.

It shows the basic information of the product, such as product

name, serial number, MAC address, hardware version and
software version.

It also shows the information of Link Status, WAN Port Status,
and LAN Port Status.

And it shows the current time and the running time of the
product.

The picture in the right side is the G801’s Status webpage.

Copy Right 2013 All Rights Reserved by FLYINGVOICE TECHNOLOG LIMITED
V1.3
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5.3 Network&Security

You can configuration the WAN port, LAN port, DDNS, Multi WAN,DMZ, MAC Clone,Port Forward and so on in these two bars.

5.3.1 WAN

This page allows you to set WAN configuration with different modes. Use the Connection Type drop down list to choose one WAN mode and then the
corresponding page will be displayed.

Static IP:

You will receive a fixed public IP address or a public subnet, namely multiple public IP addresses from your DSL or Cable ISP service providers.
In most cases, a Cable service provider will offer a fixed public IP, while a DSL service provider will offer a public subnet. If you have a public
subnet, you could assign an IP address to the WAN interface.

Status MNetwork Wireless SIP Account Phone Administration Security P Address Type the IP address
WAN  LAN | VPN  DDNS  Advance  PortSettng = MuliWAN | QoS Subnet Mask Type the subnet mask
Blegze BREEOOT to make the chanoss efective Gateway IP
SEEE TR A TR e E Type the gateway IP address
INTERNET Address
INTERNET Primary DNS _ _
Type in the primary IP address for the route
Connect Mame |TRDE.9_'-;oICE_Ir-n'ERr-JEr_R_'-;ID_z | Server
Connect Mode IIF"-.-'4 vI
INTERNET IStaﬁc v]
Static
IF Address [192.168.20.193
Subnet Mask |255.255.255.0 Secondary DNS Type in secondary IP address for necessity in the
Default Gateway |192. 163.20.1
Server future
DMS Mode IIv1anuaI vI
Primary DMNS Address |192. 168.20.1
Secondary DMNS Address |8.8.3.3
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DHCP:

It is not necessary for you to type any IP address manually. Simply choose this type and the system will obtain the IP address automatically
from DHCP server.

Set the DNS Mode from Auto and
Status Network Wireless SIP Account Phone Administration Security Manual
WAN LAM VPN DDMS Advance Port Setting Multi WAN S .
- = If user choose manual, you should fill the
DNS Mode )

Flegze REEODOCT to make the changes effective! primary DNS address and Secondary
LS DNS address into Primary DNS Address
INTERNET

and Secondary DNS Address.
Connect Name ITRIII-SQ_'-IOICE_Ir-J'I'ERI‘-JI:—I'_R_'-a'ID_E x| . .

_ Type in the primary IP address for the

Connect Mode IIF"-.-'—} "I Primary DNS Server

route
INTERNET [orce =]
DS Mode I Auto "I
Primary DMNS Address |192. 168.20.1
Secondary DNS Address [8.8.8.8 Type in secondary IP address for

Secondary DNS Server o
DHCP necessity in the future
DHCP Renew Renew |
DHCP Viendor (Option 60) [FLYINGvOICE-G801
PPPOE:

PPPoE stands for Point-to-Point Protocol over Ethernet. It relies on two widely accepted standards: PPP and Ethernet. It connects users
through an Ethernet to the Internet with a common broadband medium, such as a single DSL line, wireless device or cable modem. All the users
over the Ethernet can share a common connection.

PPPOE is used for most of DSL modem users. All local users can share one PPPoE connection for accessing the Internet. Your service provider
will provide you information about user name, password, and authentication mode.

PPPoE Account Assign a specific valid user name provided by the ISP
PPPoE Password Assign a valid password provided by the ISP
PPPoE Auto-Dial If or not enable PPPoE Password.
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LI T2 Set the DNS Mode from Auto and Manual,
INTERNET
Conmect Name [FRoes oI TR e FB 2 =] DONS Mode If user choose manual, you should fill the primary DNS
Connect Made [ address and Secondary DNS address into Primary DNS
INTERMET IPPPDE VI
DS Mode Address and Secondary DNS Address.
Primary DMNS Address
Secondary DNS Address Primary DNS Server Type in the primary IP address for the route
PPPOE
PPPoE Account |
PPPOE Password |
Confirm Password |
Operation Mode IKeep Alive 'l
Keep Alive Redisl Period(0-3600s) [
Secondary DNS Server Type in secondary IP address for necessity in the future

DDNS Setting

Use the drop down list to select one DDNS Provider
DDNS Provider

- domain
DDN5S Settings
DDNS Provider  dyndns.org v DDNS Account Fill in the DDNS account.
DOMS Account
DDNS Password DDNS Password Fill in the DDNS Password.
DOMS Mame
DDNS Name Fill in the DDNS name.

5.3.2 LAN

LAN Port:

The most generic function of router is NAT. What NAT does is to translate the packets from public IP address to local IP address to forward the right
packets to the right host and vice versa.
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Type in local IP address for connecting to a local private
Local IP Address
network (Default: 192.168.1.1)
P Port(LAl) Type in an address code that determines the size of the
PC Port(LAN) Local Subnet Mask
oenl I Adeece [GEm LI network. (Default: 255.255.255.0/ 24)
Local Subnet Mask |255. 255,255.0
Local DHCP Server IEnabIe vl
DHCP Start Address 192,158, 1.|2
DHCP End Address 192,158, 1.|25—1
DS Mode IAutu:u vl
Frimery Brs e If or not enable DHCP server.
Secondary DMNS I;.;.;.; Local DHCP Server
Client Lease Time (0-86400s) |3-5-1'II'II
DMS Prosxy IDisahIE vl

DHCP Server:

Router has a built-in DHCP server that assigns private |P address to each local host.

DHCP stands for Dynamic Host Configuration Protocol. The router by factory default acts a DHCP server for your network so it automatically dispatch
related IP settings to any local user configured as a DHCP client. It is highly recommended that you leave the router enabled as a DHCP server if you do
not have a DHCP server for your network.

Local IP Address [132.168.11.1 Local DHCP Server If or not enable DHCP server.
Local Subnet Mask |255. 255,255.0
Local DHCP Server [Enabie =] DHCP Starting Enter a value of the IP address pool for the DHCP server to start
DHCP Start Address 192.168.11.]2 Address with when issuing IP addresses. If the LAN Interface IP
DHCP End Address 192.1568. 11.|254 .
D1 Mode e =] DHCP Ending Enter a value of the IP address pool for the DHCP server to end
Primary DNS 192.168.11.1 Address with when issuing IP addresses.
Secondary DM |
Client Lease Time (0-86400s) IS'S—EIEI Primary/Secondary
Input the primary or secondary DNS IP address.
DMS Proxy IEnabIE vI DNS
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You must specify a DNS server IP address here because your
ISP should provide you with usually more than one DNS
Primary DNS Server. If your ISP does not provide it, the router will
automatically apply default DNS Server IP address:
202.96.134.33 to this field.
— You must specify a DNS server IP address here because your

Primary DMS J192.168.11.1
| ISP should provide you with usually more than one DNS

Secondary DMS

Client Lease Time {0-86400s) |&=00 Server. If your ISP does not provide it, the router will
OING Proy |E.-,E.|:.|E -] automatically apply default DNS Server IP address:
Secondary DNS

202.96.128.86 to this field.
If both the Primary IP and Secondary IP Address fields are left
empty, the router will assign its own IP address to local users as

a DNS proxy server and maintain a DNS cache.

Client Lease Time It allows you to set the leased time for the specified PC.

5.3.3 DMZ/Port Forward

DMZ

Status Network Wireless SIP Account Phone Administration Security DMZ Enable If OI’ nOt enable DMZ

Filtering Setting DMZ MAC Clone Port Forward Content Filtering

Demilitarized Zone (DMZ)

DMZ Setting

DMZ Enable IEna e VI DMZ HOSt IP
oz Hosfllp address |b|— Enter the private IP address of the DMZ host
Address

Save | Cancel | Reboot |

Port Forward
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Firewall

Filtering Broadcast Limit Packets Limit Static Mapping DMZ Port Forward WPM Passthrough

Flease REBOOT to make the changes effectivel

Port Forwarding
e T S N S
1 O ss 192,168.1.19 565-78 TCP&UDP

| Delete selected | | Add || Edit |

Virtual Servers

[“No. | Comment | PAddiess | Publcrort | Prvteport | Protocol |

5.3.4 MAC Cilone

Some ISPs will require you to register your MAC address. If you do not wish to re-register your MAC address, you can have the router clone the MAC

address that is registered with your ISP. To use the Clone Address button, the computer viewing the Web-base utility screen will have the MAC address
automatically entered in the Clone WAN MAC field.

Hetwork
Clone Addressz

Step 1.Press | button to clone the currently PC

WAN LAM DOMS MAC Clone WVLAM Port Management

MAC address to router’s Internet port.
Flease REBOOT to make the changes effectivel

Save

MAC Address Clone Step 2.Press

Enabled

MAC Address | | [ et Current PC MAC

button to save the changes

Step 3.Press ﬂl button to make changes effective
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Metwork

WAN LAM VPM DDMS Advanced i Multi WAM Qos

Flease REEOOT to make the chanoss effectivel

e T ane ] i | e02ip ] Operoton
; IEEDSQ_-.IOICE_II‘H'ERNEF_R 5 . Edit | Delete |

Add

Save | Cancel I Reboot

Network

WAN LAN VPN DOMNS Advanced Port Settings Multi WAN QoS

Flease REEQOT to make the changes effective!

e T e T i ] w020 ] Operton |
1 IE;'[I;‘\DSQ_\-OICE_IP‘H'ERNI:—I'_R 2 a Edit I Delete |

VLAN ID |2

302.1p | i v|
Bridge Mode I Route v|

Service | TROGS_vOICE_INTERNET x|
Take VLAN tag I Disable vl

Save | Cancel | Reboot |

5.4 Wireless

5.4.1 Basic
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Basic Wireless Settings
Wireless Network

Radio On/Off

Metwork Mode

351D

Multiple 55101

Multiple 55ID2

Multiple 551D 3

broadcast (5510)
AP Isolation

MBSSID AP Izolation
BSSID

Freguency (Channel)

HT Physical Mode

Cperating Mode

Channel BandWidth

Guard Interval

MCS

Reverse Direction Grant (RDG)
STEC

Aggregation M5DI (A-MSDU)
Auto Block ACK

Decline BA Request

HT Disallov TKIF

Other

HT Tx5tream

HT Rx5tream

I 11bfg/n mixed mode ﬂ
IW Hidden I
I— Hidden I
I— Hidden
[ Hden I
@ Enable  Disable

" Enzble ¥ Disahle

" Enable  © Disable
00:01:9F: 13:10: 28

| AutoSelect j

@ Mixed Mode ¢ Green Field
o a4

. long % auto

C Disable @ Enable

" Disable ™ Enable

¥ Disable ' Enable

C Disable @ Enable

¥ Disable ¢ Enable

" Disable ™ Enable

I?,
5

Save | Cancel | Reboot |

Isolated [
Isolated
Isolated ™
Isolated [

Select Radio On to enable the wireless, select Radio Off
Radio On/Off
to disable wireless.

Network Mode Choose one network mode from the five types.

The name of the wireless name, it can be any text
SSID numbers or various special characters. The default

SSID is "VWRT510131028".

Multiple

User can set multiple SSID.
SSID1-3
broadcast(SSI

If or not enable SSID broadcast.
D)

5.4.2 Security

WIFI Security Setting

Select S5ID

SSID choice

! Wireless AP-MRHF 5|

Choose one SSID from SSID, Multiple SSID1,
Multiple SSID2 and Multiple SSID3.

SSID Choice

“Wirgless_AP-MRHE

Security Mode

| wea-ps |
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Select an appropriate encryption mode to improve

the security and privacy of your wireless data packets.
Security Mode _ o _
Each encryption mode will bring out different web

page and ask you to offer additional configuration.

5.4.3 WMM

Wireless

Basic Wireless Security WMM WPS Station Info

Flease REBOQOT to make the changes effective!

| [ aifsn [ cwmin | CwMax | Txop [ Acwm | ACK Policy
Tww [F (I [FI [F [ [
| acek | |7 | Jis=] | Jwz=] | o - | ©

| acv | 1 RN = I

| acvo | i | - [P [ & | ¢

| [ Aifsn [ cwmin | CwMax | Txop [ Acm

| acee | 5 | Jis=] [ Jwz=] | 5 e

| acek | 7 | Js=l |[Jwz=z=] | I E

| acv | |2 R R e

| acvo | 2 s= | [P | =

Apply | Cancel | Close |

5.4.4 WPS

WPS (Wi-Fi Protected Setup) provides easy procedure to make network connection between wireless station and wireless access point (vigor router)
with the encryption of WPA and WPAZ2.

It is the simplest way to build connection between wireless network clients and vigor router. Users do not need to select any encryption mode and type
any long encryption passphrase to setup a wireless client every time. He/she only needs to press a button on wireless client, and WPS will connect for
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client and router automatically.
WPS If or not enable WPS.
Wireless
Basic Wireless Security WMM WPS Station Info
Flease REBOOT to make the chanoges effectivel
WPS Setting | Press the button to apply.
WPS Config
WPS: IEnaI:uIE "I
_Apoly |
5.4.5 Station list
Wireless
Basic Wireless Security YN WPS Station Info
Flease REBOOT to make the changes effectivel
Wireless Network |
Wireless Network
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5.4.6 Advanced

Advanced Wireless

Advanced Wireless

BG Protection Mode I Auto |- I

Beacon Interval IlEIEI ms ms (range 20 - 999, default 100)
Data Beacon Rate (DTIM) |3 ms (range 1 - 255, default 3)
Fragment Threshald 2346 (range 256 - 23446, default 2346)
RTS Threshold Iﬁ (range 1- 2347, default 2347)
T¥ Power 100 (range 1 - 100, default 100)
Short Preamble @ Enable ' Disable

Short Slot @ Enable  © Disable

Tx Burst © Enable ¢ Disable

Pkt Aggregate % enable O Disable

IEEE 302, 11H Suppaort C Enable  ® Disable (anly in A band
Wi-Fi Multimedia

YWMM Capable ® enzhle 7 Disable

APSD Capable O Enable  © Disable

WMM Parameters WMM Configuration

Multicast-to-Unicast Converter

Multicast-to-Unicast  Enable  © Disable
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5.5 SIP Account
5.5.1 SIP Settings
SIP Account
S5IP Parameters
SIP Parameters
SIP T1: [500 MS Max Forward: [70
SIF Reg User Agent Mame: I Ma Auth: |2
Mark All AVT Packets: I Enzble TI RFC 2543 Call Hold: I Enzble "’I
SRTP: [Dissble 7] SRTP Prefer Encryption [EES oM =]
Service Type: I Comman *I
HAT Traversal
MAT Traversal
MAT Traversal: IDiE-al:IIE vI STUM Server Address: I
MAT Refresh Interval (sec): IISEI STUM Server Port: |34?E
Save | Cancel | Reboot
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5.5.2 Line 1
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5.5.3 VOIP QoS Setting

SIP Account

QoS Settings

Layer 3 QoS

5IP QoS(0-63) | 0
RTP Qos(0-63) [ @
Dats QoS(0-63) | 0

5.6 Phone

5.6.1 Preferences

Preferences Dial Plan

Please REBOOT 1

Preferences

to make the changes effectiy

Phoneboak

Vb

Volume Settings

Handset Input Gain:

Regional

Tone Type:

Dial Tone:

Busy Tone:

Off Hook Warning Tone:
Ring Back Tone:

Call Waiting Tone:

Min Jitter Delay{ms):
Ringing Time(Sec):
Regional Ring Waveform:
Regional Ring Frequency:

Flash Time Max

B

Handset Volume:

B

I Sinusoid 'l
|25
IU.Q

Max Jitter Delay{ms):

Regional Ring Voltage:

Flash Time Min

E—
—
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Features

All Forward:

Mo Answer Forward:

Call Forward

All Forward:

Mo Answer Forward:

Feature Code
Hold Key Code
Transfer Key Code
R Key Enable
R Key Hold Code

IDisabIe 'I
IDisabIe "l

—
—

*77
08

Busy Forward:

Busy Forward:

Mo Answer Timeout:

Conference Key Code
IVR Key Code
R Key Cancel Code

R Key Transfer Code

I Disable 'I

—
—

*88
qu—
IRl 'l
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R Key Conference Code I R3 'l

Miscellaneous

Egdec Loop Curre |25— Igrppedance Machin I 1S PEX,Kores, Taiwan(600)

CID Service I Enable VI CWCID Service I Disable VI
Dial Time Out{IDT) I— Call Immediately K Iﬁ__
: 5 ey - =

ICMP Ping: IDisabIe - EIS;"'DEE' char ena IDisabIe |

Save | Cancel I Reboot |

5.6.2 Dial Plan

Preferences Dial Plan Phonebook Call Log

Flease REBOOT to make the changes effective!

Dial Plan

General

Dial Plan: IEnabIe VI
I I TS [ [ [

1 Linet 8,00 Dislout My v r

Line Im
Digit Map ——
Action m

ﬂl Cancel |
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5.6.3 Phonebook

Phonebook Upload && Download

Phonebook Upload && Download

Local File: | e I

upload CSV I download CSV |

Blacklist Upload && Download

Blacklist Upload && Download

Local File: | e I

upload CSV I download CSV |

Phonebook ‘

0 T R TR T

Edit | add | belete | move toblackist

Blacklist
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5.6.4 Call Log
08f1309:13 00:00:01
08/13 16:00 Q0:00:07
08/13 16:12 Q0:00:03
0813 16:32 00:00; 55
08/13 17:06 00:00; 22
== Es
08/1309:13 00;00:15
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-
5.7 Security
5.7.1 Filtering Setting
Basic Settings
Basic Settings
MAC /TP Port Filtering IDisaI:uIE TI
Default Policy I Drop "I
The packet that don't match with any rules would be:
Save I Cancel
IP/Port Filter Settings
Mac address |
Dest IP Address |
Source IP Address |
Protocol I MNOME vI
Dest. Port Range I -I
Src Port Range | -|
Action I Drop vI
Comment |
(The maximum rule count is 32.)
Save I Cancel |
Current MAC/IP/Port filtering rules in system
Dest.
Mac Dest IP Source IP Port Src Port
address  JAddress JAddress |Protocol JRange Range Comment JPktCnt
Others would be dropped. -
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5.7.2 DMZ
Filtering Setting oMz MAC Clone Port Forward Content Filtering
Flease REBOOT to make the chanoes effectivel
Demilitarized Zone (DMZ)
DMZ Setting
DMZ Enable I Enable vI
DMZ Host IP Address |
5.7.3 MAC Clone
MAC Address Clone
MAC Address Clone
MAC Address Clone I Enable vI
MAC Address I Get Current PC MAC
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5.7.4 Port Forward
Filtering Setting DMZ MAC Clone Port Forward Content Filtering
lease REBOOT to make the changes effectivel
192,168.11.19 56-78 TCPaEUDP
Delete Selected | Add | Edit |
Virtual Servers
e T  Coment | Addes
Delete Selected | Add | Edit |
- @ 2013 ReadyNetSolutions
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5.7.5 Content Filtering
Webs URL Filter Settings |
Current Webs URL Filters:
N
Delete | Cancel |
Add a URL Filter:
LRL: |
add | cancel |
Webs Host Filter Settings |
Current Website Host Filters:
o
Delete | Cancel |
Add a Host (keyword) Filter:
Keyword: I
Add Cancel
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5.8 Administration
5.8.1 General
. = I
| e
......... 1
' 50|
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5.8.2 Firmware Upgrade
Administration
Management Firmware Upgrade Provision SNMP
Flesse RESOOT to mare the chenges effeciiel 1) Choose upgrade file type from Image File and Dial Rule

Firmware Management

. 2) Press to browser file.

Firmware Upgrade

Upgrade Types IUpgrade Software LI 3) Press 4ILII:“;IF'E":IE to start Upgrading.

Local Upgrade |
5.8.3 Provision
Please refer to the provision user manual to test provision.
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5.8.4 SNMP

Management Firmware Upgrade

Provision

Plesse REBOOT to make the changes effectivel

Provision

Copy Right 2013 All Rights Reserved by FLYINGVOICE TECHNOLOG LIMITED

Administration

SNMP TROG6S

Configuration Profile

Provision Enable

Resync On Reset

Resync Random Delay(zec)

Resync Periodic{sec)

Resync Error Retry Delay(sec)

Forced Resync Delay{sed)

Resync After Upgrade
Option 68

Config File Mame
Profile Rule

Firmware Upgrade

Upgrade Enable

Upgrade Errar Retry Delay(zec)

Upgrade Rule

Management Firmware Upgrade

SHMP Configuration

Provision

Flease REBOOT to make the changes effectivel

Enable -

Enable -

3000

18

3500

Enable =
Enzble =

E(Ma)

Enable -

3600

T T

SMNMP TROGS

Administration

SHMP Configuration

SMMP Service

Trap Server Address
Read Community Mame
Write Community Mame
Trap Cornrnunity

Trap period interval(sec)

I Dizable vI

V1.3
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5.8.5 TR069
Administration
Management Firmware Upgrade Provision
ease REBOOT to make the changes effective!
TRO69 Configuration
ACS
TROGS Enable I Disable vI
CWMP I Enzble *I
ACS URL |
User Mame I
Password I
Periodic Inform Enable I Enable vI
Periadic Inform Interval |3|:|
Connect Regquest
User Mame
Password I
SSL Key |
5.9 System Log
If you enable the system log in Status/syslog webpage, you can view the system log in this webpage.
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Status

System Info

MNetwork

DHCP

[ Refresh ][ Clear ]

=53t Jan
=53t Jan
<53t Jan
<5zt Jan
<53t Jan
=5zt Jan
=53t Jan
=53t Jan
=53t Jan

<53t Jan
< Sat 1lan

5.10 Logout

1

o e b b b e e

08:00:35 2000
08:00:34 2000
08:00:34 2000
08:00:34 2000
08:00:24 2000 =
08:00:34 2000=
08:00:34 2000
08:00:34 2000
08:00:32 2000

08:00:31 2000:=
OR-N0-=30 2000

Copy Right 2013 All Rights Reserved by FLYINGVOICE TECHNOLOG LIMITED

VolIP Firewall Administration

ipphone

ipphone:

El

swslog:

cwelnne |

<Fri Dec 14 10:01:02 2012> syslog: LANZ link up

<Fri Dec 14 10:01:00 2012 syslog: LANZ link down
<\Wed Dec 12 15:51:17 2012 syslog:
<\Wed Dec 12 15:48:37 2012 syslog:
<Wed Dec 12 15:48:35 2012 syslog:
<\Wed Dec 12 15:48:34 2012 syslog:
<\Wed Dec 12 15:48:30 2012 syslog:
<Wed Dec 12 15:45:03 2012 syslog:
<Wed Dec 12 15:45:02 2012> syslog:
<\Wed Dec 12 15:44:59 2012 syslog:
<\Wed Dec 12 15:44:57 2012 syslog:
<\Wed Dec 12 15:33:39 2012 syslog:
<\Wed Dec 12 15:33:38 2012 syslog:
<Wed Dec 12 15:33:35 2012 syslog:
<\Wed Dec 12 15:23:33 2012 syslog:
<Wed Dec 12 15:32:16 2012= syslog:
ipphone:
ipphone:
ipphone:
ipphone:
ipphone:
ipphone:
ipphone:

LAM3 link down

LAMZ link up

LAMN3 link down

LAMZ link up

LAN3 link down|

LAN3 link up

LAMZ link down

LAMN3 link up

LAM3 link down

LAMZ link up

LAMN3 link down

LAMZ link up

LAMZ link down

LAN3 link up

Start Register Client ...

Init Sip Stack Success

SIP1{Diszble) Contact:192.168.20.2:5061
SIPO(Diszble) Contact:192.168.20.2:5060
Start Init Sip Stack...

Local SIP Addr:192.168.20.2

VAN TP s 192.168.20.2

! ip Change :0.0.0.0 -= 192.168.20.2
W:355(buildtime)

***gyctem booting™®**

AN link 11N

Press the logout button to logout, and then the login window will appear.

5.11 Reboot

Press the Reboot button to reboot G801.

Softwar siom: 1.1.2

Current Time: Mon Dec 17 14:4% GMT 2012

admin;

V13
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6 Trouble shooting of the guide

6.1 Setting your PC gets IP automatically

Following are the process of setting your PC gets IP automatically
Step 1.Click the “begin”
Step 2.Select “control panel”, then double click “network connections” in the “control panel”

Step 3.Right clicks the “network connection” that your PC uses, select “attribute” and you can see the interface as picture 1:

Step 4.Select “Internet Protocol (TCP/IP)”, click “attribute” button, and you can see the interface as following Picture 2 and you should click the “Get IP
address automatically”.

-4 Local Area Connection Properties E]E| Internet BHZ (TCP/IP) EEEE 7] x|
General | Authentication || Advanced = I%.EHEEE I
Connect using: InFE PIEEEREEThER , IIAT LLEEED Bahiaify IF & S,
7 ERE N PEE R AT R A FISESR IF RE.

BH& Realtek RTL2139 Family PCI Fast Etk l Canfigure. . ]

Thiz connection wuzes the following items: R TR
5 Client for Microsaft Metworks ¢ EETE 1P Hhatk )
@ File and Printer Sharing for Microsoft Metwarks
@ Qo5 Packet Scheduler TE: P (D2 I
L3 |ntermet Protocol [TCRAR] - ol R (- I

[ lstall... ] [ Properties ] FALARIZS 0 I

Dezcription

. v B=hiEid Db AR=E=Hidl (B)
Tranzmizsion Control Protocol/lntermet Protocal. The default
wide area network. protocol that provides communication " AT RS AR seHdl (E):
acrozs diverze interconnected networks. X
HiT NS fREEE (Bl |

[] show icon in notification area when connected &=/ IHs REat Al I
Matify me when this connection has limited or no connechivibg

[N |

TBE i |

[ Ok ] [ Cancel ]

Picture 1 Picture 2
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6.2 Can not connect to the configuration Website

Solution:

Check if the Ethernet cable is properly connected, then

Check if the URL is right wrote, the format of URL is: http:// the IP address: 8080, 8080 must be added, then
Check if the version of IE is IE8, or use other browser such as Firefox or Mozilla, then

Contact your administrator, supplier, or ITSP for more information or assistance.

6.3 Forget the Password

If user changed the password and then forgot, you can not access to the configuration website.
Solution:

To factory default: press reset button 10s.

The page 50 of 52
Revision time: 2013-08-16 18:00



Flying )\

Voice
oiceaver|P Copy Right 2013 All Rights Reserved by FLYINGVOICE TECHNOLOG LIMITED

7 Statement

FCC Radiation Exposure Statement

FlyingVoice Technology Ltd. Declares that this device is in compliance with the essential requirements and other relevant provisions of Directive 1999/5/EC.

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of the FCC rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate radio frequency energy and, if
not installed and used in accordance with the instructions, many cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

-Reorient or relocate the receiving antenna.

-Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the receiver is

connected.

-Consult the dealer or an experienced radio/TV technician for help.

To assure continued compliance, any changes or modifications not expressly approved by the party

responsible for compliance could void the user’s authority to operate this equipment. (Example- use

only shielded interface cables when connecting to computer or peripheral devices)

FCC Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled

environment. This transmitter must not be co-located or operating in conjunction with any other

antenna or transmitter.
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This equipment complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(1) This device may not cause harmful interference, and

(2) This device must accept any interference received, including interference that may cause
undesired operation.

This equipment should be installed and operated with minimum distance 20cm between the radiator

and your body.

C €z
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