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FCC Information

This equipment has been tested and found to comply with the limits for a Class A digital device
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference when the equipment is operated in acommercia environment.

This equipment generates, uses, and can radiate radio frequency energy and, if not installed and
used in accordance with the instruction manual, may cause harmful interference to radio
communication.

Operation of this equipment in residential areais likely to cause harmful interference in which
case the user will be required to correct the interference at this own expense.

The user should not modify or change this equipment without written approval of the company.
Modification could make invalid any authority to use this equipment.

It is unsafe to work under circumstances in which the RF exposure exceeds recommended
amount. To prevent the situation happening, people who work with the antenna should be
aware of the following rules:

1. Install the antenna so that a 20 cm distance can be kept from the antenna.

2. While installing the antenna in the location, please do not turn on the power of the wireless
card.
3.  Whilethe deviceisworking, please do not contact the antenna.

This device complies with Part 15 FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference. (2) This device must accept any
interference received including interference that may cause undesired operation.”
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Section 1 About GL2411AP-0A Access Point

Introduction

The GL2411AP-0A (11 Mbps WLAN Access Point) is along-range, high performance LAN product,
which provides Access Point servicesto a 2,4 GHz RF network and bridges to an Ethernet backbone. The
design of this product is based on AT76C510 (bridge-on-a-chip) module, a highly integrated ASIC designed
to combine legacy LANs with wireless LANs. AT76C510 performs all the necessary inter-networking and
bridging functions. It receives data from both networks, stores them locally for further processing, installs and
mai ntains connections and transmits the packets to the proper destination. Furthermore, AT 76C510 interfaces
three more modules, the Ethernet PHY, the wireless PHY and the RAM modules, for allowing compact

system implementation and flexibility for supporting aimost all the possible physical interfaces.

1-1 Features

- Glueless connection to Intersil PRISMI, PRISMII Direct Sequence Spread Spectrum (DSSS) radio chip
set. Able to communicate also with other DSSS radios

- Supports 11 Mbps rates with automatic fallback to 5.5, 2 and 1 Mbps

- WEP encryption/decryption is accomplished on the fly

- Ethernet MAC supports M1 interface and 10/100Mbit speeds

- Hardware modules for Packet Filtering and statistics gathering

- Glueless SRAM, Flash interface for data buffering and program storage, supporting up to 16 MB of
memory

- Integrated 2 x 6K x 32 bit internal SRAM modules for fast 32-bit program execution and temporary
storage of data

- Supports 3V supply

- 128-pin PQFP, TQFP

- JTAG Boundary Scan (IEEE 1149.1) test access port for board-level production test

1-2 Firmware functionality

The firmware functionality of the bridge supports:
1. Digtributed Coordination Function (DCF )
CSMA/CA
Backoff procedure



NAV management
ACK procedure
Retransmission of unacknowledged frames
2. RTS/CTS handshake
3. Duplicate detection and recovery
4. Fragmentation and Reassembly
5. Beacon generation
6. Probe response
7. Wired Equivalent Privacy Algorithm (WEP)
8. Authentication Algorithm (Open System, Shared Key)

1-3 Applications

The Seria of LAN products offer afast, reliable, cost-effective solution, allowing clients to wirelessly

access the network in applications such as following:

1. Remote access to cor por ate network infor mation

E-mail, file transfer and terminal emulation

2. Difficult-to-wir e environments

Historical or old buildings, asbestos installations, and open area where wiring is difficult to employ

3. Frequently changing environments

Retailers, manufacturers and banks who frequently rearrange the workplace and change location

4. Temporary LANsfor special projectsor peak time
Trade shows, exhibitions and construction sites need temporary setup for a short time period. Retailers,
airlines and shipping companies need additional workstations for a peak period. Auditors require

workgroups at customer sites.

5. Accessto database for mobile workers
Doctors, nurses, retailers, white-collar workers need access to database while being mobile in the hospital,

retail store or office campus.

6. SOHO (Small Office and Home Office) users
SOHO users need easy and quick installation of a small computer network.

1-4 Product Kit

@ GL2ALIAP-0A o, x1

€ Antenna (fiXed)......coevie i X2



€ GL2411AP-0A driver and utility CD.......ocevvviviie e v x1
@ A/C POWEr AAPLEN ...vueie ettt et e e e x1

@ USBcable.....oooiiie e X

If any of the listed items are not included or found damaged, please contact your local dealer.



Section 2 Hardware Installation

2-1 Equipment Requirement

Installation of GL2411AP-0A requires:

1. An A/C power outlet (100~240V,50~60Hz) which will supply the power for the GL2411AP-0A Access
Point

2.A 10/100 Base-T (UTP) Ethernet cable drop (RJ-45 connector)

2-2 GL2411AP-0A Hardware Installation

Please follow these procedures while setting up the hardware:
1. Site Selection
Choose a proper place for your GL2411AP-0A.
In general, the best location to place your GL2411AP-0A is the center of your wireless coverage, with line
of sight to all your mobile stations.
2. Adjust thedirection of the Antenna
Adjust the direction of the antenna placement to improve the GL2411AP-0A’s performance. Try to place
the antenna in the position which can best cover its BSS. Normally, the higher you place the antenna, the
better the performance will be. The character of diversity enhances the receiving sensitivity.
3. Connect the Ethernet Cable
GL2411AP-0A can be connected to the 10/100 Base-T Ethernet network. Connect your UTP Ethernet cable
to the RJ-45 connector of the GL2411AP-0A AP and connect the other side of UTP Ethernet cable to a hub.
4. Connect the Power Cable
Connect the power adapter cable to the DC5V Power Socket of the GL2411AP-0A. ONLY use the power
adapter supplied with the GL2411AP-0A. Otherwise, the product may be damaged.

2-3 Software Limitation

1. DFU Software
Operation System:
Chinese Windows 98/2000/ME, English Windows 98/2000/ME
2. SNMP Software
Operation System:
English Windows 98/NT/ME



Section 3 How to Configure GL2411AP-0A Access Point

The GL2411AP-0A can be configured by DFU uitility for only Windows® 98. You need plug the USB
cable with the GL2411AP-0A and the USB dlot of the PC to run DFU.exe for configuring the GL2411AP-0A
and setting the setup.

3-1 Installation GL2411AP-0A AP by USB cable For Windows 98

1. Because the utility is only for Windows® 98 at this moment, you must boot your PC into Windows® 98.

2. Run DFUzip.exe in GL2411AP-0A Access Point driver and utility disk to decompress the files into
C:\DFU.

3. Ensure you have followed the procedure as described in the previous section to finish hardware installation.

4. Plug the two sides of the USB cable into the USB slots of GL2411AP-0A and your PC.

5. Windows® 98 will automatically detect the GL2411AP-0A and prompt you to install the necessary driver.

Click “Next” to begin the installation.

This wizard searches for new divers for:

Unknawn Deviee

A device diiver is & software program that makes &
hardware device work.

Cancel

6. Select “ Search for the best driver...” and click “Next”.

Add New Hardware Wizard

what do you want Windows ta da?

@ Search for the best diiver for your device.
{[Recommended).

" Display a list of ll the drivers in a specific
location, so pou can select the driver you want.

< Back I MNext > I Cancel




7. Select “ Specify alocation” and click “Browse”. On the windows information dialog, double-click the

“C:\DFU" folder icon from the list and Windows® 98 will automatically enter the path. Then click “Next”.

“Windoves will search for new drivers in its driver database
on your hard diivs, and in any of the fallowing sslected
Incations. Click Mext to start the search

I~ Floppy disk drives
I COROM drive
™ Microsaft Windows Update

¥ Specily a location
| B =l
Browse.. |

<Back [ New> | Cancel |
8. Windows® 98 will then acknowledge that it has found the appropriate driver and click "Next".

9. Windows® 98 will install the driver. Asthe driver files are being copied to the appropriate location, you
will be prompted to insert the Windows® 98 CD.

Add New Hardware Wizard

Wwindows diiver file search for the device:

BRIDGE DFU DEVICE

“Windows iz now ready to install the best driver for this
device. Click Back to select a different driver, or click Next
to continue.

Location of driver:

CADFUSERIDDFLLINF
=

Cancel |

NOTE: You must insert the Windows 98°CD as the driver installation requires special files that will not be

available even if you have stored a copy of Windows® 98 source on your hard drive.

10.  After Windows® 98 has finished installing the appropriate files, click “Finish”.

Add New Hardware Wizard

\> ERIDGE DFU DEVICE

“Windows has finished installing the software that pour new
hardware device requires.

<Back |5 Finish Cancel




11.  Fromthe Control Panel, double-click the “ System” icon.

£3 Control Panel [_ O[]
J I
= D £
Btk |Feigiir= el Up Copy Paste Ur

| #ddrzss [51 Conirol Parel

H
=

N s reTan
[PCMCIA)
Co ntro' Power Printers Regional
Panel Management Settings
e | %
Frovides Sounds System Telephony
system
information
and changes
advanced @
settings. hd
q D Users =
[1 cbiect(s] selected My Computer A

12. Fromthe “Properties’ menu, please select the “Device Manager” tab. And check that the “BRIDGE
DFU DEVICE” device worksfine.

System Prap

Gienial Devios Manager | Hardware Profiles | Perfomance |

@ Viewdevicesbylype View devices by connection

ER=
B Display adapters

2 Flappy disk contrallers
2 Hard disk controllers

Moritors

) Mouse

HY Network adapters
4G PCMCIS socket
B Ports (COM & LPT)
System devices

6 Uriversal serial bus contraller

Popeies | Relesh | Femove | P |

Cancel



3-2 GL2411AP-0A AP Utility Setup

DFU (USB Configuration Utility)
To setup the utility, please click the “ Start” icon and then “Run”.

1. Pleasetype “D:\OEM\Dfu_V 1.0\setup.exe.” or use browse the file in the dialog box. Then click “OK” to
start the setup. (ps: D: is your CD-ROM driver)

Run HE

Type the name of a program, folder, document, or Intermet
resource, and Windows will open it for you.

akK I Canicel Browse...

2. In Computer screen will show this dialog, please wait for screen change.
Setup [ <]

‘wizard which will guide you through the rest of the

g DFU Configuration Setup is preparing the InstallShield(r]
= setup process. Please wait.

100 %

3. Please click “Next” for further running.

Access Point USB Configuration Utility 1.0,

4. Please browse the file shown in the dialog box, then click “Next”

Choose Destination Location [x]

Setup wilinstall DFU Configwiation in the following directory.
Tainstall o this directory, cick Hext

T instal to a cilferert directory, cick Browse and select ancther
diectory.

ou can chase not ta instal DFL Configusation by clicking
Cancel to exit Setup.

Destination Directory
[E\ ABlobalsurtechDFLI Configuiation Browse.

Cancel

< Back

10



5. Setup will add program icon to the program folder shown as blow, then click “Next” for further setup.

Select Progiam Folder =]

Setup will add program icans 1o the Frooram Folder listed below.
‘oumay Iype 2 new folder name, or select one fiom the exising
Folders fist. Click Next to continue

Program Falders:

Existing Folders

Intemet Explorer
LarEval
Fiism Test Uiiies
Staillp

rzip

[ |

6. Please click “DFU Config” folder for installation of USB configuration Utility.

| & DFUCo [_[OIx]
He E Go Favortes Help
L = I 4 )
Bxch  Foued Up Cd_ Coy  Paste | Undo | Delele |
‘Address [ C:A/INDOWSStart Men.Programs\DF UCoriig =l
DFU
DFUConfig
< | &
1 objectfs) |480 byte| =) My Computer ¥

7. After the installation of utility, please click “Finish”.

Setup Complete

Setup has finished copying fles to your computer.
Setup will noes launch the program. Seleot your option below.

I e, Launch fre program fils

Click Finish to complete Setup.

8. If you would like to configure the parameter, please click the page you want to change parameter. If not,
please just click “Close” to finish the setup.

Access Point USB Configuration Utility v1.0

Status | Basic Setting | Advanced | IP Setting | WEP | About |

Working Status  Connect 0K

Ethemet Address  00-03-2(-f0-0F

ESSID linksys
Channel Channel 6
WEP Enable Key (1)

Restore Defauits

S e |

11



SNMP Configuration Utility
To setup the utility, please click the “ Start” icon and then “Run”.
1. Pleasetype“D:\OEM\SNMP_V1.3A\setup.exe.” or use browse to select the filein the dialog box. Then

click “OK" to start the setup. (ps: D: is your CD-ROM driver)
Run

Tupe the name of a program, folder, document. or [nternet
rezource, and Windows will open it for pou.

Ok I Cancel Browse. ..

2. In Computer screen will show this dialog, please wait for screen change.

Copying Files, please stand by,
Processing YBESTKIT.DLL {1 of 7)

3. Please click “OK” for further running.

¥% DEM_SNMPManager Setup

@ Welcome ko the OEM_SMMPManager installation program.
=

Sebup cannat install system files or update shared files if they are in use,
Eefore proceeding, we recommend that you close any applications you may
be running.

Exit Setup |

3. Please browse the file shown in the dialog box, then click the graphic icon

3 DEM_SNMPManager Setup

Eegin the installation by clicking the buttan belaw,

Click this button to install OEM_SNMPManager softwars to the specifisd
destination directary.
_—

Direckary:
[C:\Prugram Files\OEM_SNMPManager!, Change Directory ‘
Exit Setup

12



5. Please click “OEM_Manager” program Group for installation of SNMP configuration Utility.
And press“ Continue” Button for next step.

¥3 DEM_SNMPManager - Choose Program Group [ ]

Setup will add items to the group shown in the Program Group b,

‘¥ou can enter & new group name or select one Fram the Existing
Groups list.

Existing Groups:

Accessories
DFUCaRfig
Internet Explorer
OEM SMMPManager

Frism Test Ulilties
StartUn
WinZip

6. Wait for screen change.

EM_SHMPManager Setup

Destination File:

CAWINDOWS|SYSTEM|DartSnmp.di

.« [

7. After theinstallation of utility, please click “OK”.

OEM_SHMPM anager Setup ]

OEM_SMHMPManager Setup was completed successfully.

13



3-3 GL2411AP-0A AP Configuration Utility

DFU (USB Configuration Utility)

E DFUConfig » ﬁDFU

1. Click “Start” then, “Program” folder, you will find icon

please pressicon “DFU” to execute program.

2. Page “Status” will show the DFU status including “Ethernet Address”, "ESSID”, " Channel” and "WEP”
Click “Reconnect” Button will reconnect AP and reread the parameter
Click “Restore Defaults’ Button will restore the default value.
Click Page “Status’ “Basic Setting” “Advanced” “1P Setting” “WEP” “About” to change other function.
If you had changed any configuration, click the “ Apply” Button will become active.

Access Point USB Configuration Utility 1.0

Status | Basic Setting Advancedl IP Salllngl WEP | About I

‘Working Status Connect QK

Ethemet Addess  00-03-2f-ff-f0-0F

ESSID linksyps
Channel Channel &
WEP Enable Key [1)

Restore D efaults |

Close Catice] Enply I

3. Page “Basic Setting”, you can change ESSID and Channel

Statys  Basic Setting |Advanced| IP Setting | WEP | About |

Warning
The settings below have been auto-detected by pour
Wireless Access Point, any changes to the values below will
alter your cument Wireless Network Configuration.

Basic Setting

ESSID linksys]
Channel Chanrel 6 -

Doss || Cevcel Al

14



4. Page “Advanced”, you can change “Authentication Type” “Preamble Type” and “Basic Rate”

Access Point USB Configuration Utility 1.0

Status | Basic Setting  Advanced | IP Setting | WEP | About |

Whaming :

Please consult your MIS or network. administrator before making
any changes in the fields below. Please look in vour wireless
Aecess Point User Guide for further infarmation

Authentication T ype i~ Preamble Type
" Shott Preamble

" Open System " Long Preamble

~BasicRates———————
£ Shared key 12 Mep)
& ol & 126511 Mbps)

[~ Auto Rate Fall Back

Clase I L] Apply

5. Page “1P Setting”, you can change “IP Address’ and “1P Mask”

Access Point USB Confi jon Utility ¥1.0

Shatus | Basic Setting | Advanced IF Setting |WEF | About |

‘Waming :

*fou need to specify an IP address for intemet access, ask your
network administrator or service provider for an IP address, and
then type it in the space below.

P Stting

IF Address B

IF Mask ]

Closs || Cancel Bl

6. Page “WEP”, you can change “WEP Key Setting” if WEP is Enabled.

And you can use passphrase to generate the key.
[Acoess Fomt U8 Contiguatin Uity 10— B

Status | Basic Setting | Advanced | 1P Seting WEP | About |
Warring
“Tour encryption settings must match those of your networl, or
your Accosss Point wil not be able to commuricate with the
clent user,
WEF [ON/OFF) B
Paspfise [ Dane

WEP Key Setting
(PN il g = ol
kw3 e [ I
el e
Difault Key m

o e [

15



7. Page “WEP”, you can not change anything if WEP is disable.

Status | Basic Setting | Advanced | IP Setting WEP | about |
Warning
Your encryption settings must match those of pour network, or
your Accssss Point wil not be able o commuricate vith the
ient user

WEP (DN/OFF) d
Passphiase Wiz

WERKEy Setiing
w1 [FEEERE
e [EFEEER
w3 [ EEE
S ol ol el

DelauHKeym

Cose || ol || epb

8. Page “About” is our trademark and description.

Access Point USE Configuration Utility 1.0

Status | Basio Setting| Advanced | IP Satting | WEP {Absi ]

Capyright (<) 2000 Global Sun
chnology Inc.

Tes
O EM USE Configuration Utiity +1.0

20001115

“w/airing: This computer programis protected by
copyight law and intemalional lreaties.

hitp - /A globalsuntech com
Emalt
Technical Support

Dose || Cancel Apely

SNMP Configuration Utility

EI:IEI--1_EIT'-Jr--1F'r--1ar'|ager L @DEM_SNMF‘Manager

1. Click “Start” then, “Program” folder, you will find ico
, please pressicon “OEM_SNMPManager” to execute program.

2.Please key in“IP Address’ for your AP. (Default 1P: 192.168.1.250)

AJEnter Access Point IP Address [x]
IP Address fr92.182.1.250

oK I Cancel |

3. Page “ Status” will show the SNMP status including “Ethernet Address’, "ESSID”, " Channel”, "WEP”
Click “Reconnect” Button will reconnect AP and reread the parameter

Click “Restore Defaults’ Button will restore the default value.
Click Page “Status’ “Basic Setting” “Advanced” “IP Setting” “WEP” “About” to change other function.

16



%7 Access Point SNMP Manager [=]

[ PSeling | WEP |
Status 1 BasicSeiing | Advanced

Working Status  Connect DK.

Firrnware “ergion  OEM ‘Wireless MNetwork (Wer. 1.3c)
Ethernet Address 0003 2F FF FO OF

ESSID linksys
Channel Channel B
WEP Disable

{ " Festore Defaulis |
Clase Reconnect

2. Page“Basic Setting”, you can change ESSID and Channel.
( The Apply button will be enabled, if you change any data on this page)

2 Access Point SNMP Manager [x]
[ PSeting | WEP T bouttleg
Status | Basic Settingt | Advanced
Warning :

The settings belo have been aulo-detected by you Wireless Access
Point any changes to the values below wil alter your current Wireless
Netwiork Configuration

ESSID [inksys

Channel [Charel6 =

APy, t
Close Reconnect

3. Page“Advanced”, you can change “Authentication Type” “Preamble Type” and “Basic Rate”
( The Apply button will be enabled, if you change any data on this page)

(W Access Point SNMP Manager <]
[ P Setting 1 WEP ] Abouttilog
Status | BascSetng | Advanced:

Flease cansult your MIS o netwark adminisiater before making any
changes in the fields below. Please look in your wieless Access Paint
User Guide for further infermetion.

- Threshold Si ~Preamble Typ
Fragmentation Threshald [2346 = £ Short Freamble
RTS Thieshold 7348 = | | & Long Freamois

- Authentication Typ -~ Basic Ral
£ Open System 1 - 2 (Mhps)
" Shared Key & 1 -2-55 - 11(Maps)
+ Both ™ Auto Rate Fall Back

Apply L
Close Reconnect

4. Page"“IP Setting”, you can change “IP Address’ and “IP Mask”
( The Apply button will enable if you change data on this page)

A Access Point SNMP Manager =]
Status ]| BascSetng | Advanced
P Seting | WEP 1 About & Log

You need to speciy an IP addhess for intemet access, ask your
network administrator or service provider for an IP address, and then
typs it n the spacs below

IP Setling

IP Address 192.168.1.250
IP Mask 255.255.255.0

Apply L
Close Reconnect

17



6. Page “WEP”, you can change “WEP Key Setting” if WEP is Enabled
And you can use passphrase to generate the key.
( The Apply button will be enabled, if you change any data on this page)

(W Access Point SNMP Manager <]
]| Bascsetng | Advanced
WEP | T

[ Status
1P Setting
Warning :
Your encryplion settings must match those of your network, or your
Aeecess Point will not be able to communicate with the client user
WEP (ON/OFF} Enab\e

123

Passphrase

i
Key2 [es47 58315

WEP Key

Key 1 [rs3a78362C
Key3 [:E#BEEJ3BF | Keyd [4DETiCT4az

Default key lh
Apply ||
Close Reconnzct

7. Page “WEP”, you can not change anything, if WEP isdisable

’
A\ Access Point SHMP Manager <]
Basic Setting Advanced
WEB! Aboutt Log

Statug
IP Sefting
Warning :
“Your encryption settings must match thase of your netwark, or your
Acceess Point will ot be able to communicate with the client user
WEP (ONIOFF) [Diable 5]
Passphrase l“— ane
WEF Key Seiting
Key 1 [r594 7536 o Key2 [ec47 258315
Key3 [*seeeg3or | Keyd [oEiicras: |

Default key lh
Apply a
Close Reconnzct

8. Page “About” is our trademark and description
[x]

Advanced

About & Log

A Access Point SNMP Manager
Status 1 Basic Setting
1 WEP

1P Setting
Copyright (c) 2000 by Atmel Corp.

O EM SHMP Manager v1.3a
20001111

Waming: This computer program is protected by

copyright law and international treatiss

hitp - /¢ globialsurtach. com
Log File L

Email: support@lobalsuntech. com

Close Reconnzct

I
)|

[




Appendix A Network Configuration

A-1 Network Topology

Ad-Hoc Mode

=

Notebook \
/ Desktop PC with \

! with GL241101 \
/ GL241101 \

Ad Hoc
\ Wireless LAN

\ = =/
/
N ,
\ with Desktop PC o
N GL241101 with
~ GL241101
~ -

~ -

Fig. 1 - Ad-Hoc WirelessLAN
An Ad-Hoc wireless LAN is a group of computers, each equipped with one LAN adapter, connected as
an independent wireless LAN. Computers in a specific Ad-Hoc wireless LAN must be configured at the

same radio channel and ESSID.
Ad-Hoc wireless LAN is applicable at a departmental scale for a branch or SOHO operation.

Infrastructure

Cl

Desktop PC with ethernet

he
I
i +

with
GL241101

with
GL241101

AN

)

GL2411AP-0A

N

Notebook

with Desktop PC
GL241101 with
GL241101
Infrastructure Infrastructure
Wireless LAN Wireless LAN

Fig. 2 An Example of Infrastructure Wireless LAN
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GL2411AP-0A provides access to a wired LAN for wireless workstations. An integrated wireless and
wired LAN is called an Infrastructure configuration. A group of LAN PC users and a GL2411AP-0A
Access Point construct a Basic Service Set (BSS). Each LAN PC in the BSS can talk to any computer in

the wired LAN infrastructure via the GL2411AP-0A Access Point.
Infrastructure configuration not only extends the accessibility of a LAN PC to the wired LAN, but also

doubles the effective wireless transmission range for 2 LAN PCs. Since GL2411AP-0A isableto
forward data within its BSS, the effective transmission range in an infrastructure LAN is doubled.

BSS ID is, in essence, the ID of each independent GL2411AP-0A. All LAN PCs configured without
roaming options in the independent BSS must be configured with the BSS ID of the GL2411AP-0A.
Infrastructure is applicable in an enterprise scale for wireless access to central databases, or wireless

access for mobile workers.

A-2 Roaming

X

Notebook Notebook

with S— with
GL241101 1 GL241101
GL2411AP-0A X ==\ GL2411AP-0A
—

Fig. 3 Roaming in an Extended Service Set (ESS)
An Infrastructure configuration also supports roaming capability for mobile workers. More than one BSS
can be configured to be an Extended Service Set (ESS). On account of a continuous connection to the
network, users within an ESS can roam freely. All LAN PCs and GL2411AP-0As within one ESS must be
configured with the same ESS ID and at the same radio channel.
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Appendix B Specifications

GL 2411AP-0A Access Point

Wired Interface

Ethernet, 10/100 BaseT

Wireless Interface

|EEE 802.11b standard Wireless LAN

Frequency Band

2.412~2.462 GHz (FCC, Canada)
2.412~2.472 GHz (ETSI)
2.412~2.472 GHz (Japan STD-T66)

2.484 GHz (Japan STD-33) (Customized)

RF Technology

Spread Spectrum Direct Sequence
(DSSS)

Channéls

FCC : 1-11 channels
ETSI : 1-13 channels
Japan STD-T66 : 1-13 channels

Japan STD-33 : 14 th channel only
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Appendix C Glossary

Access Point — An internetworking device that seamlessly connects wired and wireless networks.

Ad-Hoc — An Ad-Hoc wireless LAN is a group of computers each with LAN adapters, connected as an
independent wireless LAN.

Backbone — The core infrastructure of a network. The portion of the network transports information from one
central location to another central location whereit is unloaded onto alocal system.

Bridge — Aninternetworking function that incorporates the lowest 2 layers of the OSI network protocol model.
BSS — BSSstandsfor “Basic Service Set”. It isan Access Point and all the LAN PCsthat associated with it.

ESS — ESS stands for “Extended Service Set”. More than one BSS is configured to become Extended Service
Set. LAN mobile users can roam between different BSSsin an ESS.

Ethernet — A popular local area data communications network, originally developed by Xerox Corp., that
accepts transmission from computers and terminals.  Ethernet operates on a 10 Mbps baseband transmission rate,
using a shielded coaxial cable or over shielded twisted pair telephone wire.

Infrastructure — An integrated wireless and wired LAN is called an Infrastructure configuration.

Roaming — A LAN mobile user moves around an ESS and enjoys a continuous connection to the Infrastructure
network.

RTS Threshold — Transmitters contending for the medium may not be aware of each other. RTS/CTS
mechanism can solve this “ Hidden Node Problem”. If the packet size is smaller than the preset RTS Threshold
size, the RTS/CT S mechanism will NOT be enabled.

DSSS — direct sequence spread spectrum
PLCP — physical layer convergence protocol
PPDU — PLCP protocol data unit

PSDU — PLCP service data unit
Ethernet Mac Address — Don't changeit, as thiswill disable the AP.

Ethernet IP Addressand SubMask — Please setup them to match your network environment.

For example : If your |P address is 192.168.99.127 and your SubMask is 255.255.255.0. Please set the
| P address of the AP to 192.168.99.xx which will not have conflict with other IP address
and set the SubMask of the AP to 255.255.255.0.

Channel — The AP and the with it associated stations will work in this channel. You must set the channel by
consulting Appendix B from violating the Specifications.
Basic Rate — the datarate of the AP with the value 1,2,5.5 or 11 Mbps for your selection.
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ESSID — Ininfrastructure association , the stations will link to the AP with the same ESSID as they have.
WEP — Wired Equivalent Privacy (Wep) is an encryption scheme used to protect wireless data communication.
To enable the icon will prevent other stations without the same WEP key from linking with the AP.

Preamble Type — During transmission, the PSDU shall be appended to a PL CP preamble and header to create
the PPDU. Two different preambles and headers are defined : the mandatory supported long preamble and header
which interoperates with the current 1 and 2 Mbit/s DSSS specification as described in |[EEE Std 802.11-1999,
and an optional short preamble and header. At the receiver, the PL CP preamble and header are processed to aid in
demodulation and delivery of the PSDU. The optional short preamble and header is intended for application
where maximum throughput is desired and interoperability with legacy and non short preamble capable equipment
isnot consideration. That is, it is expected to be used only in networks of like equipment that can all handle the
optional mode. (IEEE 802.11b standard)

Authentication Type — Indication of an authentication algorithm which can be supported by this node:

1. Open System : Open System authentication is the simplest of the available authentication algorithms.
Essentially it isanull authentication algorithm. Any station that requests authentication with this
algorithm may become authenticated if dot11AuthenticationType at the recipient station is set to Open
System authentication.

2. Shared Key : Shared Key authentication supports authentication of STAs as either a member of those
who know a shared secret key or a member of those who do not.

Open System authentication is the default authentication algorithm.
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