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1. Management Tool (Master)

1.1. Overview of the Management Tool

Management Tool (MT) is a Web server function integrated in the WT. It is for configuring and

monitoring the device. Table 1 shows a functional overview of the MT.

Table 1 Functional overview of the MT (Master)

ltem 1 Item 2 Contents
Main Monitor Displays the transmission rates and radio links.
Monitoring Event Log Displays a log of events and a log of changes in the

modulation scheme.

Radio Performance

Displays statistical information on the radio link.

Link Utilization

Displays the statistical information of the Ethernet

frame counter.

Traffic Counter

Displays the Ingress Rate, Egress Rate and Byte
Counter.

NE State Information

Displays the Radio Link, Network Configuration,
Inventory Information, Date and Time, QoS and
Traffic Control.

QoS and Traffic Control

Specify the Buffer Size, QoS Priority Class
Configuration, COS Assignment for Management
Communication, DL/UL Ratio, QoS Priority
Mapping, Policing, and Shaping.

Installation Antenna Alignment Performs the Antenna Alignment mode.
Packet Transmission Test | Performs the Packet Transmission Test.
Configuration | Radio Makes configuration related to radio.
Network Makes configuration of IP addresses and SNMP.
Boot Sector Selection Makes configuration of restart, bank switching, and
and Initializations initialization, and clears the log.
Date and Time Makes configuration of time (NTP and manual).
Configuration Backup Saves and writes to the configuration file.
Software Downloading Downloads the software.
User Class Password Makes configuration of passwords.
Frequency Table Makes configuration of frequencies.
Logout Logs you out.




1.2. Logging In

[Operation]
Connects the MT operation PC and the device over the LAN. Table 2 shows an

recommended environment for the PC.

Table 2 Recommended environment for the MT operation PC

No. | Item Specifications Remarks

1 | Web browser Windows Internet Explorer
Version 8 or higher

2 Monitor size 1024*768

Input the IP address of the device as the URL in the Windows Internet Explorer. The factory
default IP address is "192.168.1.100".

A—hEEEnELR @ -y | BT Fowm fg = W I00% =~

Figure 1 Inputting the IP address to the Internet Explorer

A Login window as shown in Figure 2 is displayed.
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WIRELESS IP ACCESS SYSTEM

JRC MANAGEMENT TOOL
Login Class admin -
Password |
WiReLESS
( LOGIN }
Serial Mumber - POO0C00
Software Mer. 0 e

Figure 2 Login window

Select a Login Class. Selectable login classes are shown in Table 4.

Input the Password. The default password is shown in Table 3.

LOGIN button: Tries to connect to the device.

If you are successfully logged in, a window shown in Figure 4 is displayed.

If you failed to log in, a Login Failure window shown in Figure 3 is displayed. Clicking Return
to login will take you back to the Login window shown in Figure 2.



Login Failure

Inualid Password

Figure 3 Login Failure window

Table 3 Description of the Login window

No. | Item Setting range | Description
1 Login Class admin You can select a permission level by
installation the Login Class.
operator Table 4 lists a function of each Login
monitor Class.
2 Password 0-15 Input the password.
characters Default passwords are:
Login Class  Password
admin adminl1234
installation inst1234
operator opel234
monitor monil234
3 Login button You can log in using the above Login

Class and Password.




Table 4 Function of each Login Class

] Login Class (permission level High ... Low)
Monitor : . . .
admin installation operator | monitor
Main Monitor Yes No Yes Yes
Monitoring Yes No Yes Yes
QoS and Traffic
Yes No Yes No
Control
Installation Yes Yes No No
Configuration Yes No No No
Logout Yes Yes Yes Yes

If an upper or equivalent level user newly logs in while a user is logged in, the user previously
logged in will be forced to log out.
You can check a user who have logged in by selecting a Login Class drop-down list in the Login

window.



1.3. Configuration of Main Window

After the login, a main window shown in Figure 4 is displayed. The main window includes a
status display part, operation menu part, and operation window part.

(1) Status display part (Equipment status)
This part displays the status of the device. The status display part displays settings
(Mode/Symbol Rate/Frequency/CH/Frame ID) in the upper row, and statuses (Status/Radio
Link/Authentication/Manag. Com./Ethernet Link/Ethernet Link (Opposite NE) in the lower row.

Anomalies in the status are displayed after evaluating Normal or Failed by ORing each anomaly
shown in Table 6.

Table 7 lists causes of anomalies of Manag. Com.

(2) Operation menu part

This part lets you select each function listed in Table 1.

(3) Operation window part

This part displays a window for each function selected in the operation menu part.

WIRELESE P ACCREE SYSTEM WireLEss -
MANAGEMENT TODL
Westwork Eloment Nime:  Meds  SymbolRate  Fremisncy  CH Frame ID
— “=Status ‘display part: SHI 255E5 5
Statis | Radio Link  Authentication 'Mensg Com b N T ——

Lirk g " Siocead Hid il

1COOSASE-TAFULL

1 OO0BASE-TAFILL

200 AR Q128
Down Link

ES |00
K=
S 0.0
-
o | —44.7)
~+
1}
o
> | 30.5]
3
D Tranailtad Lt ¢ Fecknd Livel corespond 10 GEAE - -
T cazm o 160AK, ubirsct 2625 4rom dizpl
g b case of BOAK sublract 2702 from di:plmratl On WI ndow part
g Master Slave
= Diceern Link Fladha !
- Dicem Link Frarrisnidimii Doreen Link.
logress flate Barkidt Frracs flats
——— tlartiackr e
— —— ——
U Lirks Up Lirk Rl hp Link
Fgrens Hate ':1*":'"‘;‘1";" | Ingrans Fatn
Hardw
| 35 i £ Z o = y
\ ‘ Eret 5 o registered racemark of REROM Corpoeratan,

Done o 4B Internet | Protected Mode: CHF s "% -

Figure 4 Window after the login
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Table 5 Status display list

Status

Display

Network Element Name

Displays the Network Element Name.

Mode

MASTER/SLAVE

Symbol Rate Displays the symbol rate name set in the NE data.
During the carrier sense, "----" is displayed. When
the carrier sense is completed and the frequency
is determined, the radio frequency channel set in

Frequency the configuration information is displayed.

During the carrier sense, "-" is displayed. When
the carrier sense is completed and the frequency
is determined, the channel name set in the

CH configuration information is displayed.

The frame ID set in the configuration information

Frame ID is displayed.

Status Normal/Failure

Radio Link Link Up/Link Down

Authentication

Succeed/Failure

Manag. Com.

Normal/Failure

Ethernet Link

Link Down
10BASE-T/HALF
10BASE-T/FULL
100BASE-TX/HALF
100BASE-T/FULL
1000BASE-T/HALF
1000BASE-T/FULL

Ethernet Link (Opposite
NE)

Same as in the local station

11




Table 6 Causes of status anomalies
Item

RF Carrier Unlock
IF Carrier Unlock
TDD SW Failure
PA Failure

PLL Unlock

Device start is abnormal
SPI Failure

Table 7 Causes of anomalies in Manag. Com.
Item

Health check timeout

Modem Synchronization Un-synchronized

12



1.4. Reflecting the Setting Values (immediate reflection and reflection after
restart)

Each window has two kinds of Setup buttons. One kind is "reflection after restart" which requires
a restart to reflect the setting, and the other kind is "immediate reflection" which does not need a
restart to reflect the setting values.
Reflection after restart
The value is reflected to the Flash ROM at the time the Setup button is pressed. The pop-up
message to notify that the value is reflected after restart and prompt you to restart is
displayed. You can select from OK or Cancel. If you press OK, the device is restarted, and if

you press Cancel, the device will go back to the previous window without restarting.

Message from webpage S

{ == Do you want to keep these configuration changes ?
¥ Changing Configuration will automatically make System Reset.

ok | | Cancel

Figure 5 Reflection after restart message

Immediate reflection
A pop-up message that notifies you that the values are immediately reflected will be
displayed (Figure 6). If you click OK, the value is immediately reflected. If you click Cancel,

the device will return to the previous window without reflecting the value.

Message from webpage e G|

I:e] Do you want to keep these configuration changes ?

| QK | | Cancel

Figure 6 Immediate reflection message

When the input value exceeds the setting range in the case of direct input, a message as shown
in Figure 7 is displayed.
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Message from webpage m

Iﬁ. There is an error in an input level. Please set it again.
[ Sy

Figure 7 Input value error message
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1.5. Main Monitor

When you select the Main Monitor from the operation menu part, a Main Monitor window is
displayed.

The Main Monitor window displays the transmission rates and radio links.

A Main Monitor window is shown in Figure 8. The description of each item is shown in Table 8.

Main Monitor
DEtel Time N 2000./01 /01 00:35:24

Down Link

Transtitted Level / Received Level correspond to GIPSEEK.
In caze of 1604, subtract 2 6GdE from dizplaved value.
In caze of Gd0AM, subtract 2. 7dE from dizplaved value.

Master Slave
. Down Link Radio .

Down Link ; Transmission Down Link
Ingress Rate .~ Bandwidth N, Egre_'._a-s Rits
— —_—

Up Link Up Lm-..Ha.l:Im ] Up Link
Egress Rabi Tranamission [ngress Rate

Bandwidth

Figure 8 Main Monitor window

Table 8 Description of the Main Monitor window

No. | Item Description

1 Date/Time Displays the time in the device.

Modulation Scheme Displays the current Modulation Scheme.

3 Radio Transmission Displays the current radio transmission bandwidth.
Bandwidth

4 Ingress Rate Displays the current ingress rate of Ethernet packets.

15



Egress Rate

Displays the current egress rate of Ethernet packets.

Received Level

Displays the current receiving level.

During Link Down, "-" is displayed.

Transmittied Level

Displays the current transmission level.

During Link Down:
"-"is displayed, but if the ATPC is set to Enable, it is
transmitted at the highest transmission level; if the ATPC is

set to Disable, it is transmitted at the set transmission level.

Receive CNR

Displays the current receiving CNR.

During Link Down, "-" is displayed.

16




1.6. Monitoring

1.6.1. Event Log
When you click Monitoring from the operation menu part, a submenu is displayed.
When you select the Event Log in the submenu, an Event Log window is displayed.

Figure 9 Monitoring submenu displayed
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An Event Log window is shown in Figure 10.

The Event Log window displays a log of events and a log of changes in the modulation scheme.
Each item is described in Table 9.

The event logs are listed in Table 10. The log of modulation scheme is listed in Table 11.

Event Log

Time on Equipment2000/01/01 00:00:42
| Display || Save Fils |

Date/Time Ttem [Event Oocutrance:

i {Blthentication {Authentication complate ~
20000101 000008 Modem Synchronization Synchranized 5
2000401401 00:00:04  Ethernet Link Link=Lp —
200040000 0B:0002  Start Bank & & B an Bank B =
Slave

Ttem Event Dccurrence

/01 Ethernet Link Link-up_
Authent ication Authentication complete

(] »

EE.I'IJ uﬁiﬂ' [ Madem S}'{nj:hmjni_za'tion Swnchronized
200001401 00:00:02  [Start Bank A /4 B on Bank B -

todulation

200001401 000002 QPSK Adaptive Modulation

Date/Time Modulation

2000/01/01 00:00:12  16QAM to B4QAM
00007707 00:00:10°  GPSK to 1606M

Figure 10 Event Log window
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Table 9 Description of the Event Log window

No. | Item Description
1 Display When clicked, the Event Log window is refreshed.
2 Save File When clicked, a dialog to specify the file destination and name
is displayed to store the log in a file. The file format is CSV.
Event Displays a log of events.
4 Modulation Displays a log of changes in the modulation scheme.
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Table 10 List of event logs

Item Event Occurrence
RF Carrier Unlock Occurred
IF Carrier Unlock Occurred
TDD SW Failure Occurred
Ethernet Link Link-up Link-down
Management Communication Failure Cleared Occurred
Remote Downloading Success Failed
Power Turn On
Device restoration trigger Executed
PA Failure Occurred
PLL Unlock Occurred
Ethernet Link Speed is asymmetry Occurred
between Master and Slave
Device start is abnormal Occurred

Modem Synchronization

Un-synchronized

Synchronized

Frame ID Error Occurred
Radio Link Quality Failure Cleared Occurred
SPI Failure Occurred

Authentication

Authentication Failure

Authentication
complete

Get Time

Success
(Recorded only once
when succeeded)

Failed

Remote Downloading Start

Set Up Time Remote

Immediate Remote

Download Download

Remote Downloading Failed to Master Detected
from FTP

Remote Downloading Failed to Slave Detected
from FTP

File Check Failed on Master Detected
File Check Failed on Slave Detected
Reset after Downloading Executed
Not received : Notice of update start Detected
receiving reply

Not received : Notice of update complete | Detected

20




Not received : Notice of update
completion receiving reply

Detected

Not received : Cancellation instructions Detected
receiving reply
Start Bank A/ B on Bank A Bank B
Software Check Failure Bank A Failed Bank B Failed
Change Login Password
RF Transmission Disable Enable
Service State Out of Service In Service
Initialize Execute Initial

Equipment
Select Bank A/ B Bank A Bank B
Reset Occurred

21




Table 11 List of modulation scheme log

Modulation scheme

Description

No. log During normal operation During Antenna Alignment
mode mode
1 64QAM Fixed Modulation Fixed, 64QAM
2 16QAM Fixed Modulation Fixed, 16QAM
3 QPSK Fixed Modulation Fixed, QPSK
QPSK Adaptive ) )
4 ) Modulation Adaptive, QPSK
Modulation
Modulation Adaptive,
- Changes from QPSK to
5 QPSK to 16QAM |transition from QPSK to
16QAM.
16QAM
Modulation Adaptive,
- Changes from 16QAM to
6 16QAM to 64QAM |transition from 16QAM to 640AM
64QAM '
Modulation Adaptive,
- Changes from 64QAM to
7 64QAM to 16QAM (transition from 64QAM to 160AM
16QAM '
Modulation Adaptive,
- Changes from 16QAM to
8 16QAM to QPSK transition from 16QAM to QPSK
QPSK '
Displayed when starting the
QPSK Antenna .
9 _ Antenna Alignment mode.
Alignment

QPSK

22




1.6.2. Radio Performance
When you click Monitoring from the operation menu part, a submenu is displayed.

When you click Radio Performance, a Radio Performance window is displayed.

Main Monitor
Monitoring +
Event Log
Radio Performance
Link Litilization
Traffic Counter
ME State Information

QoS and Trafhc
Control

Installation + |
Configuration + !
Logout |

Figure 11 Monitoring submenu displayed

A Radio Performance window is shown in Figure 12.
The Radio Performance window displays statistical information on the radio link at an interval of
15 minutes.

The Radio Performance window is described in Table 12.

Radio Performance

7| Modulation Scheme

[¥] Up Link
[¥] Down Link
[ ALL Check || Mo Gheck |
[ SaweFile |
Modulation Scheme -
Date/Time L (Slave to Masteri[%] DL (Master to Slave)[¥] =
lAPSE 16G1AM GAIAM GIPSK 16GAM il
20000101 02:15:00 0.00 0,00 100,00 0.00 000 11
200040101 02:00:00 0.00 0.00 10000 0.00 0.00 1
200040101 01:45:00 0.00 0.00 10000 0.00 0.00 11
20000101 01:30:00 0.00 0.00 100.00 0.00 000 1
200040101 01:15%:00 0.00 0.00 100.00 0.00 0.00 1l
20000101 01:00:00 0.00 0.00 10000 0.00 000 1
20000101 00:45:00 0.00 0.00 10000 0.00 000 1
20000101 00:30:00 0.00 0.00 10000 0.00 0.00 11
20000101 00:15:00 0.34 034 19,32 267 043 ul
200040101 00:30:00 0.00 0.00 10000 0.00 0.00 1=
4 113 3

Figure 12 Radio Performance window
23



Table 12 Description of the Radio Performance window

No.

Item

Contents

Check box

Only the items with their check boxes selected are displayed.
[Modulation Scheme]

Down Link: QPSK/16QAM/64QAM: Each occupancy is
displayed in %.

Up Link: QPSK/16QAM/64QAM: Each occupancy is
displayed in %.
[Up Link/Down Link]

Transmitted Level: MIN/MAX

Received Level: MIN/MAX

Receive CNR: MIN/MAX

Received Blocks Discarded Rate: QPSK/16QAM/64QAM

Number of Received Blocks: QPSK/16QAM/64QAM

ALL Check

Selects all the check boxes.

No Check

Clears all the check boxes.

Display

Refreshes the statistical information.

albjw | N

Save File

When clicked, a dialog to specify the destination and file name
is displayed to store the contents in a file. The file format is
CSv.
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1.6.3. Link Utilization

When you click Monitoring from the operation menu part, a submenu is displayed.

When you click Link Utilization from the submenu, a Link Utilization window is displayed.

Main Monitor

Monitoring +

Event Log

Radio Performance
Link Lkilization
Traffic Counter

ME State Information

QoS and Trafhc
Control

Installation +

Configuration +

Logout

Figure 13 Monitoring submenu displayed

A Link Utilization window is shown in Figurel4.

The Link Utilization window displays statistical information on the radio link at an interval of 15

minutes.

The Link Utilization window is described in Table 13.

Link Utilization

V| Maszter
[¥] Slave
[ ALL Check || MoCheck |
[ Diplay |
[ SawefiE )
faster
Cate/Time Byte Counter
Eeress heress
20000101 02:15:00 3025 1024865
20000101 02:00:00 4745 1040430
20000101 01:45:00 240429 1201221
20000101 01:30:00 1480860 1568577
20000101 01: 1500 1877436 1738834
20000101 01:00:00 1991411 1647703
20000101 00:4500 1009640 1560642
20000101 00:30:00 1244172 1563077
20000101 00:15:00 2085085 1837190
167451 1646387

20000101 00:30:00

4 | |1}

Figure 14 Link Utilization window
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Table 13 Description of the Link Utilization window

No. | Item Contents
1 Check box Only the items with their check boxes selected are displayed.
[Counter window]
[Master/Slave]
- Byte Counter
Egress: Total value of the eight classes is displayed.
Ingress: Total value of the eight classes is displayed.
- Ethernet Frame Counter
Ingress: Total value of the eight classes is displayed.
Egress: Total value of the eight classes is displayed.
Buffer Overflow Counter: Total value of the eight classes is
displayed.
2 ALL Check Selects all the check boxes.
3 No Check Clears all the check boxes.
4 Display Refreshes the statistical information.
5 Save File When clicked, a dialog to specify the destination and file name

is displayed to store the contents in a file. The file format is
CSv.
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1.6.4. Traffic Counter
When you click Monitoring from the operation menu part, a submenu is displayed.

When you select Traffic Counter, a Traffic Counter window is displayed.

Main Monitor
Monitoring +
Event Log
Radio Performance
Link Litilization
Traffic Counter
ME State Information

QoS and Trafhc
Control

Installation + |
Configuration + !
Logout |

Figure 15 Monitoring submenu displayed

A Traffic Counter window is displayed in Figure 16.

The Traffic Counter window displays Ingress Rate, Egress Rate, Byte Counter, etc.

Unlike statistical information in the Radio Performance or Link Utilization window, the Traffic
Counter window displays the information at the time Get Counter button is clicked.

Each item on the Traffic Counter window is described in Table 14.

27



Traffic Counter

[ Get Gounter |
[ Save File | | Gounter Glear |

Master 0|
Tnigress T Rate T 1 4hbps
EeressiRatel I 0 2Mbps
Ingress Byte Counter N 2492746 Byte
Eeress! Byte Counter I 1301324Byte
Ethernet Ingress Counter 1939
Buffer Overflow Gounter 0
Ethernet Eeress Counter 2104
QPSK | 16QAM | B4CIAM

6 ARE-06 0.00E+00 0L.00E+0D
B3E1T Rgaan 10531728

Save
Tigress Rater 0 0 2Mbps

Eeress Rate 0 0 0Mbps

Tngress Byte Counter 0 1404276Byte

Eeress)Byte Counter 1 240428 1 Byte

Ethernet Ingress Counter 2045

Buffer Overflow Counter 05

Ethernet Eeress Counter 2042

QPSK l 1RAM | G4CIAN
(.00E+00 000E+00 0 00E+00
670386 55800 30234307

Figure 16 Traffic Counter
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Table 14 Description of the Traffic Counter window

No. | Item Description

1 Get counter When clicked, the Traffic Counter window is
refreshed.

2 Save File When clicked, the contents currently displayed are
saved into a CSV file.

3 Counter clear Clears the counter.

4 Ingress Rate Displays the ingress rate of Ethernet packets.

5 Egress Rate Displays the egress rate of Ethernet packets.

6 Byte Counter Displays the number of ingress/egress bytes of
Ethernet packets.

Ethernet Ingress Counter Displays the number of ingress Ethernet packets.

8 Buffer Overflow Counter Displays the number of Ethernet packets that were
discarded without being transmitted via radio.

9 Ethernet Egress Counter Displays the number of egress Ethernet packets.

10 | Received Blocks Discarded Rate | Displays the Received Blocks Discarded Rate via
radio.

11 | Number of Received Blocks Displays the Number of Received Blocks via radio.

29




1.6.5. NE State Information

When you click Monitoring from the operation menu part, a submenu is displayed.
When you click NE State Information from the submenu, a NE Status Information window is

displayed.

Main Monitor
Monitoring +
Event Log
Radio Performance
Link Litilization
Traffic Counter
ME State Information

QoS and Trafhc
Control

Installation + |
Configuration + !
Logout |

Figure 17 Monitoring submenu displayed

1.6.5.1. Radio Link and Inventory Information
Figure 18 shows the NE Status Information window including radio link and inventory

information.

Each item is described in Table 15.
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NE Status Information

[¥] Radio Link_
[ Master Twentory Information ] Slave Metwark Canfiguration ¥ Date and Time

[¥] tazter Wetwork Configuration [3] Metwork Gonfiguration

[#]5lave Tventary Information

[#] G205 and Traffic Contral

[ ALL Check || Mo Gheck
Dizplay
[ Save File |

Network Element Mame

Date/Time

200040101 00:12.00

Radio Link

Adaptive Modulation Setup

DL Highest Modulation
UL Highest Modulation’
Gurrent Modulation

Scheme

Maximum Service Distance

Link Distance
Transmitted Level

Enable

BACAM (240Mbps)
BdCAM (240Mbps)
B4QAM (240Mbps)

B4GAM (24 0Mbps)
Tkm

0L0km
Enable

‘Transmitted Level (ATPG 5 1dBEm

Tm'ﬂgm?ited I;Bxf:-i

{Slave)

RF Transmission

Transmitted Level(ATPC §(dEm

Enable
Enable

Type Hame
Serial Number
Software Verzion

Hardware Yersion

MTG-525ELUH
FOO0000
noot.02
no01.03
Bank B
no01.00

Slave Inventory Information

Type Mame
Serial Number
Software Verzion

Hardware Yersion

WTG-525EUH
PDO0OO0T
noot o2
noo1.03
Bank B
noot.oo

Figure 18 NE Status Information window

Table 15 Description of the NE Status Information window

No. | Item Description

1 check box The NE Status Information window is divided into eight types:
Radio Link, Master Inventory Information, Slave Inventory
Information, Master Network Configuration, Slave Network
Configuration, QoS and Traffic Control, Network Configuration,
Date and Time. Only the items with their check boxes selected
are displayed.

2 ALL Check Selects all the check boxes.

3 No Check Clears all the check boxes.

4 Display When clicked, the NE Status Information window is refreshed.

5 Save File When clicked, a dialog to specify the destination and name of
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the file is displayed to store NE Status Information.
Following information will be saved in addition to the displayed
items.

[Mode]

[Symbol Rate]

[Frequency]

[CH]

[Frame ID]

[Status]

[Radio Link]

[Authentication]

[Manag. Com.]

Network Element

Name

Displays the network element name.

Date/Time

Displays the time of the device when the window is displayed.

Radio Link

[Adaptive Modulation Setup]

[DL Highest Modulation]

[UL Highest Modulation]

[Current Modulation Scheme: Down Link]
[Current Modulation Scheme: Up Link]
[Maximum Service Distance]

[Link Distance]

[Transmitted Level]

[RF Transmission]

Master inventory

Information

[Type Name]
[Serial Number]
[Software Version: Bank A/Bank B/Active Bank]

[Hardware Version]

10

Slave inventory
Information

[Type Name]
[Serial Number]
[Software Version: Bank A/Bank B/Active Bank]

[Hardware Version]
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1.6.5.2. Master/Slave Network Configuration
A Master/Slave Network Configuration window is shown in Figure 19.

Each item is described in Table 16.

Master Metwork Gonfiguration

Ethernet Gonfiguration Setup 1000B &SE-TCALTO)
Status 1000EASE-TAFULL

IPvd IF Address 192.168.1.100
Subnet Mask 2565.260.265.0
Default Gateway

IPvE Enable fDisable Dizable
IP Address

Default Gateway

MAC address 00:00:27:07:00:00

[hlave Metwork Gonfiguration

Ethernet Gonfiguration Setup 1000BASE-TCALTC)
Status 1000B&SE-TAFLULL

IPv4 IP Address 192.168.1.101
Subnet Mask 256526020650
Default Gateway

IP¥6 Enable fDisable Dizable
IP Address

Default Gateway

MAC address 00:00:27:0700:01

Figure 19 Master/Slave Network Configuration

Table 16 Items of the Master/Slave Network Configuration window

No. | Item Description
1 Ethernet [Setup] The setting value is displayed.
Configuration [Status] Displays the Ethernet link status at the time it is
displayed.
2 IPv4 [IP Address]
[Subnet MaskK]
[Default Gateway]
3 IPv6 [Enable/Disable]
[IP Address]
[Default Gateway]
4 MAC address The MAC address is displayed.

33




1.6.5.3. QoS and Traffic Control
A QoS and Traffic Control window is shown in Figure 20.

Each item is described in Table 17.
o5 and Traffic Gontrol

Buffer Size Mazter Slave
Class 7 1000 KB Class 7 1000 KB
Glazs 6 1000 KB Clazz 6 1000 KB
Class § 1000 KB Class § 1000 KB
Glazs 4 1000 KB Clazz 4 1000 KB
Class 3 1000 KB Class 3 1000 KB
Clazs 2 1000 KB Clazs 2 1000 KR
Glasz 1 1000 KB Glasz 1 1000 KB
Class 0 1000 KB Clasz 0 1000 KB
Tatal 8000 KB Total 3000 KB

Master 7

Slave 7

Service State

Mazter

Slawe

Clazs TIh Service
Clasz 6Ih Service
Clazz 5ln Service
Clasz 4Ih Service
Clasgz 3h Service
Clazz 2In Service
Clazs 1Ih Service
Clasz 0Ih Service

Dynamic
A%

Master

Table

T0S ws. 6O0S [0-7] Table

TC [0-255] ws_COS [0-7] Table

EtherType vs. COS [0-7] Table

£0S [0-7] ws. Priority Glass [0-
71C77is the highest Priority)

Clazz ¥Ih Service
Clasz 6Ih Service
Clazz 5In Service
Clasz 41h Service
Clasz 31h Service
Clazz 2 In Service
Clazz 1Ih Service

Clasg 0Ih Service

IP Precedence

e
DEGP
B30
55 0
470
230
AT
230
150
T 0B

B20
B4 0
460
380
01
2910
R

RO 40 20

E9 10
510

£ 0
5210
(THI]
2610
280
a0
1210

10
530
4510
270
250
210
130

350

420
70
19.0
1o

A0

a0

20

4.0

60

180
100

77 G0 6O 40 30 20 1000

R

2D
4490
410
2310
25 0
1710
4

0B 040302010
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4510
-
30,0
0
160
g0
1]

GO5 azeignment except following EtherTypes 0



Slave

0S5 [0-7] ws. Priority Class [0—

7107 is the higchest Priority) Bl Rl B0 R0 R0 0 S
Tahle

TOS ws.COS [0-7] Table IP Precederice

#0 B0 BO 40 30 20 10 00
TG [0-255] ws. GOS [D-7] Table [SGP

630 G20 610 600 590 580 670 66O
B50 B40 530 520 510 500 450 480
470 460 450 440 430 420 410 400
290 390 870 3RD0 360 340 230 F20
310 300 290 280 270 260 250 2470
250 220 210 200 190 180 120 160
150 140 130 120 110 100 9 0 & 0
7OEBEODE04 030201 000

EXRErTiph ¥ BOB 10T Fable G5 azsignment except fallowing EtherTypes 0

Traffic Gontret
Folicing Rate Magter [QPSE [16GAMGA0AM|Slave |[QPSKE | 16CAM|G4C1A M

Clasz 70Mbpz| OMbpz| OMbps|CGlaze ¥7|0Mbpz| OMbpz| OMbps

Clazs 60Mbpz| OMbps| OMbpz|Clazs 6|/0Mbps| OMbps| OMbps

Clasz 50Mbpz| OMbpz| OMbps |Clazs 6|0Mbpz| OMbpz| 0Mbps

Class 4|0Mbpz| OMbpz| OMbpz|CGlazs 4|0Mbpz| 0Mbp=| 0Mbps

Clasz 3|0Mbps| OMbpz| OMbps|Clazs 2|0Mbps| OMbpz| ODMbps

Clasz 20Mbpz| OMbpz| OMbps|CGlaze 2|0Mbpz| OMbpz| 0Mbps

Clazz 1|0Mbps| OMbpz| OMbps|CGlazs 1|0Mbps| 0Mbp=| OMbps

Clasz 0)0Mbps| OMbpz| OMbps|Clazs 0|0Mbpz| OMbpz| OMbps

Shaping Rate Mazter |CIPSK|16QAMIGIGAMISIave |CPSK | 1HCQAMIGACAM
Glazz ¥\lkbpz| Okbpz| (kbpz|Claz=s ¥|0kbpz| Okbpz| Okbp=
Clazs 6|0kbps| Okbps| Okbps|Clazs 6)0kbps| Okbpz| Okbps
Glazz 5\0kbpz| Okbps| Okbpz|Clazs bj0kbps| Okbpz| Okbps
Clazs 4| kbpz| Okbpz| Okbpz|Claz=s 4|0kbpz| Okbpz| Okbp=
Clasz 3|0kbpz| Okbps| Okbpz|Clazs 3|0kbps| Okbps| Okbps
Glazz 2\0kbpz| Okbps| Okbpz|Clazs 2|0kbps| Okbpz| Okbps
Clazs 1|0kbpz| Okbps| Okbpz|Clazs 1|0kbps| Okbpz| Okbps
Glazz 0)0kbpz| Okbpz| Okbpz|Clazs 0j0kbps| Okbpz| Okbps

Figure 20 QoS and Traffic Control
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Table 17 Description of the QoS and Traffic Control window

No. | Item Description
1 Buffer Size Displays a buffer size for each class of Master and Slave.
Configuration
2 COS assignment for | Displays a COS assignment value for communication between
Management Master and Slave devices.
Communication
3 QoS Priority Class Displays a service state for each class of Master and Slave.
Configuration
4 DL/UL Ratio Displays a dynamic TDD mode and setting value of the DL
Ratio.
5 QoS Priority Mapping | Following values are displayed for the Master and Slave.
Displays the setting value at the time it is displayed.
COS [0-7] vs. Priority Class ("7"is the highest Priority)
Table
TOS vs. COS [0-7] Table
TC [0-255] vs. COS [0-7] Table
EtherType vs. COS[0-7] Table
For TOS vs. COS [0-7] Table, IP Precedence or DSCP, either
of which has been selected, is displayed.
6 Traffic control Displays permitted policing rates of the Master and Slave.
Policing Rate These are displayed for each class and each modulation
scheme.
7 Traffic control Displays permitted policing rates of the Master and Slave.

Shaping Rate

These are displayed for each class and each modulation

scheme.
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1.6.5.4. Network Configuration
A Network Configuration window is shown in Figure 21.

Each item is described in Table 18.

Metwork Configuration

ENE IS D= b
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Op51

Enable fDisable Dizable
Op52

Enable fDisable Dizable
Op53

Enable fDisable Dizable
Community Hame (SNMP »2)

Get Community Mame 1 public
S5et Community Mame 1 public
Get Community Mame 2 public?
Set Community Mame 2 public?
Get Community Mame 2 publicd
Set Community Mame 2 publicd
User Hame {(SHMP v2)

Userl: User Name username |
User1:Authentication protocol MDOh
User1: Encryption protocol LES
Userl: Access control Fead Ol
User?: User Name username 2
User?2: Authentication protocol MDOh
User?2: Encryption protocol LES
User?: Access control Read Cnly
User3: User Name username 3
Userl: Authentication protocol MDOh
Useri: Encryption protocol LES
User3: Access control Read Cnly
Trap destination 1

Enable fDisable [Dizable
Trap destination 2

Enable fDisable [izable

Figure 21 Network Configuration window

Table 18 Description of the Network Configuration window

No. | Item Description

1 Management VLAN Displays the VLAN tag information for managing the Master
Configuration and Slave.

2 SNMP Configuration | Displays information on OpS, community name, user name,

and trap destination.
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1.6.5.5. Date and Time

A Date and Time window is shown in Figure 22.
Each item is described in Table 19.

CGlock Setting Mode FC Time

MTP Server

Time Zone

IP¥4/IP¥6/Hoz=t _—
IP Address —_—

Figure 22 Date and Time window

Table 19 Description of the Date and Time window

No.

Item

Description

Date and Time

[Clock Setting Mode]
Displays the specified item.

[NTP Server, IP Address]

When the connection is successful, a destination IP
Address is displayed.

When the connection failed, "-" is displayed.
[DNS Server, IP Address]

When the connection is successful, a destination IP
Address is displayed.

When the connection failed or when it is not set, "----" is
displayed.
[Time Zone]

Displays the specified Time Zone.
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1.7. QoS and Traffic Control

When you select QoS and Traffic Control in the operation menu part, a QoS and Traffic Control
window is displayed.

In the QoS and Traffic Control window, items that are reflected after restart such as Buffer Size,
VID/COS for Management Communication and items that are immediately reflected such as
Service State, TDD Control, QoS Priority Mapping, Policing/Shaping can be specified.

1.7.1. Buffer Size and COS Assignment for Management Communication from
Master to Slave
A window including Buffer Size and COS assignment for Management Communication is
shown in Figure 23.
Settings for the Buffer Size and COS assignment for Management Communication are
reflected after restart.
Each item is described in Table 22.

QoS and Traffic Control

Master Slave
Clagg 7 1000 KB Clazg 7 1000 KB

Glass 6 1000 KB Claze 6 1000 KB
Class § 1000 KB Glass § 1000 KB
Clazz 4 1000 KB Glass 4 1000 KB
Class 3 1000 KB Class 8 1000 KB
Claze 2 1000 KB Glaze 2 1000 KB
Class 1 1000 KB Class | 1000 KB
Glazz 0 1000 KB Glazz 0 1000 KB
Totsl 8000 KB Total 8000 KB

Cos 7

Setup | “Setup” makes configuration changes. These chanees are reflected after Reset.

Figure 23 A window including the Buffer Size and COS assignment for
Management Communication
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Table 20 Description of a window including the Buffer Size and COS assignment

for Management Communication

No | Item Description
1 Buffer Size Specify a buffer size for each class.
Configuration You can specify a buffer size for classes from 0 to 7 for each of the
Master and Slave.
For each of the Master and Slave, the total buffer size should be
within 1 - 8000 Kbytes.
Total
Displays the calculated total value of classes from O to 7.
The Class 7 is the most prioritized, and Class 0 is the least
prioritized class.
2 | COS assignment | Specify a COS value which is used for the communication from the
for Management | Master to Slave.
Communication Initial = cos7.
from Master to Note: If you set a low priority for the COS assignment for
Slave Management Communication, the device may not work properly
when the user data traffic exceeds the radio bandwidth.

1.7.2. QoS Priority Class Configuration
A QoS Priority Class Configuration window is shown in Figure 24.

Each item is described in Table 21.

Master Servics Stats Slave Service State

ot of Service @ Th Service () Out of Service @ In Service
Dt of Service @ Ih Service ) Out of Service @ In Bervice
0 0ut of Service @ In Service [ Out of Service @ In Servics
0wt of Service @) In Service 'Out of Service: @ Tn Service
O 0ut of Service @ In Service () Out of Service @ In Service
() Out of Service @ In Service
10wt of Service @ In Service

LDt of Service: @ T Service

Dyt of Service @ In Service
U out of Bervice @ In Service

Ot of Service @ In Service

Figure 24 QoS Priority Class Configuration window

Table 21 Description of QoS Priority Class Configuration window

No | Item Description

1 | QoS Priority Specify either Out of Service or In Service for each class of the
Class Master and Slave.
Configuration
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1.7.3. TDD Control
A TDD Control window is shown in Figure 25.

Each item is described in Table 22.

TOD Contral
DL Ratio[Fixed] DL &rbitration RatiolDyramic] [1-99%] 50 %

Fixed -

Figure 25 TDD Control window

Table 22 Description of TDD Control window

No

Item

Setting range

Description

TDD Control

Fixed/Dynamic

Specify an operation method for TDD control.

Fixed:
Regardless of the uplink and downlink traffic,
communication is always performed using a
fixed percent of radio bandwidth.

Dynamic:

Communication is performed by atomically
assigning the extra bandwidth generated by
changes in the uplink and downlink traffic to the

other communication bandwidth.

DL Ratio[Fixed]
DL Arbitration
Ratio[Dynamic]

1-99%

Specify a value corresponding to the percent of
downlink bandwidth in total bandwidth in 1% -
99%.

Note: Setting a value from 10% to 90% is
recommended in order to perform communication
between devices such as authentication and key

updates.
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1.7.4. QoS Priority Mapping
A QoS Priority Mapping window is shown in Figure 26.

Each item is described in Table 23.

62/0 (6210 (810 (600 (590 58 67 | JEElj
-56(0 [54]0 [8310 (62 | m{_kﬁn[wn 48 |
4700 460 450 (4al0 430 1420 14170 00
&sﬂ_msjm rs:sfn 'ﬂ5ijﬁ4lljasﬂsg|u |

e S

E“aru ﬁTU;ﬁTu 500 agu 580 szu sﬁ
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a7(0 Jas{0 [as{o aalo Je3o 4200 1[0 jaof |
W /) (340 1330 820 |
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O (- I {20 JHilo @ m

E.E

Figure 26 QoS Priority Mapping window
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Table 23 Description of the QoS Priority Mapping window

No | Item Setting range Description

1 Master 0-7 The Class 7 is the most prioritized, and
COS [0-7] vs. Class 0 is the least prioritized class.
Priority Class
[0-7] Table

2 Master [Selection of input [Selection of input format]

TOS vs. COS format] Select either the IP Precedence radio
[0-7] Table IP Precedence/DSCP button or DSCP radio button.
[Input format]
Input a COS value to each TOS value.
[COS value] 0 -7 [Bit string for each mode]
IP Precedence
Bit[7:5]: Priority
Bit[4:0]: Reserved
DSCP
Bit[7:2]: DSCP (63 types)
Bit[1:0]: Reserved
[Setting example]
If COS=7 is assigned for IP Precedence = 1,
COS value=7 is set to TOS: 0x20 - Ox3F.
That is, the reserved part is filled with the
same COS value.

3 Master [COS value] 0 -7 Input a COS value for TC values from 0 to

TC [0-63] vs. 63.
COS [0-7] Table

4 Master [COS value] 0 -7 Input combinations of 15 types of
EtherType vs. EtherTypes and CoS values. Also input a
COS [0-7] Table | [EtherTypes] CoS value in COS assignment except

0x0000 - OXFFFF following EtherTypes for unspecified
EtherTypes.

5 Slave 0-7 The Class 7 is the most prioritized, and
COS [0-7] vs. Class 0 is the least prioritized class.
Priority Class
[0-7] Table

6 | Slave [Selection of input [Selection of input format]

TOS vs. COS format] Select either the IP Precedence radio
[0-7] Table IP Precedence/DSCP button or DSCP radio button.
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[COS value] 0 -7

[Input format]
Input a COS value to each TOS value.
[Bit string for each mode]
IP Precedence
Bit[7:5]: Priority
Bit[4:0]: Reserved
DSCP
Bit[7:2]: DSCP (63 types)
Bit[1:0]: Reserved
[Setting example]
If COS=7 is assigned for IP Precedence = 1,
COS value=7 is set to TOS: 0x20 - Ox3F.
That is, the reserved part is filled with the

same COS value.

Slave
TC [0-255] vs.
COS [0-7] Table

Input a COS value for TC values from 0 to
63.

Slave
EtherType vs.
COS [0-7] Table

[COS value] 0 -7

[EtherTypes]
0x0000 - OXFFFF

Input combinations of 15 types of
EtherTypes and CoS values. Also input a
CoS value in COS assignment except
following EtherTypes for unspecified

EtherTypes.
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1.7.5. Policing and Shaping
A Policing/Shaping window is shown in Figure 27.

Each item is described in Table 24.

Mazter Slave

QPSK THCIAM B4QAM QPSK 160AM FACIAN
Clags 7 0 T ] Glass 7 D 0 [
Class 6 0 0 0 Class 0 0 0
Clazz § 1] 0 I Clazz b 0 ] 0
Clazs 4 i 0 i Class ¢ 0 0 I8
Clazs 4 0 0 1] Class 3 0 0 0
Glass 2 1 i} 0 Clazs 2 0 1 (i}
Class 1 0 0 0 Class 1 D 0 0
Class 0 0 ¥ I Olass 0 0 0 0

Mazter Slave

QPSK TRQAM B4QIAM QPSK 16CAM FAQAM
Glass 7 0 i 0 Glass? 0 f 0
Glass i 0 ] 0 Glass 6 D 0 0
Clazs 5 0 0 0 Class § 0 0 0
Class 4 0 0 0 Clazss 4 00 o 0
Clazs 8 I8 0 i Clags § 0 0 I8
Clagz 2 1] 0 I Clazss 2 0 ] 0
Clags 1 0 i} 0 Class 1 0 0 0
Glazs @ 0 0 i Class 0 0 0 i

Figure 27 Policing/Shaping window

Table 24 Description of Policing/Shaping setting

No | Item Setting range Description

1 Policing 0 - 200Mbps Input a permitted policing rate for each
Rate per modulation scheme/each class of the
Priority Master and Slave.

Class If O is set or left blank, policing will be
disabled.
These are set in the unit of 1 Mbps.

2 Shaping 0 - 200Mbps Input a permitted shaping rate for each
Rate per modulation scheme/each class of the
Priority Master and Slave.

Class If O is set or left blank, shaping will be

disabled.
These are set in the unit of 10 kbps.
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1.8. Installation

1.8.1. Antenna Alignment
When you select Installation in the operation menu part, a submenu is displayed.
When you select Antenna Alignment from the submenu, an Antenna Alignment window is

displayed.

Antenma Alignment
Packet Transmission

Figure 28 Installation submenu displayed

An Antenna Alignment window is shown in Figure 29.

Each item is described in Table 25. Also, the displayed status is described in Table 26.

Antenna Alignment

Enter Exit and Reset

_

—10{dBm)

ED- ED-

Instantaneous Maximum—Hold
V] Sound on

Clear Max—Hold

dEl

DL M:ud*.,llatmn Scheme UL Modulation Scheme Setup

QPSK QPSK
16CAM 1EQAM
1 BAGIAM O EAQAM
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Cilear

Digcarded Received | Mumber of Received Received Blocks
Blocks Blocks Dizcarded Rate

LIPSK = = &

16CIAM

Gdcia = = =

Figure 29 Antenna Alignment window

Table 25 Description of the Antenna Alignment window

Item Description
1 | Enter Antenna Clicking the Enter button switches the device into the Antenna
Alignment Mode Alignment mode.

Clicking the Exit and Reset button will restart the device,
exiting from the Antenna Alignment mode.

Notes:

. To switch the device from the Antenna Alignment mode back
to the normal mode, a restart is required.

. Transition between pages is disabled during the Antenna

Alignment mode.

2 | Short distance mode When the button is clicked while it is marked as Enable, the
Transmitted Level is decreased by 20 dB.
When the button is clicked while it is marked as Disable, the

Transmitted Level is returned to the original value.

3 | State Displays the current status. Table 26 lists the displayed
contents.
4 | Transmitted Level Displays the transmission level.
Receiving Level Displays the current receiving level with a bar and values.

The maximum value is shown by figures.

Clicking the Clear Max-Hold button will clear the maximum
value.

When the Sound on check box is selected, a sound
corresponding to the current value is emitted. The sound

function is supported only in Windows XP.

6 | Receive CNR Displays the receiving CNR.
Link Distance Displays the distance between the Master and the Slave.
8 | Modulation Selection Selects uplink and downlink modulation schemes.

Clicking the Setup button will switch the device into the

selected modulation scheme.
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9 | Radio Link Status Displays the Discarded Received Blocks and Number of
Received Blocks and Received Blocks Discarded Rate.
Clicking the Clear button will clear the counters.

Table 26 Displayed status
No. | Displayed status Description
1 Over Receiving Level. Enable Short Displayed when the Received Level is over
distance mode of opposite NE. input (-30 dBm or more).
2 Frame ID Error Displayed when the device has received a radio

wave with a Frame ID different from the Frame
ID set for the Master.
It occurs when the Master receives a radio wave

of other opposite sets.
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1.8.2. Packet Transmission Test

The Packet transmission test function measures the number of transmitted test packets and the
number of received packets.

When you select Installation in the operation menu part, a submenu is displayed.

When you select Packet Transmission Test from the submenu, a Packet Transmission Test
window is displayed.

Antenna Alignment
Packet Transmission

Figure 30 Installation submenu displayed

A Packet Transmission Test window is shown in Figure 31.
Each item is described in Table 27.

Packet Transmission Test

Test Conditions

o
il bl SUStaE I o (epty)

o Continusus IS RN TPaERES W (/ Packe!
O3 lFicod Peviscl Fae DI RA T PAEKBEE I 0/ Pac e

Figure 31 Packet Transmission Test window
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Table 27 Description of the Packet Transmission Test window

No.

Item

Setting range

Description

Packet Length

74 - 1518

Specify the length of the test packet.

Measurement

Continuous/Fixed

Period

Fixed Period
1 - 255 seconds

Select either Continuous or Fixed Period.
When you select Fixed Period, input the

measurement time.

Start / Abort

Start button starts a test. Abort button stops the

test.

Test result

Displays the Test Status, UL RX/TX Packets,
and DL RX/TX Packets.

UL RX/TX Packets is displayed as a fraction of
the uplink [number of received packets/number
of transmitted packets]; the DL RX/TX Packets
is displayed as a fraction of the downlink
[number of received packets/number of
transmitted packets].

Note: As the priority of the test packets is lower
than the packets for communication between

the devices, the test packets can be lost.

Save File

When clicked, a dialog to specify the destination
and name is displayed to store the test results.
Notes:

(1) When the test is performed continuously, it is
recorded as Fixed Period "0".

(2) When the packet transmission test is
performed by specifying the measurement time,
the measurement time will not be saved in the
network element, which is not the device on
which the Start button is pressed.

(3) The Test Status will not be saved.
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1.9. Configuration

1.9.1. Radio
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Radio from the submenu, a Radio Configuration window is displayed.

Radio

Metwork

Boot Sector Selection
& Initializations

Date and Time
Software Downloading
Configuration Backup
Lser Class Password
Freguency Table

Figure 32 Configuration submenu displayed

A Radio Configuration window is shown in Figure 33 and Figure 34.

Each item is described in Table 28.

Radio Configuration

P-P{Master]
100MHz

1

1234567890

) Skmo@) Tkm (O Mkm ) 28km

"Setup" makes configuration changes. Thege changes are reflected after Reset.

Figure 33 Radio Configuration window (reflection after restart)
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CH1 25585 o

DL Highest Modulation G40AM (240Mbps)
UL Highest Modulstion 540AM (240Mbps) -
QPSK (30Mbps) -
QPSK (90Mbps)

|_:E| Enable HTF‘_G_'Maximum Tranzmitted Level+14 1dBm

@ Digahle MTPG Level 140 » dBm

‘Hate: SHave MTPS Lc\fl is canfigured in Slm'e.
Master [ Dizable @ Enable
Slave | Dizable @ Enable

2 Adaptive

. Fixed

DL Modulstion

UL Madulation

Figure 34 Radio Configuration window (immediate reflection)

Message from webpage | = E_E l

'ﬁ Do you want to disable Master RF Transmission 7

Figure 35 Confirmation dialog to disable RF transmission

Table 28 Description of Radio Configuration window

No. | Item Setting range Contents
Reflection after restart
1 Operating Mode | Master/Slave Select Master or Slave.
2 Symbol Rate 20.0MHz/40.0MHz Select a symbol rate.
3 Frame ID Number | 1 - 65535 Input a Frame ID.
Input the same Frame ID value for local
NE and opposite NE.
4 Encryption 0 - 22 characters Input an encryption parameter.
Parameter Input the same encryption parameter
value for local and opposite NE.
5 Maximum Service | 3/7/14/28 km Select a maximum service distance to the
Distance opposite NE.
Select a value longer than the actual
distance.
6 Setup Restarts the device and reflect the setting
values.
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Immediate reflection

7 Network Element

Name

0 - 20 double-byte
characters

Input the network element name.

8 FREQUENCY-CH

For the supported
frequencies, refer to the
"Frequency channel"

section.

Select a frequency from the drop-down

list.

9 Modulation

Adaptive/Fixed

Select the Adaptive or Fixed modulation

scheme.

Highest Modulation
64QAM/16QAM/QPSK

When you select the Adaptive
modulation scheme, select the Highest

Modulation as well.

Modulation Scheme
64QAM/16QAM/QPSK

When you select the Fixed modulation
scheme, select a modulation scheme as

well.

10 | ATPC

Enable/Disable

Select Enable/Disable of the ATPC.
When Enable is selected, ATPC is
enabled in both the Master and Slave.
When Disable is selected, ATPC is
disabled in both the Master and Slave.
When ATPC is enabled, the Transmitted
Level is controlled in the range of 6 - +14
dBm so that the received level becomes
-50 dBm.

When ATPC is disabled, the Master
transmits using the Transmitted Level set
in the Master's MT, and the Slave
transmits using the Transmitted Level set
in the Slave's MT.

8 MTPC

-6 - +14 dBm

Specify the Transmitted level of the
Master when the ATPC is disabled.

The Transmitted level of the Slave when
ATPC is disabled is set in the Slave's MT.
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11

RF Transmission

RF Transmission

Disable/RF Transmission

Enable

Specify RF Transmission Disable and RF
Transmission Enable for the Master and
Slave.

When you perform RF Transmission
Disable of the Master/Slave, a
confirmation dialog in Figure 35 will

appear. Click OK.

12

Setup

Performs immediate reflection.
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1.9.2. Network
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Network Configuration from the submenu, a Network Configuration window is

displayed.

Radio

Network

Boot Sector Selection
&.In'iti'ali'_zat'runs

Date and Time
Software Downloading
Configuration Backup
User Class Password
Frequan[:y' Table

Figure 36 Configuration submenu displayed

A Network Configuration window is shown in Figure 37.
Each item is described in Table 29.

Network Configuration

100

T B

IP Address 192 168 .1 .

Subnet Mask 255 255 055 .

Default Gateway.

@ Disable

"V Enable: [P Address |
it | Glateway |

Setup makes configuration changes. These changes are reflected after Reset.
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Authentication Password [Enaryption Passwiord

Fa-sfiter AuthEntication Fassye | sesasssesssmunm !Re—erltsr Eparvptlor Pa.;su.uurd! saEsEmEmEEEs |

Figure 37 Network Configuration window
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Table 29 Description of the Network Configuration window

No.

Item

Setting range

Description

Reflection after restart

1 IPv4 0-255 Specify an IPv4 address.
See 1.9.2.1(2).
2 IPv6 Enable/Disable Select Enable to use IPv6. When
See 1.9.2.1(2). enabled, specify an IP Address and
Default Gateway.
3 Setup Restarts the device and reflect the setting

values.

Immediate reflection

4 Ethernet 1000BASE-T(AUTO) Select an Ethernet setting.
Configuration | 1000BASE-T(Fixed)
100BASE-TX FULL(Fixed)
100BASE-TX FULL(AUTO)
100BASE-TX HALF(Fixed)
5 Management | Enable/Disable You can register three types of VLAN tags
VLAN TAG for the MT.
Specify Enable/Disable for each type of
VLAN tag.
You can disable all the VLAN tag settings.
About SNMP Trap destination: A total of
four ARPs with VLAN tags and without
management VLAN tags are transmitted,
and a trap is transmitted to a destination
where there was an ARP response.
VID range 1 - 4094 When Enable is selected, input a VID and
COSvaluerange 0- 7 COS value as well.
6 OpS1/2/3 Enable/Disable You can set three types of OpS.

Select Enable/Disable for each type of
OpS.
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IP setting IPv4/IPv6

When Enable is selected, input the IP

setting as well.

[IP setting]

Select IPv4 or IPv6.

Input the IP Address in the selected
format.

Community Up to 60 single-byte Register a SNMPv2 Get/Set community
Name characters name. You can register up to three types
(SNMPv2) of community names.
User Name | User Name Register a SNMPv3 user name. You can
(SNMPv3) 1 - 15 single-byte characters register up to three users.
Authentication Select an authentication protocol.
protocol: NONE/MD5/SHA When you select MD5/SHA, input a
Password: 8 - 15 single-byte | password as well.
characters
Encryption Select an encryption protocol.
protocol: NONE/DES/AES When you select DES/AES, input a
Password: 8 - 15 single-byte | password as well.
characters
Access Control Select an access control.
Read Only
Read/Write
Trap Disable/Enable You can specify up to two kinds of trap
destination destinations.
1/2 Select Enable/Disable for each type of

trap destination.
If Enable is selected, when
communication to the trap destination
becomes available, a trap is transmitted
for each upcoming event.
VLAN tag of the trap:
For each destination without a VLAN
tag and with the management VLAN
tag, a trap is transmitted to a
destination where there was an ARP

response.
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IP Address |IPv4/IPv6

When Enable is selected, input the IP

setting as well.

Select IPv4 or IPv6.

Input the IP Address in the selected
format.

SNMP Version
SNMPv2/SNMPv3

Select a SNMP Version.

Community Name
Up to 60 single-byte

characters

When SNMPv2 is selected, input a

Community Name as well.

User Name, Authentication
protocol, Authentication
Password, Encryption
protocol, Encryption
Password

When SNMPv3 is selected, input User
Name, Authentication protocol,
Authentication Password, Encryption
protocol, Encryption Password as well.
See section 8 for the setting range for
each item.

10 | Setup

Performs immediate reflection.

1.9.2.1. Input Range for IP Addresses

IP addresses that can be input are limited as follows.

1) IPv4
IP Address

Values of 0 and 255 cannot be specified for the most significant bit and the least significant

bit.

The range from 127.0.0.0 to 127.255.255.255 cannot be specified.
Addresses higher than 223.255.255.254 cannot be specified.

Subnet Mask

An address 0.0.0.0 cannot be specified.

An address with dropped bits (0 bit) cannot be specified.

Default Gateway

The bit area of the subnet mask must match the subnet mask of the IP Address.

(2) IPv6
IP Address

An address 0:0:0:0:0:0:0:0 cannot be specified.
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An address 0:0:0:0:0:0:0:1 cannot be specified.
Addresses higher than feff:ffff.ffff.ffff. ffff . ffff. ffff.ffff cannot be specified.
Default Gateway
The address cannot be specified if the most significant 64bits are different from that of the
IP Address.
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1.9.3. Boot Sector Selection and Initializations
When you select Configuration in the operation menu part, a submenu is displayed.
When you select Boot Sector Selection & Initializations from the submenu, a Boot Sector

Selection & Initializations window is displayed.

Boot Sector Selection
& Initializations

Date and Time
Software Downloading
Configuration Backup
Lser Class Password
Freguency Table

Figure 38 Configuration submenu displayed

A Boot Sector Selection & Initializations window is shown in Figure 39.
Each item is described in Table 30Figure 40.

Boot Sector Selection & Initializations

Select bank /B after reset | BarkAl\ersion 0001.02) @ Bank B(Version 0001.03)
Rese

Select bark A/B after reset 1 BankA{Versian .tli.flfllf.'ifﬁj.-@ Bark B(Version 0001.03)
Foset

st

Figure 39 Boot Sector Selection & Initializations window




Message from webpage m

II Do you want to change Boot Sector Bank?

| ok || Cancel

Figure 40 A confirmation dialog to change the boot sector bank

Message from webpage ﬁ

II Do you want to reset?

| ok || Concsl

Figure 41 A confirmation dialog to restart

Reset complete

Logn again atter watting for 20 saconds

Batuan to login

Figure 42 Reset complete window
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Message from webpage

LX)

I:e] Do you want to initialize?

Loc ||

Cancel |

Figure 43 A confirmation dialog to initialize

Table 30 Description of the Boot Sector Selection & Initializations window

No.

Item

Setting range

Description

Master Boot

Sector

[Select bank A/B after reset]
Bank A/Bank B

Specify the start bank.
The currently stored version is

displayed next to the button.

[Select]

Performs the bank change.

When the Select button is clicked, a
confirmation dialog in Figure 40
appears. OK changes the bank, and
Cancel closes the dialog without

setting.

[Reset]

Restarts the device.

When the Execute button is clicked,
a confirmation dialog in Figure 41
appears. OK restarts the device, and
Cancel closes the dialog without
restarting.

After the restart is finished, a Reset
complete window shown in Figure
42 is displayed. When Return to
login is clicked, it will go back to the

Login window shown in Figure 2.

Slave Boot

Sector

Performs the same operation as
Master Boot Sector Selection &

Initializations.

Initialize the

Equipment

[Execute]

When the Execute button is clicked,
a confirmation dialog shown in
Figure 43 appears. OK initializes the
device, and Cancel closes the

dialog without initialization.
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Note: Do not turn off the device

during initialization.

Clear Traffic

Counters

[Clear]

When the Clear button is clicked, a
confirmation dialog to clear the
statistical information appears. OK
clears the statistical information, and
Cancel closes the dialog without
clearing.

Note: Do not turn off the device
while clearing the statistical

information.

Log Clear

[Clear]

When the Clear button is clicked, a
confirmation dialog to clear the log
information appears. OK clears the
log information, and Cancel closes
the dialog without clearing.

Note: Do not turn off the device

while clearing the log information.
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1.9.4. Date and Time
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Date and Time from the submenu, a Date and Time window is displayed.

Main Monitor
Monitoring +
QoS and Trafhc
Control
Installation + !
Configuration + |

Radio

Network

Boot Sector Selection

& Initializations

Date and Time

Software Downloading

Configuration Backup

Lser Class Password

Freguency Table

Logout |

Figure 44 Configuration submenu displayed

A Date and Time window is shown in Figure 45.

Each item is described in Table 31.
In the case of NTP setting, the time of the Master is refreshed in three patterns: at the time of

starting, setting, and polling. In the case of manual setting (PC Time), it is only refreshed at the
time of setting. The time of the Slave is refreshed at the time of various settings, at the time of

polling acquisition in the case of NTP setting, and once a day.
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Date and Time

Date/Time 200001501 D1:16:45

_UTC-E&SD

s PG Time

| Setup

Figure 45 Date and Time window

Table 31 Description of the Date and Time window

No. | Item Setting range Description
1 Date/Time Displays the time of the device.
2 Date and Time | NTP Server When NTP server is selected, the
selection device checks the time in the NTP
server and set it in the device.
When NTP server is selected, make
settings in Table 32 as well.
PC Time When PC Time is selected, the time
in the PC is set to the device.
Display Time When Display Time is selected, the
time input to the window is set to the
device.
3 Setup Immediately reflects the settings in
the Date and Time window.
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Table 32 Settings of the NTP Server

No. | Item Setting range

Description

1 NTP server IPv4/IPv6/Host

Configure the NTP Server.

When IPv4 is selected, specify an
IPv4 address for the NTP server.
When IPv6 is selected, specify an
IPv6 address for the NTP server.
When Host is selected, specify a

host name of the NTP server.

2 DNS server IPv4/IPv6

When Host is selected in the NTP
server setting, specify a DNS server.
When IPv4 is selected, specify an
IPv4 address for the DNS server.
When IPv6 is selected, specify an
IPv6 address for the DNS server.
You can specify two kinds of DNS

servers: Primary and Secondary.

Time Zone See Table 33.

setting

Since the time that can be acquired
from the NTP served is Universal

Standard Time, the time specified to
this item is added to it and set to the

device as the device time.

Summer time

When the Set summer time check
box is selected, the device time is
set by adding an hour to the Time

Zone setting.

Table 33 List of time zone settings

UTC-12:00 Baker Island, Howland Island

UTC-11:00 Samoa

UTC-10:00 Hawaii, Western Aleutian Islands

UTC-09:00 Alaska

UTC-09:30 Marquesas Islands

UTC-08:00 United States Pacific Time

UTC-07:00 United States Mountain Time
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UTC-06:00 United States Central Time

UTC-05:00 United States Eastern Time

UTC-04:30 Venezuela

UTC-04:00 Canada Atlantic Time, Brazil (Amazon time)

UTC-03:30 Canada (Newfoundland)

UTC-03:00 Brazil (Brazil time), Argentina, Greenland

UTC-02:00 Brazil (Fernando de Noronha Island)

UTC-01:00 Azores islands, Cape Verde

UTC United Kingdom, Ireland, Portugal, Western Africa

UTC+01:00 Central European Time, West Africa Time

UTC+02:00 Eastern European Time, Central Africa Time, South Africa

UTC+03:00 Russia (Kaliningrad), East Africa Time

UTC+03:30 Iran

UTC+04:00 Russia (Moscow), Azerbaijan, United Arab Emirates

UTC+04:30 Afghanistan

UTC+05:00 Pakistan

UTC+05:30 India

UTC+05:45 Nepal

UTC+06:00 Russia (Yekaterinburg), Kazakhstan, Bangladesh

UTC+06:30 Myanmar, Cocos Islands

UTC+07:00 Russia (Omsk), Mongolia, Thailand, Vietham, Jakarta

UTC+08:00 China, Mongolia, Australia (Western Australia)

UTC+08:45 Australia (Eucla)

UTC+09:00 Japan, Russia (Irkutsk), South Korea

UTC+09:30 Australia (Northern Territory, South Australia)

UTC+10:00 Russia (Yakutsk), Guam, Australian Eastern Time

UTC+10:30 Russia (Vladivostok), Australia (Lord Howe Island)

UTC+11:00 Russia (Magadan), Solomon Islands, New Caledonia

UTC+11:30 Norfolk Island

UTC+12:00 New Zealand, Fiji, Kiribati (Gilbert Islands)

UTC+12:45 New Zealand (Chatham Islands)

UTC+13:00 Tonga, Kiribati (Phoenix Islands)

UTC+14:00 Kiribati (Line Islands)

70




1.9.5. Software Downloading
When you select Configuration in the operation menu part, a submenu is displayed.
When you select Software Downloading from the submenu, a Software Downloading window

is displayed.

Radio

Network

Boot Sector Selection
& Initializations

Date and Time
Software Downloading
Configuration Backup
User Class Password
Freguency Table

Figure 46 Configuration submenu displayed

A Software Downloading window is shown in Figure 47.
Each item is described in Table 34.

Software Downloading

Current Bank B{Werzion 0001.03). Loadineg to Bank ALO001.02)
Phddress Sped . ¢ L

o IPwE|

Lizer MName
Password

FTP Filz Mame
o Immediately

|’_JOLDDRSe=£up 2lliEi‘(ﬁar!ﬂihﬂmnfhiﬂi[iayiii—rime@ihﬂlnlﬁegiﬁlﬁemnd

@ Ih'fmad.i.éte}y;_aﬁer Downloading
) Glockimetup 20011 [ 10 [Manth(20 |B50]15 [Timel+? Minbtel03 Sesnnd

[Ehart |

Figure 47 Software Downloading

Table 34 Description of the Software Downloading window
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No. | Item Setting range Description
1 Software IP Address Specify an IP Address of the FTP server in
Downloading | IPv4/IPv6 IPv4 or IPv6.
FTP Server User Name Specify a user name to log in to the FTP
server.
Password Specify a password to log in to the FTP
server.
File Name Specify a destination path of the software to
be downloaded to the device.
2 Down Loading | Immediately/Clock Setup Specify a time to start downloading.
Start Time
3 Reset Time Immediately after Specify a time to restart.
Downloading/Clock Setup
4 Start When the Start button is clicked, the
download starts according to the above
conditions.
5 Abort Cancels the scheduled contents displayed

in the State field.

When the Downloading Start Time is set
to Clock Setup, and if the Abort button is
pressed before the set time, downloading is
canceled. If the Downloading Start Time is
set to Immediately, downloading cannot be
canceled after it has been started.

When the Reset Time is set to Clock
Setup, and if the Abort button is pressed
before the set time, restarting is canceled. If
the Reset Time is set to Immediately,
restarting cannot be canceled after it has

been started.
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6 Downloading | State Displays the progress of software
Status downloading or updating, or scheduled

download.

Downloading on Master:

Indicates that the Master is during a

software download process.
Updating on Master:

Indicates that the Master is during a

software update process.
Downloading on Slave:

Indicates that the Slave is during a

software download process.
Updating on Slave:

Indicates that the Slave is during a

software update process.

Displayed scheduled contents are:
Downloading Start Time
Reset Time
FTP server address
Bank to be loaded

Progress Displays the download progress in percent.

1.9.5.1. Operation Procedure

(1) Configuring a FTP server
If you use the Software Downloading function, you need a server from which update files
are downloaded.

Please configure the FTP server setting as follows:

FTP mode : PASV mode

FTP access port number : 21 ports fixed

User Name : (1 - 15 in single-byte characters)
Password : (8 - 15 in single-byte characters)

[Available characters]
AZ, az, 09, | #$%'()*+, -./11;=7

@ll"_ {I}~
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(2) Immediate update of software
Step 1 Log into the MT as admin, and select Configuration in the operation menu part, and

select Software Downloading from the submenu to display the window.

Step 2 Specify the FTP server information from which the software is downloaded in the
Software Downloading FTP Server section.
File name of the downloaded software:
WT_dwldxxxx.xx.mot (XXXx.xX is a version number.)

Select the Immediately radio button in the Downloading Start Time section.
Step 3 Select the Immediately after Downloading radio button in the Reset Time section.

Step 4 Click the Start button.

(3) Scheduled update of the software
Step 1 Log into the MT as admin and select Main Monitor in the operation menu part to

display the window.

Step 2 Check that the time in the Date/Time item is correct.

If it is not correct, refer to Section 1.9.4 and adjust the date and time.

Step 3 Select Configuration in the operation menu part, and select Software Downloading

from the submenu to display the window.
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Step 4 Specify the FTP server information from which the software is downloaded in the

Step 5

Step 6

Software Downloading FTP Server section.

File name of the downloaded software:
WT_dwldxxxx.xx.mot (XXXx.xX is a version number.)

Set the File Name as the following according to the save location in the server.

<If the file is at the root of the home directory>
WT_dwldxxxx.xx.mot (Only the file name.)

<If the file is in a subdirectory under the home directory>
Software¥Master¥WT _dwldxxxx.xx.mot

(1) () ®3)

* Folder name ((1), (2))+File Name ((3))

* Input ¥ or / as separating characters except for the top level folder name.

* If the file is in a hierarchy not in the home directory of the server, input a
relative path from the home directory.

Specify the time to start downloading in the Downloading Start Time section.

Select either the Immediately after Downloading or Clock Setup radio button in the
Reset Time section.

If Clock Setup is selected, specify a time after the time set in the Downloading Start
Time section.

Click the Start button.

During the update process, the contents of the State section are updated as the
process proceeds.

When the reservation process is started, in an idle time when the device is not
downloading, updating, nor restarting, the following scheduled contents are displayed
in the State section.

Htate Wait Starting Download at setting time
Dowvnloading Start : 20110401 00:00:00
Feset : 2011,/04,/02 00:00:00
FTP zever IP Address : 1921681251
Loadine : Bank &

Proeress 0%

If you perform schedule setting, set the correct date and time in the device in
advance. If the device time is wrong, the process will not be performed at the
specified time.

If the restart process is set with the Clock Setup, and when the specified time has
passed when the downloading is finished, downloading process will be processed
as Immediately.
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(4) Canceling the software update
If you want to abort the update midway, click the Abort button in the Software
Downloading window.
When the Abort button is clicked, the scheduled contents and restart process for the
update process is canceled. The process being performed while downloading and
updating will be continued. Therefore if you want to perform the update again, continue
the work after the State section turns to idle state.
In addition, if you perform the following operations, the software update process is aborted

and the State section turns to idle state.

After clicking the Start button in the Software Downloading window and before the
download is started, if you click the Start button in the Antenna Alignment window on
the LMT, the Software Downloading process is canceled.

After the performing the software download and while waiting for the device to restart, if
you click the Start button in the Antenna Alignment window, the restart process is

canceled.

f Do not turn off or restart the device during a software update process. The device

may be broken.

The Abort button is designed to cancel the scheduled contents and restart process

A for the update process. It is not possible to stop the download or update process.
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1.9.6. Configuration Backup
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Configuration Backup from the submenu, a Configuration Backup window is

displayed.

Radio

Metwork

Boot Sector Selection
& Initializations

Date and Time
Software Downloading
Configuration Backup
Lser Class Password
Freguency Table

Figure 48 Configuration submenu displayed

A Configuration Backup window is shown in Figure 49.
Each item is described in Table 35.

Upload / Download Configuration
‘© All Configuration

' Frequency Table
1 Caonfiguration excepting Frequency Table

| Browse...

Bl o

Figure 49 Configuration Backup window
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failed to write configuration

failed to write configuration
Write again

The following things are thought about.

Due to writing failure while a device is processing
Duz to configuration file error

Dus to configuration file braks

Eack to confisuration loading

Figure 50 Failed to write configuration window

failed to read configuration

failed 1o read configuration
Fead again

The following things are thought about.
Due to read failure
Due to radio link down

Eachk to confisuration loading

Figure 51 Setting save error window
(An example when tried to save the configuration of the Slave

in the Master when no radio connection is established)

Table 35 Description of the Configuration Backup window

Item Setting range Contents
Master In the Master field, specify Saves the specified configuration
Save configuration information to be | information.
saved. When the Save button is clicked, a dialog

to specify a save destination and name is
All Setting : Entire displayed.

configuration information
Frequency Info: Only

frequency information

Setting Info : Configuration
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information except for

frequency information

Master When the Browse button is clicked, a
Load dialog for selecting a file is displayed.
When the Load button is clicked, a popup
window confirming the writing and reset is
displayed. YES performs the writing and
reset. NO closes the popup window
without writing.
Slave When saving the configuration | Saves the specified configuration
Save information in the Slave, information.
specify, in the Master field, the | When the Save button is clicked, a dialog
configuration information to be | to specify a save destination and name is
saved. displayed.
All Setting : Entire
configuration information
Frequency Info: Only
frequency information
Setting Info : Configuration
information except for
frequency information
Error When the writing failed, a window shown

in Figure 50 is displayed. When the
saving failed, a window shown in Figure
51 is displayed. In both cases, you can go
back to the Configuration Backup window
by clicking Back to configuration

loading.
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1.9.7. User Class Password
When you select Configuration in the operation menu part, a submenu is displayed.
When you select User Class Password from the submenu, a User Class Password window is

displayed.

Radio

Network

Boot Sector Selection
& Initializations

Date and Time
Software Downloading
Configuration Backup
User Class Password
Freguency Table

Figure 52 Configuration submenu displayed

A User Class Password window is shown in Figure 53.
Each item is described in Table 36.

User Class Password

Login Glass Password
admin admin1234

operatar  ope 1234

monitor moni1234

Figure 53 User Class Password window

80



Table 36 Description of the User Class Password window

No. | Item Setting range Description
1 MT Password Specify passwords for the four types
account 0 - 15 characters of accounts. Each account is
No password in the case of 0 described in Table 4.
character.
2 Setup When the Setup button is clicked, the

setting is immediately reflected.
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1.9.8. Frequency Table
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Frequency Table from the submenu, a Frequency Table window is displayed.

Main Monitor
Monitoring +
QoS and Trafhc
Control
Installation + !
Configuration + |

Radio

Network

Boot Sector Selection

& Initializations

Date and Time

Software Downloading

Configuration Backup

Lser Class Password

Freguency Table

Logout |

Figure 54 Configuration submenu displayed

A Frequency Table window is shown in Figure 55. Each item is described in Table 37.
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Master Frequency Table

[ Setup | [ AIE] | [ANED ] 1020 3040

Frequency

Frequency 0

Frequency 0

Frequency

Frequency (0

Freguency 0

Frequency

Frequetcy

Fsequency i

Fraguency J66EE  MHz

MHz

MH

(]

Hz:

MHz

MHz

/20 MMz
20.0MHz

EIZI.I]INQ

 200MHz

[ ALOMHz
40.0MHz
- ZD.UMHZ_
40.0MHz

(™1 20.0MHz

[~ 20.0MHz

[~ 20.0MHz

1 20.0MHz

Figure 55 Frequency Table window

[ 40.0MHz
NG s

(CTA0AMH2YCH Mame
[140.0MHE GH Mame

IZH Mame

| 40.0MHz GH Mame

Iz_tféﬂhﬂ?z CH Mame
[H40.0MHE GH Mame

IZH Mame

[TH400MHe GH Mame

ZH Mame

[l 40.0MHe GH Mame

LH Mame

CH Mame
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Table 37 Description of the Frequency Table

No. | Item Setting range | Description
1 Setup Sets all the items specified in this page to the Flash
ROM.
The setting will be reflected after the restart.

2 Alll ] Sets all the following frequency setting items to [+] so

that the list of frequencies can be viewed.

3 Alll ] Sets all the following frequency setting items to [-] so

that the list of CH names can be viewed.

1020 30 40 Move to the specified number.

Select display | [+] In the case of [+], the CH Name is omitted and the

method [-] enable/disable status of the frequency and each
symbol rate is displayed. In this case, the
enable/disable status of the symbol rate cannot be
changed.
In the case of [-], the enable/disable status of the
symbol rate aligns vertically, and each CH Name can
be configured.

6 Frequency See the Displays and configures frequencies.

_ MHz "Frequency
channel"
section.

7 Symbol Rate | See the Displays and configures the enable/disable status of
"Frequency the symbol rate. If the display method is [+], the
channel” enable/disable status of the symbol rate cannot be
section. changed.

8 Home When clicked, it will move to the top.

84




1.10.Logout

After clicking Logout in the operation menu part, select OK. A Logout complete window as
shown in Figure 56 appears.

Clicking Return to login will display a Login window shown in Figure 2.

Logout complete

Login again

Figure 56 Logout complete window
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2. Management Tool (Slave)

2.1. Overview of the Management Tool (Slave)

The Management Tool (MT) is a Web server function integrated in the device. It is for configuring

and monitoring the device. Table 38 shows a functional overview of the MT.

Table 38 Functional overview of the MT (Slave)

ltem 1 Item 2 Contents
Main Monitor Displays the transmission rates and radio links.
Monitoring Event Log Displays a log of events.

NE State Information

Displays the Radio Link, QoS and Traffic Control,

Inventory information, and Network Configuration.

QoS and Traffic Control

Performs COS assignment for Management

Communication.

Installation Antenna Alignment Performs the Antenna Alignment mode.

Packet Transmission Test | Performs the Packet Transmission Test.
Configuration | Radio Makes configuration related to radio.

Network Makes configuration of IP addresses.

Reset and Initializations Makes configuration of restart and initialization, and

clears the log.

Configuration Backup Saves and writes to the configuration file.

User Class Password Makes configuration of passwords.

Frequency Table Makes configuration of frequencies.
Logout Logs you out.
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2.2. Logging In

[Operation]
Connects the MT operation PC and the device over the LAN. Table 39 shows an
recommended environment for the PC.

Table 39 Recommended environment for the MT operation PC

No. | Item Specifications Remarks

1 | Web browser Windows Internet Explorer
Version 8 or higher

2 Monitor size 1024*768

Input the IP address of the device as the URL in the Windows Internet Explorer. The factory
default IP address is "192.168.1.100".

D .
©.© T I  E 2

<. Favorites ol Web Slice Gallery «
W = }

!@E‘»Fankpage : ]’;ﬁ > > = %} v Page~v Safety~ Tools~ @v

@ Internet | Protected Mode: Off

Figure 57 Inputting the IP address to the Internet Explorer
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A Login window as shown in Figure 59 is displayed.

JRC

WiReLESS

WIRELESS IP ACCESS SYSTEM

MANAGEMENT TOOL

Login Class admin -
Password
[ LOGIN ]
Serial Mumber : POO0OC
Software Mer. 0 e

Figure 58 Login window

Select a Login Class. Selectable login classes are shown in Table 41.

Input the Password. The default password is shown in Table 40.

LOGIN button: Tries to connect to the device.

If you are successfully logged in, a window shown in Figure 61 is displayed.
If you failed to log in, a Login Failure window shown in Figure 60 is displayed. Clicking
Return to login will take you back to the Login window shown in Figure 59.
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Login Failure

Invalid Password

Beturn to login

Figure 59 Login Failure window

Table 40 Description of the Login window

No. | Item Setting range | Description
1 Login Class admin You can select a permission level by
installation the Login Class.
operator Table 4 lists a function of each Login
monitor Class.
2 Password 0-15 Input the password.
characters Default passwords are:
Login Class  Password
admin adminl1234
installation inst1234
operator opel234
monitor monil234
3 Login button You can log in using the above Login

Class and Password.
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Table 41 Function of each Login Class

] Login Class (permission level High ... Low)
Monitor : . . .
admin installation operator | monitor
Main Monitor Yes No Yes Yes
Monitoring Yes No Yes Yes
QoS and Traffic
Yes No Yes No
Control
Installation Yes Yes No No
Configuration Yes No No No
Logout Yes Yes Yes Yes

If an upper or equivalent level user newly logs in while a user is logged in, the user previously
logged in will be forced to log out.
You can check a user who have logged in by selecting a Login Class drop-down list in the Login

window.
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2.3. Configuration of Main Window

After the login, a main window shown in Figure 61 is displayed. The main window includes a
status display part, operation menu part, and operation window part.

(1) Status display part (Equipment status)
This part displays the status of the device. The status display part displays settings
(Mode/Symbol Rate/Frequency/CH/Frame ID) in the upper row, and statuses (Status/Radio
Link/Authentication/Manag. Com./Ethernet Link/Ethernet Link (Opposite NE) in the lower row.

Anomalies in the status are displayed by evaluating Normal or Failed by ORing each anomaly
shown in Table 43.

(2) Operation menu part

This part lets you select each function listed in Table 38.

(3) Operation window part

This part displays a window for each function selected in the operation menu part.

WIRELESE P ACOESE BYETEM WjEELESS 3
MAAMNAGEMENT TOOIL
Metwork Elemant Mame: ] Mode ‘Symbol Rate  Frequency CH Frama ID
-— Sl&status 4@]% I ayltpaﬂt GH! 285585MHz 1
Status | Radio Link  Authentication Ethernct Link State’
Pia oAl Link g’ | Siuocesd 1 OODEASE-TAFLLL

n Monitor
ST TR 2 10 1§ Qi g6
ink

Down Link
©
@
-
o 0.0
= | _55.7)
1}
o
>
= | 30.5]
3
Trangaiitad Lt o Racibid Ll comspond i i
== I ocaze of 160AK, cubirsct 2625 from di:pls:mﬂ'ﬂgratl On WI ndow part
bcase of BLOAK sublract 3702 drom displayed vals.
8
- Master Slave
-+ Diowr Lick Alade .y
Dicem Link Frarrisnidimii Doreen Link.

Irgraas flata Bl Eiracs flats
Bandaidh _—

L’

e —- ] A———e
Up Link Up Lirkx Recm g Lick
Frress Biake Trassmissian | Ingress Ratn

Hasdwidth

13

Efbeirat 15 a r\ecl:&:fr.-:l tracemank of HERCR li‘apnral.m.

Done

o 4B Internet | Protected Mode: CHF e A -

Figure 60 Window after the login
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Table 42 Status display list

Status Display

Network Element Name Displays the Network Element Name.

Mode MASTER/SLAVE

Symbol Rate Displays the symbol rate name set in the NE data.
During the carrier sense, "----" is displayed. When

the carrier sense is completed and the frequency
is determined, the radio frequency channel set in

Frequency the configuration information is displayed.

During the carrier sense, "-" is displayed. When
the carrier sense is completed and the frequency
is determined, the channel name set in the

CH configuration information is displayed.

The frame ID set in the configuration information

Frame ID is displayed.
Status Normal/Failure
Radio Link Link Up/Link Down
Authentication Succeed/Failure
Ethernet Link Link Down

10BASE-T/HALF
10BASE-T/FULL
100BASE-TX/HALF
100BASE-T/FULL
1000BASE-T/HALF
1000BASE-T/FULL

Table 43 Causes of Status anomalies
Item

RF Carrier Unlock
IF Carrier Unlock
TDD SW Failure
PA Failure

PLL Unlock

Device start is abnormal
SPI Failure
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2.4. Reflecting the Setting Values (immediate reflection and reflection after
restart)

Each window has two kinds of Setup buttons. One kind is "reflection after restart" which requires
a restart to reflect the setting, and the other kind is "immediate reflection" which does not need a
restart to reflect the setting values.

Reflection after restart
The value is reflected to the Flash ROM at the time the Setup button is pressed. The pop-up
message to notify that the value is reflected after the restart and prompt you to restart is displayed.
You can select from OK or Cancel. If you press OK, the device is restarted, and if you press

Cancel, the device will go back to the previous window without restarting.

Message from webpage RS
| [9] Do you want to make Reset 7
I
| Ol | I Cancel |

Figure 61 Reflection after restart message

Immediate reflection

A pop-up message that notifies you that the values are immediately reflected will be displayed
(Figure 62). If you click OK, the value is immediately reflected. If you click Cancel, the device
will return to the previous window without reflecting the value.

Message from webpage %

I:e] Do you want to keep these configuration changes ?

| QK | | Cancel

Figure 62 Immediate reflection message
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When the input value exceeds the setting range in the case of direct input, a message as
shown in Figure 63 is displayed.

Message from webpage

I_'-. There is an error inan input level. Please set it again,

o]

Figure 63 Input value error message
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2.5. Main Monitor

When you select the Main Monitor from the operation menu part, a Main Monitor window is
displayed.
A Main Monitor window displays the transmission rates and radio links.

A Main Monitor window is shown in Figure 64. The description of each item is shown in Table 44.

Main Monitor

DEEETmE I 2000/01/01 00:34:21
Up Link Down Link

Transmitted Level / Received Level correspond to GIPSEK.
In caze of 16LAM, subtract 2 6dB from dizplaved value.
In case of 64C1AM subtract 3.7dE from displaved value.

Master Slave
Down Link Radio
Down Link ’ Transmission - Dewn Link
Ingress Rate Bandwidth . Egress Rate
Up Link Up Link Radic Up Link
Egress Rate Transmission Ingress Rate

Bandwidth

Figure 64 Main Monitor window



Table 44 Description of the Main Monitor window

No. | Item Description

1 Date/Time Displays the time in the device.

2 Modulation Scheme Displays the current Modulation Scheme.

3 Radio Transmission Displays the current radio transmission bandwidth.

Bandwidth

4 Ingress Rate Displays the current ingress rate of Ethernet packets.
Only the uplink ingress rate is displayed.

5 Egress Rate Displays the current egress rate of Ethernet packets.
Only the downlink egress rate is displayed.

6 Received Level Displays the current receiving level.
Only the downlink is displayed.
During Link Down, "-" is displayed.

7 Transmittied Level Displays the current transmission level.
Only the uplink is displayed.
During Link Down, "-" is displayed.

8 Receive CNR Displays the current receiving CNR.

Only the downlink is displayed.
During Link Down, "-" is displayed.
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2.6. Monitoring

2.6.1. Event Log
When you click Monitoring from the operation menu part, a submenu is displayed.

When you select the Event Log in the submenu, an Event Log window is displayed.

Event Log

ME State Information

Figure 65 Monitoring submenu displayed

An Event Log window is shown in Figure 66.

The Event Log window displays a log of events and a log of changes in the modulation scheme.

Each item is described in Table 45.

Event Log

Time on Equipment2000/01/01 008516

| Display || Save File |

Slave

Date/Time. Ttem Event Dccurrence
ANN0ANTA0T 00:00:40° |Ethernet Link Link-up.

20000101 00:00.08  Authentication futhentication complete
2000/01/01 00:00:02  |Modem Synchronization Synchranized
2000401007 00:00:02  Start Bank & 4 B on Bank B

200001701 00:00:02 | Power Turn Cn

Figure 66 Event Log window




Table 45 Description of the Event Log window

No. | Item Description

1 Display When clicked, the Event Log window is refreshed.

2 Save File When clicked, a dialog to specify the file destination and name
is displayed to store the log in a file. The file format is CSV.

3 Event Displays a log of events.
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2.6.2. NE State Information

When you click Monitoring from the operation menu part, a submenu is displayed.
When you select NE State Information from the submenu, an NE Status Information window is

displayed.

Main Monitor
Monitoring +

Event Log

ME State Information

QoS and Trafhc
Control

Installation + |
Configuration + !
Logout |

Figure 67 Monitoring submenu displayed

2.6.2.1. Radio Link and Inventory Information
Figure 68 shows the NE Status Information window including radio link and inventory

information.

Each item is described in Table 46.
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NE Status Information

Radio Link QoS and Tratfic Control
[V1Slave Inventory Information ¥ Metwark Configuration
[W]Slave Metwark Configuration

[ ALL Check || Mo Check |

[ Display |

[ SaveFie |

Date/Time  2000/01/01 03505

Radio Link

Figure 68 NE Status Information window
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Table 46 Description of the NE Status Information window

No. | Item Description
1 check box The NE Status Information window is divided into five types:
Radio Link, QoS and Traffic Control, Slave Inventory
Information, Network Configuration, Slave Network
Configuration. Only the items with their check boxes selected
are displayed.
2 ALL Check Selects all the check boxes.
3 No Check Clears all the check boxes.
4 Display When clicked, NE State Information is refreshed.
5 Save File When clicked, a dialog to specify the destination and name of
the file is displayed to store NE Status Information.
In the Radio Link, following information will be saved in
addition to the displayed items.
[Mode]
[Symbol Rate]
[Frequency]
[CH]
[Frame ID]
[Status]
[Radio Link]
[Authentication]
6 Network Element Displays the network element name.
Name
Date/Time Displays the time of the device when the window is displayed.
8 Radio Link [Current Modulation Scheme: Down Link]
[Current Modulation Scheme: Up Link]
[Transmitted Level]
9 Slave inventory [Type Name]

Information

[Serial Number]
[Software Version: Bank A/Bank B/Active Bank]

[Hardware Version]
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2.6.2.2. Slave Network Configuration
A Slave Network Configuration window is shown in Figure 69.

Each item is described in Table 47.

blave Metwork Configuration

Ethernet Configuration Setup 1000BASE-TCAUTON
Status 1000B&SE-TAFULL

IPvd IF Address 192.168.1.101
Subnet Mask 25625626500
Default Gateway

1Pk Enable fDisable Dizable
IP Address

MAC address

Default Gateway
00:00:27:0700:01

Figure 69 Slave Network Configuration

Table 47 Iltems of Slave Network Configuration window

No. | Item Description
1 Ethernet [Setup] Displays the setting value at the time it is displayed.
Configuration [Status] Displays the Ethernet link status at the time it is
displayed.
2 IPv4 [IP Address]
[Subnet MaskK]
[Default Gateway]
Displays the setting value at the time it is displayed.
3 IPv6 [Enable/Disable]
[IP Address]
[Default Gateway]
Displays the setting value at the time it is displayed.
4 MAC address Displays the MAC address at the time it is displayed.
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2.6.2.3. QoS and Traffic Control
A QoS and Traffic Control window is shown in Figure 70.

Each item is described in Table 48.

Qo5 and Traffic Gontrol

Slave 7

QoS Priority Mappine
COS [0-71 vs. Priority Class .

" 77is the highest Priority) Table 17 60 50 40 30 20 10 00

TOS ws. COS [0-7] Table 1P Precedence

70 60 50 40 30 20 10 00
TG [0-255] ws 30S [0-7] Table [SCP

B30 G20 610 GO0 B30 BAO 570 BEO
BED B40 530 520 510 50O 490 480
470 460 450 440 430 420 410 400
300 380 470 360 350 340 330 320
310 300 290 280 270 260 250 240
230 220 210 200 190 180 170 160
150 140 130 720 110 1009 0 8 0
7OG05 04030207000

EtherType vs. COS 101 Table 205 agsignment except following Ether Tvpesz 0

Folicing Rate Slave [QPSK | 16QAMIGACAM
Clasz 7|0hbps| OMbpz| OMbps
Clasgz 6 0hbpz| OMbpz| OMbps
Clasz 5|0Mbp=| IMbpz| OMbp=
Clasz 4 0hbps| OMbpz| OMbps
Clasz 3|0hbpz| OMbpz| OMbpz
Clasz 2|(kbp=| IMbpz| OMbp=
Clazz 1|0Mbpz| IMbp=| OMbps
Clasz 0)0hbps| OMbpz| OMbps

Shaping Rate Slave  |QPSK | THCAMIGACA M
Glazs 7\lkbpz| Okbpz| Okbpz
Glazs Gl0kbps| Okbpz| Okbps
Claz= b 0kbpz| Okbps| Okbps
Glazz 40kbps| Okbpz| Okbps
Glazz 30kbpz| Okbpz| Okbpz
CGlazs 20kbps| Okbpz| Okbps
Clasz 1)0kbps| Okbpz| Okbps
Glazs 0)0kbpz| Okbpz| Okbpz

Figure 70 QoS and Traffic Control
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Table 48 Description of the QoS and Traffic Control window

No. | Item Description
1 COS assignment for | Displays a COS assignment value for communication between
Management Master and Slave devices.
Communication
2 QoS Priority Mapping | Following values are displayed for the Slave.
Displays the setting value at the time it is displayed.
COS [0-7] vs. Priority Class ("7"is the highest Priority)
Table
TOS vs. COS [0-7] Table
TC [0-255] vs. COS [0-7] Table
EtherType vs. COS[0-7] Table
For TOS vs. COS [0-7] Table, IP Precedence or DSCP, either
of which has been selected, is displayed.

3 Policing Rate Displays permitted policing rates of the Master and Slave.
These are displayed for each class and each modulation
scheme.

4 Shaping Rate Displays permitted policing rates of the Master and Slave.

These are displayed for each class and each modulation

scheme.
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2.6.2.4. Network Configuration
A Network Configuration window is shown in Figure 71.

Each item is described in Table 49.

Metwork Configuration

Figure 71 Network Configuration window

Table 49 Description of the Network Configuration window

No. | Item Description
1 Management VLAN Displays the VLAN tag information for managing the Master
Configuration and Slave.
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2.7. QoS and Traffic Control

When you select QoS and Traffic Control in the operation menu part, a QoS and Traffic Control
window is displayed.
In the QoS and Traffic Control window, you can set VID/COS for Management Communication.

2.7.1. COS Assignment for Management Communication from Slave to Master
A window for assigning COS for Management Communication is shown in Figure 72.
The settings in this window are reflected after a restart.

Each item is described in Table 50.

QoS and Traffic Control

| Setup | “Setup” makes configuration changes. These changes are reflected after Reset.

Figure 72 A window for assigning COS for Management Communication

Table 50 Description of a window for assigning COS for Management
Communication

No | Item Description

1 | COS assignment | Specify a COS value used during communication from the Slave to
for Management | the Master.

Communication Note: If you set a low priority for the COS assignment for

from Slave to Management Communication, the device may not work properly

Master when the user data traffic exceeds the radio bandwidth.
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2.8. Installation

2.8.1. Antenna Alignment
When you select Installation in the operation menu part, a submenu is displayed.
When you select Antenna Alignment from the submenu, an Antenna Alignment window is

displayed.

Figure 73 Installation submenu displayed
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An Antenna Alignment window is shown in Figure 74.
Each item is described in Table 51. Also, the displayed status is described in Table 52.

Antenna Alignment

Enter Exit and Rezet

.'—'.I. aL;I

| Mot Set -| Setup

—10{dBm)

oo [EEZEY o |
Cle ar h__lax—Huld

Instantaneous Maximum—Hold
V| Sound or

dB

DL Modulstion Scheme UL Modulation Scheme
PEk GRS

16GAM 1BCIAM

E-iD.PlM B

Cilear

Digcarded Peceived | Mumber of Recaived H:eu:ai_x-'ed Blocks
Blockz Blocks Dizcarded Rate

CIPSK = = =

16GIAM £ £ =

BACIAM

Figure 74 Antenna Alignment window

108



Table 51 Description of the Antenna Alignment window

No.

Item

Description

Enter Antenna

Alignment Mode

Clicking the Enter button switches the device into the Antenna

Alignment mode.

Clicking the Exit and Reset button will restart the device,
exiting from the Antenna Alignment mode.

Notes:

. To switch the device from the Antenna Alignment mode back
to the normal mode, a restart is required.

. Transition between pages is disabled during the Antenna

Alignment mode.

Short distance mode

When the button is clicked while it is set to Enable, the
Transmitted Level is decreased by 20 dB.
When the button is clicked while it is set to Disable, the

Transmitted Level is returned to the original value.

Frequency

Specify the frequency. Specify according to the Frequency in
the master NE.

"Not Set" is shown immediately after starting the Antenna
Alignment mode, and it is operating with a frequency displayed

in the status display part.

State

Displays the current status. Table 26 lists the displayed
contents.

Transmitted Level

Displays the transmission level.

Receiving Level

Displays the current receiving level with a bar and values.
The maximum value is shown by figures.

Clicking the Clear Max-Hold button will clear the maximum
value.

When the Sound on check box is selected, a sound
corresponding to the current value is emitted. The sound

function is supported only in Windows XP.

Receive CNR

Displays the receiving CNR.

Modulation Selection

Displays the modulation scheme selected in the Master NE.

10

Radio Link Status

Displays the Discarded Received Blocks and Number of
Received Blocks.

Clicking the Clear button will clear the counters.

Table 52 Displayed status
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No. | Displayed status Description
1 | Over Receiving Level. Enable Short Displayed when the Received Level is over
distance mode of opposite NE. input (-30 dBm or more).
2 | Frame ID Error Displayed when the device has received a radio

wave with a Frame ID different from the Frame

ID set to for Slave.
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2.8.2. Packet Transmission Test
Packet transmission test function measures the number of transmitted test packets and the

number of received packets.
When you select Installation in the operation menu part, a submenu is displayed.

When you select Packet Transmission Test from the submenu, a Packet Transmission Test

window is displayed.

Antenna Alignment
Packet Transmission

Figure 75 Installation submenu displayed

A Packet Transmission Test window is shown in Figure 76.

Each item is described in Table 53.

Packet Transmission Test

; 74 Byte Rbart —
LT UL R/ PaGKEES 0 1packet |
) Fed Perod T ec DRI PAERETS I 0P ocket

Figure 76 Packet Transmission Test window
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Table 53 Description of the Packet Transmission Test window

No.

Item

Setting range

Description

Packet Length

74 - 1518

Specify the length of the test packet.

Measurement

Continuous/Fixed

Period

Fixed Period
1 - 255 seconds

Select either Continuous or Fixed Period.
When you select Fixed Period, input the

measurement time.

Start / Abort

Start button starts a test. Abort button stops the

test.

Test result

Displays the Test Status, UL RX/TX Packets,
and DL RX/TX Packets.

UL RX/TX Packets is displayed as a fraction of
the uplink [number of received packets/number
of transmitted packets]; the DL RX/TX Packets
is displayed as a fraction of the downlink
[number of received packets/number of
transmitted packets].

Note: As the priority of the test packets is lower
than the packets for communication between

the devices, the test packets can be lost.

Save File

When clicked, a dialog to specify the destination
and name is displayed to store the test results.
Notes:

(1) When the test is performed continuously, it is
recorded as Fixed Period "0".

(2) When the packet transmission test is
performed by specifying the measurement time,
the measurement time will not be saved in the
network element, which is not the device on
which the Start button is pressed.

(3) The Test Status will not be saved.
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2.9. Configuration

2.9.1. Radio
When you select Configuration in the operation menu part, a submenu is displayed.
When you select Radio from the submenu, a Radio Configuration window is displayed.

Radio

Metwork

Reset & Initialization
Configuration Backup
User Class Password
Fregquency Table

Figure 77 Configuration submenu displayed

Radio Configuration windows are shown in Figure 78 and Figure 79.
Each item is described in Table 54.

Radio Configuration

P-P(Slave) v
S00MH: -

:

1234567800

[ Setup |"Setup” makes configuration changes. These changes are reflected after Reset,

Figure 78 Radio Configuration window (reflection after restart)
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~ FIKED
@ SEARCH START
END

_ e

FREQUEMCY-GH CH1 25586MHz  «

CH1 25585MHz
CH1 25685MHz

¥ Mastar s=l=ct J':\TF'G. Hawe is autamaticaly -:dnﬁiune;:i as ATPS Made,

HEtup
Figure 79 Radio Configuration window (immediate reflection)
Table 54 Description of the Radio Configuration window
No. | Item Setting range Contents

Reflection after restart

1 Operating Mode

Master/Slave

Select Master or Slave.

2 Symbol Rate

20.0MHz/40.0MHz

Select a symbol rate.

3 Frame ID Number

1-65535

Input a Frame ID.
Input the same Frame ID value for local

NE and opposite NE.

4 Encryption

0 - 22 characters

Input an encryption parameter.

Parameter Input the same encryption parameter
value for local and opposite NEs.
5 Setup Restarts the device and reflect the setting

values.

Immediate reflection

6 Network Element

Name

0 - 20 characters in

double-byte characters

Input the network element name.

7 FREQUENCY-CH

FIXED/SEARCH Select either to set a fixed frequency or
search the frequency.
START/END If SEARCH is selected, specify START

START CH/END CH

For the corresponding
frequencies, refer to the

"Frequency channel"

CH and END CH as well.

The default value is the minimum (START
CH) and the maximum (END CH) channel
among the valid frequency channels for

the related symbol rate.

section. If the symbol rate is changed, or the mode
is changed, it will be returned to the
default value.
8 MTPC -6 - +14dBm Specify the Transmitted Level in the case

114




ATPC is disabled. Enable or Disable of
the ATPC is selected in the Master. When
Enable is selected, ATPC is enabled in
both the Master and Slave. When Disable
is selected, ATPC is disabled in both the
Master and Slave.

Setup

Performs immediate reflection.

115




2.9.2. Network
When you select Configuration in the operation menu part, a submenu is displayed.
When you select Network Configuration from the submenu, a Network Configuration window

is displayed.

Main Monitor
Monitoring +
QoS and Trafhic
Control
Installation + |
Configuration + |

Radio

Metwork

Reset & Initialization

Configuration Backup

Lser Class Password
Fregquency Table

Logout |

Figure 80 Configuration submenu displayed

A Network Configuration window is shown in Figure 81.

Each item is described in Table 55.

Network Configuration

IP Addrezs 192 168 .1 101
Subriet Mask 255 _9RE ORE )

Cefault Gateway

@ Dizable
() Enable: IF #Addres:

[_'Setup |Setup makes configuration changes. These changes are reflected after Reset.
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1000BASE-T(ALITO) :
Mo:1: 1 Enable @ [Cizable
JIn

Mo2: ' Enable @ Disable

Mod: . Enable @ Dizable
TN 0

Figure 81 Network Configuration window

Table 55 Description of the Network Configuration

No.

Item

Setting range

Description

Reflection after restart

1 IPv4 0-255 Specify an IPv4 address.
See 0.
2 IPv6 Enable/Disable Select Enable to use IPv6. When
See 2.9.2.1(2). enabled, specify an IP Address and
Default Gateway.
3 Setup Restarts the device and reflect the

setting values.

Immediate reflection

4 Ethernet 1000BASE-T(AUTO) Select an Ethernet setting.
Configuration | 1000BASE-T(Fixed)
00BASE-TX FULL(Fixed)
100BASE-TX FULL(AUTO)
100BASE-TX HALF(Fixed)
5 Management | Enable/Disable You can register three types of VLAN
VLAN TAG tags for the MT.
Specify Enable/Disable for each type of
VLAN tag.
You can disable all the VLAN tag
settings.
VID rangel - 4094 When Enable is selected, input a VID
COSvaluerange 0 -7 and COS value as well.
10 | Setup Performs immediate reflection.
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2.9.2.1. Input Range for IP Addresses
IP Addresses that can be input are limited as follows.

(1) IPv4

IP Address
Values of 0 and 255 cannot be specified for the most significant bit and the least significant
bit.
The range from 127.0.0.0 to 127.255.255.255 cannot be specified.
Addresses higher than 223.255.255.254 cannot be specified.

Subnet Mask
An address 0.0.0.0 cannot be specified.
An address with dropped bits (0 bit) cannot be specified.
Default Gateway

The bit area of the subnet mask must match the subnet mask of the IP Address.

(2) IPv6
IP Address
An address 0:0:0:0:0:0:0:0 cannot be specified.
An address 0:0:0:0:0:0:0:1 cannot be specified.
Addresses higher than feff:ffff.ffffffff. ffff . ffff. ffff.ffff cannot be specified.
Default Gateway
The address cannot be specified if the most significant 64 bits are different from that of the
IP Address.
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2.9.3. Reset and Initialization
When you select Configuration in the operation menu part, a submenu is displayed.
When you select Reset & Initializations from the submenu, a Reset & Initializations window is

displayed.

Radio

MNetwork

Reset & Initialization
Configuration Backup
‘User Class Password
Fregquency Table

Figure 82 Configuration submenu displayed

A Reset & Initializations window is shown in Figure 83.
Each item is described in Table 56.

Reset and Initializations

Reset

Figure 83 Reset & Initializations
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Message from webpage & EE i

II Do you want to reset?

i | ok || Conesl

Figure 84 Restart confirmation dialog

Reset complete

Login again after waiting for 20 seconds.

BEeturn to login

Figure 85 Reset Complete window

Message from webpage (& 2

II Do you want to initialize?

| | ok || Conesl

Figure 86 Initialization confirmation dialog
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Table 56 Description of the Reset & Initializations window

No.

Item

Setting range

Description

Slave Control

[Reset]

Restarts the device.

When the Execute button is clicked,
a confirmation dialog in Figure 41
appears. OK restarts the device, and
Cancel closes the dialog without
restarting.

After the restart is finished, the
Reset complete window shown in
Figure 42 is displayed. When
Return to login is clicked, it will go
back to the Login window shown in

Figure 2.

Initialize the

Equipment

[Execute]

When the Execute button is clicked,
a confirmation dialog shown in
Figure 43 appears. OK initializes the
device, and Cancel closes the
dialog without initialization.

Note: Do not turn off the device

during initialization.

Log Clear

[Clear]

When the Clear button is clicked, a
confirmation dialog to clear the log
information appears. OK clears the
log information, and Cancel closes
the dialog without clearing.

Note: Do not turn off the device

while clearing the log information.
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2.9.4. Configuration Backup

When you select Configuration in the operation menu part, a submenu is displayed.

When you select Configuration Backup from the submenu, a Configuration Backup window is
displayed.

Radio

MNetwork

Reset & Initialization
Configuration Backup
‘User Class Password

Fregquency Table

Figure 87 Configuration submenu displayed

A Configuration Backup window is shown in Figure 88.
Each item is described in Table 57.

Configuration Backup
@ All Configuratian

) Frequen’::;-:l"l'ah'le.

. Canfiguration excepting Frequency Table
Load, Browse...

Figure 88 Configuration Backup window
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failed to write configuration

failed to write configuration

Wirite again

The following things are thought about.

Due to writing failure while a device is processing
Due to configuration file error
Due to configuration file brake

Back to confisuration loading

Figure 89 Failed to write configuration window

Table 57 Description of the Configuration Backup window

No. | Item Setting range Contents
1 Save Specify the range of Saves the specified configuration
configuration information to be | information.
saved. When the Save button is clicked, a dialog
to specify a save destination and name is
All Setting: Entire displayed.
configuration information
Frequency Info: Only
frequency information
Setting Info : Configuration
information except for
frequency information
2 Load When the Browse button is clicked, a
dialog for selecting a file is displayed.
When the Load button is clicked, a popup
window confirming the writing and reset is
displayed. YES performs the writing and
reset. NO closes the popup window
without writing.
3 Error When the writing failed, a window shown

in Figure 89 is displayed. When you click
Back to configuration loading, it will
return to the Configuration Backup

window.
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2.9.5. User Class Password

When you select Configuration in the operation menu part, a submenu is displayed.

When you select User Class Password from the submenu, a User Class Password window is
displayed.

Radio

MNetwork

Reset & Initialization
Configuration Backup
‘User Class Password
Fregquency Table

Figure 90 Configuration submenu displayed

A User Class Password window is shown in Figure 91.
Each item is described in Table 58.

User Class Password

Login Glaze  Passwaord
admin admiri 1234
installation inst1234
operator  ope 1 234
manitat  moni1234

_Getup

Figure 91 User Class Password window
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Table 58 Description of the User Class Password

No. | Item Setting range Description
1 MT Password Specify passwords for the four types
account 0 - 15 characters of accounts. Each account is
No password in the case of 0 described in Table 41.
character.
2 Setup When the Setup button is clicked, the

setting is immediately reflected.
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2.9.6. Frequency Table
When you select Configuration in the operation menu part, a submenu is displayed.

When you select Frequency Table from the submenu, a Frequency Table window is displayed.

Main Monitor
Monitoring +
QoS and Trafhic
Control
Installation + |
Configuration + |

Radio

Metwork

Reset & Initialization

Configuration Backup

Lser Class Password
Fregquency Table

Logout |

Figure 92 Configuration submenu displayed

A Frequency Table window is shown in Figure 55. Each item is described in Table 37.
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Slave Frequency Table

[ Setup | [ AN [AIE]] 1020 304

Frequency 26585 MH'.:*/QEI.I]MHZ 40.0MHz
Frequency 0 MHz| ' 20.0mHz | 400MHz
Frequency MHz| | 2&.0“—9 = 74IJ.EIMH2
Frequency 0 MHz\_ 200MHz | | 400MHz

Frecp.;ency'fI MHz (| 200MH2\SH Hame
5 140.0MHE CH Mame

Frequency 0 tHz|["| 20.0MHz |[GH Namme
1 40.0MHZ CH Name

Frequency [ MHz|[" | 20.0MHz |GH Mame
iNﬁl.DlﬂF—lz CH Mame
Frequency 0 MHz|[ " 20.0mMHz |(GH Name

[~ 40.0MHA GH Mame

Frequency 0 MHz|[ " 20 0MHz |CH Mame
[T1400MHZ CH Mame

Frequency MHz{"| 20 0MHz GH Mame
"1 40 0MHz| CH Hame
.

Figure 93 Frequency Table window
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Table 59 Description of the Frequency Table

No. | Item Setting range | Description
1 Setup Sets all the items specified in this page to the Flash
ROM.
The setting will be reflected after a restart.

2 Alll ] Sets all the following frequency setting items to [+] so

that the list of frequencies can be viewed.

3 Alll ] Sets all the following frequency setting items to [-] so

that the list of CH names can be viewed.
1020 30 40 Move to the specified number.
Display [+] In the case of [+], the CH Name is omitted and the
method [-] enable/disable status of the frequency and each
selection symbol rate is displayed. In this case, the
enable/disable status of the symbol rate cannot be
changed.
In the case of [-], the enable/disable status of the
symbol rate aligns vertically, and each CH Name can
be configured.

6 Frequency See the Displays and configures frequencies.

_ MHz "Frequency
channel"
section.

7 Symbol Rate | See the Displays and configures the enable/disable status of
"Frequency the symbol rate. If the display method is [+], the
channel” enable/disable status of the symbol rate cannot be
section. changed.

8 Home When clicked, it will move to the top.
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2.10.Logout

After clicking Logout in the operation menu part, select OK. A Logout complete window as
shown in Figure 94 appears.

Clicking Return to login will display the Login window shown in Figure 58.

Logout complete

Login again

Figure 94 Logout complete window
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