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Chapter 1: Product Overview

Thank you for choosing the Linksys E4200 Maximum
Performance Wireless-N Router . The router lets you access
the Internet via a wireless connection or through one

of its four switched ports . You can also use the router to
share resources such as computers, printers and files . The
router’s USB port connects to a USB storage device, so you
can add storage space to your network using a USB hard
drive or access your portable files using a USB flash disk .
The router’s media server streams music, video, and photos
from an attached storage device to any UPnP-compatible
media adapter or player .

Various security features help protect your data and your
privacy while you are online . Security features include
Wi-Fi Protected Access 2 (WPAZ2) security, which
encrypts data on your wireless network; a Stateful Packet
Inspection (SPI) firewall to help block unauthorized access
to your router; and Network Address Translation (NAT)
technology, which enhances network protection by
allowing your computers to share Internet access through

a single, public Internet IP address . (IP stands for Internet
Protocol .)

Setup and use of the router is easy using Cisco Connect,
the software that is installed when you run the included
CD . Advanced configuration of the router is available
through the provided browser-based utility .

For more wireless bandwidth, the router can create two
simultaneous yet separate Wireless-N networks, one

using the 5 GHz radio frequency band and one using the

2 .4 GHz band . For example, use the Wireless-N 2 .4 GHz
network to surf, email, and print while keeping the less
crowded, Wireless-N 5 GHz network free for time-sensitive
traffic like Voice over IP (VolP) calls, online gaming, and
high-definition video . For more information, refer to
“Simultaneous Networks” on page 10 . The Guest Access
feature allows you to provide Internet access to guests

visiting your home without granting them access to your

local network .
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This light indicates power or Wi-Fi Protected
Setup status . If you have client devices, such as
wireless printers, that support Wi-Fi Protected
Setup, then you can use Wi-Fi Protected Setup
to automatically configure wireless security for
your wireless network . To use Wi-Fi Protected
Setup, refer to “Wi-Fi Protected Setup” on
page 12 .

Power (white) When the router is powered
on, resets to factory defaults, or upgrades

its firmware, the light flashes slowly (every
three seconds) . When the router is ready for
use, the light is continuously lit . If there is an
error, the light flashes quickly (every second);
disconnect the power adapter from your
router, wait two seconds, and then reconnect
the power adapter to your router .

Wi-Fi Protected Setup (white) When the
Wi-Fi Protected Setup process is active, the
light flashes slowly (every two seconds) for
two minutes . When the Wi-Fi Protected Setup
is successful, the light is continuously lit . If
there is an error, the light flashes quickly
(every second) for two minutes; please wait
and try again .
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Back

Ethernet 1-4 (yellow and green) Using Ethernet
cables (also called network cables), these
Ethernet ports connect the router to computers
and other Ethernet network devices on your
wired network .

The yellow light flashes to indicate network
activity over that port . The green light turns on
when the local network port is connected to a
10/100/1000 Gigabit port .

cable (also called a network or Internet cable),
the Internet port connects the router to your
Internet connection, which is typically a cable or
Digital Subscriber Line (DSL) modem .

! Internet (yellow and green) Using an Ethernet

The yellow light flashes to indicate network
activity over that port . The green light turns
on when the Internet port is connected to a
10/100/1000 Gigabit port .

® Wi-Fi Protected Setup Button If you have client
devices, such as wireless printers, that support
Wi-Fi Protected Setup, then you can use Wi-Fi
Protected Setup to automatically configure
wireless security for your wireless network .

To use Wi-Fi Protected Setup, refer to
“Wi-Fi Protected Setup” on page 12 .

- USB Port The USB port connects to a USB
storage device .

o Reset This button allows you to reset the router
to its factory defaults . Press and hold the Reset
button for approximately five seconds .

As an alternative, you can restore the defaults
from the Administration > Factory Defaults screen
in the router’s browser-based utility (refer to
“Administration > Factory Defaults” on page

42)

Power The Power port connects to the included
power adapter .

Maximum Performance Wireless-N Router 2



Linksys E4200 Chapter 2: Advanced Configuration

Chapter 2: Advanced Configuration

After setting up the router with the setup software Top- and Lower-Level Tabs

(located on the CD-ROM), the router will be ready for use .

If you would like to change its advanced settings, use the The top-level tabs are: Setup, Wireless, Security, Storage,
router’s browser-based utility . This chapter describes each Access Restrictions, Applications & Gaming, Administration,
web page of the utility and each page’s key functions . You and Status . Each of these has its own unique, lower-level

can access the utility via a web browser on a computer tabs .

connected to the router .

A NOTE: Within this User Guide, each screen is

HOW to Access the Browser_Based Utility identified by Its tOp- and onver-level tab names .
For example, “Setup > Basic Setup” is the screen

accessed via the Setup top-level tab, and its

To access the browser-based utility, launch the web >
Basic Setup lower-level tab .

browser on your computer, and enter the router’s default
Internet Protocol (IP) address, 192.168.1.1, in the Address
field . Then press Enter .

If you change any settings on a screen, you must click Save
Settings to apply your changes, or click Cancel Changes

NOTE: You can also access the browser-based to clear your changes . These controls are located at the
utility on Windows computers by entering the bottom of each screen .
device name in the Address field . Refer to Device
Name under “Router Address” on page 6 .

Save Settings or Cancel Settings
A login screen appears . (A similar screen appears for
non-Windows 7 users .) Click Help on the right side of a screen for additional
information on the screen’s options .

The senvw 1023801 1 regeren o sawmame eod pessecrd

Wimag Tha server i reguettng that ¢ SN 84S PN Tid e
ML 0% 20CYre Manner Betic sathertiistisn mithiut ¢ iecune
eangcLen

Login Screen

1. In the User name field, enter admin .

2 . In the Password field, enter the password created
by the setup software . If you did not run the setup
software, then enter the default, admin .

NOTE: You can set a new password on the
Administration > Management screen . Refer to

“Administration > Management” on page 41 .

3. Click OK to continue .

A NOTE: You can also access the browser-based
utility through Cisco Connect .

How to Use the Browser-Based Utility

Use the tabs at the top of each screen to navigate within
the utility . The tabs are arranged in two levels, top-level
tabs for general functions and lower-level tabs for the
corresponding specific functions .

Maximum Performance Wireless-N Router 3
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Setup > Basic Setup

The first screen that appears is the Basic Setup screen . This
allows you to change the router’s general settings .

Chapter 2: Advanced Configuration

Automatic Configuration - DHCP

The default Internet Connection Type is Automatic
Configuration - DHCP (Dynamic Host Configuration
Protocol) . Keep the default only if your ISP supports DHCP
or if you connect using a dynamic IP address . (This option
usually applies to cable connections .)

Select pour Wngusge Esgisr
nternet Consection Type Astpmgte Contigerytes - DoCF » lnlemel Selup
|
: ,mm e Internet Connection Type ‘ Automatic Configuration - DHCP «
Service Providers)

PONE Internet Connection Type > Automatic Configuration - DHCP
Ty A . e

—TT Static IP

Rovter Adgress P hsves w e ' ]
Scaent Mast Mameen If you are required to use a fixed IP address to connect to
Cwrce hase Caceion the Internet, select Static IP .
DHCP Sarvat Sattng | DHCP Server @ fnatied © Dissthed | ONCP Amsarvmien

Has s Ngnter 5! 0 1
Users - internet Connection Type | Stalc @ -
T R Amele nternet ¥ Address €4 101 m 28
Chent Loane Timm L mended (T means are Sy
o 's . - . 2 Sutoet Mask 08 288 28 0
State DS ] ] ® ¢ Defaut Gateway 6e 101 m 1
Siate DM 2 L B € ° ous t 0 [ [] 0
. 5 - s - DS 2 (Optonal 0 0 ° °

oSomew  § & & 0

Tune Zoos (GMT-52 00) Peciic Tese (USA & Canate) -

) Autamutionty agisst ek for Sayight Soving tharges Internet Connection Type > Static IP

—_

Setup > Basic Setup

Internet IP Address This is the router’s IP address as seen
from the Internet . Enter the IP address provided by your
ISP .

Subnet Mask This is the router’s subnet mask as seen
from the Internet . Enter the subnet mask provided by your
ISP .

Language

Select your language To use a different language, select
one from the drop-down menu . The language of the
browser-based utility will change five seconds after you
select another language .

Default Gateway This is the IP address of your ISP’s
gateway server . Enter the gateway IP address provided by
your ISP .

DNS 1-3 This is the IP address of your ISP’s Domain Name
System (DNS) server . Enter the DNS server IP address(es)
provided by your ISP .

Internet Setup
The Internet Setup section configures the router to your

Internet connection . Most of this information can be
obtained through your Internet Service Provider (ISP) .

Internet Connection Type

Select the type of Internet connection your ISP provides
from the drop-down menu . The available types are:

« Automatic Configuration - DHCP

»  Static IP
. PPPoE
. PPTP

. L2TP

« Telstra Cable

Maximum Performance Wireless-N Router 4
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PPPOE

If you have a DSL connection, check whether your ISP uses
Point-to-Point Protocol over Ethernet (PPPOE) . If so, select
PPPOE .

Internet Setup

Internet Connection Type PPPoE -
Username
Password

Sarvice lame (Opticaal

O Keep Alve: Redisl Perng 30 Second

Connect on Demang: Max e Time Ueate

Internet Connection Type > PPPoE

Username Enter the username provided by your ISP .
Password Enter the password provided by your ISP .

Service Name (Optional) If provided by your ISP, enter
the Service Name .

Connect on Demand or Keep Alive

The Connect on Demand and Keep Alive options let you
choose whether the router connects to the Internet only
as needed (useful if your ISP charges for connect time),
or if the router should always be connected . Select the
appropriate option .

Connect on Demand: Max Idle Time This option causes
the router to drop the Internet connection if the router

is inactive for a specified period, and to reconnect only
when you try to access the Internet again . To use this
option, select Connect on Demand . In the Max Idle Time
field, enter the duration of inactivity allowed before your
Internet connection terminates . The default is 5 minutes .

Keep Alive: Redial Period This option causes the router to
periodically check its Internet connection and
automatically reconnect if the connection is down . To use
this option, keep the default, Keep Alive . In the Redial
Period field, specify how often the router should check the
Internet connection . The default is 30 seconds .

Maximum Performance Wireless-N Router
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PPTP

Point-to-Point Tunneling Protocol (PPTP) is a service that
generally applies to connections in Europe .

Intetnat Setup

nternet Connection Type | FFTP -
@ Ottar an P ASSens Automaticaly
Sgecdy an P Acuress
wernet P Address
Sanet Vet
Detast Gatawey
ONS 1 (Ogtonal
D83 2 (Ogtonal
ONS 3 (Denonal)

Setver P Address 0 ) )
Usernane
Passwore

Cannect on Demang Max e Time Varsite

® Keep Abve RedaiPersd M0 Secens

Internet Connection Type > PPTP

If your PPTP connection supports DHCP or a dynamic IP
address, then select Obtain an IP Address Automatically .
If you are required to use a fixed IP address to connect

to the Internet, then select Specify an IP Address and
configure the options below .

Internet IP Address This is the router’s IP address as seen
from the Internet . Enter the IP address provided by your
ISP .

Subnet Mask This is the router’s subnet mask as seen
from the Internet . Enter the subnet mask provided by your
ISP .

Default Gateway This is the IP address of your ISP’s
gateway server . Enter the gateway IP address provided by
your ISP .

DNS 1-3 This is the IP address of your ISP’s DNS server .
Enter the DNS server IP address(es) provided by your ISP .

Server IP Address This is the IP address of the PPTP
server . Enter the IP address provided by your ISP .

Username Enter the username provided by your ISP .
Password Enter the password provided by your ISP .

Connect on Demand: Max Idle Time For details, refer to
“Connect on Demand or Keep Alive” on page 5 .

Keep Alive: Redial Period For details, refer to “Connect
on Demand or Keep Alive” on page 5 .
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L2TP

Layer 2 Tunneling Protocol (L2TP) is a service that generally
applies to connections in Israel .

kternet Setup

internet Connection Type = LITP v
Server P Address 0 ] 0 (-]
Username
Password
Connect on Demand Max ke Tme Mnute
@ Koep Atve RedalPerod 30 Secone

Internet Connection Type > L2TP

Server IP Address This is the IP address of the L2TP
server . Enter the IP address provided by your ISP .

Username Enter the username provided by your ISP .
Password Enter the password provided by your ISP .

Connect on Demand: Max Idle Time For details, refer to
“Connect on Demand or Keep Alive” on page 5 .

Keep Alive: Redial Period For details, refer to “Connect
on Demand or Keep Alive” on page 5 .

Telstra Cable

Telstra Cable is a service that generally applies to
connections in Australia .

lnternet Setup

internet Connection Type Telstra Cable -
Server B Agdress e 9 4 <
Username
Password
Connect o Demand. Max igie Time Urate
@ Keep Atve Redal Percg 0 Secand

Internet Connection Type > Telstra Cable

Server IP Address This is the IP address of the Telstra
Cable server . Enter the IP address provided by your ISP .

Username Enter the username provided by your ISP .
Password Enter the password provided by your ISP .

Connect on Demand: Max Idle Time For details, refer to
“Connect on Demand or Keep Alive” on page 5 .

Keep Alive: Redial Period For details, refer to “Connect
on Demand or Keep Alive” on page 5 .
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Optional Settings

Some of these settings may be required by your ISP . Verify
with your ISP before making any changes .

Optional Settings
(required by some Internet naost lame
Service Providers)
Coman liame
uTu Aute v Sie

Basic Setup > Optional Settings

Host Name Some ISPs, usually cable ISPs, require a host
name as identification . You may have to check with your
ISP to see if your service has been configured with a host
name . Enter a host name for the router, if required . In most
cases, you can leave this field blank .

Domain Name Some ISPs, usually cable ISPs, require a
domain name as identification . You may have to check
with your ISP to see if your service has been configured
with a domain name . Enter a domain name for the router,
if required . In most cases, you can leave this field blank .

MTU MTU is the Maximum Transmission Unit . It specifies
the largest packet size permitted for Internet transmission .
Select Manual if you want to manually enter the largest
packet size that is transmitted . To have the router select

the best MTU for your Internet connection, keep the

default, Auto .

Size When Manual is selected in the MTU field, this option
is available . Leave this value in the 1200 to 1500 range . The
default size depends on the Internet Connection Type:

- DHCP, Static IP, or Telstra: 1500
. PPPOE: 1492
« PPTPor L2TP: 1460

Network Setup

The Network Setup section configures the IP settings for
your local network .

Router Address P adress " " 1 1
Subnet Hast SE2SK280 -
Device Name Cacad000s

Basic Setup > Router Address

Router Address

IP Address The router’s local IP address is displayed . The
default is 192.168.1.1 .

Subnet Mask The router’s local subnet mask is displayed .
The default is 255.255.255.0 .

Device Name The default is Cisco followed by the last
5 digits of the router’s serial number, which is found on
the bottom of the router . (The Device Name is also the
router’s NetBIOS name .) If you used the setup software
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for installation, then the Device Name is the name of your
wireless network (up to 15 characters) .

DHCP Server Settings

The settings allow you to configure the router’s DHCP
server function . The router can be used as a DHCP server
for your network . A DHCP server automatically assigns an
IP address to each computer or device on your network .

option, make sure there is no other DHCP server

a NOTE: If you choose to enable the DHCP server
on your network .

DHCP Server Seting OnCP Server # Lnabled Dnaatsed OCP Resarvatar
D1 P sdtress 10 st N6
Varemgn lsmser of ©
Usens -
F Actrees Range W oME 100 e
Conrt Lasse T $ manates i owans ore 2y
Suatc NS ¢ t s ’
Saate ONS 2 ’
St OnS 2
e

Basic Setup > DHCP Server Settings

DHCP Server DHCP is enabled by default . If you already
have a DHCP server on your network, or you do not want
a DHCP server, then select Disabled (no other DHCP
features will be available) .

DHCP Reservation Click DHCP Reservation if you want

to assign a fixed local IP address to a specific device on
your network . This is helpful if you have a device whose

IP address must always remain the same, such as a media
server or print server . To reserve an IP address for a specific
device, select it from the list of devices or manually enter
the Media Access Control (MAC) address of the device .

DHCP Reservation

The DHCP Reservation screen appears and displays
a list of DHCP clients with the following information:
Client Name, Interface, IP Address, and MAC Address .

DHCH Resarvaton

Solect Clents from

T T TR T

WCP T | Clava Bane | e rtace | P Adsrens ‘IMAEAmu‘ Select
e | Nev Neee nece
Marrmaty At Coemt Lntwr Chent Rarrw Asign IF Addewns | To This MAC Adarwes
"o 19 902 00.68 90.60 00 At
T ChemMame | AssgnWAskess | ToThe MAC Adkess | L U
Aduess

Basic Setup > DHCP Reservation

« Select Clients from DHCP Table Click the Select
check box to reserve a client’s IP address . Then click
Add Clients .

Maximum Performance Wireless-N Router
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. Manually Adding Client To manually assign an IP
address, enter the client’s name in the Enter Client
Name field . Enter the IP address you want it to have
in the Assign IP Address field . Enter its MAC address in
the To This MAC Address field . Then click Add and click
Save Settings .

Clients Already Reserved

A list of DHCP clients and their fixed, local IP addresses
is displayed at the bottom of the screen . If you want to
remove a client from this list, click Remove .

Click Save Settings to apply your changes, or click
Cancel Changes to clear your changes . To update

the on-screen information, click Refresh . To exit this
screen and return to the Basic Setup screen, click Close .

Start IP Address The Start IP Address specifies the
starting IP address for the range of addresses assigned

by your router when it functions as a DHCP server . (The
first IP address assigned by the router will be randomly
selected within the range you specify .)

Because the router’s default IP address is 192 .168 .1 .1, the
Start IP Address must be 192 .168 .1 .2 or greater, but smaller
than 192 .168 .1 .254 . The default Start IP Address is
192.168.1.100 .

Maximum Number of Users The Maximum Number

of Users specifies the number of IP addresses that can
be assigned by your router when it functions as a DHCP
server . This number cannot be greater than 253 . The
default is 50 .

IP Address Range The range of available IP addresses is
displayed .

Client Lease Time The Client Lease Time is the length of
time that a dynamically assigned IP address will remain in
effect . After this time is up, the device will be automatically
assigned a new dynamic IP address, or the lease will be
renewed . Enter the length of time, in minutes, that a

user will be “leased” a dynamic IP address . The default is

0 minutes, which means one day .

Static DNS 1-3 The Domain Name System (DNS) is how

the Internet translates domain or website names into

Internet addresses or URLs . Your ISP will provide you with at
least one DNS server IP address . If, however, you wish to use
a different DNS server, enter its IP address (you can enter up
to three DNS server IP addresses) . These static DNS server(s)
will have higher priority than the ISP’s DNS servers . The
router will assign these DNS servers to the computers and
other devices in your local network .

WINS The Windows Internet Naming Service (WINS)
manages each computer’s interaction with the Internet .

If you use a WINS server, enter its IP address . Otherwise,
leave this field blank .
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Time Settings

Time Zone (GMT.00:00) Pacific Tme (USA & Canaca) v

¥ Automatically adust clock for dayight saving changes

Basic Setup > Time Settings

Time Zone Select your network’s time zone from this
drop-down menu .

Automatically adjust clock for daylight saving

changes Select this option to have the router
automatically adjust for daylight saving time .

Reboot

Reboot

(Rebost]

Basic Setup > Reboot

Reboot Click this option to restart the router .

NOTE: If you have changed any settings on this
screen, click Save Settings before you use the
Reboot option; otherwise you will lose your
new settings .

Setup > DDNS

The router offers a Dynamic Domain Name System (DDNS)
feature . DDNS lets you assign a fixed host and domain
name to a dynamic Internet IP address . It is useful when
you are hosting your own website, File Transfer Protocol
(FTP) server, or other server behind the router .

Before you can use this option, you need to sign
up for DDNS service with a DDNS service provider,
www.dyndns.org or www.tzo.com . If you do not want to

use-this-eptionkeep-the defaul;DBisabled-.

DDNS

DDNS Service

If your DDNS service is provided by DynDNS .org, then
select DynDNS.org from the drop-down menu . If your
DDNS service is provided by TZO, then select TZO.com .
The features available on the DDNS screen will vary,
depending on which DDNS service provider you use .

Maximum Performance Wireless-N Router
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DynDNS .org

DONS

DONS Service | DynDNS org »

Username

Password

Most fame

System Dynamic «

Ul Exchange (Optional

Eagiup UX Ensbled @ Dusabled
Wadcare Enabled ¥ Disabled
Wernet P Acdress 64101111229

Sty

Setup > DDNS > DynDNS

Username Enter the username for your DynDNS account .
Password Enter the password for your DynDNS account .

Host Name Enter the host name for your DynDNS
account .

System Select the DynDNS service you use: Dynamic,
Static, or Custom . The default is Dynamic .

Mail Exchange (Optional) Enter the address of your mail
exchange server, so emails to your DynDNS address go to
your mail server .

Backup MX This option allows the Mail eXchange (MX)
server to be a backup . To disable this option, keep the
default, Disabled . To enable the option, select Enabled . If
you are not sure which setting to select, keep the default,
Disabled .

Wildcard This setting enables or disables wildcards for your
host . For example, if your DDNS address is
myplace.dyndns.org and you enable wildcards, then
x.myplace.dyndns.org will work as well (x is the wildcard) .
To disable wildcards, keep the default, Disabled . To
enable wildcards, select Enabled . If you are not sure which
setting to select, keep the default, Disabled .

Internet IP Address The router’s Internet IP address is
displayed . Because it is dynamic, it will change periodically .

Status The status of the DDNS service connection is
displayed .

Update To manually trigger an update, click Update .


http://www.dyndns.org/
http://www.dyndns.org/
http://www.tzo.com/
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TZO .com

DONS

DONS Service | TZOcom w

Emal Address

TZ0 Passwore

Oomain Hame

nteragt P Address 64100 111 228
Statys

Upcate |

Setup > DDNS > TZO

Email Address Enter the email account for your TZO
account .

TZO Password Enter the password for your TZO account .

Domain Name Enter the domain name for your TZO
account .

Internet IP Address The router’s Internet IP address is
displayed . Because it is dynamic, it will change periodically .

Status The status of the DDNS service connection is
displayed .

Update To manually trigger an update, click Update .

Setup > MAC Address Clone

A Media Access Control (MAC) address is a 12-digit code
assigned to a unique piece of hardware for identification .
Some ISPs require you to register a MAC address for
Internet access . If your computer’s MAC address is
registered with your ISP and you do not wish to re-register
the MAC address, then you may assign the registered MAC
address to the router with the MAC Address Clone feature .

& Enabiea (isatied

MAC Agaress: B0 e " i "
Com My FCRMAL |

Setup > MAC Address Clone

MAC Address Clone

Enabled/Disabled To have the router clone the MAC
address you specify below, select Enabled .

MAC Address Enter the MAC address registered with
your ISP .

Clone My PC’s MAC Click this option to clone the MAC
address of the computer you are using .

Maximum Performance Wireless-N Router
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Setup > Advanced Routing

This screen is used to set up the router’s advanced
functions . Dynamic Routing automatically adjusts how
packets travel on your network . Static Routing sets up a
fixed route to another network destination .

Advanced outing

AT @ Emabled Desabied
Dynamic Routing (RIP) Enstled -« Duatied

Static Rowting Reuse Entres 1) - \: W"i“"),
Exter Route Name
Destegtes LAN P e L} < 0
Suteet Mase ¢ L} < L]
Cateway 3 [} 14 0
ertace LANE Winess »

Show Rowng Tate

Setup > Advanced Routing
Advanced Routing

NAT

Enabled/Disabled If this Router shares your Internet
connection for your local network, keep the default,
Enabled . When Network Address Translation (NAT) is
disabled, dynamic routing is available .

Dynamic Routing (RIP)

Dynamic routing uses the Routing Information Protocol
(RIP) . This option enables the router to automatically
exchange routing tables with the other router(s) . The
router determines the network packets’ route based on
the fewest number of hops between the source and the
destination .

Enabled/Disabled When NAT is disabled, the Dynamic
Routing option is available . To use the Dynamic Routing
option, select Enabled .

Static Routing

A static route is a pre-determined pathway that network
information must travel to reach a specific host or
network . Enter the information described below to set up
a new static route .

Route Entries To set up a static route between the router
and another network, select a number from the drop-
down list . Click Delete This Entry to delete a static
route .

Enter Route Name Enter a name for the route, using a
maximum of 25 alphanumeric characters .

Destination LAN IP Enter the IP address of the remote
network or host to which you want to assign a static route .
(LAN stands for Local Area Network .)
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Subnet Mask Enter the subnet mask for the Destination
LAN IP address .

Gateway Enter the IP address of the gateway server
that enables communication between the router and the
remote network or host .

Interface Select the location of the Destination LAN

IP address, the LAN & Wireless (Ethernet and wireless
networks) or the Internet (WAN) . (WAN stands for Wide
Area Network .)

Click Show Routing Table to view the static routes you
have already set up .
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Advanced Routing > Routing Table

Routing Table

The Routing Table screen appears . For each route, the
Destination LAN IP address, Subnet Mask, Gateway,
Hop Count, and Interface are displayed .
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Advanced Routing > Routing Table

Click Refresh to update the information . Click Close
to exit this screen and return to the Advanced Routing
screen .
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Wireless > Basic Wireless Settings

The basic settings for wireless networking are set on this
screen .

Simultaneous Networks

For more wireless bandwidth, the router can create two
simultaneous yet separate Wireless-N networks, one using
the 5 GHz radio frequency band and one using the 2 .4 GHz
band . This allows you to isolate higher-priority traffic, such
as online gaming, VVoice over Internet Protocol (VolIP) calls,
and video streaming .

For example, in this diagram (“Simultaneous Networks

Diagram” on page 11), the 2 .4 GHz wiretess Tretwork s
represented by green waves between the router and the
office devices, the wireless printer and notebook . The

5 GHz wireless network is represented by the blue waves
between the router and the living room devices, the
gaming console and media player .

Choose which computers and other wireless devices should
join which network . Wireless-N devices support both the
5 GHz and 2 .4 GHz bands, so they can join either

network . Wireless-G and Wireless-B devices support only

the 2 .4 GHz band, so they should join the 2 .4 GHz network .

Wireless-A devices support only the 5 GHz band, so they
should join the 5 GHz network .

For the 5 GHz network, configure all computers and other
wireless devices with the same 5 GHz Network Name

and wireless security settings . For the 2 .4 GHz network,
configure all computers and other wireless devices with

Internet @

Modem
Office
Wireless
Printer
- h
2.4 GHz

' Notebook

Chapter 2: Advanced Configuration

the same 2 .4 GHz Network Name and wireless security
settings .

NOTE: You should use the same Network

Name for both your 5 GHz and 2 .4 GHz wireless
networks; this allows seamless roaming by
dual-band Wireless-N client devices .

You can use Wi-Fi Protected Setup to set up both
networks, or you can manually configure the router . Wi-Fi
Protected Setup is a feature that makes it easy to set up
your wireless network . If you have client devices, such as
wireless printers, that support Wi-Fi Protected Setup, then
you can use Wi-Fi Protected Setup .

Configuration View To manually configure your wireless
networks, select Manual . Go to “Manual Setup” on page
12 . To use Wi-Fi Protected Setup, seleet-Wi-FProtected
Setup . Go to “Wi-Fi Protected Setup” on page 13 .

Configuration View

9 Manual WiFi Prolected Setup™

Basic Wireless Settings (Manual) > Configuration View

- Living Room

Gaming
Console

Simultaneous Networks Diagram

Maximum Performance Wireless-N Router
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Manual Setup

Set up the 5 GHz and 2 .4 GHz wireless networks on this
screen .

set up the wireless security settings . Go to
“Wireless > Wireless Security” on page 14 .

A NOTE: After you set up the wireless network(s),

o \srual VAP Protected Setap™

5 GHz Wireless Setungs Nefwors Made Wi -
Network Name (SS0) Cmeoise
Chaanel Wen At ROz er 80 MMZ)
Crasnet Auts (DFS}) -
S50 Erzeccant @ Enstiled Drsabied

24 Gz Wireless Settings Netwark Mode Unes -

Network Name (350) Cmcodtose
Chasnel Wi 20 UMz Oy -
Crannet Aty -
SSC Brosdcast @ Eratlea Disabled

Wireless > Basic Wireless Settings (Manual)

5 GHz Wireless Settings

5 GMz Wireless Settings Network Mode Vwes -
Network Name ($50) Cacolidid
Channel Wemn AU QONMZr A0 IND) -
Charnet A (OFS) -
S$30 Brosecant @ Cnatled Oisabled

Basic Wireless Settings (Manual) > 5 GHz Wireless Settings

Network Mode Select the wireless standards your
network will support .

. Mixed If you have Wireless-A and Wireless-N (5 GHz)
devices in your network, keep the default, Mixed .

. Wireless-A Only If you have only Wireless-A devices,
select Wireless-A Only .

«  Wireless-N Only If you have only Wireless-N (5 GHz)
devices, select Wireless-N Only .

. Disabled If you do not have any Wireless-A and
Wireless-N (5 GHz) devices in your 5 GHz network,
select Disabled .

A NOTE: If you are not sure which mode to use,
keep the default, Mixed .

Network Name (SSID) The Service Set Identifier (SSID)
is the network name shared by all devices in a wireless
network . It is case-sensitive and must not exceed 32
keyboard characters . The default is Cisco followed by
the last 5 digits of the router’s serial number, which is

Maximum Performance Wireless-N Router
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found on the bottom of the router . If you used the setup
software for installation, then the default Network Name
is changed to an easy-to-remember name .

NOTE: If you restore the router’s factory default
settings (by pressing the Reset button or using

the Administration > Factory Defaults screen),
the Network Name will return to its default
value, and all devices on your wireless network
will need to be reconnected .

Channel Width For best performance in a network

using Wireless-A and Wireless-N (5 GHz) devices, keep the
default, Auto (20 MHz or 40 MHz) . For a channel width

of 40 MHz, select 40 MHz Only . For a channel width of

20 MHz, select 20 MHz Only .

Channel Select the channel from the drop-down list for
Wireless-A and Wireless-N (5 GHz) networking . If you are
not sure which channel to select, then keep the default,
Auto (DFS) .

SSID Broadcast When wireless clients survey the local
area for wireless networks to associate with, they will
detect the SSID (wireless network name) broadcast by the
router . To broadcast the router’s SSID, keep the default,
Enabled . If you do not want to broadcast the router’s
SSID, then select Disabled .

2 .4 GHz Wireless Settings

24 Gz Wireless Settings Neteors Node Viees -
Network Name (550} Cicotdotd
Cracne! Wen 20 MMz Only -
Chpnnet aans -
S50 Brosdcast @ Enatled Oisabled

Basic Wireless Settings (Manual) > 2 .4 GHz Wireless Settings

Network Mode Select the wireless standards your
network will support .

. Mixed If you have Wireless-N (2 .4 GHz), Wireless-G,
and Wireless-B devices in your network, keep the
default, Mixed .

. Wireless-B/G Only If you have both Wireless-B and
Wireless-G (2 .4 GHz) devices in your network, select
Wireless-B/G Only .

«  Wireless-B Only If you have only Wireless-B devices,
select Wireless-B Only .

«  Wireless-G Only If you have only Wireless-G devices,
select Wireless-G Only .

. Wireless-N Only If you have only Wireless-N (2 .4 GHz)
devices, select Wireless-N Only .

« Disabled If you have no Wireless-B, Wireless-G, and

Wireless-N (2 .4 GHz) devices in your network, select
Disabled .

12



Linksys E4200

NOTE: If you are not sure which mode to use,
keep the default, Mixed .

Network Name (SSID) The Service Set Identifier (SSID)
is the network name shared by all devices in a wireless
network . It is case-sensitive and must not exceed 32
keyboard characters . The default is Cisco followed by
the last 5 digits of the router’s serial number, which is
found on the bottom of the router . If you used the setup
software for installation, then the default Network Name
is changed to an easy-to-remember name .

NOTE: If you restore the router’s factory default
settings (by pressing the Reset button or using

the Administration > Factory Defaults screen),
the Network Name will return to its default
value, and all devices on your wireless network
will need to be reconnected .

Channel Width For best performance in a network using
Wireless-B, Wireless-G and Wireless-N (2 .4 GHz) devices,
select Auto (20 MHz or 40 MHz) . For a channel width of
20 MHz, keep the default, 20 MHz only .

Channel Select the channel from the drop-down list

for Wireless-B, Wireless-G, and Wireless-N (2 .4 GHz)
networking . If you are not sure which channel to select,
then keep the default, Auto .

SSID Broadcast When wireless clients survey the local
area for wireless networks to associate with, they will
detect the SSID broadcast by the router . To broadcast the
router’s SSID, keep the default, Enabled . If you do not
want to broadcast the router’s SSID, then select Disabled .

Wi-Fi Protected Setup

Wi-Fi Protected Setup is a feature that makes it easy to set
up your wireless network . If you have client devices, such
as wireless printers, that support Wi-Fi Protected Setup,
then you can use Wi-Fi Protected Setup .

Three methods of Wi-Fi Protected Setup are available .
Use the method that applies to the client device you are
configuring .

Maximum Performance Wireless-N Router
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VWA Protected Setep ™
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WI-Fi Protected Setup™
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Wireless > Basic Wireless Settings (Wi-Fi Protected Setup)

NOTE: Wi-Fi Protected Setup configures one
client device at a time . Repeat the instructions
for each client device that supports Wi-Fi
Protected Setup .

Wi-Fi Protected Setup Light Activity

« The Cisco logo on the top panel of the router functions
as the Wi-Fi Protected Setup light .

«  When the Wi-Fi Protected Setup process is active, the
light flashes slowly . When the Wi-Fi Protected Setup is
successful, the light is continuously lit .

« If there is an error, the light flashes quickly for two
minutes; please wait and try again .

+  Wait until the light is continuously lit, before starting
the next Wi-Fi Protected Setup session .

«  Wi-Fi Protected Setup Button Use this method if
your client device has a Wi-Fi Protected Setup button .

NOTE: Make sure you configure one client
device at a time .

Wi-Fi Protected Setup™

Use one of following for each Wi-Fi Protected Setup™ supported device

1. if your chent device has a Wi-Fi
Protected Setup™ button cick or press
that button and then ciick the button on the

nght

Wi-Fi Protected Setup > Wi-Fi Protected Setup Button

a . Click or press the Wi-Fi Protected Setup button on
the client device .

b . Click the Wi-Fi Protected Setup button on the
router’s Wi-Fi Protected Setup screen, OR press and
hold the Wi-Fi Protected Setup button on the back
panel of the router for one second .

13
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c . After the client device has been configured, click
OK on the router’s Wi-Fi Protected Setup screen
within two minutes .

. Enter Client Device PIN on Router Use this method

if your client device has a Wi-Fi Protected Setup PIN
(Personal Identification Number) .

2. I your chent device has & WiFi Protecied Setup™ PN number, enber thal mumbar

here and then cick |- Regater |

Wi-Fi Protected Setup > Enter Client Device PIN on Router

a . Enter the PIN from the client device in the field on
the router’s Wi-Fi Protected Setup screen .

b . Click the Register button on the router’s Wi-Fi
Protected Setup screen .

c . After the client device has been configured, click
OK on the router’s Wi-Fi Protected Setup screen
within two minutes .

« Enter Router PIN on Client Device Use this method
if your client device asks for the router’s PIN .

3 I your clent asks for ihe Aouter's PN numbar, enter tha number TE201196 n your
chenl device

Wi-Fi Protected Setup > Enter Router PIN on Client Device

a . On the client device, enter the PIN listed on the
router’s Wi-Fi Protected Setup screen . (It is also listed
on the bottom of the router .)

b . After the client device has been configured, click
OK on the router’s Wi-Fi Protected Setup screen
within two minutes .

For each wireless network, the Network Name (SSID),
Security, and Passphrase are displayed at the bottom of
the screen .

NOTE: If you have client devices that do not

A support Wi-Fi Protected Setup, note the wireless
settings, and then manually configure those
client devices .

Wireless > Wireless Security

The wireless security settings configure the security of your
wireless network(s) . The router supports the following

wireless security options: WPA2/WPA Mixed Mode, WPA2
Personal, WPA Personal, WPA2/WPA Enterprise Mixed

Mode, WPAZ2 Enterprise, WPA Enterprise, WEP, and RADIUS .
(WPA stands for Wi-Fi Protected Access . WEP stands for
Wireless Equivalent Privacy . RADIUS stands for Remote
Authentication Dial-In User Service .)

Maximum Performance Wireless-N Router

Chapter 2: Advanced Configuration

Personal Options

ecurity Option Strength
WPA2 Personal Strongest
. WPA2: Strongest
WPA2/WPA Mixed Mode WPA: Strong
WPA Personal Strong
WEP Basic
Office Options

The office options are available for networks that use

a RADIUS server for authentication . The office options
are stronger than the personal options because WPA2
or WPA provides encryption while RADIUS provides
authentication .

Security Option Strength

i WPA2 Enterprise | Strongest
WPA2/WPA Enterprise Mixed WPAZ2: Strongest
Mode WPA: Strong
WPA Enterprise Strong
RADIUS Basic

5 GHz Wireless Security or
2 .4 GHz Wireless Security

Wireless security is strongly recommended, and WPA?2 is
the strongest method available . Use WPAZ2 if it is supported
by all of your wireless devices .

Security Mode
The 5 GHz and 2 .4 GHz networks can use different security

options . Select the security option for each wireless
network . Then go to the instructions for your selection .
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WPA2/WPA Mixed Mode

NOTE: If you select WPA2/WPA Mixed Mode as
your Security Mode, each device in your wireless
network MUST use WPA2/WPA and the same
passphrase .

5 Gite Wirnless Secunty

Secerty Node WIRAINPA Uimed Lode
Faaspniase

24 G Wireless Seconty Secorty Mode WRAINPA Wiens Wode
Faswpnrane

Wireless Security > WPA2/WPA Mixed Mode

Passphrase Enter a passphrase of 8-63 characters . The
default is password . If you used the setup software
for installation, then the default is changed to a unique
passphrase .

WPA2 Personal

NOTE: If you select WPA2 Personal as your
Security Mode, each device in your wireless
network MUST use WPA2 Personal and the
same passphrase .

5 GHz Waeless Secunty

Securty Vede WRAZ Persarna
Passprrase

ZA GHI Wirsless Security Securty Mode WPAZ Persanyl
Passperase

Wireless Security > WPA2 Personal

Passphrase Enter a passphrase of 8-63 characters . The
default is password . If you used the setup software
for installation, then the default is changed to a unique
passphrase .

Maximum Performance Wireless-N Router
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WPA Personal

NOTE: If you select WPA Personal as your
Security Mode, each device in your wireless
network MUST use WPA Personal and the same
passphrase .

5 Gz Wwnhess Secumy
Securty Made WPA Parssnal -
Fassotrane
JA Gz Wirmbesa Socurity Secarty Mode VFA Fersany! -
Punaghrase

Wireless Security > WPA Personal

Passphrase Enter a passphrase of 8-63 characters . The
default is password . If you used the setup software
for installation, then the default is changed to a unique
passphrase .

WPA2/WPA Enterprise Mixed Mode

This option features WPA2/WPA used in coordination with
a RADIUS server . (This should only be used when a RADIUS
server is connected to the router .)

Mode as your Security Mode, each device in
your wireless network MUST use WPA2/WPA
Enterprise and the same shared key .

A NOTE: If you select WPA2/WPA Enterprise Mixed

| Securtylace WEAZNIPA Erterprne Uined Uode =
RADUS Server 4 L ] L
RADUS Port 1Q
Shared Key
[ 2 v socerr [T NSRS
RADUS Server 4 e b 0
RADUS Port "we
Shared Key

Wireless Security > WPA2/WPA Enterprise Mixed Mode

RADIUS Server Enter the IP address of the RADIUS server .

RADIUS Port Enter the port number of the RADIUS
server . The default is 1812 .

Shared Key Enter the key shared between the router and
the server .
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WPAZ2 Enterprise

This option features WPA2 used in coordination with a
RADIUS server . (This should only be used when a RADIUS
server is connected to the router .)

NOTE: If you select WPA2 Enterprise as your
Security Mode, each device in your wireless
network MUST use WPAZ2 Enterprise and the
same shared key .

5 Gir Wurwlens Secunity

Securty Mode WPAD Enterpras

RADUS Server ® L) e e

RADWS Port "we

Sharet Key
T

RADUS Server H ® L 0

RADLS P2t e

Sharndt Key

Wireless Security > WPA2 Enterprise

RADIUS Server Enter the IP address of the RADIUS server .

RADIUS Port Enter the port number of the RADIUS
server . The default is 1812 .

Shared Key Enter the key shared between the router and
the server .

WPA Enterprise

This option features WPA used in coordination with a
RADIUS server . (This should only be used when a RADIUS
server is connected to the router .)

NOTE: If you select WPA Enterprise as your
Security Mode, each device in your wireless
network MUST use WPA Enterprise and the
same shared key .

lecurey Uode WPA [rterprae

RADUS Server e ¢ ] b
RADUS Port w2
Shared Xey

24 GH: Wirstess Securty Securty Uosde WPA Exterprae
|

RADUS Server L ¢ 0 o
BADUS Port we

Sraced Key

Wireless Security > WPA Enterprise

Maximum Performance Wireless-N Router
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RADIUS Server Enter the IP address of the RADIUS server .

RADIUS Port Enter the port number of the RADIUS
server . The default is 1812 .

Shared Key Enter the key shared between the router and
the server .

WEP

WEP is a basic encryption method, which is not as secure
as WPA. .

A NOTE: If you select WEP as your Security Mode,
each device in your wireless network MUST use

WEP and the same encryption and shared key .

5 GH: Wewiess Secunty

Securry Mote wep -

trcrypten 4070422 (19 hex Sgt -

v s [ -

Lrcnyptae 4078428 (10 bes Spta g

Fassoriane | Censrate
Key

ey 2

Ky 2

Kay &

TX Xey 1 -

Wireless Security > WEP
Encryption Select a level of WEP encryption, (40/64-bit
10 hex digits) or 104/128-bit (26 hex digits) . The default
is 40/64-bit (10 hex digits) .

Passphrase Enter a passphrase to automatically generate
WEP keys . Then click Generate .

Key 1-4 If you did not enter a passphrase, enter the WEP
key(s) manually .

TX Key Select a default TX (Transmit) Key to use . The
defaultis 1.

16



Linksys E4200

RADIUS

This option features WEP used in coordination with a
RADIUS server . (This should only be used when a RADIUS
server is connected to the router .)

NOTE: If you select RADIUS as your Security
Mode, each device in your wireless network
MUST use RADIUS and the same encryption
and shared key .

& G2 Wirwleas Security

Secarty Wece RADUS .

QAL Semvw v e L) L
RADLSS Port wa

Shared ey

tncrysten 4016400 (W hex Sgta)  w

24 GHz Wareless Security Secarey Uice Rapus -

RADUS Server H e ¢
RALGS Pert 1812
Seared Kay

Encryzten Qi rerdghy)

Pasigrass Gaemn |
Wy 1

ey 2

ey 2

Kay &

X Koy 1 e

Wireless Security > RADIUS

RADIUS Server Enter the IP address of the RADIUS server .

RADIUS Port Enter the port number of the RADIUS
server . The default is 1812 .

Shared Secret Enter the key shared between the router
and the server .

Encryption Select a level of WEP encryption, (40/64-bit
10 hex digits) or 104/128-bit (26 hex digits) . The default
is 40/64-bit (10 hex digits) .

Passphrase Enter a passphrase to automatically generate
WEP keys . Then click Generate .

Key 1-4 If you did not enter a passphrase, enter the WEP
key(s) manually .

TX Key Select a default TX (Transmit) Key to use . The
defaultis 1.

Maximum Performance Wireless-N Router
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Disabled

If you choose to disable wireless security, you will be
informed that wireless security is disabled when you first
attempt to access the Internet . You will given the option to
enable wireless security, or confirm that you understand
the risks but still wish to proceed without wireless security .

NOTE: When wireless security is disabled,
anyone can access your wireless network at any
time .

5 G Wirndens Secerity

2A Gitr Wirnkess Securtty Securty Usce Caaces

Wireless Security > Disabled
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Wireless > Guest Access

The Guest Access feature allows you to provide guests
visiting your home with Internet access via wireless . The
guest network is a wireless network separate from your
local network . The Guest Access feature does not provide
access to the local network and its resources, so your
guests will not have access to your computers or personal
data . For example, the guest computer cannot print to a
printer on the local network or copy files to a computer on
the local network . This helps minimize exposure of your
local network .

For example, in the diagram (“Local Access and Guest

Access Diagram” on page 18), the locatmetworkmnctudes
the-wired-retwork-and the local wireless network, which
is represented by yellow waves between the router and
the wireless printer in the office and the notebook in the
bedroom . The Guest Access feature is represented by the
purple waves between the router and the notebook in the
living room .

Office

Wireless
Printer

Network
Storage

Local Network

B Guest Network
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Wireless > Guest Access

Guest Access

Allow Guest Access To allow Internet access through a
guest network, keep the default, yes . Otherwise, select
no .

Guest Network Name The default is the name of your
wireless network, followed by -guest .

Guest Password The default is guest . If you used the
setup software for installation, then the default is changed
to a unique password .

Change Click this option to change the Guest Password .
The Change Guest Password screen appears .

Bedroom Living Room

UL S - s

Enter the Guest Password
for Internet Access:

@ Internet

Local Access and Guest Access Diagram

Maximum Performance Wireless-N Router
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Change Guest Password Enter a new guest network password:

4 - 32 characters

Guest Access > Change Guest Password

Change Guest Password

« Enter a new guest network password Enter a
password of 4-32 characters .

Then click Change to save the new password and
return to the Guest Access screen .

Total Guests Allowed By default, 5 guests are allowed
Internet access through the guest network . Select the
number of guests you want to allow on your guest
network .

SSID Broadcast When wireless devices survey the local
area for wireless networks to associate with, they will
detect the SSID (wireless network name) broadcast by the
router . To broadcast the SSID of the guest network, keep
the default, Enabled . If you do not want to broadcast the
SSID of the guest network, then select Disabled .

Guest Instructions

When a guest wants Internet access in your home, provide
these instructions:

1. On the guest computer, connect to the wireless guest
network named on the Guest Access screen .

2 . Open a web browser .

3. On the login screen, enter the password displayed on
the Guest Access screen .

4 . Click Login .

Maximum Performance Wireless-N Router

Chapter 2: Advanced Configuration

Wireless > Wireless MAC Filter

Wireless access can be filtered (restricted) by specifying the
MAC addresses of the devices in your wireless network(s) .

Wirnbens MAL Filter
|

@ Enatied Craasiod

Access Restriction @ Prevent POy isted below fram sccesang the wrniens astwork

Permit PCs ated BeDw 12 5CCess e Witiess setwen

MAZ Ot 30200000000 MAC 17, 000000000020
MACOT 00000000000 UAC 18 000000000000
MAZ 03 CO-0R0090:00.00 MAC 15 C20000020080
BAC 04 020200000000 MAC 20 020000020000
MAC 0% 000300020000 MAC 21 000000000000
MAC 08 00000020000 MAC 22 090000000000
MAC o7 CoO0000S0D00 MAC 22 OS000CCO00000
waCos 000000020000  wag2e 020000000000
MACOS COO0000000020 UAC2S 000000000000
MAC 16 S0000000000Q MAC2S 020000000000
MAZ 11, 000000000020 MAC2T. 020002000000
MAC 12 00000000000 MAC 28 020000000000
MAC 13 SG020000.0000 MAC 26 O00020000000
MAC 14 00000000:0000 MAC 38 0200000000850
WAL 15 020000000000 MAC 3t 090000000000
MAC 18 000000020000 AL 2 020000000000

Wireless > Wireless MAC Filter

Wireless MAC Filter

Enabled/Disabled To filter wireless users by the MAC
addresses of their computers or devices, select Enabled .
Otherwise, keep the default, Disabled .

Access Restriction

Prevent PCs listed below from accessing the wireless
network When the Wireless Mac Filter is enabled and this
option is selected, computers on the MAC Address filter
list will not have access to the wireless network .

Permit PCs listed below to access to the wireless

network When the Wireless Mac Filter is enabled and this
option is selected, only computers on the MAC Address
filter list will have access to the wireless network .

MAC Address Filter List

Wireless Client List Click this option to open the Wireless
Client List screen .

1=y Pizsam -
Coowimume | Woartnce | Paomeee WA Adwers| e U ""cw‘u Lo

Wireless MAC Filter > Wireless Client List
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Wireless Client List

This screen shows computers and other devices on
the wireless network . The list can be sorted by Client
Name, Interface, IP Address, MAC Address, and Status .

Select Save to MAC Address Filter List for any device
you want to add to the MAC Address Filter List . Then
click Add .

To update the on-screen information, click Refresh .
To exit this screen and return to the Wireless MAC Filter
screen, click Close .

MAC 01-32 Enter the MAC addresses of the devices
whose wireless access you want to control .
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Security > Firewall requests, select this option . ActiveX content is allowed by
default .

The Firewall screen is used to configure a firewall that can . o . .

filter out various types of unwanted traffic on the router’s Cookies This filter blocks cookies, which are data stored

local network . on your computer and used by websites when you

interact with them . To deny cookie requests, select this
option . Cookie usage is allowed by default .

SAFrwstProtecton: @ Enabled ©) Dissbled Security > VPN Passthrough
osnrbrtint e The VPN Passthrough screen allows you to enable Virtual
¥ FiRer Ancrymous internet Requests Private Network (VPN) tunnels using IPSec, PPTP, or L2TP
Fiter Uutcast protocols to pass through the router’s firewall .

Fiter nternet HAT Receection

7| Fiter DENT (Port 113)

VPN Passthroogh

Web Filtor PSec Passtnrough 2 Enabled Disabled
Proxy Java ActveX 7] Cockies PFTP Passtheough @ Enabled ' Disabled
L2TP Passtheough @ Enabled | Disabled

Security > Firewall

Security > VPN Passthrough

Firewall

VPN Passthrough
SPI Firewall Protection SPI firewall protection helps
protect your local network from the Internet . This option IPSec Passthrough Internet Protocol Security (IPSec) is
is enabled by default . a suite of protocols used to implement secure exchange
of packets at the IP layer . The VPN client(s) on the local
network can establish an IPSec VPN tunnel through the
WARNING: To help protect your local network, router . This option is enabled by default .
you should keep the SPI Firewall Protection
option enabled .

PPTP Passthrough Point-to-Point Tunneling Protocol
(PPTP) allows the Point-to-Point Protocol (PPP) to be
tunneled through an IP network . The VPN client(s) on the
local network can establish a PPTP VPN tunnel through
the router . This option is enabled by default .

Internet Filters

Filter Anonymous Internet Requests This filter blocks
Internet requests from unknown sources, such as ping

requests . This option is enabled by default . L2TP Passthrough Layer 2 Tunneling Protocol is the
method used to enable Point-to-Point sessions via the

Filter Multicast Multicasting allows a single transmission Internet on the Layer 2 level . The VPN client(s) on the local

to simultaneously reach specific recipients within your network can establish an L2TP VPN tunnel through the

local network . Select this option to enable the filter that router . This option is enabled by default .

blocks multicasting . This option is disabled by default .

byour changes . Then click Close to exit this screen and
Filter Internet NAT Redirection This filter prevents a return to the Internet Access Policy screen .

local computer from using a URL or Internet IP address
to access the local server . Select this option to enable the

filter . This option is disabled by default . [ e , =
UAC Address {01 000 00600002 | o8 90090080 0300
Filter IDENT (Port 113) This filter keeps port 113 from " rreimrrsorsen | B oo BT e ioen )
being scanned by devices from the Internet . This option b st S ok HOBL vt
is enabled by default . Lo O Y L S D
’0‘. 0000000033 |=. 000829000200
Web Fl|t6I’S I Address icv 188 e “ |ﬁ.su 1 8
o |e2 e 188 1 0 o L
Proxy This filter blocks the use of Internet proxy servers . A e W R
To deny proxy requests, select this option . Proxy access is o
allowed by default . B A i E“"i'“ = :o,;;m e
o iv:}u: we 1 @ ot {04182 wea 1 ¢ ne |
Java This filter blocks Java, so you may not be able to —
access Java content on websites . To deny Java requests, || Sove Settipe ' | ComsuiChaspet | Cluse__ |
select this option . Java content is allowed by default . List of PCs

ActiveX This filter blocks ActiveX, so you may not be able
to access ActiveX content on websites . To deny ActiveX
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6 . To block Internet access for the computers on the List
of PCs screen, select Deny . To allow Internet access for
the computers on the List of PCs screen, select Allow .

Access Restriction ey

niarnet access dunn( selecied days and hours.

Deny or Allow

7 . Decide which days and what times you want this
policy to be enforced . Select the individual days during
which the policy will be in effect, or select Every Day .
Then enter a time span during which the policy will be
in effect, or select 24 Hours .

Schesule Deysr [ EveryDey  Soe  Men | Tus | Veed | The | Fa

‘e
Teman: # 24 Houry 12AM W =il 134
Schedule

7 . To block websites with specific URL addresses, enter
each URL in a separate Website Blocking by URL Address
field .

Dy-...Mm o=t Um 3

w2 URL ¢

Website Blocking by URL Address

8. You can filter access to various services accessed over
the Internet, such as FTP or telnet . (You can block up to
three applications per policy .)

From the Applications column, select the application
you want to block . Then click the >> button to move

it to the Blocked List column . To remove an application
from the Blocked List column, select it and click the <<
button .

Hlocked Apphcations | Bote: oy ten sppications can Be beched per podcy
Blocked List

Applcatons
|ons  53-4) -
|Pmg (0-0)

‘
|
|
|
{wrre o.oy (8 e
[ HTTPS  (e43-44) 1

|
|re @1.21) i..

PO (110. 110y
[ MAP (143.143) *

mnm}
8
T

Port Range 10l
Protocel Bty v

Blocked Applications

9 . If the application you want to block is not listed or you
want to edit a service’s settings, enter the application’s
name in the Application Name field . Enter its range in
the Port Range fields . Select TCP (Transmission Control
Protocol), UDP (User Datagram Protocol), or Both from
the Protocol drop-down menu . Then click Add .

To modify a service, select it from the Applications
column . Change its Application Name, Port Range,
and/or Protocol setting . Then click Modify .
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To delete a service, select it from the Applications list .
Then click Delete .

10 . Click Save Settings to save the policy’s settings, or
click Cancel Changes to clear the changes .

NOTE: If you have already set up Parental
Controls and now want to use Internet Access
Policy, then you will be asked to enter the

password for Parental Controls before you can
click Save Settings .
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Storage > Disk

The router’s USB port lets you connect USB storage that
can be accessed over your network .

L

When you connect a USB storage device to the router’s
USB port, you can access its content without a password
via Windows Explorer or the Mac Finder . For more
information, go to Appendix B: How to Install and Access
USB Storage, “Overview” on page 49 .

The options on the various Storage screens are available
when a USB storage device is connected to the USB port
of the router . The Disk screen describes the USB disk
currently attached to the router . Use this screen to create
shared folders, safely remove a disk, or format a disk (any
data on the disk will be deleted during formatting) .

You can use shared folders to manage network access to
the contents on the disk . You can specify individual
folders that you want to share, or you can share the

entire partition . Each shared folder created on the Disk
screen has a unique name (Display Name), is mapped to

a physical folder on the disk, and specifies access rights to
that folder .

Access rights are managed by group and user accounts
that you can create on the Storage > Administration screen
(go to “Storage > Administration” on page 29) . Each user
has his i group . Each
group has either read-and-write or read-only access rights .

NOTE: By default, all content on the disk
can be accessed without a password . If you
want to specify which groups can access
the shared folders, select Disabled for the

Anonymous Disk Access option . Go to “Storage
> Administration” on page 29 .
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Disk1: USH Flash Disk
[Parstion " Trie Sysiom | Capacity_TFree Spsce| Cra
USH_IRARED PAT asmeoe | cesce
[ Triw =% | 6W708 | s
USH Port Spees
vy T e ]
=
Shared foer
Dwoce Name (Dwt) Cascod00os
Snarnt Dus P Asorees 1218010 3 SA' )
‘h-d-yln-‘ Parwtion | Shared Folder €St | Oelete |
VSR_SHASED | VSR _SNARID / | (2} Sewte
Format Diss Owi USS Paan Dt
| V'-H”L& .

Storage > Disk

Disk Management

If a formatted disk is connected to the router, then its name
is displayed . For each partition of the disk, the Partition,
File System, Capacity, and Free Space information are
displayed .

Safely Remove Disk Before you physically disconnect a
USB disk from the router, click Safely Remove Disk first .

NOTE: Use the Safely Remove Disk option to
prevent the possible loss or corruption of data,
which may occur if you remove the disk while it
is transferring data .

Create Share To create a shared folder, click this option
for the appropriate partition . Go to “Create a Shared
Folder” on page 24 .

USB Port Speed

USB 1.1 or USB 2.0 The USB type of the connected disk
is displayed . The USB 1 .1 standard supports speeds up
to 12 Mbps . The USB 2 .0 standard supports speeds up to
480 Mbps .

Shared Folder

Device Name (Disk) The Device Name (or NetBIOS
name) of the router is displayed . The default is Cisco
followed by the last 5 digits of the router’s serial number,
which is found on the bottom of the router . If you used

the setup software for installation, then the Device Name

is the name of your wireless network (up to 15 characters) .

Shared Disk IP Address The IP address of the disk is
displayed .

Summary To view a list of shared folders, click this option .
Go to “Shared Folders Summary” on page 24 .

The Shared Folder table lists the shared folders with
the following information: Display Name, Partition, and
Shared Folder location .
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Edit To change the access settings of a shared folder, click
this option . Go to “Edit a Shared Folder” on page 25 .

Delete To delete a shared folder, click this option .
Shared Folders Summary

For each folder, the Display Name, Partition, Shared
Folder location, and Groups with Access are displayed .

| VOB_DeeRrD | UER_BesseD €53 _teans2 wner i w
e e e
e L s o B S
| ~ i l |

e

Disk > Shared Folders Summary

Click Close to exit this screen and return to the Disk
screen .

Format Disk

Disk To format the disk as FAT32, select the disk you want
to format, and then click Format Disk . (If your disk was
formatted with multiple partitions, then the formatting

will delete them and create a single partition .) The Claim
Disk screen appears .

Claim Disk

Enter a partition’s name Enter a name for the partition .

Click Format and follow the on-screen instructions .

£oter & parstion’s name | Format

Watveng: f swutieg Dns mey 1000 4 Ww Tmadrs pesse feet

[

Disk > Claim Disk

On the Disk screen, click Refresh to update the on-screen
information .
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Create a Shared Folder

Shared Folaor

(4 19 be ungue )

USE_SHARED

Share Enire Partton

Toider Enter into Folder | Select
| ¥

shotos | Ester o Forter | |

voeos | Esterinmo Forer ||

| mc | Enterimia Forder

— - T— J

Disk > Shared Folder

1. In the Display Name field, enter a name for the shared
folder .

Display Mame (Has to be unique )

Shared Folder > Enter Display Name

2 . The Partition name is displayed . If the shared folder
should include the entire partition, select Share Entire
Partition and go to step 4 .

Partition USB_SHARED

Location /
New Folder

("] Share Entre Partition

Shared Folder > Share Entire Partition

NOTE: If you select Share Entire Partition,
then all of the Groups with Access (see step 4)

can access any folder in the partition .
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3. To specify a folder to share, click Select . To display
subfolders, click Enter into Folder . To return to the
previous folder, click Return to Upper Folder .

Location !

New Folder

1 Share Entire Parttion

Folder Enter into Folder Select

photos __Emérngo Folder |

videos | Enter into Foider |

music Enter into Folder 4'

[ Return to Upper Foiser |

Shared Folder > Select Folder or Enter into Folder

To create a new folder, enter its name in the New Folder
field . Then click Create .

Location music

New Folder  karacke [ Create |

) Share Entire Parttion

1 Folder iEmevmlo Foluu[ Select J
—

| Return o Upper Foder |

Shared Folder > Create New Folder

4 . To allow a group to access the shared folder, select it
from the Available Groups column, and then click the
>> button . (To create groups, go to “Create or Edit a
Group Account” on page 31 .)

Access Availadle Groups Groups with Access

| guestin) sdmnir & w)
famdy(r)
friengs(r)

[>2]

(=)

Shared Folder > Groups with Access

A NOTE: By default, no password is needed
for read-and-write access to the disk . If you
want to specify which groups can access
the shared folder, select Disabled for the

Anonymous Disk Access option . Go to “Storage
> Administration” on page 29 .

5. Click Save Settings to apply your changes, or click
Cancel Changes to clear your changes . Click Close to
exit this screen and return to the Disk screen .
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Edit a Shared Folder

Shared fosder

Oxaplay tlame Karaoke (Mas 32 be wnane )
Partition  USH_SMARED

Location music

few Folder

Ssare Intre Partton

folder Enter mto Folder Select

twaces | Seacomfosw || @
Rutern 12 Upper Foder

Access Available Groups | Groups with Access

| guestiny acminir & w)
| tamity(r) trenda(r)

[_sove seitigs || Cancel Changes I} Ciose |

Disk > Shared Folder

Make the appropriate changes to the following options:

Display Name The current Display Name is shown . To
change the name, enter a new name .

Partition The name of the partition is displayed .
Location The path to the displayed folder is displayed .

New Folder To create a new folder, enter its name and
then click Create .

Share Entire Partition If the shared folder should include
the entire partition, select this option . If you do not want
to share the entire partition, then select the folder you do
want to share .

Folder The available folders are listed by Folder name .

- Enter into Folder To display subfolders, click this
option .

. Select To specify a folder, click Select .

« Return to Upper Folder To return to the previous
folder, click this option .

Access Specify which groups have read-and-write or
read-only access to the folder . (To create groups, go to
“Create or Edit a Group Account” on page 31 .)

« Auvailable Groups To allow a group to access the
folder, select it, and then click the >> button .

«  Groups with Access To block a group from accessing
the folder, select it, and then click the << button .

Click Save Settings to apply your changes, or click Cancel

Changes to clear your changes . Click Close to exit this
screen and return to the Disk screen .
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Storage > Media Server

The options on the various Storage screens are available
when a USB storage device is connected to the USB port
of the router .

The Media Server feature allows you to share stored
content with other computers and devices on your home
network and on the Internet .

If you have UPnP AV (Audio and Video)-enabled or Digital
Living Network Alliance (DLNA)-certified devices in your
home, then you can use the router as a media server .
Examples of UPnP AV-enabled devices include a digital
media player, a gaming console with a built-in media
player, or a digital picture frame .

For example, if you have a digital media adapter that sends
content to your entertainment system, then the digital
media adapter can locate the router using the UPnP AV
standard . The folders you specify can then be accessed
and played by the digital media adapter .

(IPné Memhia Setvet

et e Server Mamw Cacsd00

UPn? Vete Server. & Enabled Ouabiiea

O L TT—
Lost ssamangtom . Tt Avaletie
V) Adsatenpvary W o | Scma |
Rarme Partition \ Fokder

LSE_SMAREDLSE_SHARED

Storage > Media Server

UPnP Media Server

Setup

Media Server Name Enter the display name of the UPnP
media server . Use only alphanumeric characters (letters A
to Zand numbers 0 to 9). The default is Cisco followed
by the last 5 digits of the router’s serial number, which is
found on the bottom of the router .

NOTE: If you used the setup software for
installation, then the UPnP Media Server Name
is the name of your wireless network (up to 15
characters) .

UPnP Media Server To use the router’s media server
function, select Enabled . Otherwise, select Disabled .

Database Setup

This section lets you select content to add to the database
of the router’s media server .

NOTE: Scanning media files may take up to
40 minutes, depending on the number and size

of the files .
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Specify Folder to Scan To add a media folder to the
database of the router’s media server, click this option . Go
to “Add a Media Folder” on page 26 .

Last scanning time The last time the media server
scanned for content is displayed .

Auto-scan every __To automatically scan the media
folders, select this option . Then select the appropriate
interval: 2 Hours (default), 6 Hours, 12 Hours, 24 Hours,
or 48 Hours .

Scan All To scan all media files now, click this option .

For each media folder, the Name, Partition, and Folder
location are displayed .

Scan To scan a folder now, click Scan .

Delete To delete a folder, click Delete .

Add a Media Folder

Modia foldor

(e 1o be wrise )
Partition USD_SMARED

Hew Foider Cresse

Share Entre Parttion

-
| rolder |_Enterinto Foider | Select
f — a1 | 1
| photes l Enter ints Fokder \
o e l

i

mvc |t ot roe

[ Reteen 1o Upper Faider |

| Sove Sattioge |} ComeiChonges | Cwee |

Media Server > Media Folder

1. In the Display Name field, enter a name for the media
folder .

[ Display Name (Has to be unique. ) I

Media Folder > Enter Display Name

2 . The Partition name is displayed . If the media folder
should include the entire partition, select Share Entire
Partition and go to step 4 .

Partition USB_SHARED

Location I
New Folder [ Create |

| Share Entire Parttion

Media Folder > Share Entire Partition

26



Linksys E4200

3. To specify a folder to scan, click Select . To display
subfolders, click Enter into Folder . To return to the
previous folder, click Return to Upper Folder .

Location !

New Folder [ Create |

| Share Entire Parttion

Folder Enter into Folder Select

photos | Enter into Folder |

videos | Enter ito Foider 7]

mosic | Enter mto Folder |

[ Return to Upper Foder |

Media Folder > Select Folder or Enter into Folder

To create a new folder, enter its name in the New Folder
field . Then click Create .

Location Nideos
Hew Folder  pool_party [ Creste |

Share Entire Parttion

Folder | Enter into Folder lklec%

Return to Upper Folder |

Media Folder > Create New Folder

4 . Click Save Settings to apply your changes, or click
Cancel Changes to clear your changes . Click Close to
exit this screen and return to the Media Server screen .

Storage > FTP Server

The options on the various Storage screens are available
when a USB storage device is connected to the USB port
of the router .

Use the FTP Server screen to create an FTP server that can
be accessed from the Internet or your local network . You
can also create FTP folders, which are folders you create to
manage FTP client access to the folders on the disk .

Setup FTF Server hawe Casim
FTP Server Erabled  # Duatded
Eacoong Unicode (WTT- 0 -
Accens Soacty Fadet Samrary
fame | Farion Faser | est | Detere

Storage> FTP Server

FTP Server

Setup

FTP Server Name Enter the display name of the FTP
server . Use only alphanumeric characters (letters A to Z
and numbers 0 to 9) . The default is Cisco followed by the
last 5 digits of the router’s serial number, which is found
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on the bottom of the router . If you used the setup software
for installation, then the FTP Server Name is the name of
your wireless network (up to 15 characters) .

FTP Server Select Enabled to use the router as an FTP
server . Otherwise, select Disabled . An external USB hard
drive or USB disk must be connected to the USB port to
use this service .

FTP Port Enter the FTP Port number to use . The default
is21.

Encoding The router supports different character sets
for the transfer of files in different languages . Select the
appropriate character encoding set: Unicode (UTF-8),
Chinese Simplified (GB18030), Vietnamese (CP1258),
or ISO 8859_1. The default is Unicode (UTF-8) .

Access

This section lets you add FTP folders that can be accessed
through the FTP client .

Specify Folder To add an FTP folder, click this option . Go
to “Create an FTP Folder” on page 28 .

Summary To view a list of FTP folders, click this option .
Go to “FTP Summary” on page 27 .

The Access table lists the FTP folders with the following
information: Display Name, Partition, and Folder location .

Edit To change the access settings of an FTP folder, click
this option . Go to “Edit an FTP Folder” on page 29 .

Delete To delete an FTP folder, click this option .

FTP Summary

For each folder, the Display Name, Partition, Shared
Folder location, and Groups with Access are displayed .

Display Name (0% 10 D¢ wmoue )
Partition  USH_SNARED

Locaton 4
New Folder Cresse

Share Entre Parttion

i folder [ Enter into Folder Select
} - |
| hotos | Entar ko Folder |
} $— = 1
| viseos | Enteticks Foter |

4 {

[ e | e e roier_|

_Sove tettiogs | ConoriChanges [} Ceee |

FTP Server > FTP Summary

Click Close to exit this screen and return to the FTP
Server screen .
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Create an FTP Folder

FTP Folser
Desplay Hame (a4 10 e unigue )
Partinan USE_SHARLD

Locaton f
lew Folder
. Share Entre Parttion
Folder Enter imto ¥ older Select I
—_—t ——————
Access
rendeir)
|
1 |
wl|
LR ) |

FTP Server > FTP Folder

1. In the Display Name field, enter a name for the FTP
folder .

Display Mame (Has to be unigue )I

FTP Folder > Enter Display Name

2 . The Partition name is displayed . If the FTP folder
should include the entire partition, select Share Entire
Partition and go to step 4 .

Partition USB_SHARED

Location [}
New Folder

[ Share Entre Parttion

FTP Folder > Share Entire Partition
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3. To specify a folder for FTP client access, click Select . To
display subfolders, click Enter into Folder . To return to
the previous folder, click Return to Upper Folder .

Location /
New Folder

| Share Entire Parttion

Folder Enter into Folder Select
photos | Enter into Folder |

videos

music

[ Retum to Upper Foider |

FTP Folder > Select Folder or Enter into Folder

To create a new folder, enter its name in the New Folder
field . Then click Create .

Location Nideos

New Folder barbecue [ Create
i Share Entre Parttion
Folder Enter into Folder [Select

pocl_party _tuw m_m_m i

—
vaowon_vlseos‘g Enter into Foider |

| Returnto Upper Folder |

FTP Folder > Create New Folder

4 . Toallow a group to access the FTP folder, select it
from the Available Groups column, and then click the
>> putton . (To create groups, go to “Create or Edita
Group Account” on page 31 .)

Access Avallable Groups Groups with Acoess |
goesiin) admin(r 8 w)
famiy(r)
frenda(r)

[52]

[=]

FTP Folder > Groups with Access

NOTE: By default, the disk can be accessed
without a password . If you want to specify
which groups can access the FTP folder, select

Disabled for the Anonymous Disk Access option .
Go to “Storage > Administration” on page 29 .

5. Click Save Settings to apply your changes, or click
Cancel Changes to clear your changes . Click Close to
exit this screen and return to the FTP Server screen .
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Edit an FTP Folder

FIP Fodder

Desplay Hame Rarbelue (Mas 15 be unigue )
Pactinon USE_SHARLD

Location Mdeos

Rew Folder
Sharse Entre Parttion
| folder Enter mto Folder ium]'
- o P
|
Acceas \ Available Groeps Groups with Access
| guestin) admwir & w)
trendsdr) tamdy(r)
(]
(=]
|

FTP Server > FTP Folder

Make the appropriate changes to the following options:

Display Name The current Display Name is shown . To
change the name, enter a new name .

Partition The name of the partition is displayed .
Location The path to the displayed folder is displayed .

New Folder To create a new folder, enter its name and
then click Create .

Share Entire Partition If the FTP folder should include
the entire partition, select this option . If you do not want
to share the entire partition, then select the folder you do
want to share .

Folder The available folders are listed by Folder name .

. Enter into Folder To display subfolders, click this
option .

«  Select To specify a folder for FTP client access, click
Select .

. Return to Upper Folder To return to the previous
folder, click this option .

Access Specify which groups have read-and-write or
read-only access to the FTP folders . (To create groups, go
to “Create or Edit a Group Account” on page 31 .)

. Available Groups To allow a group to access the
folder, select it, and then click the >> button .

«  Groups with Access To block a group from accessing
the folder, select it, and then click the << button .
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Click Save Settings to apply your changes, or click Cancel
Changes to clear your changes . Click Close to exit this
screen and return to the FTP Server screen .

Storage > Administration

The Administration screen allows you to manage the
groups and individual users who can access the shared
folders .

Information
FIP Server Nase Craco0003
Device Name (Disk) Craco000d3
Werigroup Name Wergreos

Server LAN P Adermas. 192183510
Sarver memet P Adtress: 0,000

Anonymotes Accoss

Ascoymous TP Enabled @ Dusabied
(Read-only Sak sccess)
Anssymous Dak Access @ [nabled ' Dusabledt

(Rpas-and-wrie Sk access)

| 11|

| Croate New Uner
User lame | Growp £aa Delete
sdmn | edme e -
puest | puest (B -
LI |t | Detete |
Group Managemant
_ Craste New Ores |
Group Mame] Access | tdn e}
bdon | rdw = =
gusst r - -o
Tumidy r (dl‘ Oelete |
tne=ds r |£21 Delete
Storage > Administration
Information
FTP Server Name: Cisco00009
Device Name (Dak) Cisco00009
Workgroug Hame Werkgroug
Server LAN P Address. 132.163.14
Sarver hternet P Addresa 0.00.0

Administration > Information

FTP Server Name The display name of the FTP server

is displayed . The default is Cisco followed by the last 5
digits of the router’s serial number, which is found on the
bottom of the router . If you used the setup software for
installation, then the FTP Server Name is the name of your
wireless network (up to 15 characters) .

Device Name (Disk) The Device Name (or NetBIOS
name) of the router is displayed . The default is Cisco
followed by the last 5 digits of the router’s serial number,
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which is found on the bottom of the router . If you used
the setup software for installation, then the Device Name
is the name of your wireless network (up to 15 characters) .

Workgroup Name Enter the workgroup name for the
router; it should match the workgroup name of the
computers on your local network . The router’s default is
workgroup .

Server LAN IP Address The local IP address of the
router’s media and FTP server is displayed .

Server Internet IP Address The Internet IP address of
the router’s FTP server is displayed .

Anonymous Access
Asenymous FTP Enabled @ Disabled
(Read-caly dak pccess)
Ancoymous Dak Access @ Enabled  Disabled

(Read-900-wrie dink access)

Administration > Anonymous Access

Anonymous FTP By default, this option is disabled .
To allow read-only, anonymous FTP user access, select
Enabled .

Anonymous Disk Access By default, no password is
needed for read-and-write access to the disk . To manage
group and user access to specific shared folders, select
Disabled .

User Management

By default the router creates two users, admin and guest .

The users are listed by User Name and Group .

T Creste New User |

(User Name | Group Edit Desote
ssmn o {E -
quest guea e -
trang P—- (g | |Delie]

Administration > User Management

Create New User To create a new user, click this option .
Go to “Create or Edit a User Account” on page 30 .

Edit To change the settings of a user account, click
Modify . Go to “Create or Edit a User Account” on page
30.

Delete To delete a user, click this option .
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Group Management

By default the router creates two groups, admin (read-and-
write access) and guest (read-only access) .

The groups are listed by Group Name and Access level .
There are two levels of access, r & w (read-and-write) and
r (read-only) .

Creste New Growe

[Group Wame| Access | Ean | Oeiete |
ason rdw - -
poest r -
tamty ' e Dwete | |
“ungs ' (]

Administration > Group Management

Create New Group To create a new group of users, click
this option . Go to “Create or Edit a Group Account” on
page 31.

Edit To change the description or access rights of a group,
click Modify . Go to “Create or Edit a Group Account” on
page 31.

Delete To delete a group, click this option .

Create or Edit a User Account

User Account

liame
Ful Name

Descrpton

Password
Confrm Password
Group Member admin ~

Account Disabled

[ Create | [ Close | [ Cancel |

Administration > User Account

To create a user account, complete the options . To edit a
user account, make the appropriate changes .

Name Enter a name for the user .

Full Name Enter the actual name of the user .
Description Enter keywords to describe the user .
Password Enter the login password .

Confirm Password Enter the password again to confirm .
Group Member Select the appropriate group .

Account Disabled To temporarily disable an account,
select this option .

Click Create/Modify to apply your changes, or click

Cancel to clear your changes . Click Close to exit this
screen and return to the Administration screen .
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Create or Edit a Group Account

Group Account
Group Name
Descripton
Access readand.wrie v
((Croate | [cancel] [Close |

Administration > Group Account

To create a group account, complete the options . To edit a
group account, make the appropriate changes .

Group Name Enter a name for the group . Description
Enter keywords to describe the group . Access Select

the appropriate level of access, read-and-
write or read-only .

Click Create/Modify to apply your changes, or click
Cancel to clear your changes . Click Close to exit this
screen and return to the Administration screen .

6 . Click Save Settings to save the policy’s settings, or
click Cancel Changes to clear the changes .

NOTE: If you have already set up Parental
Controls and now want to use Internet Access
Policy, then you will be asked to enter the

password for Parental Controls before you can
click Save Settings .
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Access Restrictions > Parental Controls +
Internet Access Policy

To manage Internet access, you have two methods
available, Parental Controls and Internet Access Policy .
Only one method can be used at a time .

As part of Cisco Connect, Parental Controls can restrict
Internet access for up to five computers or devices . You
can block Internet access or limit it to specific times, and
you can also block specific websites .

Up to five Internet Access Policies manage Internet access
for multiple computers or devices . You can block Internet
access or limit it to specific times, block specific websites,
and block specific applications .

Parental Controls or Internet Access Policy

Parental Controls/Internet Access Policy Select the
method you want to use . If you select Parental Controls, go
to “Parental Controls” on page 32 . If you select Internet

AccessPolicy, go ta “Internet Access Policy” on page 33 .
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Access Restrictions > Parental Controls
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Parental Controls

Target Devices

Target Devices Rastrict imterne! access on

| #dd |

Parental Controls > Target Devices

Restrict Internet access on Parental Controls manages
the computers or other devices on this list .

Add If you want to apply Parental Controls to more
computers or other devices, click Add, and a new Parental
Controls screen appears .

Parental Controls

. Set up parental controls for: Select the appropriate
computer . Then click OK to exit this screen and return
to the main Parental Controls screen .

= inconror

[

Parental Controls > Set Up Parental Controls

Remove If you no longer want to apply Parental Controls
to a device, select it and click Remove .

Rename To change the name of a device, select it and
click Rename . A new Parental Controls screen appears .

Rename the Device

. Enter a new name for (current name of device) Enter
the new name . Then click OK to save the new name
and return to the main Parental Controls screen .

S e

Enier & ngw nama for  Dech

Parental Controls > Rename Device
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Schedule

Schedule | Block miemet Access
@ Never Atways Specific imes
School mghts ROOPM +~| g

Vieekenss Q00PM | 3o | 70DAL

Parental Controls > Schedule

Never/Always/Specific times Specify when Internet
access is blocked . To never block Internet access, keep
the default, Never . To always block Internet access, select
Always . To specify days and times when Internet access
is blocked, select Specific times . Then set the schedule:

. School nights Select the appropriate start and end
times .

. Weekends Select the appropriate start and end times .

Block Specific Sites

Block Specific Sites
URL Y
URL2
URL 3
URL &
URL S
URL €
URL 7
URLS

Parental Controls > Block Specific Sites

URL 1-8 In each field, enter a website address that you
want to block .

For example, to block http://www.example.com, enter
example.com in a field .

NOTE: When you set up Parental Controls for
the first time and click Save Settings, you will be
asked to set up a password that protects access

to Parental Controls . Follow the on-screen
instructions .
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Internet Access Policy
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Access Restrictions > Internet Access Policy

Access Blocking Policy To display a policy’s settings,
select its number from the drop-down menu . To delete

a policy, select its number and click Delete This Policy .
To view all the policies, click Summary, and the Summary
screen appears .

Summary

The policies are listed with the following information:
No . (Number), Policy Name, Access, Days, Time,

and Enabled/Disabled (status) . To enable a policy,
select Enabled . To delete a policy, click Delete . Click
Save Settings to save your changes, or click Cancel
Changes to clear your changes . To exit this screen and
return to the Internet Access Policy screen, click Close .

- Py Surwe | Aereve Seove Tewe h.-. !
- | Jewn
L
-~ o s ’ o B 4— |
| -
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N ) BT
Summary

Status Policies are disabled by default . To activate a
policy, select the policy number from the drop-down
menu, and select Enabled .

33


http://www.example.com/

Linksys E4200 Chapter 2: Advanced Configuration

To create or change a policy, follow steps 1-10 . Repeat 6 . To block Internet access for the computers on the List
these steps to create additional policies, one at a time . of PCs screen, select Deny . To allow Internet access for

the computers on the List of PCs screen, select Allow .
1. Select a number from the Access Blocking Policy

drop-down menu .

Access Restriction a heoy Inlarnet access durng selected days and hours.
Allow

Access Sockng

- ™ | LS l.
1) » poDustaTho Eoky, | [ Summeny, | Deny or Allow

Select Policy Number
7 . Decide which days and what times you want this

2 . Enter a Policy Name . policy to be enforced . Select the individual days during
which the policy will be in effect, or select Every Day .
Then enter a time span during which the policy will be

. in effect, or select 24 Hours .

Enter Poicy Name

Enter Policy Name

3. To activate this policy, select Enabled . v R PR P T L S
Temas: & 24 Houry 12 4 " | 15
| Status @ Enabled " Disabled | Schedule
Enable Policy i . .
7 . To block websites with specific URL addresses, enter
4 . Click Edit List to select which computers will be affected each URL in a separate Website Blocking by URL Address
by the policy . field .
Applied FCs EdR LAl | (This Policy applies only 1o PCs on the List) I '".’,"‘:m =t un 3
Edit List s st

Website Blocking by URL Address
The List of PCs screen appears . You can select a computer

by MAC address or IP address . You can also enter a 8 . You can filter access to various services accessed over
range of IP addresses if you want to apply this policy to the Internet, such as FTP or telnet . (You can block up to
a group of computers . (To assign a static IP address to a three applications per policy .)

computer, go to “DHCP Reservation” on page 7 . To look

up the MAC address of a computer, go to “DHCP Client From the Applications column, select the application
Table” on page 37 .) you want to block . Then click the >> button to move

it to the Blocked List column . To remove an application
from the Blocked List column, select it and click the <<
After making your changes, click Save Settings to button .

apply your changes, or click Cancel Changes to clear
your changes . Then click Close to exit this screen and

return to the Internet Access Policy screen . SN R e
| AM- 1 i Uoct:l.m
|oNs (535 1 1| |
=8 @
—r . - TP (B0.28) B .._1
MAC Address 01| savecesaoocs {es £0.09.00.80 0900 | | HTTPs  (eda. 4a3 =
c:I rﬁczoc:cwm cr 0002 20 62 0% 00 ‘:;’ ’r’[";:f"“:’ ]
(3] 00000000000 =l 00800000000 | NAP (143-14)) * ‘
94 ooeoetcoe \.H. 000 00000000 - p— p—
es|  seossesecess 18| seossaceosts Appication Mame| |
bod SR, i 171 J e T ~ - - |
W Asdress o 1 18 1 0 o] 152 ses 1 8 Protocel Bty ~
L 152188 ',AL ‘I:S. 192 %5 1. 8 « MLd| (aga] [Weasy Delete
[+ "wroe 18 ju‘ 192 %8 1 8 |
Blocked Applications
1P Acsress Range o ;l: 32 "= ne :ﬂﬂm s 1 @ »?
012 18810 w0 ':o‘}m 010 b | 9 . If the application you want to block is not listed or you
s = P want to edit a service’s settings, enter the application’s
S name in the Application Name field . Enter its range in
List of PCs the Port Range fields . Select TCP (Transmission Control

Protocol), UDP (User Datagram Protocol), or Both from
the Protocol drop-down menu . Then click Add .

To modify a service, select it from the Applications
column . Change its Application Name, Port Range,
and/or Protocol setting . Then click Modify .

To delete a service, select it from the Applications list .
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10 . Click Save Settings to save the policy’s settings, or
click Cancel Changes to clear the changes .

NOTE: If you have already set up Parental
Controls and now want to use Internet Access
Policy, then you will be asked to enter the
password for Parental Controls before you can
click Save Settings .
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Applications and Gaming > Single Port
Forwarding

The Single Port Forwarding screen allows you to customize
port services for various applications .

When users send these types of requests to your network

via the Internet, the router will forward those requests to the
appropriate computers (also called servers) . Before using
forwarding, you should assign static IP addresses to the
designated computers . Use the DHCP Reservation option on

the Basic Setup screen; go to “DHCP Reservation” on page 7 .
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Applications and Gaming > Single Port Forwarding

Single Port Forwarding

Pre-defined applications are available for the first five
entries . For each entry, complete the following:

Application Name Select the appropriate application .

To IP Address Enter the IP address of the server that

should receive the requests . If you need to assign a static IP
address to the computer, then go to “DHCP Reservation”
onpage 7.

Enabled Select Enabled to activate port forwarding .
For additional applications, complete the following fields:

Application Name Enter the name of the application .
Each name can have up to 12 characters .

External Port Enter the external port number that
accepts incoming traffic . Check the Internet application’s
documentation for more information .

Internal Port Enter the internal port number that
accepts traffic forwarded by the router . Check the Internet
application’s documentation for more information .

Protocol Select the protocol(s) used for this application,
TCP, UDP, or Both .
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To IP Address Enter the IP address of the computer that
should receive the traffic . If you need to assign a static IP
address to the computer, then go to “DHCP Reservation”
on page 7 .

Enabled Select Enabled to activate port forwarding .

Applications and Gaming > Port Range
Forwarding

The Port Range Forwarding screen allows you to set up
public services on your network, such as web servers,

FTP servers, email servers, or other specialized Internet
applications . (Specialized Internet applications are any
applications that use Internet access to perform functions
such as videoconferencing or online gaming . Some Internet
applications may not require any forwarding .)

When users send these types of requests to your network

via the Internet, the router will forward those requests to the
appropriate computers (also called servers) . Before using
forwarding, you should assign static IP addresses to the
designated computers . Use the DHCP Reservation option on
the Basic Setup screen; go to “DHCP Reservation” on page 7 .

If you need to forward all ports to one computer, click the
DMZ tab .
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Applications and Gaming > Port Range Forwarding

Port Range Forwarding

For each entry, complete the following:

Application Name Enter the name of the application .
Each name can have up to 12 characters .

Start~End Port Enter the number or range of port(s)

used by incoming traffic . Check the Internet application’s
documentation for more information .

Protocol Select the protocol(s) used for this application,
TCP, UDP, or Both .

To IP Address Enter the IP address of the server running
the specific application . If you need to assign a static IP
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address to the computer, then go to “DHCP Reservation”

on page 7 .

Enabled Select Enabled to activate port forwarding .

Applications & Gaming > Port Range
Triggering

The Port Range Triggering screen allows the router to
watch outgoing data for specific port numbers . The IP
address of the computer that sends the matching data is
remembered by the router, so that when the requested
data returns through the router, the data is pulled back
to the proper computer by way of IP address and port
mapping rules .
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Applications and Gaming > Port Range Triggering

Port Range Triggering

For each entry, complete the following:

Application Name Enter the name of the application .
Each name can have up to 12 characters .

Triggered Range Enter the starting and ending port

numbers of the outgoing traffic . Check the Internet
application’s documentation for more information .

Forwarded Range Enter the starting and ending port
numbers of the incoming traffic . Check the Internet
application’s documentation for more information .

Enabled Select Enabled to activate port triggering .
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Applications and Gaming > DMZ

The DMZ (DeMilitarized Zone) feature allows one
network device to be exposed to the Internet for use

of a special-purpose service, such as online gaming or
videoconferencing . The router forwards all the ports at
the same time to the DMZ device (also called host) . The
Port Range Forwarding feature is more secure because

it only opens the ports you want to have opened, while
DMZ hosting opens all the ports of one device, exposing
the device to the Internet .
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Applications and Gaming > DMZ

DMZ

Any device whose port is being forwarded should have

its DHCP client function disabled and have a new static IP
address assigned to it because its IP address may change
when using the DHCP function .

Enabled/Disabled To disable DMZ hosting, keep the
default, Disabled . To expose one device, select Enabled .
Then configure the options below .

Source IP Address To allow any IP address from the
Internet to access the DMZ device, select Any IP Address .
To specify an IP address or range of IP addresses from the
Internet to access the DMZ device, select and complete
the IP address range fields .

Destination To specify the DMZ device by IP address,

select IP Address and enter its IP address . If you need to

assign a static IP address to the device, then go to “DHCP
Reservation” on page 7 . —_—

To specify the DMZ device by MAC address, select MAC

Address and enter its MAC address . To look up its MAC
address, click DHCP Client Table .

DHCP Client Table

The DHCP Client Table screen appears . It lists computers
and other devices that have IP addresses assigned

by the router . The list can be sorted by Client Name,
Interface, IP Address, and MAC Address .

Totarthy Fhaseme
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DMZ > DHCP Client Table
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To select a DHCP client, click Select . To update the on-
screen information, click Refresh . To exit this screen
and return to the DMZ screen, click Close .

Applications and Gaming > QoS

Quality of Service (QoS) is a method that assigns priority
to specific types of network traffic, which often are
demanding, real-time applications, such as online gaming,
VolP calls, video streaming, and videoconferencing . QoS
can mark packets to designate different levels of priority,
so it helps to ensure optimal performance for the most
important, real-time applications .

QoS is only applied to traffic streams that are uploaded to
the Internet . QoS cannot be guaranteed after the traffic
streams reach the Internet .
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Applications and Gaming > QoS

QoS (Quality of Service)

Wireless

WMM Support The Wi-Fi MultiMedia (WMM) feature is a
wireless QoS feature based on the IEEE 802 .11e standard .
WMM improves quality for audio, video, and voice
applications by prioritizing wireless traffic . To use this
feature, the wireless client devices in your network must
support WMM . To disable this option, select Disabled .
Otherwise, keep the default, Enabled .

No Acknowledgement If you want the router to re-send
data if an error occurs, keep the default, Disabled . If you
do not want the router to re-send data if an error occurs,
select Enabled .

Internet Access Priority

The router is the interface between the local network and
the Internet . The user can configure the router to assign
higher priority for these categories: Applications, Online
Games, MAC Address, and Voice Device .

In this section, you can set the bandwidth priority for a
variety of applications and devices . There are four levels
of priority: High, Medium, Normal, or Low . When you set
priority, do not set all applications to High, because this will
defeat the purpose of allocating the available bandwidth .

If you want to select below-normal bandwidth, select
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Low . Depending on the application, a few attempts may
be needed to set the appropriate bandwidth priority .

Enabled/Disabled To use the QoS policies you set, select
Enabled . Otherwise, keep the default, Disabled .

Upstream Bandwidth

The Upstream Bandwidth feature sets the maximum
outgoing bandwidth that applications can use . The
default, Auto, allows the router to set the maximum . The
router sets speeds that are multiples of 512 Kbps . Here are
a couple of examples:

« If the router auto-detects an upstream speed between
512 Kbps and 1024 Kbps, it will set the maximum at
512 Kbps .

« If the router auto-detects an upstream speed of 2300
Kbps, it will set the maximum at 2048 Kbps (512 Kbps
x4).

Upstream Bandwidth This option sets the maximum
outgoing bandwidth of your Internet connection . To allow
the router to detect the maximum, keep the default, Auto .
To specify the maximum, select Manual . Then enter the
appropriate bandwidth and select Kbps or Mbps .

NOTE: If the maximum bandwidth is too high,
then the router cannot apply QoS properly, and
there will be adverse QoS issues .

Category

You can define the Internet access priority level for as
many selections as you want . The Summary section will
display all of the priority selections that you enter . Select
from the following categories:

« Applications Allows you to assign a priority level for a
predefined application or one that you add .

- Online Games Allows you to assign a priority level for
a preset game or one that you add .

« MAC Address This option lets you prioritize network
traffic based on the device that is accessing the
network . For example, if you want your gaming
console to have higher priority accessing the Internet
than your computer, you can assign their priority levels
using their respective MAC addresses .

. Voice Device Voice devices require a higher priority
level . You can assign a higher priority level to voice
devices using their respective MAC addresses .

Summary
This lists the QoS entries you have created for your

applications and devices . Go to “Summary” on page 40
for more information . —
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Applications
Applications Select the appropriate application . If you

select Add a New Application, follow the instructions in
the Add a New Application section .

Priority Select the appropriate priority level: High,
Medium (Recommended), Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .

Add a New Application

Category Appicatems -

Apphcasons ‘ AS2 8 New Applcaten -

[ !nl.lll.’.:

| u fom -
’MW\ e e S0 -
Owtore t o -

Prarty "I Nedum (Receevanted)

Asey

QoS > Add a New Application

Enter a Name Enter a name for this application .

Port Range Enter the port range that the application

will use . For example, to allocate a single port for FTP,
enter 21 to 21 as the port range . If you need services for
an application that uses ports 1000 to 1250, then enter
1000 to 1250 as the port range . You can define up to
three ranges for this bandwidth allocation . Port numbers
can range from 1 to 65535 . Check your application’s
documentation for details on the service ports used .

Select the protocol TCP or UDP, or select Both .

Priority Select the appropriate priority level: High,
Medium (Recommended), Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .

Online Games

Category [
Game | Neverwmier lighm 7
Priceity | Ustum Rectemented, w

e

QoS > Online Games
Game Select the appropriate game . If you select Add a
New Game, follow the instructions in the Add a New Game
section .

Priority Select the appropriate priority level: High,
Medium (Recommended), Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .
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Add a New Game
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QoS > Add a New Game

Enter a Name Enter a name for this game .

Port Range Enter the port range that the game will use .
For example, if your game uses a single port (4000), then
enter 4000 to 4000 as the port range . If you need services
for a game that uses ports 4000 to 5000, then enter 4000

to 5000 as the port range . You can define up to three
ranges for this bandwidth allocation . Port numbers can
range from 1 to 65535 . Check your game’s documentation
for details on the service ports used .

Select the protocol TCP or UDP, or select Both .

Priority Select the appropriate priority level: High,
Medium (Recommended), Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .

MAC Address
Category VAT Asdess w Uy Coment BOw MAC Asowen 00LIT2N N
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QoS > MAC Address

The MAC address of the computer you are using is
displayed .

Enter a Name Enter a name for your device .
MAC Address Enter the MAC address of your device .

Priority Select the appropriate priority level: High,
Medium (Recommended), Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .
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Voice Device

Category Vace Devoe
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QoS > Voice Device

Enter a Name Enter a name for your voice device .

MAC Address Enter the MAC address of your voice
device .

Priority Select the appropriate priority level: High
(Recommended), Medium, Normal, or Low .

Click Apply to save your changes . Your new entry will
appear in the Summary list .

Summary

This lists the QoS entries you have created for your
applications and devices .

Priority This column displays the bandwidth priority of
High, Medium, Normal, or Low .

Name This column displays the application, game,
device, or port name .

Information This column displays the port range or MAC
address entered for your entry . If a predefined application
or game was selected, there will be no valid entry shown
in this section .

Remove Click this option to remove an entry .

Edit Click this option to make changes .
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Administration > Management

The Management screen allows the network’s
administrator to manage specific Router functions for
access and security .

Router Access Router P
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Remote Laragemem Fort
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Administration > Management

Management

Router Access

Router Access Roster Password

Re-Enter to Confirm

Management > Router Access

To ensure the router’s security, you will be asked for your
password when you access the router’s browser-based
utility . The default is admin .

If you used the setup software for installation, the default
is changed to a unique password .

Router Password Enter a new password for the router .

Re-enter to confirm Enter the password again to confirm .

Local Management Access

Local Management Access Access va J NTTP

Access via Wreiess © Enabled

NTTPS
Desabled

Management > Local Management Access

Access via HTTP (HyperText Transport Protocol) is the
communications protocol used to connect to servers

on the World Wide Web . HTTPS uses SSL (Secure Socket
Layer) to encrypt data transmitted for higher security .
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Select the protocol for local access, HTTP or HTTPS . The
default is HTTP .

Access via Wireless To allow wireless access to the
router’s browser-based utility, keep the default, Enabled .

Remote Access
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Management > Remote Access

Remote Management To manage the router over the
Internet, select Enabled .

Access via HTTP (HyperText Transport Protocol) is the
communications protocol used to connect to servers on

the Internet . HTTPS uses SSL (Secure Socket Layer) to
encrypt data transmitted for higher security . Select the
protocol for remote access, HTTP or HTTPS . HTTP is the
default .

Remote Upgrade To upgrade the router’s firmware over
the Internet, select Enabled . (You must have the Remote
Management option enabled as well .)

Allowed Remote IP Address If you want to be able to
access the router from any external IP address, select Any
IP Address . To specify an external IP address or range of IP
addresses, select and complete the IP address range fields .

Remote Management Port Enter the port number that
will be open to outside access . (To access the router, you
will need to enter the router’s password .)

NOTE: When you are in a remote location

and wish to manage the router, enter

http: /XXX XXX XXX XXX: yyyyor
https://XXX.XXX.XXX.XXX:Yyyy,depending

on whether you use HTTP or HTTPS . Enter the
router’s specific Internet IP address in place

of XXX .XXX .XXX .XXX, and enter the Remote
Management Port number in place of yyyy .

41


http://xxx.xxx.xxx.xxx:yyyyor
http://xxx.xxx.xxx.xxx:yyyyor

Linksys E4200

Advanced Features

Advanced festures = SPALG Enabled @ Disabled

cF 9 Enabled Disabled

Management > Advanced Features

SIP ALG The Session Initiation Protocol (SIP) Application
Layer Gateway (ALG) feature allows SIP packets, which
are used for VolP, to traverse the NAT firewall . For more
information, contact your VVolP service provider .

To use the SIP ALG feature for VVolIP service, select Enabled .
If you are not using VolP service, then keep the default,
Disabled .

If your VoIP service provider uses other NAT traversal
solutions such as Session Traversal Utilities for NAT
(STUN), Traversal Using Relay NAT (TURN), or Interactive
Connectivity Establishment (ICE), then keep the default,
Disabled .

CTF The CTF (Cut-Through Forwarding) option improves
the efficiency of packet forwarding between the local
network and the Internet . Using this option, the router
caches route/bridge entries for established connections,

so it can expedite the transmission of packets over those
connections . To use the CTF option, keep the default,
Enabled .

UPNP

Universal Plug and Play (UPnP) allows the appropriate
operating system to automatically configure the router
for various Internet applications, such as online gaming
and VolP calls .

UPnp UPaP: @ fnabled Disabled

Alow Users Yo Confgure @ Enabled Ossabled

Aow Users 10 Daabie
hternet Access Enabled @ Disabled

Management > UPnP

UPnP If you want to use UPnP, keep the default, Enabled .

Allow Users to Configure If you want to be able to
make manual changes to the router while using the UPnP
feature, keep the default, Enabled .

Allow Users to Disable Internet Access To prevent local
network users from disabling your Internet connection
through the UPnP feature, keep the default, Disabled .

Back Up and Restore

BackUpsndRestore | | BacklpCoafgwaton | | Reatore Confguraton |

Management > Back Up and Restore
Back Up Configuration To back up the router’s

configuration settings, click this option and follow the
on-screen instructions .
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Restore Configuration To restore the router’s
configuration settings, click this option and follow the
on-screen instructions . (You must have previously backed
up the router’s configuration settings .)

Administration > Log

The router can keep logs of all traffic for your Internet
connection .

9’ Enabled Disabled

Administration > Log

Log
Enabled/Disabled To disable the Log function, select
Disabled . To monitor traffic between the local network

and the Internet, keep the default, Enabled . With logging
enabled, you can choose to view temporary logs .

When you wish to view the logs, click View Log .

Log

Troe e e

niomeng Log [ Sowrre P Addean Destnaton Pert Sumder

[ Someiow J  Webesn  J O Owe |
Log > View Log

« Type Select Incoming Log, Outgoing Log, Security
Log, or DHCP Client Log .

« <Type> Log The Incoming Log displays a temporary
log of the source IP addresses and destination
port numbers for the incoming Internet traffic . The
Outgoing Log displays a temporary log of the local IP
addresses, destination URLS/IP addresses, and
service/port numbers for the outgoing Internet traffic .
The Security log displays the login information for the
browser-based utility . The DHCP Client Log displays
the local DHCP server status information .

Click Save the Log to save this information to a file on
your computer’s hard drive . Click Refresh to update
the log . Click Clear to clear all the information that is
displayed .
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Administration > Diagnostics

Iraceroute e arpfp wa | B pates com (BL 13T 040 841 26 heon man, 40 Gyte packats |
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Trace covewn

Ping Test [ OweJ ey ]

Ping checks whether the IP or URL address is reachable . Diagnostics > Tracerotite

IP or URL Address Enter the IP or URL address you want Administration > Factory Defaults
to test .
The Factory Defaults screen allows you to restore the

Packet Size Enter the packet size you want to send . The router’s configuration to its factory default settings .

default is 32 bytes .

Number to Ping Enter the number of times you wish to NOTE: Do not restore the factory defaults

test the connection . The defaultis 5 . unless you are having difficulties with the router
and have exhausted all other troubleshooting
measures . Once the router is reset, you will have
to re-enter all of your configuration settings .

Start Test To run the test, click this option . The Ping
screen shows if the test is successful . Click Close to return
to the Diagnostics screen . Click Stop to stop the test .

PG wwrw L300 oo (T4 24 11 800 12 oo byt

1 bytes bam T3 I 10 0E cog seoed BedT dmee 1T A | [

Restore Factory Defauts |

3 hyten b TEL2S TR0 wrp_sade! Bl tepe1) 0 e ‘

3 ytes o T4 125 10 B0 omm_se0e] DedT tnge 173
3 s Y T 128 TR BR o aeg] BedT e 068 Administration > Factory Defaults

3 byten B T 120 T B0 Erg_ gt BedT tmee 100
A AT Factory Defaults
2 peihaty Farenind § jeitste reiened TN seidel nes

PRnd Ay sewnepas « T IS 0

Restore Factory Defaults To reset the router’s settings to
[ ewe G} W | the default values, click this option . Any settings you have
Diagnostics > Ping saved will be lost when the default values are restored .

Traceroute Test

Traceroute displays the route that packets travel between
your computer and the IP or URL address .

IP or URL Address Enter the IP or URL address you want
to test .

Start Test To run the test, click this option . The Traceroute
screen shows if the test is successful . Click Close to return
to the Diagnostics screen . Click Stop to stop the test .

Maximum Performance Wireless-N Router 43



Linksys E4200 Chapter 2: Advanced Configuration

Administration > Firmware Upgrade

The Firmware Upgrade screen allows you to upgrade the
router’s firmware . Do not upgrade the firmware unless
you are experiencing problems with the router or the new
firmware has a feature you want to use .

Fuase sefect & Ue 12 wpgrade Drevoe
| St upgrase

"™

Upgrode must HOT be interrupled!!

Administration > Firmware Upgrade

NOTE: The router may lose the settings you have
customized . Before you upgrade its firmware,
write down all of your custom settings . After
you upgrade its firmware, you will have to
re-enter all of your configuration settings .

Firmware Upgrade

Before upgrading the firmware, download the
router’s firmware upgrade file from the website,
www.linksys.com/support .

Please select a file to upgrade Click Browse and select
the firmware upgrade file .

Start Upgrade After you have selected the appropriate
file, click this option, and follow the on-screen instructions .

WARNING: Do not interrupt the upgrade
process . You should not power off the router
or press the Reset button during the upgrade
process . Doing so may disable the router .
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Status > Router

The Router screen displays information about the router
and its current settings .

Rouset keformation

Femware Vernan 1000 burd 7 Sep 8, 2000
Femwars Verfioaton:  14000284dbdcTE362800 2Be 1042081
Cutrent Teve Tha, 15 Sep 2000 114600
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Oevice Hams C1acc000y
Hoat tiame
Doman lave cisco.oom
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nlemet P Address S man

Sutaet Mask 2582652550

Detast Catnway LERTIRTER]

onst L0628

DRS 2 AL

onss SLI028 247

um 1500

DHCP Lense T 2 Days 23 Mour 19 Min 18 Sec

[ Rawase P Asiem ] | Senew ¥ Asirens

Status > Router
Router Information

Firmware Version The version number of the router’s
current firmware is displayed .

Firmware Verification The unique identifier of the
firmware is displayed .

Current Time The local time is displayed .

Internet MAC Address The router’s MAC address, as seen
from the Internet, is displayed .

Device Name The Device Name is the NetBIOS name

of the router . The default is Cisco followed by the last 5
digits of the router’s serial number, which is found on the
bottom of the router . If you used the setup software for
installation, then the Device Name is the name of your
wireless network (up to 15 characters) .

Host Name The Host Name of the router is displayed .

Domain Name The Domain Name of the router is
displayed .

Internet Connection

This section shows the current network information . The
information varies depending on the Internet connection
type selected on the Setup > Basic Setup screen .

For a DHCP connection, select Release IP Address or
Renew IP Address as appropriate to release or renew

a DHCP lease . For a PPPoE or similar connection, select
Connect or Disconnect as appropriate to connect to or
disconnect from the Internet .

Click Refresh to update the on-screen information .
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Status > Local Network

The Local Network screen displays information about the
local network .

Local MAC Address 98:FC:11:84:B1:0F
Router P Address 192168414
Subnet Mask 265.255,265.0

| DHCP Server Enabled
Stant P Address 182.168.1,100
End P Address 192.168.1.149
[ DHCPCient Table |

Status > Local Network

Local Network

Local MAC Address The MAC address of the router’s
local, wired interface is displayed .

Router IP Address The router’s local IP address is
displayed .

Subnet Mask The subnet mask of the router is displayed .

DHCP Server

DHCP Server The status of the router’s DHCP server
function is displayed .

Start IP Address For the range of available IP addresses,
the starting IP address is displayed .

End IP Address For the range of available IP addresses,
the ending IP address is displayed .

DHCP Client Table Click this option to view a list of
computers or other devices that are using the router as a
DHCP server .

ooty Paaremw -
b e Wtecturs | @ ASIens | WAC Adarwns | SRS
4 : ! ! -
=t ST Las MIMALIM | BRI | g e

DHCP Client Table

DHCP Client Table

The DHCP Client Table lists computers and other
devices that have been assigned IP addresses by

the router . The list can be sorted by IP Address, MAC
Address, Interface, and Client Name . To remove a
DHCP client, click Delete . To update the on-screen
information, click Refresh . To exit this screen and
return to the Local Network screen, click Close .
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Status > Wireless Network

The Wireless Network screen displays information about
your wireless network(s) .

5 GHz Wireless Network

MAC Address SBFC:11:84:81:12
Hode Mixed
Network Name (SSD).  Cisco00009

Channe! Width 20MH2
Channet 3%
Securty Disabled
SSO Brosdcast Enabled
MAC Address 9S:FC114B N
Mode Mixed

Network Hame (SSO).  Cisco00009

Channel Width 20MHz
Channet 1"
Securty Disabled
SSDO Brosdcast Enabled

Status > Wireless Network

5 GHz Wireless Network or
2 .4 GHz Wireless Network

MAC Address The MAC address of the router’s wireless
interface is displayed .

Mode The wireless mode used by the network is
displayed .

Network Name (SSID) The name of the wireless network,
also called the SSID, is displayed

Channel Width The radio channel width used by
Wireless-N devices is displayed .

Channel The router’s operating radio channel is
displayed .

Security The wireless security method used by the
wireless network is displayed .

SSID Broadcast The status of the SSID Broadcast option
is displayed .
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Status > Ports

The Ports screen allows you to control the router’s port
lights and displays information about the router’s port
speeds .

Rear Port Lights

& On ot
10100 Mops | 1Gops |

Internet = |
I | 10m00mbps | 1Gbps
[ Port | — =
Portz | = =i
Port3 |

Portd

Status > Ports

Rear Port Lights

On/Off To allow the lights on the router’s back panel to
turn on, keep the default, On .

Internet Port Speed

10/100 Mbps or 1 Gbps The maximum speed of the
Internet port is displayed .

Local Port Speed

10/100 Mbps or 1 Gbps The maximum speed of each
local port (Ports 1-4) is displayed .

Click Refresh to update the on-screen information .
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Your computer cannot connect to the Internet.

Follow these instructions until your computer can connect
to the Internet:

«  Verify that the power adapter is connected to the
router and to a power outlet . If the power adapter is
connected to a power strip, make sure the power strip
is powered on .

«  Make sure that the Power light on the top of the router
is lit . If you have any wired computers connected to
the router, make sure the appropriate port lights on
the back are lit .

NOTE: The Power light flashes after the
power adapter is connected to the router . If
the light flashes for more than 30 seconds,
it may indicate that the router is not
working properly . For assistance, use a
computer or device with Internet access

to refer to the support section on the web,
www.linksys.com/support

«  Make sure that your DSL or cable modem is connected
to your router’s Internet port using an Ethernet cable .

»  Reset all of the devices on your network:

1. Power off all of your network computers and
devices, and then disconnect the power adapter
from your router .

2 . Disconnect your modem’s power cord (and
coaxial cable if you have a cable modem), and
wait two minutes .
Reconnect your modem’s power cord (and

3. coaxial cable) and wait two more minutes .
Reconnect the power adapter to the router, and

4 then power on all of your network computers
and devices .

The modem does not have an Ethernet port.

The modem is a dial-up modem for traditional dial-up
service . To use the router, you need a cable/DSL modem
and high-speed Internet connection .

You cannot use the DSL service to connect manually to
the Internet.

After you have installed the router, it will automatically
connect to your Internet Service Provider (ISP), so you no
longer need to connect manually .
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The DSL telephone line does not fit into the router’s
Internet port.

The router does not replace your modem . You still need
your DSL modem in order to use the router . Connect the
telephone line to the DSL modem, and then insert the
setup CD into your computer . Click Set up your Linksys
Router and follow the on-screen instructions .

When you open the web browser, the login screen
appears, even though you do not need to log in.

These steps are specific to Internet Explorer but are similar
for other browsers .

. Open the web browser .

. Go to Tools > Internet Options .
. Click the Connections tab .

. Select Never dial a connection .
. Click OK .

a b~ W N B

The router does not have a coaxial port for the cable
connection.

The router does not replace your modem . You still need
your cable modem in order to use the router . Connect
your cable connection to the cable modem, and then

insert the setup CD into your computer . Click Set up your
Linksys Router and follow the on-screen instructions .

The computer cannot connect wirelessly to the network.

Make sure the wireless network name or SSID is the same
on both the computer and the router . If you have enabled
wireless security, then make sure the same security
method and key are used by both the computer and the
router .

You need to change the settings on the router.
Wireless network settings can be changed using Cisco

Connect . To change the router’s advanced settings, refer
to “How to Access the Browser-Based Utility” on page 3 .

You want to access the browser-based utility from Cisco
Connect.

To enter the browser-based utility from Cisco Connect,
follow these steps:

1. Open Cisco Connect .

2 . On the main menu, click Router settings .
3. Click Advanced settings .
4.

Write down the username and password that are
displayed . (To help protect your password, you can
copy it to the Clipboard by clicking Copy password .)

5. Click OK.
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6 . Your web browser automatically opens . Enter the
username and password, and then click OK . (If you
copied the password to the Clipboard in step 4, press
Ctrl-V to paste it into the Password field .)

When you try to log into the browser-based utility, your
password does not work.

Your wireless security password also serves as the
browser-based utility’s login password . To see this
password:

1. Open Cisco Connect .
2. On the main menu, click Router settings .

3. The Password is displayed on the left side of the screen .
The router does not recognize your USB storage device.

Make sure the USB storage device uses the NTFS, FAT, or
HSF+ format . To check its format, follow these instructions:

1. Connect the USB storage device directly to your
computer .

2. On your desktop, double-click Computer or My
Computer icon .

3. Right-click the USB storage device, and click
Properties .

4 . The format is listed in the File system description . If the
format is not NTFS, FAT, or HSF+, then back up the data
on the USB storage device .

After you have backed up the data on the USB storage
drive, you can format it .

Windows: Right-click the USB storage device, and click
Format . Follow the on-screen instructions . For more
information, refer to Windows Help .

Mac: Use the Disk Utility .

If the router still does not recognize the USB storage
device, then remove the power adapter from the router’s
Power port . Wait five seconds, and then re-connect the
power adapter to the router’s Power port .

In Windows Vista, you do not see the USB storage device
in the Network screen.

Make sure the router and your computer use the same
workgroup name . (The default workgroup name of the
router is workgroup . In Windows Vista, right-click the
Computer icon and select Properties . Click Advanced
system settings . Click the Computer Name tab . The
workgroup name is displayed .) If they differ, then
change the workgroup name of the router . Follow these
instructions:

1. Access the web-based utility of the router . (Refer to
“How to Access the Browser-Based Utility” on page
Ep)

2 . Click the Storage tab .
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3. Click the Administration tab .

4 . In the Workgroup Name field, enter the workgroup
name of your computer .

5. Click Save Settings .

In Windows XP, you do not see the router in the My
Network Places screen.

In the Network Tasks section, click Show icons for
networked UPnP devices . If the router does not appear,
follow these instructions:

1. Go to Start > Control Panel > Firewall .
2 . Click the Exceptions tab .

3. Select UPnP Framework .

4 . Click OK.

In Windows XP, you do not see your USB storage device
in the View workgroup computers screen.

Make sure the router and your computer use the same
workgroup name . (The default workgroup name of

the router is workgroup . In Windows XP, go to Start >
Control Panel > System . Click the Computer Name tab .
The workgroup name is displayed .) If they differ, then
change the workgroup name of the router . Follow these
instructions:

1. Access the web-based utility of the router . (Refer to
“How to Access the Browser-Based Utility” on page

2.
3=

2 . Click the Storage tab .
3. Click the Administration tab .

4 . In the Workgroup Name field, enter the workgroup
name of your computer .

5. Click Save Settings .
Your USB storage device includes two USB connectors.

Connect the primary USB connector of the USB storage
device to the USB port of the router . If the USB storage
device does not work properly (because it requires
additional power from the secondary USB connector),
then use a different USB storage device with a single USB
connector .

WEB: If your questions are not addressed here,
r‘\ refer to our Linksys E4200 section on the web,
www.linksys.com/support
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Appendix B: How to Connect and
Access USB Storage

Overview

The router’s USB port lets you connect USB storage that
can be accessed over your network . This appendix covers
the following:

«  Connect and remove the USB storage device
« Access the USB storage device and create shortcuts

«  Map the USB storage device (Windows) or add it to
Startup Login Items (Mac)

« Create a shared folder on a USB storage device
(advanced users)

« Manage access to shared folders using group and user
accounts (advanced users)

Add or Remove USB Storage

Add USB Storage

1. Make sure your computer has a wired or wireless
connection to the router .

2 . Connect an external USB hard disk drive or USB flash
drive to the USB port of the router .

NOTE: If your USB storage device includes two
USB connectors, then connect the primary USB

connector to the USB port of the router . If the
USB storage device does not work properly
(because it requires additional power from the
secondary USB connector), then use a different
USB storage device with a single USB connector .

3. Follow the instructions for your operating system:
“Windows 7” on page 45, “Windows Vista” on page
A7 “Windows XP” on page 49, or<“Mac-0S-X*om page
5 —48 —_—

NOTE: For a quick way to access your USB
storage device, go to “Quick Access” on page
44 . .
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Remove USB Storage

If you need to disconnect a USB storage device from the
router, first click Safely Remove Disk on the Storage >
Disk screen (refer to “Storage > Disk™ on page 22) . This

prevents the possible loss.ar corruption of data, which
may occur if you remove the disk while it is transferring
data .

Quick Access

Windows 7, Vista, or XP

NOTE: The screenshots are shown for
Windows 7, and similar screens appear for
non-Windows 7 users .

1. Right-click your desktop . Select New and click

Shortcut .
View
Son by
Refresh
Pen
Unde Ransme Corle2
o Folder Hen
£ " B Screenrewchsion
&  Betmup inmege @ Gadgets
& Contact & Pencralize
& Jewnsl Documaent
Rich Text Document
| Tet Document
L Comprened (sipped) Folder
e Briefcme

Windows Explorer Icon

2. In the Type the location of the item field, enter the
default IP address of the router: \192.168.1.1 and
click Next .
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3. In the Type a name for this shortcut field, enter a

==
descriptive name and click Finish . sls m :
e .
— Lo
ﬁ L Cnatdeor
0 »  Coste Brartens ® o uscsor
L LS
What would you like 20 name the shonoa? nn-m
D
. BESPEPA ! A Aesrcream
YOO 8 e e thes T [N
sl _serspd ) 3
Today
Ok Fimish £2 srasts the shatcc bzt
Ll
V-
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Double-Click Server Name

Create Shortcut - Name Shortcut
A NOTE: It may take a few moments before the

4 . Double-click the shortcut to access the USB storage router is detected . Please wait .
device .

Windows 7

Access the USB Storage Device
Shortcut fcon 1. On your desktop, click the Windows Explorer icon .

Mac OS X

1. From your desktop, go to Finder > Go > Network .

Windows Explorer Icon

NOTE: If the Windows Explorer icon is not
displayed, then go to Start > All Programs >

Accessories > Windows Explorer .

0xA 2 . In the Address field, enter the default IP address of the

nlpmes ool router: \\192.168.1.1
Recent Folders »
Co to Folder oxNC

Connect to Server e |Qu ‘.ri \\192168.1.1 »

Select Go > Network

Enter Local IP Address of Router
2 . Double-click the server name .

a NOTE: If you used the setup software for NOTE: Another option is to use the Device Name

installation, then the server name is the name (Disk) of the router . In the Address field, enter:

of your wireless network (up to 15 characters) . \\Cisco followed by the last five digits of the

If not, the server name is Cisco followed by the ro%ter S sferla_l n;Jerte_r ) lfﬂ? ou usted g:e setup £
last five digits of the router’s serial number . software Tor Instaliation, then enter the name o

your wireless network (up to 15 characters) in
the Address field .
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3. Double-click the shared folder .

(& LI

Double-Click Shared Folder

NOTE: If the shared folder is not displayed,
right-click Network . Click Properties . Click
Change advanced sharing settings . Select

Turn on network discovery . Select Turn on
file and printer sharing . Click Save changes .

A NOTE: If the login screen appears, enter your
account username and password . Click OK .

Map a Drive

1. On your desktop, click the Windows Explorer icon .

Windows Explorer Icon

NOTE: If the Windows Explorer icon is not
displayed, then go to Start > All Programs >

Accessories > Windows Explorer .

By

2 . In the Address field, enter the default IP address of the
router: \\192.168.1.1

—
|k/u |9 \1921681.1

Enter Local IP Address of Router

NOTE: Another option is to use the Device Name
(Disk) of the router . In the Address field, enter:
\\Cisco followed by the last five digits of the
router’s serial number . If you used the setup
software for installation, then enter the name of
your wireless network (up to 15 characters) in

the Address field .
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3. Right-click the folder you want to map, and click Map
network drive .

F e el
S o i ——2
T e .23 0
e
I, o=
s

— s e
‘roem R N
——— —

Vo —

—

L - . —-——

Map Network Drive

4 . From the Drive drop-down menu, select an available
drive letter .

2. N by Nt Dvn

What network folder would you Mee to map?

Souchy the e lemee fur tha commucsan snd the foltder Shat you wert 1o Conmect b=

- 2 -
boder
Liampin \seever thare
¢/ Aeczoment @ ogen
Canract usng S erert Cadetal

Larmec2s b g Set rem cae e ts Sury Sccamgre and ity

Select Drive Letter

A NOTE: If the login screen appears, enter your
account username and password . Click OK .

5. Click Finish .

L L Mg Hetet Oes

What network folder would §

Specsty the Srive lettae dor the conmacsan snd the fxbde Bt you met 1n convmect Az

Dvwve 2 -
far
Liampn sarver thare
o Racoonect & BgEn
Commact urng S erert (adetioh

Soowalite s Suk At St puy 20 sin 23 Q00K seip docamunty and Srlaw

Click Finish
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Access the Mapped Drive

1. On your desktop, click the Windows Explorer icon .

Windows Explorer Icon

Appendix B: How to Connect and Access USB Storage

NOTE: If the Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer .

2 . Double-click the mapped drive to access it .

1w
- — .
- — -
& e
wr -
Double-Click Mapped Drive
Windows Vista

Access the USB Storage Device

1. On your desktop, double-click the Computer icon .

Computer Icon

NOTE: If the Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer .

2 . In the Address field, enter the default IP address of the
router: \\192.168.1.1

() () A \\102168 11
e NS

Enter Local IP Address of Router

Maximum Performance Wireless-N Router

NOTE: Another option is to use the Device Name
(Disk) of the router . In the Address field, enter:

\\Cisco followed by the last five digits of the
router’s serial number . If you used the setup
software for installation, then enter the name of
your wireless network (up to 15 characters) in
the Address field .

3. Double-click the shared folder .

Double-Click Shared Folder

A NOTE: If the login screen appears, enter your
account username and password . Click OK .

Map a Drive

1. On your desktop, double-click the Network icon .

Network Icon

then go to Start > All Programs > Accessories
> Windows Explorer .

A NOTE: If the My Computer icon is not displayed,

2 . In the Address field, enter the default IP address of the
router: \192.168.1.1

et 119216811
N

Enter Local IP Address of Router

NOTE: Another option is to use the Device Name
(Disk) of the router . In the Address field, enter:
\\Cisco followed by the last five digits of the
router’s serial number . If you used the setup
software for installation, then enter the name of
your wireless network (up to 15 characters) in

the Address field .
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3. Right-click the folder you want to map, and click Map
Network Drive .

Map Network Drive

4 . From the Drive drop-down menu, select an available
drive letter .

L S N Wetwat Doive

Vit netwark Soader would you like 10 map?

N B comrent e wd D Dider T ey et

4

Select Drive Letter

A NOTE: If the login screen appears, enter your
account username and password . Click OK .

5. Click Finish .

| N N At e

Wit neterork foider would you ke 1o map/

iy B Sver better N B comrenon wed B Sikder £t pr wed

Click Finish

Maximum Performance Wireless-N Router

Appendix B: How to Connect and Access USB Storage

Access the Mapped Drive

1. On your desktop, double-click the Computer icon .

Computer Icon

NOTE: If the Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer .

2 . Double-click the mapped drive to access it .

Double-Click Mapped Drive
Windows XP

Access the USB Storage Device

1. On your desktop, double-click the My Computer icon .

“‘“‘"

My Computer Icon

NOTE: If the My Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer .
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2 . In the Address field, enter the default IP address of the
router: \\192.168.1.1

Address | W 11192.168.1.1

Enter Local IP Address of Router

NOTE: Another option is to use the Device Name
(Disk) of the router . In the Address field, enter:

\\Cisco followed by the last five digits of the
router’s serial number . If you used the setup
software for installation, then enter the name of
your wireless network (up to 15 characters) in
the Address field .

3. Double-click the shared folder .

Double-Click Shared Folder

A NOTE: If the login screen appears, enter your
account username and password . Click OK .

Map a Drive

1. On your desktop, double-click the My Computer icon .

My Computer Icon

NOTE: If the My Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer .

Maximum Performance Wireless-N Router
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2 . In the Address field, enter the default IP address of the
router: \\192.168.1.1

Address | W 11192.168.1.1

Enter Local IP Address of Router

(Disk) of the router . In the Address field, enter:
\\Cisco followed by the last five digits of the
router’s serial number . If you used the setup
software for installation, then enter the name of
your wireless network (up to 15 characters) in
the Address field .

A NOTE: Another option is to use the Device Name

3. Right-click the folder you want to map, and click Map
Network Drive .

T ]
- - - -~ r
Q= 0" flwe i e

T C]
oy - -

3 = S

. WIS

e

e ~ce—tn

.

‘
Pyt gy

Map Network Drive

4 . From the Drive drop-down menu, select an available
drive letter .

Map Hatwork Deive

[X]

Windors can haip you connec to & shared natrenr fokder
and assign & drive fetter bo the cornection 5o that you cen
wccess the Folder uung My Computes
oty the drive letber for e conmechon and the ok
et yOu want Lo connmat e
Debem T v
Foder
Examphor \soreer\share
[ hecrrrmct at logon

Connect ug &

Frish | | concet |

Select Drive Letter

a NOTE: If the login screen appears, enter your
account username and password . Click OK .
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5 . Click Finish . Mac OS X

Wap Fatwork D v %) Access the USB Storage Device

Windowe can help you connedt to a sharsd netwart Folder .
Q s a5 » v et £ the cormetion 56 tha you can 1. From your desktop, go to Finder > Go > Network .

wccess the Folder uong My Computer .

Soechy the drive letter for the comnection and the fokder
IRt you wart 1o connect Lo I3 Tie  Edt

Deton! b vl

Foider
Exsocle: \\servershare
[Vl iecorrmot ot bogon

Connect usng a i

£ Dk »
# Apglications OXA
W Unilities oy

Recent Folders >

Go 1o Folder OxC
Connect to Server.. XK

Click Finish

Select Go > Network

Access the Mapped Drive

. . 2 . Double-click the server name .
1. On your desktop, double-click the My Computer icon .

Y'Il
Hy Conoudet
My Computer Icon

NOTE: If you used the setup software for
installation, then the server name is the name
of your wireless network (up to 15 characters) .
If not, the server name is Cisco followed by the
last five digits of the router’s serial number .

NOTE: If the My Computer icon is not displayed,
then go to Start > All Programs > Accessories

> Windows Explorer . T m .

2 . Double-click the mapped drive to access it .

Double-Click Server Name

A NOTE: It may take a few moments before the
router is detected . Please wait .

Double-Click Mapped Drive
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Display the Shared Folder on the Desktop

3. By default, the window displays Connected as: Guest .
Double-click the shared folder .
1. Go to Finder > Preferences .
.‘-‘.u-wn WD Emoty Trash oR®
LI Secure Empty Trash
Pt Services >
A ey .
- Vide Findet RH
\:..:: Hide Others \RH
(o Go to Finder > Preferences
el
Ll )
~pmon 2 . Select Connected servers .
B M Dy
L2 e -
Double-Click Shared Folder
Show these items on the Desktop:
- - v 3
NOTE: If you have disabled the Anonymous Disk q::d d:: :
Access option, then click Connect As . On the Mcnm > ’d —
login screen, enter your account username and =2 N D'Z" s
password . Click OK . A
New Finder windows open:
& Home )
4 . The shared folder opens .
Always open folders in a new window
nAn A SARLD 1
oo Bz olle: D — M Spring-loaded folders and windows
- 3 Delay: ¥
e
. — — S— Short Medium Long
- s ooy g Press Space Bar 1o coen Immediately
L -
[ R
e - Select Connected Servers
:\o-'sun
RS 3. The shared folder is displayed on the desktop . To
oou access it, double-click the icon .
Vomenden
Fort B
2 b
- ——
- Dy
Double-Click Shared Folder Icon
A, WAL MR - 4‘
Access Shared Folder
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Add to Startup Login Items

1. Go to the Apple menu and select System Preferences .

[ 0 Finder File Eda_ View
About This Mat
Software Update
Mac 05 X Software

Go to Apple > System Preferences

2 . Click Accounts .

(ajalm== Srstem Praferences
Personal
EE & M @B @ o @
Agpesrsret Desaass A Dech Copned & eerestens Secamy Socsight
Beoees Saer Soscny
Mardware
6 &~ W | ; o
Sumders  COu A OVOn Dern teergy Untowt 4 Toooss L 1 Sowrd
e Mere
fntarnet & Netwerk
| (&) Q e
Vosiel  Metest  QucTew By
System
2 # ® ¢ & @

Bartug Ouk Tws Maching  Odvenal

Actaah

Click Accounts

3. Click Login Items .

"
Ll Jl e | e )

(vt Lope tarm
— S
v ‘ Chavge Petmers
& b e et |
'

Modiabte Ube Name | Sl

Adbiens Bosk Cant | s

Cipen Surwmta! Cowmpnis
€2 tagi O G i Comren

(2] Onh o ot 10 b g

Click Login Items
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4 . Drag the shared folder to the Login Items window .

Mzseverd  Lope Sews

P . oo ot o aromst o i i

. - [
. ¢ L Meeow Ay e
“n
*
Ta bem ot st when pee bag L SRR B e e
Q Log e O

() Cas the otr & vere Cumgm
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Drag Shared Folder

5 . The folder appears in the list of Login Items . Click the

red x to close the window .

"nn Asarn

om Ty C—

Poioard e e}

CE i oty e v
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o
[
T St 47 2000CE 4 whwn pe g . STk B e ORO30C
.
(2 Lo Ostowes

R T L L vy re—

Close Window
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How to Manage Access to USB Storage 3. Click Create Share for the appropriate partition . The
Shared Folder screen appears .

To manage access to the USB storage device, you can

create shared folders, groups, and user accounts . = TS
T Ovsplay Name {Han 12 e ungue )

Access the Browser-Based Utility TS
To access the browser-based utility, launch the web ; 4
browser on your computer, and enter the router’s default A
IP address, 192.168.1.1, in the Address field . Then press
Enter . Share Enire Partten

roider Enter into Folder Select
A login screen appears . (A similar screen appears for s :7&:2?', >
non-Windows 7 users .) veos | Eeteriie Fokecaal|

maac | Ester oto Fouder. |
1. In the User name field, enter admin .

| Feterm to Upger Folder
2. In the Password field, enter the password created S ————
by the setup software . If you did not run the setup QRN | AmmsaCrome | ) Croaes Wil Acceds |
software, then enter the default, admin . m"; ninir & w)
frendsir)
3. Click OK to continue . Lec)
oy
Tha terver 182 1881 1 regurnt » wiermame sed gassacrd
Tha Sarver it 1QUESAg TRt your wSemame MAS Setineed Be |
[ _sorw Satiege | CaoceiChanges il Clone |

|
' Disk > Shared Folder

Te=a=tar =, [reseetial

4 . In the Display Name field, enter a name for the shared

) o] folder .
Login Screen
Display Mame (Has 1o be unioe )
Create a Shared Folder Shared Folder > Enter Display Name
1. Click the Storage tab . 5 . The Partition name is displayed . If the shared folder
should include the entire partition, select Share Entire
R Partition and go to step 7 .
Top- and Lower-Level Tabs Partition USB_SHARED
2 . Click the Disk tab . The Disk screen appears . Location |
New Folder

,

DisA1: (SB Flash Disk gy ———— _I Share Entre Parttion

[ Parstion " [rie tystem | Capacity |free Spece| Crose thaes | Shared Folder > Share Entire Partition

USE_INARID L0 osnGe TG Lream Sharn
T |+ "owios | samod | =

1S5 Port Speed NOTE: If you select Share Entire Partition,
T Y7 - then all of the Groups with Access (see step 7)
= can access any folder in the partition .

Shared Fouder
Dwoce Name Dad: Crcoteoin
Drarat Dot ¥ Asovae 1218011 : Su—,
;mml ""'."" | Bhared f oider ‘\ £ m
VS0, SAARED | USE_SHARED ' | (eonl |[Sewme
Format Disd Ouk V28 Puan Dat
[Pt |

Storage > Disk
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6 . To specify a folder to share, click Select . To display
subfolders, click Enter into Folder . To return to the
previous folder, click Return to Upper Folder .

Location !
New Folder

1Share Entire Parttion

Folder Enter into Folder Select

photos |  Enter into Folder |

videos | Enter into Foider |

music Enter into Folder }

[ Return to Upper Foiser |

Shared Folder > Select Folder or Enter into Folder

To create a new folder, enter its name in the New Folder
field . Then click Create .

Location Imusic
New Folder  karaoke Create |

I Share Entire Partton

1 Folder {Emevmlo Foldcv[ Select J
'

| Return o Upper Foder |

Shared Folder > Create New Folder

7 . To allow a group to access the shared folder,
select it from the Available Groups column, and
then click the >> button . (To create groups, go to
“Create a Group Account” on page 53 .)

Access Availadle Groups Groups with Access

| puestin) sdminir & w)
famdy(r)
friends(r)

\[22]

(=)

Shared Folder > Groups with Access

NOTE: By default, no password is needed for
read-and-write access to the disk . If you want
to specify which groups can access the shared
folder, select Disabled for the Anonymous Disk
Access option on the Storage > Administration

screen . Go to“Disable Anonymous Disk Access”
on page 53 .

8 . Click Save Settings to apply your changes, or click
Cancel Changes to clear your changes . Click Close to
exit this screen and return to the Disk screen .

Maximum Performance Wireless-N Router
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Manage Group and User Access to
Shared Folders

By default, no password is needed for read-and-write
access to the disk . Before you can manage group and user
access to specific shared folders, you must disable the
Anonymous Disk Access option .

Disable Anonymous Disk Access

1. Click the Storage tab .

Accaen
heiticises

Top- and Lower-Level Tabs

2 . Click the Administration tab . The Administration
screen appears .

FI7P Server Nese Craco0000%
Device Name (Dink) Crsco0000%
Wengroug lame Wertgraep
Server LAN P Adoreas 1H2.18310

Server memel P Aderess. 0,000

Anonymous ACCoRs
Ancoymous FTP. Enabied & Qisabled
(Read-only dak access)

Angeymeus Dk Access © [nabled ' Disabled
(ReaS-ans.wrte Gl ACCees

[ Cromte New user

User lame | Groep Ean Delete
st | adme ) =
guest | guest |Esa| -
tness frencs {Ese] | Desese

Growp Managomant
| | Crosse New Orep |

Group Mame. Access | Cdt | Oelete
Mo | tdw -

__guest | r - w3
ey ' o Delete |
tnescs r (] Deiete

Ao

Storage > Administration

3. For the Anonymous Disk Access option, select Disabled .
4 . Click Save Settings .
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Create a Group Account

1. In the Group Management section on the Storage >
Administration screen, click Create New Group .

Croste New Grow
[Group Weme| Access | Edit | Oelete |
| _oduls thw =i S
s} $ I TN
tamdy ' (Est) | |Deite
vance ' (6! | [Deiwte]

Administration > Group Management

2 . The Group Account screen appears .

In the Group Name field, enter a name for the group .

Group Name
Oescripton
Access read-and-wrie -
{ Create | [ Concet | \

Administration > Group Account

3. In the Description field, enter keywords to describe the
group .

4 . From the Access drop-down menu, select the
appropriate level of access, read-and-write or read-
only.

5. Click Create to apply your changes, or click Cancel to

clear your changes . Click Close to exit the screen and
return to the Administration screen .

Create a User Account

1. In the User Management section on the Storage >
Administration screen, click Create New User .

" Create New User |

[UserName | Gerowp |  Ean | Delete
asmn ome [E -
guest guest [ear) -
trang tenze (g | |Delte]

Administration > User Management
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2 . The User Account screen appears .

In the Name field, enter a name for the user .

Name
Full Name

Descrpton

Pasaword
Confym Passwera
Group Uember

Account Disabled

Administration > User Account

3. In the Full Name field, enter the actual name of the
user .

4 . In the Description field, enter keywords to describe the
user .

5 . In the Password and Confirm Password fields, enter the
password that the user will use for login .

6 . From the Group Member drop-down menu, select the
appropriate group .

o

7 . Click Create to apply your changes, or click Cancel to
clear your changes . Click Close to exit the screen and
return to the Administration screen .

NOTE: To temporarily disable an account, select
Account Disabled .
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Appendix C: Specifications Security Key Bits Up to 128-Bit Encryption
Environmental
Model Name Linksys E4200 Dimensions 8.86" x0.98" x6.30"
Description Maximum Performance (225 x 25 x 160 mm)
Wireless-N Router . .
Unit Weight 12 .52 0z (355 @)
Model Number E4200 V2 Power 12V, 2A
Standards 802 .11n, 802 .11a, 802 .11g, 802 .11b, Certifications FCC, IC, CE, Wi-Fi a/blg/n,
802 .3, 802 .3u, 802 .3ab :
Windows 7
Radio Frequency 2 4and5 GHz Operating Temp . 3210 104F (0 to 40<C)
Switch Port Speed 10/100/1000 Mbps ) :
(Gigabit Ethernet) Storage Temp . 410 140F (-20 to 60<C)
Operating Humidity 10 to 80% Relative Humidity,
Ports Power, USB, Internet, Ethernet (1-4) Noncondensing
Buttons Reset, Wi-Fi Protected Setup Storage Humidity 5 to 90% Noncondensing
LEDs Top Panel: Power

Back Panel: Internet, Ethernet (1-4)

Specifications are subject to change without notice .
Number of Antennas 6 Total, 3 Internal Antennas per

Each 2 .4 GHz and 5 GHz Radio Band

Detachable (y/n) No

Modulations 802 .11b: CCK, QPSK, BPSK
802 .11g: OFDM
802 .11a: OFDM
802 .11n: BPSK, QPSK, 16-QAM,
64-QAM

Receive Sensitivity 2 4 GHz
802 .11b: -87 dBm @ 11 Mbps
(Typical)
802 .11g: -77 dBm @ 54 Mbps
(Typical)
802 .11n: 20 MHz: -71 dBm @ MCS15
(Typical)
802 .11n: 40 MHz: -68 dBm @ MCS15
(Typical)

5 GHz

802 .11a: -71 dBm @ 54 Mbps
(Typical)

802 .11n: 20 MHz: -70 dBm @ MCS23
(Typical)

802 .11n: 40 MHz: -68 dBm @ MCS23
(Typical)

Antenna Gain in dBi 2 .4 GHz (3 internal PIFA antennas)

PIFA 1 <= 3.31 dBi (Right)
PIFA 2 <= 3.45 dBi (Front)
PIFA 3 <= 1.96 dBi (Left)

5 GHz (3 internal PIFA antennas)
PIFA 1 <= 3.71 dBi (Right)
PIFA 2 <= 3.60 dBi (Front)
PIFA 3 <=4.27 dBi (Left)

Supported File Systems for
Storage Device FAT32, NTFS,

and HSF+
UPNnP Supported
Security Features WEP, WPA, WPA2

3245-01479 10120610NC-JL
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