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Setting up the LightPRO Network
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LightPRO dev kit Overview
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Setting up the LightPRO network (1)
- IP network side setup

Step 1 Connect loT Gateway to IPv4 network

»Connect the loT gateway with a LAN Router. Then find the IP address of lIoT gateway in the client list of DHCP Server.

»This will allow PC web to access to the loT Gateway and Jennet-IP network using the IP address.
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Setting up the LightPRO network (2)
- Jennet-IP network formation

Step 2 Enter Jennet-IP Network formation

»Open Browser: (IP address is dynamically assigned by the DHCP server )

»Go to “Gateway Configuration Interface”, type the password “snap”

»Go to “Jennet-IP”-> “Whitelist” tab, wait for the lamps/remote to join the Jennet-IP network

NXP Internet of Things Gateway Configuration "‘“5‘ x

JenNat-[B-BR | NXP loT Gateway (56899) Attitude Adjustment 12.09-rcl | Load; 0,00 0.02 0.05

status || system || services || metwork | Jennet-1p Logout

Changes: 0 Administrati

Node Whitelist

When security Is enabled in the Je N r nw network, only known nodes are allowad to jo etwork. Hera the nodes that are allowad to join the network can be mu ed.
The list below shows all nnd th equested to j A Ehe metwiork, Nodes that fie whiten ted to join the network can be Aclectid el ng the "Allowed" che: eibion
Known Nodes
Allowed MAC Address Commisioning Key
lAdd

@ Reset @Save ([HSave & Apply

@ Intemet | Protected Mode: On GG v miso% <
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Setting up the LightPRO network (2)
- Jennet-IP network formation

Step 3 Add lamp to Jennet-IP network

»Power up the lamp, which enters a breath mode to indicate a joining state.
*Refresh the page of “Jennet-IP”-> “Whitelist” tab until the lamp shows up
»Tick to check box of the lamp and click “Save&Apply”

*Repeat Step3 to add more lamps

NXP Internet of Things Gateway Configuration w

JenNet-IP-BR | NXP IoT Gateway (56899) Attitude Adjustment 12,09-rcl | Load: 0.00 0.01 0.05

Changes: 0

| status || || services || || senNet-1p | Logout |

Wi‘!ihelint —

Node Whitelist

‘When security is enabled in the JenNet-IP network, only known nodes are allowed to join the network. Here the nodes that are allowed to join the network can be configured.
The list below shows all nodes that have requested to join the network. Nodes that are whitelisted to join the network can be selected using the "Allowed" checkboxes.
Known Nodes

Alowed MAC Address Commisioning Key

2 00158D00004E2198 100980021004E000000000080D00150000 J 3]
e 00158D00004E2285 [DOB50022004E00000000008D00150000 3
lAadd

DReset (@Save [ Save & Apply
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Setting up the LightPRO network (2)

- Jennet-IP network formation
Step 4 Add Remote to Jennet-IP network

rInitiate the active mode of the remote by pressing “PRG button-> Up button-> Down button-> Up button”.

*Refresh the page of “Jennet-IP”-> “Whitelist” tab until the remote shows up
»Tick to check box of the remote and click “Save&Apply”

*Repeat Step4 to add more remotes

NXP Internet of Things Gateway Configuration

JenNet-IP-BR | NXP IoT Gateway (56899) Attitude Adjustment 12.09-rcl | Load: 0.00 0.01 0.05

J_Stntus ” Eiyslem_u__Semm U Nerwurk__]_ JenNet-IP J Logout l
SLOWPAND _ JIPd _ Firmware bl

Node Whitelist

‘When security is enabled in the JenNet-IP network, only known nodes are allowed to join the network. Here the nodes that are allowed to join the network can be configured.
The list below shows all nodes that have requested to join the network. Nodes that are whitelisted to join the network can be selected using the "Allowed" checkboxes.
Known Nodes

MAC Address Commisioning Key
= 00158D00004E2198 100980021004E00000000008000150000 ] =l
e 00158D00004E22B5 EBSﬂmmEmmmmmﬂ1m 3
)Add

DReset ISave [J)Save & Apply
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Setting up the LightPRO network (3)
- Group Configuration

Step 5 Enter Group Configuration

»Open Browser: hitp://192.162 0.0 ( IP address is dynamically assigned by the DHCP server )

»Go to “JIP Browser -> ..-> Network Contents”, all joined lamps will show out;

»Select target lamp and then Choose “Groups” MIB for group configuration
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NXP JenNet-IP Browser D &
I e —
Node "fd04:bd3:80e8:2:215:8d00:32:dbcb" MiBs:
Node
JenNet
)
OND
DevicelD
NodeStatus
NodeControl
NwkStatus
13210811 - Brouces cgoses Milon ek @ inteme | Proteced Mode: O G v RioR -

: OFeTEE ] YT
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Setting up the LightPRO network (3)
- Group Configuration

Step 6 Create a Group Entry to a lamp

*Fill in“AddGroup” box with supported GrouplD and then “Set”;

»When the bottom line shows “Success”, Refresh the “Groups” table.

NXP JenNet-IP Browser X NXP JenNet-IP Browser X
BT - I e )~~~ [
Mib "Groups" on Node: fd04:bd3:80e8:3:215:8d00:52:62¢7 Mib "Groups" on Node: fd04:bd3:80e8:3:215:8d00:52:62¢7

Variable Index 0 GFOUDS Varlable Index (
Groups
Empty Table Refresh 000 { Dx15d00d }
AddGroup et e AddGroup
0x15d00d Set vie Multicast Address Sel| Refresh [Ox15dd0d Via Multicast Address: (set| Refresn
RemoveGroup ety RemoveGroup -
0x0000 Set via Multicast Address [se [Refresh 0x0000 Set via Multicast Address: e Refresh
ClearGroups Vbl e ClearGroups e Index
0 Set via Multicast Address; sel Refresh 0 et e Sei Refresh

*Notesl: The Group IDs supported by the Android Smart Lighting App are “Ox15a00a”, “0x15b00b”, “0x15c00c”, “0x15d00d” and
“Ox15f00f”. The Group IDs supported by the PC web are “0x15c00c”, “0x15d00d” and “Ox15f00f".
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Setting up the LightPRO network (3)
- Group Configuration

Step 7 Delete a Group Entry from a lamp

*Fill in“RemoveGroup” box with a GrouplD that is already in the Group table,and then “Set”;

»When the bottom line shows “Success”, Refresh the “Groups” table.

NXP JenNet-IP Browser w NXP JenNet-IP Browser w

Lo e sbessessassesma wooss ot s | o | tiospossrmsamnnsana | mowss |
Mib "Groups" on Node: fd04:bd3:80e8:3:215:8d00:52:62c7 Mib "Groups" on Node: fd04:bd3:80e8:3:215:8d00:52:62¢7

Gr‘oups Variable Index 0 Gr(J'J"_)S Variable Index 0
000 { 0x15d00d } ’m Empty Table
AddGroup e AddGroup Vorlable Indes
0x0000 Set via Multicast Address: 0x0000 Set via Multicast adaress: Set Refresn
RemoveGroup LT RemoveGroup Variable Index 2
0x15600d Set via Multicast Address: |Retresh 0x15d00d Set via Multicast Adre ess: sel [Refresn]
ClearGroups Variable Index 3 ClearGroups Variable index 3
) Set via Multicast Address: |Refresn H 0 Set via Mul ticast Adaress: Refresn]

Update fd04:bd3:8028:3: 215 :8d

00:52:62c7, Mib Groups, Var Remove
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Setting up the LightPRO network (4)
- Scene Configuration

Step 8 Adjust Group Status for Scenes

»Based on group control, adjust the status of lamps to the expected scene value.
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Setting up the LightPRO network (4)
- Scene Configuration

Step 9 Enter Scene Configuration

*Go to “JIP Browser -> ..-> Network Contents”, all joined lamps will show out;

»Select target lamp then choose “BulbScene” MIB for scene configuration.

) = (8] v 19235031 o Bomr oo Hetwore R[] % |[28 g 5 [<on) =0 B A A AT EEEBEET 2+
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Network Contents DevicelD
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{01175 32DBCH H
DRLLZS 320668 NodeControl
DR1175 32D8E6
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NwhkSecurity
BulbStatus
BulbControl
DeviceControl
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Setting up the LightPRO network (4)
- Scene Configuration

Step 10 Save Scene Configuration

»Save the status of the bulb into a scene by editing one of supported scenelD into “AddScenelD” and then “Set”;

»Go back to the step 9, save the status for the scene one by one until all bulb in the scene has been addressed.

e = | T T T
G~ o) mpanismn e 0906822580032 BufbScene <[ &[4[ | [#0 cooge £ - O (e rrmusn 5 A A AN SN ASOAT Ak <[] x |[# Gasgie 5 -
Ve Favortes g B sboutblank e BOEE drFevortes g ) sboutbla 5w ) Free Hotmail | ST
55+ 88 Jennic Wircless Mic. | 18 &P = Open 48 Operti -Whitcl...| {8 JenNet 1P Brow.. X | € NXP Smert Device.. Bii v B v LY #m v Pager Saletyv Tookw v 5 v @ enicWises ML, i 28 Openvirt-6LowP_. | 8 Operiwin - wiitel. 8 Jenbiet-P Brow... © | DOXP Sman Device. Biv @ - & v Pager Seyv Toohr @+ 7
NXP JenNet-IP Browser X Sl
e ~-— Shie
DevicelD
MiB "BulbScene” on Node "fd04:bd3:80e8:2:215:8d00:32:dbcb" variables:
NodeStatus
Addsceneld . NodeControl
0 Set via Hulticast Address: (pdate | >
NwkStatus
DelSceneld b
q et via Multicast Address: [ Update NwkSecurity
Sceneld BulbStatus
000 { Oxc00c } &JI s
001 { 0x0000 }
BulbControl
002 { 0x0000 }
003 { 00000 } DeviceControl
004 { 0x0000 }
005 { 0x0000 } et | Pratected Mods: On G v RMI0% ~

e Y el T ZTamia] s [mlaolm

Eel ooz Emls

*Notes: The valid scene IDs are OxAOOA (Home), 0xBOOB (Away), 0xCOOC (Movie), 0xDOOD (Reading).
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Hardware — how to make a
LightPRO SSL Driver
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How to connect a LightPRO module (to an
SSL driver box)

r; S ,. E
q :

loT Box Reference Design
Power Supply

PWM or 0-10V analog
Antenna mounting

LightPRO Module Pin
Connections

Testing
Q&A
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LightPRO - reference design

90-275VAC
Universal AC

Outputs 0~10V or

AC Power Input
PWM (500H2)
12

N _1__0 PWM+
AC OUT PWM
2 Output
L O | pWM-
3
_a] V+
N _O 0-10V
AC IN s Ooutput
L 0O | v-
Terminal Block Temminal Block
\ ¥ 4 17
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How to connect LightPRO (1)
- Inside your IOT SSL Driver — simple 3.3V PWM case

3.3V DC outplh

) +3.3V +-10% E
- PWM O
3.3V PWM (Pin 14, 500Hz) | fWM. 3
2| control <
input %
N\ /

In this example, we show how to interface to a SSL
Driver that accepts 0 to 3.3V PWM signal

}kl\\ujml 18
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How to connect LightPRO (2)
- Inside your IOT SSL Driver — simple 12V PWM case

ANT
<7 (2~3.6V)

. LDO | 215 /12v DC output )

|— %

+3.3V +-10% L N

) T —

Pin 14 3.3V 'l:ll arb2 PWM %

PWM 500Hz | ~12v dimming =

[ e PWM 500Hz | control <

[h_L_Tﬁm | input %

TR1 N B R
18K\ %
—Gil;l- I| g2 S —
NXP PIMD3 or Equivalent (all R’s are 10k)

In this example, we show how to interface to a SSL
Driver that accepts 0 to ~12V PWM signal
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How to connect LightPRO (3)

- Inside your IOT SSL Driver: 0-10V analog control case

LDO """ /15v DC output )

+3.3V +-10% | %

€ T —

_____ s )

g R% 0-10V Analog 0~10V Py

Pin 15 3.3V o, P E R afm  CoONtrol Analog 2
PWM 100kHz iR 8ok

tar_mwjg' 2|7 T ST R __c ) CO ntrOI m

L | T Signal A

Use low power rail to rail input R? | \ J

and output opamp e.g. LT1006

. or similar. Ensure opamp supply .
lllllllllllllllllllllllllllllllllllllll |S decoupled Wlth 1chap Close EEEEEEEE NN SN NN NN NN EEEEEEEEEEEN

to supply pins

In this example, we show how to interface to a SSL
Driver that accepts O to 10V analog control signal
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LightPRO module Pins — Top View

LightPRO
module is FCC
Approved

500Hz PWM<
100kHz PWM<

) 2 ¢

DIO3
SPICLK
SPIMISO
SPIMOSI

557

DI04

DIOS

D106

LIo7

DIO8

LT i = L T o

e
=

()

L

1M 12 13 14 15 16 17 18

T

2
27
26
25
24
23

N
20

DIO2 _
pDio1—> Monitor
DICOD

ADCT

ADCZ

FESETM

DION7

D6

DICTE

DI 4

> OV
>16 = +3.3V
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LightPRO Module Electrical Connections

Function Pin Number Comments
ov 1/ Both pins 17 and 18 must be connected to OV
oV 18
+3.3V 16 +- 10% at 25mA
100 kHz PWM 15 O0to +3.3V PWM used to develop 0-10V analog diming signal
500 Hz PWM 14 O0to +3.3V low frequency PWM signal
Monitor 27 Monitor signal - interface to LED via transistor buffer

Note that the PWM output signals are 0 to +3.3V. If your SSL driver requires
higher PWM voltages, you will need to buffer and amplify these signals

The ‘monitor’ output provides a separate indication of the LED output status
(ON/OFF and dim level) and can be used to drive an external monitor LED
through a transistor buffer. This is useful for testing SSL drivers on the ground
before installation. You do not have to use this feature for correct operation.

Typical current consumption: Rx = 17.5mA Tx = 15mA and operating
temperature range is -40 dec C to +85 deg C

See the link to the reference circuits for circuit details and ideas to interface the
module to your SSL Driver

\ Y 4 22
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LightPRO module — General Guidelines

4

Ensure the power supply entering the module is clean and stable. If
there are long traces between the +3.3V supply and the module,
decouple the power supply close to the LightPRO Module

Ensure there is no physical contact between the module and any other
components in your SSL Driver

Do not attempt to operate the module without an antenna, or with just a
piece of wire — the module performance and network performance will
be severely degraded

Do not pour potting compound over the LightPRO module — this may
affect the RF performance adversely

Ensure that the antenna socket mounted externally on your SSL driver
module is secure and does not rotate — if it does, this can result in a
broken connection inside your SSL driver module during installation

23
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Testing your SSL driver with LightPRO
module

» Use the small reference network provided in the LightPRO Developers
Kit (2 lamps, 1 x gateway and 1 x remoter) plus an Android Smart
Phone or an Android Tablet

» Get your module to join the network — this verifies that the RF section of
the system is operational

» Check that the module functions all operate — this verifies that
hardware interface and application software layer is operating correctly
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Where to buy LIghtPRO module and the
other parts?

» LightPRO Module: From distributors SAC, Zenitron, EDOM, Future,
Arrow, WPI, ZLG

» Gateway: Liseng
» Remote Control: NXP (more suppliers in Q2)

» Sensors: Coming in Q2 (light and occupancy)
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FCC Statement:

This device complies with part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the
user is encouraged to try to correct the interference by one or more of the following
measures:

—Reorient or relocate the receiving antenna.
—Increase the separation between the equipment and receiver.

—Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

—Consult the dealer or an experienced radio/TV technician for help.

Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user's authority to operate the equipment.








