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Over deze handleiding

Over deze handleiding

Pictogrambeschrijvingen

Als u de gebruikershandleiding leest, kunt u diverse
pictogrammen tegenkomen die de aandacht vestigen op
een bepaald item. Hieronder vindt u een beschrijving van
deze pictogrammen:

A OPMERKING: dit vinkje geeft een aandachtspunt
aan voor iets waarop u speciaal moet letten bij
het gebruik van het product.

& WAARSCHUWING: dit uitroepteken geeft een
voorzorgsmaatregel of waarschuwing aan en
is bedoeld om u erop attent te maken dat bij
onvoorzichtig handelen uw eigendom of het
product beschadigd kan raken.

WEB: dit pictogram van een wereldbol geeft
een belangrijk websiteadres of e-mailadres

aan.

Onlinebronnen

Websiteadressen in dit document worden vermeld zonder
http:// aan het begin van het adres, omdat de meeste
huidige webbrowsers dit niet nodig hebben. Als u een
oudere webbrowser gebruikt, dient u mogelijk http:// toe
te voegen aan het begin van het webadres.

Bron Website

Linksys www.linksys.com

Linksys International | www.linksys.com/international

Verklarende

woordenlijst www.linksys.com/glossary

Netwerkbeveiliging | www.linksys.com/security

Copyright en handelsmerken

LINKSYS® Linksys is een gedeponeerd

ADivisionof Cisco  handelsmerk van Cisco Systems, Inc.
en/of zijn dochterondernemingen
alialn in de VS en bepaalde andere landen.
cisco Copyright © 2008 Cisco Systems, Inc.
Alle rechten voorbehouden. Andere
merken en productnamen  zijn
handelsmerken of gedeponeerde
handelsmerken van de respectieve

houders.
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Productoverzicht

Hoofdstuk 1:
Productoverzicht

Hartelijk dank dat u hebt gekozen voor de Dual Band
Wireless-N router voor simultaan verkeer. Met de router
hebt u toegang tot internet via een draadloze verbinding
of via een van de vier geschakelde poorten. Met de
ingebouwde Storage Link kunt u eenvoudig een groot
aantal Gigabytes aan opslagruimte aan uw netwerk
toevoegen met USB 2.0-vaste schijven, of een USB-flash-
schijf aansluiten voor toegang tot uw gegevensbestanden
op draagbare apparaten. Met de ingebouwde mediaserver
kunt u muziek, video's en foto's streamen vanaf het
aangesloten opslagapparaat naar elke UPnP-compatibele
media-adapter. U kunt de router eenvoudig configureren
met het browser-gebaseerde hulpprogramma.

Voorpaneel

(—) 1, 2, 3,4 (groen/blauw) dit zijn genummerde

*.? LED's die overeenkomen met de genummerde
poorten op het achterpaneel van de router. Ze
worden gebruikt voor twee doeleinden. Als
de LED ononderbroken brandt, is de router
via de betreffende poort met een apparaat
verbonden. Een knipperende LED duidt op
netwerkactiviteit via de betreffende poort. De
LED brandt groen als hij is verbonden met een
10/100-poort en blauw als hij is verbonden met
een Gigabit-poort.

— De knop Wi-Fi Protected Setup Als u

@ clientapparaten, zoals een WLAN-adapter, hebt

die Wi-Fi Protected Setup ondersteunen, kunt u

Wi-Fi Protected Setup gebruiken om de WLAN-

beveiliging voor uw draadloze netwerk(en) te
configureren.

Als u Wi-Fi Protected Setup wilt gebruiken,
voert u de Linksys Easy Link Advisor (LELA) uit
of raadpleegt u het gedeelte “Wireless (WLAN)
> Basic Wireless Settings (Standaardinstellingen
WLAN)” in “Hoofdstuk 3: Geavanceerde
configuratie”.

Wi-Fi Protected Setup (WPS) LED (blauw/
oranje) De LED knippert twee minuten lang
blauw tijdens het WPS-proces en brandt
continu blauw als het WPS-proces is voltooid.

De LED licht oranje op als er een fout
optreedt tijdens het Wi-Fi Protected Setup-
proces. Controleer of het clientapparaat Wi-Fi
Protected Setup ondersteunt. Wacht totdat
de LED uit gaat en probeer het dan opnieuw.

De LED knippert als er een Wi-Fi Protected
Setup-sessie actief is. De router ondersteunt
één sessie. Wacht totdat de LED continu brandt
of uit is voordat u de volgende Wi-Fi Protected
Setup-sessie start.
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Wireless (blauw) DeLED Wireless (WLAN) gaat
branden als er een draadloze verbinding tot
stand is gebracht. Als de LED knippert, worden
er actief gegevens via het netwerk verzonden
of ontvangen.

Internet (groen/blauw) De LED Internet licht
op als er een verbinding tot stand is gebracht
via de internetpoort. Een knipperende LED
duidt op netwerkactiviteit via de internetpoort.
De LED brandt groen als hij is verbonden met
een 10/100-poort en blauw als hij is verbonden
met een Gigabit-poort.

USB (blauw) De LED USB licht op als er een
USB-apparaat wordt aangesloten. Als de LED
knippert, worden er gegevens door dit apparaat
verzonden of ontvangen.

Power (Voeding) (blauw) De LED Power
(Voeding) gaat branden als de adapter
wordt ingeschakeld. Wanneer de router
tijdens het opstarten de zelfdiagnostische
routine  doorloopt, knippert deze LED.
Wanneer de diagnose is voltooid, blijft de LED
ononderbroken branden.

Achterpaneel

USB-poort Voor gebruik met een externe
vaste schijf.

Internet De internetpoort is de poort waar u
uw kabel- of DSL-internetverbinding aansluit.

1, 2, 3, 4 Met deze ethernetpoorten (1, 2,
3, 4) sluit u de router aan op de computers
van uw bekabelde netwerk en andere
Ethernetnetwerkapparatuur.

Reset De fabrieksinstellingen van  de
router kunnen op twee manieren worden
hersteld. U kunt ongeveer Vvijf seconden
lang op de knop Reset drukken of de
standaardwaarden herstellen vanuit het scherm
Administration (Administratie) > Factory Defaults
(Fabrieksinstellingen) in het webgebaseerde
hulpprogramma van de router.

Power (Voeding) De poort Power (Voeding)
is de poort waarop u de netstroomadapter
aansluit.



Productoverzicht

Horizontale plaatsing Volg de onderstaande instructies:

1. Bepaal waar u de router wilt bevestigen. Controleer
of de wand vlak, glad, droog en stevig is. Controleer
ook of de gekozen locatie binnen het bereik van een
wandcontactdoos is.

2. Boor twee gaten in de wand. Zorg ervoor dat de
afstand tussen de gaten 175,56 mm (6,91 inch) is.

3. Draai een schroef in elk gat en laat 3 mm (0,12 inch)
van de kop uitsteken.

4. Houdderouterzodatdesleuvenvoorwandbevestiging
zich op een lijn bevinden met de twee schroeven.

5. Plaats de sleuven voor wandbevestiging over de
schroeven en schuif de router omlaag totdat de
schroeven stevig in de sleuven vastgrijpen.

De router heeft vier rubberen voetjes op het onderpaneel.
Plaats de router op een vlak oppervlak nabij een
wandcontactdoos.

Wandmontage

Het onderpaneel van de router beschikt over twee sleuven
voor wandmontage. De afstand tussen de sleuven is
175,56 mm (6,91 inch).

Er zijn twee schroeven nodig om de router te bevestigen.

Aanbevolen bevestigingsmaterialen

tOpmerking: Afbeeldingen van aanbevolen
bevestigingsmaterialen zijn niet op ware grootte.

A OPMERKING: Linksys is niet verantwoordelijk
voor schade die het gevolg is van ondeugdelijke
bevestigingsmaterialen.

Y

| ‘ 175,56 mm ‘
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Controlelijst voor WLAN-beveiliging

Hoofdstuk 2:
Controlelijst voor WLAN-
beveiliging

Vanwege het gebruiksgemak en de gemakkelijke
installatieprocedure worden er steeds meer draadloze
netwerken opgezet in huizen die over een snelle
internetverbinding beschikken. Deze netwerken maken
gebruik van radiogolven voor de verzending van
informatie en zijn daarom een gemakkelijk doelwit voor
indringers. De signalen van uw draadloze netwerk kunnen
worden onderschept, op dezelfde manier als bij mobiele
of draadloze telefoons. Het is niet mogelijk om met fysieke
maatregelen te verhinderen dat anderen verbinding met
uw draadloze netwerk maken, maar u kunt uw netwerk
wel op andere manieren beveiligen.

g 1. Standaardnaam of SSIDvan
het draadloze netwerk
wijzigen

Voor draadloze apparatuur wordt in de fabriek een naam
van het draadloze netwerk of SSID (Service Set Identifier)
ingesteld. Dit is de naam van uw draadloze netwerk en
deze mag maximaal 32 tekens lang zijn. Voor draadloze
apparatuur van Linksys wordt standaard linksys als naam
van het draadloze netwerk gebruikt. U kunt uw draadloze
netwerk onderscheiden van eventuele andere draadloze
netwerken in de omgeving door een unieke naam voor
uw draadloze netwerk op te geven. Gebruik hiervoor
geen persoonlijke informatie (zoals een fiscaal nummer),
want deze informatie kan door iedereen worden gezien
die naar draadloze netwerken zoekt.

2. Standaardwachtwoord
wijzigen

Als u de instellingen van draadloze apparatuur zoals
access points en routers wilt wijzigen, wordt u om
een wachtwoord gevraagd. In de fabriek wordt een
standaardwachtwoord ingesteld voor deze apparatuur.
Het standaardwachtwoord voor Linksys is admin.
Hackers kennen deze standaardwaarden en kunnen
deze gebruiken om toegang te krijgen tot uw draadloze
apparatuur en uw netwerkinstellingen te wijzigen. U
kunt deze onrechtmatige wijzigingen verhinderen door
het wachtwoord van uw apparaat aan te passen, zodat
onbevoegden dit moeilijk kunnen raden.

d 3. MAC-adresfiltering inschakelen

U kunt MAC-adresfiltering (Media Access Control-adres)
inschakelen voor de routers van Linksys. Het MAC-adres is
eenuniekereekscijfersenlettersvoorelknetwerkapparaat.
Als MAC-adresfiltering is ingeschakeld, is het draadloze
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netwerk alleen toegankelijk voor draadloze apparatuur
met specifieke MAC-adressen. U kunt bijvoorbeeld een
specifiek MAC-adres opgeven voor elke computer in uw
huis, zodat alleen die computers toegang hebben tot uw
draadloze netwerk.

d 4, Versleuteling inschakelen

De gegevens die via een draadloos netwerk worden
verzonden, kunnen middels versleuteling worden
beveiligd. Met Wi-Fi Protected Access (WPA/WPA2) en Wired
Equivalency Privacy (WEP) beschikt u over verschillende
beveiligingsniveaus voor draadloze communicatie.

Versleuteling met WPA/WPA2 biedt een betere beveiliging
van uw netwerk dan WEP, omdat WPA/WPA2-versleuteling
gebruikmaakt van dynamische sleutels. U moet het
hoogst mogelijke beveiligingsniveau gebruiken voor de
versleuteling van uw netwerkapparatuur om de door u
verzonden en ontvangen informatie te beveiligen.

WEP is een oudere versleutelingsmethode die soms moet
worden gebruikt voor oudere apparatuur waarop WPA
niet wordt ondersteund.

Algemene richtlijnen voor
netwerkbeveiliging

Beveiliging van draadloze netwerken is alleen effectief als
ook het onderliggende netwerk is beveiligd.

e U kuntalle computers van het netwerk beveiligen met
een wachtwoord. Bovendien kunt u bestanden met
gevoelige informatie ook nog afzonderlijk beveiligen
met een wachtwoord.

e Wijzig de wachtwoorden regelmatig.

e |Installeer  antivirussoftware  en persoonlijke
firewallsoftware.

e Schakel het delen van bestanden uit (peer-to-peer).
In bepaalde toepassingen wordt het delen van
bestanden geactiveerd zonder uw instemming en/of
zonder dat u het weet.

Aanvullende beveiligingstips

e Houd draadloze routers, access points en gateways uit
de buurt van buitenmuren en ramen.

e Schakel draadloze routers, access points en gateways
uit wanneer u ze niet gebruikt ('s nachts, tijdens uw
vakantie).

e Gebruik sterke wachtzinnen van ten minste acht
tekens. Gebruik geen woorden uit het woordenboek,
maar een combinatie van cijfers en letters.

WEB: meer informatie over WLAN-beveiliging
vindt u op www.linksys.com/security




Geavanceerde configuratie

Hoofdstuk 3:
Geavanceerde
configuratie

Nadat u de router hebt geinstalleerd met de installatiewizard
op de cd-rom, is de router klaar voor gebruik. U kunt
het webprogramma van de router gebruiken om de
geavanceerde instellingen te wijzigen. In dit hoofdstuk
komen alle webpagina's van het hulpprogramma en de
belangrijkste functies op deze pagina's aan de orde. U
kunt het hulpprogramma openen via een webbrowser op
een computer die is aangesloten op de router.

Het webprogramma bestaat uit de volgende
hoofdtabbladen: Setup (Instellingen), Wireless (WLAN),
Security (Beveiliging), Storage (Opslag), Access Restrictions
(Toegangsbeperkingen),  Applications &  Gaming
(Toepassingen en games), Administration (Administratie)
en Status. Nadat u op één van de hoofdtabbladen hebt
geklikt, worden meer tabbladen weergegeven.

de installatie-cd-rom als u de router voor het
eerstinstalleert. Alsu geavanceerde instellingen
wilt configureren, vindt u in dit hoofdstuk meer
informatie over het webprogramma.

A OPMERKING: gebruik de installatiewizard op

Het webprogramma openen

U kunt het webprogramma openen door de webbrowser
op uw computer te starten en het standaard-IP-adres
van de router (192.168.1.1 of http://wrt160n.com) op
te geven in het veld Address (Adres). Druk vervolgens op
Enter.

Er verschijnt nu een venster waarin u uw wachtwoord kunt
invoeren. (Gebruikers met een ander besturingsprogramma
dan Windows XP zien een soortgelijk scherm.) Laat het
veld Gebruikersnaam leeg. Als u het webgebaseerde
hulpprogramma voor het eerst gebruikt, voert u het
standaardwachtwoord admin in. (U kunt een nieuw
wachtwoord instellen in het scherm Administration
(Administratie) > Management (Beheer)). Klik op OK om
door te gaan.

Vorbinding maken met 192, 188.1.1 ? |"KI

[ [ weaehwcsnd ot houders

(o] (ormiseen ]

Scherm Wachtwoord
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Setup (Instellingen) > Basic Setup
(Basisinstellingen)

Het eerste scherm dat wordt weergegeven, is het scherm
Basic Setup (Basisinstellingen). Hier kunt u de algemene
instellingen van de router wijzigen.

LINKSYS by Cisco
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Setup (Instellingen) > Basic Setup (Basisinstellingen)

Language (Taal)

Language (Taal) Om een andere taal te gebruiken,
selecteert u deze taal in het vervolgkeuzemenu. Vijf
seconden nadat u de nieuwe taal hebt geselecteerd,
wordt de taal van het webgebaseerde hulpprogramma
gewijzigd.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Internet Setup (Internetinstellingen)

In het gedeelte Internet Setup (Internetinstellingen) kunt
u de router configureren voor uw internetverbinding. U
kunt het merendeel van de benodigde gegevens bij uw
internetprovider (ISP) opvragen.

Internet Connection Type (Type internetverbinding)

Kies het type internetverbinding van uw internetprovider
in de vervolgkeuzelijst. De beschikbare typen zijn:

e Automatic Configuration - DHCP (Automatische
configuratie DHCP)

e Static IP (Vast IP-adres)

 PPPOE
e PPTP
o L2TP

o Telstra Cable (Telstra-kabel)
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Automatic Configuration - DHCP (Automatische configuratie DHCP)

Het type internetverbinding van de router is standaard
ingesteld op Automatic Configuration - DHCP
(Automatische configuratie DHCP). Houd deze instelling
alleen aan als uw internetprovider DHCP ondersteunt of
als u verbinding maakt via een dynamisch IP-adres. (Deze
optie is meestal van toepassing op kabelverbindingen.)

[ internet Conmection Type Autometic Configuretion - DHCP |

Internet Connection Type (Type Internetverbinding) > Automatic
Configuration - DHCP (Automatische configuratie DHCP)
Static IP (Vast IP-adres).

Als u een permanent IP-adres moet gebruiken om
verbinding te maken met internet, selecteert u Static IP
(Vast IP-adres).

Intermet Connection Type Srabe @ -
P Address 15 g ] ]
Subnit Hask L] L] 0 o
Dedwut Grinway 1+ t ] |a
ONE 1 & g 1] ]
NS 2 (Optanall: L] 0 0 L
DNE 3 {Bplianal) [* n 1 B

Internet Connection Type (Type internetverbinding) > Static IP (Vast IP-adres)

IP Address (IP-adres) Dit is het IP-adres van de router
dat gebruikers op internet te zien krijgen. U ontvangt
het IP-adres dat u hier dient in te voeren via uw
internetprovider.

Subnet Mask (Subnetmasker) Dit is het subnetmasker
van de router dat gebruikers op internet (inclusief
uw internetprovider) te zien krijgen. U ontvangt het
subnetmasker via uw internetprovider.

Default Gateway (Standaardgateway) U ontvangt het
gateway-adres via uw internetprovider; dit is het IP-adres
van de server van de internetprovider.

DNS U ontvangt het IP-adres van ten minste één DNS
(Domain Name System) via uw internetprovider.

PPPoE

Sommige internetproviders op basis van DSL brengen
internetverbinding tot stand met gebruik van PPPoE
(Point-to-Point Protocol over Ethernet). Als u een
internetverbinding via een DSL-lijn gebruikt, dient u
contact op te nemen met uw internetprovider om te
controleren of PPPoE wordt gebruikt. Als dit het geval is,
schakelt u PPPoE in.

Internet Connection Type | PPPoE R |

User name: | |

Pazzword | |

Service Name (Optional): | |

(O Connect on Demand: Max Idle Time l:l minutes

(3) Keep Alive: Redial Period seconds

Internet Connection Type (Type internetverbinding) > PPPoE

User Name and Password (Gebruikersnaam en
wachtwoord) Geefdegebruikersnaamenhetwachtwoord
op die u hebt ontvangen van uw internetprovider.

Dual Band Wireless-N router voor simultaan verkeer

Service Name (Servicenaam) (optioneel) Geef de
servicenaam op als u deze van uw internetprovider hebt
ontvangen.

Connect on Demand: Max Idle Time (Verbinden op
verzoek: Max. duur inactiviteit) U kunt de router zo
configureren dat de internetverbinding wordt verbroken
bij een periode zonder activiteit (Max. duur inactiviteit).
Als de internetverbinding vanwege inactiviteit is
verbroken, wordt de router door Connect on Demand
(Verbinden op verzoek) zo ingesteld, dat er automatisch
weer verbinding tot stand wordt gebracht wanneer u
verbinding met internet wilt maken. Selecteer de optie
Connect on Demand (Verbinden op verzoek) als u
deze optie wilt gebruiken. Voer in het veld Max Idle Time
(Max. duur inactiviteit) het aantal minuten in waarna de
internetverbinding moet worden verbroken. De Max Idle
Time (Max. duur inactiviteit) is standaard ingesteld op 5
minuten.

Keep Alive: Redial Period (Continu verbinding houden:
Interval voor opnieuw kiezen) Als u deze optie selecteert,
wordt de internetverbinding regelmatig door de router
gecontroleerd. Als de verbinding wordt verbroken,
brengt de router automatisch weer een verbinding
tot stand. Selecteer Keep Alive (Continu verbinding
houden) als u deze optie wilt gebruiken. Geef in het
veld Redial Period (Interval voor opnieuw kiezen) op hoe
vaak u de internetverbinding door de router wilt laten
controleren. Het standaardinterval voor opnieuw kiezen is
30 seconden.

PPTP

Point-to-Point Tunneling Protocol (PPTP) is een service die
alleen van toepassing is op verbindingen in Europa.
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Internet Connection Type (Type internetverbinding) > PPTP

Als uw internetprovider DHCP ondersteunt of als u
verbinding maakt via een dynamisch IP-adres, selecteert
u Obtain an IP Address Automatically (Automatisch
een IP-adres toewijzen). Als u een permanent IP-adres
moet gebruiken om verbinding te maken met internet,
selecteert u Specify an IP Address (Een IP-adres opgeven).
Configureer daarna het volgende:

Internet IP Address (IP-adresinternet) Ditis hetIP-adres
van de router dat gebruikers op internet te zien krijgen. U
ontvangt het IP-adres dat u hier dient op te geven via uw
internetprovider.

Subnet Mask (Subnetmasker) Dit is het subnetmasker
van de router dat gebruikers op internet (inclusief
uw internetprovider) te zien krijgen. U ontvangt het
subnetmasker via uw internetprovider.
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Default Gateway (Standaardgateway) U ontvangt het
gateway-adres via uw internetprovider; dit is het IP-adres
van de server van de internetprovider.

DNS U ontvangt het IP-adres van ten minste één DNS
(Domain Name System) via uw internetprovider.

Server IP Address (IP-adres van server) Van uw
internetprovider ontvangt u het IP-adres van de server.

User Name and Password (Gebruikersnaam en
wachtwoord) Geefdegebruikersnaamenhetwachtwoord
op die u hebt ontvangen van uw internetprovider.

Connect on Demand: Max Idle Time (Verbinden op
verzoek: Max. duur inactiviteit) U kunt de router zo
configureren dat de internetverbinding wordt verbroken
bij een periode zonder activiteit (Max. duur inactiviteit).
Als de internetverbinding vanwege inactiviteit is
verbroken, wordt de router door Connect on Demand
(Verbinden op verzoek) zo ingesteld, dat er automatisch
weer verbinding tot stand wordt gebracht wanneer u
verbinding met internet wilt maken. Selecteer de optie
Connect on Demand (Verbinden op verzoek) als u
deze optie wilt gebruiken. Voer in het veld Max Idle Time
(Max. duur inactiviteit) het aantal minuten in waarna de
internetverbinding moet worden verbroken. De Max Idle
Time (Max. duur inactiviteit) is standaard ingesteld op 5
minuten.

Keep Alive: Redial Period (Continu verbinding houden:
Interval voor opnieuw kiezen) Als u deze optie selecteert,
wordt de internetverbinding regelmatig door de router
gecontroleerd. Als de verbinding wordt verbroken, brengt de
router automatisch weer een verbinding tot stand. Selecteer
Keep Alive (Continu verbinding houden) als u deze optie
wilt gebruiken. Geef in het veld Redial Period (Interval voor
opnieuw kiezen) op hoe vaak u de internetverbinding door
de router wilt laten controleren. De standaardwaarde is 30
seconden.

L2TP

L2TP is een dienst die alleen van toepassing is op
verbindingen in Israél.

Intermet Connection Type LETP ¥
Earver P Assreay o a i} B
gy name
2 13 )]
(@ Connect an Demand” Nax idie Time (£ ey
() Haep hbes Badial Bersd wecands

Internet Connection Type (Type internetverbinding) > L2TP

Server IP Address (IP-adres van server) Dit is het IP-
adres van de L2TP-server. U ontvangt het IP-adres dat u
hier dient op te geven via uw internetprovider.

User Name and Password (Gebruikersnaam en
wachtwoord) Geefdegebruikersnaamenhetwachtwoord
op die u hebt ontvangen van uw internetprovider.

Connect on Demand: Max Idle Time (Verbinden op
verzoek: Max. duur inactiviteit) U kunt de router zo
configureren dat de internetverbinding wordt verbroken
bij een periode zonder activiteit (Max. duur inactiviteit).
Als de internetverbinding vanwege inactiviteit is
verbroken, wordt de router door Connect on Demand
(Verbinden op verzoek) zo ingesteld, dat er automatisch
Dual Band Wireless-N router voor simultaan verkeer

weer verbinding tot stand wordt gebracht wanneer u
verbinding met internet wilt maken. Selecteer de optie
Connect on Demand (Verbinden op verzoek) als u
deze optie wilt gebruiken. Voer in het veld Max Idle Time
(Max. duur inactiviteit) het aantal minuten in waarna de
internetverbinding moet worden verbroken. De Max Idle
Time (Max. duur inactiviteit) is standaard ingesteld op 5
minuten.

Keep Alive: Redial Period (Continu verbinding houden:
Interval voor opnieuw kiezen) Als u deze optie selecteert,
wordt de internetverbinding regelmatig door de router
gecontroleerd. Als de verbinding wordt verbroken,
brengt de router automatisch weer een verbinding
tot stand. Selecteer Keep Alive (Continu verbinding
houden) als u deze optie wilt gebruiken. Geef in het
veld Redial Period (Interval voor opnieuw kiezen) op hoe
vaak u de internetverbinding door de router wilt laten
controleren. Het standaardinterval voor opnieuw kiezen is
30 seconden.

Telstra-kabel

Telstra-kabel is een dienst die alleen van toepassing is op
verbindingen in Australié.

Internet Connection Type | Telztra Cable w |

Server IP Address: EI . EI . EI . EI
| |
|

User name:

Password: |

Internet Connection Type (Type internetverbinding) > Telstra Cable
(Telstra-kabel)
Server IP Address (IP-adres van server) Dit is het IP-
adres van de Telstra-kabel. U ontvangt het IP-adres dat u
hier dient op te geven via uw internetprovider.

User Name and Password (Gebruikersnaam en
wachtwoord) Geefdegebruikersnaamenhetwachtwoord
op die u hebt ontvangen van uw internetprovider.

Optionele instellingen

Een aantal van deze instellingen is mogelijk vereist
door uw internetprovider. Neem contact op met uw
internetprovider voordat u wijzigingen aanbrengt.

Optional Settings "
(reguired by some intermet F M
Service Providers) Doman Nama
T Auta = Sge

Optional Settings (Optionele instellingen)

HostName/DomainName (Hosthaam/domeinnaam) In
deze velden kunt u een hostnaam en domeinnaam
opgeven voor de router. Voor sommige internetproviders,
meestal kabelinternetproviders, zijn deze namenvereist ter
identificatie. U dient wellicht bij uw internetprovider na te
vragen of uw breedbandinternetdienst is geconfigureerd
met een host- en domeinnaam. In de meeste gevallen
kunt u deze velden leeg laten.

MTU MTU is de Maximum Transmission Unit. Deze geeft
de maximale pakketgrootte aan die via internet kan
worden verstuurd. Selecteer Manual (Handmatig) als u de
grootst mogelijke pakketgrootte handmatig wiltinvoeren.
Gebruik de standaardwaarde, Auto (Automatisch) als u
wilt dat de beste MTU voor uw internetverbinding door
de router wordt geselecteerd.
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Size (Formaat) Deze optie is ingeschakeld als Manual
(Handmatig) is geselecteerd in het veld MTU. U dient
hier een waarde tussen 1200 en 1500 op te geven.
Het standaardformaat is afhankelijk van het type
internetverbinding:

e DHCP Static IP (Vast IP-adres) of Telstra: 1500
e PPPoE: 1492
e PPTP of L2TP: 1460

Network Setup (Netwerkinstellingen)

In het gedeelte Network Setup (Netwerkinstellingen)
kunt u de instellingen wijzigen voor het netwerk dat is
verbonden met de ethernetpoorten op uw router. U kunt
een draadloos netwerk instellen op het tabblad Wireless
(WLAN).

Adres van de router

Dit is zowel het IP-adres als het submasker als het URL-
adres van de router zoals die worden weergegeven in
het netwerk. Het standaard IP-adres van de router is
192.168.1.1 en het URL-adres is http://WRT610N.com.

Router Address P Address: 1w | e |Lh |h
Subriet Mask: 2552552550 v
URL Addrass: Hilp Mtk sy trotier

Router IP Address (IP-adres router)

Serverinstellingen netwerkadres (DHCP)

Met de instellingen kunt u de serverfunctie Dynamic Host
Configuration Protocol (DHCP) van de router configureren.
De router kan worden gebruikt als DHCP-server voor
uw netwerk. DHCP-servers wijzen automatisch een IP-
adres toe aan elke computer in uw netwerk. Als u de
DHCP-serveroptie van de router wilt inschakelen, moet u
controleren of er geen andere DHCP-server op uw netwerk
is.

DHCP Server Seting DHCP Serves ) Enabled ) Diabled [ Dot Ressrvaion |
(TR Jrreee iNg, 188, 1, 150
Uasiven ool (o5
F a1z e 182.980.1.180 - 168
Che=i Lowis Tiew 8 Farut o0 ARt Bt iy |
$iatc OHS 1 0 § b b
Stwte THE T 2 v b
State THE 3 8 & 8
g 4 0

Network Address Server Settings (DHCP) (Serverinstellingen
netwerkadres (DHCP))
DHCP Server (DHCP-server) DHCP is standaard
ingeschakeld. Als er zich al een DHCP-server in uw netwerk
bevindt of u geen DHCP-server wilt gebruiken, selecteer
dan Disabled (Uitgeschakeld) (er zijn dan geen andere
DHCP-functies beschikbaar).

Starting IP Address (Begin IP-bereik) Voer een waarde
in voor de DHCP-server waarmee u wilt starten als u IP-
adressen uitgeeft. Aangezien het standaard IP-adres van
de router 192.168.1.1 is, moet het standaardbegin van
het IP-bereik 192.168.1.2 zijn of hoger, maar lager dan
192.168.1.253. Het standaard beginadres van het IP-bereik
i 192.168.1.100.
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Maximum Number of DHCP Users (Maximumaantal
DHCP-gebruikers) Voer het maximumaantal computers
in waaraan u door de DHCP-server |IP-adressen wilt laten
toewijzen. Dit aantal mag niet groter zijn dan 253. De
standaardinstelling is 50.

Client Lease Time (Leasetijd client) De leasetijd van de
client geeft aan hoelang een computer verbinding kan
hebben met de router via het huidige dynamische IP-
adres. Voer de tijd in minuten in die de gebruiker krijgt
om dit dynamische IP-adres te kunnen gebruiken. Als
deze tijd is verstreken, wordt er automatisch een nieuw
dynamisch IP-adres aan de gebruiker toegewezen. De
standaardinstelling is 0 minuten, waarmee één dag wordt
aangegeven.

Static DNS (1-3) (Statische DNS (1-3)) DNS (Domain
Name System) geeft aan hoe de namen van domeinen of
websites worden omgezet in internetadressen of URL'.
Van uw internetprovider ontvangt u het IP-adres van ten
minste één domeinnaamserver. Als u een andere server
wilt gebruiken, dient u het desbetreffende IP-adres in een
van deze velden op te geven. U kunt hier maximaal drie IP-
adressen van DNS-servers invoeren. Deze adressen worden
door de router gebruikt om sneller toegang te krijgen tot
werkende DNS-servers.

WINS De interactie van elke computer met internet wordt
door WINS (Windows Internet Naming Service) beheerd. Als
u een WINS-server gebruikt, voert u hier het IP-adres van
die server in. In alle andere gevallen laat u dit veld leeg.

DHCP Reservation (DHCP-reservering) Klik op DHCP
Reservation (DHCP-reservering) als u een vast lokaal IP-
adres wilt toewijzen aan een MAC-adres.

LINKSYS by Cisco
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DHCP Reservation (DHCP-reservering)

U ziet een lijst DHCP-clients met de volgende informatie:
Client Name (naam client), Interface, IP Address (IP-adres)
en MAC Address (MAC-adres). Klik op het selectievakje
Select (Selecteren) om het IP-adres van een client te
reserveren. Klik vervolgens op Add Clients (Clients
toevoegen).

Als u handmatig een IP-adres wilt toewijzen, geeft u de
naam van de client op in het veld Enter Client Name (Naam
client opgeven). Geef vervolgens het IP-adres voor de
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client op in het veld Assign IP Address (IP-adres toewijzen).
Zorg ervoor dat het IP-adres tussen het eerste IP-adres van
de DHCP-server en het maximale aantal DHCP-gebruikers
valt. Geef het MAC-adres op in het veld To This MAC Address
(Aan dit MAC-adres). Klik op Add (Toevoegen).

Onder aan het scherm ziet u nu een lijst DHCP-clients met
hun vaste lokale IP-adressen. Als u een client uit de lijst wilt
verwijderen, klikt u op de knop Remove (Verwijderen).

Als u alle wijzigingen hebt aangebracht, klikt u op Save
Settings (Instellingen opslaan) om de wijzigingen op te
slaan. Klik op Cancel Changes (Wijzigingen annuleren)
als u de wijzigingen wilt annuleren. Als u de nieuwste
gegevens wilt bekijken, klikt u op Refresh (Vernieuwen).
Klik op Close (Sluiten) als u het scherm wilt verlaten.

Time Setting (Tijdsinstellingen)

In deze vervolgkeuzelijst kunt u de tijdzone selecteren
waarin uw netwerk opereert. (U kunt de klok zelfs
automatisch aanpassen aan zomer- en wintertijd.)

e Getting Time Zone:
(GMT-08:00) Pacitc Time (USA & Canada) wr
IMM:H Tor darplgit firetsy Changes

Time Setting (Tijdsinstellingen)

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Setup (Instellingen) > DDNS

De router beschikt over een DDNS-functie (Dynamic
Domain Name System). Met DDNS kunt u een vaste host-
en domeinnaam aan een dynamisch IP-adres toekennen.
Dit is een handige optie wanneer u de host van uw eigen
website, FTP-server of een andere server achter de router
bent.

U dient u aan te melden bij een DDNS-dienst via een
DDNS-provider, www.dyndns.org of www.TZO.com,
voordat u deze functie kunt gebruiken. Als u deze functie
niet wilt gebruiken, gebruikt u de standaardinstelling
Disabled (Uitgeschakeld).

DDNS

DDNS Service (DDNS-service)

Als uw DDNS-service wordt geleverd door DynDNS.org,
selecteert u DynDNS.org in het vervolgkeuzemenu. Als
uw DDNS-service wordt geleverd door TZO, selecteert u
TZO0.com. De functies op het scherm DDNS zijn afhankelijk
van de leverancier van de DDNS-service.
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DynDNS.org

LIMKSYS by Clsco
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Setup (Instellingen) > DDNS > DynDNS

User Name (Gebruikersnaam) Geef de gebruikersnaam
voor uw DDNS-account op.

Password (Wachtwoord) Voer het wachtwoord voor uw
DDNS-account in.

Host Name (Hostnaam) Ditis de DDNS-URL die door de
DDNS-service is toegekend.

WildCard (Joker) Selecteer Enabled (Ingeschakeld) als u
deze functie wilt gebruiken of Disabled (Uitgeschakeld)
als u dit niet wilt.

Internet IP Address (IP-adres internet) Hier wordt het
huidige internet-IP-adres van de router weergegeven. Dit
is een dynamisch adres en het verandert dan ook.

Status De status van de verbinding met de DDNS-service
wordt hier weergegeven.

Update Als u handmatig een update wilt starten, klikt u
op Update.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

TZ0.com

i -
| LINKBYS by Cisco
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Setup (Instellingen) > DDNS > TZO

E-Mail Address, TZO Password en Domain
Name (E-mailadres, TZO-wachtwoord en Domeinnaam)
Geef de instellingen op van uw account bij TZO.

Internet IP Address (IP-adres internet) Hier wordt het
huidige internet-IP-adres van de router weergegeven. Dit
is een dynamisch adres en het verandert dan ook.

Status De status van de verbinding met de DDNS-service
wordt hier weergegeven.
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Update Als u handmatig een update wilt starten, klikt u
op Update.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Setup (Instellingen) > MAC Address Clone
(MAC-adres klonen)

Elk computerhardwareapparaat, ook de netwerkadapter
van uw computer, heeft een unieke code, het zogenaamde
MAC-adres. Bij sommige serviceproviders (ISP's) moet u
dit adres registreren om toegang tot internet te krijgen.
Als u het MAC-adres niet opnieuw wilt registreren bij uw
internetprovider, kunt u het MAC-adres dat momenteel
bij uw internetprovider is geregistreerd, aan de router
toewijzen met de functie MAC-adres klonen.

Setup (Instellingen) > MAC Address Clone (MAC-adres klonen)

MAC Address Clone (MAC-adres klonen)

Enabled/Disabled (Ingeschakeld/Uitgeschakeld) Als
u het MAC-adres wilt laten klonen, selecteert u Enabled
(Ingeschakeld).

User Defined Entry (Eigen invoer) Geef hier het MAC-
adres op dat bij uw internetprovider is geregistreerd.

CloneYourPC’s MAC (MAC-adresvanmijnpcklonen) Als
u het MAC-adres wilt klonen van de pc die u momenteel
gebruikt om de router te configureren, klikt u op deze
knop.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Setup (Instellingen) > Advanced Routing
(Geavanceerde routing)

Op dit scherm kunt u de geavanceerde functies van de
router instellen. Met Operating Mode (Bedrijfsmodus)
kunt u het type geavanceerde functies selecteren dat u
gebruikt. Met Dynamic Routing (Dynamische routing)
wordt de wijze waarop pakketten worden verplaatst in
uw netwerk automatisch aangepast. Met Static Routing
(Statische routing) wordt een vaste route naar een andere
bestemming in het netwerk ingesteld.

Dual Band Wireless-N router voor simultaan verkeer
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Setup (Instellingen) > Advanced Routing (Geavanceerde routing)

Advanced Routing (Geavanceerde routing)

NAT Selecteer Enabled (Ingeschakeld) als de router de
hostisvanuwinternetverbinding. AlsNAT is uitgeschakeld,
is Dynamic Routing (RIP) (Dynamische routing (RIP)) als
optie beschikbaar.

Dynamic Routing (RIP) (Dynamische routing (RIP)) Met
deze functie kan de router zich automatisch aanpassen
aan fysieke veranderingen in de netwerkstructuur en
routingtabellen met andere routers uitwisselen. De router
bepaalt de route van de netwerkpakketten op basis van
het geringste aantal knooppunten tussen de bron en de
bestemming. Deze functie is standaard uitgeschakeld.

Static Routing (Statische routing)

Select Route Entry number (Itemnummer van route
selecteren) U stelt een statische route tussen de
router en een ander netwerk in door een getal in de
vervolgkeuzelijst Static Routing (Statische routing) te
selecteren. (Een statische route is een vooraf gedefinieerd
pad dat netwerkgegevens moeten volgen om een
bepaalde host of een bepaald netwerk te bereiken.) Voer
de onderstaande gegevens in als u een nieuwe route wilt
instellen. (Klik op Delete This Entry (Item verwijderen) als
u een statische route wilt verwijderen.)

Enter Route Name (Voer routenaam in) Voer hier de
naam van de route in. De naam mag niet langer zijn dan
25 alfanumerieke tekens.

Destination LAN IP (IP doel-LAN) Dit is het adres van
het externe netwerk of de externe host waaraan u de
statische route wilt toewijzen.

Subnet Mask (Subnetmasker) Hiermee wordt bepaald
welk deel van een doel-IP-adres het netwerk is en welk
deel de host.

Gateway Dit is het IP-adres van het apparaat dat als
gateway dient en dat de verbinding tussen de router en
het externe netwerk of de externe host mogelijk maakt.

Interface Deze interface geeft aan of het IP-adres van
het doel-LAN zich op het LAN & Wireless (LAN en WLAN)
- Ethernet en draadloze netwerken - of op het WAN
(internet) bevindt.

Klik op Show Routing Table (Routingtabel weergeven)
als u de reeds ingestelde statische routes wilt weergeven.

11



Geavanceerde configuratie

LINKSYS by Cisco
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Routing Table (Routingtabel)

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Wireless (WLAN) > Basic Wireless Settings
(Standaardinstellingen WLAN)

In dit scherm kunt u de standaardinstellingen voor
draadloze netwerken opgeven.

LINKEYS by Cisco

Wireless (WLAN) > Basic Wireless Settings (Standaardinstellingen WLAN)

Wireless Configuration (WLAN-configuratie)

Wireless Configuration (WLAN-configuratie) Behoud
de standaardselectie Wi-Fi Protected Setup om uw
netwerk te configureren met Wi-Fi Protected Setup.
Selecteer Manual (Handmatig) om uw draadloze netwerk
handmatig in te stellen.

Manual (Handmatig)

Als u Wireless Configuration (WLAN-configuratie) instelt op
Manual (Handmatig), worden in het scherm Basic Wireless
Settings (Standaardinstellingen WLAN) de volgende
velden weergegeven.

Network Mode (5 GHz) (Netwerkmodus (5 GHz)) Indeze
vervolgkeuzelijst kunt u de draadloze standaarden voor
uw netwerk selecteren. Gebruik de standaardinstelling
Mixed (Gemengd) als u zowel Wireless-A als Wireless-N (5
GHz) apparaten in uw netwerk hebt. Selecteer Wireless-A
Only (Alleen Wireless-A) als u alleen Wireless-A apparaten
hebt. Selecteer Wireless-N Only (Alleen Wireless-N) als
u alleen Wireless-N (5 GHz) apparaten hebt. Selecteer
Disabled (Uitgeschakeld) als u geen Wireless-A en geen
Wireless-N (5 GHz) apparaten in uw netwerk hebt.
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Network Mode (2,4 GHz) (Netwerkmodus (2,4 GHz)) In
deze vervolgkeuzelijst kunt u de draadloze standaarden
voor uw netwerk selecteren. Als u Wireless-B, Wireless-G
en Wireless-N (2,4GHz) apparaten in uw netwerk hebt,
behoudt u de standaardinstelling Mixed (Gemengd).
Selecteer Wireless-B Only (Alleen Wireless-B) als u alleen
Wireless-B apparaten hebt. Selecteer Wireless-G Only
(Alleen Wireless-G) als u alleen Wireless-G apparaten
hebt. Selecteer Wireless-N Only (Alleen Wireless-N) als
u alleen Wireless-N (2,4 GHz) apparaten hebt. Als u geen
Wireless-B, Wireless-G en Wireless-N (2,4 GHz) apparatenin
uw netwerk hebt, selecteert u Disabled (Uitgeschakeld).

Wireless Network Name (SSID) (Naam WLAN (SSID)) De
SSID is de netwerknaam die door alle apparaten in een
draadloos netwerk wordt gedeeld. Deze SSID moet voor
alle apparaten in het draadloze netwerk hetzelfde zijn.
Deze naam is hoofdlettergevoelig en mag maximaal
32 toetsenbordtekens lang zijn. Zorg ervoor dat deze
instelling voor alle punten in uw draadloze netwerk gelijk
is.Voor extra veiligheid is het raadzaam de standaard-SSID
te wijzigen in een unieke naam.

Radio Band (5 GHz) (Radioband (5 GHz)) Behoud voor
de beste resultaten in een netwerk met Wireless-A en
Wireless-N (5 GHz) apparaten de standaardinstelling Auto
(Automatisch).

Radio Band (2,4 GHz) (Radioband (2,4 GHz)) Selecteer
voor de beste resultaten in een netwerk met Wireless-B,
Wireless-G  en  Wireless-N (24 GHz) apparaten
de standaardinstelling Auto (Automatisch). De
standaardinstelling is Standard - 20MHz Channel
(Standaard - 20-MHz kanaal).

Wide Channel (5 GHz) (Breed kanaal (5 GHz)) Als u
Wide - 40MHz Channel (Breed - 40-MHz kanaal) hebt
geselecteerd als instelling voor de radioband, is deze
instelling beschikbaar voor het primaire Wireless-N (5
GHz) kanaal. Als u niet zeker weet welk kanaal u moet
selecteren, houdt u de standaardinstelling Auto (DFS)
(Automatisch (DFS)) aan.

Wide Channel (2,4 GHz) (Breed kanaal (2,4 GHz)) Als
u Wide - 40MHz Channel (Breed - 40-MHz kanaal) hebt
geselecteerd als instelling voor de radioband, is deze
instelling beschikbaar voor het primaire Wireless-N
(2,4 GHz) kanaal. Als u niet zeker weet welk kanaal u
moet selecteren, houdt u de standaardinstelling Auto
(Automatisch) aan.

Standard Channel (5 GHz) (Standaardkanaal (5
GHz)) Selecteer het kanaal voor Wireless-A en Wireless-N
(5 GHz) apparaten in het netwerk. Als u Wide - 40MHz
Channel (Breed - 40-MHz kanaal) hebt geselecteerd als
instelling voor de radioband, is het standaardkanaal
een secundair kanaal voor Wireless-N (5 GHz). Als u niet
zeker weet welk kanaal u moet selecteren, houdt u de
standaardinstelling Auto (DFS) (Automatisch (DFS)) aan.

Standard Channel (2,4 GHz) (Standaardkanaal (2,4
GHz)) Selecteer het kanaal voor Wireless-B, Wireless-G en
Wireless-N (5 GHz) apparaten in het netwerk. Als u Wide -
40MHz Channel (Breed - 40-MHz kanaal) hebt geselecteerd
als instelling voor de radioband, is het standaardkanaal
een secundair kanaal voor Wireless-N (2,4 GHz). Als u niet
zeker weet welk kanaal u moet selecteren, houdt u de
standaardinstelling Auto (Automatisch) aan.
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SSID  Broadcast (SSID-broadcast) Als  draadloze
clients in het lokale gebied zoeken naar draadloze
netwerken waaraan ze zich kunnen koppelen, detecteren
deze de SSID-broadcast van de router. Gebruik de
standaardinstelling Enabled (Ingeschakeld) als u de SSID
van de router wilt broadcasten. Als u de SSID van de router
niet wilt broadcasten, dient u Disabled (Uitgeschakeld) te
selecteren.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Wi-Fi Protected Setup

Er zijn drie beschikbare methoden. Gebruik de juiste
methode voor het clientapparaat dat u aan het
configureren bent.
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Wireless (WLAN) > Basic Wireless Settings (Standaardinstellingen
WLAN), Wi-Fi Protected Setup

A OPMERKING:  Wi-Fi Protected Setup
configureert één clientapparaat tegelijk.

Herhaal deze stappen voor elk clientapparaat
dat Wi-Fi Protected Setup ondersteunt.

Methode nr. 1

Gebruik deze methode als uw clientapparaat over een

knop Wi-Fi Protected Setup beschikt.

1. Klik of druk op de knop Wi-Fi Protected Setup op het
clientapparaat.

2. Klik op de knop Wi-Fi Protected Setup op dit
scherm.

3. Klik op de knop OK als het clientapparaat is
geconfigureerd. Ga vervolgens terug naar het
clientapparaat of de documentatie voor verdere
instructies.

Dual Band Wireless-N router voor simultaan verkeer

Methode nr. 2

Gebruik deze methode als uw clientapparaat over een
PIN-code voor Wi-Fi Protected Setup beschikt.

1. Geef de PIN-code van het clientapparaat op in het veld
op dit scherm.

2. Klik op de knop Register (Aanmelden).

3. Klik op de knop OK als het clientapparaat is
geconfigureerd. Ga vervolgens terug naar het
clientapparaat of de documentatie voor verdere
instructies.

Methode nr. 3

Gebruik deze methode als uw clientapparaat om de PIN-
code van de router vraagt.

1. Geef de PIN-code op die in dit scherm wordt
weergegeven. (Deze code staat ook op het label op de
onderkant van uw router.)

2. Klik op de knop OK als het clientapparaat is
geconfigureerd. Ga vervolgens terug naar het
clientapparaat of de documentatie voor verdere
instructies.

Onderaan het scherm worden de Wi-Fi Protected Setup
Status (Status van Wi-Fi Protected Setup), Network Name
(SSID)  (Netwerknaam (SSID)), Security (Beveiliging),
Encryption (Versleuteling) en Passphrase (Wachtzin)
weergegeven.

A OPMERKING: als u clientapparaten hebt die Wi-

Fi Protected Setup niet ondersteunen, noteert
u de instellingen van het draadloze netwerk en
configureert u de clientapparaten handmatig.

Wireless (WLAN) > Wireless Security
(WLAN-beveiliging)

Op dit tabblad kunt u de beveiliging van uw draadloze
netwerk configureren. De router ondersteunt zes
modi voor beveiliging van draadloze netwerken:
WPA Personal, WPA Enterprise, WPA2 Personal,
WPA2 Enterprise, RADIUS en WEP. (WPA staat voor
Wi-Fi  Protected Access, een beveiligingsstandaard
die sterker is dan WEP-versleuteling. WEP staat voor
Wired Equivalent Privacy en RADIUS voor Remote
Authentication Dial-In User Service.) Hieronder vindt u
een beknopte beschrijving van de zes modi. Raadpleeg
“Hoofdstuk 2: WLAN-beveiliging” voor gedetailleerde
informatie over het configureren van netwerken met
WLAN-beveiliging.

WLAN-beveiliging
Security Mode (Beveiligingsmodus)

Selecteer de juiste beveiligingsmethode voor uw
draadloze netwerk. Als u geen WLAN-beveiliging wilt
gebruiken, houdt u de standaardinstelling Disabled
(Uitgeschakeld) aan.
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WPA Personal

A OPMERKING: als u WPA of WPA2 gebruikt, moet

elk apparaat in uw draadloze netwerk dezelfde
WPA- of WPA2-methode en gedeelde sleutel
gebruiken, anders functioneert het netwerk
niet naar behoren.
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WPA Personal

Encryption (Versleuteling) WPA ondersteunt twee
versleutelingsmethoden: TKIP en AES, met dynamische
versleutelingssleutels. Selecteer het algoritme: TKIP of
AES. De standaardwaarde is TKIP.

Passphrase (Wachtzin) Voer een wachtzin in van 8 tot
63 tekens.

Key Renewal (Sleutel vernieuwen) Geef een interval
voor de vernieuwing van de sleutel op. Hiermee bepaalt
u hoe vaak de router de sleutels moet wijzigen. Het
standaardinterval voor vernieuwen van de sleutel is 3600
seconden.

WPA Enterprise

Met deze optie wordt WPA gebruikt in combinatie met
een RADIUS-server. (U kunt deze optie dan ook alleen
gebruiken als een RADIUS-server met de router is
verbonden.)

WPA Enterprise

Dual Band Wireless-N router voor simultaan verkeer

Encryption (Versleuteling) WPA  ondersteunt  twee
versleutelingsmethoden: TKIP en AES, met dynamische
versleutelingssleutels. Selecteer het algoritme: TKIP of
AES. De standaardwaarde is TKIP.

RADIUS Server (RADIUS-server) Voer het IP-adres van
de RADIUS-server in.

RADIUS Port (RADIUS-poort) Voer het poortnummer
van de RADIUS-server in. De standaardwaarde is 1812.
Shared Key (Gedeelde sleutel) Voer de sleutel in die
gedeeld wordt tussen de router en de-server.

Key Renewal (Sleutel vernieuwen) Geef een interval
voor de vernieuwing van de sleutel op. Hiermee bepaalt
u hoe vaak de router de sleutels moet wijzigen. Het
standaardinterval voor vernieuwen van de sleutel is 3600
seconden.

WPA2 Personal

LIiNKBYS by Cisco

WPA2 Personal

Encryption (Versleuteling) WPA2 ondersteunt
twee  versleutelingsmethoden  met  dynamische
versleutelingssleutels: AES en WPA-TKIP/WPA2-AES.
Selecteer WPA-TKIP of WPA2-AES om verbinding te
maken met de router.

Passphrase (Wachtzin) Voer een wachtzin in van 8 tot
63 tekens.

Key Renewal (Sleutel vernieuwen) Geef een interval
voor de vernieuwing van de sleutel op. Hiermee bepaalt
u hoe vaak de router de sleutels moet wijzigen. Het
standaardinterval voor vernieuwen van de sleutel is 3600
seconden.

WPA2 Enterprise

Met deze optie wordt WPA2 gebruikt in combinatie
met een RADIUS-server. (U kunt deze optie dan ook
alleen gebruiken als een RADIUS-server met de router is
verbonden.)
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WPA2 Enterprise

Encryption (Versleuteling) WPA2 ondersteunt
twee  versleutelingsmethoden  met  dynamische
versleutelingssleutels: AES en WPA-TKIP/WPA2-AES.
Selecteer WPA-TKIP of WPA2-AES om verbinding te
maken met de router.

RADIUS Server (RADIUS-server) Voer het IP-adres van
de RADIUS-server in.

RADIUS Port (RADIUS-poort) Voer het poortnummer
van de RADIUS-server in. De standaardwaarde is 1812.

Shared Key (Gedeelde sleutel) Voer de sleutel in die
gedeeld wordt tussen de router en de-server.

Key Renewal (Sleutel vernieuwen) Geef een interval
voor de vernieuwing van de sleutel op. Hiermee bepaalt
u hoe vaak de router de sleutels moet wijzigen. Het
standaardinterval voor vernieuwen van de sleutel is 3600
seconden.

RADIUS

Met deze optie wordt WEP gebruikt in combinatie met
een RADIUS-server. (U kunt deze optie dan ook alleen
gebruiken als een RADIUS-server met de router is
verbonden.)

Dual Band Wireless-N router voor simultaan verkeer

Geavanceerde configuratie
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RADIUS

& BELANGRIJK:  Als u  WEP-versleuteling
gebruikt, moet elk apparaat in uw draadloze

netwerk dezelfde WEP-versleutelingsmethode
en versleutelingssleutel gebruiken, anders
functioneert het draadloze netwerk niet naar
behoren.

RADIUS Server (RADIUS-server) Voer het IP-adres van
de RADIUS-server in.

RADIUS Port (RADIUS-poort) Voer het poortnummer
van de RADIUS-server in. De standaardwaarde is 1812.

Shared Key (Gedeelde sleutel) Voer de sleutel in die
gedeeld wordt tussen de router en de-server.

Encryption (Versleuteling) Selecteer het  WEP-
versleutelingsniveau dat u wilt gebruiken, 64 bits 10
hex digits (64-bits 10 hexadecimale tekens) of 128 bits
26 hex digits (128-bits 26 hexadecimale tekens). De
standaardwaarde is 64 bits 10 hex digits (64-bits 10
hexadecimale tekens).

Passphrase (Wachtzin) Voer een wachtzin in om
automatisch WEP-sleutels te genereren. Klik vervolgens
op Generate (Genereren).

Key 1-4 (Sleutel 1-4) Alsugeenwachtzin hebtingevoerd,
kunt u de WEP-sleutel(s) handmatig opgeven.

Tx Key (Tx-sleutel) Selecteer een sleutel in het
vervolgkeuzemenu.

WEP

WEP is een standaardversleutelingsmethode en minder
veilig dan WPA.

15



Geavanceerde configuratie

LINKSYS by Cisco

L T

WEP

Encryption (Versleuteling) Selecteer het  WEP-
versleutelingsniveau dat u wilt gebruiken, 64 bits 10
hex digits (64-bits 10 hexadecimale tekens) of 128 bits
26 hex digits (128-bits 26 hexadecimale tekens). De
standaardwaarde is 64 bits 10 hex digits (64-bits 10
hexadecimale tekens).

Passphrase (Wachtzin) Voer een wachtzin in om
automatisch WEP-sleutels te genereren. Klik vervolgens
op Generate (Genereren).

Key 1-4 (Sleutel 1-4) Alsugeenwachtzin hebtingevoerd,
kunt u de WEP-sleutel(s) handmatig opgeven.

Tx Key (Tx-sleutel) Selecteer een sleutel in het
vervolgkeuzemenu.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Wireless (WLAN) > Wireless MAC Filter
(MAC-filter WLAN)

Draadloze toegang kan worden beperkt tot de MAC-
adressen van de draadloze apparaten die binnen het
bereik van uw netwerk gegevens verzenden.

Dual Band Wireless-N router voor simultaan verkeer
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Wireless (WLAN) > Wireless MAC Filter (MAC-filter WLAN)

Wireless MAC Filter (MAC-filter WLAN)

Access Restriction (Toegangsbeperking)

Wireless MAC Filter (MAC-filter WLAN) Klik op Enabled
(Ingeschakeld) als u draadloze gebruikers wilt filteren op MAC-
adres en daarmee toegang wilt toestaan of blokkeren. Als u
de gebruikers niet wilt filteren op basis van het MAC-adres,
houdt u de standaardwaarde Disabled (Uitgeschakeld)
aan.

Prevent PCs listed below from accessing the wireless
network (Voorkomen dat de onderstaande pc's toegang
tot het WLAN krijgen) Selecteer deze optie als u de
toegang tot het draadloze netwerk wilt blokkeren op basis
van het MAC-adres. Deze optie is standaard geselecteerd.

Permit only listed computers to access the wireless
network (Toestaan dat de onderstaande pc's toegang
tot het WLAN krijgen.) Selecteer deze optie als u toegang
tot het draadloze netwerk wilt toestaan op basis van het
MAC-adres. Deze optie is standaard niet geselecteerd.

Filterlijst MAC-adressen

Klik op de knop Wireless Client List (Lijst WLAN-clients)
om de lijst met draadloze clients weer te geven. In deze
lijst vindt u computers en andere apparatuur binnen het
draadloze netwerk. Klik op het selectievakje Save to MAC
Address Filter List (Opslaan in filterlijst MAC-adressen)
voor elk apparaat dat u wilt toevoegen aan de filterlijst
met MAC-adressen. Klik vervolgens op Add (Toevoegen).
Klik op de knop Refresh (Vernieuwen) om de nieuwste
gegevens te bekijken. Als u dit scherm wilt verlaten en
terug wilt keren naar het scherm Wireless MAC Filter (MAC-
filter WLAN), klikt u op de knop Close (Sluiten).

16



Geavanceerde configuratie

Bariby |Pastwn =

[ [T Tre
| coemmm | e | Fhoeves | MACAe | e | Sl
LSt 1 dagw | EeinE |EadChn | fesem 0
1 4 ! | i
i g LR T e ——— ]
- Jabmy | MIMEINY |EEENCIE | G 0

Wireless Client List (Lijst WLAN-clients)

MAC XX Voer de MAC-adressen in van de apparaten
waarvan u de toegang tot het draadloze netwerk wilt
beheren.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Wireless (WLAN) > Advanced Wireless
Settings (Geavanceerde instellingen WLAN)

Het scherm Wireless > Advanced Wireless Settings (WLAN
> Geavanceerde instellingen WLAN) wordt gebruikt om
de geavanceerde functies in te stellen voor de router.
Deze instellingen dienen alleen door ervaren beheerders
te worden aangepast, omdat bij onjuiste instellingen de
prestaties van het draadloze netwerk kunnen afnemen.
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Wireless (WLAN) > Advanced Wireless Settings (Geavanceerde
instellingen WLAN)

Advanced Wireless (Geavanceerde instellingen WLAN)

APlsolation (AP-isolatie) Hiermeewordenalledraadloze
clients en draadloze apparaten in uw netwerk van elkaar
gescheiden. Draadloze apparaten kunnen communiceren
met de router, maar niet met elkaar. Selecteer Enabled

Dual Band Wireless-N router voor simultaan verkeer

(Ingeschakeld) als u deze functie wilt gebruiken. AP-
isolatie is standaard uitgeschakeld.

Frame Burst (Frame-burst) Met deze optie nemen
de prestaties van uw netwerk toe, afhankelijk van de
leverancier van uw draadloze producten. Selecteer
Enabled (Ingeschakeld) als u de optie voor frame-burst
wilt inschakelen. De standaardinstelling is Disabled
(Uitgeschakeld).

Authentication Type (Verificatietype) De standaardwaarde
is Auto (Automatisch) waardoor Open System-verificatie of
verificatie met een gedeelde sleutel kan worden gebruikt.
Bij Open System-verificatie gebruiken de verzender
en de ontvanger GEEN WEP-sleutel voor de verificatie.
Bij verificatie met een gedeelde sleutel gebruiken de
verzender en de ontvanger wél een WEP-sleutel voor de
verificatie.

Basic Rate (Basissnelheid) De instelling Basic Rate
(Basissnelheid) is niet één vaste overdrachtssnelheid,
maar een reeks snelheden waarmee de router
kan zenden. (De basissnelheid is niet gelijk aan de
daadwerkelijke gegevensoverdrachtssnelheid. Als u de
gegevensoverdrachtssnelheid van de router wilt opgeven,
configureert u de instelling Overdrachtssnelheid.)
De router geeft de basissnelheid door aan de andere
draadloze apparaten in het netwerk, zodat deze
weten welke snelheden worden gebruikt. De router
zal ook bekendmaken dat deze automatisch de beste
overdrachtssnelheid zal selecteren. De standaardinstelling
is Default (Standaard), waarbij de router kan zenden met
alle draadloze gegevenssnelheden.

Transmission Rate (Overdrachtssnelheid) De snelheid
van gegevensoverdracht dient ingesteld te worden op
basis van de snelheid van uw draadloze netwerk. U kunt
het bereik van de overdrachtssnelheden selecteren of
Auto (Automatisch) selecteren als u de router de hoogst
mogelijke gegevenssnelheid wilt laten gebruiken en
de functie voor automatisch terugvallen wilt instellen.
Met deze optie wordt onderhandeld over de beste
verbindingssnelheid tussen de router en een draadloze
client. De standaardwaarde is Auto (Automatisch).

CTS Protection Mode (CTS-beveiligingsmodus) Schakel
de CTS-beveiligingsmodus (CTS, Clear-To-Send) alleen
in wanneer u ernstige problemen ondervindt met uw
draadloze producten en geen overdracht mogelijk is naar
derouterin een omgeving met zwaar vertraagd draadloos
verkeer. Met deze functie kan de router alle draadloze
overdrachten beter opvangen, maar nemen de prestaties
van de router zeer sterk af. De standaardwaarde is Auto
(Automatisch).

Beacon Interval (Bakeninterval) Een baken is een
pakketbroadcast van de router voor de synchronisatie
van het draadloze netwerk. Geef een waarde op tussen
20-1000 milliseconden. De waarde van het bakeninterval
geeft het frequentie-interval van het baken aan. De
standaardwaarde is 100.

DTIM Interval (DTIM-interval) Deze waarde, die tussen
3 en 255 ligt, geeft het DTIM-interval (Delivery Traffic
Indication Message) aan. Een DTIM-veld is een aftelveld
dat de clients informatie verstrekt over het volgende
venster voor het luisteren naar broadcast- en multicast-
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berichten. Als er zich broadcast- of multicast-berichten
voor gekoppelde clients in de buffer van de router
bevinden, verzendt de router de volgende DTIM met een
DTIM-intervalwaarde. De clients krijgen de bakens door
en worden geactiveerd. Vervolgens kunnen de clients de
broadcast-berichten en multicast-berichten ontvangen.
De standaardwaarde is 3.

Fragmentation Threshold (Fragmentatiedrempel) Deze
waarde geeft de maximale grootte van een pakket aan
voordat de gegevens over meerdere pakketten worden
verdeeld. Als er zich veel pakketfouten voordoen, kunt
u de fragmentatiedrempel iets verhogen. Als u de
fragmentatiedrempel te laag instelt, kan dat slechte
netwerkprestaties veroorzaken. Het is raadzaam de
verlaging van de standaardwaarde tot een minimum te
beperken. In de meeste gevallen kan de standaardwaarde
2346 worden gebruikt.

RTS Threshold (RTS-drempel) Bij een inconsistente
gegevensstroom is het raadzaam de standaardwaarde,
2347, slechts licht te wijzigen. Als een netwerkpakket
de vooraf ingestelde RTS-drempel niet overschrijdt,
wordt de RTS/CTS-techniek niet ingeschakeld. De router
verzendt Request to Send-frames (RTS) naar een bepaald
ontvangststation en onderhandelt over het verzenden
van een gegevensframe. Het draadloze station reageert
op de ontvangst van de RTS met een Clear to Send-frame
(CTS) ter bevestiging van het recht de overdracht te
beginnen. De RTS-drempel moet op de standaardwaarde
2347 blijven ingesteld.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Security (Beveiliging) > Firewall

Het scherm Security (Beveiliging) > Firewall wordt
gebruikt voor de configuratie van een firewall waarmee
op het lokale netwerk van de router verschillende typen
ongewenst verkeer kunnen worden uitgefilterd.

M mn
CISCO

Security (Beveiliging) > Firewall

Firewall

SPI Firewall Protection (SPI-firewallbeveiliging) Houd
de standaardwaarde Enabled (Ingeschakeld) aan als
u een firewallbeveiliging wilt gebruiken. Selecteer
Disabled (Uitgeschakeld) om de firewallbeveiliging uit te
schakelen.

Dual Band Wireless-N router voor simultaan verkeer

Internet Filters (Internetfilters)

Filter Anonymous Internet Requests (Anonieme
internetverzoeken filteren) Met deze functie maakt u het
gebruikers van buitenaf moeilijker uw netwerk binnen
te dringen. Deze functie is standaard geselecteerd.
U kunt de functie uitschakelen als u anonieme
internetverzoeken wel wilt toestaan.

Filter Multicast (Multicast filteren) Met multicasting
kunnen meerdere overdrachten tegelijk naar bepaalde
ontvangers worden verzonden. Als multicasting is
toegestaan, kan de router IP-multicastpakketten naar de
daarvoor bestemde computers doorsturen. Deze functie is
standaard geselecteerd. Deselecteer deze functie om hem
uit te schakelen.

Filter Internet NAT Redirection (Filter Doorsturen
NAT) met deze functie wordt voorkomen dat een lokale
computer via een URL of internetadres toegang kan
krijgen tot de lokale server. Selecteer Filter Internet NAT
Redirection (Filter Doorsturen NAT) als u het doorsturen
van internet-NAT wilt filteren. Deze functie is standaard
niet geselecteerd.

Filter IDENT (Port 113) (Filter IDENT (Poort 113)) Met
deze functie wordt voorkomen dat poort 113 wordt
gescand door apparaten buiten uw lokale netwerk.
Deze functie is standaard geselecteerd. Deselecteer deze
functie om hem uit te schakelen.

Webfilters

Filters Selecteren om Proxy, Java, ActiveX en Cookies te
filteren.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Security (Beveiliging) > VPN Passthrough
(VPN-doorvoer)

U kunt het scherm Security (Beveiliging) > VPN Passthrough
(VPN-doorvoer) gebruiken om de doorvoer van VPN-
tunnels met IPSec-, PPTP- of L2TP-protocollen door de
firewall van de router toe te staan.
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Security (Beveiliging) > VPN Passthrough (VPN-doorvoer)

VPN-doorvoer

IPSec Passthrough (IPSec-doorvoer): IPSec (Internet
Protocol Security) is een pakket protocollen waarmee
een veilige uitwisseling van pakketten op de IP-laag
kan worden gegarandeerd. Houd de standaardwaarde
Enabled (Ingeschakeld) aan als u de doorvoer van IPSec-
tunnels door de router wilt toestaan.
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PPTP Passthrough (PPTP-doorvoer) Met Point-to-Point
Tunneling Protocol (PPTP) kan het Point-to-Point Protocol
(PPP) via een IP-netwerk worden doorgevoerd. Houd de
standaardwaarde Enabled (Ingeschakeld) aan als u de
doorvoer van PPTP-tunnels door de router wilt toestaan.

L2TP Passthrough (L2TP-doorvoer) Layer 2 Tunneling
Protocol is de methode waarmee Point-to-Point-sessies
via internet op Layer 2-niveau worden ingeschakeld. Houd
de standaardwaarde Enabled (Ingeschakeld) aan als u de
doorvoer van L2TP-tunnels door de router wilt toestaan.

Klik op Save Settings (Instellingen opslaan) om de

wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Storage (Opslag) > Disk (Schijf)

Om de opslagfunctie te kunnen gebruiken, moet er een
externe USB-vaste schijf of USB-schijf zijn aangesloten op
de USB-poort van de router.

In het scherm Disk (Schijf) wordt de schijf beschreven die
momenteel op de router is aangesloten. Via dit scherm
kunt u een lege schijf formatteren, een schijf veilig
verwijderen of een schijf wissen.
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Storage (Opslag) > Disk (Schijf)

Disk Detail (Details over de schijf)

Als er een geformatteerde schijf op de router is
aangesloten, kuntude partitie-informatie en de informatie
over bestandssystemen, capaciteit en beschikbare ruimte
voor elke partitie van de schijf weergeven. Klik op Create
Share (Gedeelde map maken) om een gedeelde map te
maken.

Safely Remove Disk (Schijf veilig verwijderen) Klik op
Safely Remove (Veilig verwijderen) voordat u een schijf
loskoppelt van de router. Op deze manier voorkomt u dat
gegevens worden gewist als de schijf wordt verwijderd
terwijl er sprake is van gegevensoverdracht van of naar de
schijf.

Nadat u op Create Share (Gedeelde map maken) hebt
geklikt, wordt het scherm Shared Folder (Gedeelde map)
weergegeven.

Dual Band Wireless-N router voor simultaan verkeer
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Het scherm Shared Folder (Gedeelde map)

Het scherm Shared Folder (Gedeelde map)
Op dit scherm kunt u een gedeelde map toevoegen.

Display Name (Schermnaam) Typ een schermnaam die
in de tabel Shared Folder (Gedeelde map) in het scherm
Disk (Schijf) wordt weergegeven.

Partition (Partitie) Hier verschijnt de naam van de te
delen partitie die u hebt geselecteerd in de Shared Folder
(Gedeelde map).

Location (Locatie) De locatie van de gedeelde map
wordt weergegeven.

New Folder (Nieuwe map) Als u een nieuwe map wilt
maken, voert u de naam ervan in en klikt u op Create
(Maken).

Share entire Partion (Hele partitie delen) Als u de hele
partitie wilt delen, schakelt u het selectievakje Share
entire Partition (Hele partitie delen) in.

Als u niet de hele partitie wilt delen, kunt u opgeven welke
map u wilt delen. Selecteer een mapnaam die u wilt delen.
Klik op Enter into Folder (Map openen) om een submap
weer te geven. Klik op Return to Upper Folder (Terug
naar bovenliggende map) om terug te keren naar de
vorige map. Voer een naam in het veld New folder (Nieuwe
map) in en klik op Create (Maken) om een nieuwe map te
maken.

Access (Toegang) Selecteer de pijlen naar rechts om
toegang tot een groep te geven of de pijlen naar links
om toegang tot een groep op te heffen. U kunt toegang
voor lezen en schrijven of alleen-lezen instellen. Ga naar
Storage (Opslag) > Administration (Beheer) om meer
groepen toe te voegen.
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Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik op Close (Sluiten) om het scherm af te sluiten.

Shared Folder (Gedeelde map)

Elke schermnaam die u in het scherm Shared Folder
(Gedeelde map) hebt gemaakt, wordt samen met de
bijbehorende partitie en de gedeelde map weergegeven.
U kunt deze items bewerken of verwijderen. Selecteer
Edit (Bewerken) om een item te bewerken of Delete
(Verwijderen) om een item te verwijderen.

Als u op Edit (Bewerken) klikt, wordt het scherm Shared
Folder (Gedeelde map) weergegeven. Raadpleeg het
gedeelte “Het scherm Shared Folder (Gedeelde map)”
hierboven.

Format Disk (Schijf formatteren)

Selecteer de schijf die u wilt formatteren en klik op Format
Disk (Schijf formatteren) om de schijf te formatteren
en een nieuwe partitie te maken. Als uw vaste schijf
in meerdere partities is geformatteerd, worden deze
partities door deze handeling verwijderd en wordt er één
partitie gemaakt. Voer de naam in van de partitie die u
wilt formatteren. Selecteer Format (Formatteren) om het
formatteren te starten of Cancel (Annuleren) om het te
annuleren voordat het begint.

Format Disk (Schijf formatteren)

Storage (Opslag) > Media Server (Mediaserver)

Om de opslagfunctie te kunnen gebruiken, moet er een
externe USB-vaste schijf of USB-schijf zijn aangesloten op
de USB-poort van de router.
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Storage (Opslag) > Media Server (Mediaserver)

Dual Band Wireless-N router voor simultaan verkeer

Setup (Instellingen)

Server Name (Servernaam) De naam van de mediaserver
van de router wordt hier weergegeven. Deze kunt u wijzigen in
het scherm Storage (Opslag) > Administration (Beheer).

UPnP Media Server (UPnP-mediaserver) Selecteer
Enabled (Ingeschakeld) als u de mediaserver van de
router wilt gebruiken. Selecteer anders Uitgeschakeld.

Database

In dit gedeelte kunt u de content selecteren die u aan
de database van de mediaserver van de router wilt
toevoegen. Klik op Specify Folder to Scan (Map opgeven
voor scannen) om een mediamap aan de databasetabel
toe te voegen.

Als u op Specify Folder to Scan (Map opgeven voor
scannen) klikt, wordt het scherm Media Folder (Mediamap)
weergegeven.

Het scherm Media Folder (Mediamap)
Op dit scherm kunt u een mediamap toevoegen.
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Media Folder (Mediamap)

Display Name (Schermnaam) Typ een schermnaam
die in de databasetabel in het scherm Media Server
(Mediaserver) wordt weergegeven.

Partition (Partitie) Hier verschijnt de naam van de te
delen partitie die u hebt geselecteerd in de Shared Folder
(Gedeelde map).

Location (Locatie) De locatie van de gedeelde map
wordt weergegeven.

New Folder (Nieuwe map) Als u een nieuwe map wilt
maken, voert u de naam ervan in en klikt u op Create
(Maken).

Share entire Partion (Hele partitie delen) Als u de hele
partitie wilt delen, schakelt u het selectievakje Share
entire Partition (Hele partitie delen) in.
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Als u niet de hele partitie wilt delen, kunt u opgeven
welke map u wilt delen. Selecteer een mapnaam die u
wilt delen. Klik op Enter into Folder (Map openen) om
een submap weer te geven. Klik op Return to Upper
Folder (Terug naar bovenliggende map) om terug te
keren naar de vorige map. Voer een naam in het veld New
Folder (Nieuwe map) in en klik op Create (Maken) om een
nieuwe map te maken.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik voor meer informatie op Help.

Storage (Opslag) > FTP Server (FTP-server)

Om de opslagfunctie te kunnen gebruiken, moet er een
externe USB-vaste schijf of USB-schijf zijn aangesloten op
de USB-poort van de router.

Op het tabblad FTP Server (FTP-server) wordt een FTP-
server gemaakt waartoe u via internet of via uw lokale
netwerk toegang hebt.
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Storage (Opslag) > FTP Server (FTP-server)

Setup (Instellingen)

Server Name (Servernaam) De naam van de FTP-server
van de router wordt hier weergegeven. Deze kunt u wijzigen
in het scherm Storage (Opslag) > Administration (Beheer).

FTP Server (FTP-server) Selecteer Enabled (Ingeschakeld)
om deze router in te stellen als FTP-server. Of selecteer
Disabled (Uitgeschakeld) als u deze service wilt
uitschakelen. Als u deze service wilt gebruiken, moet er
een USB-harde schijf of een USB-schijf zijn aangesloten op
de USB-poort.

Internet Access (Internettoegang) Selecteer Enabled
(Ingeschakeld) omtoegangtotde FTP-servervanafinternet
toe te staan. Of selecteer Disabled (Uitgeschakeld) als u
alleen toegang wilt toestaan via een lokaal netwerk.

FTP Port (FTP-poort) Voer het FTP-poortnummer in dat
u wilt gebruiken. De standaardpoort is 21.

Access (Toegang)

In dit gedeelte kunt u FTP-mappen opgeven die
toegankelijk zijn via de FTP-client. Klik op Specify Folder
to Access (Map voor toegang opgeven) om een map toe
te voegen aan de tabel Access (Toegang).

Dual Band Wireless-N router voor simultaan verkeer

Als u op Specify Folder to Access (Map opgeven voor
scannen) klikt, wordt het scherm FTP Folder (FTP-map)
weergegeven.

Het scherm FTP Folder (FTP-map)

Op dit scherm kunt u een FTP-map toevoegen.
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Het scherm FTP Folder (FTP-map)

Display Name (Schermnaam) Typ een schermnaam
die in de tabel Access (Toegang) in het scherm FTP Server
(FTP-server) wordt weergegeven.

Partition (Partitie) Hier verschijnt de naam van de te
delen partitie die u hebt geselecteerd in de Shared Folder
(Gedeelde map).

Location (Locatie) De locatie van de gedeelde map
wordt weergegeven.

New Folder (Nieuwe map) Als u een nieuwe map wilt
maken, voert u de naam ervan in en klikt u op Create
(Maken).

Share entire Partion (Hele partitie delen) Als u de hele
partitie wilt delen, schakelt u het selectievakje Share
entire Partition (Hele partitie delen) in.

Als u niet de hele partitie wilt delen, kunt u opgeven
welke map u wilt delen. Selecteer een mapnaam die u
wilt delen. Klik op Enter into Folder (Map openen) om
een submap weer te geven. Klik op Return to Upper
Folder (Terug naar bovenliggende map) om terug te
keren naar de vorige map. Voer een naam in het veld New
Folder (Nieuwe map) in en klik op Create (Maken) om een
nieuwe map te maken.

Access (Toegang) Selecteer de pijlen naar rechts om
toegang tot een groep te geven of de pijlen naar links om
toegang tot een groep op te heffen.U kunt toegang voor
lezen en schrijven of alleen-lezen instellen. Ga naar het
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scherm Storage (Opslag) > Administration (Beheer) om
meer groepen toe te voegen.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik op Close (Sluiten) om het scherm te sluiten.

Elke schermnaam die uin het scherm FTP Folder (FTP-map)
hebt gemaakt, wordt samen met de bijbehorende partitie
en map weergegeven. U kunt deze items bewerken of
verwijderen. Selecteer Edit (Bewerken) om een item
te bewerken of Delete (Verwijderen) om een item te
verwijderen.

Als u op Edit (Bewerken) klikt, wordt het scherm FTP
Folder (FTP-map) weergegeven. Raadpleeg het gedeelte
“Het scherm FTP Folder (FTP-map)” hierboven.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik voor meer informatie op Help.

Storage (Opslag) > Administration
(Beheer)

In het scherm Administration (Beheer) kunt u de gebruikers
en gebruikersgroepen beheren die toegang hebben tot
de shares.
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Storage

Storage (Opslag) > Administration (Beheer)

Information (Informatie)

Server Name (Servernaam) Typ een naam die moet
worden gebruikt voor netwerkopslag op de FTP- en
mediaserver. Leestekens, spaties en andere speciale
tekens (bijvoorbeeld * /| \') kunnen niet in de naam
worden gebruikt.

Workgroup Name (Werkgroepnaam) Typ de
werkgroepnaam van uw router in het lokale netwerk.

Het LAN-IP-adres van de (FTP- en media)server en het IP-
adres van de (FTP-)server worden hier weergegeven.

Dual Band Wireless-N router voor simultaan verkeer

User Management (Gebruikersheheer)

De beschikbare gebruikers worden weergegeven in
de tabel User Management (Gebruikersbeheer). De
twee standaardgebruikers, Admin (Beheerder, lees- en
schrijfftoegang) en Guest (Gast, alleen-lezen toegang)
kunnen niet worden verwijderd. Klik op Create New User
(Nieuwe gebruiker maken) als u een nieuwe gebruiker wilt
maken.

Als u op Create New User (Nieuwe gebruiker maken)
klikt, wordt het scherm User Account (Gebruikersaccount)
weergegeven.

Elke gebruiker in het scherm Gebruikersaccount wordt
weergegeven met de bijbehorende groep, die u kunt
wijzigen of verwijderen. Selecteer Edit (Bewerken) als u
een gebruiker wilt bewerken of Delete (Verwijderen) als u
de gebruiker wilt verwijderen.

Als u op Edit (Bewerken) klikt, wordt het scherm User
Account (Gebruikersaccount) weergegeven.Raadpleeg het
gedeelte “Het scherm User Account (Gebruikersaccount)”.
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User Account (Gebruikersaccount)

Het scherm User Account (Gebruikersaccount)

U kunt gebruikers toevoegen, bewerken of verwijderen
via het scherm User Account (Gebruikersaccount):

1. Voer een gebruikersnaam in voor de gebruiker.

2. Voer de volledige naam en omschrijving in voor de
gebruiker.

3. Voer een wachtwoord in en doe dit nogmaals in het
veld Confirm Password (Wachtwoord bevestigen).

4. Selecteer in het vervolgkeuzemenu Group Member
(Groepslid) de optie Admin (Beheerder) of Guest
(Gast). Ukunteen nieuwe groep maken in het gedeelte
Group Management (Groepsbeheer).

5. Klik op Save Settings (Instellingen opslaan) om de
wijzigingen op te slaan of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te
annuleren. Klik op Close (Sluiten) om het scherm te
sluiten.
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Group Management (Groepsheheer)

De groepen worden weergegeven in de tabel
Group Management (Groepsbeheer). Er zijn twee
standaardgroepen: Admin (Beheerder) en Guest (Gast).
Deze kunnen niet worden verwijderd. Klik op Create New
Group (Nieuwe groep maken) om een nieuwe groep te
maken.

Als u op Create New Group (Nieuwe groep maken) klikt,
verschijnt het scherm Group Account (Groepsaccount).

Elke groep die u in het scherm Group Account
(Groepsaccount) hebt gemaakt, wordt weergegeven met
de bijbehorende toegangsrechten. Deze kunt u bewerken
of verwijderen. Selecteer Edit (Bewerken) als u een
gebruiker wilt bewerken of Delete (Verwijderen) als u de
gebruiker wilt verwijderen.

Als u op Edit (Bewerken) klikt, wordt het scherm Group
Account (Groepsaccount) weergegeven. Raadpleeg het
gedeelte “Het scherm Group Account (Groepsaccount)”.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik voor meer informatie op Help.
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Het scherm Group Account (Groepsaccount)

U kunt groepen toevoegen, bewerken of verwijderen:

1. Voer een naam in voor de groep.

2. Voer een omschrijving in voor de groep.

3. Selecteer read and write (lezen en schrijven) of read
only (alleen lezen).

4. Klik op Save Settings (Instellingen opslaan) om de
wijzigingen op te slaan of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te
annuleren. Klik op Close (Sluiten) om het scherm te
sluiten.

Access Restrictions (Toegangsheperkingen)
> Internet Access (Internettoegang)

In het scherm Access Restrictions (Toegangsbeperkingen)
> Internet Access (Internettoegang) kunt u bepaalde typen
internetgebruik en -verkeer weigeren of toestaan, zoals
internettoegang, toegewezen services en websites op
bepaalde dagen en tijdstippen.

Dual Band Wireless-N router voor simultaan verkeer
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Access Restrictions (Toegangsbeperkingen) > Internet Access
(Internettoegang)

Internet Access (Internettoegang)

Internet Access Policy (Internettoegangsbeleid) Toegang
tot internet kan worden beheerd met een beleid. Met
de instellingen in dit scherm kunt u een toegangsbeleid
instellen (nadat u op Save Settings (Instellingen opslaan)
hebt geklikt). Selecteer in het vervolgkeuzemenu een
beleid om de instellingen voor die beleidsregel weer te
geven. Als u een beleid wilt verwijderen, selecteert u het
nummer van dat beleid en klikt u op Delete (Verwijderen).
Klik op Summary (Samenvatting) voor een overzicht van
alle beleidsregels.

Deny or Allow (Weigeren of toestaan) Als u Weigeren
selecteert, zal op de geselecteerde dagen en tijdstippen
de toegang tot internet worden geblokkeerd voor de pc
in de overzichtslijst. Pc's die niet in de lijst staan, houden
toegang tot internet. Als u Allow (Toestaan) selecteert,
zal op de geselecteerde dagen en tijdstippen de toegang
tot internet worden toegestaan voor alle pc's in de
overzichtslijst. De pc's die niet in de overzichtslijst staan,
hebben dan geen toegang tot internet. Als er een conflict
ontstaat tussen beleidsregels, krijgt het beleid met het
laagste nummer prioriteit boven het beleid met het
hogere nummer.

Een beleid voor internettoegang instellen:

1. Selecteer een nummer in het vervolgkeuzemenu
Internet Access Policy (Internettoegangsbeleid).
2. Geef een naam voor het beleid op in het veld.

3. Als u dit beleid wilt inschakelen, selecteert u Enabled
(Ingeschakeld).
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4. Klik op Edit List of PCs (Overzicht van pc's bewerken)
en selecteer op welke pc's het beleid van kracht zal
zijn. Het venster List of PCs (Overzicht van pc's) wordt
weergegeven. U kunt een computer selecteren op
basis van het MAC- of IP-adres. U kunt ook een reeks
IP-adressen invoeren als u dit beleid wilt toepassen op
een groep computers. Klik nadat u de wijzigingen hebt
ingevoerd op Save Settings (Instellingen opslaan) als
u de wijzigingen wilt toepassen of op Cancel Changes
(Wijzigingen annuleren) als u de wijzigingen wilt
annuleren. Klik vervolgens op Close (Sluiten).
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List of PCs (Overzicht van pc's)

5. Selecteer Deny (Weigeren) of Allow (Toestaan) en
bepaal zo of u internettoegang wilt toestaan of
blokkeren voor de pc's die u hebt geselecteerd in het
scherm List of PCs (Overzicht van pc's).

6. Bepaal op welke dagen en tijdstippen dit beleid van
toepassing is. Selecteer de gewenste dagen waarop
het beleid van kracht moet zijn of selecteer Everyday
(Dagelijks). Geef vervolgens een tijdsduur in uren en
minuten op waarin het beleid van kracht zal zijn of
selecteer 24 Hours (24 uur).

7. Voereen URL of een trefwoord voor websiteblokkering
in, of selecteer de geblokkeerde toepassingen die
u wilt gebruiken. Gebruik van deze functies kan de
internetsnelheid vertragen.

8. Klik op Save Settings (Instellingen opslaan) als u de
instellingen voor de beleidsregel wilt opslaan of klik
op Cancel Changes (Wijzigingen annuleren) als u de
instellingen voor het beleid wilt annuleren.

Geblokkeerde toepassingen

U kunt de toegang tot verschillende services die via
internet toegankelijk zijn, zoals FTP of Telnet, filteren door
toepassingen te selecteren in de lijst met toepassingen.

Als u een toepassing wilt toevoegen, voert u de naam
van de toepassing in het veld Application Name (Naam
toepassing) in. Geef het bereik op in de velden Port
Range (Poortbereik). Selecteer het protocol in het
vervolgkeuzemenu Protocol. Klik vervolgens op Add
(Toevoegen).

Als u een toepassing wilt wijzigen, selecteert u deze in de
Application List (Lijst met toepassingen). Wijzig de naam,

Dual Band Wireless-N router voor simultaan verkeer

het poortbereik of het protocol van de toepassing. Klik
vervolgens op Modify (Wijzigen).

Als u een toepassing wilt verwijderen, selecteert u deze
in de Application List (Lijst met toepassingen). Klik
vervolgens op Delete (Verwijderen).

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Applications and Gaming (Toepassingen
en games) > Single Port Forwarding
(Doorsturen één poort)

U kunt het scherm Single Port Forwarding (Doorsturen één
poort) gebruiken om poortservices voor veelgebruikte
toepassingen aan te passen.

Als gebruikers dergelijke verzoeken via internet naar uw
netwerk verzenden, stuurt de router de verzoeken door naar
de goede servers (computers).Voordat u de doorstuurfunctie
gebruikt, moet u statische IP-adressen toewijzen aan de
gebruikte servers.
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Applications and Gaming (Toepassingen en games) > Single Port
Forwarding (Doorsturen één poort)

Single Port Forwarding (Doorsturen één poort)

Als u een poort wilt doorsturen, voert u op elke regel de
gegevens voor de vereiste criteria in.

Application (Toepassing) Selecteer een standaardtoepassing
of typ de naam die u de toepassing wilt geven. De namen
mogen niet langer zijn dan 12 tekens.

External and Internal Port (Externe en interne
poort) Voer de externe en interne poortnummers in.

Protocol Selecteer het voor deze toepassing gebruikte
protocol (TCP of UDP).

IP Address (IP-adres) Geef voor elke toepassing het IP-
adres op van de computer waarop de verzoeken worden
ontvangen.

Enabled (Ingeschakeld) Selecteer Enabled (Ingeschakeld)
voor elke toepassing waarvoor u het doorsturen van
poorten wilt inschakelen.
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Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Applications and Gaming (Toepassingen en
games) > Port Range Forward (Doorsturen
poortbereik)

In het scherm Applications & Gaming (Toepassingen en
games) >Port Range Forwarding (Doorsturen poortbereik)
kunt u openbare services op uw netwerk instellen,
zoals webservers, FTP-servers, e-mailservers of andere
gespecialiseerde internettoepassingen. (Gespecialiseerde
internettoepassingen zijn toepassingen die gebruikmaken
vaninternetomfunctiesuittevoeren,zoalsvideoconferenties
en onlinegames. Voor sommige internettoepassingen is
doorsturen niet nodig.)
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Applications and Gaming (Toepassingen en games) > Port Range
Forward (Doorsturen poortbereik)

Port Range Forwarding (Doorsturen poorthereik)

Als u een poort wilt doorsturen, voert u op elke regel de
gegevens voor de vereiste criteria in.

Application (Toepassing) Typ in dit veld de naam voor
de toepassing. De namen mogen niet langer dan 12
tekens zijn.

Start/End (Begin/einde) Dit is het poortbereik. Geef de
waarde waarmee het poortbereik begint op in de kolom
Start (Begin) en de waarde waarmee het bereik eindigt in
de kolom End (Einde).

Protocol Selecteer het voor deze toepassing gebruikte
protocol (TCP, UDP of Both (Beide)).

IP Address (IP-adres) Geef voor elke toepassing het
IP-adres op van de computer waarop de specifieke
toepassing wordt uitgevoerd.

Enabled (Ingeschakeld) Selecteer Enabled (Ingeschakeld)
als u het doorsturen van poorten voor de desbetreffende
toepassing wilt inschakelen.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Dual Band Wireless-N router voor simultaan verkeer

Applications & Gaming (Toepassingen en
games) > Port Triggering (Poorttriggers)

In het scherm Applications & Gaming (Toepassingen en
games) > Port Triggering (Poorttriggers) kunt u instellen
datderouteruitgaande gegevens controleert op bepaalde
poortnummers. De router onthoudt het IP-adres van de
computer die de overeenkomende gegevens verzendt.
Wanneer de aangevraagde gegevens vervolgens worden
teruggestuurd via de router, worden de gegevens naar de
juiste computer teruggeleid aan de hand van het IP-adres
en de regels voor poorttoewijzing.
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Applications and Gaming (Toepassingen en games) > Port Triggering
(Poorttriggers)

Port Triggering (Poorttriggers)

Application (Toepassing) Voer de naam van de
triggertoepassing in.

Triggered Range (Getriggerd bereik)

Voer voor elke toepassing het getriggerde poortbereik in.
Zie de documentatie bij de internettoepassing voor de
gewenste poortnummers.

Start Port (Begin poortbereik) Voer het nummer van de
eerste poort in het getriggerde bereik in.

End Port (Einde poortbereik) Voer het poortnummer
van de laatste poort in het getriggerde bereik in.

Forwarded Range (Doorgestuurd bereik)

Voer voor elke toepassing het doorgestuurde poortbereik
in. Zie de documentatie bij de internettoepassing voor de
gewenste poortnummers.

Start Port (Begin poortbereik) Voer het poortnummer
van de eerste poort in het doorgestuurde bereik in.

End Port (Einde poortbereik) Voer het poortnummer
van de laatste poort in het doorgestuurde bereik in.

Enabled (Ingeschakeld) Selecteer Enabled (Ingeschakeld)
als u de poorttriggers voor de desbetreffende toepassing
wilt inschakelen.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
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Applications and Gaming (Toepassingen en
games) > DMZ

Met de DMZ-functie kan één netwerkcomputer verbinding
met internet maken en een bepaalde service gebruiken,
zoals onlinegames of videoconferenties. DMZ-hosting
wijst alle poorten op hetzelfde moment aan één computer
toe. De functie voor het doorsturen van poortbereiken is
veiliger, omdat hierbij alleen de poorten worden geopend
die u wilt openen, terwijl bij DMZ-hosting alle poorten
op één computer worden geopend, zodat via internet
verbinding met de computer kan worden gemaakt.
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Applications and Gaming (Toepassingen en games) > DMZ

DMZ

Op elke computer waarvan de poort wordt toegewezen,
moet de DHCP-clientfunctie worden uitgeschakeld en
moet er een nieuw, vast IP-adres worden toegewezen,
omdat het IP-adres kan veranderen wanneer de DHCP-
functie wordt gebruikt.

Selecteer Enabled (Ingeschakeld) als u pc's op internet
toegang tot een lokale pc wilt geven. Selecteer vervolgens
Any IP Address (Elk IP-adres) of typ het specifieke IP-adres
van de computer die u vanaf internet toegang wilt geven.
Typ vervolgens het IP-adres of het MAC-adres van uw
lokale pc waartoe u toegang wilt verlenen. Deze functie is
standaard uitgeschakeld.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Applications and Gaming (Toepassingen en
games) > QoS

Dankzij Quality of Service (QoS) is betere service mogelijk
voor netwerkverkeer met een hoge prioriteit waarvoor
veeleisende, real-time toepassingen nodig zijn, zoals
videoconferenties.

Dual Band Wireless-N router voor simultaan verkeer
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Applications and Gaming (Toepassingen en games) > QoS

QoS (Quality of Service)

Wireless (WLAN)

Wireless WMM (Wi-Fi Multimedia) WMM is een
draadloze Quality of Service-functie waarmee de
kwaliteit van audio-, video- en spraaktoepassingen
wordt verbeterd door draadloos verkeer prioriteiten
te verlenen. Voor gebruik van deze functie moeten de
draadloze clientapparaten in uw netwerk Wireless WMM
ondersteunen. Selecteer Disabled (Uitgeschakeld) als u
deze functie wilt uitschakelen. In het andere geval kiest u
voor de standaardinstelling Enabled (Ingeschakeld).

No Acknowledgement (Geen bevestiging) Als u de
bevestigingsfunctie van de router wilt uitschakelen zodat
de router bij een fout niet probeert de gegevens opnieuw
te verzenden, selecteert u Enabled (Ingeschakeld). Kies in
alle andere gevallen voor de standaardinstelling: Disabled
(Uitgeschakeld).

Internet Access Priority (Prioriteit voor)
internettoegang

In dit gedeelte kunt u de bandbreedteprioriteit instellen
voor een scala aan toepassingen en apparaten. Er zijn vier
prioriteitsniveaus: High (Hoog), Medium (Gemiddeld),
Normal (Normaal)en Low (Laag). Stel nietalle toepassingen
in op prioriteit High (Hoog), want dan schiet u het doel
van de toewijzing van beschikbare bandbreedte voorbij.
Selecteer Low (Laag) als u een lagere prioriteit wilt
kiezen dan de normale bandbreedte. Afhankelijk van de
toepassing zijn er wellicht enkele pogingen nodig om de
juiste bandbreedteprioriteit in te stellen.

Enabled/Disabled (Ingeschakeld/Uitgeschakeld) Selecteer
Enabled (Ingeschakeld) om het QoS-beleid dat u hebt
ingesteld te gebruiken. Selecteer anders Disabled
(Uitgeschakeld).

(Category (Categorie)

Er zijn vier categorieén beschikbaar. Selecteer een van
de volgende categorieén: Applications (Toepassingen),
Online Games (Onlinegames), MAC Address (MAC-
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adres), Ethernet Port (Ethernetpoort) of Voice Device
(Spraakapparaat). Ga verder met de instructies voor uw
keuze.

Applications (Toepassingen)

Applications (Toepassingen) Selecteer de juiste
toepassing. Als u Add a New Application (Nieuwe
toepassing toevoegen) selecteert, volgt u de instructies in
het gedeelte “Add a New Application (Nieuwe toepassing
toevoegen)”.

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Nieuwe toepassing toevoegen
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Nieuwe toepassing toevoegen

Enter a Name (Naam opgeven) Geef een naam voor de
toepassing op.

Port Range (Poortbereik) Geef het poortbereik op
dat de toepassing gaat gebruiken. Als u bijvoorbeeld
bandbreedte wilt toewijzen voor FTP, kunt u 21-21
opgeven. Hebt u services voor een toepassing nodig die
van 1000 tot 1250 gebruikt, dan geeft u als instelling 1000-
1250 op. U kunt maximaal drie bereiken definiéren voor
deze bandbreedtetoewijzing. De poortnummers kunnen
van 1 tot 65535 lopen. Raadpleeg de documentatie van
uw toepassing voor meer informatie over de gebruikte
servicepoorten.

Selecteer het protocol TCP of UDP, of selecteer Both
(Beide).
Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Dual Band Wireless-N router voor simultaan verkeer

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Onlinegames
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Onlinegames

Games

Games Selecteer de juiste game. Als u Add a New
Game (Nieuwe game toevoegen) selecteert, volgt u de
instructies in het gedeelte “Add a New Game (Nieuwe
game toevoegen)”.

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Add a New game (Nieuwe game toevoegen)

Enter a Name (Naam opgeven) Geef een naam op om
de naam van het item aan te geven.

Port Range (Poortbereik) Geef het poortbereik op
dat de toepassing gaat gebruiken. Als u bijvoorbeeld
bandbreedte wilt toewijzen voor FTP, kunt u 21-21
opgeven. Hebt u services voor een toepassing nodig die
van 1000 tot 1250 gebruikt, dan geeft u als instelling 1000-
1250 op. U kunt maximaal drie bereiken definiéren voor
deze bandbreedtetoewijzing. De poortnummers kunnen
van 1 tot 65535 lopen. Raadpleeg de documentatie van
uw toepassing voor meer informatie over de gebruikte
servicepoorten.

Selecteer het protocol TCP of UDP, of selecteer Both
(Beide).

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.
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MAC Address (MAC-adres)
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MAC Address (MAC-adres)

Enter a Name (Naam opgeven) Voer een naam in voor
uw apparaat.

MAC Address (MAC-adres) Voer het MAC-adres van uw
apparaatin.

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Ethernet Port (Ethernetpoort)

LINKSYS by Cisco
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Ethernet Port (Ethernetpoort)

Ethernet Selecteer de Ethernetpoort die u wilt
gebruiken.

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).
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Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Voice Device (Spraakapparaat)
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Voice Device (Spraakapparaat)

Enter a name (Naam opgeven) Geef een naam op voor
het spraakapparaat.

MAC Address (MAC-adres) Voer het MAC-adres van het
spraakapparaat in.

Priority (Prioriteit) Selecteer de juiste prioriteit: High
(Hoog), Medium (Gemiddeld), Normal (Normaal) of Low
(Laag).

Klik op de knop Add (Toevoegen) om uw wijzigingen
op te slaan. Het nieuwe item wordt in het overzicht
weergegeven.

Summary (Samenvatting)

Hierin vindt u de QoS-gegevens die u hebt opgegeven
voor de toepassingen en apparaten.

Priority (Prioriteit) Hier wordt de bandbreedteprioriteit
weergegeven: High (Hoog), Medium (Gemiddeld), Normal
(Normaal) of Low (Laag).

Name (Naam) Hier vindt u de naam van de toepassing,
het apparaat of de poort.

Information (Informatie) Hier vindt u het poortbereik
of MAC-adres van het opgegeven item. Als u een vooraf
geconfigureerde toepassing of game hebt geselecteerd,
wordt in dit gedeelte geen geldig item weergegeven.
Remove (Verwijderen) Klik op deze knop als u een item
wilt verwijderen.

Edit (Bewerken) Klik op deze knop als u wijzigingen wilt
aanbrengen.

Wanneer u alle gewenste wijzigingen hebt aangebracht,
klikt u op Save Settings (Instellingen opslaan) om de
wijzigingen op te slaan, of u klikt op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen ongedaan te
maken. Klik voor meer informatie op Help.
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Administration (Administratie) >
Management (Beheer)

De netwerkbeheerder kan het scherm Administration
(Administratie) >Management (Beheer) gebruikenvoor het
beheer van specifieke toegangs- en beveiligingsfuncties
van de router.
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Administration (Administratie) > Management (Beheer)

Router Password (Wachtwoord router)

Router Access (Routertoegang)

Router Password (Wachtwoord router) Voer een nieuw
wachtwoord in voor de router.

Re-enter to Confirm (Voer opnieuw in ter bevestiging)
Voer het wachtwoord nogmaals in om het te bevestigen.

Local Management Access (Toegang voor lokaal )beheer

AccessviaHTTP (Toegangvia HTTP (HyperText Transport
Protocol)) is het communicatieprotocol dat wordt
gebruikt om verbinding te maken met servers op internet.
HTTPS maakt gebruik van SSL (Secure Socket Layer) voor
het versleutelen van gegevens die worden verzonden
en biedt daarmee een betere beveiliging. Schakel het
selectievakje HTTP of HTTPS in. De standaardinstelling is
HTTP.

Access via Wireless (Toegang via WLAN) Als u de router
gebruikt in een openbaar domein waarin u draadloze
toegang verleent aan uw gasten, kunt u draadloze
toegang tot het webgebaseerde hulpprogramma van
de router uitschakelen. U hebt dan alleen toegang
tot het webgebaseerde hulpprogramma via een
bekabelde aansluiting. Houd de standaardinstelling
Enabled (Ingeschakeld) als u draadloze toegang tot het
hulpprogrammavanderouterviainternetwiltinschakelen.
Selecteer Disabled (Uitgeschakeld) als u de draadloze
toegang tot het hulpprogramma wilt uitschakelen.

Remote Management Access (Toegang voor) extern beheer

Remote Management (Extern beheer) Om op afstand
via internet toegang tot de router te krijgen, selecteert u
Enabled (Ingeschakeld).

Dual Band Wireless-N router voor simultaan verkeer

Access via (Toegang via) Selecteer het
communicatieprotocol HTTP of HTTPS voor externe
toegang via internet.

Remote Upgrade (Externe upgrade) Selecteer Enabled
(Ingeschakeld) om de firmware op afstand via internet te
kunnen bijwerken.

Allowed Remote IP Address (Toegestaan extern IP-
adres) Selecteer Any IP Address (Elk IP-adres) of typ een
IP-adres voor externe toegang tot het webgebaseerde
hulpprogramma.

Remote Management Port (Poort voor extern
beheer) Geef het poortnummer op dat via internet
toegang geeft tot het hulpprogramma van de router.
Wanneer u de router op deze manier benadert, dient u
net als gebruikelijk het wachtwoord van de router in te
voeren.

UPnP

UPnP Houd de standaardinstelling Enabled (Ingeschakeld)
aan als u de UPnP-functie wilt inschakelen. In andere
gevallen selecteert u Disabled (Uitgeschakeld).

Allow Users to Configure (Gebruikers mogen
configureren) Selecteer Enabled (Ingeschakeld) om de
opties voor het configureren van UPnP van het Windows-
besturingssysteem te gebruiken.

Allow Users to Disable Internet Access (Gebruikers
mogen internettoegang uitschakelen) Klik op Disabled
(Uitgeschakeld) om de opties van het Windows-
besturingssysteem voor het uitschakelen van de
internettoegang te gebruiken.

Backup and Restore (Back-up en herstel)

Backup Configurations (Back-up van configuraties
maken) Klik op deze knop als u een reservekopie wilt
maken van het configuratiebestand van de router. Volg de
instructies op het scherm.

Restore Configurations (Configuraties herstellen) Klik
op deze knop als u de configuratie-instellingen van de
router wilt herstellen. Volg de instructies op het scherm.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Administration (Administratie) > Log
(Loghoek)

De router kan logboeken van al het verkeer van uw
internetverbinding bijhouden.
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Administration (Administratie) > Log (Logboek)
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Log (Loghoek)

Log (Logboek) Houd de standaardwaarde Disabled
(Uitgeschakeld) aan als u deze functie niet wiltinschakelen.
Selecteer Enabled (Ingeschakeld) als u toezicht wilt
houden op het verkeer tussen het netwerk en internet.

Logviewer IP Address (IP-adres Logviewer) Als uw
computer gebruik maakt van Logviewer-software, kunt u
het vaste IP-adres van de pc waarop deze software wordt
uitgevoerd, invoeren in het veld Logviewer IP Address (IP-
adres Logviewer). De router zal bijgewerkte logboeken
naar die pc sturen.

Klik op View Log (Logboek weergeven) als u de logboeken
wilt weergeven.

Klik op Save the Log (Logboek opslaan) om het logboek
op te slaan, klik op Refresh (Vernieuwen) om het scherm
te vernieuwen of klik op Clear (Wissen) om het scherm te
wissen.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.

Administration (Administratie) >
Diagnostics (Diagnostische gegevens)

Met de diagnostische tests (Ping en Traceroute) kunt u de
verbindingen van uw netwerkcomponenten controleren.
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Administration (Administratie) > Diagnostics (Diagnostische gegevens)

Ping Test (Pingtest)

Ping Met de pingtest wordt de status van een verbinding
gecontroleerd. Voer het adres in van de computer
waarvan u de verbinding wilt testen en geef op hoe vaak
u de verbinding wilt testen. Klik vervolgens op Start to
Ping (Ping starten). In het scherm Ping Test (Pingtest)
wordt weergegeven of de test is geslaagd. Klik op Close
(Sluiten) als u wilt terugkeren naar het scherm Diagnostics
(Diagnostische gegevens).

Dual Band Wireless-N router voor simultaan verkeer
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Ping Test (Ping-test)

Traceroute Test (Traceroute-test)

Traceroute Als u de prestaties van een verbinding wilt
testen, klikt u op Traceroute om het scherm Traceroute
Test (Traceroute-test) te openen. Voer het adres in van de
computer waarvan u de verbinding wilt testen en klik op
Traceroute. In het scherm Traceroute Test (Traceroute-test)
wordt weergegeven of de test is geslaagd. Klik op Close
(Sluiten) als u wilt terugkeren naar het scherm Diagnostics
(Diagnostische gegevens).
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Traceroute Test (Traceroute-test)

Administration (Administratie) > Factory
Defaults (Fabrieksinstellingen)

In het scherm Administration (Administratie) > Factory
Defaults (Fabrieksinstellingen) kunt u de configuratie van
de router terugzetten naar de fabrieksinstellingen.

Factory Defaults (Fabrieksinstellingen)

Restore Factory Defaults (Fabrieksinstellingen
herstellen) Als u de standaardwaarden van de
router wilt herstellen, selecteert u Restore Factory
Defaults (Fabrieksinstellingen herstellen). Als u
de standaardinstellingen herstelt, gaan alle door u
opgeslagen instellingen verloren.
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Administration (Administratie) > Factory Defaults (Fabrieksinstellingen)

Administration (Administratie) > Firmware
Upgrade (Firmware-upgrade)

In het scherm Administration (Administratie) > Firmware
Upgrade (Firmware-upgrade) kunt u de firmware van de
router upgraden. Voer alleen een upgrade van de firmware
uit wanneer u problemen ondervindt met de router of als
de nieuwe firmware een functie heeft die u wilt gebruiken.
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Administration (Administratie) > Firmware Upgrade (Firmware-upgrade)
Download het firmware-upgradebestand voor de router
van de Linksys-website, www.linksys.com, voordat u
een upgrade op de firmware uitvoert. Pak het bestand
vervolgens uit.

Upgrade Firmware (Firmware upgraden)

Please Select a File to Upgrade (Selecteer het bestand
dat de upgrade bevat) Klik op Browse (Bladeren) en
selecteer het uitgepakte upgradebestand voor de
firmware. Klik op Upgrade en volg de instructies op het
scherm.

Status > Router

In het scherm Status > Router wordt de huidige status van
de router weergegeven.

Dual Band Wireless-N router voor simultaan verkeer
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Status > Router

Router Information (Routerinformatie)

Firmware Version (Firmwareversie) Dit is de huidige
firmware van de router.

Firmware Verification (Verificatie firmware) Dit is een
uniek getal dat aangeeft dat u geldige firmware gebruikt.

Current Time (Huidige tijd) De huidige tijd, zoals u deze
hebt ingesteld op het tabblad Setup (Instellingen).

Internet MAC Address (MAC-adres internet) Dit is het
MAC-adres van de router zoals dat wordt gezien door uw
internetprovider.

Server Name (Servernaam) Dit is de specifieke naam
die moet worden gebruikt voor netwerkopslag op de FTP-
en mediaserver. Deze naam hebt u opgegeven op het
tabblad Storage (Opslag) > Administration (Beheer).

Host Name (Hostnaam) Dit is de hostnaam die u hebt
ingesteld op het tabblad Setup (Instellingen) als uw
internetprovider een hostnaam vereist.

Domain Name (Domeinnaam) Dit is de domeinnaam
die u hebt ingesteld op het tabblad Setup (Instellingen)
als uw internetprovider een domeinnaam vereist.

Internet Connection (Internetverbinding)

Connection Type (Verbindingstype)

In dit gedeelte worden de huidige netwerkgegevens
weergegeven die zijn opgeslagen in de router. De
gegevens zijn afhankelijk van het type internetverbinding
dat in het scherm Setup (Instellingen) > Basic Setup
(Basisinstellingen) is geselecteerd.

Selecteer naar keuze Release IP Address (IP-adres
vrijgeven) of Renew IP Address (IP-adres vernieuwen) om
een DHCP-lease vrij te geven of te vernieuwen.

Klik op Refresh (Vernieuwen) als u de gegevens in het
scherm wilt vernieuwen.

Status > Local Network (Lokaal netwerk)

In het scherm Status > Local Network (Lokaal netwerk)
vindt u informatie over het lokale netwerk.
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Status > Local Network (Lokaal netwerk)

Local Network (Lokaal netwerk)

Local MAC Address (Lokaal MAC-adres) Het MAC-adres
van de lokale, bekabelde interface van de router wordt
weergegeven.

Router IP Address (IP-adres router) Dit is het IP-adres
van de router, zoals dit wordt weergegeven in het lokale
netwerk.

Subnet Mask (Subnetmasker) Het subnetmasker van de
camera.

DHCP Server (DCHP-server) Hier wordt de status van de
DHCP-serverfunctie van de router weergegeven.

Start IP Address (Begin IP-bereik) Hier wordt het eerste
IP-adres weergegeven van het IP-bereik dat door de
apparaten op uw lokale netwerk wordt gebruikt.

End IP Address (Einde IP-bereik) Hier wordt het laatste
IP-adres weergegeven van het IP-bereik dat door de
apparaten op uw lokale netwerk worden gebruikt.

DHCP Client Table (Clienttabel DHCP) Klik op DHCP
Client Table (Clienttabel DHCP) als u de Clienttabel
DHCP wilt weergeven. In deze tabel vindt u computers
en andere apparaten waaraan de router IP-adressen heeft
toegewezen.

Klik voor meer informatie op Help.

Status > Wireless Network (WLAN)

In het scherm Status > Wireless Network (WLAN) vindt u de
statusgegevens van uw 5 GHz- en/of 2,4 GHz-draadloze
netwerken.

Dual Band Wireless-N router voor simultaan verkeer

Geavanceerde configuratie
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Status > Wireless Network (WLAN)

5GHz/2.4GHz Wireless Network
(WLAN (5 GHz/2,4 GHz))

MAC Address (MAC-adres) Hier wordt het MAC-
adres van de lokale, draadloze interface van de router
weergegeven.

Mode (Modus) Hier wordt de draadloze modus
weergegevendie het netwerk gebruikt (Mixed (Gemengd),
Wireless-N Only (AlleenWireless-N), Wireless-G Only (Alleen
Wireless-G), Wireless-B Only (Alleen Wireless-B), Wireless-A
Only (Alleen Wireless-A) of Disabled (Uitgeschakeld)).
Network Name (SSID) (Netwerknaam (SSID)) Hier wordt
de naam van het draadloze netwerk, oftewel de SSID,
weergegeven.

Radio Band (Radioband) Hier ziet u de bandbreedte
die is geselecteerd in het scherm Basic Wireless Settings
(Standaardinstellingen WLAN).

Wide Channel (Breed kanaal) Hier ziet u de
kanaalbreedte die is ingesteld in het scherm Basic Wireless
Settings (Standaardinstellingen WLAN).

Standard Channel (Standaardkanaal) Hier ziet u het
standaardkanaal dat is ingesteld in het scherm Basic
Wireless Settings (Standaardinstellingen WLAN).

Security (Beveiliging) Hier vindt u de methode voor
draadloze beveiliging die de router gebruikt.

SSID Broadcast (SSID-broadcast) De status van de SSID-
broadcast wordt weergegeven.

Klik voor meer informatie op Help.
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Bijlage A:
Probleemoplossing

Uw computer kan geen verbinding met internet tot
stand brengen.

Volg deze instructies totdat uw computer een verbinding
met internet tot stand kan brengen:

e Controleer of de router is ingeschakeld. De LED Power
(Voeding) moet groen zijn en mag niet knipperen.

e Als de LEDPower (Voeding) knippert, moet u alle
netwerkapparatuur  uitschakelen, inclusief de
modem, router en computers. Vervolgens moet u de
apparatuur inschakelen in deze volgorde:

1. Kabel-/DSL-modem
2. Router

3. Computer

e Controleer de kabelverbindingen. De computer moet
zijn aangesloten op een van de genummerde poorten
1-4 op de router, en de modem moet zijn aangesloten
de poort Internet op de router.

De modem heeft geen ethernetpoort.

De modem is een inbelmodem voor een traditionele
inbelservice. Om de router te kunnen gebruiken, hebt u
een kabel-/DSL-modem en een snelle internetverbinding
nodig.

U kunt de DSL-service niet gebruiken om handmatig
verbinding te maken met het internet.

Nadat u de router hebt geinstalleerd, maakt deze
automatisch verbinding met uw internetprovider (ISP). U
hoeft dus niet meer handmatig verbinding te maken.

De DSL-telefoonlijn past niet in de internetpoort van de
router.

De router vervangt uw modem niet. U hebt nog steeds
uw DSL-modem nodig om de router te kunnen gebruiken.
Sluit de telefoonlijn aan op uw DSL-modem en plaats
vervolgens de installatie-cd in uw computer. Klik op Setup
en volg de instructies op het -scherm.

Dual Band Wireless-N router voor simultaan verkeer

Als u dubbelklikt op de webbrowser, wordt u om een
gebruikersnaam en wachtwoord gevraagd. Als u verder
wilt gaan zonder gebruikersnaam en wachtwoord op te
geven, voert u de volgende instructies uit.

Start de webbrowser en voer de volgende stappen uit
(deze stappen zijn specifiek voor Internet Explorer; voor
andere browsers kunt u een soortgelijke procedure
volgen):

1. Selecteer Extra > Internet-opties.

2. Klik op het tabblad Verbindingen.

3. Selecteer Nooit een verbinding kiezen.
4, Klik op OK.

De router heeft geen coaxpoort voor de
kabelverbinding.

De router vervangt uw modem niet. U hebt nog steeds uw
kabelmodem nodig om de router te kunnen gebruiken.
Sluit de kabelverbinding aan op uw kabelmodem en
plaats de installatie-cd in uw computer. Klik op Setup en
volg de instructies op het -scherm.

Er kan geen draadloze verbinding tot stand worden
gebracht tussen de computer en het netwerk.

Controleer of de naam van het draadloze netwerk of SSID
hetzelfde is op de computer en de router. Als Wireless
Security (WLAN-beveiliging) isingeschakeld, controleert u
of de computer en de router gebruikmaken van dezelfde
beveiligingsmethode en -sleutel.

U moet de instellingen op de router wijzigen.

Open de webbrowser (bijvoorbeeld Internet Explorer
of Firefox) en geef het IP-adres van de router op in het
adresveld (het standaard-IP-adres is 192.168.1.1). Als u
hierom wordt gevraagd, voert u het wachtwoord van de
router in (het standaardwachtwoord is admin). Klik op het
gewenste tabblad om de instellingen te wijzigen.

bijlage, raadpleeg dan de website van Linksys
op www.linksys.com

@ WEB: als uw vragen niet zijn behandeld in deze
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Bijlage B USB-opslag installeren en openen

3. Klik op Computers of mensen.

Bijlage B: USB-opslag

installeren en openen e, -
S, [roerm—— -

Overzicht

In deze bijlage wordt uitgelegd hoe u verbinding maakt
met een extern USB-opslagapparaat.

De USB-opslag installeren

1. Zorg voor een bedrade of draadloze verbinding tussen
uw computer en de router.

2. Sluit een extern USB-station of een USB-stick aan op
de USB-poort van de router.

Klik op Computers of mensen
3. Gaverder met het volgende gedeelte: “De USB-opslag p-omp

openen”. 4. Klik op Een computer op het netwerk.
De USB-opslag openen e —— —
¥ DT e - T
Volg de instructies voor uw Windows-besturingssysteem, N =] -
XP of Vista. e T - - PRES
Instructies voor Windows XP =
gl 5,
1. Klik op Start. T
=
2. Klik op Zoeken.
q o iy g genpeend "
_-d Py ;b-""". -
i e e e Klik op Een computer op het netwerk
3&:»«* R "
M e o T . Voer in het veld Computernaam de servernaam in die
[ f— e esmnaned u hebt gemaakt in het scherm Opslag > Beheer. De
- [— :;::H standaard servernaam is WRT610N. Zie het gedeelte
T Geavanceerde configuratie verderop in deze bijlage
' voor informatie over het wijzigen van de servernaam.
e e’y [ .
—_— Klik vervolgens op Zoeken.
icop Zoeken e g
] D ¥ - B S G-
S, [roerm—— -
g
gu-—_:-
] B b
W
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Servernaam invoeren
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6. Dubbelklik in de kolom Naam op Wrt610n.
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Dubbelklik op WRT610N

7. Typ in de velden Gebruikersnaam en Wachtwoord de
standaardnaam en het standaardwachtwoord: admin.
Als u het wachtwoord wilt wijzigen, raadpleegt u het
gedeelte Geavanceerde configuratie verderop in deze
bijlage. Klik op OK.
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Verbinding maken met Wits00n =]
i
Bazig verbirding be maken met Wrih00n
Gebrubermasn: | f] aden v
Wachbroord: ey
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Aanmeldscherm

8. De gedeelde map Standaard van uw USB-opslag
wordt weergegeven. Dubbelklik op Standaard om de
USB-opslag te openen.
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Dubbelklik op Standaard
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9. Klik met de rechtermuisknop op Standaard om
de gedeelde map Standaard toe te wijzen aan uw
computer. Klik op Netwerkverbinding maken.
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Klik op Netwerkverbinding maken

10. Gebruik de standaard stationsletter of selecteer de
gewenste letter uit het vervolgkeuzemenu Station.

Klik op Voltooien.

Harwarkver binding maken
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Netwerkverbinding maken
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USB-opslag installeren en openen

11. Dubbelklik op uw bureaublad op Deze computer. De
gedeelde map Standaard van uw USB-opslag wordt

weergegeven onder Netwerkstations.
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Netwerkstation

Dubbelklik op de gedeelde map Standaard om de USB-

opslag te openen. U kunt de gedeelde map Standaard
gebruiken als een van de stations op uw netwerk.

OPMERKING: herhaal de stappen 1-11 omde
USB-opslag toe te wijzen aan elke XP-computer
op uw netwerk.

Instructies voor Windows Vista

1. Klik op Start.
2. Klik op Netwerk.
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Klik op Netwerk
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3. Alshetdelenvanbestandenis uitgeschakeld, ontvangt
u een melding. Klik op het bericht.
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Klik op het bericht

4. Klik op Netwerkdetectie en bestanden delen
inschakelen.
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Klik op Netwerkdetectie en bestanden delen inschakelen
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5. Dubbelklikop WRT610N in de categorie Computer (en ; —

— — — ——=
niet op WRT610N in de categorie Netwerkinfrastructuur). T LIRS slas L
R N B e PUAE S
F PRy Thies [——
Als de WRT610N niet in de categorie Computer staat, R M e | g ™
typ dan de standaard servernaam WRT610N in het B ;
veld Zoeken en druk op de toets Enter. Zie het gedeelte e -
Geavanceerde configuratie verderop in deze bijlage y ‘T
voor informatie over het wijzigen van de servernaam. ;1':
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Klik op Netwerkverbinding maken
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9. Gebruik de standaard stationsletter of selecteer de
gewenste letter uit het vervolgkeuzemenu Station.
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7. De gedeelde map Standaard van uw USB-opslag
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Netwerkverbinding maken
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10. Dubbelklik op uw bureaublad op Deze computer. De
gedeelde map Standaard van uw USB-opslag wordt
weergegeven onder Netwerklocatie.
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Netwerkstation

Dubbelklik op de gedeelde map Standaard om de USB-
opslag te openen. U kunt de gedeelde map Standaard
gebruiken als een van de stations op uw netwerk.

OPMERKING: herhaal de stappen 1-10 om
de USB-opslag toe te wijzen aan elke Vista-
computer op uw netwerk.

Geavanceerde configuratie (alleen
voor geavanceerde gebruikers)

Om de toegang tot het USB-opslagapparaat te beheren,
kunt u gedeelde mappen, gebruikersgroepen en
gebruikersaccounts maken. Volg de instructies in dit
gedeelte.

Het webprogramma openen

U kunt het webprogramma openen door de webbrowser
op uw computer te starten en het standaard-IP-adres van
de router (192.168.1.1 of http://wrt610n.com) op te
geven in het veld Adres. Druk vervolgens op Enter.

Er verschijnt nu een venster waarin u uw wachtwoord kunt
invoeren. (Gebruikers met een ander besturingsprogramma
dan Windows XP zien een soortgelijk scherm.) Laat het
veld Gebruikersnaam leeg. Als u het webgebaseerde
hulpprogramma voor het eerst gebruikt, voert u het
standaardwachtwoord admin in. (U kunt een nieuw
wachtwoord instellen in het scherm Management (Beheer)
op het tabblad Administration (Administratie)). Klik op OK
om door te gaan.
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Vorbinding maken met 197, 188,1.1 [? b(l

[ oot wwachitwoond orthouden
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Scherm Wachtwoord

Een gedeelde map maken

1. Klik op het tabblad Storage (Opslag).
2. Klik op het tabblad Disk (Schijf).

3. Om een gedeelde map te maken, klikt u op Create
Share (Gedeelde map maken).

LINKSYS by Cisco
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Storage (Opslag) > Disk (Schijf)
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LINKSYS by Cisco
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Het scherm Shared Folder (Gedeelde map)

Display Name (Schermnaam) Typ een schermnaam die
in de tabel Shared Folder (Gedeelde map) in het scherm
Disk (Schijf) wordt weergegeven.

Partition (Partitie) Hier verschijnt de naam van de te
delen partitie die u hebt geselecteerd in de Shared Folder
(Gedeelde map).

Location (Locatie) De locatie van de gedeelde map
wordt weergegeven.

New folder (Nieuwe map) Als u een nieuwe map wilt
maken, voert u de naam ervan in en klikt u op Create
(Maken).

Share entire Partition (Hele partitie delen) Als u de
hele partitie wilt delen, schakelt u het selectievakje Share
entire Partition (Hele partitie delen) in.

Als u niet de hele partitie wilt delen, kunt u opgeven
welke map u wilt delen. Selecteer een mapnaam die u
wilt delen. Klik op Enter into Folder (Map openen) om
een submap weer te geven. Klik op Return to Upper
Folder (Terug naar bovenliggende map) om terug te
keren naar de vorige map. Voer een naam in het veld New
Folder (Nieuwe map) in en klik op Create (Maken) om een
nieuwe map te maken.

Access (Toegang) Selecteer de pijlen naar rechts om
toegang tot een groep te geven of de pijlen naar links
om toegang tot een groep op te heffen. U kunt toegang
voor lezen en schrijven of alleen-lezen instellen. Ga naar
Storage (Opslag) > Administration (Beheer) om meer
groepen toe te voegen.

Dual Band Wireless-N router voor simultaan verkeer

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik op Close (Sluiten) om het scherm af te sluiten.

Een gebruikersgroep maken

1. Klik op het tabblad Storage (Opslag).
2. Klik op het tabblad Administration (Beheer).

3. Klik in het gedeelte Group Management (Groepsbeheer)
op Create New Group (Nieuwe groep maken).

LINKESYS by Ciaco
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Storage

Storage (Opslag) > Administration (Beheer)

4, Het scherm Group Account (Groepsaccount) wordt
weergegeven. Typ een naam voor de nieuwe groep in
het veld Group Name (Groepsnaam).

LINKSYS by Cisco

Group Account (Groepsaccount)

5. Typ een beschrijving voor de nieuwe groep in het veld
Description (Beschrijving).

6. Selecteer read and write (lezen en schrijven) of read
only (alleen lezen) in het vervolgkeuzemenu Access
(Toegang).
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7. Klik in het scherm Group Account (Groepsaccount) op
SaveSettings (Instellingen opslaan) omdewijzigingen
op te slaan of klik op Cancel Changes (Wijzigingen
annuleren) om de wijzigingen te annuleren. Klik op
Close (Sluiten) om het scherm te sluiten.

8. Klik in het scherm Administration (Beheer) op Save
Settings (Instellingen opslaan) om de wijzigingen
door te voeren of klik op Cancel Changes (Wijzigingen
annuleren) om de wijzigingen te annuleren.

De servernaam wijzigen

1. Klik op het tabblad Storage (Opslag).
2. Klik op het tabblad Administratie (Beheer).

3. Typ een nieuwe naam voor de server in het veld
Information, Server Name (Informatie, servernaam.

Klik op Save Settings (Instellingen opslaan) om de
wijzigingen door te voeren of klik op Cancel Changes
(Wijzigingen annuleren) om de wijzigingen te annuleren.
Klik op Close (Sluiten) om het scherm af te sluiten.
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Een gebruikersaccount maken

1.

Klik op het tabblad Storage (Opslag).

2. Klik op het tabblad Administratie (Beheer).
3. Klik in het gedeelte User Management

(Gebruikersbeheer) op Create New User (Nieuwe
gebruiker maken).

Het scherm User Account (Gebruikersaccount) wordt
weergegeven. Typ een naam voor de nieuwe gebruiker
in het veld User Name (Gebruikersnaam).

LINKSYS by Cisco
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10.

11.

User Account (Gebruikersaccount)

Typ de volledige naam van de nieuwe gebruiker in het
veld Full name (Volledige naam).

Typ een beschrijving voor de nieuwe gebruiker in het
veld Description (Beschrijving).

Typ een wachtwoord in de velden Password
(Wachtwoord) en Confirm Password (Wachtwoord
bevestigen).

Selecteer de juiste groep voor deze gebruiker in het
vervolgkeuzemenu Group Member (Groepslid).

Alsude gebruikersaccountwilt uitschakelen, selecteert
u Account Disabled (Account uitgeschakeld).

Klikin het scherm User Account (Gebruikersaccount) op
Save Settings (Instellingen opslaan) om de wijzigingen
op te slaan of klik op Cancel Changes (Wijzigingen
annuleren) om de wijzigingen te annuleren. Klik op
Close (Sluiten) om het scherm te sluiten.

Klik in het scherm Administration (Beheer) op Save
Settings (Instellingen opslaan) om de wijzigingen
door te voeren of klik op Cancel Changes (Wijzigingen
annuleren) om de wijzigingen te annuleren.
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Bijlage C:

Specificaties
Model WRT610N
Standaarden Concept 802.11n,802.11a, 802.11g,

Poorten
Knoppen
LED's

Aantal antennes

Modulaties

Signaalsterkte (EIRP)
in dBm

Ontvangstgevoeligheid

802.11b, 802.3, 802.3u, 802.3ab
Power, Ethernet, Internet, USB
Reset, Wi-Fi Protected Setup
Power, USB, Internet, Wireless, Wi-
Fi Protected Setup, Ethernet (1-4)

3 antennes voor 2,4 GHz Wireless-N
3 antennes voor 5 GHz Wireless-N

802.11b: CCK, QPSK, BPSK
802.11g: OFDM

802.11a: OFDM

Wireless-N: BPSK, QPSK, 16-QAM,
64-QAM

2,4 GHz

802.11b: 16 +/- 1,5 dBm (normaal) bij
normaal temperatuurbereik
802.11g: 13,5 +/- 1,5 dBm (normaal)
bij normaal temperatuurbereik

Wireless-N 20 MHz: 13 +/- 1,5 dBm
(normaal) bij normaal
temperatuurbereik

Wireless-N 40 MHz: 13 +/- 1,5 dBm
(normaal) bij normaal
temperatuurbereik

5 GHz
802.11a: 12,5 +/- 1,5 dBm (normaal)
bij normaal temperatuurbereik

Wireless-N 20 MHz: 8,5 +/- 1,5 dBm
(normaal) bij normaal
temperatuurbereik

Wireless-N 40 MHz: 11 +/- 1,5 dBm
(normaal) bij normaal
temperatuurbereik

2,4 GHz
11 Mbps: -86 dBm (normaal)
54 Mbps: -71 dBm (normaal)

130 Mbps (20 MHz): -70 dBm
(normaal)

270 Mbps (40 MHz): -66 dBm
(normaal)

5GHz
54 Mbps: -67 dBm (normaal)
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Antenneversterking
in dBi

UPnP
Beveiligingsfuncties
WEP-versleuteling
Omgeving
Afmetingen

Gewicht van het
apparaat

Voeding
Certificering
Bedrijfstemperatuur
Opslagtemperatuur
Bedrijfsvochtigheid
Opslagvochtigheid

130 Mbps (20 MHz): -68 dBm
(normaal)

270 Mbps (40 MHz): -62 dBm
(normaal)

2,4 GHz: RIFA 1 & RIFA 2 & RIFA 3 <=
4 dBi (normaal)

5GHz:RIFA 1 & RIFA 2 & RIFA 3 <=
3,5 dBi (normaal)

Ondersteund
WEP, WPA, WPA2
Max. 128-bits versleuteling

225x35x 180 mm
(8,86 x 1,38 x 7,09 inch)

452 g (15,94 0z)

12Vof1,5A

FCC, IC, CE, Wi-Fi A/B/G/concept-N,
0 tot 40 °C (32 tot 104 °F)

-20 to 60 °C (-4 tot 140 °F)

10 tot 80%, niet-condenserend

5 tot 90%, niet-condenserend

Specificaties kunnen worden gewijzigd zonder kennisgeving vooraf.
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BEPERKTE GARANTIE

LinksysgarandeertdatditLinksys-hardwareproducttijdens
de garantieperiode bij normaal gebruik grotendeels vrij is
van materiaal- en constructiefouten. De garantieperiode
begint op de datum van aankoop door de oorspronkelijke
koper/eindgebruiker en loopt gedurende de hieronder
opgegeven periode:

e Twee (2) jaar voor een nieuw product

¢ Negentig (90) dagen voor een gereviseerd product

Deze beperkte garantie is niet-overdraagbaar en is alleen
vantoepassingopdeoorspronkelijkekoper/eindgebruiker.
Uw exclusieve verhaalmogelijkheid en de volledige
aansprakelijkheid van Linksys krachtens deze beperkte
garantie bestaan ter keuze van Linksys uit (a) het repareren
van het product met nieuwe of gerepareerde onderdelen,
(b) het vervangen van het product door een redelijkerwijs
beschikbaar gelijkwaardig nieuw of gereviseerd Linksys-
product, of (c) restitutie van de aankoopsom van het
product minus eventuele kortingen. Op gerepareerde of
vervangen producten wordt een garantie gegeven voor
de duur van de oorspronkelijk garantieperiode of een
periode van dertig (30) dagen, naargelang welke periode
langer is. Alle producten en/of onderdelen die worden
vervangen, worden eigendom van Linksys.

Deze beperkte garantie is van toepassing naast de
wettige of andere rechten die u hebt onder een
verkoopovereenkomst.

UITSLUITINGEN EN BEPERKINGEN

Deze garantie vervalt als (a) het zegel van het product is
verwijderdofbeschadigd, (b)hetproductisgewijzigd, tenzij
dit door Linksys is gebeurd, (c) het product is beschadigd
door gebruik in combinatie met niet-Linksys producten,
(d) het product is geinstalleerd, bediend, gerepareerd
of onderhouden op een manier die in strijd is met de
instructies van Linksys, (e) het product is blootgesteld
aan abnormale fysieke of elektrische belasting, verkeerd
gebruik, nalatigheid of een ongeval, (f) het serienummer
op het product is gewijzigd, beschadigd of verwijderd,
of (g) het product is geleverd of gelicentieerd voor
béta-, evaluatie-, test- of demonstratiedoeleinden
waarvoor Linksys geen aankoopbedrag of licentiekosten
in rekening brengt.

ALLE SOFTWARE DIE DOOR LINKSYS BIJ HET
PRODUCT WORDT GELEVERD, ONGEACHT OF DEZE IS
VOORGEINSTALLEERD OP HET PRODUCT OF OP MEDIA
BlIJ HET PRODUCT IS GELEVERD, WORDT GELEVERD IN
DE HUIDIGE STAAT (“AS IS”) ZONDER ENIGE VORM VAN
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GARANTIE. Zonder beperking van het voorgaande,
garandeert Linksys niet dat het product of de software
foutloos of zonder onderbrekingen kan worden gebruikt.
Vanwege de voortdurende ontwikkeling van nieuwe
technieken voor het binnendringen en aanvallen van
netwerken, garandeert Linksys ook niet dat het product,
de service, de software of enige apparatuur, dan wel het
systeem of netwerk waarop het product of de software
wordt gebruikt, niet kwetsbaar zal zijn voor aanvallen of
binnendringen. Dit product bevat mogelijk software of
serviceaanbiedingen van derden of is daarmee mogelijk
gebundeld. Deze beperkte garantie is niet van toepassing
op dergelijke software of serviceaanbiedingen van
derden. Deze beperkte garantie garandeert geen enkele
voortdurende beschikbaarheid van een service door
derden die mogelijk vereist is voor het gebruik of de
bediening van het product.

VOOR ZOVER DIT NIET IS VERBODEN BIJ WET, GELDEN
ALLE STILZWIJGENDE GARANTIES EN VOORWAARDEN
VAN VERHANDELBAARHEID OF GESCHIKTHEID VOOR
EEN BEPAALD DOEL UITSLUITEND GEDURENDE DE
GARANTIEPERIODE. ALLE ANDERE UITDRUKKELIJKE OF
STILZWIJGENDE VOORWAARDEN, VERKLARINGEN EN
GARANTIES, MET INBEGRIP VAN MAAR NIET BEPERKT
TOT STILZWIJGENDE GARANTIES INZAKE AFWEZIGHEID
VAN INBREUKEN OP RECHTEN VAN DERDEN, WORDEN
AFGEWEZEN. Aangezien in sommige rechtsgebieden
geen beperkingen zijn toegestaan inzake de duur van
een impliciete garantie, geldt deze beperking mogelijk
niet voor u. Deze beperkte garantie geeft u specifieke
wettelijke rechten, en u kunt ook andere rechten hebben
die per rechtsgebied variéren.

VOOR ZOVER WETTELIJK TOEGESTAAN IS LINKSYS
GEENSZINS AANSPRAKELIJK VOOR GEGEVENSVERLIES,
DERVING VAN INKOMSTEN OF WINST, OF VOOR SPECIALE,
INDIRECTE OF INCIDENTELE SCHADE, GEVOLGSCHADE
OF SCHADEVERGOEDINGEN HOGER DAN DE FEITELIJK
GELEDEN SCHADE, ONGEACHT DE THEORIE VAN
AANSPRAKELIJKHEID (MET INBEGRIP VAN NALATIGHEID),
DIE HET GEVOLG IS VAN OF BETREKKING HEEFT OP HET
GEBRUIK OF HET NIET KUNNEN GEBRUIKEN VAN HET
PRODUCT (MET INBEGRIP VAN SOFTWARE), ZELFS INDIEN
LINKSYS OP DE HOOGTE WAS VAN DE MOGELIJKHEID
VAN DERGELIJKE SCHADE. DE AANSPRAKELIJKHEID
VAN LINKSYS IS IN GEEN GEVAL HOGER DAN HET
AANKOOPBEDRAG DAT U VOOR HET PRODUCT HEBT
BETAALD. De bovengenoemde beperkingen zijn ook
van toepassing als het wezenlijke doel van garanties of
verhaalmogelijkheden krachtens deze beperkte garantie
nietis behaald.Insommigerechtsgebiedenisde uitsluiting
of beperking van incidentele schade of gevolgschade niet
toegestaan. Mogelijk is de bovenstaande beperking of
uitsluiting niet op u van toepassing.
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VERKRIJGEN VAN GARANTIESERVICE

Als u een vraag over uw product hebt of er een
probleem mee ondervindt, gaat u dan naar
www.linksys.com/support waar u een aantal online
support-tools en informatie kunt vinden die u kunnen
helpen bij het gebruik van uw product. Als het product
gebrekenvertoonttijdensdegarantieperiode,neemtudan
contact op met de Technical Support-afdeling van Linksys
voor informatie over het verkrijgen van garantieservice.
Het telefoonnummer voor Linksys Technical Support in
uw regio kunt u vinden in de gebruikershandleiding en op
www.linksys.com. Zorg ervoor dat u uw aankoopbewijs
bij de hand hebt wanneer u contact opneemt. VOOR
HET VERWERKEN VAN GARANTIEAANVRAGEN IS EEN
ORIGINEEL AANKOOPBEWIJS MET DATUM VEREIST. Als
u wordt gevraagd uw product te retourneren, ontvangt
u een Return Materials Authorization (RMA)-nummer. U
bent er verantwoordelijk voor dat het product op de juiste
manier wordt verpakt en verzonden naar Linksys en u
draagtde kosten en hetrisico van deze verzending. U dient
het RMA-nummer en een kopie van het oorspronkelijke
aankoopbewijs met datum mee te sturen als u uw
product terugstuurt. Producten die zonder RMA-nummer
en oorspronkelijk aankoopbewijs met datum worden
ontvangen, zullen worden geweigerd. Stuur geen andere
items mee met het product dat u retourneert aan Linksys.
Defecte producten die onder deze beperkte garantie
vallen, zullen worden gerepareerd of vervangen en zonder
kosten aan u worden teruggestuurd. Klanten buiten de
Verenigde Staten en Canada zijn verantwoordelijk voor
alle verzend- en afhandelingskosten, douanekosten,
BTW en andere gerelateerde belastingen en kosten. Aan
reparaties of vervangingen die niet onder deze beperkte
garantie vallen, zijn kosten verbonden op basis van de
dan geldende Linksys-tarieven.

TECHNISCHE ONDERSTEUNING

Deze beperkte garantie is noch een servicecontract
noch een ondersteuningscontract. Informatie over het
huidige Linksys-aanbod en -beleid inzake technische
ondersteuning (inclusief prijzen voor supportservices)

kunt u vinden op www.linksys.com/support.
ALGEMEEN

Op deze beperkte garantie zijn de wetten van toepassing
van de jurisdictie waaronder het product door u is
aangeschaft.

Indien enig deel van deze beperkte garantie ongeldig of
niet afdwingbaar mocht blijken te zijn, blijven de overige
bepalingen onverkort van kracht.

U kunt al uw vragen richten aan: Linksys, P.O. Box 18558,
Irvine, CA 92623, Verenigde Staten.
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Neem voor meer informatie contact met ons op

www.linksys.com

Selecteer uw land en selecteer vervolgens Ondersteuning/
Technische ondersteuning

Voor geretourneerde producten:

Selecteer uw land en selecteer vervolgens Ondersteuning/
Klanten Service
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FCCStatement

This product has been tested and complies with the specifications
for a Class B digital device, pursuant to Part 15 of the FCC Rules.
Theselimitsaredesignedtoprovidereasonableprotectionagainst
harmful interference in a residential installation. This equipment
generates, uses, and can radiate radio frequency energy and, if
not installed and used according to the instructions, may cause
harmful interference to radio communications. However, there
is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference
to radio or television reception, which is found by turning the
equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:

e Reorient or relocate the receiving antenna

e Increase the separation between the equipment or devices
e Connect the equipment to an outlet other than the receiver’s
e (Consult a dealer or an experienced radio/TV technician

for assistance

FCC Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits
set forth for an uncontrolled environment. This equipment
should be installed and operated with minimum distance 20 cm
between the radiator and your body.

Safety Notices

e Caution: To reduce the risk of fire, use only No.26 AWG or
larger telecommunication line cord.

e Do not use this product near water, for example, in a wet
basement or near a swimming pool.

® Avoid using this product during an electrical storm. There
may be a remote risk of electric shock from lightning.
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Industry Canada Statement

This Class B digital apparatus complies with Canadian ICES-003
and RSS210.

Operation is subject to the following two conditions:

1. This device may not cause interference and

2. This device must accept any interference, including
interference that may cause undesired operation of the device.

To reduce potential radio interference to other users, the
antenna type and its gain should be so chosen that the EIRP
is not more than required for successful communication.

Industry Canada Radiation Exposure Statement

This equipment complies with IC radiation exposure limits set
forth for an uncontrolled environment. This equipment should
be installed and operated with minimum distance 20 cm
between the radiator & your body.

This transmitter must not be co-located or operating in
conjunction with any other antenna or transmitter.

Avis d’'Industrie Canada

Cet appareil numérique de la classe B est conforme aux normes
NMB-003 et RSS210 du Canada.

L'utilisation de ce dispositif est autorisée seulement aux
conditions suivantes :

1. il ne doit pas produire de brouillage et

2. il doit accepter tout brouillage radioélectrique recu,

méme si ce brouillage est susceptible de compromettre le
fonctionnement du dispositif.
Afin de réduire le risque d'interférence aux autres utilisateurs,
le type d’antenne et son gain doivent étre choisis de facon a
ce que la puissance isotrope rayonnée équivalente (p.i.r.e.)
ne soit pas supérieure au niveau requis pour obtenir une
communication satisfaisante.

Avis d’Industrie Canada concernant l'exposition
aux radiofréquences

Ce matériel est conforme aux limites établies par IC en matiére
d'exposition aux radiofréquences dans un environnement non
controlé. Ce matériel doit étre installé et utilisé a une distance
d’au moins 20 cm entre I'antenne et le corps de l'utilisateur.

L'émetteur ne doit pas étre placé prés d’'une autre antenne ou
d’un autre émetteur, ou fonctionner avec une autre antenne ou
un autre émetteur.
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Wireless Disclaimer

The maximum performance for wireless is derived from |IEEE
Standard 802.11 specifications. Actual performance can vary,
including lower wireless network capacity, data throughput
rate, range and coverage. Performance depends on many
factors, conditions and variables, including distance from the
access point, volume of network traffic, building materials and
construction, operating system used, mix of wireless products
used, interference and other adverse conditions.

Avis de non-responsabilité concernant les
appareils sans fil

Les performances maximales pour les réseaux sans fil sont tirées
des spécifications de la norme IEEE 802.11. Les performances
réelles peuvent varier, notamment en fonction de la capacité
du réseau sans fil, du débit de la transmission de données, de
la portée et de la couverture. Les performances dépendent de
facteurs, conditions et variables multiples, en particulier de
la distance par rapport au point d'accés, du volume du trafic
réseau, des matériaux utilisés dans le batiment et du type de
construction, du systéme d'exploitation et de la combinaison
de produits sans fil utilisés, des interférences et de toute autre
condition défavorable.
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Verklaring van conformiteit met betrekking
tot EU-richtlijn 1999/5/EC (R&TTE-richtlijn)

Informatie over de naleving van richtlijnen voor draadloze producten
van 2,4 GHz en 5 GHz die van belang zijn voor de EU en andere
landen die de EU-richtlijn 1999/5/EC (R&TTE-richtlijn) hanteren

bbnrapckn

Tosa 06opynBaHe OTroBapA Ha CbLecTBEHUTE
N3NCKBaHMA 1 NPUNOXUMW  Kiay3n  Ha

[Lithuanian]:

[Bulgarian] OunpekTtnea 1999/5/EC.
Cesky Toto zarizeni je v souladu se zdkladnimi
Crechl: pozadavky a ostatnimi odpovidajicimi
(€=l ustanovenimi Smérnice 1999/5/EC.
Dansk Dette udstyr er i overensstemmelse med
<h: de vaesentlige krav og andre relevante
[Danish]: bestemmelser i Direktiv 1999/5/EF.
Dieses Gerat entspricht den grundlegenden
Deutsch Anforderungen  und  den  weiteren
[German]: entsprechenden Vorgaben der Richtlinie
1999/5/EU.
Eesti See seade vastab direktiivi 1999/5/EU olulistele
[Estonian]: nouetele ja teistele asjakohastele satetele.
This equipment is in compliance with the
English: essential requirements and other relevant
provisions of Directive 1999/5/EC.
Espanol Este .equipo‘ cumple con Ios' req'u'isitos
Spanishi: esenciales asi como con otras disposiciones
[Spanishl: | ye 1a Directiva 1999/5/CE.
ENAVIKT) AuTog o 'sﬁorr)\louéc lsival (o3 ouluuép(pwor] He
Greekl: TIC OUCIWOELG ATTAITAOELG KAl ANNEG OXETIKEG
[Greek]: Siatdéeig tng Odnyiag 1999/5/EC.
Francais Cet appareil est conforme aux 'exiggr)ces
. b essentielles et aux autres dispositions
[French]: pertinentes de la Directive 1999/5/EC.
i betta teeki er samkveemt grunnkréfum og
Islenska . U . gy
. 6drum videigandi akveedum Tilskipunar
licelandicl: | 19995/,
italiano Questo apparato é conforme ai requisiti
italian]: essenziali ed agli altri principi sanciti dalla
[italian]: Direttiva 1999/5/CE.
Latviski Si_ Jekarta  atbilst  Direktivas  1999/5/EK
Latvianl: batiskajam prasibam un citiem ar to
[Latvian]: saistitajiem noteikumiem.
Lietuviy Sis jrenginys tenkina 1999/5/EB Direktyvos

esminius reikalavimus ir kitas Sios direktyvos
nuostatas.
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Dit apparaat voldoet aan de essentiéle eisen

Nederlands . " "

Dutchl: en andere van toepassing zijnde bepalingen

[Dutenl: van de Richtlijn 1999/5/EC.

Malti Dan l-apparat huwa konformi mal-htigiet
essenzjali u Il-provedimenti I|-ohra rilevanti

[Maltese]:

tad-Direttiva 1999/5/EC.

Ez a készilék teljesiti az alapvetd
Magyar kovetelményeket és  mas  1999/5/EK
[Hungarian]: | irdnyelvben meghatarozott vonatkozd
rendelkezéseket.

Norsk Dette utstyret er i samsvar med de
grunnleggende krav og andre relevante

[Norwegianl: | po i emmelser i EU-direktiv 1999/5/EF.

Polski Urzadzenie jest zgodne z ogdlnymi
wymaganiami oraz szczegdlnymi warunkami

[Polishl: okreslonymi Dyrektywa UE: 1999/5/EC.
Portugués Este equjpamento estfa\ gm conformidade'c?m
p _ | os requisitos essenciais e outras provisoes
[Portuguesel: relevantes da Directiva 1999/5/EC.

Romans Acest .echipament- estg in conformitate.
R ) cu cerintele esentiale si cu alte prevederi
[Romanian] relevante ale Directivei 1999/5/EC.

Slovensko Ta naprava je skladna z bistvenimi zahtevami

) in ostalimi relevantnimi pogoji Direktive
[Slovenianl: | 4999/5/EC.

Toto zariadenie je v zhode so zdkladnymi

Slovensky o o T S
Slovakl: poziadavkamiainymiprislusnyminariadeniami
[Slovakl: direktiv: 1999/5/EC.
Tama laite tdyttdd direktiivin  1999/5/EY
Suomi olennaiset vaatimukset ja on siind asetettujen
[Finnish]: muiden laitetta  koskevien = madrdysten
mukainen.
Svenska Denn'z'a utruFtning ar i overensstammelse med
. de vasentliga kraven och andra relevanta
[Swedish]:

bestammelser i Direktiv 1999/5/EC.

De verklaring van conformiteit is voor alle producten beschikbaar
via een of meer van de volgende opties:

e De cdvan het product bevat een PDF-bestand.
e Het product gaat vergezeld van een gedrukt exemplaar.

e Op de website van het product is een PDF-bestand
beschikbaar. Ga naar www.linksys.com/international en
selecteer uw land of regio. Selecteer vervolgens uw product.

Als u andere technische documentatie nodig hebt, raadpleegt u de
sectie ‘Technische documenten op www.linksys.com/international’
zoals verderop in deze bijlage wordt aangegeven.
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Bij het beoordelen van het product aan de hand van de vereisten in
richtlijn 1999/5/EC werden de volgende standaarden toegepast:

e Straling: EN 300 328 en/of EN 301 893 zoals van toepassing
e EMC:EN 301 489-1,EN 301 489-17

e Veiligheid: EN 60950 alsmede EN 50385 of EN 50371

Voor het gebruik met de 5 GHz-band zijn Dynamic Frequency
Selection (DFS) en Transmit Power Control (TPC) vereist.

DFS: de apparatuur voldoet aan de vereisten voor DFS zoals
vastgelegd in ETSI EN 301 893. Deze functie is wettelijk verplicht om
interferentie met Radio Location Services (radars) te voorkomen.

TPC: het maximale vermogensniveau voor gebruik met de
5 GHz-band is 3 dB of meer volgens de toepasselijke beperking.
TPC is dus niet vereist.

CE-markering

Voor de Wireless-N, -G, -B, en/of-A-producten van Linksys zijn
als volgt de CE-markering, het nummer van de aangemelde
instantie (waar dat van toepassing is) en de klasse 2-identificator
op de apparatuur aangebracht.

C € 0560 @
CE0678 O
C€0336 O
CED

Controleer het CE-label op het product om te zien welke
aangemelde instantie bij de beoordeling was betrokken.
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Beperkingen op nationaal niveau

Dit product kan zonder enige beperking worden gebruikt in
alle EU-landen (en andere landen die de EU-richtlijn 1999/5/EC
hanteren), met uitzondering van de hierna genoemde landen:

Ce produit peut étre utilisé dans tous les pays de I'UE (et dans tous
les pays ayant transposés la directive 1999/5/CE) sans aucune
limitation, excepté pour les pays mentionnés ci-dessous:

Questo prodotto e utilizzabile in tutte i paesi EU (ed in tutti gli
altri paesi che seguono le direttive EU 1999/5/EC) senza nessuna
limitazione, eccetto per i paesii menzionati di seguito:

Das Produkt kann in allen EU Staaten ohne Einschrdnkungen eingesetzt
werden (sowie in anderen Staaten die der EU Direktive 1999/5/CE
folgen) mit AuBnahme der folgenden aufgefiihrten Staaten:

In het grootste deel van de EU en andere Europese landen zijn
2,4- en 5-GHz-banden beschikbaar voor gebruik van draadloze
lokale netwerken (wireless local networks, LAN's). In de tabel
“Overzicht van wettelijke vereisten voor Wireless LAN's” wordt
een overzicht weergegeven van de wettelijke vereisten voor
2,4- en 5-GHz-banden.

Verderop in dit document staat een overzicht van de landen
waar extra beperkingen en/of vereisten van toepassing zijn.

De vereisten voor een land kunnen verschillen. Linksys raadt u
aan bij de plaatselijke autoriteiten te informeren naar de huidige
status van de nationale regels voor 2,4- en 5-GHz Wireless LAN's.

Overzicht van wettelijke vereisten voor Wireless LAN’s

Frequentieband Mammaa.l ALLEEN Binnensaet
(MH2) vermogensniveau | Lo L en
(EIRP) (mW) buitenshuis
2400-2483.5 100 X
5150-5350" 200 X
5470-57257 1000 X

+ Voor de frequentiebereiken van 5250-5350 MHz en 5470-5725 MHz
zijn Dynamic Frequency Selection en Transmit Power Control vereist.

In de volgende landen zijn extra beperkingen en/of vereisten
van toepassing, in aanvulling op die welke zijn vermeld in de
tabel “Overzicht van wettelijke vereisten voor Wireless LAN's":

Denmark

In Denmark, the band 5150 - 5350 MHz is also allowed for
outdoor usage.

I Danmark ma frekvensbdndet 5150 - 5350 ogsd anvendes udenders.
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France

For 2,4 GHz, the product should not be used outdoors in the
band 2454 - 2483,5 MHz. There are no restrictions when used
in other parts of the 2,4 GHz band when used indoors. Check
http://www.arcep.fr/ for more details.

Pour la bande 2,4 GHz, I’ équipement ne doit pas étre utilisé en
extérieur dans la bande 2454 - 2483,5 MHz. Il n’y a pas de restrictions
pour des utilisations en intérieur dans d'autres parties de la bande
2,4GHz. Consultez http.//www.arcep.fr/ pour de plus amples détails.

Applicable Power Levels in France

3 Frequency
Location Range (MHz) Power (EIRP)
Indoor
(No restrictions) 2400-2483.5 100 mW (20 dBm)
Outdoor 2400-2454 100 mW (20 dBm)
2454-2483.5 10 mW (10 dBm)

Italy

This product meets the National Radio Interface and the
requirements specified in the National Frequency Allocation
Table for Italy. Unless this 2,4-GHz wireless LAN product is
operating within the boundaries of the owner’s property,
its use requires a “general authorization” Please check
http://www.comunicazioni.it/it/ for more details.

Questo prodotto e conforme alla specifiche di Interfaccia
Radio Nazionali e rispetta il Piano Nazionale di ripartizione
delle frequenze in Italia. Se non viene installato allinterno
del proprio fondo, [utilizzo di prodotti Wireless LAN a
2,4 GHz richiede una ‘Autorizzazione Generale” Consultare
http://www.comunicazioni.it/it/ per maggiori dettagli.

Latvia

The outdoor usage of the 24 GHz band requires an
authorization from the Electronic Communications Office.
Please check http://www.esd.lv for more details.

2,4 GHz frekvecu joslas izmantosanai arpus telpam nepieciesama
atlauja no Elektronisko sakaru direkcijas. Vairdak informdcijas:
http://www.esd.lv.

Notes:

1. Although Norway, Switzerland and Liechtenstein are not EU
member states, the EU Directive 1999/5/EC has also been
implemented in those countries.

2. The regulatory limits for maximum output power are specified
in EIRP.The EIRP level of a device can be calculated by adding
the gain of the antenna used (specified in dBi) to the output
power available at the connector (specified in dBm).
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Beperkingen aan het productgebruik

Dit product is alleen bedoeld voor gebruik binnenshuis. Tenzij
anders aangegeven wordt gebruik buitenshuis niet aanbevolen.

Beperkingen voor 2,4 GHz

Dit product is bedoeld voor gebruik met de integrale of speciale
(externe) antenne(s) die standaard bij het product worden
geleverd. Bij sommige toepassingen moet(en) de antenne(s),
indien verwijderbaar, van het product worden losgenomen en
op afstand van het product worden geinstalleerd met behulp
van verlengkabels. Voor deze toepassingen biedt Linksys een
R-SMA-verlengkabel (AC9SMA) en een R-TNC-verlengkabel
(AC9TNC). Beide kabels zijn 9 meter lang en hebben een
verlies (demping) van 5 dB. Ter compensatie voor de demping
biedt Linksys ook antennes met een hogere versterkingsfactor,
de HGA7S (met R-SMA-aansluiting) en HGA7T (met R-TNC-
aansluiting). Deze antennes hebben een versterkingsfactor van
7 dBi en mogen alleen worden gebruikt met de R-SMA- of de
R-TNC-verlengkabel.

Combinaties van verlengkabels en antennes, die een uitgestraald
vermogensniveau van meer dan 100 mW EIRP tot gevolg hebben,
zijn verboden.

Software of firmware van derden

Het gebruik van software of firmware die niet door Linksys wordt
ondersteund/geleverd kan ertoe leiden dat het product niet
langer voldoet aan de wettelijke vereisten.

Technische documenten op
www.linksys.com/international

Voer de volgende stappen uit voor toegang tot technische
documenten:

Voer http://www.linksys.com/international in uw webbrowser in.
Selecteer het land of de regio waarin u woont.

Klik op het tabblad Products (Producten).

Selecteer de juiste productcategorie.

Selecteer zo nodig de productsubcategorie.

Selecteer het product.

N o Uk wN =

Selecteer het type documentatie dat u wenst in de sectie
More Information (Meer informatie). Het document wordt
geopend in PDF-indeling als u Adobe Acrobat op uw
computer hebt geinstalleerd.

A OPMERKING: Als u vragen hebt over de
compatibiliteit van dit product of als u de gewenste
informatie niet kunt vinden, neemt u contact op

met uw lokale verkoopkantoor of gaat u naar
www.linksys.com/international
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Gebruikersinformatie voor
consumentenproducten onder EU-richtlijn
2002/96/EC inzake afgedankte elektrische
en elektronische apparatuur (WEEE)

Dit document bevat belangrijke informatie voor gebruikers met
betrekking tot de juiste afvoerwijze en recycling van Linksys-
producten. Consumenten moeten zich aan deze kennisgeving
houden voor alle elektronische producten die het volgende
symbool dragen:

English - Environmental Information for Customers in
the European Union

European Directive 2002/96/EC requires that the equipment
bearing this symbol & on the product and/or its packaging must
not be disposed of with unsorted municipal waste. The symbol
indicates that this product should be disposed of separately
from regular household waste streams. It is your responsibility to
dispose of this and other electric and electronic equipment via
designated collection facilities appointed by the government or
local authorities. Correct disposal and recycling will help prevent
potential negative consequences to the environment and human
health. For more detailed information about the disposal of
your old equipment, please contact your local authorities, waste
disposal service, or the shop where you purchased the product.

Bbbnrapcku (Bulgarian) - WHdopmauma oTHOCHO
ona3BaHeTO Ha OKOJIHaTa cpefia 3a noTpe6butenn B
EBponelickusa cbio3

EBponeiicka aupektnsa 2002/96/EC n3nckea ypeaute, Hocelm
TO3U CUMBON & BbPXY M3LENNETO W/WAK OMNakoBKaTa My, Aa He
ce U3XBbpNA T C HecopTMpaHu 6utoBu otnagbun. CUMBOMBT
0603HayvaBa, Ye n3genneTo TpsAbsa ga ce M3XBbPAsS OTAENHO OT
CMETOCBHOMpPAHETO Ha OOMKHOBEHWTE GUTOBM OTMagbuW. Balwa
€ OTFOBOPHOCTTa TO3U U APYrrTe eNIeKTPUYECKU U eNIEKTPOHHU
ypeon da ce U3XBbPAAT B MNpedBapuUTeNIHO OnpeaeneHn ot
Obp>KaBHUTE UMK OOLUMHCKU OpraHn creurann3npaH NyHKToBe
3a cbbupaHe. [lpaBUNHOTO WM3XBbPNAHE © pPeurKInpaHe
e CromorHaT fa ce npedoTBPATAT eBeHTyalHV BpeAHu 3a
OKOJIHaTa CpeAa W 34PaBeTo Ha HacesleHMeTo NoCneacTaus. 3a
no-nofpo6Ha NHGOpPMaLMa OTHOCHO U3XBbPJIAHETO Ha BalIKTe
CcTapuv ypeamn ce o6bpHeTe KbM MECTHUTE BRacTu, Cyx6ute 3a
CMeToCbOMpaHe UM MarasriHa, OT KOWTO CTe 3aKynunu ypeaa.
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Cestina (Czech) - Informace o ochrané Zivotniho
prostiedi pro zakazniky v zemich Evropské unie

Evropskd smérnice 2002/96/ES zakazuje, aby zafizeni oznacené
timto symbolem £ na produktu anebo na obalu bylo likvidovéno s
netfidénym komunélnim odpadem. Tento symbol udéva, ze dany
produkt musi byt likvidovan oddélené od bézného komunélniho
odpadu. Odpovidéte za likvidaci tohoto produktu a dalsich
elektrickych a elektronickych zafizeni prostfednictvim uréenych
sbérnych mist stanovenych vldadou nebo mistnimi ufady. Spravna
likvidace a recyklace poméhd predchdzet potencidlnim negativnim
dopadlim na Zivotni prostiedi a lidské zdravi. Podrobnéjsi
informace o likvidaci starého vybaveni si laskavé vyzadejte od
mistnich Gfadd, podniku zabyvajiciho se likvidaci komunalnich
odpadl nebo obchodu, kde jste produkt zakoupili.

Dansk (Danish) - Miljginformation for kunder i EU

EU-direktiv 2002/96/EF kraever, at udstyr der baerer dette symbol
& pa produktet og/eller emballagen ikke ma bortskaffes som
usorteret kommunalt affald. Symbolet betyder, at dette produkt
skal bortskaffes adskilt fra det almindelige husholdningsaffald.
Det er dit ansvar at bortskaffe dette og andet elektrisk og
elektronisk udstyr via bestemte indsamlingssteder udpeget
af staten eller de lokale myndigheder. Korrekt bortskaffelse
og genvinding vil hjelpe med til at undga mulige skader for
miljget og menneskers sundhed. Kontakt venligst de lokale
myndigheder, renovationstjenesten eller den butik, hvor du
har kebt produktet, angaende mere detaljeret information om
bortskaffelse af dit gamle udstyr.

Deutsch (German) - Umweltinformation fiir Kunden
innerhalb der Europdischen Union

Die Europaische Richtlinie 2002/96/EC verlangt, dass technische
Ausrlstung, die direkt am Gerat und/oder an der Verpackung mit
diesem Symbol versehen ist £, nicht zusammen mit unsortiertem
Gemeindeabfall entsorgt werden darf. Das Symbol weist darauf
hin, dass das Produkt von reguldrem Haushaltmull getrennt
entsorgt werden sollte. Es liegt in lhrer Verantwortung, dieses
Gerdt und andere elektrische und elektronische Gerate liber
die dafiir zustdndigen und von der Regierung oder ortlichen
Behdrden dazu bestimmten Sammelstellen zu entsorgen.
Ordnungsgemafes Entsorgen und Recyceln tragt dazu bei,
potentielle negative Folgen fiir Umwelt und die menschliche
Gesundheit zu vermeiden. Wenn Sie weitere Informationen zur
Entsorgung lhrer Altgerdte bendtigen, wenden Sie sich bitte an
die oOrtlichen Behdrden oder stadtischen Entsorgungsdienste
oder an den Handler, bei dem Sie das Produkt erworben haben.
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Eesti (Estonian) - Keskkonnaalane informatsioon
Euroopa Liidus asuvatele klientidele

Euroopa Liidu direktiivi 2002/96/EU néuete kohaselt on
seadmeid, millel on tootel v6i pakendil kdesolev simbol Z,
keelatud kérvaldada koos sorteerimata olmejddatmetega. See
siimbol nditab, et toode tuleks kérvaldada eraldi tavalistest
olmejadtmevoogudest. Olete kohustatud kérvaldama kdesoleva
ja ka muud elektri- ja elektroonikaseadmed riigi voi kohalike
ametiasutuste poolt ette nahtud kogumispunktide kaudu.
Seadmete korrektne korvaldamine ja ringlussevétt aitab valtida
voimalikke negatiivseid tagajdrgi keskkonnale ning inimeste
tervisele. Vanade seadmete korvaldamise kohta tdapsema
informatsiooni saamiseks votke palun (hendust kohalike
ametiasutustega, jaatmekaitlusfirmaga voi kauplusega, kust te
toote ostsite.

Espaiiol (Spanish) - Informacion medioambiental para
clientes de la Unién Europea

La Directiva 2002/96/CE de la UE exige que los equipos que
lleven este simbolo £ en el propio aparato y/o en su embalaje
no deben eliminarse junto con otros residuos urbanos no
seleccionados. El simbolo indica que el producto en cuestiéon
debe separarse de los residuos domésticos convencionales con
vistas a su eliminacion. Es responsabilidad suya desechar este y
cualesquiera otros aparatos eléctricos y electrénicos a través de
los puntos de recogida que ponen a su disposicion el gobiernoy
lasautoridadeslocales. Aldesecharyreciclar correctamente estos
aparatos estara contribuyendo a evitar posibles consecuencias
negativas para el medio ambiente y la salud de las personas. Si
desea obtener informacién mas detallada sobre la eliminacion
segura de su aparato usado, consulte a las autoridades locales,
al servicio de recogida y eliminacion de residuos de su zona o
pregunte en la tienda donde adquirié el producto.

EMnvika (Greek) - Ztoixeia mePIBANNOVTIKNAG
mpootaciag yia meAdreg &viog TG Evpwnaiknig
‘Evwong

H Kowvotikii O8nyia 2002/96/EC anarttei 6Tt 0 e€0mMAMIOUOG 0 0TT0i0G
@€pel auTto To oLPPBoNo & oTo TPOIGY Kal/fj OTn GUOKeuaaia
Tou Sev Tpémel va amoppintetal padi PE TA MIKTA KOWVOTIKA
anoppippata. To cupBoro umodeikvuel 6Tt AuTo To TIPOoIdY Ba
TIPETEL VO AMOPPINTETAL EEXWPIOTA amd Ta ouvidn OIKIaKA
anoppipparta. Eiote umevBuvoc yia tv andéppuyn Tou MapovTog
Kal AAOU NAEKTPIKOU Kal NAEKTPOVIKOU €EOTAIOHOU UEOW TWV
KOBOPIOPEVWV EYKATACTACEWY CUYKEVTPWONG ATTOPPIUUATWY Ol
oroieg mapéxovtal amd To KPATOG 1 TIG ApUOSIEC TOTTIKEG APXEG.
H owot amdppun kat avakUKAWoN GUPPBANEL TNV TPOANYN
mMOAVWY ApVNTIKWY CUVETTEIWV Yla TO TTEPIBANOV Kal TNV Lyeia.
MNa meplocoTEPEG MANPOPOPIEG OXETIKA PE TNV ATOPPIPn TOU
AoV oag eEOMAIGHOU, TTAPAKAAW ETTIKOIVWVIOTE HIE TIG TOTTIKEC
APXEG, TIG UTINPECIEG amoOPPIYNG 1 TO KATACTNHA and To omoio
ayopAoaTE TO TTPOIOV.
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Francais (French) - Informations environnementales
pour les clients de I'Union européenne

La directive européenne 2002/96/CE exige que l'équipement
sur lequel est apposé ce symbole £ sur le produit et/ou son
emballage ne soit pas jeté avec les autres ordures ménageres. Ce
symbole indique que le produit doit étre éliminé dans un circuit
distinct de celui pour les déchets des ménages. Il est de votre
responsabilité de jeter ce matériel ainsi que tout autre matériel
électrique ou électronique par les moyens de collecte indiqués
par le gouvernement et les pouvoirs publics des collectivités
territoriales. Lélimination et le recyclage en bonne et due forme
ont pour but de lutter contre I'impact néfaste potentiel de ce
type de produits sur I'environnement et la santé publique. Pour
plus d'informations sur le mode d‘élimination de votre ancien
équipement, veuillez prendre contact avec les pouvoirs publics
locaux, le service de traitement des déchets, ou I'endroit ou vous
avez acheté le produit.

Italiano (Italian) - Informazioni relative all’ambiente
per i clienti residenti nell’'Unione Europea

La direttiva europea 2002/96/EC richiede che le apparecchiature
contrassegnate con questo simbolo 2 sul prodotto e/o
sull'imballaggio non siano smaltite insieme ai rifiuti urbani
non differenziati. Il simbolo indica che questo prodotto non
deve essere smaltito insieme ai normali rifiuti domestici. E
responsabilita del proprietario smaltire sia questi prodotti sia
le altre apparecchiature elettriche ed elettroniche mediante
le specifiche strutture di raccolta indicate dal governo o dagli
enti pubblici locali. Il corretto smaltimento ed il riciclaggio
aiuteranno a prevenire conseguenze potenzialmente negative
per 'ambiente e per la salute dell’essere umano. Per ricevere
informazioni piu dettagliate circa lo smaltimento delle vecchie
apparecchiature in Vostro possesso, Vi invitiamo a contattare gli
enti pubblici di competenza, il servizio di smaltimento rifiuti o il
negozio nel quale avete acquistato il prodotto.

LatvieSu valoda (Latvian) - Ekologiska informacija
klientiem Eiropas Savienibas jurisdikcija

Direktiva 2002/96/EK ir prasiba, ka aprikojumu, kam pievienota
zime & uz pasa izstradajuma vai uz ta iesainojuma, nedrikst
izmest nesdkirota veida kopa ar komunalajiem atkritumiem
(tiem, ko rada vietéji iedzivotaji un uznémumi). ST Zime nozimé
to, ka 3T ierice ir jaizmet atkritumos ta, lai ta nenonaktu kopa ar
parastiem majsaimniecibas atkritumiem. Jasu pienakums ir So
un citas elektriskas un elektroniskas ierices izmest atkritumos,
izmantojot ipasus atkritumu savak3anas veidus un lidzek|us, ko
nodrosina valsts un pasvaldibu iestades. Ja izmeSana atkritumos
un parstrade tiek veikta pareizi, tad mazinas iespé&jamais
kaitéjums dabai un cilveku veselibai. Sikakas zinas par
novecojusa aprikojuma izmeSanu atkritumos jas varat sanemt
vietéja pasvaldiba, atkritumu savaksanas dienesta, ka ari veikala,
kur iegadajaties 3o izstradajumu.
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Lietuvskai (Lithuanian) - Aplinkosaugos informacija,
skirta Europos Sajungos vartotojams

Europos direktyva 2002/96/EC numato, kad jrangos, kuri ir &
kurios pakuoté yra pazyméta Siuo simboliu (jveskite simbolj),
negalima $alinti kartu su nerGSiuotomis komunalinémis
atliekomis. Sis simbolis rodo, kad gaminj reikia 3alinti atskirai
nuo bendro buitiniy atlieky srauto. Jas privalote uztikrinti, kad
Si ir kita elektros ar elektroniné jranga buty $alinama per tam
tikras nacionalinés ar vietinés valdZios nustatytas atlieky rinkimo
sistemas. Tinkamai 3alinant ir perdirbant atliekas, bus iSvengta
galimos zalos aplinkai ir Zmoniy sveikatai. Daugiau informacijos
apie jasy senos jrangos 3alinima gali pateikti vietinés valdzZios
institucijos, atlieky Salinimo tarnybos arba parduotuveés, kuriose
isigijote ta gaminj.

Malti (Maltese) - Informazzjoni Ambjentali ghal Klijenti
fl-Unjoni Ewropea

Id-Direttiva Ewropea 2002/96/KE titlob li t-taghmir li jkun fih is-
simbolu & fuq il-prodott u/jew fuq I-ippakkjar ma jistax jintrema
ma’ skart municipali li ma giex isseparat. Is-simbolu jindika
li dan il-prodott ghandu jintrema separatament minn ma’ I-
iskart domestiku regolari. Hija responsabbilta tieghek li tarmi
dan it-taghmir u kull taghmir iehor ta’ |-elettriku u elettroniku
permezz ta’ facilitajiet ta’ gbir appuntati apposta mill-gvern jew
mill-awtoritajiet lokali. Ir-rimi b'mod korrett u r-riciklagg jghin
jipprevjeni konsegwenzi negattivi potenzjali ghall-ambjent u
ghas-sahha tal-bniedem. Ghal aktar informazzjoni dettaljata
dwar ir-rimi tat-taghmir antik tieghek, jekk joghgbok ikkuntattja
lill-awtoritajiet lokali tieghek, is-servizzi ghar-rimi ta' l-iskart, jew
il-hanut minn fejn xtrajt il-prodott.

Magyar (Hungarian) - Kérnyezetvédelmi informacié az
eurdpai unios vasarlok szamara

A 2002/96/EC szamu eurdpai uniods irdnyelv megkivanja, hogy
azokat a termékeket, amelyeken, és/vagy amelyek csomagoldsan
azalabbi cimke £ megjelenik, tilos a tobbi szelektalatlan lakossagi
hulladékkal egyutt kidobni. A cimke azt jeldli, hogy az adott
termék kidobasakor a szokvanyos héaztartasi hulladékelszallitasi
rendszerektdl elkiilénitett eljarast kell alkalmazni. Az On
feleldssége, hogy ezt, és mas elektromos és elektronikus
berendezéseit a kormanyzati vagy a helyi hatésdgok altal
kijelolt gyujtoredszereken keresztill szdmolja fel. A megfeleld
hulladékfeldolgozas segit a kdrnyezetre és az emberi egészségre
potencidlisan artalmas negativ hatdsok megeldzésében. Ha
elavult berendezéseinek felszamolasahoz tovabbi részletes
informacidra van sziiksége, kérjlk, 1épjen kapcsolatba a helyi
hatésdgokkal, a hulladékfeldolgozési szolgélattal, vagy azzal
Gzlettel, ahol a terméket vésarolta.
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Nederlands (Dutch) - Milieu-informatie voor klanten
in de Europese Unie

De Europese Richtlijn 2002/96/EC schrijft voor dat apparatuur die
is voorzien van dit symbool £ op het product of de verpakking,
niet mag worden ingezameld met niet-gescheiden huishoudelijk
afval. Dit symbool geeft aan dat het product apart moet worden
ingezameld. U bent zelf verantwoordelijk voor de vernietiging
vandeze enandereelektrische en elektronische apparatuurviade
daarvoor door de landelijke of plaatselijke overheid aangewezen
inzamelingskanalen. De juiste vernietiging en recycling van
deze apparatuur voorkomt mogelijke negatieve gevolgen voor
het milieu en de gezondheid. Voor meer informatie over het
vernietigen van uw oude apparatuur neemt u contact op met
de plaatselijke autoriteiten of afvalverwerkingsdienst, of met de
winkel waar u het product hebt aangeschaft.

Norsk (Norwegian) - Miljginformasjon for kunder i EU

EU-direktiv 2002/96/EF krever at utstyr med fglgende symbol
& avbildet p& produktet og/eller pakningen, ikke ma kastes
sammen med usortert avfall. Symbolet indikerer at dette
produktet skal handteres atskilt fra ordinaer avfallsinnsamling
for husholdningsavfall. Det er ditt ansvar & kvitte deg med
dette produktet og annet elektrisk og elektronisk avfall via egne
innsamlingsordninger slik myndighetene eller kommunene
bestemmer.Korrektavfallshandtering og gjenvinning vil veere med
pa & forhindre mulige negative konsekvenser for milje og helse.
For naermere informasjon om handtering av det kasserte utstyret
ditt, kan du ta kontakt med kommunen, en innsamlingsstasjon for
avfall eller butikken der du kjgpte produktet.

Polski (Polish) - Informacja dla klientéow w Unii
Europejskiej o przepisach dotyczacych ochrony
sSrodowiska

Dyrektywa Europejska 2002/96/EC wymaga, aby sprzet
oznaczony symbolem £ znajdujgcym sie na produkcie i/lub jego
opakowaniu nie byt wyrzucany razem z innymi niesortowanymi
odpadami komunalnymi. Symbol ten wskazuje, ze produkt
nie powinien by¢ usuwany razem ze zwyklymi odpadami z
gospodarstw domowych. Na Panstwu spoczywa obowigzek
wyrzucania tego i innych urzadzen elektrycznych oraz
elektronicznych w punktach odbioruwyznaczonych przezwtadze
krajowe lub lokalne. Pozbywanie sie sprzetu we wtasciwy sposob
i jego recykling pomoga zapobiec potencjalnie negatywnym
konsekwencjom dla srodowiska i zdrowia ludzkiego. W celu
uzyskania szczegotowych informacji o usuwaniu starego sprzetu,
prosimy zwréci¢ sie do lokalnych wiadz, stuzb oczyszczania
miasta lub sklepu, w ktérym produkt zostat nabyty.
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Portugués (Portuguese) - Informacao ambiental para
clientes da Unido Europeia

A Directiva Europeia 2002/96/CE exige que o equipamento
que exibe este simbolo £ no produto e/ou na sua embalagem
nao seja eliminado junto com os residuos municipais nao
separados. O simbolo indica que este produto deve ser
eliminado separadamente dos residuos domésticos regulares.
E da sua responsabilidade eliminar este e qualquer outro
equipamento eléctrico e electrénico através das instalacdes
de recolha designadas pelas autoridades governamentais ou
locais. A eliminacdo e reciclagem correctas ajudardo a prevenir
as consequéncias negativas para o ambiente e para a saude
humana. Para obter informa¢ées mais detalhadas sobre a
forma de eliminar o seu equipamento antigo, contacte as
autoridades locais, os servicos de eliminacao de residuos ou o
estabelecimento comercial onde adquiriu o produto.

Roméana (Romanian) - Informatii de mediu pentru
clientii din Uniunea Europeana

Directiva europeana 2002/96/CE impune ca echipamentele care
prezinta acest simbol E pe produs si/sau pe ambalajul acestuia sa
nu fie casate impreund cu gunoiul menajer municipal. Simbolul
indica faptul ca acest produs trebuie sa fie casat separat de
gunoiul menajer obisnuit. Este responsabilitatea dvs. sa casati
acest produs si alte echipamente electrice si electronice prin
intermediul unitatilor de colectare special desemnate de guvern
sau de autoritdtile locale. Casarea si reciclarea corecte vor ajuta
la prevenirea potentialelor consecinte negative asupra sanatatii
mediului si a oamenilor. Pentru mai multe informatii detaliate
cu privire la casarea acestui echipament vechi, contactati
autoritatile locale, serviciul de salubrizare sau magazinul de la
care ati achizitionat produsul.

Slovencina (Slovak) - Informacie o ochrane Zivotného
prostredia pre zakaznikov v Europskej tnii

Podla eurdpskej smernice 2002/96/ES zariadenie s tymto
symbolom £ na produkte a/alebo jeho baleni nesmie byt
likvidované spolu s netriedenym komunalnym odpadom.
Symbol znamend, ze produkt by sa mal likvidovat oddelene
od bezného odpadu z domacnosti. Je vasou povinnostou
likvidovat toto i ostatné elektrické a elektronické zariadenia
prostrednictvom Specializovanych zbernych zariadeni uréenych
vladou alebo miestnymi orgdnmi. Spravna likvidacia a recyklacia
pomoze zabranit pripadnym negativnym dopadom na zivotné
prostredie a zdravie ludi. Ak mate zdujem o podrobnejsie
informacie o likvidacii starého zariadenia, obratte sa, prosim, na
miestne organy, organizacie zaoberajuce sa likvidaciou odpadov
alebo obchod, v ktorom ste si produkt zakupili.
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Slovencina (Slovene) - Okoljske informacije za stranke
v Evropski uniji

Evropska direktiva 2002/96/EC prepoveduje odlaganje opreme,
oznacene s tem simbolom £ - naizdelku in/ali na embalazi - med
obicajne, nerazvri¢ene odpadke. Ta simbol opozarja, da je treba
izdelek odvreci lo¢eno od preostalih gospodinjskih odpadkov.
Vasa odgovornost je, da to in preostalo elektri¢no in elektronsko
opremo odnesete na posebna zbiralis¢a, ki jih dolocijo
drzavne ustanove ali lokalna uprava. S pravilnim odlaganjem
in recikliranjem boste preprecili morebitne Skodljive vplive na
okolje in zdravje ljudi. Ce Zelite izvedeti ve¢ o odlaganju stare
opreme, se obrnite na lokalno upravo, odpad ali trgovino, kjer
ste izdelek kupili.

Suomi (Finnish) - Ymparistoa koskevia tietoja EU-
alueen asiakkaille

EU-direktiivi 2002/96/EY edellyttad, etta jos laitteistossa on tama
symboli £ itse tuotteessa ja/tai sen pakkauksessa, laitteistoa
ei saa havittaa lajittelemattoman yhdyskuntajatteen mukana.
Symboli merkitsee sitd, ettd tdma tuote on havitettava erilldan
tavallisesta kotitalousjdtteestd. Sinun vastuullasi on havittaa
tama elektroniikkatuote ja muut vastaavat elektroniikkatuotteet
viemalld tuote tai tuotteet viranomaisten madradmadan
kerdyspisteeseen. Laitteiston oikea havittdminen estaa
mahdolliset kielteiset vaikutukset ympadristoon ja ihmisten
terveyteen. Lisdtietoja vanhan laitteiston oikeasta havitystavasta
saa paikallisilta viranomaisilta, jatteenhavityspalvelusta tai siita
myymaldstd, josta ostit tuotteen.

Svenska (Swedish) - Miljéinformation for kunder i
Europeiska unionen

Det europeiska direktivet 2002/96/EC kraver att utrustning med
denna symbol & pé produkten och/eller férpackningen inte far
kastas med osorterat kommunalt avfall. Symbolen visar att denna
produkt bor kastas efter att den avskiljts fran vanligt hushallsavfall.
Det faller pa ditt ansvar att kasta denna och annan elektrisk och
elektronisk utrustning pa faststallda insamlingsplatser utsedda
av regeringen eller lokala myndigheter. Korrekt kassering och
atervinning skyddar mot eventuella negativa konsekvenser for
miljon och personhalsa. For mer detaljerad information om kassering
av din gamla utrustning kontaktar du dina lokala myndigheter,
avfallshanteringen eller butiken dér du képte produkten.

A WEB: aanvullende informatie kunt u vinden op www.
linksys.com/international
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Software in Linksys-producten

Dit product van Cisco-Linksys LLC of van een van zijn
dochterondernemingen Cisco Systems-Linksys (Asia) Pte
Ltd. of Cisco-Linksys K.K. (“Linksys") bevat software (met
inbegrip van firmware) die afkomstig is van Linksys en
zijn leveranciers en kan bovendien software bevatten
van de open source-gemeenschap. Op software die
afkomstig is van Linksys en zijn leveranciers is de
Linksys-softwarelicentieovereenkomst uit Schema 1
hierna van toepassing. Mogelijk wordt u tijdens de
installatie van de software ook gevraagd de Linksys-
softwarelicentieovereenkomst te lezen en ermee akkoord
te gaan.

Op software die afkomstig is van de open source-
gemeenschap zijn de specifieke licentievoorwaarden
voor die software van toepassing zoals beschikbaar
gesteld door Linksys op www.linksys.com/gpl of zoals
vastgelegd in Schema 2 en 3 hierna.

Indien uvolgens dergelijke specifieke licentievoorwaarden
recht hebt op de broncode van dergelijke software, is
deze broncode tegen betaling op verzoek verkrijgbaar
bij Linksys gedurende ten minste drie jaar vanaf de
aankoopdatum van dit product en kan deze mogelijk
ook worden gedownload vanaf www.linksys.com/gpl.
Raadpleeg voor uitgebreide licentievoorwaarden en
aanvullende informatie over open source-software in
Linksys-producten de algemeen toegankelijke Linksys-
website op www.linksys.com/gpl/ of Schema 2 hierna,
indien van toepassing.

DOOR DE SOFTWARE TE DOWNLOADEN OF TE INSTALLEREN,
OF DOOR HET PRODUCT DAT DE SOFTWARE BEVAT TE
GEBRUIKEN, STEMT U ERMEE IN TE ZIJN GEBONDEN AAN
DE VOLGENDE SOFTWARELICENTIEOVEREENKOMSTEN.
INDIEN U NIET AKKOORD GAAT MET AL DEZE
VOORWAARDEN, MAG U DE SOFTWARE NIET
DOWNLOADEN, INSTALLEREN OF GEBRUIKEN. U KUNT
ONGEBRUIKTE SOFTWARE (OF, ALS DE SOFTWARE WORDT
GELEVERD ALS ONDERDEEL VAN EEN ANDER PRODUCT,
HET ONGEBRUIKTE PRODUCT) RETOURNEREN IN RUIL
VOOR EEN VOLLEDIGE TERUGGAVE VAN DE AANKOOPSOM,
TOT 30 DAGEN NA DE OORSPRONKELIJKE AANKOOP, MET
INACHTNEMING VAN DE RETOURNERINGSPROCEDURE EN
HET RETOURNERINGSBELEID VAN DE PARTIJ BIJWIE U EEN
DERGELIJK PRODUCT OF DERGELIJKE SOFTWARE HEBT
AANGESCHAFT.

Softwarelicenties

De softwarelicenties die van toepassing zijn op software
van Linksys worden beschikbaar gesteld op de algemeen
toegankelijke website van Linksys op respectievelijk
www.linksys.com en www.linksys.com/gpl/. In de
volgende schema's vindt u een exemplaar van de Linksys-
softwarelicentieovereenkomst en de hoofdlicenties voor
open source-code die worden gebruikt in de producten
van Linksys, zodat u deze eenvoudig kunt raadplegen.
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Schema 1 - Linksys-softwarelicentieovereenkomst

DIT IS DE LICENTIEOVEREENKOMST TUSSEN U EN CISCO-
LINKSYS LLCOF EENVAN ZIJN DOCHTERONDERNEMINGEN
CISCO SYSTEMS-LINKSYS (ASIA) PTE LTD. OF CISCO-
LINKSYS K.K (“LINKSYS”) DIE DE SOFTWARE IN LICENTIE
GEEFT IN PLAATS VAN CISCO-LINKSYS LLC. DOOR DE
SOFTWARE TE DOWNLOADEN OF TE INSTALLEREN,
OF DOOR HET PRODUCT DAT DE SOFTWARE BEVAT TE
GEBRUIKEN, STEMT U ERMEE IN TE ZIJN GEBONDEN AAN
DEZE OVEREENKOMST. INDIEN U NIET AKKOORD GAAT
MET AL DEZE VOORWAARDEN, MAG U DE SOFTWARE NIET
DOWNLOADEN, INSTALLEREN OF GEBRUIKEN. U KUNT
ONGEBRUIKTE SOFTWARE (OF, ALS DE SOFTWARE WORDT
GELEVERD ALS ONDERDEEL VAN EEN ANDER PRODUCT,
HET ONGEBRUIKTE PRODUCT) RETOURNEREN IN RUIL
VOOR EEN VOLLEDIGE TERUGGAVE VAN DE AANKOOPSOM,
TOT 30 DAGEN NA DE OORSPRONKELIJKE AANKOOP, MET
INACHTNEMING VAN DE RETOURNERINGSPROCEDURE EN
HET RETOURNERINGSBELEID VAN DE PARTIJ BIJWIE U EEN
DERGELIJK PRODUCT OF DERGELIJKE SOFTWARE HEBT
AANGESCHAFT.

Licentie. Overeenkomstig de voorwaarden en bepalingen
in deze overeenkomst verleent Linksys aan de
oorspronkelijke eindgebruiker van het Linksys-product dat
de Software bevat ('u’) een niet-exclusieve licentie om de
Software te gebruiken uitsluitend zoals ingebouwd in of
(waarditistoegestaaninde desbetreffende documentatie)
voor communicatie met een dergelijk product. Deze
licentie kan niet in sublicentie worden gegeven en is niet
overdraagbaar behoudens aan een persoon of entiteit aan
wie u eigendomsrechten overdraagt van het volledige
Linksys-product dat de Software bevat, mits u alle rechten
krachtens deze overeenkomst permanent overdraagt en
geen gedeeltelijke of gehele kopieén van de Software in
uw bezit houdt, en mits de ontvanger de voorwaarden
van deze Overeenkomst accepteert.

Onder "Software" wordt verstaan, en deze Overeenkomst
heeft betrekking op (a) de software die door Linksys of zijn
leverancierswordtaangebodenin ofbijhetdesbetreffende
Linksys-product, en (b) alle upgrades, updates, bug fixes
of gewijzigde versies (“Upgrades”) of back-upexemplaren
van de Software die aan u zijn geleverd door Linksys of
een geautoriseerde wederverkoper, mits u reeds in het
bezit bent van een geldige licentie voor de oorspronkelijke
software en de desbetreffende kosten voor de upgrade
hebt betaald.

Gegevensbescherming. De Software en documentatie
bevatten handelsgeheimen en/of materiaal van
Linksys of diens leveranciers waarop auteursrechten
rusten. Het is niet toegestaan de Software te kopiéren,
wijzigen, decompileren, decoderen, deconstrueren
of aan reverse-engineering te onderwerpen (behalve
voor zover uitdrukkelijk wettelijk toegestaan ongeacht
deze voorwaarde) en u =zult geen van dergelijke
handelsgeheimen en/of auteursrechtelijk beschermd
materiaal op welke wijze dan ook vrijgeven of beschikbaar
stellen aan derden. Het eigendomsrecht en eigendom
van de Software en documentatie en delen daarvan blijft
geheel berusten bij Linksys.
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Verzamelen en verwerken van gegevens. U gaat ermee
akkoord dat Linksys en/of zijn dochterondernemingen
van tijd tot tijd informatie over uw Linksys-product en/of
de Software en/of uw gebruik van een van beide kunnen
verzamelen en verwerken zodat (i) Linksys u Upgrades kan
aanbieden; (ii) ervoor kan worden gezorgd dat uw Linksys-
product en/of de Software in overeenstemming met de
voorwaarden van deze Overeenkomst worden gebruikt;
(iii) de manier kan worden verbeterd waarop Linksys u
en andere Linksys-klanten technologie levert; (iv) Linksys
kan voldoen aan de voorwaarden van overeenkomsten
met derden betreffende uw Linksys-product en/of
Linksys-software en/of (v) Linksys kan voldoen aan alle
toepasselijke wetten en/of regelgeving, of de vereisten
van wettelijke instanties of overheidsinstellingen. Linksys
en/of zijn dochterondernemingen mogen deze gegevens
verzamelen en verwerken mits uw identiteit aan de hand
ervan niet kan worden vastgesteld. Uw gebruik van
uw Linksys-product en/of de Software impliceert dat u
Linksys en/of zijn dochterondernemingen toestaat deze
gegevens te verzamelen en gebruiken en, voor EEA-
klanten, dat u het overdragen van deze gegevens naar
een locatie buiten de EEA toestaat.

Software-upgrades enz. Als u met de Software Upgrades
kunt ontvangen, mag u te allen tijde kiezen of u deze
Upgrades automatisch of handmatig wilt ontvangen. Als u
ervoor kiest om Upgrades handmatig te ontvangen of als
u ervoor kiest om geen Upgrades of kennisgevingen met
betrekking tot Upgrades te ontvangen, stelt u uw Linksys-
product en/of de Software mogelijk bloot aan ernstige
beveiligingsgevaren en/of krijgt u mogelijk geen toegang
meer tot bepaalde functies van uw Linksys-product en/
of de Software. Onder bepaalde omstandigheden is het
mogelijk dat wij een Upgrade automatisch toepassen
teneinde te voldoen aan wijzigingen in de wetgeving,
wettelijke vereisten of vereisten van de regelgeving
of ten gevolge van de vereisten van overeenkomsten
betreffende uw Linksys-product en/of Linksys-software
tussen Linksys en derden. U wordt altijd op de hoogte
gebracht van Upgrades die u worden toegezonden. De
voorwaarden van deze licentie zijn op een dergelijke
Upgrade van toepassing tenzij er bij de Upgrade in kwestie
een afzonderlijke licentie hoort. In dat geval gelden de
voorwaarden van die licentie.

Open source-software. U kunt de in de Software
opgenomen GPL of andere open source-code en de
open source-licentie voor dergelijke broncode gratis
downloaden op http://www.linksys.com/gpl. Als u een
exemplaar van de GPL-broncode of andere open source-
code van de Software op een cd wilt ontvangen, verzendt
Linksys u op uw verzoek voor $ 9,99 plus verzendkosten
een cd met dergelijke code.

Termijn en beéindiging. U kunt deze Licentie op elk
gewenst moment beéindigen door alle exemplaren van
de Software en documentatie te vernietigen. Als u de
voorwaarden van deze Overeenkomst niet naleeft, komen
uw rechten die voortvloeien uit deze Licentie onmiddellijk
en zonder kennisgeving door Linksys te vervallen.

Beperkte garantie. De garantievoorwaarden en
-duur die zijn vastgelegd in de toepasselijke Linksys-

Dual Band Wireless-N router voor simultaan verkeer

gebruikershandleiding zijn ook van toepassing op de
Software.

Afwijzing van aansprakelijkheid. LINKSYS OF ZIJN
LEVERANCIERS IS IN GEEN GEVAL AANSPRAKELIJK VOOR
GEGEVENSVERLIES, DERVING VAN INKOMSTEN OF WINST,
OF VOOR SPECIALE, INDIRECTE OF INCIDENTELE SCHADE,
GEVOLGSCHADE OF SCHADEVERGOEDING BOVEN DE
FEITELIJK GELEDEN SCHADE, ONGEACHT DE OORZAAK (MET
INBEGRIP VAN NALATIGHEID), DIE VOORTVLOEIT UIT OF IN
VERBAND STAAT MET HET GEBRUIK OF HET NIET KUNNEN
GEBRUIKEN VAN DE SOFTWARE, ZELFS INDIEN LINKSYS
OP DE HOOGTE WAS GEBRACHT VAN DE MOGELIJKHEID
VAN DERGELIJKE SCHADE. DE AANSPRAKELIJKHEID
VAN LINKSYS IS IN GEEN GEVAL HOGER DAN HET
AANKOOPBEDRAG DAT U VOOR HET PRODUCT HEBT
BETAALD. De bovengenoemde beperkingen zijn zelfs
van toepassing als enige garantie of verhaalmogelijkheid
onder deze overeenkomst haar wezenlijke doel niet heeft
gediend. In sommige rechtsgebieden is de uitsluiting of
beperking van incidentele schade of gevolgschade niet
toegestaan. Mogelijk is de bovenstaande beperking of
uitsluiting niet op u van toepassing.

Exporteren. Op software, met inbegrip van technische
gegevens, kunnen wetten of regelgeving inzake
exportbeperkingen van de VS van toepassing zijn, evenals
export- en importwetten en -regelgeving van andere
landen. U stemt ermee in u strikt aan alle dergelijke wetten
en regelgevingen te houden.

Gebruikers binnen de overheid van de VS. De Software
en documentatie kunnen worden aangemerkt als
"commercial items" (handelsgoederen) zoals gedefinieerd
in 48 C.FR. 2.101 en 48 C.F.R. 12.212. Voor dergelijke
gebruikers geldt dat zij bij aanschaf van de Software
en bijbehorende documentatie uitsluitend aanspraak
kunnen maken op de rechten hierin zoals deze ook van
toepassing zijn op klanten die niet in overheidsdienst zijn
van de VS.

Algemene voorwaarden. Deze Overeenkomst is opgesteld
enmoetwordengeinterpreteerd conformdewettenvande
staat Californié en is niet onderworpen aan conflicterende
wetsregels. De "United Nations Convention on Contracts
for the International Sale of Goods" (Conventie inzake
contracten aangaande de internationale goederenhandel
van de Verenigde Naties) is niet van toepassing. Indien
enig deel van deze Overeenkomst ongeldig of niet
afdwingbaar mocht blijken te zijn, blijven de overige
bepalingen onverminderd van kracht. Deze Overeenkomst
vormt de gehele overeenkomst tussen de partijen met
betrekking tot de Software en vervangt conflicterende
of aanvullende voorwaarden die in bestellingen of elders
zijn opgenomen.

EINDE VAN SCHEMA 1

Schema 2

Als dit Linksys-product open source-software bevat
die is gelicentieerd krachtens versie 2 van de “GNU
General Public License” (algemene publieke licentie van
de GNU), dan zijn de volgende licentievoorwaarden in
Schema 2 van toepassing op dergelijke open source-
software. De volgende licentievoorwaarden in Schema
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2 zijn afkomstig van de algemeen toegankelijke website
http://www.gnu.org/copyleft/gpl.html

GNU GENERAL PUBLIC LICENSE

Versie 2, juni 1991
Copyright © 1989, 1991 Free Software Foundation, Inc.
51 Franklin Street, Fifth Floor, Boston, MA 02110-1301, VS

Het is eenieder toegestaan om dit licentiedocument te
kopiéren en er letterlijke kopieén van te verspreiden. Het is
echter niet toegestaan er wijzigingen in aan te brengen.

Preambule

De licenties van de meeste software zijn opgesteld om
ervoor te zorgen dat u de software niet kunt delen en
wijzigen. De GNU General Public License daarentegen is
bedoeld om te garanderen dat u de software kunt delen
en wijzigen en om ervoor te zorgen dat de software door
alle gebruikers kan worden gebruikt. Deze General Public
License is van toepassing op de meeste software van de
Free Software Foundation en op andere programma's
waarvan de auteurs ze onder deze licentie plaatsen. (Op
bepaalde software van de Free Software Foundation is
echter de GNU Lesser General Public License (algemene,
minder publieke licentie van de GNU) van toepassing.) U
kunt deze ook toepassen op uw eigen programma's.

Met 'vrije software' wordt software bedoeld die door
iedereen mag worden gewijzigd. Er wordt niet mee aan
gratis software gerefereerd. Dankzij onze General Public
Licenses kunt u exemplaren van vrije software verspreiden
(en kosten voor deze service in rekening brengen), hebt u
de broncode van de software of kunt u deze krijgen als
u dat wilt, kunt u de software wijzigen of delen ervan
gebruiken in nieuwe vrije programma'’s en weet u dat u
deze dingen kunt doen.

We kunnen uw rechten alleen beschermen door het
anderen te verbieden u deze rechten te ontzeggen of u te
vragen ze op te geven. Als u exemplaren van de software
verspreidt of als u de software wijzigt, brengen deze
beperkingen bepaalde verantwoordelijkheden voor u
met zich mee.

Als u bijvoorbeeld exemplaren van een dergelijk
programma verspreidt, ook als dat gratis gebeurt, dientu
de ontvangers dezelfde rechten te geven die u ook hebt.
Zorg ervoor dat zij de broncode ook krijgen of kunnen
krijgen. Laat ze bovendien deze voorwaarden zien, zodat
ze op de hoogte zijn van hun rechten.

Uw rechten worden op twee manieren beschermd: (1) de
software wordt auteursrechtelijk beschermd, en (2) deze
licentie geeft u wettelijke toestemming deze software te
kopiéren, verspreiden en/of wijzigen.

Bovendien willen we er voor de bescherming van auteurs
en onszelf voor zorgen dat iedereen begrijpt dat er
voor deze vrije software geen garanties gelden. Als de
software door iemand anders is gewijzigd en vervolgens
doorgegeven, moeten de ontvangers weten dat zij niet de
originele software hebben, zodat eventuele problemen
die door anderen zijn veroorzaakt de reputatie van de
originele auteur niet schaden.
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Ten slotte lopen vrije programma's altijd het risico te
worden gepatenteerd. We willen het risico voorkomen
dat verspreiders van een vrij programma individuele
patentlicenties verkrijgen en zo het programma tot hun
eigendom maken. Om dit te voorkomen hebben we
duidelijk gemaakt dat alle patenten ofwel een licentie
voor vrij gebruik door iedereen moeten inhouden ofwel
helemaal geen licentie.

Hierna volgen de exacte voorwaarden voor kopiéren,
verspreiden en wijzigen.

VOORWAARDEN VOOR KOPIEREN, VERSPREIDEN EN WIJZIGEN

0. Deze licentie is van toepassing op elk programma
of ander werk dat een melding bevat van de houder
van het auteursrecht met de mededeling dat het
programma of werk mag worden verspreid krachtens
de voorwaarden van deze General Public License.
Dergelijke programma's en werken worden hierna
"Programma" genoemd. Met "werk gebaseerd op het
Programma" wordt ofwel het Programma bedoeld ofwel
krachtenswetgeving op hetgebied vanauteursrechten
van het Programma afgeleid werk: dit wil zeggen
werk dat het Programma of een deel ervan bevat,
letterlijk dan wel gewijzigd en/of vertaald naar een
andere taal. (In deze overeenkomst vallen vertalingen
zonder beperking onder de term "wijziging")

De licentiehouders worden aangeduid met "u"

Deze Licentie is niet van toepassing op andere
handelingen dan kopiéren, verspreiden en wijzigen;
deze Licentie is niet bedoeld voor dergelijke
handelingen. Voor het uitvoeren van het Programma
gelden geen beperkingen. De Licentie is uitsluitend
op de uitvoer van het Programma van toepassing als
de inhoud van deze uitvoer een op het Programma
gebaseerd werk is (dat al dan niet is gemaakt door het
Programma uit te voeren). Of dit juist is, hangt af van
wat het Programma doet.

1. Zodra u de broncode van het Programma hebt
ontvangen, mag u er in elke gewenste vorm
letterlijke exemplaren van kopiéren en verspreiden,
mits u er uitdrukkelijk voor zorgt dat de juiste
auteursrechten en een afwijzing van garantie op elk
exemplaar worden vermeld; ervoor zorgt dat alle
vermeldingen van deze Licentie en van het ontbreken
van garanties intact blijven en de ontvangers van
het Programma samen met het Programma een
exemplaar van deze Licentieovereenkomst verstrekt.

U mag kosten in rekening brengen voor het fysieke
overdragen van een exemplaar. Bovendien mag
u indien gewenst betaalde garantiebescherming
aanbieden.

2. UmaguwexemplaarofexemplarenvanhetProgramma
of delen ervan wijzigen en zo een op het Programma
gebaseerd werk maken. U mag deze gewijzigde
versies of werken kopiéren en verspreiden krachtens
de voorwaarden van het hiervoor genoemde Artikel 1
mits u aan de volgende voorwaarden voldoet:
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a. Vermeldin de gewijzigde bestanden duidelijk datu
de bestanden hebt gewijzigd en de datum waarop
u dat hebt gedaan.

b. Geef elk werk dat u verspreidt of distribueert en
dat het Programma of gedeelten daarvan bevat of
ervan is afgeleid kosteloos en als geheel krachtens
de voorwaarden van deze Licentie aan alle derden
in licentie.

c. Als het gewijzigde programma normaal
gesproken interactief opdrachten leest als het
wordt uitgevoerd, dan moet u ervoor zorgen dat
wanneer het Programma zonder deze opdrachten
wordt gestart, er een bericht wordt weergegeven
met daarin een correcte vermelding van het
auteursrecht en een mededeling dat er geen
garantie wordt gegeven (of anders een bericht
waarin wordt medegedeeld dat u garantie geeft)
en dat gebruikers het programma onder deze
voorwaarden mogen verspreiden. Bovendien
moet in het bericht worden aangegeven hoe de
gebruiker een exemplaar van deze Licentie kan
weergeven. (Uitzondering: als het Programma
zelf interactief is en er normaal gesproken geen
dergelijk bericht wordt weergegeven, is het niet
vereist dat in uw op het Programma gebaseerde
werk een dergelijk bericht wordt weergegeven.)

Deze vereisten zijn van toepassing op het gewijzigde
werk als een geheel. Als herkenbare delen van het werk
niet van het Programma zijn afgeleid en redelijkerwijs
als onafhankelijk kunnen worden beschouwd, dan
zijn deze Licentie en de bepalingen ervan niet van
toepassing op die delen als u ze als afzonderlijke
werken verspreidt. Als u dezelfde delen verspreidt
als deel van een geheel dat een op het Programma
gebaseerd werk is, dan zijn de voorwaarden van deze
Licentie echter van toepassing op de verspreiding van
het geheel. De rechten uit deze Licentie gelden dan
voor het geheel en dus op alle onderdelen, ongeacht
door wie deze zijn geschreven.

De bedoeling van dit artikel is niet om rechten op te
eisen of om uw rechten op volledig door u geschreven
werken aan te vechten. In plaats daarvan is de
bedoeling van dit artikel de uitoefening van het recht
de verspreiding van afgeleide of gezamenlijke op het
Programma gebaseerde werken uit te oefenen.

Bovendien is deze Licentie niet van toepassing op
combinaties van andere, niet op het Programma
gebaseerde werken met het Programma (of een op het
Programma gebaseerd werk) op een opslagvolume of
distributiemedium.

Umag het Programma (of een krachtens Artikel 2 op het
Programma gebaseerd werk) kopiéren en verspreiden,
in objectcode of uitvoerbare vorm krachtens de
bepalingen van Artikel 1 en 2 hiervoor, mits u ook een
van de volgende handelingen uitvoert:
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a. Voeg de volledige bijbehorende broncode, die
krachtens Artikel 1 en 2 hiervoor dient te worden
verspreid bij, in een vorm die door computers kan
worden gelezen en op een medium dat normaal
gesproken wordt gebruikt voor de uitwisseling van
software; of

b. Voeg een schriftelijk aanbod bij dat ten minste
drie jaar geldig is, waarmee derden tegen betaling
van maximaal de kosten die u maakt voor de
fysieke verspreiding van de software een volledig
exemplaar van de bijbehorende broncode, die
krachtens Artikel 1 en 2 hiervoor dient te worden
verspreid, kunnen krijgen, in een vorm die door
computers kan worden gelezen en op een medium
dat normaal gesproken wordt gebruikt voor de
uitwisseling van software; of

c. Voeg de informatie bij die u hebt ontvangen bij het
aanbod de bijbehorende broncode te verspreiden.
(Dit alternatief is uitsluitend toegestaan voor niet-
commerciéle verspreiding en uitsluitend als u het
programma in objectcode of uitvoerbare vorm
hebt ontvangen samen met een dergelijk aanbod,
in overeenstemming met Subartikel b hiervoor.)

De broncode van een werk is de vorm voor werken
waarin het beste wijzigingen kunnen worden
aangebracht. Voor uitvoerbare werken betekent
volledige broncode alle code van alle modules waaruit
de werken bestaan, plus de definitiebestanden van
de interface en de scripts om het programma te
compileren en het uitvoerbare bestand te installeren.
Bij wijze van speciale uitzondering hoeven in de
verspreide broncode echter geen elementen te zijn
opgenomen die normaal gesproken worden verspreid
in combinatie met de hoofdonderdelen (compiler,
kernel, enz.) van het besturingssysteem waarop het
uitvoerbare bestand wordt uitgevoerd, tenzij het
betreffende onderdeel zelf bij het uitvoerbare bestand
is gevoegd.

Als verspreiding van een uitvoerbaar bestand of
objectcode mogelijk wordt gemaakt middels toegang
tot een exemplaar vanaf een vooraf bepaalde plaats,
dan wordt het mogelijk maken de broncode van
diezelfde plaatste kopiéren opgevatals hetverspreiden
van de broncode, zelfs indien het mee kopiéren van de
broncode met de objectcode niet verplicht is.

U mag het Programma niet kopiéren, wijzigen, in
sublicentie geven of verspreiden, behalve zoals
uitdrukkelijk in deze Licentie vastgelegd. Pogingen
om het Programma op een andere manier te kopiéren,
te wijzigen, in sublicentie te geven of te verspreiden,
zijn ongeldig en leiden automatisch tot beéindiging
van uw rechten krachtens deze licentie. Derden die
krachtens deze Licentie exemplaren of rechten van u
hebben ontvangen, behouden hun licentie zolang ze
deze Licentie volledig naleven.
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5. U bent niet verplicht akkoord te gaan met deze

licentieovereenkomst, aangezien u deze niet hebt
ondertekend. U kunt echter op geen enkele andere
wijze toestemming krijgen het Programma of de
daarvan afgeleide werken te wijzigen of verspreiden,
aangezien dit bij wet is verboden als u niet akkoord
bent gegaan met de Licentie. Daarom geeft u door het
Programma (of op het Programma gebaseerd werk) te
wijzigen of verspreiden aan akkoord te gaan met deze
Licentie en met alle voorwaarden voor het kopiéren,
verspreiden of wijzigen van het Programma of daarop
gebaseerde werken.

6. TelkensalsuhetProgramma (of een op het Programma

gebaseerd werk) verspreidt, krijgt de ontvanger
automatisch een licentie van de originele licentiegever
om het Programma krachtens deze voorwaarden te
kopiéren, verspreiden of wijzigen. U mag de ontvanger
geen verdere beperkingen opleggen met betrekking
tot het uitoefenen van de hierin vastgelegde rechten.
U bent niet verantwoordelijk voor het handhaven van
deze Licentie door derden.

. Als u door gevolg van een rechterlijke uitspraak of
beschuldiging met betrekking tot patentenschending
of door een andere reden (niet beperkt tot
patentenkwesties) voorwaarden krijgt opgelegd (door
rechterlijk bevel, overeenkomst, of op andere wijze)
die strijdig zijn met de voorwaarden in deze Licentie,
brengt dat niet met zich mee dat de voorwaarden
van deze Licentie niet meer voor u gelden. Als u
het Programma niet kunt verspreiden en daarbij
tegelijkertijd aan uw verplichtingen krachtens deze
Licentie en aan andere relevante verplichtingen kunt
voldoen, mag u als gevolg hiervan het Programma
niet verspreiden. Als het volgens een patentlicentie
bijvoorbeeld niet is toegestaan dat het Programma
zonder royalty's wordt verspreid door personen die de
exemplaren rechtstreeks of indirect van u ontvangen,
dan kunt u de patentlicentie en deze Licentie alleen
naleven door het Programma helemaal niet te
verspreiden.

Als delen van dit artikel in bepaalde situaties ongeldig
of onuitvoerbaar worden verklaard, dan blijft het
resterende deel van dit artikel van toepassing en
het gehele artikel blijft van toepassing in alle andere
situaties.

Dit artikel heeft niet ten doel u ertoe aan te zetten
patenten of andere aanspraken op eigendomsrechten
te schenden of om de geldigheid van dergelijke claims
aan te vechten. Het enige doel van dit artikel is om de
integriteit van het systeem voor vrije verspreiding van
software te waarborgen, dat wordt geimplementeerd
middels openbare licenties. Veel mensen leveren
een bijdrage aan het grote aanbod van software dat
via dat systeem verspreid wordt, en rekenen op de
consistente toepassing van dat systeem. De auteur/
donor beslist of deze software via een ander systeem
mag worden verspreid en de persoon aan wie de
licentie is verstrekt, kan die keuze niet afdwingen.

In dit artikel wordt een mogelijk gevolg van de rest
van deze Licentie duidelijk uiteengezet.
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Als verspreiding en/of gebruik van het Programma in
bepaalde landen door patenten of door samenwerking
van auteursrechthouders niet is toegestaan, dan
kan de oorspronkelijke auteursrechthouder die het
Programma onder deze Licentie heeft geplaatst een
uitdrukkelijke geografische beperking toevoegen
waarin deze landen zijn uitgesloten, waardoor
verspreiding alleen in of onder niet uitgesloten landen
is toegestaan. In dergelijke gevallen is deze beperking
in de Licentie opgenomen alsof ze in de kern van deze
licentie geschreven was.

De Free Software Foundation kan van tijd tot tijd
herziene en/of nieuwe versies van de General Public
License uitgeven. Dergelijke nieuwe versies zijn in
principe gelijkwaardig aan onderhavige versie, maar
ze kunnen in detail afwijken om nieuwe problemen op
te lossen.

Elke versie krijgt een eigen versienummer. Als in het
Programma een versienummer van deze Licentie
en "latere versies" is opgegeven als zijnde van
toepassing op het Programma, kunt u ervoor kiezen
de voorwaarden van die versie toe te passen of die
van een latere door de Free Software Foundation
uitgegeven versie. Als het versienummer van deze
Licentie niet in het Programma is opgegeven, kunt u
zelf een door de Free Software Foundation uitgegeven
versie kiezen.

Als u delen van het Programma in andere vrije
programma's wilt invoegen waarvan de voorwaarden
voor verspreiding afwijken, vraag de auteur dan
schriftelijk om toestemming. Neem voor software
waarvan het auteursrecht bij de Free Software
Foundation berust schriftelijk contact op met de
Free Software Foundation; we maken hier soms
uitzonderingen op. We laten ons in onze beslissing
leiden door onze twee doelen om de vrije status van
alle afgeleiden van onze vrije software te waarborgen
en het delen en opnieuw gebruiken van software in
het algemeen te stimuleren.

GEEN GARANTIE

11.

HET PROGRAMMA WORDT KOSTELOOS IN LICENTIE
GEGEVEN. DAAROM WORDEN ER, VOOR ZOVER
TOEGESTAAN VOLGENS DE  TOEPASSELIJKE
WETGEVING, GEEN GARANTIES GEGEVEN MET
BETREKKING TOT HET PROGRAMMA. DE HOUDERS
VAN HET AUTEURSRECHT EN/OF ANDERE PARTIJEN
LEVEREN HET PROGRAMMA, TENZIJ SCHRIFTELIJK
ANDERS OVEREENGEKOMEN, IN DE HUIDIGE STAAT EN
ZONDER ENIGE UITDRUKKELIJKE OF GEIMPLICEERDE
GARANTIES, MET INBEGRIP VAN, MAAR NIET BEPERKT
TOT, GEIMPLICEERDE GARANTIES MET BETREKKING
TOT VERKOOPBAARHEID EN GESCHIKTHEID VOOR
EEN BEPAALD DOEL. HET RISICO MET BETREKKING TOT
DE KWALITEIT EN PRESTATIES VAN HET PROGRAMMA
LIGT VOLLEDIG BlJ U. MOCHT HET PROGRAMMA
DEFECT BLIJKEN TE ZIJN, DAN KOMEN DE KOSTEN
VOOR ALLE BENODIGDE ONDERHOUD, REPARATIES OF
VERBETERINGEN VOLLEDIG VOOR UW REKENING.
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12. DE HOUDERS VAN HET AUTEURSRECHT OF DERDEN
DIEHET PROGRAMMA KRACHTENS HETVOORNOEMDE
WIJZIGEN EN/OF VERSPREIDEN, KUNNEN IN GEEN
ENKEL GEVAL, TENZIJ WETTELIJK VERPLICHT OF
SCHRIFTELIJK OVEREENGEKOMEN, AANSPRAKELIK
WORDEN GESTELD VOOR SCHADE, MET INBEGRIP
VAN ALGEMENE, SPECIALE OF INCIDENTELE SCHADE
OF GEVOLGSCHADE DIE VOORTVLOEIT UIT HET
GEBRUIK OF HET NIET KUNNEN GEBRUIKEN VAN
HET PROGRAMMA (MET INBEGRIP VAN, MAAR NIET
BEPERKT TOT, VERLIES OF ONJUISTE WEERGAVE VAN
GEGEVENS OF DOOR U OF DERDEN OPGELOPEN
VERLIES OF INCOMPATIBILITEIT VAN HET PROGRAMMA
MET ANDERE PROGRAMMA'S), ZELFS WANNEER DE
HOUDER VAN HET AUTEURSRECHT OF DERDE OP DE
HOOGTE WAS GEBRACHT VAN DE MOGELIJKHEID VAN
DERGELIJKE SCHADE.

EINDE VAN DE BEPALINGEN EN VOORWAARDEN
EINDE VAN SCHEMA 2

Schema 3

Als dit Linksys-product open source-software bevat die is
gelicentieerd krachtens de OpenSSL-licentie:

Dit product bevat software die door The OpenSSL
Project is ontwikkeld voor gebruik in de OpenSSL Toolkit.
(http://www.openssl.org/).

Dit product bevat cryptografische software die is
geschreven door Eric Young (eay@cryptsoft.com).

Dit product bevat software die is geschreven door Tim
Hudson (tjh@cryptsoft.com).

Als dit Linksys-product bovendien open source-software
bevat die is gelicentieerd krachtens de OpenSSL-
licentie, dan zijn de volgende licentievoorwaarden in
Schema 3 van toepassing op dergelijke open source-
software. De volgende licentievoorwaarden in Schema
3 zijn afkomstig van de algemeen toegankelijke website
http://www.openssl.org/source/license.html.

Op de OpenSSL Toolkit blijven twee licenties van
toepassing, wat wil zeggen dat zowel de voorwaarden
van de OpenSSL-licentie als die van de oorspronkelijke
SSLeay-licentie op de toolkit van toepassing zijn. Zie
hieronder voor de tekst van de licenties. Feitelijk zijn beide
licenties Open Source-licenties van het type BSD. Neem
in geval van problemen met betrekking tot de OpenSSL-
licenties contact op met openssl-core@openssl.org.

OpenSSL-licentie

Copyright © 1998-2007 The OpenSSL Project. Alle rechten
voorbehouden.

Herdistributie en het gebruik, al dan niet gewijzigd,
als broncode of binaire code zijn toegestaan onder de
volgende voorwaarden:

1. Herdistributies van broncode dienen de bovenstaande
aanduiding van auteursrechten, deze lijst met
voorwaarden en de onderstaande afwijzing van
aansprakelijkheid te bevatten.
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2. Herdistributies van binaire code dienen de
bovenstaande aanduiding van auteursrecht, deze lijst
met voorwaarden en de onderstaande afwijzing van
aansprakelijkheid in de documentatie en/of ander met
de distributie geleverd materiaal te bevatten.

3. De volgende bevestiging moet worden weergegeven
in alle reclamemateriaal waarin functies of het gebruik
van deze software worden vermeld: “Dit product
bevat software die door The OpenSSL Project is
ontwikkeld voor gebruik in The OpenSSL Toolkit.

(http://www.openssl.org/)"

4. De namen “OpenSSL Toolkit” en “OpenSSL Project”
mogen niet worden gebruikt om producten die
van deze software zijn afgeleid te onderschrijven
of adverteren zonder voorafgaande schriftelijke
toestemming. Neem contact op met openssl-core@
openssl.org voor schriftelijke toestemming.

5. Producten die van deze software zijn afgeleid mogen
geen “OpenSSL” worden genoemd en “OpenSSL” mag
niet in de naam voorkomen zonder voorafgaande
schriftelijke toestemming van The OpenSSL Project.

6. Herdistributies, in welke vorm dan ook, moeten
de volgende bevestiging bevatten: “Dit product
bevat software die door het OpenSSL Project is
ontwikkeld voor gebruik in de OpenSSL Toolkit.
(http://www.openssl.org/)”

DEZE SOFTWARE WORDT DOOR THE OpenSSL PROJECT
GELEVERD IN DE HUIDIGE STAAT. UITDRUKKELIJKE OF
GEIMPLICEERDE GARANTIES MET INBEGRIP VAN, MAAR
NIET BEPERKT TOT, GEIMPLICEERDE GARANTIES MET
BETREKKING TOT VERKOOPBAARHEID EN GESCHIKTHEID
VOOR EEN BEPAALD DOEL WORDEN AFGEWEZEN. THE
OpenSSL PROJECT OF ZIJN MEDEWERKERS ZIJN GEENSZINS
AANSPRAKELIJK VOOR ENIGE DIRECTE, INDIRECTE,
INCIDENTELE OF SPECIALE SCHADE, GEVOLGSCHADE OF
SMARTENGELD (MET INBEGRIP VAN, MAAR NIET BEPERKT
TOT, DE AANSCHAF VAN VERVANGENDE GOEDEREN OF
SERVICES; HET VERLIES VAN GEBRUIKSMOGELIJKHEDEN,
GEGEVENS OF WINST; OF DE ONDERBREKING VAN
BEDRIJFSACTIVITEITEN), OP WELKE WIJZE DAN OOK
VEROORZAAKT EN ONGEACHT DE THEORIE VAN
AANSPRAKELIJKHEID, HETZIJ OP BASIS VAN CONTRACT,
STRIKTE AANSPRAKELIJKHEID OF BENADELING (MET
INBEGRIP VAN NALATIGHEID OF ANDERSZINS) DIE OP
WELKE WIJZE DAN OOK VOORTVLOEIT UIT HET GEBRUIK
VAN DEZE SOFTWARE, ZELFS INDIEN DE HOUDER VAN HET
AUTEURSRECHT VOORAF OP DE HOOGTE WAS GESTELD
VAN DE MOGELIJKHEID VAN DERGELIJKE SCHADE.

Dit product bevat cryptografische software die is
geschreven door Eric Young (eay@cryptsoft.com). Dit
product bevat software die is geschreven door Tim
Hudson (tjh@cryptsoft.com).

Oorspronkelijke SSLeay-licentie

Copyright © 1995-1998 Eric Young (eay@cryptsoft.com)
Alle rechten voorbehouden.

Dit pakket is een SSL-implementatie die is geschreven
door Eric Young (eay@cryptsoft.com).
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De implementatie is geschreven conform SSL van
Netscape.

Deze bibliotheek is gratis voor commercieel en niet-
commercieel gebruik zolang de volgende voorwaren in
acht worden genomen. De volgende voorwaarden zijn
van toepassing op alle code die in deze distributie wordt
aangetroffen, waaronder ook de RC4-, RSA-, Ihash-, DES-
codeenz, nietalleendeSSL-code.Op de SSL-documentatie
die met deze distributie wordt geleverd, zijn dezelfde
auteursrechtelijke voorwaarden van toepassing, maar
de houder van de auteursrechten is Tim Hudson (tjh@
cryptsoft.com).

De auteursrechten blijven in handen van Eric Young, en
de aanduidingen van auteursrecht in de code mogen
derhalve niet worden verwijderd.

Als dit pakket in een product wordt gebruikt, dient Eric
Young te worden erkend als de auteur van de gebruikte
delen van de bibliotheek. Dit kan gebeuren in de vorm
van een tekstbericht bij het starten van het programma
of in de online- of tekstdocumentatie die bij het pakket
wordt geleverd.

Herdistributie en het gebruik, al dan niet gewijzigd,
als broncode of binaire code zijn toegestaan onder de
volgende voorwaarden:

1. Herdistributies van broncode dienen de aanduiding
van auteursrechten, deze lijst met voorwaarden en
de onderstaande afwijzing van aansprakelijkheid te
bevatten.

2. Herdistributies van binaire code dienen de
bovenstaande aanduiding van auteursrecht, deze lijst
met voorwaarden en de onderstaande afwijzing van
aansprakelijkheid in de documentatie en/of ander met
de distributie geleverd materiaal te bevatten.

3. Devolgendebevestigingdienttewordenweergegeven
in alle reclamemateriaal waarin functies of het gebruik
van deze software worden vermeld:

"Dit product bevat cryptografische software die is
geschreven door Eric Young (eay@cryptsoft.com)"

Het woord ‘cryptografisch'mag worden weggelaten als
de routines uit de gebruikte bibliotheek geen verband
houden met cryptografie.

4. Als u code die specifiek is voor Windows (of een
afleiding van dergelijke code) uit de toepassingenmap
(toepassingscode) gebruikt, dient u de volgende
bevestiging op te nemen: “Dit product bevat software
die is geschreven door Tim Hudson (tjh@cryptsoft.
com)”

DEZE SOFTWAREWORDT DOOR ERIC YOUNG GELEVERD IN

DE HUIDIGE STAAT. UITDRUKKELIJKE OF GEIMPLICEERDE

GARANTIES MET INBEGRIP VAN, MAAR NIET BEPERKT

TOT, GEIMPLICEERDE GARANTIES MET BETREKKING

TOT VERKOOPBAARHEID EN GESCHIKTHEID VOOR EEN

BEPAALD DOEL WORDEN AFGEWEZEN. DE AUTEUR OF

MEDEWERKERS ZIJN GEENSZINS AANSPRAKELIJK VOOR

ENIGE DIRECTE, INDIRECTE, INCIDENTELE OF SPECIALE

SCHADE, GEVOLGSCHADE OF SMARTENGELD (MET

INBEGRIP VAN, MAAR NIET BEPERKT TOT, DE AANSCHAF

VAN VERVANGENDE GOEDEREN OF SERVICES; HETVERLIES

VAN GEBRUIKSMOGELIJKHEDEN, GEGEVENS OF WINST;
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OF DE ONDERBREKING VAN BEDRIJFSACTIVITEITEN), OP
WELKE WIJZE DAN OOKVEROORZAAKT EN ONGEACHT DE
THEORIE VAN AANSPRAKELIJKHEID, HETZIJ OP BASIS VAN
CONTRACT,STRIKTEAANSPRAKELIJKHEID OF BENADELING
(MET INBEGRIP VAN NALATIGHEID OF ANDERSZINS) DIE OP
WELKE WIJZE DAN OOK VOORTVLOEIT UIT HET GEBRUIK
VAN DEZE SOFTWARE, ZELFS INDIEN DE HOUDER VAN HET
AUTEURSRECHT VOORAF OP DE HOOGTE WAS GESTELD
VAN DE MOGELIJKHEID VAN DERGELIJKE SCHADE.

De licentie en distributievoorwaarden voor openbaar
beschikbare versies of afgeleiden van deze code kunnen
niet worden gewijzigd. Dat wil zeggen dat deze code niet
zomaar kan worden gekopieerd en onder een andere
distributielicentie [inclusief de GNU Public License]
worden gedistribueerd.

EINDE VAN SCHEMA 3
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