When a Basic program is running there will be a message on the top showing the Basic Program is running:

RFID Settings Advenced Settings Tag Viewer Network Settings

Hostname: mopxbdbatd E: l_!_l

«a® Basic program is running

ETSI Frequency Channel Selection

Sove Cancel

Lawer Band

Chl  Ch2 Chd  Cha

Note: The Basic program won'’t be lost upon reboot.
See this section for more information about running the Basic Program
When an Advanced program is running the Frequency Channel displays information of the configured channels

RFID Settings Advanced Settings Tag Viewer Network Settings

- - = testbasic program is running

ETSI Frequency Channel Selection

Save Cancel

Running Advanced: testbasic program

Basic program's
Using current selection:

Frequency channel selection:

Upper Band

R cns—ovs JCSN o
(o oz ons s | o oha 3 o

Lower Band

Channel selection for a running advanced program is read only, while the Basic program’s buttons can be changed.
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License Manager
The “License Manager” page allows the users to upload and add or remove licenses to the STARflex. For detailed information please refer to Chapter
VI - License Manager.

- . . _ STARflex Main Instance
RFID Settings Advanced Settings Tag Viewer Network Settings Q @

mojixbdba7d

License Manager

Featured Pack

No licenses were found

Add License Remove

To upload a license, click on the Add License button:

Please choose a file in order to add a License.

| File Name *lic

To remove a license click on the Remove button. Note that the STARflex must be rebooted.
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Client List

The client list page displays the information of every client that is connected to the STARflex. It includes the IP address, the length of time and the
Process ID of each client.

The user can end the process by using the icon

Refresh manually the list by clicking on the icon option < , There is the possibility to auto refresh the client list every 10 seconds by selecting the Auto
refresh option.

A~ By
AFID Sattings Advanced Settings Tag Viewsr Metwork Settings Hostname: mojidEbded ..,.l. 1

Client List

| Auta Rnt

@ 12700, ::t‘hl?li:::'l‘?‘fﬂ D events 1o hitp client ::;:ess ]
©1zr00n ﬁ‘ff’fﬂﬁi'.‘m events to hitp client :;3;:“: [}
Q127001 ::.hl.?;.un? RFID events o hitp client frr:n:::ss o

The Client List can be also accessed by clicking on the Client option located at the top right hand corner:

Hostname: mojixf8bded Q @I

edison
About
clie{%ts (3]
Logout
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Note: The maximum number of clients connection is 5 (4 http 1 mqtt). If it is greater than this connection number, the following message will display:

STARMex reached the maxamum number of chent connections
9 Please keep the connections up to 4.
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CHAPTER III:
RFID SETTINGS

3.1 RFID SETTINGS

RFID Settings menu is available after the user logs in to the application with
valid credentials. Once in the RFID Settings page, there are six sections to
configure the antennas, the default values are presented the first time the
STAR(lex is configured.
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RFID Settings Tag Viewer Network Settings mojixbdba7d Q @

RFID Settings

s e G

Modifications made on any of the configuration sections can be saved by clicking on the Save button and the following message will appear at the top of
the section:

RFID Settings Advanced Settings Tag Viewer Network Settings

Successiully Saved —

RFID Settings

Save Cancel

Following find the description for each one of the RFID Settings sections.
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3.1.1 AUTO DISCOVERY

The auto-discovery process is initiated the very first time a user enters to “RFID Settings” page and every time the user performs a “Default RFID Settings”
and a “Firmware Update”and goes to the page. Click on the @ icon to start scanning antennas.

RFID Settings Advanced Settings Tag Viewer Network Settings

RFID Settings

Save Cancel

Antennas
Scanning..
Supports Auto-discovery of: Cannot discover:
- Direct connected antennas « Antennas connected to eXpanders
« eXpanders + Antennas connected to eNodes
« eNodes . eXpanders connected to eNodes
- GPIOs
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3.1.2 ANTENNAS

In the Antenna section it is possible to select the antennas. There are four antennas available and each can be expanded into four units, making a total
of sixteen antennas. An eXpander can be assigned by checking the “Enable eXpander #” option. The STARflex can connect to both options but only one
antenna will transmit at any given time. There is a Clear button displayed at the top right side of this section which resets the antenna selection only.

3.1.3 ENODE 1 - ENODE 2

In the eNode section, the eNode ID is entered, this field is editable and when the eNode is not entered, all the related options remain disabled.

A single indicator describes if eXpanders are used. eNodes can be configured as either 4-port devices with antennas attached or as 16-port devices with
eXpanders attached.

The Clear button is displayed at the top right side, this resets the antenna selection.

When an eNode ID is entered and no antennas are selected, after clicking save, an error message is displayed at the top of the page and the entire anten-
nas section is marked to notify the user about the missing configuration. The same behavior is displayed with the eNode sections when no port antennas
are selected. When the eNode ID is not correct, the text field is marked with an error message below it.

. - : ’ STARflex Main Instance
RFID Settings Advanced Settings Tag Viewer Network Settings Q @

mojixbdbaTd

Unable to save your Settings. Please correct the errors

RFID Settings

(1)
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3.1.4 PROFILES

The profiles section display four available options, the first three: “Max Inventory”, “RTLS” and “Large Volume Portal” reflect common RFID modes of
operation, the last one “Custom”, allows you to personalize the complete configuration.

- The “Max Inventory” profile configuration, maximize the tag inventory counts across all the antennas. An estimated total number of tags
covered by the STARflex’s set of antennas is required. This profile automatically selects the session S2, the target group A, a Q value
calculated according to the estimated number of tags entered, an LF of 256 kHz., a modulation M4 and the selects enabled periodically.

- The “RTLS"” profile configuration, maximize real time location response from all tags. An estimated total number of tags covered by the
STARflex’s set of antennas is required. This profile automatically selects the session S1, the target group A, a Q value calculated according
to the estimated number of tags entered, an LF of 256 kHz., a modulation M4 and the selects enabled.

- The “Large Volume Portal” profile configuration, read high volume of tags in a short period of time through a portal. An estimated maximum
number of tags that will be moved through the portal is required. This profile automatically selects the session S1, the target group A, a Q
value calculated according to the estimated number of tags entered, an LF of 256 kHz., a modulation M4 and the selects disabled.

- The “Custom” profile configuration, allows the user to personalize the settings. Three sections are enabled selecting this option: “2nd
Receive Antenna Mode”, “Physical Layer Settings” and “Select Pattern”.

Profiles
C] Max Inventory O RTLS (—\] Large Volume Portal @ Custom
il
Maximize tag inventory counts Maximize real time location High volume reading of tags in a Personalize configuration.
across all antennas. response from all tags. short period of time through a
portal.
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3.1.5 2ND RECEIVE ANTENNA MODE

In this section there are two options available, none and auto:
- None: No 2nd receive antenna.
- Auto: Automatically generated configuration to cycle through all antennas not currently transmitting.

To save the configuration click on the “Save” button, to discard any changes and go back to the last configuration click on the “Cancel” button. The buttons
are at the very top of the page.

3.1.6 PHYSICAL LAYER SETTINGS

This section allows the user to select different options for the physical layer, there are five combo-boxes available: Session, Target Group, Q, LF and
Modulation.

- Target Group: Default value is A

- Session: Sets the session bit to select and query. Default value is S1.

- Q: Number of slots 2Q. Default value is 5

- LF: Tag backscatter rate. Default value is 256 kHz

- Modulation: Select a Modulation. Available values: M2, M4, M8 and FMO. Default value is Miller-4.

To save the configuration click on the “Save” button, to discard the changes and go back to latest configuration click on the “Cancel” button. Both buttons
are at the very top of the page.
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3.1.7 PATTERN

In this menu, the Mask is available to edit if the “Enable Select” option is selected, otherwise the mask is disabled.

Once the mask is enabled, it is possible to select the mask pattern, which is a hexadecimal value representing the bit pattern used to match and select a
subset of the tags EPC number separating this tag from the total tag population.

The beginning of the pattern is always bit position 32, the pointer and length will be auto calculated based on the pattern entered.

O Mone @ Auto

Prysical Layer Settings

Session Target Group Q LF Modulation

Select Pattern Clear

Enable Select Copy

P
(%1}
.
o
o
1
[4=]
[
=
(=]
=
]
w
B
o
=
[+}]
=
o]
=
i
5]
(=)
[*]
J
I
[
(7]
e
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3.1.8 BASIC PROGRAM RUNNING

When the basic program is running (started in the “Tag Viewer” menu) and changes in the RFID settings are done, these are not applied until the readings
are restarted. When pausing the readings, the changes are not applied as only the interface is paused but not the readings in the background. When any
change is saved in RFID settings, a dialog is displayed asking the user to reboot at that moment or later.

Since Basic Program is running, you need to
restart it to apply changes.
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CHAPTER IV: e

o

TAG VIEWER s

4.1 TAG VIEWER

The tag viewer menu allows the user to quickly select and turn on antennas
in order to find and read tags, displaying all the tag found results in a list.
In addition, it is possible to filter while live reading the EPCs, TxID (transmit
antenna) and export the list in CSV file.

The Tag Viewer menu is available after the user logs in to the application with
valid credentials. Once in the Tag Viewer menu, the default view is the list in the
simplest mode (EPC, Timestamp, Read Count columns) , without data displayed
or RFID program running.
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Co : _ = STARflex Main Instance
RFID Settings Advanced Settings Tag Viewer Network Settings Q @

mojixbdbaTd

Tag Viewer Details @O
BT ) v J[ v
ﬂStupped Advanced: testbasic Round: 0 | Unique EPCs: 0

No Data
Once the user clicks on the PLAY button (green), the very first time, a popup window will appear requesting the user to select a valid program before running
the process. The two possible options are “Basic Settings” and “Advanced Settings ” (with a list of available program files).

Basic Settings, which is always available, refers to the basic RFID program that is in the STARflex system. In the APl document it is also called simpleRFID
program that is overwritten when modifying the RFID settings.

Advanced Settings refers to a RFID programs created in the advanced mode by using the program generation module. There are also RFID programs
created by a 3rd party application such as MCON or VIZIX.
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Please select a valid program:

O Basic Program

@ Advanced Program
(] mojixMCON
(] testbasic

Once the user selects the RFID program and clicks continue, the selected program is loaded and starts running, meaning the RFID read operation is initiated.
The results will be displayed in simple mode by default, however there is a detailed mode which displays more complex results.

Simple mode view will display one row for EPC tag. The columns for each row shall be EPC , Timestamp, and Read Count. The column Read Count will
display the total number of TagReadData packets that match the EPC.
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To view the results in Detailed mode, there is a switch at the top right side of the page, once it is enabled the results will be expanded showing one row for
each EPC, tx Antenna Port, tx Expander Port and power tuple. The columns for each row shall be EPC, Timestamp, TxID (transmit antenna), Read Rate
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RFID Settings

Advanced Settings

Tag Viewer

Network Settings

mojixbdba7d

Tag Viewer

Running Basic: basic

E200329D1317F8713188CFE1
AE1000000000000000376880
E200329D1317F8713188CFE1
E201329D1382DB7131905B6D
AE1000000000000000376840

AE1000000000000000376760

E201276N1 2832701 21 0NEANE

9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM

9/20/2016 2:16:44 PM

OMNMANTA D-TAR-AA4 DR

Export

86.67%

76.67%

T76.67%

T73.33%

T0%

26

21

23

Detalls @

Round: 60 | Unique EPCs: 99

30

30

30

30

30

an

no

When switching between the Simple mode and Detail mode the data will be persistent, the only difference should be the way this data is displayed.

While the process is running and the tags are being read, if the PLAY button (green) is clicked, the color changes to blue and the button becomes a PAUSE button,
the STOP (red) and the CLEAR (blue) buttons are enabled, and the EXPORT button is disabled.

The PAUSE button (blue) pauses the user interface only, the process is still reading the tags in background, once clicked its color changes to green with the PLAY
button replacing the PAUSE one. The STOP (red), CLEAR and EXPORT buttons are enabled

Clicking the STOP button will tell the STARflex to stop the RFID reads, it does not close the SSE socket previously opened with GET .../rfid/events. If the STARflex
were to be subsequently commanded again to start reading tags, tag reads would be immediately delivered via all open SSE sockets.
Clicking on the CLEAR button will clear all the results currently displayed.

The EXPORT button will be enabled only when a program is stopped or paused and it will export all the displayed results at that moment in a CSV file.
Besides the buttons, there are two autocomplete filters, EPC and TxID (only in detailed mode), that while the user is typing, the results will be automatically filtered.
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Use a single wildcard as “”, a blank space is a logical “or

RFID Settings Advanced Settings

Tag Viewer

Network Settings

”: Example: 300 056 searches for pattern 300 or 056. Note that we do not use or as logical or.

mojxbabazd ) [\ (P

Tag Viewer

IS . T

Running Basic: basic

Export

" N 251 BAE

Details @O

Round: 60 | Unigue EPCs: 99

E200329D1317F8713188CFE1
AE1000000000000000376880
E200329D1317F8713188CFET
E201329D1382DB7131905B6D
AE1000000000000000376840
AE1000000000000000376760

£701270M1 292270121008 NE

9/20/2016 2:16:44 PM
0/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM

DMINFNTA 2 TR-AA DAA

RFID Settings

ANT3

ANT1

ANT3

ANT3

ANT3

ANT2

In addition, the column, where results are found, will have a distinctive mark:

Advanced Settings

86.67%

76.67%

T6.67%

73.33%

70%

Fna:

Tag Viewer Network Settings

26

B

21

7

30

30

30

30

30

an

mojixbdba7d Q @

Tag Viewer

I S T

Running Basic: basic

Export

Details @)
_|

Round: 60 | Unique EPCs: 99

E200329D1317F8713188CFE1
AE1000000000000000376880
E200329D1317F8713188CFE1
E201329D1382DB7131905B6D
AE1000000000000000376840

AE1000000000000000376760

E7A1270N01 2022701 2100E NE

9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
0/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM
9/20/2016 2:16:44 PM

9/20/2016 2:16:44 PM

NIINIANTE D TA-AA DAA

ANT1

ANT3

ANT3

ANT2

86.67%

76.67%

76.67%

T333%

70%

26

21

21

30

30

30

30

30
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If no results are found the following message will display:

RFID Settings Advanced Settings Tag Viewer Network Settings

A concurrent user has started the RFID program

Tag Viewer Details @
o w [
Running Advanced: Testbasic Round: 16288 | Unique EPCs: 0

No Data found applying TxID filter ‘"ANT500

Below the mentioned buttons and above the results table, a code wheel, the number of Rounds and the number of Unique EPCs are displayed.
The Code Wheel allows the user to change the program (Basic and Advanced), it is disabled while the RFID program is running, once the program is
stopped, the code wheel is enabled. The label next to the code wheel shall correspond to the following:

- While running: Running Basic or Advanced: <filename>
- While stopped: Stopped Basic or Advanced: <filename>
- While paused: Paused Basic or Advanced: <filename>

Clicking in the Code Wheel will open a new dialog box and it is possible to change the program between Basic and Advanced. For the advanced settings
there is a list presented with the available program files resident in the STARflex.

CHAPTER IV: MAKER P TAG VIEWER

a STARflex MANUAL




Please select a valid program:

O Basic Program

@ Advanced Program
(] mojixMCON
(/] testbasic

In the results table there is a color code for the tag readings. The default background color is white. When a new tag comes in, it is displayed in a blue
background. The background transitions to white are over 0.5 sec.

When a tag is read but it has been displayed before, this tag is updated in place by painting the background green. The green background fades to white
over 0.5 sec, for a tag that is read much faster than the 0.5 sec, that tag row essentially stays constant green. So it is easy to tell at a glance which tags are

reading well or which tags may be only just reading.
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Concurrent users

When different users enter to the Tag Viewer section and START or STOP the tag reading, it is possible for them to see if another user is doing the same
action. A message is displayed notifying that another user has started or stopped the reading and the corresponding buttons (PLAY and STOP) are enabled

or disabled accordingly.

WD Serngs

Advanced Settmgs

Tag Views:

Network Settmgs

T —— O ®

When a user is in the landing page, the current status of the STARflex also changes accordingly, if an RFID program is running or not. “Running” will be

displayed if a program is running, “ldle” if not.

=

System Operational

Current Status
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CHAPTER V:
NETWORK
SETTINGS

5.1 NETWORK SETTINGS

The Network Settings menu is available after the user logs in to the application
with valid credentials. Once in the Network Settings menu, it is possible to con-

figure the STARflex to the network that this is going to use. For this the following
fields are available:
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Hostname: Always editable to set the hostname.

DHCP: Three fields for DHCP are available, IP address, netmask and gateway. If the option to enable DHCP is selected, the fields will be disabled and the
corresponding data will be auto populated. If DHCP is disabled, fields will be available to assign manually.
Next to the field for the IP address there is a label for the temporary IP address which indicates the default IP address of the STARflex.

DNS: Two entries for DNSs are available, if DHCP is enabled, these will be disabled with the corresponding data auto populated.
After modifying the hostname, IP address, netmask, gateway, DHCP, or DNS, a reboot of the STARflex is required in order to apply the changes, so after
modifying any of these fields a dialog with a message is displayed asking to reboot the STARflex. It is also possible not to restart the STARflex at the

moment, in that case a message will remain at the top of the “Network Settings” page.

Once the STARflex is rebooted, a new tab in the browser is displayed with the STARflex available and the new network values set. In case your new IP
address or hostname is unreachable, it is necessary to check your configuration manually or contact your IT personnel.

The STARflex must be rebooted in order fo
apply all the Network Settings changes.
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NTP: Single entry for NTPs is displayed and available to edit only when the option “Enable NTP” is selected.

If NTP is enabled the fields “Set Date” and “Set Time” will be disabled.

Date, Time & Timezone: A field to set the date, time and timezone are available. The fields display the user’s machine date, time and timezone by default.
Clicking on the “Set Date” field a datepicker is displayed in order to choose the date. Clicking on the “Set Time” field a time picker is displayed in order to

choose the time for the STARflex.
There are labels to show the current date, time, and time zone, the labels show the current values configured in the STARflex. These values are the same

as the ones displayed in the landing page.

Hostname: mojixd58695 @

Advanced Settings Tag Viewer Network Settings

Network Settings

Save Cancel

IP Address Temporary |P Address

Hostname

| 192.168.75.168 . 169.254.134.149

mojixd58695
Enable DHCP

Netmask DNS1

| 255.255.240.0 | | 192.168.66.11 |

Gateway DNS 2

192.168.66.12 |

| 192.168.77.254 |

NTP

pool.ntp.org
Enable NTP
Set Date Current Date Set Time Current Time
= 09/09/2015 5) 12:16:21 PM
Set Time Zone Current Time Zone
GMT +0:00 ~ GMT +0:00

STARflex MANUAL
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CHAPTER VI:
CONTROL

6.1 CONTROL

In order to access to the Control menu, the user must be logged into the appli-
cation, after that the user must select “Advanced Mode” option and provide the
password to have the advanced mode option visible in the menu, once visible and
click on it, a group of options will be displayed including “Control”.
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RFID Settings Advanced Settings Tag Viewer Network Settings

Advanced Settings Q

A

{C:& Control A« | Antenna Deployment Test {3 Client List
Default RFID Settings, Reboot, Configurated Antennas, EPC running 5; Online clients and executing process
Factory Restore, Firmware Update. test. details.
Frequency Channel A« | GPIO Test
European frequency band selector, Inputs and Outputs test

License Manager

Add and remove Feature pack
licenses.

MQTT Configuration
Broker IP/Hostname and Port current
status.

© 009

Once in the Control page, there are four visible buttons, Default RFID Settings, Reboot, Factory Restore and Firmware Update

RFID Settings Advanced Settings Tiag Viewar Matwork Settings

Control

e i

6.1.1 DEFAULT RFID SETTINGS

Once this option is clicked and after confirming the action, the application will reset all the RFID settings in both the basic and advanced pages to a known
default configuration.

STARflex MANUAL
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The Basic mode default settings are:

- No eXpanders enabled.
- 2nd receive antenna set to Auto.
- Physical Layer Defaults:
- Target Group: A
- Session: S1
-Q:5
- LF: 256 kHz
- Modulation: Miller-4
- Selects enabled and NO mask

6.1.2 REBOOT

This option allows the user to reboot the STARTflex, the result notification messages are displayed in the area below the buttons.

Houtname: mojbsasos ()

Control

Oefauli AFID Sattlngs m Fuetory Homioe Flrmwars Updote

Important. Once the reboot is done, any of the changes in the RFID Settings page (simpleProgram configuration) will be saved.
Any subscription running at the moment is stopped, it is needed to start it again after the update process.

6.1.3 FACTORY RESTORE

This option allows the user to restore the STARflex back to its original configuration (the one given in the manufacturing) including all the default network
settings and default name. The notification messages are displayed in the area below the buttons.
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6.1.4 FIRMWARE UPDATE

Once clicked this option, a new dialog will be displayed asking for the file to update the Firmware. In this new dialog a folder icon is displayed, it will launch
the file picker in order to select the corresponding file. Additionally, the option “URL Mode” is available allowing to enter the URL where the file is located
and download it to the current machine.

After choosing the file and clicking “Apply”, the current dialog is closed and the application uploads the file, however before the process starts, the RFID
program is stopped. Once it is done, the corresponding upgrade process starts and after the process completes, a reboot of the STARflex is done. The
notification messages will be displayed in the area below the buttons.

Please choose either a file or enter a URL in order to update
the Firmware

File Name * patch Apply

(] URL Mode

Important. Upon a firmware update any subscription running at the moment is stopped, it is needed to start again after the update process.
In I0S devices the “locations” to upload attachments are set up by third party applications, by default only the Photo Album contents are selectable.

By having third party applications such as DropBox, Google Drive, you can have other locations from where you could choose the file for firmware update. We
have similar behavior for Android devices.

Works on I0S version 9.0 or higher, you will have to install other third applications for versions earlier than 9.0 in your I0S device.
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6.2 ANTENNA TEST

The “Antenna Deployment Test” page allows the user to step through the configured antennas in the basic settings page (refer to Chapter Ill - RFID Settings) in order
to test them one by one and make sure they each can read tags. This process ensures proper continuity of cables and antennas.

In this page, a map is displayed, giving an overall view of the configuration showing all the antennas and highlighting the antenna that is tested at the moment. In order
to select the antennas there are 2 arrows next to the map which allows to go through all of them, in addition the name of the antenna selected is displayed.

A section with the profile settings is available to show and hide by clicking on the “View details” link

Below, the buttons to Start, Stop and Clear the list of read tags are displayed and next to them an “EPC” filter.

Use a single wildcard as “*”, a blank space is a logical “or”: Example: 300 056 searches for pattern 300 or 056. Note that We do not use or as logical or.

RFID Settings Advanced Settings Tag Viewer Network Settings

A concurrent user has started the RFID program.

Antenna Deployment Test

[ ] —
( ] ( ) Select Antenna

[ J | Current Antenna

ANT1

Profile Settings: Custom View Details

Antenna 1 of 1

500 S

Running: Testbasic Round: 36027 | Unique EPCs: 18

Read Rate s Read Count >
AE1000000000000000376357 0.13% 34
AE1000000000000000376357 4.98% 224
AE1000000000000000376358 0.28% T0
AE1000000000000000376358 7.33% 330
AE1000000000000000376359 0.47% s
AE1000000000000000376359 13.86% 624
AE1000000000000000376360 5.56% 1411
AE1000000000000000376360 30.48% 1372
BABE11112222333344445555 24.28% 6158
BABE11112222333344445555 14.98% B78B
BABE11112222333344445555 62.36% 2807
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In addition, the column where results are found and the EPC filter text area will have a distinctive mark:

RFID Settings Advanced Settings Tag Viewer Network Settings

A concurrent user has started the RFID program.

Antenna Deployment Test

| )
( ] ( ] Select Antenna RS

IE— Current Antenna

ANT1

Profile Settings: Custom View Details

Antenna 10f 1

> BN BTN -

Running: Testbasic Round: 36403 | Unique EPCs: 3
BABE11112222333344445555 24.66% 6302
BABE11112222333344445555 14.98% B7B
BABE11112222333344445555 63.04% 2956

Moreover, the number of Rounds, number of unique EPCs and the name of the program that is currently running are displayed.
At the end of the page a list with the tag reads is available with 3 columns: EPC, Read Rate and Read Count.

If there are no antennas selected in the basic settings page, a message should be displayed at the top of the page. In addition, the map, arrows, name of the antennas,
power and the buttons (Play, Stop and Clear) are disabled.

If the program is started from the “Antenna Deployment Test” page, any program running at the moment in the “Tag Viewer” is stopped and right after that the “Testba-
sic” program (advanced) starts running. However, if the basic program or any other (except Testbasic) is started from the “Tag Viewer”, the Antenna Deployment Test

remains stopped.
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Advanced - Hesiname.

Serings Viewies 5 = rmojixfBhded

Antenna Deployment Test

Amorma 1 of 1

O

Funning Testbasic Round: 6785 | Unique EPCs: 251

;gmmmnnﬂmnmxmmm " L 1
AE10000000000000003768 At i
;E‘O’JD:DDWWOWD! TET? oS 1
5

E20137901 38439 71319060

te oms 1
E;{uuu?m]l??nﬁ'imxc# 00T 2
J‘lEmM‘DDDﬂWDUMD! 763 0.01% 1
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6.3 GPIO TEST

the change is reflected in the tree.

Turbo Mux or Turbo Antenna will be displayed.
GPIO Test

eNode
41DFFF

sTaRflex @

eNode
3EA343

GPIO ID Artached eNode ID

Select GPIO e

also possible to add it as new.

Important. The GPIO ID selected remains connected for the current session.

A dotted line is displayed from the STARflex node to the eNodes and a straight line from the eNode to GPIO.

TMA
F1950B

TMA
F1AT8F

TMM
56E27TE

TMM
573B3E

The “GPIO Test” page allows the user to validate the state of connected input devices and to test output devices by triggering the respective output through the interface.
Once in the page, the GPIO IDs and eNodes are auto discovered and displayed in a tree showing the current configuration.

The tree allows the user to select and connect the GPIOs, expand or collapse the eNodes, zoom in or zoom out and move the whole tree. Once a GPIO is selected, the ID
and the eNode (if it is attached to an eNode) are populated in the corresponding combo-box and label below. In the same way if a GPIO is selected from the combo-box,

Configurations that include Turbo Mux or Turbo Antenna will have the possibility to see the connection here as well, a straight line from an eNode to the corresponding

Hide Layout

It is possible to select the GPIO IDs from the combo-box or typing in the GPIO ID field and being helped with the auto complete functionality. If the ID is not in the list, it is
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GPIOID Attached eNode ID

L F15A82 0 Connected
BATTE
Inputs
1 BAB39 I
3F0494 i 12 in i2
Part1 Port 2 Port 3 Port 4
|0‘I 02‘ |0‘I 02‘ |0‘l 02‘ ‘o‘l 02‘
Qutputs

Agreen ok icon is displayed when the entered GPIO ID is valid. In case the ID is invalid or is not connected to the unit, a red X icon is displayed.
If the GPIO is attached to an eNode, the corresponding ID is populated right next to the GPIO ID.

i IsNude
_/421C92
eNode
F15ABZ
sTarfiex @
eNode
41C4B2
() GPID
. 3FD4324
GRIOID Attached eNode 1D

8A7545 b

7™ GPID

\_/8A7751

7 GPID

L 8AR3D]

e Connection Failed
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output devices through the interface.

LHiL o 21 NOLIGUNG.

GFIO ID Attached eNode ID
3F0494 " @ connected
Inputs
i i2 il iz i 12 i i2
[ ®
Port 1 Part 2 Port 3 Part 4
| ol | 02 ‘ | ol | 02 | ol o2 | ol | 02 |
Qutputs

If an output device is unplugged from the GPIO and the corresponding button is clicked, an error message is displayed.

Ty eMNode
'421C92

' esMode
_/F15A82

starflex @)

eNoda
41C4B2

Ir"' .IGPIU
./ 3F0454

GPIOID Attached eNode ID

8A7751 " F15A82

£y GRIO
\_/BAB391

€ Connection Failed

With a valid GPIO ID, the state of the connected input devices is reflected in the corresponding input and port, the output buttons are enabled to trigger the respective
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6.4 MQTT CONFIGURATION

The “MQTT Configuration” page allows the user to set up the hostname/IP address, port to connect and test to the MQTT broker.
The “Save” and “Connect” buttons are enabled once the MQTT broker IP and port are entered.

Advanced Tag Network Hostname Q @
Settings Viewer Se gs mojix0a2409

MQTT Configuration

Save Connect

MQTT Broker IP/Hostname Port

starflex.mojix.com 1883

Stats: @@ Disconnected

29 Mar 2016, 5:19:07 pm, MQTT broker at starflex.mojix.com:1883 is
disconnected
MQTT connection closed

With the “Connect” option it is possible to connect to the MQTT broker without saving the information and with the “Save” option the data to connect to the
MQTT Broker is saved.

After the MQTT broker is connected, the label of the “Connected” button turns to “Disconnect” and this option disconnects the STARflex from the MQTT broker.

Advanced Tag Network Hostname: Q @
Settings Viewer Settings mojix0a2409

MQTT Configuration

Save Disconnect

MQTT Broker IPfHostname Port

starflex.mojix.com 1883

Status: ° Connected

Verified connectivity to MQTT broker
29 Mar 2016, 12:25:38 pm, Connected to MQTT broker at
starflex.mojix.com:1883
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If the connection is successful, the status “Connected” and a green ok icon are displayed, otherwise the status “Disconnected” and a red error icon are shown.
In addition, in the rectangular section displayed below, all the MQTT related messages regarding the connection are displayed.

Advanced ag \ Hostname: Q @
Settings Vie et maojix 9

MQTT Configuration

MQTT Broker IP/Hostname Port

starflex.maojix.com 1883

Status: () Disconnected

Verified connectivity to MQTT broker

29 Mar 2016, 12:25:38 pm, Connected to MATT broker at
starflex.mojix.com:1883

Disconnecting from (starflex_maojix.com:1883)

29 Mar 2018, 5:19:07 pm, Ending existing MQTT connection
29 Mar 2016, 5:19:07 pm, MOTT connection closed
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6.5 LICENSE MANAGER

The “License Manager” page allows the users to upload and add or remove licenses to the STARflex.
To upload a new license click on “Add License” button, with the file picker select the corresponding license and apply. A loading indicator will appear while the license is

uploading:

In order to apply the new Feature Pack License, you must Beboot the STARflex.

License Manager

Featured Pack

" g standAlone | ‘
éi Mot Available Feature Details

m Remove

The license will be successfully uploaded when the button changes to Done!

License Manager

Featured Pack
Mo lioenses wene found

[ [

Click on the Reboot button in order to apply the new License:

o The STARflex must be rebooted in order to apply the new Feature Pack License changes.

I

STARflex MANUAL
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The reboot process will be automatically displayed:

o The STARflex must be rebooted in order to apply the new Feature Pack License changes.

Starting reboot!

After the reboot is completed the license is displayed as available. The feature details can be displayed by clicking on it.

License Manager

Featured Pack

L myEasyDock241 Feature Details
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Invalid licenses are listed and visible however these are disabled.

In order to apply the new Feature Pack Licenss, you must Beboot the STARflex.

License Manager

Featured Pack

A\ flexxL Feature Details

To remove a license click on it and click on “Remove”, it remains displayed but not available, a reboot is required for valid licenses in order to remove them completely.

In order tc epply the new Feature Pack License, you must Reboot the STARflex
License Manager
Featured Pack
é stapdalone Feature Details
Hot Availaple

Add License Remove

In10S devices the “locations” to upload attachments are set up by third party applications, by default only the Photo Album contents are selectable.

By having third party applications such as DropBox, Google Drive, you can have other locations from where you could choose the file for license manager. We have
similar behavior for Android devices.

Works on 10S version 9.0 or higher, you will have to install other third applications for versions earlier than 9.0 in your IOS device.
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APPENDIX
FCC Notice, STARflex and eNode

CAUTION: To comply with FCC RF exposure compliance requirements, a separation distance of 20 cm must be maintained between the antenna of this
device and all persons.

WARNING: This equipment has been tested and found to comply with the limits for Class A digital device pursuant to Part 15 of the FCC Rules. These limits are designed
to provide reasonable protection against harmful interference when the equipment is operated in a commercial environment. This equipment generates, uses, and can
radiate radio frequency energy and, if not installed and used in accordance with the instruction’s manual, may cause interference to radio communications. Operation of
this equipment in a residential area is likely to cause interference in which case the user will be required to correct the interference at his own expense. However, there
is no guarantee that interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.
Increase the separation between the equipment and receiver.
Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
Consult the Mojix Professional Services organization.
In order to ensure compliance with FCC regulations, shielded and grounded cables must be used with this equipment. Operation with non-approved equipment or

unshielded cables is likely to result in interference to radio and TV reception. The user is cautioned that changes and modifications made to the equipment without the
approval of the manufacturer could void the user’s authority to operate this equipment.
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