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1 Introduction

Congratulations on your purchase of this outstanding product: WiFi Broadband Router. This
product is specifically designed for those who need to have the file sharing and P2P download
services beyond his home and office. It provides a complete solution for Internet surfing and
broadband sharing. Instructions for installing and configuring this product can be found in this
manual. Before you install and use this product, please read this manual carefully for fully
exploiting the functions of this product.
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1.1 Package List

Items Description Contents Quantity
1 WiFi Broadband 1
Router -.
2 Antenna = B
3 Power adapter 1
4 CD 1
»
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1.2 Hardware Installation

1.2.1 Hardware configuration

WPS/USE OFF
Wi-Fi LED USE LED Power LED Status LED Button

GW-J0OMNAS

USE Conneclar Reset Buttan WAN LED LAN1-LAN4 LEDs
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LaM Fort1-4

1.2.2 LED indicators

1. Introduction

AMTEMMA Connector

WAN Port Fower Connector Fower Switch Button

LED Status Description
Status LED Green Power ON
Green USB storage attached
Green in flash | Data access
USB LED . Press ‘USB off’ button till LED
Green in flash .
then stop flashing, then can remove USB
storage when LED stop flashing.
WAN LED Green . It is connected to local Ethernet.
Green in flash | Data access
Green RJ45 cable is plugged

Ethernet LED

Green in flash

Data access

- Green WLAN is on
WiFi LED :
Green in flash | Data access
Power LED Green Power ON
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Air Live
How to Operate

. DO NOT connect WiFi Broadband Router to power before performing the installation
i 1N steps below.

Step 1.

Screw the antenna in a clockwise
direction to the back panel of the
unit.

Step 2.
Plug the RJ45 cable into LAN port
1~4 and connect with your PC or NB.

Step 3.
Plug your RJ-45 into the WAN port
and connect with your xDSL modem.
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Step 4.
Plug the power jack into it.

Step 5.
Power ON.

| g
L P

Step 6.
Prepare a USB Storage and then
plug into the USB port.

6 AirLive GW-300NAS User’s Manual



—_— 2. Getting Started

2 Getting Started

Please use windows EZ setup utility or Web Ul wizard to enter the setup process.

2.1 Easy Setup by Windows Utility

Step 1. = GW-300NAS
install the Easy Setup Air Live L Ky s
Utility from the provided ——
CD then follow the steps Install Driver & Utility

to configure the device. Quick Setup Guide

User's Manual
Acrobat Reader
Browse CD

W Driver & Manual CD

{wwwalrlive.com

Step 2. Welcome to the Easy Setup for WiFi
Select Language then 1 =] Aroadband Routes
C“Ck “NeXt” tO Contlnue i Thai wipaad wall b Y i sl aad gy
L surfgpure T Hob B busd Foukz

.

3 oz Taderi Langeage

— Eagluh -

| Hawt » | Casxal
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Step 3.
Then click the “Wizard”
to continue.

Step 4.
Click “Next” to continue.

2. Getting Started

Eetup Mods ﬂ

This riwp weill bl a0 o oo of e iy e

Thatis e bo-tterg promde wall B srm mind s and ipew kbr ciinnes |0 [l

i

3 Thudss wrill ir i o poa and P el by D
- Fiootig

LR

r Eafup
-m*p!ﬁuhm can b bt | ﬂ

Flenon maka rore Por P lkrwingg iWerm

| e i ]
| ﬂ:ﬁ: muhﬁﬂjhnwﬂ i s LM poori of e Hooler
N Maks wuin e b, by i i OF ]

= —&
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Step 5. Hed Domain Mams
One free DDNS account
‘MAC [
address.ezguard.net’ for
end user to access the
NAS router remotely, you
can rename an alias

name to remember it
easily. Once you type in

a name, you can click

‘ check’ to see if the

name server accept it or
not. You also can click
‘Ignore’ to pass it. el G

L%
[

[ he wmoenl Darsmin o (G0 EU0ER A B edgsanl nel

Firis vnm i o preleyied e ai T odoses e ard am e e pare b svems
tha Infrred

[aamais Hais s gahed sl Cha &

Step 6. S _ h -
Select Wireless Enable, R I T e el
and then click “Next” to
continue.

Thad will provads wou wih 8 Tt woikalil @ e dos ww wissE Yol cdn als mliodep
ke

Wisies .ELH-L—'.
itk

L

Dini vl ok i iy s

12 1] » Blail M L
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Step 7.

Enter SSID, Channel
and Security options,
and then click “Next” to
continue.

Step 8.
Select Auto Detect WAN
service.

2. Getting Started

5
g
TEwi tiep wall pobup podr Baiss wesleid Potreib foftega :i_l_
Pasrs srign th I o el ahing |l yous maesd g, plests kogin
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| Hew | [ obeek | e || cwes |
Buts el ) WAN Taiviaw T
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e
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Wt vy ml o e rmlis of S s oo WA H meees b
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Step 9.
Save the setting.

Step 10.
Congratulations!
Setup is completed.
Now you have already
connected to Internet
successfully.

AirLive GW-300NAS User’s Manual
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2.2 Easy Setup by Configuring Web Ul
You can also browse Ul of the web to configure the device.

Browse to Activate the Setup Wizard

Type in the IP !! g A b
Address
(http://192.168.1.254)
Type the default
Username and
password ‘admin’in
the System
Password and then
click ‘login’ button.
Select your
language.

Select “Wizard” for | ST B B
basic settings in
simple way.

Press “Next” to start | == )|
the Setup Wizard.

torbg T el el s g @ e o e e e e S

1 Yoy | i L F

Pl =
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Configure with the Setup Wizard

Step 1

You can change the
password of
administrator here.

Step 2
Select Time Zone.

Step 3

You can select Auto
detecting WAN type
or setup WAN type
manually.

AirLive GW-300NAS User’s Manual 13
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Air Live

Step 4

The system will
detect the WAN type
if you choose to let
the system detect
automatically.

Step 5

Type in Host name
and ISP registered
MAC address. (if no
such information, you
can go next)

Step 5-1
Wireless setting.

Step 5-2

Wireless
authentication and
encryption.
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Step 6
Check the
information again.

Step 7
System is applying
the setting.

Step 8
Click finish to
complete it.

AirLive GW-300NAS User’s Manual
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3. Making Configuration
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Air Live
3 Making Configuration

Whenever you want to configure your network or this device, you can access the Configuration
Menu by opening the web-browser and typing in the IP Address of the device. The default IP
Address is: 192.168.1.254.

(B i0//192.168.1.254]

Enter the default username and password “admin” in the System Password and then click
‘login’ button.

Afterwards, select ‘Advanced’ indicated in the user interface for further configuring this device.
In the “Advanced” page, it could be categorized several sections, respectively Basic Setting,
Forwarding Rules, Security Setting, NAS and Advanced Setting.

DDNS support

This NAS router provide one free DDNS account, so that end user can enter the NAS router by
using this DDNSaccount remotely.

Note : Once you finish setting DDNA alias in EZsetup utility, you can use this DDNS alias to
connect to your EzGuard via windows |E browser or 3G smart phone or device. For example :
type in http://AliasTest.ezguard.net/ and enter the system.

Username and password support

This NAS router provides another model for guest to enter it with lower level authorization.

16 AirLive GW-300NAS User’s Manual
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Note : Once you type in username and password ‘ guest/guest’, you can see as below
WebHDD contents, which means your guest can only be allowed to check the ‘public’ area in
the Hard drive under this NAS router.

2 Web HDD

You can download lupload files on VWeb HDD.

Current location: |/

& Fublic

Upload || Download || AddFolder || Delete || Logout |

3.1 Basic Setting

= BASIC SETTING

Network Setup
- Configure LAM IF, and select WAN type.

DHCP Server

- The settings include Host IP, Subnet Mask, Gateway, DNS, and WIMNS configurations.

Wireless

-Wireless settings allow you to configure the wireless configuration items.

Change Password

- Allow you to change system password.

AirLive GW-300NAS User’s Manual 17
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3.1.1 Network Setup

There are two ways to configure the network, respectively LAN Setup and Internet setup.

LAN type
2 LAN Setup
Item Setting
b LAN IP Address 1192.168.1.254 |
b Subnet Mask |255.255.255.U |

LAN IP Address: The local IP address of this device. The computer on your network must

use the LAN IP address of this device as their Default Gateway. You can change it if

necessary.

2. Subnet Mask: Input your Subnet mask. (All devices in the network must have the same
subnet mask.) The default subnet mask is 255.255.255.0.

Internet Setup

1. WAN Interface: Select Ethernet WAN or Wireless WAN to continue.

2. WAN Type: WAN connection type of your ISP. You can click WAN Type combo button to
choose a correct one from the following options:

Ethernet WAN

A. Static IP Address

o Internet Setup [HELP]
k WAN Interface |Ethernet WWARN v|
» WAN Type | StaticIP Address v |

b WAN IP Address |

F WAN Subnet Mask

F WAMN Gateway

¥ Primary DMES

b Secondary DME

» NAT disable (] Enable

18 AirLive GW-300NAS User’s Manual
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Activate WWAN for Auto-Failover: With this function enabled, when the Ethernet WAN
connection is broken, the device will automatically activate the WWAN connection and keep
you connected to internet with the alternative WWAN broadband service. Meanwhile, if the
device detected that the Ethernet WAN connection is recovered, your broadband connection
will be switched to use the Ethernet WAN service.

WAN IP Address, Subnet Mask, Gateway, Primary and Secondary DNS: Enter the proper
settings provided by your ISP.

NAT disable: The device would not send private IP to other LAN PC if you select disable.

B. Dynamic IP Address

J Internet Setup [ HELP]
» WAN Interface Ethernet WAN
kAN Type Dynamic IP Address |«
r HostMame [optional)
¥ ISP registered MAC Address
¥ Connection Control Connect-on-Demand v
» NAT disable [ Enable

Activate WWAN for Auto-Failover: With this function enabled, when the Ethernet WAN

connection is broken, the device will automatically activate the WWAN connection and keep

you connected to internet with the alternative WWAN broadband service. Meanwhile, if the

device detected that the Ethernet WAN connection is recovered, your broadband connection

will be switched to use the Ethernet WAN service.

Host Name: Optional, required by some ISPs, for example, @Home.

ISP registered MAC Address: Enter MAC address of your ISP. (Optional)

Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send outgoing
packets.

Auto Reconnect (Always-on): The device will link with ISP until the connection is

established.

Manually: The device will not make the link until someone clicks the connect-button in

the Status-page.

NAT disable: The device would not send private IP to other LAN PC if you select disable.

AirLive GW-300NAS User’s Manual 19
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C. PPP over Ethernet

J Internet Setup [HELP]
» WAM Interface Ethernet WAMN w
F WARN Type FPF over Ethernet

¥ PPPoE Account

¥ PPPoE Passwaord

¥ Primary DMNS

v Secondary DNS

¥ Connection Control Connect-on-Demand "

b Maximum Idle Time 600 seconds

¥ PPFOE Serice Name [optional)
F Assigned IP Address [optional)

b MTL 0 (0is auto)

» NAT disable [ Enable

Activate WWAN for Auto-Failover: With this function enabled, when the Ethernet WAN
connection is broken, the device will automatically activate the WWAN connection and keep
you connected to internet with the alternative WWAN broadband service. Meanwhile, if the
device detected that the Ethernet WAN connection is recovered, your broadband connection
will be switched to use the Ethernet WAN service.

PPPoE Account and Password: The account and password your ISP assigned to you. For
security, this field appears blank. If you don't want to change the password, leave it blank.
Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send outgoing packets.
Auto Reconnect (Always-on): The device will link with ISP until the connection is established.
Manually: The device will not make the link until someone clicks the connect-button in the
Status-page.

Maximum Idle Time: the amount of time of inactivity before disconnecting your PPPoE session.
Set it to zero or enable “Auto-reconnect” to disable this feature.

PPPoE Service Name: Optional. Input the service name if your ISP requires it. Otherwise,
leave it blank.

20 AirLive GW-300NAS User’s Manual
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Assigned IP Address: It is required by some ISPs. (Optional)

Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The default MTU

value is 0 (auto).

NAT disable: The device would not send private IP to other LAN PC if you select disable.

D. PPTP

2 Internet Setup

[HELP]

F WARN Interface

| Ethernet WAN |

F WAN Type

| PPTP v

F IP Mode

| Dynamic IP Address V|

F My IP Address

F My Subnet Mask

b Gateway IP

r Senver IP AddressiMame

¥ PPTP Account

¥ PPTP Password

¥ Connection D

|[nptinna|}

¥ Maximum ldle Time

800 Jseconds

¥ Connection Control

| Connect-on-Dermand v|

» MTU

IZIEEI is auto)

Activate WWAN for Auto-Failover: With this function enabled, when the Ethernet WAN
connection is broken, the device will automatically activate the WWAN connection and keep
you connected to internet with the alternative WWAN broadband service. Meanwhile, if the
device detected that the Ethernet WAN connection is recovered, your broadband connection
will be switched to use the Ethernet WAN service

IP Mode: Please check the IP mode your ISP assigned, and select “Static IP Address” or

“‘Dynamic IP Address”.

My IP Address and My Subnet Mask: The private IP address and subnet mask your ISP

assigned to you.

AirLive GW-300NAS User’s Manual 21
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Gateway IP and Server IP Address/Name: The IP address of the PPTP server and
designated Gateway provided by your ISP.

PPTP Account and Password: The account and password your ISP assigned to you. If you
don't want to change the password, keep it blank.

Connection ID: Optional. Input the connection ID if your ISP requires it.

Maximum Idle Time: the time of no activity to disconnect your PPTP session. Set it to zero or
enable “Auto-reconnect” to disable this feature. If Auto-reconnect is enabled, this device will
connect with ISP automatically after system is restarted or connection is dropped.
Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send outgoing packets.
Auto Reconnect (Always-on): The device will link with ISP until the connection is established.
Manually: The device will not make the link until someone clicks the connect-button in the
Status-page.

Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The default MTU
value is 0 (auto).

E. L2TP
2 Internet Setup [HELP]
» WAN Interface Ethernet WAN
» WAN Type L2TF h
b IP Mode Dynamic IP Address |«
b |P Address

F Subnet Mask

F WAN Gateway IP

F Senver IP AddressiMame

¥ LZTP Account

k¥ L2TP Password LTTT L]

b Maximum Idle Time 600 seconds

+ Connection Contral Connect-on-Demand "
P MTU 0 (0is auto)

22 AirLive GW-300NAS User’s Manual
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Activate WWAN for Auto-Failover: With this function enabled, when the Ethernet WAN
connection is broken, the device will automatically activate the WWAN connection and keep
you connected to internet with the alternative WWAN broadband service. Meanwhile, if the
device detected that the Ethernet WAN connection is recovered, your broadband connection
will be switched to use the Ethernet WAN service

IP Mode: Please check the IP mode your ISP assigned, and select “Static IP Address” or
“‘Dynamic IP Address”.

My IP Address and My Subnet Mask: The private IP address and subnet mask your ISP
assigned to you.

Gateway IP and Server IP Address/Name: The IP address of the L2TP server and designated
Gateway provided by your ISP.

L2TP Account and Password: The account and password your ISP assigned to you. If you
don't want to change the password, keep it blank.

Maximum Idle Time: The time of no activity to disconnect your L2TP session. Set it to zero or
enable “Auto-reconnect” to disable this feature. If Auto-reconnect is enabled, this device will
connect with ISP automatically, after system is restarted or connection is dropped.
Connection Control: There are 3 modes to select:

Connect-on-demand: The device will link up with ISP when the clients send outgoing packets.
Auto Reconnect (Always-on): The device will link with ISP until the connection is established.
Manually: The device will not make the link until someone clicks the connect-button in the
Status-page.

Maximum Transmission Unit (MTU): Most ISP offers MTU value to users. The default MTU
value is 0 (auto).

3.1.2 DHCP Server

3 DHCP Server [HELP]
[tem Setting
» DHCP Server (O Disable ) Enable
k IP Pool Starting Address 100
k |P Pool Ending Address 200
» Lease Time 86400 | Seconds
¥ Domain Mame
[Saue ] [ Lndo ][ More... ][ Clients List... ][ Fixed Mapping...

AirLive GW-300NAS User’s Manual 23
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DHCP Server: Choose either Disable or Enable. If you enable the DHCP Server function, the
following settings will be effective.

IP Pool Starting/Ending Address: Whenever there is a request, the DHCP server will
automatically allocate an unused IP address from the IP address pool to the requesting
computer. You must specify the starting / ending address of the IP address pool.

Lease Time: DHCP lease time to the DHCP client.

Domain Name: Optional, this information will be passed to the clients.
Press “More>>" and you can find more settings.

Primary DNS/Secondary DNS: Optional. This feature allows you to assign a DNS Servers
Primary WINS/Secondary WINS: Optional. This feature allows you to assign a WINS Servers

Gateway: Optional. Gateway Address would be the IP address of an alternate Gateway. This
function enables you to assign another gateway to your PC, when DHCP server offers an IP to
your PC.

Press “Clients List” and the list of DHCP clients will be shown consequently.

3 DHCP Clients List

Lease
IP Address Host Name MAC Address Type Select
Time
192.168.1.100 lance-win7 00-1D-60-3B-0C-CF Wired 235922 ]

| Delete || Back || Refresh ” Fixed Mapping

24 AirLive GW-300NAS User’s Manual
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Press “Fixed Mapping” and the DHCP Server will reserve the special IP for designated MAC
Address.

2 Fixed Mapping [HELP]

DHCP clients| — Select one — v|[copyto Jip [~ ¥

D MAC Address IP Address Enable

O

N

10

revious [Next}} ][Save][Undn ][Elack]

AirLive GW-300NAS User’s Manual 25
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3.1.3 Wireless Settings

J Wireless Setting [ HELFP ]
Item Setting
b Wireless Module ® Enable O Disable
» Network ID(SSID) airlive
+» 5510 Broadcast ® Enable O Disable
+ Channel 11 8
» Wireless Mode B/G/MN mixed v
» Authentication Auto V:
b B02.1X Enable Disahle
+ Encryption Mone
[Saue] [ Undo ] [ WDS Setting. .. ]
| wPSSetup.. ||  Wireless Client List . |

Wireless settings allow you to set the wireless configuration items.

Wireless Module: You can enable or disable wireless function.

Network ID (SSID): Network ID is used for identifying the Wireless LAN (WLAN). Client
stations can roam freely over this device and other Access Points that have the same Network
ID. (The factory default setting is “default”)

SSID Broadcast: The router will broadcast beacons that have some information, including
SSID so that wireless clients can know how many AP devices by scanning the network.
Therefore, if this setting is configured as “Disable”, the wireless clients can not find the device
from beacons.

Channel: The radio channel number. The permissible channels depend on the Regulatory
Domain. The factory default setting is as the following: channel 6 for North America; channel 7
for European (ETSI); channel 7 for Japan.

Wireless Mode: Choose “B/G mixed”, “B only”, “G only”, “N only”, “G/N mixed” or “B/G/N
mixed”. The factory default setting is “B/G/N mixed”.

Authentication mode: You may select one of the following authentications to secure your
wireless network: Open, Shared, Auto, WPA-PSK, WPA, WPA2-PSK, WPA2,
WPA-PSK/WPA2-PSK, or WPA /WPA2.

26 AirLive GW-300NAS User’s Manual
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Open
Open system authentication simply consists of two communications. The first is an
authentication request by the client that contains the station ID (typically the MAC address).
This is followed by an authentication response from the AP/router containing a success or

failure message. An example of when a failure may occur is if the client's MAC address is
explicitly excluded in the AP/router configuration.

Shared

Shared key authentication relies on the fact that both stations taking part in the authentication
process have the same "shared" key or passphrase. The shared key is manually set on both
the client station and the AP/router. Three types of shared key authentication are available
today for home or small office WLAN environments.

Auto
The AP will Select the Open or Shared by the client’s request automatically.

WPA-PSK

Select Encryption and Pre-share Key Mode

If you select HEX, you have to fill in 64 hexadecimal (0, 1, 2...8, 9, A, B...F) digits.
If you select ASCII, the length of pre-share key is from 8 to 63.

Fill in the key, Ex 12345678

WPA

Check Box was used to switch the function of the WPA. When the WPA function is enabled,
the Wireless user must authenticate to this router first to use the Network service. RADIUS
Server |IP address or the 802.1X server’s domain-name.

Select Encryption and RADIUS Shared Key.

If you select HEX, you have to fill in 64 hexadecimal (0, 1, 2...8, 9, A, B...F) digits.

If you select ASCII, the length of pre-share key is from 8 to 63.

Key value shared by the RADIUS server and this router. This key value is consistent with the
key value in the RADIUS server.

WPA2-PSK

WPA2-PSK user AES and TKIP for Same the encryption, the others are same as the
WPA2-PSK.

WPA-PSK/WPA2-PSK

Another encryption options for WPA-PSK-TKIP and WPA2-PSK-AES, the others are same as
the WPA-PSK.

WPA/WPA2
Another encryption options for WPA-TKIP and WPA2-AES, the others are same the WPA.

Press “WDS Setting” and It allows PC to get connected to wireless network within the area.
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2 Wireless Bridging [HELP]

[tem Setting

+ Wireless Bridging (O Enable & Disable

F Remote AP MAC 1

Femote AP MAC 2

Femote AP MAC 3

| |
| |
| |
Remote AP MAC 4 | |

+ Encryption type

[Saue ][ Undo ][ Elan::k]

Wireless Bridging: You could enable this function by selecting “Enable”.

Remote AP MAC 1~Remote AP MAC 2: Enter the wireless MAC into the blank.

Encryption type: Select the appropriate category. Once you set up that type of encryption,
second LAN PC must enter the same encryption type as the first one.

Encryption key: Set up encryption key based on the rule of encryption type. Once you set up
encryption, second LAN PC must enter the same encryption type as the first one.

Press “WPS Setup”, you can configure and enable the easy setup feature WPS (Wi-Fi
Protection Setup) for your wireless network.

2 Wi-Fi Protected Setup

[tem Setting
» WPS ® Enable O Disable
» AP PIN 22171535 | Generate New PIN |
¥ Config Mode
b Config Status CONFIGURED
» Config Method
F WPS status NOUSED

[Saue][ Trigger ][ Cancel ]

WPS:.You can enable this function by selecting “Enable”. WPS offers a safe and easy way to
allow the wireless clients connected to your wireless network.
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AP PIN: You can press Generate New Pin to get an AP PIN.

Config Mode: Select your config Mode from “Registrar” or “Enrollee”.

Config Status: It shows the status of your configuration.

Config Method: You can select the Config Method here from “Pin Code” or “Push Button”.
WPS status: According to your setting, the status will show “Start Process” or “No used”.

Press “Wireless Clients List” and the list of wireless clients will be shown consequently.

2 Wireless Clients List

1] MAC Address

[ Elac:k][ Refresh

3.1.4 Change Password

2 Change Password

[tem Setting

r Old Password

r Mew Password

¥ Reconfirm

You can change the System Password here. We strongly recommend you to change the

system password for security reason. Click on “Save” to store your settings or click “Undo” to
give up the changes.
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Disk Utility

1. Format

This utility would format the certain partition.

Please be noted! This action will clear all your data in this partition. You will not be able to
recover it any more.

2 Disk Distribution

¥ Disk Total Capacity = 2005 MB

Partition Free(MB) Used(MB) Total(MB)

1[FAT3Z] 1802 g 1811
“Warning! Formatting will erase all data on this partition.

[ Format ][ Check]

2. Check
This utility could help you check the partition, find the lost files, try to fix some problems.

File Sharing
Basic Setting
2 Basic Setting
[tem Setting
¥ Computer Mame |N.ﬂx5 |
F WorkGroup |‘.“JDRKGRDL.IF' |
k Server Comment |samba SEMVET |
[ Save ][ Lndao ][ FTF Service Configuration ]

These settings are for Samba Server (Windows Network Neighbors).

Computer Name

The name that is showed on the windows network neighbors search result.

WorkGroup

This name MUST be the same as your computer, or you could not search this device via
windows.

Server Comment

Just a comment for recognize.
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2 FTP Setting
[tem Setting
r FTP (® Enable O Disable
» FTP Fort 21
b FTP Max Connection per IP 2™
¥ FTP MAX Clients 5 ¥
b Client Support UTF8 ® ves O No

These settings are for FTP service.

FTP Port:

The default port is 21, but sometimes you might want to hide your FTP service by changing it.
We have the ability to receive the request on non-standard FTP port, but please be noted,
some NAT router could not support non-standard FTP port, that means some of your clients
might have to use passive mode to get file.

Client Support UTF8:

This option is used when your FTP client could support UTF8. Usually, the default value “No” is

okay for most clients.
Codepage:

Please set correct value to suit your language.

Access Control

2 User Access Configuration

[tem

Setting

F Security Level

® Guest mode O Authorization mode

[Save][

ser Configuration ]

The default setting is “Guest mode”, all clients could access as anonymous users.
If you want to control the permission, change to “Authorization mode” and save it, then go to

“User Configuration”.
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User Configuration

2 User Access Configuration

[tem Setting
F Lsermame | |((ru1ax. 20 users))
r Password | |
0] Username Password Select

| NewAdd || Delete || Undo || Back|

In this page, you can manage the user account.

Key in the user name and password then press “Add” could let you add a new user.
If you want to delete an account, select it and click “Delete” button.

iTunes Server

2 iTunes Server Configuration

Item Setting

b Senice (O Enable & Disable

¥ Service Mame | |

¥ Senvice Port |35E=El |

» Access Password | |

This function could enable the built-in iTunes Server to support iTunes which is a media player
released by Apple.

Server Name:

The name of this server, it will be shown on the iTunes.

Service Port:

The TCP port for WEB management interface, for example, if the default value is 3689, then
your iTunes server URL will be http://This_Device |P:3689

Access Password:

The password for iTunes Server WEB management interface.
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FTP
If you want to download something from a FTP site regularly but you don’t want to spend time
on remembering doing this, this FTP download assistant could help you.

2 Download Assistant - FTP

[tem Setting
» Download Type @FrrP OHTTP O BT OeMule
r Job Mame | |
r LURL | | F'nrt|21 |
F Save To |ICIannlnad5J'FTP |
¥ Login method @Annnymnus O Account
b Llsername |
¥ Password |
r Start Time O schedule ® At Once

Time / ! - :
“When you use the download service of FTP, HTTF, ar BT, please check if these files you downloaded are legal
ar not.
[ E-mail Alert Configuration ][ Save ][ ndo ]

Job Name:

It's for you to remember the job easily, and the device would use this name to info you when
the job is done.

URL:

The URL for the file you want to download.

You have to use this format:

IP/path/file, you don’t have to add protocol part such like “ftp://”.
Save To:

The destination path on USB disk that you want to save files.
Default value is /C/Download/FTP

Login method:

Anonymous, you can access this site without any authentication
Account, you have to enter the username and password to login.
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Start Time:
Schedule: this device will start FTP download on the time that you specified. The schedule job

that is saved could be check on Status page by selecting “View Scheduled Download Status”.
At Once: the FTP download would be started immediately.

HTTP
2 Download Assistant - HTTP
[tem Setting
» Download Type CFTP @ HTTP OBT O eMule
r Job Mame
r LURL
F Save To IC/Downloads/iHTTP
» Start Time (O Schedule ® At Once
Time I J -
“WWhen you use the download service of FTF, HTTF, or BT, please check if these files you downloaded are legal
or not.
E-mail Alert Caonfiguration ][ Save ][ ndo ]

Job Name:

It's for you to remember the job easily, and the device would use this name to info you when
the job is done.

URL.:

The URL for the file you want to download.

You have to use this format:

IP/path/file, you don’t have to add protocol part such like “http://”.
Save To:

The destination path on USB disk that you want to save files.
Default value is /C/Download/HTTP

Start Time:
Schedule: this device will start FTP download on the time that you specified. The schedule job
that is saved could be check on Status page by selecting “View Scheduled Download Status”.

At Once: the FTP download would be started immediately.
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BT (Bit Torrent)
2 Download Assistant - BitTorrent

Item Setting

» Download Type CFTP OHTTR @ BT O eMule

0 Transfers # Obytesfs 4 Obytes/s
() Downloading Seeding Paused Queued Q Filter
Start BT download

First, you have to get a seed file, which we called “torrent”. Then click the “Open” link on Ul, it
would pop up a sub menu to let you upload.
Or, if your torrent file could be download from network, you could just enter a URL.

2 Download Assistant - BitTorrent

Item Setting

+ Download Type OFTP OHTTP ®BT O eMule

0 Transfers = 4 0bytesfs
) Downk Upload Torrent Files Filter

Please select a torrent: file to upload:
| [ Browse... |

Or enter a URL:

Cancel Upload
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BT download status

After you upload the torrent, download job would be started immediately. The device could
support 3 concurrent download jobs, other jobs would wait in job queue. If one of the three
running job is done, the next new job would be started.At this page, you could see the
download process and the bandwidth.

» Download Type | CFre OHTTP ®@BT O eMule
Open Remove ! Pause Resume | Pause Al Resume Al Fiter Inspector
1 Transfers & Obytesfs # 0 bytes/s
Al Seeding Paused Queued Q, Filter
The Chronicles of Narnia - The Voyage of the Dawn Treader TS XViD AC3 LKRG
0 bytes of 1,17 GBE (0%} - remaining time unknown
DL 0 of 0 peers - DL: 0 bytess UL: O bytes/s

Stop, Resume and Remove seed
Select any job on the list, and click right button of mouse, you could see a menu with several
actions you could do.You could Stop (Pause), Resume, or Remove a job with this sub menu.

= Doemicad Assistant - BitTormant

Item Sathng

v Dpwniload Type CHETR QHTTE @eT O elbule

Open Remove | Pause Resume | Pause Al Resume Al fier Inspector

1 Transfers # Obviesis & 0 bytesfs
) Downkading  Seeding  Pavsed Quesed QL Filt
The: Chronickes of Namia - The Yoyaqe of the Daswn Tresder TS5 X7 ACT | KRG

D bytna of .07 Gl (0]

[ | PauseSeected
Haunacd Hesurme Sk bed

Hearmave From LEE...
Traesh Dala B Puamonwe From LisL..

Wirrily Local Dala
Sk Trespaecbor

=alact Al
Depelect Al
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