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Overview

About the Polycom® RealPresence® Collaboration
Server 800s and Polycom® RealPresence®
Collaboration Server, Virtual Edition Administrator’s
Guide

The Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration
Server, Virtual Edition Administrator’s Guide provides instructions for configuring, deploying, and
administering Polycom Multipoint Control Units (MCUSs) for video conferencing. This guide will help you
understand the Polycom video conferencing components, and provides descriptions of all available
conferencing features.

This guide will help you perform the following tasks:

Customize the Collaboration Server conferencing entities such as conference Profiles, IVR Services,
Meeting Rooms, Entry Queues, etc., to your organization’s needs (optional). In the CloudAxis
solution environment, these entities should be defined in the Polycom® RealPresence® Distributed
Media Application™ (DMA®).

Define Collaboration Server Users.
Advanced conference Management
Define video protocols and resolution configuration for CP conferencing

Optional. Configure Templates, the Address Book and schedule Reservations. In the CloudAxis
solution environment, these entities should be defined in the RealPresence DMA system.

Record Conferences

Configure the Collaboration Server to support special call flows and conferencing requirements, such
as Cascading Conferences.

Configure the Collaboration Server to support Polycom third party and partner environments such as
Microsoft, IBM, Cisco, Avaya, Broadsoft and Siemens.

Configure the Collaboration Server for special applications and needs by setting various system
flags.

Manage and troubleshoot the Collaboration Server’'s performance.

The Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide provides
description of basic conferencing operations. It will help you perform the following tasks:

Polycom®, Inc.

Unpack the Collaboration Server system and install it on a rack (Collaboration Server 800s only).
Connect the required cables to the Collaboration Server (Collaboration Server 800s only).
Perform basic configuration procedures.

Start a new conference and connect participants/endpoints to it.

Monitor ongoing conferences

Perform basic operations and monitoring tasks



Overview

Who Should Read This Guide?

System administrators and network engineers should read this guide to learn how to properly set up
Polycom Collaboration Server systems. This guide describes administration-level tasks.

For detailed description of first time installation and configuration, description of the Collaboration Server
(RMX) Web Client, and basic operation of your Collaboration Server system, see the Polycom®
RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide.
Prerequisites
This guide assumes the user has the following knowledge:

e Familiarity with Windows® XP or Windows 7 operating systems and interface.

e Familiarity with Microsoft® Internet Explorer® Version 7, 8 or 9.

e Basic knowledge of video conferencing concepts and terminology.

How This Guide is Organized

The following typographic conventions are used in this guide to distinguish types of in-text information.

Typographic Conventions

Convention Description

Bold Highlights interface items such as menus, soft keys, flag names, and directories. Also used
to represent menu selections and text entry to the phone.

Italics Used to emphasize text, to show example values or inputs, file names and to show titles of
reference documents available from the Polycom Support Web site and other reference
sites.

Underlined Blue Used for URL links to external Web pages or documents. If you click on text in this style,

you will be linked to an external document or Web page.

Blue Text Used for cross referenced page numbers in the same or other chapters or documents. If
you click on blue text, you will be taken to the referenced section.
Also used for cross references. If you click the italic cross reference text, you will be taken
to the referenced section.

<variable name> Indicates a variable for which you must enter information specific to your installation,
endpoint, or network. For example, when you see <IP address>, enter the IP address of
the described device.

> Indicates that you need to select an item from a menu. For example, Administration >
System Information indicates that you need to select System Information from the
Administration menu.

Polycom®, Inc. 2



Overview

About the Polycom® RealPresence® Collaboration
Server 800s and Polycom® RealPresence®
Collaboration Server, Virtual Edition Administrator’s
Guide System

The Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration
Server Virtual Edition are high performance, scalable, IP-network (H.323 and SIP) MCUs that provide
feature-rich and easy-to-use multipoint voice and video conferencing.

The MCU can be used as a standalone device to run voice and video conferences or it can be used as part
of a solution provided by Polycom. This solution may include the following components:

e Polycom® RSS™ 4000 - provides one-touch recording and secure playback on video conferencing
systems, tablets and smartphones, or from your Web browser.

e Polycom® Distributed Media Application™ (DMA™) system - provides call control and MCU
virtualization with carrier-grade redundancy, resiliency and scalability.

o Polycom® RealPresence® Resource Manager - centrally manages, monitors and delivers Cloud
based Video as a Service (VaaS) and enterprise video collaboration.

e Polycom® RealPresence® Access Director™ - removes communication barriers and enables
internal and external teams to collaborate more easily and effectively over video.

The following diagram describes the multipoint video conferencing configuration with the Collaboration
Server as a standalone system.

Multipoint Video Conferencing using a RealPresence Collaboration Server 800s/Virtual Edition

Polycom® RealPresence
Collaboration Server Virtual ’
Edition

Collaboration

Server Web Client

|

Endpoints

Mobile IP Phone Desktop
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The RealPresence Collaboration Server 800s / Virtual Edition provide multipoint voice and video
conferencing.

The RealPresence Collaboration Server 800s / Virtual Edition unit can be controlled via the LAN, by the
Collaboration Server Web Client application, using Internet Explorer installed on the user’s workstation or
the RMX Manager application. The RMX Manager can control several MCU units..

In the RealPresence Collaboration Server 800s unit, MCU management and IP conferencing are performed
via two different LAN ports. The networks can be separated in Maximum Security Environments.

Network Services Guidelines

IP Networks

In the RealPresence Collaboration Server 800s, system management and IP conferencing are performed
via a single LAN port.

Management uses LAN1 and IP network Services use LAN2. When enabling multiple services,
management and the IP network service (1) share LAN1, the second IP network service (2) uses LAN2.

Workstation Requirements
The RMX Web Client and RMX Manager applications can be installed in an environment that meets the
following requirements:
e Minimum Hardware — Intel® Pentium® Ill, 1 GHz or higher, 1024 MB RAM, 500 MB free disk space.
e Workstation Operating System — Microsoft® Windows® XP, Windows® 7, and Windows® 8.
o Network Card — 10/100/1000 Mbps.
e \Web Browser - Microsoft® Internet Explorer® Version 7, 8, 9, and 10.

e Collaboration Server Web client and RMX Manager are optimized for display at a resolution of 1280
x 800 pixels and a magnification of 100%

The following table lists the environments (Web Browsers and Operating Systems) with which the
Collaboration Server Web Client and RMX Manager applications are supported.

Collaboration Server Wen Client/RMX Manager Environment Interoperability Table

Web Browser Operating System
Internet Explorer 7 Windows Vista™

Windows 7
Internet Explorer 8 Windows 7
Internet Explorer 9 Windows 7 and Windows 8
Internet Explorer 10* Windows 8

.Net Framework 2.0 is required and installed automatically.

If ActiveX installation is blocked, see the Polycom® RealPresence Collaboration Server 800s /
Virtual Edition Administrator’s Guide.
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.Net Framework 2.0 SP1 or above is required and installed automatically. Internet Explorer must be

enabled to allow running Signed ActiveX.
If ActiveX installation is blocked, see the ActiveX Bypass.

Collaboration Server Web Client does not support larger Windows text or font sizes. It is

recommended to set the text size to 100% (default) or Normal in the Display settings in Windows

Control Panel on all workstations. Otherwise, some dialog boxes might not appear properly aligned.
To change the text size, select Control Panel>Display. For Windows XP, click the Appearance tab,
select Normal for the Font size and click OK. For Windows 7, click the Smaller - 100% option and
click OK.

When installing the Collaboration Server Web Client, Windows Explorer >Internet Options>

Security Settings must be set to Medium or less.

It is not recommended to run RMX Web Client and Polycom CMAD applications simultaneously on
the same workstation.

If you have problems getting the Collaboration Server Web Client to work with Windows 8, it is
recommended to run Internet Explorer as an administrator by holding the shift key and right-clicking

on the IE icon, and then select Run as Administrator.

Open

Open file location
Pin to Start

Fun as administrator
Fun as different user
Unpin from Taskbar
Copy as path

Send to

Cut

Copy

Create shortcut
Delete

Fenamme

Properties

.Net Framework 2.0 SP1 or above is required and installed automatically. Internet Explorer must be

enabled to allow running Signed ActiveX.
If ActiveX installation is blocked, see the ActiveX Bypass.
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For Windows 7™ Security Settings, see the Polycom® RealPresence Collaboration Server 800s / Virtual
Edition Getting Started Guide, Windows 7™ Security Settings.

For Internet Explorer 8 configuration, see the Polycom® RealPresence Collaboration Server 800s / Virtual
Edition Getting Started Guide, Windows 7™ Security Settings.
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The MCU system offers the following types of conferences (Conferencing Modes), based on the video
protocol and the video display during the conference:

e AVC-based Conferencing - CP Only (Video Transcoding)
e SVC-based Conferencing (Media Relay) - SVC Only
e Mixed AVC and SVC Conferencing - CP and SVC

AVC Conferencing

AVC-based Conferences allow endpoints that support AVC video to connect to these conferences. AVC
(Advanced Video Coding) video refers to the H.264 video protocols used to send and receive video. On the
Collaboration Server system it also includes all the standard video protocols such as H.261, H.263, and
RTV.

All endpoints (including SVC-enabled endpoints) have AVC capabilities and can connect to AVC
conferences running on the MCU. AVC-based endpoints can connect using different signaling protocols and
different video protocols.

Based on the video processing required during the conference, the Collaboration Server offers the
Continuous Presence Conferencing Mode for AVC-based conferencing.

The Conferencing Mode determines the video display options (full screen or split screen with all participants
viewed simultaneously) and the method in which the video is processed by the MCU (with or without using
the MCU’s video resources).

Continuous Presence (CP) Conferencing

The dynamic Continuous Presence (CP) capability of the Collaboration Server system enables viewing
flexibility by offering multiple viewing options and window layouts for video conferencing. It enables several
participants to be viewed simultaneously and each connected endpoint uses its highest video, audio and
data capabilities up to the maximum line rate set for the conference.

AVC-based endpoints can connect to the conference using any:

e Signaling protocol: H.323, SIP, (and RTV line rate, up to a maximum line rate defined for the
conference

e Video Protocol: H.261, H.263, H.264 Base Profile and H.264 High Profile) and at any resolution and
frame rate, provided they meet the minimum requirements set for the conference:

» Video Resolutions: from QCIF, CIF and up to 1080p30
» Frame rates up to 30fps

In Continuous Presence conferences, the MCU receives the video stream from each endpoint at the video
rate, video resolution and frame rate that it is capable of sending, and it superimposes all the received
streams into one video stream that includes the input from the other endpoints arranges in the selected
video layout.

Polycom®, Inc. 7
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Participants do not see themselves in the video layout. By Default, the speaker is shown in the top left layout
cell in symmetric layouts, in the larger cell in asymmetric layouts, or in full screen. The speaker sees the
previous speakers (their number depends on the number of cells on the speaker’s layout.

The Continuous Presence video session offers layouts to accommodate different numbers of participants
and conference settings including support of the VUI annex to the H.264 protocol for endpoints that transmit
wide video instead of 4CIF resolution. Each participant can select his/her layout for viewing during the
conference, as can be seen in AVC Continuous Presence (CP) video streams and built layouts.

For conferences with more participants than display squares, the Collaboration Server dynamic video mix
capability allows the viewed sites to be modified throughout the conference. The displayed layout can be
changed during an ongoing conference, allowing a participant to view different screen layouts of the other
conference participants. These layout options allow conferences to have greater flexibility when displaying
a large number of participants and maximizes the screen’s effectiveness.

AVC Continuous Presence (CP) video streams and built layouts

AVC Endpoint 41,0

S’% .
g

N | A\
:' T& 8 £~ S%r
\n-\d%suea‘“ 2

RealPresence
Collaboration Server
(RMX)

AVC Endpoint AVC Endpoint

Video quality in Continuous Presence conferences is affected by the conference line rate (that determines
the maximum line rate to be used by the connecting endpoints), and the video capabilities of the endpoints
such as the video protocol, video resolution and frame rate. Content sharing is available in all CP
conferences.

This requires extensive processing of the video sent to each participant in the conference. The higher the
video rate and resolution, the more processing power is required.

By default every conference, Entry Queue and Meeting Room has the ability to declare the maximum CP
resolution as defined for the system. This includes conferences launched by the Collaboration Server Web
Client and conferences started via the API.
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CP conferencing is defined in the Conference profile by setting the following main
features:

e Setting the Conferencing Mode to CP only

e Conference Line Rate

e Video Layout

Video Protocol Support in CP Conferences

The video protocol selected by the system determines the video compression standard used by the
endpoints. In Continuous Presence conferences, the system selects the best video protocol for each of the
endpoint according to he endpoint’s capabilities.

The following Video protocols are supported in CP conferences:

e H.261 - the legacy video compression algorithm mandatory to all endpoints. It is used by endpoints
that do not support other protocols.

e H.263 - a video compression algorithm that provides a better video quality than H.261. This standard
is not supported by all endpoints.

e H.264 Base Profile - a video compression standard that offers improved video quality, especially at
line rates lower than 384 Kbps.

H.264 High Profile allows higher quality video to be transmitted at lower line rates.

e RTV - a video protocol that provides high quality video conferencing capability to Microsoft OCS
(Office Communicator Server) endpoints at resolutions up to HD720p30. (SIP only).

AVC Basic Conferencing Parameters
The main parameters that define the quality of an AVC-based video conference and its display are:

e Line (Bit) Rate - The transfer rate of video and audio streams. The higher the line (bit) rate, the better
the video quality. The MCU supports the following line rates:

» CP Conferences: 64kbps to 4096kbps
e Audio Algorithm - The audio compression algorithm determines the quality of the conference audio.

e Video protocol, video format, frame rate, annexes, and interlaced video mode - These
parameters define the quality of the video images. The Collaboration Server will send video at the
best possible resolution supported by endpoints regardless of the resolution received from the
endpoints.

» When Sharpness is selected as the Video Quality setting in the Conference Profile, the
Collaboration Server will send 4CIF (H.263) at 15fps instead of CIF (H.264) at 30fps.

» H.264 High Profile protocol provides better compression of video images in line rates lower than
384 Kbps and it will be automatically selected for the endpoint if it supports H.264 High Profile. If
the endpoint does not support H.264 High Profile, the Collaboration Server will try H.264 Base
Profile which provides good compression of video images in line rates lower than 384 Kbps (better
than H.263 and not as good as H.264 High Profile).

» When working with Collaboration Servers at low bit rates (128, 256, or 384Kbps), HDX endpoints
will transmit SD15 resolution instead of 2CIF resolution.

When using a full screen (1x1) conference layout, the Collaboration Server transmits the same
resolution it receives from the endpoint.

e Video resolution:
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» H.261 CIF/QCIF — Supported in Continuous Presence (CP) conferences at resolutions of 288 x
352 pixels (CIF) and 144 x 176 pixels (QCIF). Both resolutions are supported at frame rates of up
to 30 frames per second.

» H.263 4CIF - A high video resolution available to H.263 endpoints that do not support H.264. It is
only supported for conferences in which the video quality is set to sharpness and for lines rates
of 384kbps to 1920kbps.

» Standard Definition (SD) - A high quality video protocol which uses the H.264 and H.264 High
Profile video algorithms. It enables compliant endpoints to connect to Continuous Presence
conferences at resolutions of 720 x 576 pixels for PAL systems and 720 x 480 pixels for NTSC
systems.

» High Definition (HD) — HD is an ultra-high quality video resolution that uses the H.264 and H.264
High Profile video algorithms. Depending on the Collaboration Server’s type, compliant endpoints
are able to connect to conferences at the following resolutions:

4 720p (1280 x 720 pixels) - all Collaboration Server types
4 1080p (1920 x 1080 pixels) in Collaboration Server

Lost Packet Recovery (LPR) - LPR creates additional packets that contain recovery information
used to reconstruct packets that are lost during transmission.

Supplemental Conferencing Features

In addition to basic parameters that determine the quality of the video, additional features can be enabled,
adding capabilities to the conference, or enabling special conferencing modes:

Content Sharing (H.239) — Allows compliant endpoints to transmit and receive two simultaneous
streams of conference data to enable Content sharing. H.239 is also supported in cascading
conferences. Both H.263 and H.264 Content sharing protocols are supported. If all endpoints
connected to the conference have H.264 capability, Content is shared using H.264, otherwise
Content is shared using H.263.

For more information, see Sharing Content During Conferences.

Encryption — Used to enhance media security at conference and participant levels. For more
information, see Implementing Media Encryption for Secured Conferencing..

Conference Recording - The Collaboration Server enables audio and video recording of
conferences using Polycom RSS recording system.

Lecture Mode (CP Conferences only) — The lecturer is seen by all participants in full screen while
the lecturer views all conference participants in the selected video layout.
For more information, see Lecture Mode (AVC CP Only).

Presentation Mode (CP Conferences only) — When the current speaker’s speech exceeds a
predefined time (30 seconds), the conference layout automatically changes to full screen, displaying
the current speaker as the conference lecturer on all the participants’ endpoints. During this time the
speaker’s endpoint displays the previous conference layout. When another participant starts talking,
the Presentation Mode is cancelled and the conference returns to its predefined video layout.
Presentation mode is available with Auto Layout and Same Layout.

» If the speaker in a video conference is an Audio Only participant, the Presentation Mode is
disabled for that participant.

» Video forcing works in the same way as in Lecture Mode when Presentation Mode is activated,
that is, forcing is only enabled at the conference level, and it only applies to the video layout
viewed by the lecturer.
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e Telepresence Mode (CP Conferences only) - enables the connection of numerous high definition
telepresence rooms and of different models (such as TPX and RPX) into one conference maintaining
the telepresence experience. This mode is enabled by a special license.

e TIP Support (CP Conferences only) - TIP is a proprietary protocol created by Cisco for deployment
in Cisco TelePresence systems (CTS). Polycom’s solution is to allow the Collaboration Server to
natively inter-operate with Cisco TelePresence Systems, ensuring optimum quality multi-screen,
multipoint calls.

SVC-based Conferencing

The SVC-Based conferencing mode provides video without transcoding by the MCU, hence requiring less
video resources while providing better error resiliency and lower latency.

Using the SVC video protocol, SVC conferences provide video bit streams at different resolutions, frame
rates and line rates to SVC-enabled endpoints with various display capabilities and layout configurations.

In the SVC-based conference, each SVC-enabled endpoint transmits multiple bit streams, called
simulcasting, to the Collaboration Server. Simulcasting enables each endpoint to transmit at different
resolutions and frame rates such as 720p at 30fps, 15fps, and 7.5fps, 360p at 15fps and 7.5fps, and 180p
at 7.5fps.

The Polycom SVC-enabled endpoints (such as the Polycom® RealPresence® Desktop for Windows® and
Polycom® RealPresence® Mobile) compose the layout according to their layout settings and video
capabilities. This enables the MCU to send or relay the selected video streams to each endpoint without
processing the video streams and sending the composite video layout to the endpoints.
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SVC video streams and Layouts
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The video streams displayed in the conference layout on each endpoint is obtained from the different
streams received from each of the endpoints displayed in the layout. Depending on the size of the video cell
in the configured layout, the endpoint requests the video stream in the required resolution from the
Collaboration Server. The higher the display quality and size, the higher the requested resolution will be sent
to the endpoint. The endpoint creates the displayed layout from the different video streams it receives.

For instance, an SVC endpoint might want to receive three video streams at different frame rates and
resolutions, and create a conference layout with the received video streams. Each SVC-enabled endpoint
sends encoded SVC bit streams to the MCU to relay to the other SVC-enabled endpoints in the conference.

The endpoints encode the video in multiple resolutions and decodes the multiple video input streams.
For example:

RealPresence mobile client (2) will transmit two resolutions; one that is suited for RealPresence Desktop
client (3) and a second that is suited for two other endpoints: RealPresence Desktop client (4) and (1).

RealPresence Desktop client (1) transmits two resolutions; one that is suited for RealPresence Mobile client
(2) and a second that is suited for RealPresence Desktop client (4).

The MCU determines which of the incoming resolutions to send to each endpoint. It does not perform any
SVC encoding and decoding, or any transcoding of the video streams. The Collaboration Server functions
as the multipoint media relay to the endpoints. For voice activated selection of the video streams, the
Collaboration Server determines which of the incoming bit streams to send to each endpoint.

Polycom®, Inc. 12



Conferencing Modes Overview

Advantages of SVC Conferencing

SVC increases the scalability of video networks and enables mass desktop video deployments. Some of
the advantages of SVC conferencing are:

Offers high-resolution video conferencing with low end-to-end latency, improved error resiliency and
higher system capacities.

Allows the SVC-enabled video endpoints to manage display layouts, supporting multiple line rates,
resolutions and frame rates.

The Collaboration Server functions as a media relay server providing low cost production benefits.
The Collaboration Server reduces bandwidth usage by only selecting the necessary video stream to
be sent to the endpoints.

SVC Conferencing Guidelines

You can run SVC-based conferences when following the guidelines listed below.

SVC conferences are supported only with the following:
» SVC Licensing

» SIP over UDP signaling

» SIP over TLS Signaling
>

Polycom SVC-enabled endpoints (Polycom® RealPresence® Desktop, Polycom®
RealPresence® Mobile)

» Ad Hoc conferencing via Meeting Rooms and ongoing conferences
SVC Only conferences can run on the same MCU as AVC Only conferences.

End-to-end latency on a local network (same site), is around 200mSec to ensure AV sync (also known
as Lip-sync).

Dial-out is not available in SVC Only conference.
Dial-in is available as follows:

» AVC endpoints (participants) can only connect to an AVC conference or Mixed CP and SVC
conference. When dialing into SVC Only conferences they will be disconnected and the calls fail.

» SVC endpoints support both AVC and SVC video protocols.
When dialing into SVC Only conferences, they connect as SVC endpoints.
When dialing into AVC Only conferences, they connect as AVC endpoints. They cannot connect
to an AVC conference using the SVC capabilities.

SVC endpoints can connect to conferences via Entry Queues, however:

» The Entry Queue and Conference Modes must match - both SVC Only or both Mixed.
» Both the Entry Queue and the Conference must have the same line rate.

SVC endpoints cannot be moved between conferences.

Content is supported in H.264 (AVC).

» Only the H.264 Cascade and SVC Optimized option is supported.

» LPR and DBA are not supported for SVC content sharing.

In SVC Only conferences and Mixed CP and SVC conferences, Auto Layout is the default and the
layout display for SVC endpoints is controlled from the endpoint application.

Site names display on SVC endpoints is controlled from the SVC endpoints.

Polycom®, Inc. 13



Conferencing Modes Overview

o When a RealPresence DMA system is part of the solution, the DMA is used as the SIP proxy and the
SVC endpoint subscribes to the RealPresence DMA system for call control. If a RealPresence DMA
system is not part of the solution, the SVC endpoint dial directly to the Collaboration Server using IP
addresses is the SIP dialing strings.

e When Hot backup is enabled, all the conferences are created on the Slave MCU.
e When Hot Backup is activated and the Slave MCU becomes the Master MCU:

» All AVC endpoints will be reconnected to the AVC conferences. SVC endpoints connected to AVC
conferences using their AVC capabilities will be reconnected to their AVC conferences.

» SVC endpoints cannot be reconnected to their SVC Only conferences as dial-out is not supported
for SVC endpoints. These endpoints will have to manually reconnect to their SVC conferences.

e Cascading between SVC Only conferences or between AVC and SVC Only conferences is not
supported.

e The following functionality and features are not supported during SVC Only conferences:
FECC

Skins. The video cells are displayed on the endpoint’s default background.

IVR functionality

Conference Gathering phase

All DTMF enabled features during the conference

Manual selection of video layout

Chairperson functionality

Media Encryption

VvV V V VYV V VYV V V V

Recording of SVC Only conferences

A\

Text messaging using Message Overlay

MCU Supported Resolutions for SVC Conferencing

The MCU automatically selects the resolution and frame rate according to the conference line rate. The
table below details the maximum resolution and frame rates supported by the MCU for each conference line
rate. The actual video rate, resolution and frame rates displayed on each endpoints is determined by the
endpoint’s capabilities.

SVC Conferencing - Maximum Supported Resolutions per Simulcast Stream

Conference Line Rate Maximum Max. Frame Audio Rate
(kbps) Profile Resolution Rate (fps) (kbps)
1472 - 2048 High Profile 720p 30fps 48

1024 - 1472 High Profile 720p 15fps 48

768 - 1024 High Profile 720p 15fps 48

512 -768 High Profile 360p 30fps 48

256 - 512 Base Profile 180p 15fps 48
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SVC Conferencing - Maximum Supported Resolutions per Simulcast Stream

Conference Line Rate Maximum Max. Frame Audio Rate
(kbps) Profile Resolution Rate (fps) (kbps)

192 - 256 Base Profile 180p 30fps 48

128 - 192 Base Profile 180p 15fps 48

Polycom®, Inc.
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Mixed CP and SVC Conferencing

In a mixed CP (AVC) and SVC conference, AVC-based endpoints and SVC-enabled endpoints can be
supported in the same conference.

In a mixed CP (AVC) and SVC conference, SVC endpoints transmit multiple resolutions and temporal layers
to the Collaboration Server like the SVC-based conferences, while AVC endpoints, for example, send only
one AVC video stream to the Collaboration Server. Other endpoints (also referred to as AVC endpoints as
opposed to SVC endpoints) can send different video protocols, such as H.263. The Collaboration Server
relays SVC-encoded video bit streams to the SVC-enabled endpoints in the conference according to their
request. This enables the video conference layouts to be automatically assembled by the endpoint. AVC
endpoints connected to the conference send a single AVC video bit stream to the Collaboration Server,
which is then transcoded to SVC video streams. SVC-enabled endpoints receive the AVC converted video
bit streams through the Collaboration Server from the AVC endpoints as a single SVC video bit stream.
Alternatively, AVC endpoints receive a single video bit stream with the defined video conference layout from
the Collaboration Server. In this mixed mode conferencing, both SVC and AVC endpoints in the conference
receive the same CP layout.

The following diagram illustrates an example of a mixed CP and SVC conferencing mode:

SVC Endpoint

B9
&lb

AVC Endpoint AVC Endpoint

In this example, an SVC endpoint (1) receives three video streams at different frame rates and resolutions,
and creates the conference layout with the received video streams. The video bit stream that the SVC
endpoint receives from the AVC endpoint (3) is decoded in the Collaboration Server and then encoded into
an SVC bit stream in the required resolution.

Alternatively, an AVC endpoint (4) sends a single resolution video stream to the Collaboration Server. The
Collaboration Server first decodes the SVC bit streams and AVC bit streams, then the Collaboration Server
composes the video layout for the AVC endpoint and sends a single resolution video stream with the video
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layout to the participant. In the displayed example, the Collaboration Server creates different video layouts
for each AVC endpoint.

MCU Resource Capacities for Mixed CP and SVC Conferences

In a mixed CP and SVC conference, video resources are allocated according to the MCU type and the
translation pools (AVC to SVC and SVC to AVC) used to convert video streams. Translation pools are
dynamically allocated, when the conference becomes a mixed CP and SVC conference; resources are not
released when the conference stops being a mixed CP and SVC conference. The translation pools send
one SVC to AVC stream with a resolution of 360p, two AVC to SVC streams with a resolution of 360p and
180p for AVC HD endpoints, and one video stream with a resolution of 180p for AVC SD endpoints. When
a video stream with a resolution of 360p is not available, a video stream with a resolution of 180p is sent
instead.

Translations between different endpoints can be done without using the highest resolution, thus saving
translation resources. CP video layouts in mixed CP and SVC conferences support the standard resolutions
as in normal CP conferences.

Taking these factors into consideration and the type of MCU deployed in the environment, the resource
capacities for a mixed CP and SVC conference can vary.

The following table describes an example of the resource capacity allocations for the RealPresence
Collaboration Server:

Resource Capacity Allocations

Resource Type Number of Available Ports
Mixed CP and SVC (HD) (Example) 20 AVC
90 SVC
HD720p30 40
SD (@ 30 fps) 40
SVC Only 60
CIF (@ 30 fps) 60

The first four resource types in the resource capacity allocations table are endpoints in a CP only conference
or a mixed CP and SVC conference before the actual resource allocations occur.

In a mixed CP and SVC conference, video resources are used according to the amount of both AVC and
SVC participants in the conference and according to the actual type of the conference - mixed CP and SVC
conferences or CP only conferences. The ratio of resources in a mixed conference is one AVC HD (720p30)
video resource to three SVC video resources, meaning for each AVC HD video resource, three SVC video
resources can be allocated.

In this resource capacity allocations example, the mixed CP and SVC conference can allocate a
combination of AVC and SVC ports depending on the endpoints that are defined in the actual conference.
For example, a conference can be defined as a mixed CP and SVC conference but will only allocate
resources as a mixed conference when both AVC and SVC endpoints join the conference. When there are
only one resource type of endpoints participating in the conference, such as AVC or SVC, the resource
allocations are assigned according to the type of endpoint. For instance, a mixed CP and SVC conference

Polycom®, Inc. 17



Conferencing Modes Overview

with HD endpoints assigned, can have 60 or 120 ports allocated depending on the server configuration.
When an SVC endpoint joins the conference, the conference becomes an actual mixed conference and the
resource allocations are divided between the AVC and SVC endpoints. The Resource Report will reflect this
by showing an increase in the resource usage.

The following diagram illustrates the amount of AVC to SVC port resources that are used in an actual mixed
CP and SVC conference:

Resource Allocations
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AVC Ports e N
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15 \ —SD
5

0 5 10 1520 25 30 35 40 45 50 55 60 65 70 75 80 85 90 95100
SVC Ports
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In the Polycom® RealPresence® CloudAXIS™ Suite, the Conference Profiles are defined in the
RealPresence DMA system component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

Conference Profiles include conference parameters such as Conferencing Mode, conference line rate,
video and content sharing resolutions and settings, video layout, encryption, Lost Packet Recovery (LPR),
etc. Profiles eliminate the need to define these parameters for each new conference created on the MCU.
They are stored on the Collaboration Server and they enable you to define all types of conferences.

The maximum number of Conference Profiles that can be defined is 80.

Conference Profiles are assigned to Conferences, Meeting Rooms, Reservations and Entry Queues. The
same Profile can be assigned to different conferencing entities. When modifying the Profile parameters, the
changes will be applied to all the conferencing entities to which the profile is assigned.

Conference Profile options differ according to the selected Conferencing Mode. Profiles can be defined for
AVC (Advanced Video Codec) CP conferencing Mode, SVC (Scalable Video Codec) conferencing Mode or
Mixed CP and SVC Conferencing Mode.

Conference Profiles can be saved to Conference Templates along with all participant parameters, including
their Personal Layout and Video Forcing settings. It enables administrators and operators to create, save,
schedule and activate identical conferences quickly and easily.

Conferencing Parameters Defined in a Profile

When defining a new video Profile, you select the parameters that determine the video display on the
participant’s endpoint and the quality of the video, according to the selected Conferencing Mode. When
defining a new conference Profile, the system uses default values for the selected conferencing Mode.
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Conferencing Capabilities in the Various Conferencing Modes

The following table summarizes the conferencing capabilities and options available in the different

Conferencing Modes.

Conferencing Capabilities in the Different Conferencing Modes

Feature CP Only Mixed CP & SVC SVC Only

Conference Type

Operator Conferences v X X

Entry Queues v v V'

Permanent Conference v v v

Cascading Ve Vv wr X

Conferencing Feature

IVR v v v
Reduced IVR set for SVC
endpoints

Dial Out v x x

Auto Redial v v x

LPR ] /*** /***

Content v ‘/1: v

All Content Settings, Al oraphics Only, H.264 Graphics Only, H.264
Content Protocol Cascade & SVC Cascade & SVC Optimized
ontent Protocols Optimized (only) ascade ptimize

Presentation Mode v x X

Lecture Mode v x X

Same Layout v v x

Layout Selection v v Layout set to Auto Layout
and defined on the endpoint

AVC endpoints only
Skins v v x
AVC endpoints only
Encryption v v v

Polycom®, Inc.
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Conferencing Capabilities in the Different Conferencing Modes

Feature CP Only Mixed CP & SVC SVC Only
Recording v v x
AVC recording only
Site Names v v Managed by the endpoint

(not via MCU)
AVC endpoints only

* Entry Queue & Destination Conference must have the same profile (i.e. SVC only to SVC only, Mixed CP and SVC

to Mixed CP and SVC)

** Only Basic Cascading is available

*** For AVC, the LPR error resiliency is used, however for SVC endpoints, new error resiliency methods are used.
1. Content Line Rate is fixed at 128Kbps.

Default Profile Settings in CP Conferencing Mode

The Collaboration Server is shipped with a default Conference Profile for CP conferences which allows
users to immediately start standard ongoing CP conferences. These are also the default settings when
creating a new Profile. The default settings are as follows:

Default CP Only Conference Profile Settings

Setting

Value

Profile Name

Factory_Video_Profile

Line Rate 384Kbps
Operator Conference Disabled
Encryption Disabled

Packet Loss Compensation (LPR
and DBA)

Enabled for CP Conferences

Auto Terminate

e After last participant quits - Enabled
¢ When last participant remains - Disabled

Auto Redialing Disabled
Exclusive Content Mode Disabled
Enable FECC Enabled
Video Quality Sharpness
Maximum Resolution Auto

Content Settings HiResGraphics (High Res Graphics)
Content Protocol H.264 HD
Presentation Mode Disabled

Polycom®, Inc.
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Default CP Only Conference Profile Settings

Setting Value
Same Layout Disabled
Lecturer View Switching Disabled

Auto Scan Interval

Disabled (10)

Auto Layout Enabled
Mute participants except the lecturer Disabled
Skin Polycom
IVR Name Conference IVR Service
Recording Disabled
Site Names display Disabled
Network Services - SIP Registration  Disabled
Network Services - Accept Calls Enabled

Default Profile Settings in SVC Only Conferencing Mode

The Collaboration Server is shipped with a default Conference Profile for SVC Only conferences which
allows users to immediately start standard ongoing SVC Only conferences. These are also the default

settings when creating a new Profile. The default settings are as follows:

Default SVC Only Conference Profile Settings

Setting

Value

Profile Name

Factory_SVC_Video_Profile

Line Rate 1920Kbps
Operator Conference Not supported
Encryption Disabled
Packet Loss Compensation (LPR and Not supported

DBA)

Auto Terminate

e After last participant quits - Enabled

¢ When last participant remains - Disabled

Auto Redialing Not supported
Exclusive Content Mode Disabled
Enable FECC Disabled
Video Quality Sharpness
Maximum Resolution Auto
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Default SVC Only Conference Profile Settings

Setting

Value

Content Settings

Graphics

Content Protocol

H.264 Cascading and SVC Optimized

Presentation Mode

Not applicable

Same Layout

Not applicable

Lecturer View Switching

Not applicable

Auto Scan Interval

Not applicable

Auto Layout

Enabled (Only available option)

Mute participants except the lecturer

Not applicable

IVR Name Conference IVR Service
Network Services - SIP Registration Disabled
Network Services - Accept Calls Enabled

Default Profile Settings in a Mixed CP and SVC Conferencing Mode

The Collaboration Server is shipped with a default Conference Profile (CP and SVC) for mixed CP and SVC
conferences which enables users to immediately start a standard ongoing mixed CP and SVC conference.
These are also the default settings when creating a new Profile. (During mixed SVC & CP conferences,
PSTN (Audio Only) calls are supported.) Dial-out is not available in Mixed CP and SVC conferences.

The default settings are as follows:

Default Mixed CP and SVC Conference Profile Settings

Setting

Value

Profile Name

Factory_Mix_SVC_CP_Video_Profile

Line Rate 1920Kbps
Operator Conference Disabled
Encryption Enabled

Packet Loss Compensation (LPR
and DBA)

Enabled for AVC participants only

Auto Terminate

e After last participant quits - Enabled
¢ When last participant remains - Disabled

Auto Redialing

Disabled

Font for text over video

Enabled for AVC participants only

Exclusive Content Mode

Polycom®, Inc.
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Default Mixed CP and SVC Conference Profile Settings

Setting Value
Enable FECC Enabled
Video Quality Sharpness
Maximum Resolution Auto
Content Settings Graphics

Content Protocol

H.264 Cascade and SVC Optimized (only)

Presentation Mode Disabled
Same Layout Enabled
Lecturer View Switching Disabled
Auto Scan Interval Disabled
Auto Layout Enabled
Mute participants except the lecturer Disabled

Skin Classic (for AVC participants)
IVR Name Conference IVR Service
Recording Enabled

Site Names display

Enabled for AVC participants only

Network Services - SIP Registration

Disabled

Network Services - Accept Calls

Enabled

Network quality indication

Enabled for AVC participants only

This Profile is automatically assigned to the following conferencing entities:

Name ID
Meeting Rooms

Maple_Room 1001
Oak_Room 1002
Juniper_Room 1003
Fig_Room 1004
Entry Queue

Default EQ 1000
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Viewing the List of Conference Profiles

Existing Conference Profiles are listed in the Conference Profiles list pane.

To list Conference Profiles:

1 In the RMX Management pane, expand the Rarely Used list.
2 In the RMX Management pane, Click the Conference Profiles button.
The Conference Profiles are displayed in the Conference Profiles List pane.

Profile Toolbar Profile List

7} Polycont | RealPresence® Collaboration Server

View Adminictration Setup Help _ AMX 1P Address: 10.236.105.114 Signaling Host: 10.226.105.144  Logout
[Conferences {0 —————, i iference Profiles (4] . —
B 4 = . =
i B gl e m S 3 A > st 3
£ B Cicplay Name |La\;uut | ne Rate Rauting Name Encryption Status H

=

Display Narre |StatJ5 |ID ! q,“,g, Factory_GW_Fr Auto Lavout IJEJ Kbps Factory_GW_Profil  ho Sncryption CK 2
<4

% Factary_Mix_vid Auto Lavout 520 Khps Factory_Mx_Video Mo =ncryption CK 5
4B Cactory_Video  Auto Lavout 304 Kbps Factory_Video_Prof Mo Zncryption cK E
& Factory_sve_vi [ 2020 Kbps Factary_SVUC_vidzo Mo Sncryption ck H
—-

)

=

=

=

o

s

2

o

w

-]

o

o

=

C

Frequently Used

éﬁ! Connections

IQ|4|1 Users

> Signaling Moritor

B MestingRooms

Rarely Used 2

s IVF Services

B P network servizes

& Recordirg Links

4= ConferencePrafies |

4 Entry Queues

B ot El

System Alerts Participant Alerts Port Uszge: Vidao(HD)[ 0 7 10 Bl ¥ MCU Stata: NORMAL

The number of the currently defined Conference Profiles appears in the title of the list pane.
The following Conference Profile properties are displayed in the List pane:

Conference Profiles Pane Columns

Field Description
Name The name of the Conference Profile.
Layout Displays either “Auto Layout” or an icon of the layout selected for the profile.

For information about video layouts, see .
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Conference Profiles Pane Columns

Field Description

Line Rate The maximum bit rate in kbps at which endpoints can connect to the conference.

Routing Name Displays the Routing Name defined by the user or automatically generated by the
system.

Encryption Displays if media encryption is enabled for the Profile.

Profiles Toolbar

The Profile toolbar provides quick access to the Profile functions:

Profile Toolbar buttons

Button Button Name Description
Y New Profile To create a new Profile.
[EL]

Delete Profile To delete a Profile, click the Profile name and then click this
b4 button.

Import Profile To import Conference Profiles from another MCU in your
E;L environment.

Export Profile To export Conference Profiles to a single XML file that can be
E;r:} used to import the Conference Profiles on multiple MCUs.

Modifying an Existing Profile

You can modify any of the Profile’s parameters but you cannot rename the Profile.

To modify the Profile properties:

1 Inthe Conference Profiles List, double -click the Profile icon or right-click the Profile icon, and then
click Profile Properties.

L1 /1
Delete Profile

Export Conference Profiles

Export Selected Conference Profiles

I
Profile Properties )
N

The Profile Properties - General dialog box opens.
2 Modify the required Profile parameter(s).
3 Click OK.

IS D DD
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Deleting a Conference Profile

You can delete Profiles from the Profiles list.

A Conference Profile cannot be deleted if it is being used by Meeting Rooms, Reservations, Entry
Queues, and SIP Factories. A Profile that is assigned to only one ongoing conference and no other
conferencing entity can be deleted.

To delete a Conference Profile:

1 List the Profile that are currently defined in the system. For details, see Viewing the List of
Conference Profiles.
2 In the Conference Profiles list, select the Conference Profile you want to delete.

3 Click the Delete Profile ( X ) button.
or
Right-click the Conference Profile to be deleted and select Delete Profile from the menu.

4 In the confirmation dialog box, click OK.
The Conference Profile is deleted.

Defining New Profiles

In the Polycom® RealPresence® CloudAXIS™ Suite, the Conference Profiles are defined in the
Polycom® RealPresence® DMA® system component and should not be defined directly in the
Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration
Server Virtual Edition component.

Profiles are the basis for the definition of all ongoing conferences, Reservations, Meeting Rooms, Entry
Queues, and Conference Templates and they contain only conference properties.

Profiles can be defined for the following Conferencing Modes: AVC (Advanced Video Codec) CP , SVC
(Scalable Video Codec) or Mixed CP and SVC. The Profile tabs and options change according to the
selected Conferencing Mode and only supported options are available for selection. Unsupported options
are disabled (grayed out).

CP Conferencing Mode also offers a special functional conference - Operator Conference.

To facilitate the definition process of a new Profile, the system displays default values for each parameter
so you need only to modify the required settings.

To define a new Profile:

1 In the RMX Management pane, expand the Rarely Used list.

2 In the RMX Management pane, click Conference Profiles.

3 Inthe Conference Profiles pane, click the New Profile button.
The New Profile — General dialog box opens.

4 In the Display Name field, enter the Profile name.
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5 Select the appropriate Conferencing Mode: CP, SVC Only or CP and SVC.

The New Profile tabs and options change according to the selected Conferencing Mode and only
supported options are available for selection.

6 Define the Profile parameters as described in:
» Defining AVC CP Conferencing Profiles
» Defining SVC Conference Profiles
» Defining Mixed CP and SVC Conferencing Profiles

Exporting and Importing Conference Profiles

Conference Profiles can be exported from one MCU and imported to multiple MCUs in your environment,
enabling you to copy the Conference Profiles definitions to other systems. This can save configuration time
and ensures that identical settings are used for conferences running on different MCUs. This is especially
important in environments using cascading conferences that are running on different MCUs.

Guidelines for Exporting and Importing Conference Profiles

e Only Collaboration Server system administrators can export and import Conference Profiles.
Operators are only allowed to export Conference Profiles.

e You can select a single, multiple, or all Conference Profiles to be exported.

e Conference Templates and their related Conference Profiles can be exported and imported
simultaneously using the Conference Templates export and import function. For more information,
see Exporting and Importing Conference Templates.

Exporting Conference Profiles

Conference Profiles are exported to a single XML file that can be used to import the Conference Profiles on
multiple MCUs. Using the Export Conference Profile feature, you can export all or selected Conference
Profiles from an MCU.

Exporting All Conference Profiles from an MCU

To export all Conference Profiles from an MCU:

1 List the Profile that are currently defined in the system. For details, see Viewing the List of
Conference Profiles.

2 In the Conference Profiles List toolbar, click the Export Conference Profiles =3 button or
right-click anywhere in the Conference Profiles pane, and then click Export Conference Profiles.
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Auta lavnut  4ANQA Khns  Prafile_5

e | Delete Profile ory

J_Pr Msﬁh’m‘ﬁuﬁeﬁ—-—.\ ory_

¢ Export Conference Profiles j)

Do Sciectet-Confereme PO

Profile Properties

The Conference Profile - Export dialog box is displayed.

Canference Profile - Export =]
Export Path: ‘ Browse
Profiles file name: confProfiles.xml

3 Inthe Export Path field, click Browse to navigate to the location of the desired path where you want
to save the exported file.

4 In the Profiles file name field, type the file name prefix. The file name suffix (_confProfiles.xml) is
predefined by the system. For example, if you type Profileso01, the exported file name is defined
as Profiles01 confProfiles.xml.

5 Click OK to export the Conference Profiles to a file.
If the export file with the same file name already exists, a prompt is displayed.

RMX 4000 =]

[ | y .
9 TestCP0O1_confProfiles.xml already exists. Are you sure you want to replace it?

6 Click Yes to replace the exported file or click No to cancel the export operation and return to the
Conference Profiles list. You can modify the export file name and restart the export operation.

Exporting Selected Conference Profiles

You can select a single Conference Profile or multiple Conference Profiles and export them to a file to be
imported to other MCUs in your environment.

To export selected Conference Profiles:

1 List the Profile that are currently defined in the system. For details, see Viewing the List of
Conference Profiles.

In the Conference Profiles pane, select the profiles you want to export.

3 In the Conference Profiles List toolbar, click the Export Conference Profiles =3 button or
right-click the selected Conference Profiles, and then click Export Selected Conference Profiles.
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DBA_Profile Auto lavout 4096 Kbp: Profile_
Factory_Video Delete Profile -
Factory_GW_p  Import Conference Profiles tory

Export Selected Conference Profiles )

Profile Propera

The Conference Profile - Export dialog box is displayed.

Conference Profile - Export @
Export Path | Browse
Frofiles file name confProfiles xml
| Canodd_|

4 Inthe Export Path field, click Browse to navigate to the location of the desired path where you want
to save the exported file.

5 Inthe Profiles file name field, type the file name prefix. The file name suffix (_confProfiles.xml) is
predefined by the system. For example, if you type Profiles01, the exported file name is defined
as Profiles0l1 confProfiles.xml.

6 Click OK to export the Conference Profiles to a file.
If the export file with the same file name already exists, a prompt is displayed.

RMX 4000 =]

3
I 1
9 TestCPO1_confProfiles.xml already exists. Are you sure you want to replace it?

| e | e

7 Click Yes to replace the exported file or click No to cancel the export operation and return to the
Conference Profiles list. You can modify the export file name and restart the export operation.

Importing Conference Profiles

If your environment includes two or more MCUs, import previously exported Conference Profiles to your
MCU to save configuration time and ensure that all MCUs use the same conferencing parameters.

Conference Profiles are not imported when a Conference Profile with that name already exists or if
an IVR Service which is assigned to any of the imported Profile does not exist in the MCU.

Conference Profiles are not imported when a Conference Profile with that name already exists or if an IVR
Service which is assigned to any of the imported Profile does not exist in the MCU.

To import Conference Profiles:

1 Display the Conference Profiles List. For details, see Viewing the List of Conference Profiles.
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2 In the Conference Profiles List toolbar, click the Import Conference Profiles e button or

right-click the Conference Profiles pane, and then click Import Conference Profiles.

B PO P L nofile_
Del i
de tory.
Import Conference Profiles
- ory.
W

Export Selected Conference Profiles

Profile Properties

The Conference Profile - Import dialog box is displayed.

Conference Profile - Import @
[ ok | cwe |

3 Inthe Import Path field, click Browse to navigate to the path and file name of the exported
Conference Profiles you want to import.

4 Click OK to import the Conference Profiles.

When Conference Profiles cannot be imported, a Message Alert window is displayed with the
profiles that were not imported.

Message Alerts (1) @

Current Message Mumber: 1

Factory_Video_Profile: Profile name already exists

Factory_GW_Profile: Profile name already exists

ICBC: Profile name already exists

DBA_Profile: Profile name already exists

Conference Profiles that are not problematic are imported.
5 Click Cancel to exit the Message Alerts window.
The imported Conference Profiles appear in the Conference Profiles list.

Polycom®, Inc. 31



Defining AVC-Based Conference Profiles

In the RealPresence CloudAxis Solution, the Conference Profiles are defined in the Polycom®
RealPresence® DMA® component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

AVC-based Conference Profile options differ according to the selected Conferencing Mode. To facilitate the
definition process of a new Profile, the system displays default values for each parameter so you need only
to modify the required settings.

Defining AVC CP Conferencing Profiles

When defining a new Profile, you select the parameters that determine the video display on the participant’s
endpoint, the quality of the video, content sharing parameters, whether the conference will be recorded,
encryption, Telepresence mode and other conferencing parameters.

The following parameters are defined:

New AVC CP Profile - General Parameters

New AVC CP Profile - Advanced Parameters

New AVC CP Profile - Gathering Settings Parameters
New AVC CP Profile - Video Quality Parameters
New AVC CP Profile - Video Settings Parameters
New AVC CP Profile - Audio Settings Parameters
New AVC CP Profile - IVR Parameters

New AVC CP Profile - Recording Parameters

New AVC CP Profile - Site Names Parameters

New AVC CP Profile - Message Overlay Parameters
New AVC CP Profile - Network Services Parameters
New AVC CP Profile - Layout Indications Parameters

To define a new CP Profile:

1

In the RMX Management pane, click Conference Profiles.
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2 In the Conference Profiles pane, click the New Profile button.

The New Profile — General dialog box opens.

>
>
>
>
>
>
>
>
>
>
>
>
>

General
Advanced
Gathering Settings
Wideo Quality
Video Settings
Audio Settings
Skins

VR

Recording

Site Names
Message Overlay
Network Services

Layout Indications

Display Name: ||

Line Rate: 384 Kbps =

Conferencing Mode: CP (Cortinuous Presence) =
Routing Name:

I

[ Operator Conference

3 Define the Profile name and, if required, the Profile General parameters:

New AVC CP Profile - General Parameters

Field/Option

Description

Display Name

Enter a unique Profile name, as follows:

¢ English text uses ASCII encoding and can contain the most characters (length
varies according to the field).

e European and Latin text length is approximately half the length of the maximum.
¢ Asian text length is approximately one third of the length of the maximum.

It is recommended to use a name that indicates the Profile type, such as CP or
Operator conference.

Note: This is the only parameter that must be defined when creating a new profile.
Note: This field is displayed in all tabs.
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New AVC CP Profile - General Parameters (Continued)

Field/Option Description

Line Rate Select the conference bit rate. The line rate represents the combined video, audio
and Content rate.

The default setting is 384 Kbps.
Note:
This field is displayed in all tabs.

Conferencing Mode Select the required Conferencing Mode. The selection affects the available tabs
and their fields.

For CP conferencing, make sure that CP (Continuous Presence) is selected to
define a CP conference Profile (it is the default option).

Note:
This field is displayed in all tabs.

Routing Name Enter the Profile name using ASCII characters set.
The Routing Name can be defined by the user or automatically generated by the
system if no Routing Name is entered as follows:
* Ifan all ASCII text is entered in Display Name, it is used also as the Routing
Name.
* If any combination of Unicode and ASCII text (or full Unicode text) is entered in
Display Name, the ID (such as Conference ID) is used as the Routing Name.

Operator Conference  Select this option to define the profile of an Operator conference.

(CP Only) When defining an Operator Conference, the Send Content to Legacy Endpoints
option in the Video Quality tab is cleared and disabled.
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4 Click the Advanced tab.
The New Profile — Advanced dialog box opens.

General

Advanced
Gathering Settings
Video Quality
Video Settings
Audio Settings
Skins

IVR

Recording

Site Names
Message Overlay
Network Services

L

Layout Indications

Display Name: |

Line Rate: 1520 Kbps ~
Conferencing Mode: CP (Continuous Presence) =
Encryption |No Encryption j

v Packet Loss Compensation (LFR and DBA)

I Auto Terminate

Before First Joins: i0  Minutes
At the End: 1 = Minutes

(" After last participant quits

" When last participant remains
[~ Auto Redialing

[~ Exclusive Content Mode

¥ Enable FECC

[~ FW NAT Keep Alive

Intzrval: 0 3 Seconds
TIP Compatibility: None h

M5 AW MCU cascade mode: Resource Cptimized -

5 Define the following parameters:

New AVC CP Profile - Advanced Parameters

Field/Option Description
Encryption Select the Encryption option for the conference:
* Encrypt All - Encryption is enabled for the conference and all conference
participants must be encrypted.
¢ No Encryption - Encryption is disabled for the conference.
¢ Encrypt when Possible - Enables the negotiation between the MCU and the
endpoints and let the MCU connect the participants according to their
capabilities, where encryption is the preferred setting.
LPR When selected (default for CP conferences), Lost Packet Recovery creates

additional packets that contain recovery information used to reconstruct packets
that are lost during transmission.
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New AVC CP Profile - Advanced Parameters (Continued)

Field/Option

Description

Auto Terminate

When selected (default), the conference automatically ends when the
termination conditions are met:

* Before First Joins — No participant has connected to a conference during
the n minutes after it started. Default idle time is 10 minutes.

¢ Atthe End - After Last Quits — All the participants have disconnected from
the conference and the conference is idle (empty) for the predefined time
period. Default idle time is 1 minute.

* Atthe End - When Last Participant Remains — Only one participant is still
connected to the conference for the predefined time period (excluding the
recording link which is not considered a participant when this option is
selected). Default idle time is 1 minute.

Note: The selection of this option is automatically cleared and disabled when

the Operator Conference option is selected. The Operator conference cannot

automatically end unless it is terminated by the Collaboration Server User.

Auto Redialing

The Auto Redialing option instructs the Collaboration Server to automatically

redial H.323 and SIP participants that have been abnormally disconnected from

the conference.

* Auto Redialing is disabled by default.

¢ Auto Redialing can be enabled or disabled during an ongoing conference
using the Conference Properties — Advanced dialog box.

¢ The Collaboration Server will not redial an endpoint that has been
disconnected from the conference by the participant.

¢ The Collaboration Server will not redial an endpoint that has been
disconnected or deleted from the conference by an operator or administrator.

Exclusive Content Mode

Select this option to limit the Content broadcasting to one participant, preventing
other participants from interrupting the Content broadcasting while it is active.

Enable FECC

This option is enabled by default, allowing participants in the conference to
control the zoom and PAN of other endpoints in the conference via the FECC
channel. Clear this check box to disable this option for all conference
participants.

FW NAT Keep Alive

The MCU can be configured to send a FW NAT Keep Alive message at specific
Intervals for the RTP, UDP and BFCP channels.

For more information see FW (Firewall) NAT Keep Alive.

Interval

If needed, modify the NAT Keep Alive Interval field within the range of 1 - 86400
seconds.For more information see FW (Firewall) NAT Keep Alive.
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New AVC CP Profile - Advanced Parameters (Continued)

Field/Option Description
MS AV MCU Cascade This enables you to set Cascade Mode as either Resource Optimized or Video
Mode Optimized.

* Resource Optimized
System resource usage is optimized by allowing high resolution connections
only at high line rates and may result in lower video resolutions for some line
rates. This option allows youto save MCU resources and increase the
number of participant connections.

* Video Quality Optimized
Video is optimized through higher resolution connections at lower line rates
increasing the resource usage at lower line rates. This may decrease the
number of participant connections.

For more information, see H.264 Base Profile and High Profile Comparison.

6 For CP Conferences only: Click the Gathering Settings tab.

3y General

3 Advanced

3 Gathering Settings
3 Wideo Quality

3 Wideo Settings

3 Audio Settings

3 Skins

3 IVR

3 Recording

> Site Names

3 Message Overlay
3 Network Services

3 Layout Indications

Display Name: |
Line Rate: B4 Kbps  +
Conferencing Mode: CP (Continuous Presence) v

¥ Enable Gathering Phase

Display Language: English -

Dial-in Numnber 1: |

Dial-in Number 2: |

Infol: [

Info2: |

Info3: |

7 Optional. Define the following fields if the conference is not launched by the Polycom Conferencing
Add-in for Microsoft Outlook:
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information is received from the meeting invitation and existing field value are overridden. For

@ ¢ If the conference is launched by the Polycom Conferencing Add-in for Microsoft Outlook the field

more information see Polycom Conferencing for Microsoft Outlook® .

e Gathering is not supported in Cascading Conferences.

For more information see Auto Scan and Customized Polling in Video Layout (CP Conferences Only).
8 Click the Video Quality tab.
The New Profile — Video Quality dialog box opens.

lew Pro

General
Advanced
Gathering Settings
Video Quality
Video Settings
Audio Settings
Skins

VR

Recording

Site Names
Message Overlay
Network Services

L R R ]

Layout Indications

Display Name: I
Line Rate: 384 Kbps vl
Conferencing Mode: CP (Continuous Presence)
-People Video Definition
Video Quality: Shampness =
Maximum Resolution: Auto >

¥ video Clarity

¥ Auto Brightness

- Content Video Definition

Content Settings: HiResGraphics
™ AS SIP content

[~ Multiple Content Resolutions

Transcode to: [ Hze4 ¥ H.263

I™ H.264 Cascade

Content Protocol: |H2€4HD

[~ send Content to Legacy Endpoints

=l

9 Define the following parameters:
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New AVC CP Profile - Video Quality Parameters

Field/Option

Description

People Video Definition

Video Quality

Sharpness is the only supported content format that supports higher video

resolutions.

Depending on the amount of movement contained in the conference video, select

either:

¢ Motion — For a higher frame rate without increased resolution. When selected,
Video Clarity is disabled.

* Sharpness - For higher video resolution and requires more system resources.

Note: When Sharpness is selected as the Video Quality setting in the conference

Profile, the Collaboration Server will send 4CIF (H.263) at 15fps instead of CIF

(H.264) at 30fps.

Maximum Resolution

This setting overrides the Maximum Resolution setting of the Resolution
Configuration dialog box.

The administrator can select one of the following Maximum Resolution options:

¢ Auto (default) - The Maximum Resolution remains as selected in the
Resolution Configuration dialog box.

« CIF

e SD

« HD720
« HD1080

Maximum Resolution settings can be monitored in the Profile Properties - Video
Quality and Participant Properties - Advanced dialog boxes.

Notes:

¢ The Resolution field in the New Participant - Advanced dialog box allows
Maximum Resolution to be further limited per participant endpoint.

¢ The Maximum Resolution settings for conferences and participants cannot be
changed during an ongoing conference.

Content Video Definition

Content Settings

Select the transmission mode for the Content channel:

* Graphics — basic mode, intended for normal graphics

* Hi-res Graphics (AVC CP Only) — a higher bit rate intended for high resolution
graphic display

* Live Video (AVC CP Only) — Content channel displays live video

¢ Customized Content Rate (AVC CP Only) — manual definition of the
Conference Content Rate, mainly for cascading conferences.

Selection of a higher bit rate for the Content results in a lower bit rate for the people
channel.

AS SIP Content

AS-SIP is an implementation of SIP that utilizes SIP’s built in security features.

When selected, content is shared using the Multiple Resolutions mode and is not
supported in any other Content sharing mode.

For more information, see Enabling AS-SIP Content.
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New AVC CP Profile - Video Quality Parameters (Continued)

Field/Option

Description

Multiple Content
Resolutions

Click this check box to enable the Multiple Content Resolutions mode, in which

content is shared in multiple streams, one for each video protocol: H.263 and

H.264. This allows endpoints with different protocols to connect and disconnect

without having to restart Content sharing in the middle of a conference. For more

information, see Sharing Content Using Multiple Content Resolutions Mode.

When enabled, the H.264 is always selected and can not be deselected.

Note: If Multiple Content Resolutions is selected in a Cascading environment, the

Content Protocol must be set to H.264 Cascade and SVC Optimized and H.264

Cascade must be checked as the Transcode to: setting.

Optional. Select additional protocols:

¢ H.263 - if the conference will include H.263-capable endpoints that do not support
H.264 protocol for content sharing.

¢ H.264 Cascade - if the conference will include cascading links that should use a
fixed video format for content sharing.

Optional. If H.264 Cascade is selected, select the desired Content Resolution.

Content Protocol

Select the Content Protocol to be used for content sharing in Highest Common
Content Sharing Mode.
¢ H.263 (AVC CP only)

Content is shared using the H.263 protocol.

Use this option when most of the endpoints support H.263 and some endpoints
support H.264.

e H.263 & H.264 Auto Selection (AVC CP only)
When selected, content is shared using H.263 if a mix of H.263-supporting and
H.264-supporting endpoints are connected, or H.264 if all connected endpoints
have H.264 capability.
¢ H.264 Cascade and SVC Optimized
All Content is shared using the H.264 content protocol and is optimized for use
in cascaded conferences.
e H.264 HD (AVC CP only, default)
Ensures high quality Content when most endpoints support H.264 and HD
resolutions.
Note: When Multiple Content Resolutions is selected, the Content Protocol field
is hidden.
For more information, see Content Protocols and Defining Content Sharing
Parameters for a Conference.

H.264 High Profile
(Check Box)

The H.264 High Profile check box is un-checked by default and is displayed next to
the Content Protocol drop-down menu if all the following conditions are met:

e The selected Conferencing Mode is AVC-CP.

¢ Multiple Resolutions (Content Transcoding) is not selected.

* The selected Content Protocol is Cascade and SVC Optimized.

If H.264 HD, H.264 Cascade and SVC Optimized is selected, the Content
Resolution is set according to the line rate.

e TIP Compatibility (in the Profile - Advanced dialog box) is selected as None or
Video Only.
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New AVC CP Profile - Video Quality Parameters (Continued)

Field/Option

Description

Content Resolution

Select the Content Resolution and frame rate according to the selected Content
Sharing Mode (Highest common Content or Multiple Resolution Contents) and the
video protocol. For more information, see Defining Content Sharing Parameters for
a Conference.

Content Rate
drop-down menu

The Content Rate drop-down menu is displayed next to the Content Resolution
drop-down menu when:

e H.264 Cascade and SVC Optimized is the selected Content Protocol
and
* CustomizedContentRate is the selected Content Setting.

Send Content to
Legacy Endpoints
(CP only)

When enabled (default), Content can be sent to H.323/SIP endpoints that do not
support H.239 Content (legacy endpoints) over the video (people) channel. For
more information see Sending Content to Legacy Endpoints (AVC Only).

Notes:
* When enabled, an additional HD video resource is allocated to the conference.

e This option is valid when sending Content as a separate stream is enabled by the
System Flag ENABLE_H239 set to YES.

¢ Select this option when Avaya IP Softphone will be connecting to the conference.

* If the Same Layout option is selected, the Send Content to Legacy Endpoints
selection is cleared and is disabled.

* Once an endpoint is categorized as Legacy, it will not be able to restore its
content to the Content channel and will receive content only in the video channel.

10 Click the Video Settings tab.
The New Profile - Video Settings dialog box opens.
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> General Display Name: |
% Advanced
3 Gathering Settings Line Rate: m
> Video Quality Conferencing Mode: ’—M" jous Presence) [g
3% Video Settings
3 Audio Settings
3 Skins
. R " Presentation Mode
3 Recording
> Site Names [~ same Layout
> Message Overlay ™ Lecturer View Switching
3 Network Services
S ey TS Auto Scan Interval(s): 10
v Auto Layout
| |
\ El
O

2

zl

4

5+

=2

10+
Overlay

11 Define the video display mode and layout using the following parameters:

New AVC CP Profile - Video Settings Parameters

Field/Option

Description

Presentation Mode

(CP only)

Select this option to activate the Presentation Mode.

In this mode, when the current speaker speaks for a predefined time (30 seconds),
the conference changes to Lecture Mode. When another participant starts talking,
the Presentation Mode is cancelled and the conference returns to the previous
video layout.

Same Layout

(CP only)

Select this option to force the selected layout on all participants in a conference.
Displays the same video stream to all participants and personal selection of the
video layout is disabled. In addition, if participants are forced to a video layout
window, they can see themselves.

Lecture View
Switching

Select this option to enable automatic switching of participants on the Lecturer’s
screen when Lecture Mode is enabled for the conference.

The automatic switching is enabled when the number of participants exceeds the
number of video windows displayed on the Lecturer’s screen.

Note: Lecture Mode is enabled in the Conference Properties — Participants tab.
For more information, see Lecture Mode (AVC CP Only).

Polycom®, Inc.
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New AVC CP Profile - Video Settings Parameters (Continued)

Field/Option

Description

Auto Scan Interval(s)

(CP only)

Select the time interval, 5 - 300 seconds, that Auto Scan uses to cycle the display
of participants that are not in the conference layout in the selected cell.

Auto Scan is often used in conjunction with Customized Polling which allows the
cyclic display to be set to a predefined order for a predefined time period.

Auto Layout

(CP only)

When selected (default), the system automatically selects the conference layout
based on the number of participants currently connected to the conference. When a
new video participant connects or disconnects, the conference layout automatically
changes to reflect the new number of video participants.

For more information, see Auto Layout — Default Layouts in CP Conferences.
Clear this selection to manually select a layout for the conference.

The default Auto Layout settings can be customized by modifying default Auto
Layout system flags in the System Configuration file. For more information see,
Auto Layout Configuration.

Note: In some cases, the default layout automatically selected for the conference
contains more cells than the number of connected participants, resulting in an
empty cell. For example, if the number of connected participants is 4, the default
layout is 2x2, but as only 3 participants are displayed in the layout (the participants
do not see themselves), one cell is empty.
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Auto Layout — Default Layouts in CP Conferences

Number of Video Participants

Auto Layout Default Settings

0-2

6-7

8-10

1"

12+

In layout 2+8, the two central windows display the last two speakers in the conference: the current
speaker and the “previous” speaker. To minimize the changes in the layout, when a new speaker is
identified the “previous” speaker is replaced by the new speaker while the current speaker remains

in his/her window.

Polycom®, Inc.
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The Collaboration Server supports the VUI addition to the H.264 protocol for endpoints that transmit
wide video (16:9) in standard 4SIF resolution.

When there is a change of speaker in a Continuous Presence conference, the transition is set by
default to fade in the current speaker while fading out the previous speaker.

To make this transition visually pleasant, fading in the current speaker while fading out the previous
speaker is done over a period of 500 milliseconds.

The Fade In / Fade Out feature can be disabled by adding a new flag to the System Configuration.
The Value of the new flag must be: FADE_IN_FADE_OUT=NO.

For more information about System Flags, see the Modifying System Flags.

12 To select the Video Layout for the conference, click the required number of windows from the
layouts bar and then select the windows array. The selected layout is displayed in the Video Layout

pane.
Video Layout Options
Number of Video Windows Available Video Layouts
1
2
|
mm 5§ = OO
3
= O HEI
oo = O
4
om == 4]
oo E EE ooo
5+
g gooog o o
O &5 0 0 O
9
R Eg S
10+

13 Click the Audio Settings tab.
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The New Profile - Audio Settings dialog box opens.

New Profile .

Message Overlay Speaker Change Threshold (Seconds) Ato -

Network Services
¥ Aute mute noisy endpoints

» General .

S5 Advaneed Display Name: I

» Gathering Settings Line Rate: Im
» Wideo Quality

3 Video Settings Conferencing Mode: CP (Continuous Presence) v]
» Audio Settings

3 Skins

» IVR

S IRcconiing | Audio Clarity

3 Site Names ™ Mute participants except lecturer

>

>

>

Layout Indications

14 Define the following parameters:
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New AVC CP Profile - Audio Settings Parameters

Field/Option

Description

Mute participant
except lecturer

When the Mute Participants Except Lecturer option is enabled, the audio of all
participants in the conference except for the lecturer can be automatically muted
upon connection to the conference. This prevents other conference participants
from accidentally interrupting the lecture, or from a noisy participant affecting the
audio quality of the entire conference. Muted participants cannot unmute
themselves unless they are unmuted from the Collaboration Server Web
Client/RMX Manager.

You can enable or disable this option during the ongoing conference.

Notes:

* When enabled, the mute indicator on the participant endpoints are not visible
because the mute participants was initiated by the MCU. Therefore, it is
recommended to inform the participants that their audio is muted by using the
Message Overlay function.

In the Collaboration Server Web Client/RMX Manager the mute by MCU
indicator is listed for each muted participant in the Audio column in the
Participants pane.

e This option can be disabled during an ongoing conference, thereby unmuting all
the participants in the conference.

* If the endpoint of the designated lecturer is muted when the lecturer connects to
the conference, the lecturer remains muted until the endpoint has been unmuted.

* When you replace a lecturer, the MCU automatically mutes the previous lecturer
and unmutes the new lecturer.

* When you disconnect a lecturer from the conference or the lecturer leaves the
conference, all participants remain muted but are able to view participants in
regular video layout until the you disable the Mute Participants Except Lecturer
option.

* A participant can override the Mute Participants Except Lecturer option by
activating the Mute All Except Me option using the appropriate DTMF code,
provided the participant has authorization for this operation in the IVR Services.
The lecturer audio is muted and the participant audio is unmuted. You can
reactivate the Mute Participants Except Lecturer option after a participant has
previously activated the Mute All Except Me option. The participant is muted and
the lecturer, if designated, is unmuted.

* In cascaded conferences, all participants (including the link participant) are
muted. Only the lecturer is not muted.

Speaker Change
Threshold

Indicates the amount of time a participant must speak continuously before
becoming the speaker.

Select the desired threshold:
¢ Auto (Default, 3 seconds)
¢ 1.5 seconds

* 3 seconds

¢ 5seconds

Polycom®, Inc.
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15 Click the Skins tab to modify the background and frames.

The New Profile - Skins dialog box opens.

General
Advanced
Gathering Settings
Video Quality
Video Settings
Audio Settings
Skins

VR

Recording

Site Names
Meszage Overlay

Network Services

e T R R R R T R R R

Layout Indications

Display Name: ‘
Line Rate: 384 Kbps
Conferencing Mode: CP (Cortinuous Presence)

Mote: When enabled, Site Names textis displayed without a background.

GE FE

Mote: When enabled, Site Names textis displayed with a background.

16 Select one of the Skin options.

Polycom®, Inc.
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17 Click the IVR tab.

The New Profile - IVR dialog box opens.

3 General

» Advanced

Display Name: |

|z| Gathering Settings Line Rate: 384 Kbps v
5 Wideo Quality
Conferencing Mode:
 Mideo Setrings a CFP (Continuous Presence)
5 Audio Settings
» Skins Conference IVR Service: |Cﬂrdenence IVR Service j
» IVR 5 ‘
7 [ Conference Requires Chairperson
» Recording
-

3 Site Names
s Message Overlay
3 Netwark Services

% Layout Indications

18 If required, set the following parameters:

New AVC CP Profile - IVR Parameters

Field/Option

Description

Conference IVR
Service

The default conference IVR Service is selected. You can select another conference
IVR Service if required.

Conference Requires  Select this option to allow the conference to start only when the chairperson

Chairperson

connects to the conference and to automatically terminate the conference when the
chairperson exits. Participants who connect to the conference before the
chairperson are placed on Hold and hear background music (and see the Welcome
video slide). Once the conference is activated, the participants are automatically
connected to the conference.

When the check box is cleared, the conference starts when the first participant
connects to it and ends at the predefined time or according to the Auto Terminate
rules when enabled.
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New AVC CP Profile - IVR Parameters (Continued)

Field/Option

Description

Terminate conference
after chairperson
leaves

Select this check box to automatically terminate the conference after the
chairperson leaves. When the chairperson leaves, the “Chairperson Has Left” IVR
message is played to all participants, at which point the conference terminates. This
way an operator does not need to monitor a conference to know when to terminate
it manually.

If there is a single chairperson in the conference who is changed to a regular
participant the conference will be terminated as if the chairperson left. If there is
more than one chairperson, then changing one chairperson to a regular participant
will not terminate the conference. It is therefore recommended that before changing
a single chairperson to regular participant, another participant first be changed to
chairperson.

Terminate Conference After Chairperson Leaves is not supported in cascaded
environments.

19 Optional. Click the Recording tab to enable conference recording with Polycom RSS 2000/4000.
The New Profile - Recording dialog box opens.

3 General

Advanced

Display Name: |

3 Gathering Settings
Video Quality
Video Settings
Audio Settings
Skins
IVR

Line Rate:

Conferencing Mode:

384 Kbps
CP (Cortinuous Presence) +

[~ Enable Recording

Dial Out Recording Link

Site Names

Message Overlay

Start Recording

E

¥

>

>

>

>

> Recording |
>

>

3 Network Services

3 Layout Indications I
P

o4

|Immed\atel;c J
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20 Define the following parameters:

New AVC CP Profile - Recording Parameters

Parameter

Description

Enable Recording

Select this check box to enable the Recording of the conference. If no
Recording Links are found, an error message is displayed.

Recording Link

Select the Recording Link to be used for conference recording.
Recording Links defined on the Collaboration Server can be given a
descriptive name and can be associated with a Virtual Recording
Room (VRR) saved on the Polycom® RSS™ 4000 (Recording and
Streaming Server). For more information see Recording Conferences

Start Recording

Select when to start the recording:

¢ Immediately — conference recording is automatically started upon
connection of the first participant.

¢ Upon Request — the operator or chairperson must initiate the
recording (manual).

Display Recording
Icon

This option is automatically selected to display a Recording Indication
to all conference participants informing them that the conference is
being recorded.

Clear the selection to prevent the display of the recording icon.

Polycom®, Inc.

The Recording link (which is listed as a participant in the conference) does not support H.264 High
Profile. If recording a conference that is set to H.264 High Profile, the Recording participant connects
as Audio Only and records only the conference Audio.
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21 Click the Site Names tab.
The New Profile - Site Names dialog box opens.

General
Advanced
Gathering Settings
Wideo Quality
Wideo Settings
Audio Settings
skins

VR

Recording

Site Names
Message Overlay

Network Services

L L V"

Layout Indications

Display Name:

Line Rate:

Conferencing Mode:

|
384 Kbps

CP {Continuous Presence)

Display Mode:

Font Size:
Calar:

Display Position:

Harizontal Position:

Wertical Position:

Background Transparency:

Preview

C—
ER—
FIr—

0 50

100

Using the Site Name dialog box, you can control the display of the site names by defining the font,
size, color, background color and transparency and position within the Video Window. For a detailed
description of the site names options see Site Names Definition.

22 Define the following parameters:

New AVC CP Profile - Site Names Parameters

Field

Description

Display Mode

Select the display mode for the site names:
* Auto - Display the Site Names for 10 seconds whenever the Video Layout

changes.

* On - Display the Site Names for the duration of the conference.

* Off (default) - Do not display the Site Names and all other fields in this tab are
grayed and disabled

Polycom®, Inc.
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New AVC CP Profile - Site Names Parameters

Field

Description

Font Size

Click the arrows to adjust the font size (in points) for the display of Site Names.

Choose a Font Size that is suitable for viewing at the conference’s video resolution.

For example, if the resolution is CIF, a larger Font Size should be selected for
easier viewing.

Range: 9 - 32 points
Default: 12 points

Background Color

Select the color of the Site Names display text.

The color and background for Site Names display text is dependent on whether a

Plain Skin or a Picture Skin was selected for the conference in the Profile - Skins
tab. The choices are:

Plain Skin (Classic) Picture Skin
Default: Default:
White Text LIS |\ hite Text
No Background AaBbCc Red Background
AaBbCc

AaBbCc (For contrast, no AaBbCc
background is shown as
black when the text is AaBbCc
white.)

AaBbCc

Note: Choose a Background Color combination that is suitable for viewing at the
conference’s video resolution. At low resolutions, it is recommended to select
brighter colors as dark colors may not provide for optimal viewing.
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New AVC CP Profile - Site Names Parameters

Field Description
Display Position Select the pre-set position for the display of the Site (endpoint) Names.
Selection Site Names Position

LeftTop (Default)

Top

RightTop

LeftMiddle

RightMiddle

Polycom®, Inc.
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New AVC CP Profile - Site Names Parameters

Field Description
Display Position LeftBottom
(cont.)
Bottom
RightBottom

Polycom®, Inc.
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23 Click the Message Overlay tab.

The New Profile - Message Overlay dialog box opens.

General
Advanced
Gathering Settings
Wideo Quality
Wideo Settings
Audio Settings
Skins

VR

Recording

Site Names
Message Overlay

Network Services

L L

Layout Indications

Display Name: |

Line Rate: 384 Kbps -

Conferencing Mode:

CP {Continuous Presence} v

I~ Enable
Cantent: ,7
Font Size: = |
Color:
Vertical Position: = J— 10
i
Background Transparency: — 50
1} 50 ‘ iIDU
Display Repetition: ,ﬁ
Display Speed: ETE |

Message Overlay enables you to send text messages to all participants during ongoing Continuous
Presence conferences.

The text message is seen as part of the in the participant’s video layout on the endpoint screen or

desktop display.

For more details, see Sending Text Messages During a Conference Using Message Overlay.

Polycom®, Inc.
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24 Define the following fields:

New AVC CP Profile - Message Overlay Parameters

Field Description

Enable This option is disabled by default. Select this check box to enable Message Overlay
or clear it to disable it.

Content Enter the message text. The message text can be up to 50 Chinese characters.

Font Size Click the arrows to adjust the font size (points) for the display of the message text.
Font size range: 9 - 32 points, default: 24 points
Note: In some languages, for example Russian, when a large font size is selected,
both rolling and static messages may be truncated if the message length exceeds
the resolution width.

Color From the drop-down menu select the color and background of the displayed text.

The choices are:

AaBbCc
AaBbCc

AaBbCc
AaBbCc

AaBbCc
AaBbCc

Default: White text on red background.

Vertical Position

Move the slider to the right to move the vertical position of the displayed text
downward within the Video Layout.

Move the slider to the left to move the vertical position of the displayed text upward
within the Video Layout.

Default: Top Left (10)

Background
Transparency

Move the slider to the left to decrease the transparency of the background of the
message text. 0 = No transparency (solid background color).

Move the slider to the right to increase the transparency of the background of the
message text. 100 = Full transparency (no background color).

Default: 50

Display Repetition

Click the arrows to increase or decrease the number of times that the text message
display is to be repeated.

Default: 3
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New AVC CP Profile - Message Overlay Parameters

Field Description

Display Speed Select whether the text message display is static or moving across the screen, the

speed in which the text message moves: Static, Slow, Fast
Default: Slow

As the fields are modified the Preview changes to show the effect of the changes.

For example:

Small Text, White on red, Top, Middle Small Text, White on yellow, Bottom
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25 Click the Network Services tab.
The New Profile - Network Services dialog box opens.
L —

General

>

. Atvanced Display Name: |

3 Gathering Settings Line Rate: ’m
3 Video Quality ’

e vRreaETE Conferencing Mode: CP (Cortinuous Presence) =
3 Audio Settings

3 Skins IP Network Services:

> VR Service Name | SIP Registration |Accept calls
> Recording IP Network Ser [~ i

3 Site Names

3 Message Overlay

3 Network Services

3 Layout Indications

Registration of conferencing entities such as ongoing conferences, Meeting Rooms, Entry
Queuesand SIP Factories with SIP servers is done per conferencing entity. This allows better control
on the number of entities that register with each SIP server. Selective registration is enabled by
assigning a conference Profile in which registration is configured to the required conferencing
entities. Assigning a conference Profile in which registration is not configure to conferencing entities
will prevent them from registering. By default, Registration is disabled in the Conference Profile, and
must be enabled in Profiles assigned to conferencing entities that require registration.

26 Define the following parameters:

New AVC CP Profile - Network Services Parameters

Parameter Description

IP Network Services

Service Name This column lists all the defined Network Services, one or several depending on the
system configuration.
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New AVC CP Profile - Network Services Parameters

Parameter

Description

SIP Registration

To register the conferencing entity to which this profile is assigned with the SIP
Server of the selected Network Service, click the check box of that Network Service
in this column.

When SIP registration is not enabled in the conference profile, the Collaboration
Server's registering to SIP Servers will each register with an URL derived from its
own signaling address.

Accept Calls

To prevent dial in participants from connecting to a conferencing entity when
connecting via a Network Service, clear the check box of the Network Service from
which calls cannot connect to the conference.

Polycom®, Inc.
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27 Click the Layout Indications tab.
The Layout Indications dialog is displayed.

» General

Display Name:
3 Advanced =L |
3 Video Quality Line Rate: 1920 Kops =
3 Video Settings
Conferencing Mode: l—_|
3 Audio Settings SVC Only v
> IVR
3 Network Services Position: Top
» Layout Indications r
r
o~
)
Duration: m Seconds
r

The Layout Indications are displayed in the conference video layout as an icon group that includes:
» Recording

» Audio Participants

» Network Quality

@ L97 Jl 4
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selected.

The Layout Indications tab is only displayed if either AVC-CP or AVC-CP and SVC (mixed mode) is

Beginning with version 8.4, the configuration options of the Layout Indications tab have replaced the

following system flags:

¢ DISABLE_SELF_NETWORK_IND

e SELF_IND_LOCATION

For further information on layout indications see Layout Indications (AVC Endpoints).

28 Modify the following parameters to configure the display, position, and duration of the indication

icons.

New AVC CP Profile - Layout Indications Parameters

Field Description
Position Use the Position drop-down menu to configure the display position of the indication
icons group. Icons can be displayed in the following positions:
e Top-left
* Bottom-left
e Top center (default)
* Bottom
e Top-right
¢ Bottom-right
Recording Select the check box to display the Recording icon.

The Recording indication icon is a duplicate of the Display Recording Icon field in the
Recording tab of the Profile dialog.

For more information, see Recording Conferences.

Audio Participants

Select the check box to display the Audio Participants icon.

¢ Permanent - Sets the Audio Participant Indication to display permanently. In this
setting it is only displayed when audio participants are connected.

¢ On audio participants change - Sets the Audio Participant Indication to display for
a short period only when the number of audio participants changes.
A Duration - Sets the amount of time the Audio Participant icon displays.

For more information see Audio Participants Indication.

Network Quality

To display the Network Quality icon, select the check box.
For more information see Network Quality Indication (AVC Endpoints).

29 Click OK to complete the Profile definition.
A new Profile is created and added to the Conference Profiles list.
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Additional Information for Setting CP Profiles

This section includes detailed explanation of various CP Profile settings:

Gathering Phase

Overlay Layouts

Site Names Definition

Sending Text Messages During a Conference Using Message Overlay
Selecting the Chinese Font for Text Display

Gathering Phase

The Gathering Phase of an AVC (CP only) conference is the time period during which participants are
connecting to a conference. During the Gathering Phase, a mix of live video from connected endpoints is
combined with both static and variable textual information about the conference into a slide which is
displayed on all connected endpoints.

P mrry w1 s

Recording Connected Optional Additional Participant
Indicator Participants Information Count
(If enabled) (Infofields 1,2&3 in

Polycom®, Inc.

New Participant -
Information tab.

Conference Access
Information Numbers
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During the Gathering Phase, the audio of all participants can be heard, and the video of active speakers is
displayed in the video windows as they begin talking.

All connected participants are kept informed about the current conference status including names of
connected participants, participant count, participant type (video/audio) etc.

Gathering Phase Guidelines

Gathering Phase is only available in AVC only (CP only) conferences. It is not supported in SVC Only
conferences.

The Gathering Phase slide can be displayed at any time during the conference by entering the Show
Participants DTMF code, *88.

Note: When the display of the Gathering Phase slide is removed, the message overlay text is also
removed.

The names of the first eight participants to connect are displayed. If eight or more participants
connect, the 8th row displays “...”.

Static text in the Gathering Phase slide such as the field headings: Organizer, Duration, Video/Audio
Participants, Access Number, IP are always displayed in the language as configured in the Polycom
Virtual Meeting Rooms Add-in for Microsoft Outlook. The following languages are supported:

English

French

German

International Spanish
Korean

Japanese

YV V V V V VYV V

Simplified Chinese

Dynamic text in the Gathering Phase slide such as the meeting name, participants’ names, access
numbers and the additional information entered in the Info1/2/3 fields of the Gathering Settings tab
of the conference Profile are displayed in the language of the meeting invitation.

The language of a Gathering Phase slide of a conference configured to include a Gathering Phase
that is not launched by the Polycom Conferencing Add-in for Microsoft Outlook is configured by the
administrator. Using the Collaboration Server Web Client, the administrator selects the language for
the Gathering Phase slide. The language selected can be different to that of the Collaboration Server
Web Client used by the administrator to perform the configuration.
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) Content can be sent during the Gathering Phase. The content is displayed in the large video window
of the participant’s layout while the Gathering slide is displayed in a smaller video window in the
layout.

Content

v Sl ¢—— Gathering Slide

Weekly Sales Meeting
April 14,2010

e Gathering is not supported in Cascading Conferences.

Gathering Phase Duration

The duration of the Gathering Phase can be customized by the administrator so that it is long enough to be
viewed by most connected participants yet short enough so as not to over extend into the scheduled
conferencing time.

The Gathering Phase duration is configured for the Collaboration Server, by the following System Flags in
system.cfg in the Setup >System Configuration:

e CONF_GATHERING_DURATION_SECONDS
Range: 0 - 3600 seconds
Default: 180 seconds

The Gathering Phase duration of the conference is measured from the scheduled start time of the
conference.

Example: If the value of the flag is set to 180, the Gathering slide is displayed for three minutes to all
participants starting at the conference Start Time, and ending three minutes after the conference Start
Time.

For participants who connect before Start Time, the Gathering slide is displayed from the time of
connection until the end of the Gathering duration period.

o PARTY_GATHERING_DURATION_SECONDS
Range: 0 - 3600 seconds
Default: 15 seconds

The value of this flag determines the duration of the display of the Gathering slide for participants that
connect to the conference after the conference Start Time.

Participants connecting to the conference very close to of the end of the Gathering Phase (when there
are fewer seconds left to the end of the Gathering Phase than specified by the value of the flag) have
the Gathering slide displayed for the time specified by the value of the flag.

Example: If the value of the flag is set to 15, the Gathering Phase slide is displayed to the participant
for 15 seconds.
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Enabling the Gathering Phase Display

The Gathering Phase is enabled for per conference in the Conference Profile. The profile also includes the
dial-in numbers and the optional additional information to display on the slide.

Conferences that are configured to include a Gathering Phase that are not launched by the Polycom
Conferencing Add-in for Microsoft Outlook need the following information to be entered via the New Profile
or Profile Properties — Gathering Settings dialog box:

e Display Name (Optional, the Meeting Name is used if left blank.)
e Displayed Language
e Access Number 1/ 2 (Optional.)
e Additional Information (Optional free text)
» Info 1
> Info 2
> Info 3

Conferences launched by the Polycom Conferencing Add-in for Microsoft Outlook receive this information
from the meeting invitation.

For more information see Defining New Profiles .

Overlay Layouts

In Overlay Layouts additional participant endpoints can be displayed over the full screen display of the
conference speaker.

The following Overlay Layouts are available for use in CP Conferences:

1Standalone Endpoint 2 Standalone Endpoints 3 Standalone Endpoints

Although the following Overlay Layout is included in the Profiles - Video Settings dialog box, it is not
available for use in any Conferencing Mode and is only available when included in the Polycom® Multipoint
Layout (MLA) application:

Single Overlay Cell: 2-4 Screens
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These Overlay Layouts will only be available in ITP (Telepresence) conferences when support for
Overlay Layouts is included in the Polycom® Multipoint Layout (MLA) application.

Guidelines for using the Overlay Layouts

The Overlay Layouts are supported:
» In CP Conferencing Mode only.
» With ITP, non-ITP and CTS endpoints used only as standard endpoints.

» With both new and classic Skins in Collaboration Server CP mode. For more information see the
Polycom® RealPresence Collaboration Server 800s/Virtual Edition Administrator’s Guide, “Skins”
on Click the Skins tab to modify the background and frames.

Overlay Layouts are not supported in ITP conferences as they are not supported by the MLA
application.

The Overlay Layouts are 20% of the height of the endpoint display and are supported on endpoints
of both 16:9 and 4:3 aspect ratios.

Overlay Layouts are recommended for use with high resolution endpoints.

Overlay Layouts are not selected as defaults by the system and are not included in the Auto Layout
settings.

Message Overlay is not affected by the use of Overlay Layouts and is displayed on top of the video
layouts.

Site Names are displayed for all cells. Because the smaller cells are located at the bottom of the large
cell, when enabling Site Names it is advisable not to locate the Site Name at the bottom of the cells.

Standalone Endpoint Cells are displayed each with a border. For all Overlay Layouts, border color is
dependent on the selected Skin.

System behavior for Video Forcing and Personal Layout Control when using the Overlay Layouts
during an ongoing conference is the same as for other video layouts.

Overlay Layouts are only available for selection for the Conference Layout and are not available for
selection for Personal Layout.

During an ongoing conference you cannot select the Overlay Layouts via PCM or Click&View.

PCM menus can be used when the Overlay Layouts are active, and they are displayed as the top
layer.
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Selecting the Overlay Layouts

The Overlay Layouts are selected in the New Profile - Video Settings dialog box, in the Overlay tab of the
Video Layout tree.

» General
3 Advanced
3 Gatharing Satings

T

» Audin Setings

¥ Skins

» VR

» Reoording

» Eibt Narmes

3 MEssage Ouerday
3 MEDMOTK SEnAmIE

Diplay Mame;

Line Rate:

™ Pressntation Mode
W send Content 1o Lagsoy Endosint

I Lecturer View Swichimg

|Factoey e _Frotic

T Kegr =)

Telepresence Mide: il -
Talaprazarcs LayautMods: [Mamm =
Autp Scan [ntersalls): I ;‘

™ Auto Layout
1
= =
5 = Tab: Overlay
2
/ Qvarday
E
EE
L Ay J T
S = EE =
z 2
L 4
5+ 54
[ 1 Standalone 5 2 Stﬂl'ldi.ﬂDnB
s Endpoint e Endpoints
Ser Sverlay
= = = = =l =l
E = EE
A}
\
B 1
2 3 » ZI
= 2
> *
g 54
2 = mdione ’ Single Overlay Cell
— Pidpome i 2-4 Screens
Querlay | Beray
= z = 2 - + Pending MLA
b = Support:
ITP Room Names
Displayed in
Drop-down Menu

Polycom®, Inc.

68



Defining AVC-Based Conference Profiles

Site Names Definition

You can control the display of the site names by defining the font, size, color, background color and
transparency and position within the video window in the Profile - Site Name dialog box.

Guidelines
e Site Names display is Off by default in a new profile.
e Site Names can be enabled to function in one of two modes:
» Auto — Site names are displayed for 10 seconds whenever the conference layout changes.
» On — Site names are displayed for the duration of the conference.
e During the display of the site names, the video frame rate is slightly reduced

e Site Names display characteristics (position, size, color) can by modified during an ongoing
conference using the Conference Properties - Site Names dialog box. Changes are immediately
visible to all participants.

e Site Names display text and background color is dependent on the Skin selected for the conference:
» Plain Skins - Site Names text is displayed without a background.
» Picture Skins - Site Names text is displayed with a background.

Shorten the Site Name Display

The SIP_OMIT_DOMAIN_FROM_PARTY_NAME System Flag can be used to remove Domain Names
from SIP dial-in participants’ Site Names. This prevents long domain names being appended to SIP
participant names, as frequently happens when the Collaboration Server is used with a DMA.

The flag must be manually added to the System Configuration and its value modified as follows:
e YES (Default) - The domain name is omitted from SIP dial-in participant names.
e NO - The domain name remains as part of SIP dial-in participant names.

For more information, see Modifying System Flags.
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Site Name

' Site Name
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Sending Text Messages During a Conference Using Message Overlay

The Message Overlay option in the Conference Profile allows the operator or administrator to send text
messages to all participants during an ongoing conference.

The text message is seen as part of the participant’s video layout on the endpoint screen or desktop display.

Message Overlay

-—

Guidelines

Text messaging using Message Overlay is supported in:

» Continuous Presence (CP) conferences

» Same Layout mode

» Encrypted conferences

» With Unicode or ASCII characters

Text messages using Message Overlay cannot be displayed:
» In Lecture Mode

» When the PCM menu is active

» On endpoints that have their video suspended

Text messaging using Messages Overlay can be enabled, disabled or modified (content and display
parameters) during the ongoing conference.

The number of characters for each language can vary due to the type of font used, for example, the
available number of characters for Chinese is 18, while for English and Russian it is 48.

» In some languages, for example Russian, when large font size is selected, both rolling and static
messages may be truncated if the message length exceeds the resolution width.

Changes to the Message Overlay Content or display characteristics (position, size, color and speed)
are immediately visible to all participants. When there is a current Message Overlay:

» The current message is stopped immediately, even it has not completed all of its repetitions.
» The Display Repetition count is reset to 1.

» The new message content is displayed <Display Repetition> times or until it is stopped and
replaced by another content change.

If during the ongoing conference the Show Number of Participants DTMF option (default DTMF
*88) is used, when the displayed number of participants is removed, the message overlay text is also
removed.

The text messages cannot be sent via the Content channel.
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e Message Overlay text settings are not saved in the Conference Template when saving an ongoing
conference as a Conference Template.

e Text messages can also be sent to individual or several participants during the ongoing conferences.
For more details, see thePolycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide Sending Text Messages During a Conference Using Message Overlay.

For a detailed description of all the Message Overlay parameters, see New AVC CP Profile - Message
Overlay Parameters.

Selecting the Chinese Font for Text Display

When using the RMX Web Client or the RMX Manager in Chinese (either Simplified Chinese or Traditional
Chinese is selected as an available language in the Setup > Customize Display Settings > Multilingual
Setting, you can select one of several Chinese fonts for use when sending text over video. The font is used
to display text for the following:

e Display of Site Names
e Test messages sent using Message Overlay
e Text displayed on the Gathering slide when Chinese is selected as the display language

Selecting the Chinese Font

The Chinese fonts can be selected in the CP Conference Profile - Advanced dialog box only.
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The following Chinese fonts are available for selection:

[AlF=:

BEEEFHE

e Heiti (Default)
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e Songti
e Kaiti
o Weibei

The Chinese font cannot be changed during an existing conference. It can only be modified in the
conference profile.

A participant moved to another conference will be shown the font used by the new conference.
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In the Polycom® RealPresence® CloudAXIS™ Suite, the Conference Profiles are defined in the
RealPresence DMA system component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

Defining SVC Conference Profiles

The SVC conference Profile definition is started by selecting SVC as the Conferencing Mode. The dialog
boxes and their options change as the conference behavior and the MCU video processing change. For
example, site name display is performed and controlled by the SVC endpoint and not by the MCU as in CP

conferences.

To define SVC Only Profile:
1 In the RMX Management pane, click Conference Profiles.
2 In the Conference Profiles pane, click the New Profile button.
The New Profile — General dialog box opens.
By default, the Conferencing Mode is set to CP.
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3 Select SVC Only to define the SVC Profile.

e profie ]

> General
Y Rcvanced Display Name: ’@
3 Videa Quality Line Rate: 1520 foms =]
3 Video Settings -
e A S o Conferencing Mode: oy =
3 VR
3 Network Services
Routing Name: —

H.264 720p30

The profile tabs and options change accordingly and only supported options are available for
selection. Unsupported options are disabled (grayed out).

4 Define the Profile name and, if required, the Profile - General parameters:

New SVC Profile - General Parameters

Field/Option

Description

Display Name

Enter a unique Profile name, as follows:

¢ English text uses ASCII encoding and can contain the most characters (length
varies according to the field).

e European and Latin text length is approximately half the length of the maximum.

¢ Asian text length is approximately one third of the length of the maximum.

This is the only parameter that must be defined when creating a new profile.

Note: This field is displayed in all tabs.

Line Rate

Select the conference bit rate. The line rate represents the combined video, audio
and Content rate.

The default setting for SVC Only conference is 1920kbps.

Note: This field is displayed in all tabs.
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New SVC Profile - General Parameters

Field/Option

Description

Routing Name

Enter the Profile name using ASCII characters set.

You can define the Routing Name or it can be automatically generated by the

system if no Routing Name is entered as follows:

e Ifan all ASCII text is entered in Display Name, it is used also as the Routing
Name.

¢ |If any combination of Unicode and ASCII text (or full Unicode text) is entered in
Display Name, the ID (such as Conference ID) is used as the Routing Name.

5 Click the Advanced tab.
The New Profile — Advanced dialog box opens.

3y General

3> Advanced

3> Video Quality
3 Video Settings
5 Audio Settings
3 VR

3 Network Services

Display Name: [

Line Rate: 1520 Kbps ¥
Conferencing Hose: -
Encryption No Encryption 2

-

[ Auto Terminate

Before First Joins: 10 El: M

At the End: 1  vinutes

¥ After last participant quits

{~ When last participant remains

-

I~ Exclusive Content Mode

TIP Compatibility: None

-

[ FW NAT Keep Alive

Interval: 0 3 Seconds
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6 Define the following supported parameters:

New SVC Profile - Advanced Parameters

Field/Option

Description

Encryption

Select the Encryption option for the conference:

* Encrypt All - Encryption is enabled for the conference and all conference
participants must be encrypted.

* No Encryption - Encryption is disabled for the conference.

* Encrypt when Possible - enables the negotiation between the MCU and the
endpoints and let the MCU connect the participants according to their
capabilities, where encryption is the preferred setting. For connection guidelines
see Mixing Encrypted and Non-encrypted Endpoints in one Conference.

For more information, see Packet Loss Compensation (LPR and DBA) AVC CP

Conferences.

Auto Terminate

When selected (default), the conference automatically ends when the termination

conditions are met:

¢ Before First Joins — No participant has connected to a conference during the
n minutes after it started. Default idle time is 10 minutes.

¢ At the End - After Last participant Quits — All the participants have
disconnected from the conference and the conference is idle (empty) for the
predefined time period. Default idle time is 1 minute.

¢ At the End - When Last Participant Remains — Only one participant is still
connected to the conference for the predefined time period (excluding the
recording link which is not considered a participant when this option is selected).
It is not recommended to select this option for SVC Conferences. Default idle
time is 1 minute.

Exclusive Content
Mode

When selected, Content broadcasting is limited to one participant preventing other
participants from interrupting the Content broadcasting while it is active. For more
details, see

FW NAT Keep Alive

When selected, a FW NAT Keep Alive message is sent at an interval defined in the
field below the check box.

Interval

The time in seconds between FW NAT Keep Alive messages.
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7 Click the Video Quality tab.
The New Profile — Video Quality dialog box opens.

3 General -
Display Name: v
5 Advanced Py ey
3 Video Quality Line Rate: 1920 Kbps >
3 Video Settings 5 :
i Conferencing Mode: -
3 Audio Settings ¢ SUC Only
3 IVR
3 Network Services . -
People Video Definition
video Quality: Sharpness
Maximurm Resolution: Auto
-
-
Content Video Definition
Content Settings: Graphics
-
-
Transcode to: I I Io
Content Protocal: H.264 Cascade and SVC Optimized ~| [
Content Resolution: 720 5ips
-

8 In SVC Conferencing Mode, the video and Content sharing parameters cannot be modified and they
are set to the following parameters:

New SVC Profile - Video Quality Parameters

Field/Option Description

People Video Definition

Video Quality Only Sharpness is available in SVC Conferencing Mode. The MCU
sends the video stream in the resolution required by the endpoint.

Maximum Resolution ~ Only Auto is available in SVC Conferencing Mode. The MCU sends
the video stream in the resolution required by the endpoint.

Content Video Definition

Content Settings Only Graphics is available in SVC Conferencing Mode for
transmission of Content. It offers the basic mode, intended for normal
graphics. For more information, see Video Preview (AVC Participants
Only).
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New SVC Profile - Video Quality Parameters

Field/Option

Description

Content Protocol

H.264 Cascade and SVC Optimized is the only available Content
Protocol for content sharing during SVC-based conferences.

In this mode, all Content is shared using the H.264 content protocol
and all endpoints must use the set video resolution and frame rate
(720p 5fps). Endpoints that do not support these settings cannot
share content.

9 Click the Video Settings tab.

5 General

5 Advanced

3 Video Quality

5 Video Settings
3 Audio Settings

Display Name: ‘

Line Rate:

Conferencing Mode: -

1920 Kbps =

3 IR

3 Network Services

Auto Scan Interval(s): 0

5+

10+

Overlay

In SVC conferences, each endpoint determines its own video layout and there is no conference level
layout selected. Therefore, all the Video Settings parameters are disabled.

10 Click the Audio Settings tab.
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New Profile h

3 General

3 Advanced

3 Video Quality

3 Video Settings
3 Audio Settings
3 VR

3 Network Services

Display Name: I
Line Rate: 1920 Kbps =
Conferencing Mode: SVC Only >

[T Mute participants except lecturer

Speaker Change Threshold (Seconds) Auto -

11 If required, define the Speaker Change Threshold: Auto (Default, 3 seconds), 1.5.3.5.

It indicates the amount of time a participant must speak continuously before becoming the speaker.
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12 Click the IVR tab.

New Profile

Display Name:
Line Rate:

Conferencing Mode:

Conference IVR Service: Corference VR Service -

™ Conference Requires Chairperson

[T Terminate Conference after Chairperson lzaves
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13 If required, set the following parameters:

New SVC Profile - IVR Parameters

Field/Option

Description

Conference IVR
Service

The default conference IVR Service is selected. You can select
another conference IVR Service if required.

Conference Requires
Chairperson

Select this option to allow the conference to start only when the
chairperson connects to the conference and to automatically
terminate the conference when the chairperson exits. Participants
who connect to the conference before the chairperson are placed on
Hold and hear background music (and see the Welcome video slide).
Once the conference is activated, the participants are automatically
connected to the conference.

When the check box is cleared, the conference starts when the first
participant connects to it and ends at the predefined time or according
to the Auto Terminate rules when enabled.

Terminate conference
after chairperson
leaves

Select this check box to automatically terminate the conference after
the chairperson leaves. When the chairperson leaves, the
“Chairperson Has Left” IVR message is played to all participants, at
which point the conference terminates. This way an operator does not
need to monitor a conference to know when to terminate it manually.

If there is a single chairperson in the conference who is changed to a
regular participant the conference will be terminated as if the
chairperson left. If there is more than one chairperson, then changing
one chairperson to a regular participant will not terminate the
conference. It is therefore recommended that before changing a
single chairperson to regular participant, another participant first be
changed to chairperson.

Terminate Conference After Chairperson Leaves is not supported in
cascaded environments.

The following IVR features are not supported during SVC conferences:

> Roll Call

Click & View

>
>
>
> PCM
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14 Click the Network Services tab.
The New Profile - Network Services tab opens.

Rew Promte ]

3 General

3 Advanced

Display Name: [weeki]

3 Video Quality Line Rate: [1920 kops =]

3 Video Settings

+ Audio Settings Conferencing Mode: SVC Only -

3 VR

3 Network Services IP Netwark Services:
|5erw:e Name |SIP Reaistration |Accapt calls |
| 1P Network Ser [ 4 |

Registration of conferencing entities such as ongoing conferences, Meeting Rooms, and SIP
Factories with SIP servers is done per conferencing entity. This allows better control of the number
of entities that register with each SIP server. Selective registration is enabled by assigning a
conference Profile in which registration is configured for the required conferencing entities. Assigning
a conference Profile in which registration is not configure for conferencing entities will prevent them
from registering. By default, Registration is disabled in the Conference Profile, and must be enabled
in Profiles assigned to conferencing entities that require registration.

15 Define the following parameters:

New SVC Profile - Network Services Parameters

Parameter

Description

IP Network Services

Service Name

This column lists all the defined Network Services, one or several
depending on the system configuration.

SIP Registration

To register the conferencing entity to which this profile is assigned
with the SIP Server of the selected Network Service, click the check
box of that Network Service in this column.

When SIP registration is not enabled in the conference profile, the
Collaboration Server's registering to SIP Servers will each register
with an URL derived from its own signaling address.
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New SVC Profile - Network Services Parameters

Parameter Description

Accept Calls To prevent dial in participants from connecting to a conferencing
entity when connecting via a Network Service, clear the check box of
the Network Service from which calls cannot connect to the
conference.

16 Click OK to complete the Profile definition.
A new Profile is created and added to the Conference Profiles list.
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Defining Mixed CP and SVC Conferencing Profiles

In the Polycom® RealPresence® CloudAXIS™ Suite, the Conference Profiles are defined in the
RealPresence DMA system component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

The mixed CP and SVC Profile is based on the CP Profile with a few of the CP options disabled for
compatibility between AVC and SVC protocols and to enable the media conversion between these two
modes. The Gathering Settings and the Message Overlay options are unavailable in this Conferencing
Mode.

In a mixed CP and SVC conference, the Chairperson can be either an AVC-enabled or SVC-enabled
endpoint.

To configure a mixed AVC and SVC conference:

1 In the Management pane, click Conference Profiles.
2 In the Conference Profiles pane, click the New Profile button.
The New Profile - General dialog box is displayed.
3 In the Conferencing Mode list, select CP and SVC to define a mixed AVC and SVC conference.

3 General

Display Name:
3 Advanced [

3 Video Quality Line Rate: T
3 Video Settings . .

;- Conferencing Mode: ’ﬁ
3 Audio Settings & CP and SVC

CF (Continuous Presence)

3 Skins VSW (Video Switching)
3 VR

) Routing Name:
3 Recording

3 Site Names

3 Network Services

[~ Operator Conference

Using the various Profile tabs, you can define the following profile parameters:
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CP and SVC Profile - Advanced parameters - these parameters are the same as for CP
conferences. For details, see New AVC CP Profile - Advanced Parameters.

CP and SVC Profile - Video Quality parameters - to enable the sharing of video between SVC and
AVC, the common denominator parameters (in this conference, the SVC parameters) are selected
for the conference. For more details, see New SVC Profile - Video Quality Parameters.

CP and SVC Profile - Video Settings parameters - the video layout parameters apply only to the
AVC-enabled endpoints and do not apply to SVC-enabled endpoints as the SVC endpoints generate
their own layout. Options that are not supported in SVC conferencing are disabled in this dialog box,
for example, Telepresence Mode. For more details, see New AVC CP Profile - Video Settings
Parameters.

CP and SVC Profile - Audio Settings parameters - options that are not supported in SVC
conferencing are disabled in this dialog box. For more details, see New AVC CP Profile - Audio
Settings Parameters.

CP and SVC Profile - Skins parameters - the display of a video skin applies only to the AVC-enabled
endpoints and do not apply to SVC-enabled endpoints as the SVC endpoints generate their own
layout.

CP and SVC Profile - IVR parameters - to enable the same IVR behavior and DTMF usage for SVC
and AVC, the common denominator parameters (in this conference, the SVC parameters) are
selected for the conference. For more details, see New SVC Profile - IVR Parameters.

CP and SVC Profile - Recording parameters - these parameters are the same as for CP
conferences as the recording is done in AVC format. For details, see New AVC CP Profile - Recording
Parameters.

CP and SVC Profile - Site Names parameters - these parameters are the same as for CP
conferences as they apply the AVC-enabled endpoints. SVC-enabled endpoints generate the site
name display independent of the MCU. For details, see New AVC CP Profile - Site Names
Parameters.

CP and SVC Profile - Network Services parameters - these parameters are the same as for CP and
SVC conferences . For details, see New AVC CP Profile - Network Services Parameters.
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Video Resolutions in AVC-based CP Conferencing

The following video resolution information applies to AVC Conferencing Mode.
For a description of resolutions for SVC Conferencing Mode see Defining SVC and Mixed CP and
SVC Conference Profiles on page 74.

The Collaboration Server always attempts to connect to endpoints at the highest line rate defined for the
conference. If the connection cannot be established using the conference line rate, the Collaboration Server
attempts to connect at the next highest line rate at its highest supported resolution.

Depending on the line rate, the Collaboration Server sends video at the best possible resolution supported
by the endpoint regardless of the resolution received from the endpoint.

The video resolution is also defined by the Video Quality settings in the Profile.

The combination of frame rate and resolution affects the number of video resources required on the MCU
to support the call.

The following resolutions are supported:
o CIF 352 x 288 pixels.
e SD 720 x 576 pixels
e HD 720p 1280 x 720 pixels.

Video Display with CIF, SD and HD Video Connections

Although any combination of CIF, SD and HD connections is supported in all CP conferences, the following
rules apply:

e Ina 1X1 Video Layout:

» SD: If the speaker transmits CIF, the MCU will send CIF to all participants, including the SD
participants. In any other layout the MCU will transmit to each participant at the participant’s
sending resolution.

» HD: The MCU transmits speaker resolution (including input from HD participants) at up to SD
resolution. If 1x1 is the requested layout for the entire duration of the conference.

e In asymmetrical Video Layouts:
» SD: A participant in the large frame that sends CIF is displayed in CIF.

» HD: Where participants’ video windows are different sizes, the Collaboration Server transmits HD
and receives SD or lower resolutions.

e In panoramic Video Layouts:
» SD: Participants that send CIF also receive CIF.

> HD: the Collaboration Server transmits HD and receives SD or lower resolutions, the
Collaboration Server scales images from SD to HD resolution.
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H.264 High Profile Support in CP Conferences

The H.264 High Profile is a new addition to the H.264 video protocol suite. It uses the most efficient video
data compression algorithms to even further reduce bandwidth requirements for video data streams.

Video quality is maintained at bit rates that are up to 50% lower than previously required. For example, a
512Kbps call will have the video quality of a 1Mbps HD call while a 1Mbps HD call has higher video quality
at the same (1Mbps) bit rate.

H.264 High-Profile should be used when all or most endpoints support it.

Guidelines

o H.264 High Profile is supported in H.323 and SIP networking environments.

e H.264 High Profile is supported in Continuous Presence conferences at all bit rates, video resolutions
and layouts.

e H.264 High Profile is the first protocol declared by the Collaboration Server, to ensure that endpoints
that support the protocol will connect using it.

Setting minimum bit rate thresholds that are lower than the default may affect the video quality of
endpoints that do not support the H.264 High Profile.

e For monitoring purposes, the Collaboration Server and endpoint H.264 High Profile capability is listed
in the Participant Properties - H.245 and SDP tabs for H.323 participants and S/P participants
respectively.

For more information see "IP Participant Properties” on page 12-20.

e H.264 High Profile is not supported:
» For Content Sharing
» As an RSS Recording link
» With Video Preview

CP Conferencing with H.263 4CIF

The video resolution of 4CIF in H.263 endpoints is only supported for line rates of 384 Kbps to 1920 Kbps
as shown in the table below.

Video Quality vs. Line Rate
The Collaboration Server Web Client supports monitoring of H.263 4CIF information. The H.245 or SDP tab
includes the additional information.

The creation of a new H.263 4CIF slide is supported in the IVR Service in addition to the current H.263 IVR
slide. If users utilize the default Polycom slides that are delivered with the Collaboration Server, the slide’s
resolution will be as defined in the profile, i.e. SD, HD, CIF, etc.

For more information see “High Resolution Slides” on page 571.

H.263 4CIF Guidelines
e H.263 4CIF is supported with H.323 and SIP connection endpoints.
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e H.263 4CIF is supported in CP mode only.

e Click & View is supported in H.263 4CIF.

e AES encryption is supported with H.263 4CIF.

e H.263 4CIF is supported in recording by the RSS2000 and other recording devices.

e All video layouts are supported in H.263 4CIF, except 1x1 layout. In a 1x1 layout, the resolution will
be CIF.

e Forinformation about Resource Usage see Table 19-7 on page 19-8.
e H.239 is supported in H.263 4CIF and is based on the same bandwidth decision matrix as for HD.

The CP Resolution Decision Matrix

All the CP resolution options and settings are based on a decision matrix which matches video resolutions
to connection line rates, with the aim of providing the best balance between resource usage and video
quality at any given line rate.

The following factors affect the decision matrices:

e The video protocol used: H.264 base Profile or H.264 High Profile. The H.264 High Profile maintains
the Video quality at bit rates that are up to 50% lower than previously required. For example, a 512
kbps call will have the video quality of a 1Mbps HD call while a 1Mbps HD call has higher video quality
at the same (1Mbps) bit rate.

By default, the system shipped with three pre-defined settings of the decision matrix for H.264 Base Profile
and three pre-defined settings of the decision matrix for H.264 High Profile:

o Resource-Quality Balanced (default)
A balance between video quality and resource usage.
o Resource Optimized

System resource usage is optimized by allowing high resolution connections only at high line rates
and may result in lower video resolutions (in comparison to other resolution configurations) for some
line rates. This option allows to save MCU resources and increase the number of participant
connections.

e Video Quality Optimized

Video is optimized through higher resolution connections at lower line rates increasing the resource
usage at lower line rates. This may decrease the number of participant connections.

Video Resource Usage

Video resource usage is dependent on the participant’s line rate, resolution and Video Quality settings.

H.264 Base Profile and High Profile Comparison

The following illustrations show a comparison between the resolutions used at various line rates for H.264
Baseline and the H.264 High Profile Video Quality setting.
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Resolution usage for H.264 High Profile and H.264 Base Profile at various line rates when Resolution

Configuration is set to Resource-Quality Balanced

Resource vs. Quality — Balanced
Resolution H.264 High Profile vs. H.264 Base Profile

H.264
High Profile

e NN
CIF 30 fps \:Egééééég é \\-\m
I [ I [ | |

| |
64 128 256 384 768 1024 1280 1920
832

Line Rate

B High
e N vt
Resolution usage for H.264 High Profile and H.264 Base Profile for Motion at various line rates when
Resolution Configuration is set to Video Quality Optimized

Resource vs. Quality — Quality Optimized

Resolution H.264 High Profile vs. H.264 Base Profile

H.264
High Profile

HD720 30 fps — \
N
SD 30 fps —— %%é%%%%;i?i:
S§§§§§§ k"q‘\
H.264
Base Profile
I

| I
64 128 256 384 512 768 1024

| 1 | |
1280 1920

Line Rate

NS
Profile Profile
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Resolution usage for H.264 High Profile and H.264 Base Profile at various line rates when Resolution
Configuration is set to Resource Optimized

Resource vs. Quality — Resource Optimized
H.264 High Profile vs. H.264 Base Profile

Resolution
H.264
HD720 30 fps — Base & High Profile
|
SD 30 fps —
H.264
Base & High Profile
CIF 30 fps
H.264
Base & High Profile
| [ [ [ | | I
64 128 256 384 768 1024 1280 1920

Line Rate

mENTE
Profile Profile

Default Minimum Threshold Line Rates and Resource Usage Summary

The following Table summarizes the Default Minimum Threshold Line Rates and Video Resource usage for
each of the pre-defined optimization settings for each Resolution, H.264 Profile, Video Quality setting.

Default Minimum Threshold Line Rates and Video Resource Usage

The table above lists resource consumption for H.264:
e CIF resolution consumes 1 resources.

¢ 4CIF resolution consumes 1 resources.

* HD720p resolution consumes 2 resources.

Optimization Mode

Resolution Profile Balanced Resource Video Quality
Sharpness | Motion | Sharpness | Motion | Sharpness | Motion
High 1536 4096 1024
HD1080p30 Ebefa“”
ps Base 4096 4096 1728
High 1280 1920 832
HD720p60 E;fa“”
ps Base 1920 1920 1280
High 832 1920 512
HD720p30 Et?fa“”
ps Base 1024 1920 832
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Optimization Mode
Resolution Profile Balanced Resource Video Quality
Sharpness | Motion | Sharpness | Motion | Sharpness | Motion
Default High 768 1024 512
SD 60 Kb
ps Base 1024 1024 768
Default | High 256 384 256
SD 30 Kb
ps Base 256 384 256
Default | High 256 384 256
CIF 60 Kb
ps Base 384 384 256
Default High 64 64 64 64 64 64
CIF 30 Kb
ps Base 64 64 64 64 64 64

Resolution Configuration for CP Conferences

The Resolution Configuration dialog box enables Collaboration Server administrators to override the default
video resolution decision matrix, effectively creating their own decision matrix. The minimum threshold line
rates at which endpoints are connected at the various video resolutions can be optimized by adjusting the
resolution sliders.

System resource usage is also affected by the Resolution Configuration settings. For more information see
Video Resource Usage on page 89 and Default Minimum Threshold Line Rates and Resource Usage
Summary on page 91.

Guidelines

e Resolution Slider settings affect all Continuous Presence (CP) conferences running on the
Collaboration Server. Video Switched conferences are not affected.

e A system restart is not needed after changing the Resolution Slider settings.

e Resolution Slider settings cannot be changed if there are ongoing conferences running on the
Collaboration Server.

Modifying the Resolution Configuration

The Resolution Configuration dialog box is accessed by clicking Setup > Resolution Configuration in the
Collaboration Server Setup menu.

Clicking the Detailed Configuration button toggles the display of the Detailed Configuration pane, which
displays sliders for modifying minimum connection threshold line rates for endpoints that support H.264
Base Profile or High Profile.

Polycom®, Inc. 92



Video Protocols and Resolution Configuration for CP Conferencing

The Detailed Configuration pane can also be opened by clicking the Manual radio button in the Resolution
Configuration pane.

Basic Configuration

Maxm_m CP Teso uton
 H2 1080p30
& H3 720020

5330

fall= ]

N ‘ _ Detailed Configuration
=l
oy 0 T
L S I A b ol Y e ke Sk
Minimum
Connection
Threshold
Llne Rate b A = P Al b ek ke T, ke
Sliders — . —
i o ¢ 133 = £ b ek e 1 s
-
O

Resolution Configuration - Basic

The Resolution Configuration -Basic dialog box contains the following panes:
e Max CP Resolution Pane
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e Resolution Configuration Pane

Resolution Configuration

Maximum CP Reselution Resolution Cenfiguration
" HD 1080p30 @ Resource-Quality Balanced (default)
@ HD 720p30 " Resource Optimized
5D 30 ¢ video Quality Optimized
£ CIF 30  Manual
% Detailed Configuration

Maximum CP Resolution Pane

The Collaboration Server can be set to one of the following Maximum CP Resolutions:HD 1080p30
HD 720p30

e SD 30

CIF 30

Limiting Maximum Resolution

Before a selection is made in this pane, the Maximum CP Resolution of the system is determined by the
MAX_CP_RESOLUTION System Flag.

Resolution Configuration - Detailed
H.264 High Profile allows higher quality video to be transmitted at lower bit rates.

However, setting minimum bit rate thresholds that are lower than the default may affect the video quality of
endpoints that do not support the H.264 High Profile. The Collaboration Server uses two decision matrices
(Base Profile, High Profile) to enable endpoints to connect according to their capabilities.

Resolution Configuration Sliders

The Detailed Configuration dialog box allows the administrator to configure minimum connection threshold
bit rates for endpoints that support H.264 High Profile and those that do not support H.264 High Profile by
using the following slider panes:
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e Base Profile - Endpoints that do not support H.264 High Profile connect at these minimum threshold
bit rates.

h Mation
Base Profile

EIE 64 ' 128 ' 256 ' 38a ' 768 ' 1024 ' 1280 ' 1536 ' 1920 ' 2560 ' 409s | s192 64Kbps
T T S T T

EDIL 64 128 256 384 788 1024 1280 1536 1920 2560 409 8102 256 Kbps
e ——————

ADTZLTEL 64 128 256 384 768 1024 1280 1536 1920 2560 4096 a152 1024 kbps
T e T e e ———

HD 1080p30 64 128 256 384 768 1024 1280 1536 1920 2560 4096 8102 4096 kbps

e High Profile - Endpoints that support H.264 High Profile connect at these minimum threshold bit rates.

High Profile

CIF 30 | ' | | ' | ' | ' ' | ' ' ' ' | ' ' ' ' ' ' ' 64 kbps
64 128 256 364 768 1024 1280 1536 1920 2560 4096 8192

SD 30 ! ' | | a| | ' | ' ' | ' ' ' ' | ' ' ' ' ' ' ' 256 kbps
64 128 256 364 768 1024 1280 1536 1920 2560 4096 8192

~

HD 720p30 | 1 | 1 | 1 1 | 1 | 1 ! 1 ! 1 ! 1 | 1 1 832 kbps
&4 128 256 384 768 1024 1280 1536 1920 2560 4056 8152

HD 1080p30 ® 1536 kb
[T R ! ! T T O T S T T R SO Y O S |

B &4 128 256 384 768 1024 1280 1536 1920 2560 4056 8152 es

Although the default minimum threshold bit rates provide acceptable video quality, the use of higher
bit rates usually results in better video quality.

These Video Quality settings are selected per conference and are defined in the conference Profile and they
determine the resolution matrix that will be applied globally to all conferences. The resolution matrix is
determined by the resolution configuration and can be viewed in the Resolution Configuration sliders.

System Resource usage is affected by the Resolution Configuration settings.
Example
As shown in following diagram:

Base Profile
CIF 30 | 1 ] 1 | 1 1 1 1 1 1 1 1 1 {1 1 1 1 ) 1 1 1 | 64 kbps
&4 128 236 284 7e8 1024 1280 1526 1520 25680 4096 g192
SD 30 | 1 ] 1 a\ 1 1 1 1 1 1 1 1 1 {1 1 1 1 ) 1 1 1 | 256 kbps
\ &4 128 256 384 FeE 1024 1280 1526 1520 2560 40596 8152
&
HD 720p30 | 1 I | 1 | 1 | | | | | | I | | 1024 kbps
&4 128 256 384 TE8 1024 1280 1536 1520 2560 40596 8152
AlD) SEEREED :'\-‘4 ! l_!E ! ;.l:'\ ! EEI4 ! .T:!E ! 1:':4 ! IZIE: ! 15'_::3 ! 15':: ! :f‘:’( ! 4:'55 ! El‘i; = HJDS

e Moving the HD720p30 resolution slider from 1024kbps to 1920kbps increases the minimum
connection threshold line rate for that resolution. Endpoints connecting at line rates between
1024kbps and 1920kbps that would have connected at HD 720p30 resolution will instead connect at
SD 30 resolution. Each of the affected endpoints will connect at lower resolution but will use 1 system
resource instead of 2 system resources.
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Flag Settings

Setting the Maximum CP Resolution for Conferencing

The MAX_CP_RESOLUTION flag value is applied to the system during First-time Power-up and after a
system upgrade. The default value is HD720p30.

All subsequent changes to the Maximum CP Resolution of the system are made by selections in the Max
Resolution pane of the Resolution Configuration dialog box.

The Collaboration Server can be set to one of the following resolutions:
e HD1060p30
e HD720p30
e SD 30
e CIF 30

Minimum Frame Rate Threshold for SD Resolution

The MINIMUM_FRAME_RATE_THRESHOLD_FOR_SD System Flag can be added and set to prevent low
quality, low frame rate video from being sent to endpoints by ensuring that an SD channel is not opened at
frame rates below the specified value. For more information see Modifying System Flags on page 754.

Additional Video Resolutions

The following higher video quality resolutions are available:
o CIF 352 x 288 pixels at 50 fps.
e WHCIF 512 x 288 pixels at 50 fps.
e WSD 848 x 480 pixels at 50 fps.
o WACIF 1024 x 576 pixels at 30 fps.
e HD 720p 1280 x 720 pixels at 30fps.
e HD 1080p 1920 x 1080 pixels at 30 fps.

The video resolution transmitted to any endpoint is determined by the endpoint’s capabilities, the
K conference line rate and the Conference Profile’s Motion and Sharpness settings.

w448p Resolution

For improved interoperability with Tandberg MXP 990/3000 endpoints, the appropriate System Flag settings
will force the Collaboration Server to send w448p (768x448 pixels) at 25fps as a replacement resolution for
WSD15 (848x480) and SD15 (720x576 pixels).

Guidelines

e The w448p resolution is supported:
» In CP mode.
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» At conference line rates of 384kbps and 512kbps.

> With H.323 and SIP.

H.323 endpoints must identify themselves as Tandberg MXP during capabilities exchange.

» Inall Video Layouts.
» In 1x1 Layout:

¢ When Video Clarity is Off, the Collaboration Server transmits the same resolution as it

receives.

¢ When Video Clarity is On, the Collaboration Server changes the transmitted resolution to

w448p.

For more information see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, Video Clarity on page 2-9 "Video Clarity” on page 2-7.

e Resource consumption for the w448p resolution is the same as for SD and WSD resolutions.

The following table lists the video outputs from the Collaboration Server to the Tandberg Endpoints for both
16:9 Aspect Ratio when the w448p resolution is enabled.

Video Output to Tandberg Endpoints- Aspect Ratio 16:9

Frame
Rate Frame
Video Quality 0 Resolution fps Resolution Rate fps
ine
Network Collaboration Rate Tandberg to Collaboration Server to
Environment Tandberg Server Kbps Collaboration Server Tandberg
H.323 Motion Sharpness 384 512x288 30 768x448 25
SIP
512 768x448 30 768x448 25
H.323 Sharpness*  Sharpness 384 1024x576 15 768x448 25
SIP
512 1024x576 15 768x448 25

* It is recommend to set the endpoint to Motion to ensure the transmission of the higher frame rates of 25fps/30fps to

the Collaboration Server.

The following table list the video outputs from the Collaboration Server to the Tandberg Endpoints for 4:3

Aspect Ratio when the w448p resolution is enabled.

Video Output to Tandberg Endpoints - Aspect Ratio 4:3

Frame Frame
Rate Rate
Video Quality 0 Resolution fps Resolution fps
ine
Network Collaboration Rate Tandberg to Collaboration Server
Environment Tandberg Server Kbps Collaboration Server to Tandberg
H.323 Motion Sharpness 384 576x448 t 25 768x448 25
SIP
ISDN 512 576x448 t 25 768x448 25
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Frame Frame
Rate Rate
Video Quality 1 Resolution fps Resolution fps
ine
Network Collaboration Rate Tandberg to Collaboration Server
Environment Tandberg Server Kbps  Collaboration Server to Tandberg
H.323 Sharpness* Sharpness 384 4CIF 15 768x448 25
SIP
ISDN 512 4CIF 15 768x448 25

* It is recommend to set the endpoint to Motion to ensure the transmission of the higher frame rates of 25fps/30fps to
the Collaboration Server.

1 MXP 990/3000 endpoints transmit 576x448 pixels. Other MXP endpoints may transmit other resolutions
eg. CIF.

Content
Sharing and receiving Content is supported.

Bandwidth allocated to the Content channel during Content sharing may cause the video resolution to be
decreased as from w448p to w288p.

When Content sharing stops and the full bandwidth becomes available, video resumes at the previous
w448p resolution.

For more information see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, "H.239 Protocol” on page 4-2"H.239 Protocol” on page 4-2.

Packet Loss Compensation

If there is Packet Loss in the network and Dynamic Bandwidth Allocation (DBA) is activated, allocating
bandwidth for Lost Packet Recovery, video resolution decreases from w448p
to w288p.

When Packet Loss ceases and DBA no longer needs to allocate bandwidth for Lost Packet Recovery, the
full bandwidth becomes available and video resumes at the previous w448p resolution.

For more information see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, Packet Loss Compensation (LPR and DBA) AVC CP Conferences.

Enabling Support of the w448p Resolution

w448p resolution support for Tandberg endpoints requires setting of the following entities:
e Tandberg endpoint
e Collaboration Server flags
e Collaboration Server Conference Profile
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Collaboration Server System Flag Settings

e On the Collaboration Server, the Video Quality field in the New Profile - Video Quality dialog box must
be set to Sharpness.

For more information see Polycom® RealPresence Collaboration Server 800s/Virtual Edition Administrator’s
Guide, "Defining New Profiles” on page 2-19"Defining a CP Conference Profile” on page 2-11.

Additional Intermediate Video Resolutions

Two higher quality, intermediate video resolutions replace the transmission of CIF (352 x 288 pixels) or SIF
(352 x 240 pixels) resolutions to endpoints that have capabilities between:

e CIF (352 x 288 pixels) and 4CIF (704 x 576 pixels) — the resolution transmitted to these endpoints is
432 x 336 pixels.

e SIF (352 x 240 pixels) and 4SIF (704 x 480 pixels) — the resolution transmitted to these endpoints is
480 x 352 pixels.

The frame rates (depending on the endpoint’s capability) for both intermediate resolutions are 25 or 30 fps.
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Content such as graphics, presentations, documents, or live video can be shared with conference
participants.

Content sharing architecture is comprised of various aspects:

e Content Control Protocols - H.239 (for H.323), BFCP (for SIP), or People+Content (Polycom’s
protocol used for CP conferences prior to H.239 creation)

e Content Media Protocols - H.263 (AVC only), H.264 (all conferencing modes), or TIP (Cicso’s
proprietary protocol for TelePresence endpoints).

e Content Transmission Methods - Content Video Switching and Multiple Content Resolutions.
e Sharing Content in Cascading Environments

Content Control Protocols

Endpoints wishing to share content, request the Content Token from the MCU (in cascaded environments,
the Master MCU). The MCU uses the control protocol to grant the Content Token to the requesting endpoint
(unless in Exclusive Content Mode).

Endpoints incapable of sharing content using one of the supported control protocols, can view content via
the people video layout (see Sending Content to Legacy Endpoints (CP Only)).

Guidelines for Controlling Content Protocol

e Only the Content Token owner may send content.
e Content Token ownership is valid until:
» A new endpoint requests token ownership (unless in Exclusive Content Mode).
» The owner relinquishes it.
» The Content Token owner endpoint disconnects from the conference.
» ltis cancelled by the MCU user

Supported Content Control Protocols

Polycom supports content sharing using one of the following content control protocols:
e H.239 - For H.323 participants
e BFCP - For SIP participants (over TCP or UDP)
e People+Content - Polycom’s proprietary content control protocol; for H.323 participants

e TIP Auto-Collaboration (CISCO TIP participants). (see Prefer TIP) - TIP Auto-Collaboration for H.264
content sharing

Endpoints supporting the content control protocols above can share content within the same conference.

Video endpoints not supporting one of the content control protocols above, can view content on the people
video layout if the conference is set to Send Content to Legacy Endpoints (see Sending Content to Legacy
Endpoints (CP Only)).
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Note that since TIP content implies using H.264 content media protocol, endpoint supporting only
H.263 are considered Legacy content endpoints (see Sending Content to Legacy Endpoints (CP
Only)) when TIP content is used.

Content Sharing Using H.239 Protocol

This protocol is used by H.323 endpoints.
The H.239 protocol allows compliant endpoints to share content stream simultaneously with video.

Cascaded links declare H.239 capabilities, and are supported in Star and MIH cascading topologies. For
more details, see Cascading Conferences - H.239-enabled MIH Topology.

Endpoints may not send content while connecting to an Entry Queue.

Content Sharing Using BFCP Protocol

This protocol is used by SIP endpoints.

The MCU supports BFCP over either TCP or UDP, which enables the MCU to share content with both SIP
client types.

Guidelines for Using SIP BFCP Content
For SIP clients supporting BFCP/TCP or BFCP/UDP:

e BFCP content is not supported over SIP links (in Gateway and cascading scenarios). Therefore, in
cascading environment, the cascaded link must be defined as H.323 for content to be shared.

e BFCP/UDP is supported in both IPv4 and IPv6 addressing modes. BFCP/TCP is supported only in
IPv4 addressing mode.

e Note that Lync endpoints, though considered as SIP endpoints, do not use BFCP to share content,
and use a Microsoft proprietary protocol for that purpose. There are two options to bypass that
limitation:

» Polycom CSS plug-in (see Content Sharing via Polycom CSS Plug-in for Microsoft Lync Clients).
This is the preferred option, and is used whenever the CSS plug-in is currently used.

» Treating Lync endpoints as Legacy, thus viewing content via the people video layout (see Sending
Content to Legacy Endpoints (CP Only)).

e BFCP utilizes an unsecured channel (port 60002/TCP) even when SIP TLS is enabled. If security is
of higher priority than SIP content sharing, SIP/BFCP can be disabled by manually adding the
ENABLE_SIP_PEOPLE_ PLUS_CONTENT system flag, and setting its value to NO.

e SIP and BFCP capabilities are by default declared to all endpoints.

Capabilities declaration is controlled by the ENABLE_SIP_PPC_FOR_ALL_USER_AGENT system
flag, whose default value is YES, meaning BFCP capability is declared to all vendors’ endpoints.
When set to NO, the MCU declares SIP over BFCP capabilities only to Polycom and Avaya
endpoints. Note that a SIP proxy might remove the agent information, thus preventing the capability
declaration to Polycom and Avaya endpoints as well.

e Set ENABLE _FLOW_CONTROL_REINVITE system flag to NO when SIP BFCP is enabled.

e If the system flags mentioned above do not exist in the system, they must be manually added (see
Modifying System Flags).
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e Due to UC-APL requirement, BFCP over TCP is not supported in Ultra Secure Mode (Collaboration
Server 1500/1800/2000/4000).
Content Sharing via Polycom CSS Plug-in for Microsoft Lync Clients

From version 8.1, Polycom CSS (Content Sharing Suite) plug-in for Lync clients allows Lync clients to
receive and send content via SIP BFCP, without having to use the people video layout.

The CSS plug-in invokes a separate call for content with or without video. This call may be invoked per a
Lync client.
BFCP support in dial-out Connections

For SIP dial-out clients supporting both TCP and UDP, the preferred protocol is BFCP/UDP. However, this
preference can be modified, by adding the SIP_BFCP_DIAL_OUT_MODE system flag and modifying its
value to TCP (see Manually Adding and Deleting System Flags).

The Collaboration Server’s content sharing, as determined by the system flags settings and SIP client
capabilities, is summarized in the following table:

System Flag - SIP_BFCP_DIAL_OUT_MODE

SIP Client: BFCP Support
Flag Value
UDP TCP UDP and TCP
AUTO (Default) | BFCP/UDP selected as BFCP/TCP selected as BFCP/UDP selected as
content sharing protocol content sharing protocol content sharing protocol
uUbP Cannot share content
TCP Cannot share content BFCP/TCP selected as content sharing protocol

BFCP support in dial-in Connections
e The MCU shares content with dial-in SIP clients according to their preferred BFCP protocol.
e SIP clients connected as audio-only cannot share content.

Content Sharing Using People+Content Protocol

People+Content utilizes a different content control protocol, and is Polycom’s proprietary protocol used prior
to H.239.

This protocol is supported in CP conferences, and is applicable for H.323 endpoints.

Guidelines for Content Sharing Using People+Content Protocol

e [f an endpoint supports both H.239 and People+Content protocols, H.239 is selected as the preferred
communication protocol.

e H.263 and H.263 and H.264 Auto-selection are the only supported content media protocols usage
modes (see MCU Usage Modes of Content Protocols).

e People+Content is enabled by default. It can be disabled for all conferences and endpoints by
manually adding the ENABLE_EPC System Flag, and setting its value to NO (default value is YES).
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e Endpoints supporting People+Content (for example, FX endpoints) may require a different signaling

protocol. For these endpoints, manually add the System Flag CS_ENABLE_EPC, and set its value
to YES (default value is NO).

Content Media Protocols

The RealPresence Collaboration Server transmits content using the following content media protocols:
e H.263 (Annex T) - Base profile.
e H.264 - Base profile.

For single MCU conferences, the MCU determines the media protocol by applying the Highest
Common principle (see Highest Common).

H.264 Supported Resolutions for AVC (non-TIP) Conferences

Conference Multiple Content
Resolution Soft MCU Resolution
720p5 4 v
720p30 v v
1080p15 v v

e TIP - Cisco’s proprietary protocol for TelePresence endpoints. The supported TIP content rate is

XGA, 5 fps, 512 Kbps, base profile (see Appendix | - Polycom Open Collaboration Network (POCN)).

LPR has no effect on content rate, though due to the increased number of frames, video rate is
decreased.

Polycom®, Inc. 103



Sharing Content During Conferences

Content Transmission Methods

There are two methods used for content transmission:
e Content Video Switching
e Multiple Content Resolution

Content Video Switching

When using this method, content sent by endpoints is transmitted as-is to all content-capable participants.
The content rate is determined using one of the following methods:

e Highest Common

e Fixed Rate

Highest Common

K This method is applied for single MCU conferences.

The Highest Common method is applied in a few levels:
e Within the same protocol - The highest common content rate
e Between protocols - H.263 and H.264

In this method, the content rate is negotiated to highest common capabilities supported by the endpoints
connected to the conference. Therefore, if the conference includes participants supporting both lower and
higher content capabilities, the content is sent to all endpoints using the lowest endpoint capabilities.

Note, that when content is currently shared using H.263, the MCU determines the content rate, and the
endpoint sharing the content determines the resolution and frame rate. However, when content is shared
using H.264, the MCU determines content rate, resolution and frame rate (depending on endpoints
capabilities and conference settings).

When a new endpoint with lower content capabilities joins while content is shared, content sharing
parameters are downgraded to this endpoint capabilities:

e If downgrade affects the protocol (from H.264 to H.263), content sharing is terminated, protocol
automatically downgrades to H.263, or in H.264, and content sharing should be manually resumed.

e If downgrade affects only the content rate, resolution or frame rate (in H.264), the relevant content
parameters automatically downgrade during content sharing.

Once this endpoint leaves the conference during content sharing, no change occurs in the protocol or
content rate. In H.264 content, resolution or frame rate may automatically upgrade.

Content Setting Highest Common Calculation

For Graphics, Hi-res Graphics and Live Video (see Content Settings), the highest common content is
calculated for the conference each time an endpoint connects. Highest Common content bit rate is
calculated using line rate (the only factor for H.263), resolution, and frame rate (additional factors for H.264).
Therefore, if an endpoint connects to an ongoing conference at lower values of these parameters, content
parameters are re-calculated and decreased accordingly.
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During content sharing, the MCU does not permit endpoints to increase their content bit rate, only their
content resolution.

For more information, see H.263 Content Rate Table and H.264 Highest Common Content Rates Table. For
information on minimum content rates as determined by system flags, see H.264 HD System Flags.

Fixed Rate

This method must be used for cascaded and SVC-enabled conferences.

In this method the content rate is fixed, and endpoints not supporting this rate do not receive content over
the content channel. Endpoints whose capabilities are too low, can only view content over the people video
layout (see Sending Content to Legacy Endpoints (CP Only)).

For SVC-enabled conferences, the MCU uses H.264, and 128 Kbps as the fixed content rate.

For H.263 cascaded conferences, the MCU automatically uses a fixed rate (once a cascaded link is
detected) according to the content rates described in Highest Common and Fixed Content Bit Rate
Allocation for H.263.

For H.264 cascaded conferences, the MCU uses a fixed rate according to the content rates described in
H.264 Cascade and SVC Optimized (Fixed) Content Rates Table.

Multiple Content Resolutions

This option is available only in AVC CP conferencing mode.

In this method, the content is shared in multiple streams, one for each video protocol: H.263 (optional) and
H.264HD (mandatory). Separate video resources are used for processing the content for each of the
required content streams. The MCU then applies the Highest-Common principle for sharing content with
each group of endpoints. In cascading conferences, an additional resource is dedicated for the cascading
link(s), with a fixed (H.264 Cascade and SVC Optimized) rate shared over the cascaded link(s).

This allows endpoints with different capabilities to connect/disconnect without having to repeatedly restart
content sharing process.

Endpoints not supporting the content capabilities set for the conference, receive the content over the people
video layout (see Sending Content to Legacy Endpoints (CP Only)).

Multiple Content Resolutions option is not supported in Ultra Secure Mode.

Guidelines for Sharing Contents using Multiple Content Resolutions

e Multiple Content Resolutions is supported only in CP conferences.
e Content is always provided to H.264 HD endpoints.
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e The Send Content to Legacy Endpoints option is set, and cannot be modified.

e Additional resources are allocated to the conference (in addition to resources for the conference
participants) for content processing:

» Resources are allocated only upon content sharing beginning, but once allocated, they remain
unchanged until conference ends.

» If the conference configuration (line rate and content settings) yields HD720p30 as the highest
content resolution, 1.5 HD video resources are allocated to the conference, whereas a highest
resolution of HD1080p15, increases the allocated video resources to 2 HD.

e An additional content stream can be sent to H.263 endpoints, in which case a separate resource is
allocated. H.263 supported resolutions are CIF, 4CIF, XGA.

e Content can be sent to cascaded links, in which case an additional video resource is allocated. The
links in both MCUs must use the same content parameters (meaning content rate, resolution, and
frame rate).

e \When resources are insufficient, Multiple Content Resolutions mode is disabled, and content sharing
reverts to Content Video Switching mode.

> If H.264 Cascade was selected for the conference, the conference uses H.264 Cascade and
SVC Optimized as the content protocol.

> If H.264 Cascade was not selected for the conference, H.264 HD protocol is used.

e H.264 endpoints with no HD or H.263 capabilities, view content over the video layout (see Sending
Content to Legacy Endpoints (CP Only)).

e TIP endpoints cannot share content, only view it over the people video layout.

e When AS SIP is enabled for the conference, Multiple Resolutions is selected and cannot be
modified, H.264 is enabled, and both H.263 and H.264 Cascade are disabled. Resources are
allocated on conference beginning. All this enables AS SIP performance in high-traffic environments.

Content Settings

The Content channel can transmit in one of the following modes:

e Graphics — For standard graphics. This is the default mode in AVC conferences and the only
supported mode for SVC enabled conferences.

e Hi-res Graphics (AVC Only) — Requiring a higher bit rate to increase display quality or highly detailed
graphics.

e Live Video (AVC Only) — Highest bit rate, for video clips or live video display.
e Customized Content Rate (AVC Only) - Allowing manual definition of the Conference Content Rate.

Content sharing consumes a quota of the video rate, depending on the content required quality; the better
the content required quality (such as in Live Video) the less bit rate remains for the video.

For each of the settings, the MCU allocates an approximate percentage (determined by the table in Content
Sharing Reference Tables) of the conference video capability towards content sharing: for Graphics - 33%,
for Hi-res Graphics - 50%, and for Live Video - 66%. However, in actuality this percentage might be lower,
since the endpoint capabilities are also taken into account when making this calculation.

Customized Content Rate in AVC CP Conferences

Customized Content Rate functionality may be implemented (see Selecting a Customized Content Rate in
AVC CP Conferences) when the content rate automatically calculated by the MCU is unsuitable.
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For example, in a cascaded environment, the conference rate must be identical for all links. Yet, capabilities
may vary widely between the cascading conferences (such as one conference supporting 2 Mbps, while the
other - 512kbps).

The rates listed by the MCU are up to 66% of the conference maximum line rate.

Customized Content rate list comprised of a single value of 0, means the conference bit rate capability is
too low to share content.

Selecting a line rate too low for the selected Customized Content Rate, results in an error message display.

MCU Usage Modes of Content Protocols

Depending on the endpoints capabilities, you can determine the content sharing experience by selecting the
appropriate protocol and system behavior from the Content Protocol list:

e H.263 - AVC Only

e H.263 & H.264 Auto Selection - AVC Only

e H.264 Cascade and SVC Optimized - All conferencing modes
e H.264 HD - AVC Only

Endpoints without the content capabilities matching the conference content sharing requirements, can
connect to the conference but cannot share or view content in the content channel. Depending on Legacy
definitions, they can view content in the people video layout (see Sending Content to Legacy Endpoints (CP
Only)).

H.263 (AVC CP Conferences)

In this mode, all endpoints share content using H.263 protocol. Select this option when either most
endpoints support H.2634, or to share content over a cascading conference, in which case, the cascading
link should be created prior to participants joining the conference.

For single MCU scenario, the Highest Common principle (see Highest Common) is applied to determine
content parameters. In cascading environments, a fixed rate is used (see Fixed Rate).

H.263 & H.264 Auto Selection (AVC Conferences)

Select this option to share content using a mix of H.263 and H.264 capable endpoints. Until version 7.6
(including), this option is named Up to H.264.

For single MCU scenario, the Highest Common principle (see Highest Common) is applied to determine
content parameters. In cascading environments, an H.263 fixed rate is used (see Fixed Rate) regardless of
endpoint capabilities.

H.264 Cascade and SVC Optimized

This content sharing option applies for H.264 content media protocol, and provides fixed content rate (see
Fixed Rate) and resolution according to the conference line rate. It must be used for Cascading or
SVC-enabled conferences.

The H.264 Cascade and SVC Optimized option maintains content quality, and prevents content refreshes
upon participants connect/disconnect from the conference.

In cascading environments using this option, the cascade link signaling must be H.323.
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e In AVC conferences - The H.264 Cascade and SVC Optimized option must be used for AVC
cascaded conferences sharing H.264 content. The selected content is defined by the conference
parameters:

» Line rate
» Content settings (Graphics, Hi-res Graphics, or Live Video)
» Resolution configuration

e In SVC enabled conferences - The H.264 Cascade and SVC Optimized option must be used for
SVC enabled conferences sharing content over H.264.The used content rate is 128Kbps (fixed) and
720p5 resolution. Endpoints not supporting the required content parameters (content line rate and
resolution) cannot share or view content.

For more information see H.264 Cascade and SVC Optimized (Fixed) Content Rates Table.

H.264 HD (AVC CP default)

H.264 HD may be used for content sharing only for a single MCU, but not in cascading conferences.

H.264 Content Sharing Properties

The H.264 HD option should be selected if most endpoints in the conference support H.264 to ensure high
quality content.

When this protocol option is selected, content minimal bit rate is determined. For more information, see
Setting the Minimum Content Rate for Each Content Quality Setting for H.264 HD.

Content parameters are determined by the Collaboration Server applying the Highest Common principle
(see Highest Common), for H.264 media content protocol only.

Guidelines for Sharing Content Using H.264 HD

e Only endpoints supporting HD H.264 content (at least HD720p5) can share content.
e This option is not available in SVC-enabled conferencing modes.

Setting the Minimum Content Rate for Each Content Quality Setting for H.264 HD

System flags determine the minimum line rate required for endpoints to share H.264 high quality content for
each of the Content Settings: Graphics, Hi Resolution Graphics and Live Video.

H.264 HD System Flags

Content Settings Flag Name Range Default
Graphics H264_HD_GRAPHICS_MIN_CONTENT_RATE 0-1536 128
Hi Resolution Graphics H264_HD_HIGHRES_MIN_CONTENT_RATE 0-1536 256
Live Video H264_HD_LIVEVIDEO_MIN_CONTENT_RATE 0-1536 384

To change the system flag value, the flag must be first manually added to the System Configuration (see
Modifying System Flags.
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Content Sharing Related Issues

Sharing Content in Cascaded Environments
In cascaded environments, content must be shared using the same content rate, and in H.264 conferences,
the same resolution and frame rate as well.
Sharing content has different constraints and guidelines over each of the signaling protocols:
e Over H.323 cascaded links -
» Fixed content rate is used.

» In cascading environments with non-Polycom MCUs, the Polycom MCU must be defined as
Master

» For H.263 cascading links:
¢ The cascading link must be created before connecting the participants.

¢ The cascaded link’s Master/Slave role must be determined, in topologies including more than
two MCUs.

» For H.264 cascading links, the following should be determined in advance:
4 The H.264 Cascade and SVC Optimized content protocol must be selected.
¢ The cascaded link’s Master/Slave role must be configured for the link’s participants.
e Over SIP - No content sharing is supported over SIP cascaded links.
/ Gateway calls are implemented as cascaded links, typically SIP, in which case, content

14 cannot be shared via the content channel. It may be viewed over the people video layout,
depending on Legacy configuration (see Sending Content to Legacy Endpoints (CP Only)).

Sending Content to Legacy Endpoints (CP Only)

The Collaboration Server can be configured to send content to endpoints not supporting the conference
content parameters (legacy endpoints) over the people video layout, thus allowing the participants to view
content. However, these endpoints cannot share content.

Guidelines for Sending Content to Legacy Endpoints

e A separate HD video resource is allocated to the conference for content sending to legacy endpoints.

Allocation is performed only once a legacy content endpoint is connected to the conference, and a
content session is initiated and transmitted via the people video layout. Once the resource is
allocated, it remains allocated to the conference until its end.

If the system cannot allocate the resource required for sending the content, the conference status
changes to Content Resource Deficiency, and content cannot be sent to the legacy endpoints.

e Endpoints receiving content via the people video layout, use the same video protocol and resolution
they use for receiving video.

e Content cannot be sent to Legacy endpoints when Same Layout mode is selected for the conference.
e When content is transmitted, endpoints’ Site Names cannot be viewed.
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e Content can be sent to Legacy endpoints in gateway calls, depending on content configuration on
Master/Slave MCUs (for example, if the gateway conference is using H.263 content media protocol,
and the conference MCU is using H.264 content media protocol).

e Content becomes unavailable to Legacy endpoints moved to an Operator conference.

e A Polycom FX endpoint dialing in to a Collaboration Server receives content using People+Content.
However, an FX endpoint dialed out from a Collaboration Server with receives content via the people
video layout using People+Content only if Send Content to Legacy Endpoints is enabled in the
Conference Profile.

Content Display on Legacy Endpoints

When content is sent to content legacy endpoints, their video layout automatically changes to the content
layout defined by the system flag LEGACY_EP_CONTENT_DEFAULT_LAYOUT, and the content is shown
in the larger/top-left cell. The video layouts of the other conference participants do not change.

The switch to the content layout occurs in Auto Layout, Presentation Mode, Lecture Mode, and when a
layout is selected for the conference.

In Lecture Mode, when content is sent to legacy endpoints, switching to the content layout, results in the
content shown in the lecturer/speaker window, while the lecturer is shown in the second window. If the layout
contains more than two windows, all other windows are empty. The non-lecturer legacy content participants
see the lecturer in full screen.

The LEGACY_EP_CONTENT_DEFAULT _LAYOUT flag’s default is a layout of 1+4, where the content is
shown in the larger window, and the conference participants are shown in the smaller windows. This default
can be changed (see Changing the Default Layout for Content Display on Legacy Endpoints).

When content is stopped, the layout of the legacy participants terminates as well.

Legacy participants can change their layout using Click&View. In such a case, the content is forced to the
larger/top-left cell.

The Collaboration Server user can also change the layout for the legacy content endpoints participants
(selecting personal layout).

When forcing a video participant to the Content window (instead of Content), the Content display can be
restored only by selecting any other video layout.
Sending Content to Legacy Endpoints in Telepresence Mode

To ignore personal layouts during Telepresence conferences (while working with MLA), set the value of the
flag FORCE_LEGACY_EP_CONTENT_LAYOUT_ON_TELEPRESENCE to YES.

If the layout for displaying content in Legacy endpoints include multiples cells, MCU may populate
Telepresence room streams sources in remote cells.
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Exclusive Content Mode

In this mode, the MCU prevents participants other than the current content sharer, from sharing content.
Exclusive content may be limited to the lecturer, as described below.

To modify exclusive content mode by granting (or cancelling) of token ownership, see Giving and Cancelling
Token Ownership (AVC Participants)).

Guidelines for Sharing Content in Exclusive Content Mode

Polycom®, Inc.

Exclusive Content Mode is available in all conferencing modes.

Exclusive Content Mode is enabled or disabled (system default) by a check box in the Conference
Profile - Advanced tab, or during an ongoing conference using the Conference Properties -
Advanced tab.

SVC Conference Profile

CP Conference Profile

In Exclusive Content Mode, when the RESTRICT_CONTENT_BROADCAST_TO_LECTURER
system flag is set to:

» NO - The first participant to send content becomes the Content Token holder, and releasing the
Content Token allows other participants to acquire the token, and begin transmitting content.

» YES - Only the designated Lecturer can be the Content Token holder.

The Exclusive Content Mode check box replaces the EXCLUSIVE_CONTENT _ MODE system flag
used in previous versions to control exclusive content mode for the system.

In Exclusive Content Mode, an endpoint attempting to send content, immediately after another
endpoint starts sending content, results with a momentary interruption (slide), before resuming
normal content stream.
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Forcing Other Content Capabilities

The H239_FORCE_CAPABILITIES system flag allows additional control of content sharing:

e When set to NO (default) - The MCU merely verifies the endpoint supports the content protocols:
H.263 or H.264.

o When set to YES - The MCU verifies frame rate, bit rate, resolution, annexes, and all other
parameters of content as declared by an endpoint during the capabilities negotiation phase. If the
endpoint does not support the content capabilities of the MCU, the participant cannot share content
over a dedicated content channel.

Managing Noisy Content Connections

The system can identify participants sending frequent content display refresh requests (usually as a result
of a problematic network connection), which cause frequent refreshing of content display, and degrading of
viewing quality.

When the system identifies such “noisy” participants, it automatically suspends these requests to avoid
affecting the quality of the content viewed by the other conference participants. This process is controlled
by the following system flags:

e MAX_INTRA_REQUESTS_PER_INTERVAL_CONTENT -

The maximum number of refresh (intra) requests per 10-second intervals allowed for an endpoint.
Beyond that number, content sent by this participant is identified as “noisy”, and its refresh requests
are suspended.

Default setting: 3

e MAX_INTRA_SUPPRESSION_DURATION_IN_SECONDS_CONTENT -
The duration, in seconds, for ignoring the participant’s content display refresh requests.
Default setting: 10

e CONTENT_SPEAKER_INTRA_SUPPRESSION_IN_SECONDS -

The interval, in seconds, between content refresh (intra) requests sent from the MCU to the content
sender due to refresh requests initiated by other conference participants. Additional refresh requests
received within that interval are deferred to the next interval.

Default setting: 5
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Useful Procedures in Content Sharing

For all MCUs, content sharing parameters are defined in the conference profile Video Quality dialog box.

Defining Content Sharing Parameters for a Conference

For RealPresence Collaboration Server VE, the available content options change according to the selected

conferencing mode.

To set the content sharing parameters:

» In the Content Video Definition section, set the values for the Content Settings and Protocol as

follows:

Content sharing Options

Field

Description

Content Settings

Select the transmission mode for the Content channel:

* Graphics — Basic mode, intended for normal graphics

* Hi-res Graphics (AVC CP Only) — A higher bit rate intended for high resolution
graphic display

* Live Video (AVC CP Only) — Content channel displays live video

* Customized Content Rate (AVC CP Only) - Manual definition of the Conference
Content Rate, mainly for cascading conferences.

For a description of each of these options, see Content Settings.

AS-SIP Content

AS-SIP is a SIP implementation utilizing SIP’s built-in security features.

When selected, content is shared using the Multiple Resolutions mode, and is not
supported in any other content sharing mode.

Multiple Resolutions

(CP conferencing
mode only)

Select this check box to enable Multiple Content Resolutions mode, for both H.263
and H.264 content protocols.

When enabled, H.264 is always selected and cannot be modified.

Optional. Select additional protocols:
¢ H.263 - If the conference includes endpoints with H.263 capabilities.

* H.264 Cascade - If the conference includes cascading links and you want to
define the video settings for content sharing.

For more information, see Sharing Content Using Multiple Content Resolutions
Mode.

Content Protocol

* H.263 (AVC Only) - Content is shared using the H.263 protocol.

* H.263 & H.264 Auto Selection (AVC Only) - Content is shared according to
conference participants capabilities.

e H.264 HD (AVC Only, default) - Content is shared using the H.264 HD protocol.

* H.264 Cascade and SVC Optimized - Content is shared using the H.264 content
protocol (fixed), and optimized for use in SVC only and cascaded conferences.

For a detailed description of each of these settings, see Content Media Protocols.
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Content sharing Options

Field

Description

Content Resolution

Select a Content Resolution from the pull-down menu.

The Content Resolutions available for selection are dependent on the content
sharing mode (Highest Common or Multiple Content Resolutions), Line Rate and
Content Settings selected for the conference.

For a full list of Content Resolutions see H.264 Supported Resolutions for AVC
(non-TIP) Conferences.

Note: This field is displayed only when H.264 Cascade and SVC Optimized is
selected, and is enabled for selection in CP conferences (AVC CP) Only. This option
is disabled in SVC conferences.

Send Content to
Legacy Endpoints

When enabled (default), content is sent to H.323/SIP (Collaboration Server VE)
endpoints not supporting MCU content control protocol (legacy endpoints) over the
people video layout (see Sending Content to Legacy Endpoints (CP Only)).
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H.264 Cascade and SVC Optimized Content Sharing in AVC CP
Conferences

When H.264 Cascade and SVC Optimized is selected in AVC CP conference as the Content Protocol,
an additional field, Content Resolution is displayed in the Content Video Definition pane.

The Content Resolution value determines the fixed resolution and frame rate to be used for content
sharing in cascaded conferences.

The Content Resolutions available for selection are dependent on the Line Rate and Content Settings
selected for the conference.

Conferencing
5 General
Display Name:

» Advanced Py ‘ MOde

3 (Gathering 3ettings Linz Rate: 1920 Kbps = ’
e

- B Conferencing Mcde: CP [Contruous Presence) v
3 Wideo Seftngs

3 Audio Settings

» Skins . .
People Video Definition
3 IVR
oo Video Quality: Shamness hd
> Sire Names Maximum Reselution: Auto

Message Dverl
é ! i [~ Videa Clanty
3 Netwok Services

[~ Auto Brightness

Ceontert Video Definition

Content Settngs: Graphics ﬂ

[T AS SIP content

[” Multiple Content Resolutions

Transcode to: i W~ [
| Content Protocol: |—> [H.264 Cesuiads . SVC Opliniced | [~ H.264 High Profile —fg
i i
Content Reselution: 720 5ps | B

720 Sps
I™ send Contentto Legacy Enfig g ]

The Content Rate drop-down menu list depends on Customized Content Rate being selected as the
Content Setting, and cannot exceed 66% of the conference line rate capability.
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CP
5 Sereral _ Conferencing
5 Advanced Display Narne: I Mode§

3 Wideo Settings
3 Audin Settings
3 skins

> VL

3 Aewidiy

3 site Names

3 Message Overlay

3 Metworc Services
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Conferencing Mode: [cP Contruous Presence) =]

[~ People Video Definition

Vicea Quality: |sharpnc:= -
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- Content Video Definition
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I” s SIP content
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Transcode to: F Hzed [ H.263 [ H.264 Cascade
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Selecting a Customized Content Rate in AVC CP Conferences

To Select the Customized Content Rate:

1 In the Content Settings list, select Customized Content Rate.

When selected, a drop-down menu of the available conference content rates is displayed. These
content rates vary according to the selected conference Line Rate.

5 General

Display Mame:
3 Advanced ‘

3 Bathering Settings Line Rate: 1920 Kbps
Video Quality

Conferencing Mode: [CP (Contrucus Prasancs) |
5 Video Settings a CFP ({Continuous Presence) =
3 Audio Settings
3 skins ) L

People Video Definition
> IVR
> Recording Video Quality: Shampness -~
> Site Names Maximum Resolution: Auto
> Message Overlay

[~ videa Clarity

3 Nebwork Services

[T Auto Brightness

Content Video Definition

Content Settings: | CustomizedCortent Rate =

[T AS SIP content

[” Multiple Content Resolutions

Transcode to: 3 F I

Content Protocol: ‘H.2E£l HD

[T Send Content to Legacy Endpoints

2 Select the required content rate.

If Customized Content Rate is already selected along with the content rate, and you attempt to modify
the conference line rate to a value that does not support the selected customized content rate, an
error message is displayed.

Modify the Content Line Rate or Conference Line Rate, or modify the Content Setting.
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Sharing Content in Multiple Content Resolutions Mode

For information on this content sharing mode see Multiple Content Resolutions.

The Multiple Content Resolutions mode can be modified in the conference Profile, in the Video Quality Tab.

To enable Multiple Content Resolutions:

1 If the Conference Mode is not CP (Continuous Presence), select CP.

General
Advanced
Gathering Settings
Video Quality
Video Settings

Skins

VR

Recording
Site Names
Message Overlay

Network Services

Display Name:

Line Rate:

Conferencing Mode:

4096 Kbps 'I
CP ({Continuous Presence) = |

H
b3
bd
>
>
3 Audio Settings
>
>
>
>
¥
>

People Video Definition
Video Quality:
Maximum Resolution:
™ wideo Clarity

¥ Auto Brightness

ISharunsss ~

Auto =

Content Video Definition

Content Settings:

[T AS SIP content

HiResGraphics ﬂ

I Multiple Resolutions

Transcode to:

FF Hit4 [P H263 ¥ H.264 Cascade

Content Resolution:

1080 15ips - |

¥ send Content ta Legacy Endpoints

2 Select the Multiple Resolutions check box.

By default, H.264 is always selected, and cannot be modified.
3 Select additional protocols:

» H.263 - If the conference includes H.263 (only) capable endpoints.

» H.264 Cascade - If the conference includes cascading links.

If H.264 Cascade is selected, select the Content Resolution.
4 Click OK.
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Changing the Default Layout for Content Display on Legacy Endpoints

The default layout used for displaying content for legacy endpoints, is defined by the system flag
LEGACY_EP_CONTENT_DEFAULT_LAYOUT.

The configured default layout is 1+4 (EE CP_LAYOUT_1P4VER). You can change the default layout
configuration by modifying this flag value.

To modify System Flags:

1

On the Collaboration Server menu, click Setup > System Configuration.
The System Flags dialog box opens.

In the MCMS_PARAMETERS tab, double-click the LEGACY_EP_CONTENT_DEFAULT_LAYOUT
flag.

The Edit Flag dialog box is displayed.

In the Value field, modify the flag value to the desired layout (see Legacy Content Endpoint Default
Layouts Table).

Click OK.

The flag is updated in the MCMS_PARAMETERS list.

Click OK.

For flag changes (including deletion) to take effect, reset the MCU (see Resetting the RMX).
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Giving and Cancelling Token Ownership (AVC Participants)

For information on exclusive content ownership, see Exclusive Content Mode.

To give token ownership:

1 In the Participants list, right-click the AVC-enabled endpoint you wish to define as the exclusive
Content Token owner.

Cipants i

[ o % & ® 0 ® = © « (@
Name |Stat|.|5 |ROIe |IP Address/Phone
=l Marc_59446123 (2 participants)

51

Disconnect Participant

,QE, Marc

fax HDX
L) Delete Participant

Mute Audio
Suspend Video
Block Audio

Change to Chairperson

Change To Content Token Owner

Add Participantto AddressBook

View Participant Sent Video

View Participant Received Video
Request Intra for Received Video
Request Intra for Sent Video

Request Intra for Received+Sent Video
Copy Participant

Cut Participant

Send Text Message To Participant

Participant Properties

2 Select Change To Content Token Owner in the drop-down menu.

The endpoint receives exclusive ownership of the Content Token, and an indication icon is displayed
in the Role column of the participant’s entry in the Participants list.

e W R @ 0 ™ e« g

MName |Status |ROIe |IP Address!Phone|Alias Name}l Netwark: |Dia|ing Di|A|.|dio |‘|.I'ideo|
=l Marc_59446123 (2 participants)

fex Marc <= Connected [ (G| 10.253.72.13 H.323 43 Dial o 08

fax HDX 4B Disconnected 10.253.72.24 SIP S pialo @ Ew

Polycom®, Inc. 120



Sharing Content During Conferences

To cancel token ownership:

1 In the Participants list, right-click the endpoint that currently has Content Token ownership.
[Parficipants (EPT 0T |

M e R @ 0 W e

Name |Statu5 |R.o|e |IP Address.ﬂ'Phone|A

=l Marc_59446123 (2 participants)

o A
Y Marc r + =5 in nE= 79 4

a Disconnect Participant
fy HDX

Delete Participant
Mute Audio

Suspend Video

Block Audio

Change to Chairperson

Cancel Content Token Owner

Add Participantto AddressBook
View Participant Sent Video

\iew Participant Received Video

2 Select Cancel Content Token Owner in the drop-down menu.
Content Token ownership is cancelled for the endpoint.

Stopping a Content Session

In some cases, when a participant ends the content sharing session by his/her endpoint, the content token
is not released, preventing other participants from sharing content.

The Collaboration Server user can withdraw the content token from the current holder, and return it to the
MCU for assignment to other endpoints.

To end the current Content session:

» In the Conferences list pane, right-click the conference icon, and select Abort H.239 Session.

[Conferences (1) Wl PSFticipants |

ig K gL e = [ €=
Display Name |Status | |Name

5% SUPPORT 20771120 it minal = SUPFORT 2

Delete Corferente o

A

Save Conference to Template

Abort H 239 Session

Conference Properties
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Content Sharing Reference Tables

Resolutions and Content Rate Reference Tables

The values in the tables below indicate the maximum negotiated content rate (for both H.263 and

K H.264) and resolution/frame rate (only for H.264).

When using Highest Common, endpoints may lower the content parameters, whereas when using

fixed rate, endpoints must comply with the content parameters as determined by the MCU.
The actual content parameters used by the content sharing endpoint are determined by that endpoint,

and may be lower.

H.263 Content Rate Table

The table below describes the content rates for both Highest Common and Fixed content bit rates.

Highest Common and Fixed Content Bit Rate Allocation for H.263

1152
Content

. 64 128 256 768 1280 | 1536
Settings
/ MCU 96 192 320 384 512 832 1024 | 1472 | 1728 | 1920
Graphics 33%
RPCS VE 0 64 64 128 128 256 256 384 512 512
Hi-res Graphics 50%
RPCS VE 0 64 128 192 256 384 512 512 768 1024
Live Video 66%
RPCS VE 0 64 128 256 384 512 512 768 1024 | 1280

H.264 Resolution per Content Rate Table

The table below describes the resolution as negotiated by the MCU according to the content rate.

Maximum Negotiated Resolution and Frame Rate per Content Rate for H.264 Base Profile

Bit Rate Allocated to Content Maximum Negotiated Content

Channel (Kbps) Resolution Frames/Second
64-512 H.264 HD720 5
512-768 H.264 HD720 30
768-1280 H.264 HD1080 15

Polycom®, Inc.
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H.264 Highest Common Content Rates Table

The table below summarizes the Highest Common maximum content rates as negotiated by the MCU. This

table applies only to single MCU (non-cascading) and non-SVC enabled conferences.

Highest Common Content Bit Rate for H.264 Base Profile

1152

Content

q 64 128 256 768 1280 | 1536
Settings
/ MCU 96 192 320 384 512 832 1024 | 1472 | 1728 | 1920
Graphics 33%
RPCS VE 64 64 128 128 256 256 384 512 512
Hi-res Graphics 50%
RPCS VE 64 128 192 256 384 512 512 768 1024
Live Video 66%
RPCS VE ‘ ‘ 64 ‘ 128 ‘ 256 ‘ 384 ‘ 512 ‘ 512 ‘ 768 ‘ 1024 ‘ 1280

Polycom®, Inc.

The values in the table below are inapplicable if lower than those of the respective system flags (see
Setting the Minimum Content Rate for Each Content Quality Setting for H.264 HD).
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H.264 Cascade and SVC Optimized (Fixed) Content Rates Table

The table below summarizes the content rates as they are determined according to resolutions and
conference line rates.

For information on the supported resolutions for each of the MCU types see H.264 Resolution per Content

Rate Table.

Highest Common Content Bit Rate for H.264 Base Profile

1152

Content

A 64 128 256 768 1280 1536
Settings
/| MCU 96 192 320 384 512 832 1024 | 1472 1728 | 1920
Graphics 33%
RPCS VE 64 64 128 128 256 256 384 512 512
Hi-res Graphics 50%
RPCS VE 64 128 192 256 384 512 512 768 768
Live Video 66%
RPCS VE ‘ ‘ 64 ‘ 128 ‘ 256 ‘ 384 ‘ 512 ‘ 512 ‘ 768 ‘ 1024 ‘ 1280

Bit Rate of Content Channel per Line Rate for H.264 Cascade and SVC Optimized for Base Profile

1472
Cascade 64 | 128 | 256 832 1536
Resolution 96 | 192 | 320 | 384 | 512 | 768 | 1024 | 1152 1280 | 1728 | 1920
Graphics 33%
720p5 64 64 128 | 128 | 256 | 256 256 256 256 256
720p30 512 | 512
1080p15 768
Hi-res Graphics 50%
720p5 ‘ 64 ‘ 128 ‘ 192 ‘ 256 ‘ 384 ‘ 384 384 512 512 512
720p30 512 512 512 512
1080p15 768 768
Live Video 66%
720p5 64 128 | 256 | 384 | 512 | 512 768 768 768 768
720p30 512 768 768 768 768
1080p15 768 768 768 768
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Legacy Content Endpoint Default Layouts Table

The table below describes the supported Legacy content layouts, and their corresponding
LEGACY_EP_CONTENT_DEFAULT_LAYOUT flag values.

LEGACY_EP_CONTENT_DEFAULT_LAYOUT Flag Values

Layout Flag Value

CP_LAYOUT_1X1

CP_LAYOUT_1X2

CP_LAYOUT_1X2HOR

il = O

CP_LAYOUT_1X2VER

oo

= CP_LAYOUT_2X1

=
B CP_LAYOUT_1P2HOR
=
— CP_LAYOUT_1P2HOR_UP
=

o CP_LAYOUT_1P2VER

(8
oE CP_LAYOUT 2X2
oo

CP_LAYOUT_1P3HOR_UP

CP_LAYOUT_1P3VER

CP_LAYOUT_1P4HOR_UP

E CP_LAYOUT_1P4HOR

W CP_LAYOUT_1P4VER
CP_LAYOUT 1P5

5 - -

[=]=]=]

[ CP_LAYOUT_1P7

anan CP_LAYOUT_1P8UP

=
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LEGACY_EP_CONTENT_DEFAULT_LAYOUT Flag Values

Layout Flag Value
ooon CP_LAYOUT_1P8CENT
% CP_LAYOUT_1P8HOR_UP
— CP_LAYOUT_3X3
[=]=]=]
oo
nopo CP_LAYOUT_2P8
oooo CP_LAYOUT_1P12
Lt

CP_LAYOUT 4X4
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Encryption is available at the conference and participant levels, based on AES 128 (Advanced Encryption
Standard) and is fully H.233/H.234 compliant and the Encryption Key exchange DH 1024-bit
(Diffie-Hellman) standards.

Media Encryption Guidelines

Encryption is not available in all countries and it is enabled in the MCU license. Contact Polycom
Support to enable it.

Media encryption is supported in CP, SVC Only and mixed CP and SVC Conferencing Modes.

Endpoints must support both AES 128 encryption and DH 1024 key exchange standards which are
compliant with H.235 (H.323) to encrypt and to join an encrypted conference.

The encryption mode of the endpoints is not automatically recognized, therefore the encryption mode
must be set for the conference or the participants (when defined).

Conference level encryption must be set in the Profile, and cannot be changed once the conference
is running.

If an endpoint connected to an encrypted conference stops encrypting its media, it is disconnected
from the conference.

In Cascaded conferences, the link between the cascaded conferences must be encrypted in order to
encrypt the conferences.

The recording link can be encrypted when recording from an encrypted conference to the RSS that
is set to encryption. For more information, see Dial Out Recording Link Encryption.

Encryption of SIP Media is supported using SRTP (Secured Real-time Transport Protocol) and the
AES key exchange method.

Encryption of SIP Media requires the encryption of SIP signaling - TLS Transport Layer must be used.
Encryption of SIP Media is supported in conferences as follows:

» All media channels are encrypted: video, audio and FECC.

» Collaboration Server SRTP implementation complies with Microsoft SRTP implementation.

» LPRis not supported with SRTP.
>

The ENABLE_SIRENLPR_SIP_ENCRYPTION System Flag enables the SirenLPR audio
algorithm when using encryption with the SIP protocol. The default value of this flag is NO
meaning SirenLPR is disabled by default for SIP participants in an encrypted conference. To
enable SirenLPR the System Flag must be added to system.cfg and its value set to YES.

» The SEND_SRTP_MKI System Flag enables or disables the inclusion of the MKI field in SRTP
packets sent by the Collaboration Server. The default value of the flag is YES.

Add the flag to system.cfg and set its value set to NO to disable the inclusion of the MK field in SRTP
packets sent by the Collaboration Server when using endpoints that cannot decrypt SRTP-based
audio and video streams if the MKI (Master Key Identifier) field is included in SRTP packets sent by
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the Collaboration Server. When all conferences on the RMX will not have MS-Lync clients
participating and will have 3rd party endpoints participating. This setting is recommended for
Maximum Security Environments.

Add the flag to system.cfg and set its value set to YES when Microsoft Office Communicator and Lync
Clients. When any conferences on the RMX will have both MS-Lync clients and Polycom endpoints
participating. Some 3rd party endpoints may be unsuccessful in participating in conferences with this
setting.

Polycom endpoints function normally regardless of the setting of this flag.
For more information, see Modifying System Flags.

Mixing Encrypted and Non-encrypted Endpoints in one
Conference

Mixing encrypted and non-encrypted endpoints in one conference is possible, based on the Encryption
option “Encrypt When Possible” in the Conference Profile - Advance dialog box.

The option “Encrypt When Possible” enables the negotiation between the MCU and the endpoints and let
the MCU connect the participants according to their capabilities, where encryption is the preferred setting.
Defined participants that cannot connect encrypted are connected non-encrypted, with the exception of
dial-out SIP participants.

When the conference encryption is set to "Encrypt when possible", SIP dial out participants whose
encryption is set to AUTO can only connect with encryption, otherwise they are disconnected from
the conference.In CISCO TIP environments, dial in endpoints that are registered to CUCM can only
connect as non-encrypted when the conference encryption is set to “Encrypt when possible” as the
CUCM server sends the Invite command without SDP.

When the conference encryption is set to "Encrypt when possible”, SIP dial out participants whose
encryption is set to AUTO can only connect with encryption, otherwise they are disconnected from
the conference.

The same system behavior can be applied to undefined participants, depending on the setting of the System
Flag FORCE_ENCRYPTION_FOR_UNDEFINED_PARTICIPANT_IN_WHEN_AVAILABLE_MODE:

e When set to NO and the conference encryption in the Profile is set to “Encrypt When Possible”, both
Encrypted and Non-encrypted undefined participants can connect to the same conferences, where
encryption is the preferred setting.

e When set to YES (default), Undefined participants must connect encrypted, otherwise they are
disconnected.

For defined participants, connection to the conference is decided according to the encryption settings in the
conference Profile, the Defined Participant’s encryption settings.

For undefined participants, connection to the conference is decided according to the encryption settings in
the conference Profile, the System Flag setting and the connecting endpoint’s Media Encryption
capabilities.
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Direct Connection to the Conference

The following table summarizes the connection status of participants, based on the encryption settings in
the conference Profile, the Defined Participant’s encryption settings or the System Flag setting for undefined

participants and the connecting endpoint’s Media Encryption capabilities.

Connection of Participants to the Conference based on Encryption Settings

e Defined Participant Undefined Participant
Encryption Encryption . Connection Status | Connection Status
Setting Setting Connection status *Flag = No *Flag = YES

No Encryption Auto Connected, Connected Connected
non-encrypted non-encrypted non-encrypted

(Encryption is not (Encryption is not
No Connected, declared by the declared by the
non-encrypted Collaboration Collaboration
v . Server, therefore the | Server, therefore the
es Connected only if encrypted. . .
Non-encrypted endpoints are endpoint dogs not endpoint dogs not
disconnected as encryption is use encryption) use encryption)
forced for the participant.

Encrypt All Auto Connected, encrypted. Connect only if Connect only if
Non-encrypted endpoints are encrypted. encrypted.
disconnected Non-encrypted Non-encrypted

No Disconnected (cannot be zpdpomts are epdpomts are
isconnected disconnected
added to the conference)
Yes Connected, encrypted

Encrypt When Auto All defined participants except | Connect encrypted - | Connect only if

Possible dial-out SIP participants: Endpoints with encrypted.
Connect encrypted - Endpoints | encryption Non-encrypted
with encryption capabilities. capabilities. endpoints are
Connect non-encrypted - Connect disconnected.
endpoints without encryption non-encrypted -
capabilities. endpoints without
Defined dial-out SIP encryption
participant: Connect only if capabilities
encrypted.

Non-encrypted endpoints are
disconnected.
No Connected, non-encrypted
Yes Connected, encrypted

* System Flag =

FORCE_ENCRYPTION_FOR_UNDEFINED_PARTICIPANT IN_WHEN_AVAILABLE_MODE
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Connection to the Entry Queue

An undefined participant connecting to an Entry Queue inherits the encryption characteristics of the Entry
Queue as defined in the Entry Queue’s profile.

Participants can be moved from the Entry Queue and the destination conference if both conferencing
entities have the same Profile settings, i.e. from SVC Only Entry Queue to SVC Only conference and from
mixed CP and SVC Entry Queue to a mixed CP and SVC conference, etc.

The following table summarizes the connection possibilities for a participant that is to be moved from an
Entry Queue to a destination conference for each of the conference Profile and Entry Queue encryption
options.

Connection of Undefined Participants to the Entry Queue Based on Encryption Settings

. Undefined Participant Connection to the Entry Queue
Entry Queue Encryption

Setting *Flag = No *Flag = YES

No Encryption Connected, non-encrypted Connected, non-encrypted
(Encryption is not declared by the (Encryption is not declared by the
Collaboration Server, therefore endpoint ~ Collaboration Server, therefore endpoint
does not use encryption) does not use encryption)

Encrypt All Connected only if encrypted. Connected only if encrypted.
Non-encrypted endpoints are Non-encrypted endpoints are
disconnected disconnected

Encrypt When Possible Connected encrypted - Endpoints with Connected only if encrypted.
encryption capabilities. Non-encrypted endpoints are
Connected non-encrypted - endpoints disconnected.

without encryption capabilities

* System Flag =
FORCE_ENCRYPTION_FOR_UNDEFINED_PARTICIPANT_IN_WHEN_AVAILABLE_MODE

Moving from the Entry Queue to Conferences or Between Conferences

Participants can be moved from the Entry Queue and the destination conference if both conferencing
entities have the same Profile settings, i.e. from SVC Only Entry Queue to SVC Only conference and from
mixed CP and SVC Entry Queue to a mixed CP and SVC conference, etc.

When moving participants from the Entry Queue to the destination conference, or when the Collaboration
Server user moves AVC participants from one conference to another (SVC participants cannot be moved
between conferences), the connection rules are similar and they are summarized in Table 5-53:
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Moving Participants from the Entry Queue to the Destination conference or between conferences Based on
the Encryption Settings

Current Participant Encryption Status

Destination
Conference Encrypted Non-Encrypted
Encryption Setting

*Flag = NO *Flag = YES *Flag = NO *Flag = YES
No Encryption Move succeeds, connected encrypted Move succeeds, connected

non-encrypted

Encrypt All Move succeeds, connected encrypted. Move fails, disconnected.

Encrypt When Possible Move succeeds, Move succeeds, Move succeeds, Connected only if
connected connected connected endpoint was a
encrypted encrypted non-encrypted defined participant

in the source
conference.
Otherwise, move
fails.

* System Flag =
FORCE_ENCRYPTION_FOR_UNDEFINED_PARTICIPANT_IN_WHEN_AVAILABLE_MODE

Recording Link Encryption

Recording Links are treated as regular participants, however the
ALLOW_NON_ENCRYPT_RECORDING_LINK_IN_ENCRYPT_CONF system flag must be set to YES if
a non-encrypted Recording Link is to be allowed to connect to an encrypted conference.

The following table summarizes the connection possibilities for a Recording Link that is to be connected to
a conference for each of the conference profile and Entry Queue encryption options.

Connections by Recording Link and Conference Encryption Settings

Recording Link Connection Status according to flag:
Conference ALLOW_NON_ENCRYPT_RECORDING_ LINK_IN_ENCRYPT_CONF

Profile Setting

YES NO
Encrypt All Connected encrypted if possible, Connected only if encrypted, otherwise
otherwise connected non-encrypted. disconnected
No Encryption Connected non-encrypted Connected non-encrypted
Encrypt when possible Connected encrypted if possible, Connected encrypted if possible,
otherwise connected non-encrypted. otherwise connected non-encrypted.

Enabling Media Encryption for a Conference

Media encryption is enabled at three levels:
e MCU level - Setting the Encryption Flags
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e Conference level - Enabling Encryption in the Profile
e Participant level - Enabling Encryption at the Participant Level

You must first set the system flags for the MCU before media encryption can be enabled for the conference
and participants.

Setting the Encryption Flags

Enabling the media encryption for the MCU is usually performed once an it is applicable to all conferences
running on the MCU.

To modify the Encryption flags:

1 Click Setup>System Configuration.
The System Flags dialog box opens.

2 Setthe
FORCE_ENCRYPTION_FOR_UNDEFINED_PARTICIPANT_IN_WHEN_AVAILABLE_MODE flag
to YES or NO.

3 If recording will be used in encrypted conferences, set the
ALLOW_NON_ENCRYPT_RECORDING_LINK_IN_ENCRYPT_CONF flag to YES or NO.

4 Click OK.
For more information, see Modifying System Flags.
5 Reset the MCU for flag changes to take effect.

Enabling Encryption in the Profile

Encryption for the conference is in the Profile and cannot be changed once the conference is running.
To enable encryption at the conference level:

» Inthe Conference Profile Properties — Advanced dialog box, select one of the following Encryption
options:
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3 General
e A oo Display Name: [cP_ENCRYPTED
3 Gathering Settings Line Rate: 832 Kbps v
3 Video Quality .
3 Videa Settings Conferencing Made: CP (Continuous Presence) v
3 Audio Settings
3 Skins
3 IVR .

Bt Encrypt when possible -
3 Recording

Encrypt All
3 Site Names ¥ Packet Loss Compengd No Encryption
Encrypt when possible

» Message Overlay ¥ Aute Terminate
3 Network Services <

Before First Joins: 10 EI Minutes

At the End: 1 EI: Minutes

+ After last participant quits

" When last participant remains

[ Auto Redialing

[ Exclusive Content Mode

TIP Compatibility: None -

¥ Enable FECC

[~ FW NAT Keep Alive

Interval: o 3 Seconds

| o< [ concel |
» Encrypt All - Encryption is enabled for the conference and all conference participants must be

encrypted.

» No Encryption - Encryption is disabled for the conference.

» Encrypt when possible - enables the negotiation between the MCU and the endpoints and let
the MCU connect the participants according to their capabilities, where encryption is the preferred
setting. For connection guidelines see Mixing Encrypted and Non-encrypted Endpoints in one
Conference.

For more information about recording encrypted conferences, see Dial Out Recording Link
Encryption.
Enabling Encryption at the Participant Level

You can select the encryption mode for each of the defined participants. Encryption options are affected by
the settings of the flag in the system configuration. Undefined participants are connected with the Participant
Encryption option set to Auto, inheriting the conference/Entry Queue encryption setting.

To enable encryption at the participant level:

» In the Participant Properties — Advanced dialog box, in the Encryption list, select one of the
following options: Auto, On, or Off.
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> General
> Advanced Name: [
> Infarmation Endpoint Website
Call Bit Rate: ¥ Auto Automatic =] Kbits/sec
Resolution: Auto -
Video Protocol: Auto hd
Broadcasting Volume: . s
Listening Volume: R T
Encryption: Auto -
Yes
Cascade: No
Auto

» Auto - The participant inherits the conference/Entry Queue encryption setting. The participant
connects as encrypted only if the conference is defined as encrypted.

» Yes - The participant joins the conference/Entry Queue as encrypted.
» No - The participant joins the conference/Entry Queue as non-encrypted.

Monitoring the Encryption Status

The conference encryption status is indicated in the Conference Properties - General dialog box.

The participant encryption status is indicated by a check mark in the Encryption column in the Participants
list pane.

The participant encryption status is also indicated in the Participant Properties — SDP tab, where SRTP
indication is listed for each encrypted channel (for example, audio and video).
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'oc_BOris Properties

General
Advanced

Information

sop
Connection Status

b

>

>

3 Media Sources
¥

>

3 Channel Status
>

Channel Status - Adva...

Mame:

Endpoint Type:

rRemote Capabilities

Remote Communication Mode

Endpoint Website

G7221_24k -1 frame per packet
RTP payload type 103
G711UlawE4k - 20 mill packet duration
Fifc28330imt -
payload type 101

SRTP: AES_CMﬁLzB_HMAILSHALBﬂ
CIE

F at 30 fps
SRTP: AES_CM_128_HMAC_SHA1_80

N

(G7221_24k - 1 frame per packet ;j
H2TF', AES_CM_128 HMAC SHAI

IF at 30 fps
SRTP: AES_CM_128_HMAC_SHA1_80

N

i~ Local Commu tion Mode
AG7221_24k -1 frame per packet

RTPTAES_CM_128_HMAC_SHA1_80

[0
CIF at 30 fps
RTP: AES_CM_128_HMAC_SHA1_80

L]

Add to Address Book

An encrypted participant who is unable to join a conference is disconnected from the conference. The

disconnection cause is displayed in the Participant Properties — Connection Status dialog box, Security

Failure indication, and the Cause box identifies the encryption related situation.

For more information about monitoring, see Conference and Participant Monitoring .
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Mode (AVC CP)

Collaboration Server supports the Telepresence Mode in AVC CP conferences allowing multiple participants
to join a telepresence conference from RPX and OTX high definition rooms as well as traditional, standard
definition video conferencing systems.

OTX (Telepresence) and RPX (Realpresence) room systems are configured with high definition cameras
and displays that are set up to ensure that all participants share a sense of being in the same room.

Participants using two RealPresence RPX HD 400 Room Systems

The following are examples of situations where an Collaboration Server is needed for Telepresence
configurations:

e RPXto OTX

e RPX 2-cameras/screens to RPX 4-cameras/screens
e 3 or more RPXs

e 3 ormore OTXs

Collaboration Server Telepresence Mode Guidelines

System Level

e The Collaboration Server system must be licensed for Telepresence Mode.
e The system must be activated with a Telepresence enabled license key.

Conference Level

e The Telepresence Mode and Telepresence Layout Mode fields are only displayed in the
Conference Profile dialog box if the Collaboration Server has a Telepresence license installed.

e A Telepresence conference must have Telepresence Mode enabled in its profile.
e In Telepresence Mode, ITP sites are automatically detected.
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e When Telepresence mode is selected in a conference profile, the following options are disabled:
> Borders

Site Names

Speaker Indication

Skins

Same Layout

Presentation Mode

Auto Layout

YV V V VYV V VYV V

Lecture Mode
e The master (center) camera is used for video, audio and content.

e Conference Templates can be used to simplify the setting up Telepresence conferences where
precise participant layout and video forcing settings are crucial. Conference Templates:

> Save the conference Profile.

» Save all participant parameters including their Personal Layout and Video Forcing settings.
e An ongoing Telepresence conference can be saved to a Conference Template for later re-use.

For more information see Using Conference Templates.

Automatic Detection of Immersive Telepresence (ITP) Sites

When the conference Telepresence Mode is set to Auto (Default) /TP endpoints are automatically detected.

If an ITP endpoint is detected in such conference, ITP features are applied to all endpoints and the
Collaboration Server sends conference video with the following options disabled:

e Borders
e Site names
e Speaker indication
e Skins
e Same Layout
e Presentation Mode
e Auto Layout
e Lecture Mode
The ITP features are dynamic, and if all ITP endpoints disconnect from the conference, normal conference

video is resumed for the remaining all participants. ITP features are re-applied to all participants should an
ITP endpoint re-connects to that conference.
Horizontal Striping

Horizontal Striping is used by the Collaboration Server in order to prevent cropping and preserve the aspect
ratio of video for all Telepresence Modes.
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4:3

16:9

T~

Horizontal Striping

/

Cropping is used by the Collaboration Server in order to preserve the aspect ratio of video for all
Telepresence Modes.

Cropping

Cropping is controlled by the ITP_CROPPING system flag in the system configuration, providing different
cropping options according to the endpoints participating in the Telepresence conference.

By default, the flag is set to ITP. In this mode, the area to be stripped is cropped equally from the top and
the bottom (as shown in the example below). For more details, see Modifying System Flags.

16:9 |
\ Symmetric Letter box
N / Cropping
|

Gathering Phase with ITP Room Systems

4:3

When a conference is configured to include a Gathering Phase, only one endpoint name is displayed for the
ITP room in the connected participant list of the Gathering slide. The ITP room endpoint with the suffix “1”
in its name receives the Gathering slide.

Aspect ratio for standard endpoints

Standard endpoints (non-ITP) receive video from the Collaboration Server with the same aspect ratio as that
which they transmitted to the Collaboration Server.

Skins and Frames

When Telepresence Mode is enabled, no Skin is displayed and the system uses a black background.
Frames around individual layout windows and the speaker indication are disabled.

RPX and OTX Video Layouts

Additional video layouts have been created to give Telepresence operators more video layout options when
configuring OTX and RPX room systems. These additional video layout options are available to all
endpoints on both conference layout and Personal Layout levels.
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OTX/ RPX - Additional Video Layouts

Number of Endpoints | Layouts

1

4:3 4.3 4:3

I EEE Il =

10+

The following example illustrates the use of standard and additional Collaboration Server Telepresence
layouts when connecting four Room Systems as follows:

e Two OTX Room Systems
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> 2 active cameras

> 6 screens

e Two RPX Room Systems

» 8 cameras
» 8 screens

RPX and OTX Room System connected using the RealPresence Collaboration Server

43

43

OTX View

3 Screens 16:9 43

43

4:3

4:3

43

43

Standard OTX Layout
Camera Zoomed Out

RPX View
4 Screens 4.3

Alignment of back-projectors
eliminates the display of the
vertical blank areas of the
video layouts
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Room Switch Telepresence Layouts

The Room Switch Telepresence layouts normally controlled by the MLA can be managed by the MCU to
speed updating the conference layouts in large conferences with many endpoints.

Whether the MLA or the MCU controls the Room Switch Telepresence layouts is determined by the
MANAGE_TELEPRESENCE_ROOM_SWITCH_LAYOUTS flag. This flag must be manually added before
changing its value. No system reset is required.

The values are:

o NO (Default) - The MCU does not manage Telepresence Room Switch Layouts and they continue to
be managed by the MLA.

e YES - The MCU manages Telepresence Room Switch Layouts.

When the MCU controls the Telepresence Room Switch layouts
(MANAGE_TELEPRESENCE_ROOM_SWITCH_LAYOUTS = YES) the display is affected according to
the Telepresence Mode Settings in the Conference Profile as follows:

e If the Telepresence Mode = ON

» If no ITP endpoints are connected to the conference, the RMX Room Switch layout applies, in
which case only the speaker is seen.

» When a single participant using an ITP endpoint with either single or multiple screens connects to
the conference, the participant will see black screens.

e If the Telepresence Mode = AUTO

» If no ITP endpoints are connected to the conference, the RMX CP layout applies (unless the
conference layout is defined).

» When a single participant using an ITP endpoint with multiple screens connects to the conference,
the participant will see black screens.

» When a single participant using an ITP endpoint with a single screen connects to the conference,
the MCU will display a self-view of the participant.

e When a TIP system with 3 screens joins a conference, the layout is updated on all screen
simultaneously.

e When a Polycom ITP system with 2, 3, or 4 screens joins the conference, the layout is updated on all
screens simultaneously.

Telepresence Display Decision Matrix

How the speaker video is displayed on the screens of the conference participants is dependent on the
relationship between the number of screens the speaker endpoint contains and the number of screens of
the endpoints of the other conference participants.
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The following Telepresence Display Decision Matrix” table shows how the speaker video will be displayed
on the various participant endpoints when the MCU is managing Telepresence Room Switch conference

layouts.
Number Speaker Endpoint
of
Screens 1 2 3 4
Speaker EP: Speaker EP: Speaker EP: Speaker EP:
(1] E=IET (=20 [ =T (=0 = [ =
1 | Displaying EP (mirror): | Displaying EP (mirror): Displaying EP (mirror): Displaying EP (mirror):
= EP1 EP1 EP1 EP1
E_ Speaker EP: Speaker EP: Speaker EP: Speaker EP:
° (1] =20 =0 220 i = [ =0 [ =T
[IT] 2 Displaying EP (mirror): | Displaying EP (mirror): Displaying EP (mirror): Displaying EP (mirror):
o
E L[N 220 Wz T2 1210
% EP-2 EP1 EP2 EP1 EP2  EP1 EP2 EP1
E Speaker EP: Speaker EP: Speaker EP: Speaker EP:
e (1] 20 [ (] (= [ =
3 Displaying EP (mirror): | Displaying EP (mirror): Displaying EP (mirror): Displaying EP (mirror):
. EIE . (20 0 =1 | apaaE |
EP2 EP1 EP3 EP2 EP1 EP3 EP2 EP1 EP3 EP2 EP1 EP3
Speaker EP: Speaker EP: Speaker EP: Speaker EP:
(1] =20 20 = (=0 = =
4 Displaying EP (mirror): | Displaying EP (mirror): Displaying EP (mirror): Displaying EP (mirror):
B . EIEEI . (=0 =0 [ =
EP4 EP2 EP1 EP3 EP4 EP2 EP1 EP3 EP4 EP2Z EP1 EP3 EP4 EP2 EP1 EP3

For example, if the speaker’s endpoints has two screens and the participant’s endpoint only one, the

participant’s display is divided into two video layout cells with each video layout cell showing the input of one
of the speaker’s screens (endpoint).

If the participant endpoint has two screens, and the speaker endpoint only one, the speaker’s video will be
displayed on one of the participant’s screens, while the second screen remains black.

Guidelines for Managing the Room Switch Telepresence Layouts by

the MCU

e Only Room Switch layouts can be managed by the MCU. CP (Continuous Presence) layouts continue
to be managed by the MLA.

e Only CP-AVC conferences are supported.

e Lync Clients (with CSS add-in) are supported.

e SVC endpoints are not supported.

e It is recommended that the Speaker Change Threshold be set to 3 seconds.

e Telepresence endpoints are named using a text name followed by a number. For example, if an OTX

Telepresence room is named Oak, the three endpoint names would be Oak1, Oak2, and Oak3.

e Lecture mode is not supported in Telepresence Room Switch conferences managed by the MCU.
(This is because in Lecture mode, unlike Room Switch mode, the lecturer receives the CP layout of
conference participants.)

e Personal layouts are disabled. Therefore, any features that use personal layouts like Click&View can
not be used to change the layout, and Click&View DTMF digits will be ignored.
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e Changing the flag affects only future conferences. Conferences currently running are not affected.

e The Send Content To Legacy Endpoints feature is enabled by default when Telepresence mode is
enabled.

e Layout attributes (no skins, no site names and no borders) should continue for Telepresence layouts
managed by the RMX.

Sending Content to Legacy Endpoints in Telepresence
Conferences

The Collaboration Server can be configured to manage the layouts of to H.323/SIP/ISDN endpoints that do
not support H.239 Content (legacy endpoints) over the video (people) channel in Telepresence conferences
when Content is being sent. This feature is controlled using the FORCE_LEGACY_EP_CONTENT
_LAYOUT_ON_TELEPRESENCE flag. This flag must be added to change the value.

The values of the flag are:

e NO (Default) - The MCU does not manage the layouts while Content is sent. Personal layout
changes, for example, by MLA, override the default MCU layout. Legacy endpoints may not display
Content in Telepresence conferences due to layout changes.

e YES - The MCU manages the layouts while Content is sent. Personal layout changes, for example,
by MLA, are ignored. The layouts for legacy endpoints are managed by the MCU.

Guidelines for Sending Content to Legacy Endpoints in Telepresence
Conferences

e MLA layout change requests for legacy endpoints will be ignored until Content is stopped. At that
point, MLA can be used again.

e Click&View can not be used to change the layout while Content is being sent.
e The Polycom Touch Control can not be used to change the layout while Content is being sent.

Content Display on Legacy Endpoints in Telepresence Conferences

When Content is sent to legacy endpoints in Telepresence conferences, their video layout automatically
changes to a “Content layout” which is defined by the system flag
LEGACY_EP_CONTENT_DEFAULT_LAYOUT. If MLA is managing the Telepresnce layout prior to Content
being sent, the MCU takes over managing the layout of Legacy endpoints once Content is started. The video
layouts of the other conference participants continue to be managed by MLA.

If MLA was managing the Telepresence layouts, when Content ends, control of the layouts for legacy
endpoints goes back to the MLA after a short time.
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Enabling Telepresence Mode

Telepresence Mode must be configured in a new or existing Conference Profile.

To enable Telepresence in a new or existing Conference Profile:

1 In the RMX Management pane, click Conference Profiles.
2 Click the New Profiles button or open an existing Conference Profile.

3 Define the various profile General, Advanced, Gathering Settings and Video Quality parameters.

For more information on defining Profiles, see Defining New Profiles .
4 Click the Video Settings tab.

5 General
> Advanced

3 Gathering Settings
3 Video Quality

» Audio Settings

> Skins

> IVR

» Recording

3 Site Names

3 Message Overlay

» Network Services

Display Name: [
Line Rate: 3B4Kbps ¥
Conferencing Mode: AVC only B
Auto
[ Presentation Mode , g;ﬁf
elepresence Mode: |-Mtn ﬂ'

[T same Layout elepresence LayoutMode: Continuous Presence 2
[ Lecturer View Switching ~ Manual

| Continuaus Presence

Auto Scan Interval(s): = Room Switch
¥ Auto Layout
- =]
7

5 Inthe Telepresence Mode field, select one of the following options:

» OFF - When OFF is selected, normal conference video is sent by the Collaboration Server.

» AUTO (Default) - The ITP features are dynamic. When AUTO is selected and an ITP endpoint is
detected, ITP features are applied to the conference video for all participants. If all ITP endpoints

disconnect from the conference, normal conference video is resumed for all remaining

participants. ITP features are re-applied for all participants should an ITP endpoint re-connect to
the conference.

When Telepresence Mode is set to Auto and a one-screen Telepresence unit is in use, the
Collaboration Server controls layouts instead of the MLA. For more information see Polycom

Multipoint Layout Application (MLA) User’s Guide for Use with Polycom Telepresence Solutions.

» ON - ITP features are always applied to the conference video for all participants regardless of
whether there are ITP endpoints connected or not.
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6 Inthe Telepresence Layout Mode field, select the Telepresence Layout Mode to be used in the
conference. This field is used by VNOC operators and Polycom Multi Layout Applications to retrieve
Telepresence Layout Mode information from the Collaboration Server.

The following modes can be selected (as required by the VNOC and Polycom Multi Layout
Applications):

> Manual
» Continuous presence - Room Continuous Presence (Default)
» Room Switch - Voice Activated Room Switching

7 Select the required video layout.

8 Click OK.

When Telepresence Mode is enabled, the Skins options are disabled as the system uses a black
background and the frames and speaker indication are disabled.
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Monitoring Telepresence Mode

Monitoring Ongoing Conferences

An additional status indicator, Telepresence Mode Enabled, is displayed in the Conference Properties - Video

Settings tab when monitoring ongoing conferences.

B Properties
» General
42 ndvanced Display Name: [Marc_477512817
3 EiuE e Duration: lﬁ B lﬁ [T Permanent Conference
3 Video Quality
5 Video Settings Conferencing Mode:
3 Audio Settings
3 Customnized Polling [¥ Presentation Mode [T Telepresence Mode Enabled
» Skins ¥ Zend Content to Legacy Endpoints Telepresence Mode: m
3 IVR
2 information [T Same Layout ———— Telepresence LayoutMode: Continuous Presence
5 Recording ™ Lecturer View Switching T (None] =
2 sicitames Auto Scan Interval(s): 10 -
3 Message Overlay
3 Network Services ™ Aute Layout
]
Auto d
2
3
4
5+
k]
10+
Overlay

The Telepresence Mode Enabled, Telepresence Mode and Telepresence Layout Mode fields are
only enabled if the Collaboration Server has a Telepresence license installed.

If Telepresence Mode is enabled, a check mark is displayed in the check box. This option is grayed as this
is a status indicator and cannot be used to enable or disable Telepresence Mode.
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Monitoring Participant Properties

An additional status indicator, Telepresence, is displayed in the Participant Properties - Advanced tab
when monitoring conference participants.

Wanda Propertics
5 General
> Advanced Name: Wanda Endpoint Website
> Information Endpoint Type ’—M
3 Media Sources
3 H.245
Call Bit Rate: = Automatic E| Kbits/sec
3 Connection Status
3 Channel Status =
Resolution: Auto
3 Channel Status - Adva
3 Gatekeeper Status Video Protocol: Auta
Broadcasting Volume: et
Listening Volume: Ticolos B
Encryption: Auto
Cascade: None
——————F Telepresence: None
W AGC
Add to Address Book:

The Telepresence mode of the participant is indicated:
o RPX - the participant’'s endpoint is transmitting 4:3 video format.
e OTX - the participant’'s endpoint is transmitting 16:9 video format.
e None.
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Creating Multiple Cascade Links Between
Telepresence Conferences

You can create multiple Cascading links between Collaboration Servers hosting conferences that include
Immersive Telepresence Rooms (ITP) such as Polycom’s OTX and RPX Room Systems.

Guidelines for Creating Multiple Cascading Links between
Conferences

Basic Cascading topology is used. For more information see the <l/falic>RealPresence Collaboration
Server 800s Administrator’s Guide, Basic Cascading Using IP Cascaded Link.

Multiple Cascade Links between conferences are implemented by creating a Link Participant which
consists of a main link and sub-links which are automatically generated and sequentially numbered.
For more information see Creating a Link Participant, Creating a Link Participant.

All cascaded links must use H.323 protocol.
Multiple Cascade Links are supported in CP conferencing mode.

The number of cascading links is defined manually according to the maximum number of Room
System cameras in the cascaded conference.

When the active speaker is in an Immersive Telepresence Room, Multiple Cascade Links are used,
one link for each of the Room System’s cameras.

» An RPX 4xx Room System requires 4 Cascaded Links to carry the video of its 4 cameras.
» An RPX 2xx Room System requires 2 Cascaded Links to carry the video of its 2 cameras.

» An OTX 3xx Room System requires 3 Cascaded Links to carry the video of its 3 cameras. The
OTX Room System must be configured as Room Switch in order to send multiple streams. When
configured in CP Mode, its cameras zoom out and all 3 screens are sent as one stream.

The number of links is defined when creating the Link Participant. Each conference in the cascade
must have a Link Participant with the same number of Multiple Cascade Links defined. Calls from
Link Participants not defined with the same number of links are rejected. Number of cascading links
is not identical for all conferences is listed as the Call Disconnection Cause. For more information see
Creating a Link ParticipantCreating a Link Participant and Monitoring Multiple Cascade
LinksMonitoring Multiple Cascade Links.

Although it is possible to disconnect and reconnect specific Multiple Cascade Links using the
RealPresence Collaboration Server Web Client / RealPresence Collaboration Server Manager it not
advisable to do so.

» If the main link is disconnected all sub-links are disconnected and deleted.
Reconnecting the main link reconnects all sub-links.

» If a sub-link is disconnected it remains disconnected until it is manually reconnected.

» The number of Multiple Cascade Links cannot be modified while any of the links are in a
disconnected state. All previous links must be deleted before modification is possible.

For more information see Monitoring Multiple Cascade LinksMonitoring Multiple Cascade Links.
A Link Participant can be dragged from the address book into a conference.

> Ifitis the first Link Participant in the conference, the number of Multiple Cascade Links defined
for the participant are created and connected.
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> Ifitis not the first Link Participant in the conference, the number of Multiple Cascade Links defined
for the participant is ignored.

If there are insufficient resources to connect all Multiple Cascade Links in either of the RMXs, none
of the links are connected and resources deficiency -0 is listed as the Call Disconnection Cause. For
more information see Monitoring Multiple Cascade LinksMonitoring Multiple Cascade Links.

Multiple Cascade Links that are not used by MLA are inactive but continue to consume resources.

All RMXs participating in the cascade must have the same Telepresence Mode definitions, either all
defined as CP or all defined as Room Switch.

When Multiple Cascade Links are defined in the Conference Profile, the Layout Type field of the Link
Participant’s Participant Properties - Media Sources dialog box is set to Conference and cannot be
modified.

TIP Telepresence Rooms (CTS) are supported without Content. For more information see the
Collaboration With Cisco’s Telepresence Interoperability Protocol (TIP).

Enabling and Using Multiple Cascade Links

The settings required to enable Multiple Cascade Links on the RMX are minimal and are described in
Creating a Link ParticipantCreating a Link Participant.

Most of the layout configuration is performed using Polycom’s Multipoint Layout Application (MLA).

The figures, RMX Telepresence Layout Mode - Room Switch and RMX Telepresence Layout Mode -
Continuous Presence show example layouts and media flows when MLA is configured for a cascading
conference between two RMXs.

In the figure RMX Telepresence Layout Mode - Room Switch:

The OTX Room System connects to RMX A.
The RPX Room System connects to RMX B.

This layout requires that the Telepresence Layout Mode to be set to Room Switch in the Conference
Profiles of the Cascading Conferences in each RMX.

The current speaker is a participant in the RPX ITP Room.
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e Directional media flows, A 5 B, are shown separately for readability purposes.

RMX Telepresence Layout Mode - Room Switch

Link Mapping: RMX e————
MLA ===-======-- >
MLA -RMX A MLA -RMX B
OTX Endpoint -2 g eeelink— 1  Q— ik - 1 RPX Endpoint - 3
NPT Current speaker
OTXEndpoint-1§Z Jagecanas Link =2 — ik - 2 RPX Endpoint - 1
.
OTXEndpoint—3 g =e=e= Ny Fep oo link-3  @m—ink -3 RPX Endpoint - 2
N
SSLink-4 Link -4 RPX Endpoint - 4
MLA -RMX A MLA -RMX B
OTX Endpoint - 2 Link — 1 s> Link ~ e _ _-» RPXEndpoint -3
OTX 300 >< ho-L T 144 RPX 408
OTX Endpoint — 1 Link — 2 eo—f i — 2# =~ =% RPX Endpoint - 1
OTX Endpoint - 3 ink -3 Link-3eecescscaas » RPX Endpoint - 2
Link - 4 Link -4 RPX Endpoint - 4
Inactive
Example of OTX Layout (set by MLA): Example of RPX Layout (set by MLA):
OTX sees the current speaker RPX sees the previous speaker
oTX3 oTX 1 07X 2 RPX 3 RPX 1 RPX 2 RPX 4
RPX3 || RPX1 | RPX2 || RPX4 OTX 2 ‘ oTX1 ‘ OTX 3 ‘ ‘
In this figure:

» An HDX endpoint and an OTX Room System connects to RMX A.
» An HDX endpoint and an RPX Room System connects to RMX B.

» This layout requires that the Telepresence Layout Mode to be set to Continuous Presence in

the Conference Profiles of the Cascading Conferences in each RMX.
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e The current speaker is the HDX endpoint connected to RMX A.

RMX Telepresence Layout Mode - Continuous Presence

)
)
S
@ HDX Endpoint
HDX
4002

Current speaker

Examples of OTX and HDX Layouts (set by MLA):
OTX sees the current and previous speakers

OTX 3 OTX 1 OTX 2

HDX A HDX B

OoTX1
Single stream, camera zoomed out

HDX B

For more information see:

e Telepresence Layout Mode .

Link Mapping: RMX e———
MLA =ec=cccee=-s, >
MLA - RMX A MLA - RMX B
OTX Endpoint — 2 = ==eeeaaas Link -1 =g Link -1 RPX Endpoint — 3
OTX Endpoint - 1 Link - 2 Link -2 = # RPX Endpoint — 1
= L} Inactive =
.
OTX Endpoint - 3 Link - 3 - RPX Endpoint — 2
i \ " Inactive 'ﬁ S
Link - 4 ¢ RPX Endpoint — 4
n Inactive & —_—

HDX Endpoint

Previous speaker

Examples of RPX and HDX Layouts (set by MLA):
RPX sees the current and previous speakers

RPX 3 RPX 1 RPX 2 RPX 4

HDX A HDX B

HDX A

RPX4 | RPX1 [ RPX2 | RPX 3

e Polycom® Multipoint Layout Application (MLA) User’s Guide for Use with Polycom Telepresence

Solutions

e Polycom® Immersive Telepresence (ITP) Deployment Guide

Creating a Link Participant

Link Participant in the Dial Out RMX

The Link Participant is defined in the New Participant dialog box.

In the General tab:
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3 General
3 Advanced

3 Information

Wame: CascadeLink

Endpoint Website
Dialing Direction: Dial out :l'
Type: H.323 hd

IP Address: ID.D.D.G
Alias Name / Type: |192.E€.?5.309 IH.323ID ;I
Website IP Address: |1115

[~ Audio Only

Extension/Identifier String: I

o | oo |

e Dialing Direction must be selected as Dial out.

e Type must be selected as H.323.

For more information see the Creating a Cascade Enabled Dial-out/Dial-in Participant Link .

In the Advanced tab:

(This field is only enabled if the RMX system is licensed for Telepresence Mode.)
e In the Cascade drop-down menu, select either Master or Slave.
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e In the Number of cascaded links (for ITP) drop-down menu, select the maximum number of

Multiple Cascade Links required according to the number of Room System endpoints in the cascaded
conference.

This field enables the administrator to select the maximum number of Multiple Cascade Links
required according to the number of Room System endpoints in the cascaded conference.

For example if an RPX 4xx is included, the number of links required is 4.

i

» General

» Advanced Name: CascadedLink

> Information Endpoint Website
Call Bit Rate: W Auto Automatic 3 Kbits/sec
Resolution: Auto hd
Video Protocal: Auto -
Broadcasting Volume: L5
Listening Vaolume: G
Encryption: SAuto bt
v AGC
Cascade: Master 7

Number of cascaded links (for ITP): J—L|

Add to Address Book

The RMX automatically adds a number suffix to the name of the Link Participant, for example if the
Participant Link Name is CascadeLink and the Number of cascaded links (for ITP) field is set to 4, the
following Multiple Cascade Links are created:

CascadelLink-1
CascadelLink-2
CascadelLink-3
CascadeLink-4

Participant Link in the Dial In RMX

The call from Participant Link defined in the Dial-out RMX is identified by the Dial-in RMX as having been
initiated by a Participant Link.

Suffixes are appended the Multiple Cascade Links according to the Number of cascaded links (for ITP)
field depending on whether the Dial -In Participant Link is defined or un-defined:

Participant Link is un-defined

The Multiple Cascade Link names are automatically assigned by the RMX.
For example on a RMX 1500 the names of the links are:
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e POLYCOM RMX 1500-1
e POLYCOM RMX 1500-2
e POLYCOM RMX 1500-3, etc.

Participant Link is a defined

The Multiple Cascade Link names are assigned according to the name of the defined participant that is to
function as the cascade link and the Number of cascaded links (for ITP) information sent by the calling
Dial-Out Participant Link.

For example if the defined participant that is to function as the cascade link is named
Cascade_Link_From_B the names of the links are:

e (Cascade_Link_From_B-1
e (Cascade Link From_B-2
e (Cascade Link From_B-3, etc.

Monitoring Multiple Cascade Links

Multiple Cascade Links connections can be monitored in the Participants list of the RMX Web Client | RMX
Manager main screen:

|‘,O.%. E- 3 e 3)@ f:1 :_l;J_; e T (e E— - )‘

Name |Stat|.|5 |ROIe _|—IPAddre55fPho Alias Na |Netw0rk |Dia|ing |Audi0 |\."ideo|Enc:ry
=l Cascade-1 (1 participant)

fx Link-to-RMXB-1 <= Connected & 172.22.190.86 1115 H.323 43 Dialo =]

few Link-to-RMXB-2 <= Connected = 172.22.190.86 1115 H.323 4 Dialo & =

fx Link-to-RMXB-3 <= Connected & 172.22.190.86 1115 H.323 43 Dialo =]

fx Link-to-RMXB-4 <= Connected & 172.22.190.86 1115 H.323 43 Dialo =]

Disconnection Causes

e If there are insufficient resources to connect all the required links:
» None of the links are connected.

» The firstlink is listed as Disconnected in the Participants list of the RMX Web Client / RMX
Manager main screen.

e s w3 3 @ B = o de a4 By -7 2,
Name |Stat|.|5 |ROIe _|—IPAddre55.-"Pho Alias Na |Netw0rk |Dia|ing |Audi0 |\."ide0|Enc:ry
=l Cascade-1 (1 participant)

fay Link-to-RMXE-1 4l Disconnected 2 172.22.190.86 1115 H.323 ¢ Dialo & =
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= Resource deficiency is listed as the Call Disconnection Cause in the Participant Properties -
Connection Status dialog box.

Cink-to-RM®B-1 Propartias %

General

Aduanced MName: Link-to-RMXB-1 Endpoint website

Information

Media Sources

H.245
Status: |piscannected

Connection Status

Channel Status Connection Time: I

Channel Status - Advanced B
Disconnection Time: IZ'IJQT’/2008 BR657 61

¥V W Y Y Y v ooy

Gatekeeper Status

Connection Retries Laft e

————— [fezources deficiency - 0

Call Disconnection Cause:

Video Disconnection Cause:

Passzible Salution:

e [f a calling Link Participant is not defined with same number of links as all the other Link Participants
in the cascaded conferences:

» The call is rejected.
» The Call Disconnection Cause is: Number of cascading links is not identical for all conferences.

Polycom®, Inc. 155



Additional Conferencing Information

In the RealPresence CloudAxis Solution, the conferencing parameters are defined in the
RealPresence DMA system component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

Various conferencing modes and video features require additional settings, such as system flag settings,
conference parameters and other settings. In depth explanations of these additional settings are described
in the following sections:

e \ideo Preview (AVC Participants Only)

e Auto Scan and Customized Polling in Video Layout (CP Conferences Only)
e Packet Loss Compensation (LPR and DBA) AVC CP Conferences

e Network Quality Indication (AVC Endpoints)

e Lecture Mode (AVC CP Only)

e Audio Algorithm Support

Video Preview (AVC Participants Only)

Collaboration Server users can preview the video sent from the participant to the conference (MCU) and the
video sent from the conference to the participant. It enables the Collaboration Server users to monitor the
quality of the video sent and received by the participant and identify possible quality degradation.

The video preview is displayed in a separate window independent to the Collaboration Server Web Client.
All Web Client functionality is enabled and conference and participant monitoring as well as all other user
actions can be performed while the video preview window is open and active. Live video is shown in the
preview window as long as the window is open. The preview window closes automatically when the
conference ends or when participant disconnects from the conference. It can also be closed manually by
the Collaboration Server user.

Video Preview Guidelines

e Video Preview is supported in CP Conferencing Mode only.
e Video preview is available for AVC participants. It is not available for SVC participants.

e Video preview window size and resolution are adjusted to the resolution of the PC that displays the
preview.

e Video Preview of the video sent from the conference to the participant is shown according to the line
rate and video parameters of the level threshold to which the participant is connected.

e All users can view a video preview.

e Only one preview window can be displayed for each Collaboration Server Web Client connection
(workstation).
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Only one preview window can be displayed for a single conference and up to four preview windows
can be displayed for each system.

Live video that is shown in the preview window does not include the Content when it is sent by the
participant.

Video Preview is supported in cascaded conferences.

If the video preview window is opened when the IVR slide is displayed to the participant, it will also
be displayed in the video preview window.

Video Preview is supported with H.264 High Profile.

Video Preview is not supported for endpoints using the RTV protocol.

Video Preview is disabled in encrypted conferences.

Video preview cannot be displayed when the participant’s video is suspended.

Participant’s video preview and the Polycom Desktop application (such as CMAD) window cannot be
open and running simultaneously on the same PC as both require the same DirectDraw resource.

Workstation Requirements to Display Video Preview

To be able to display the video preview window, the following minimum requirements must be met:

Windows XP, Windows Vista and Windows 7

Internet Explorer 7 and later

DirectX is installed

DirectDraw Acceleration must be enabled and no other application is using the video resource
Hardware acceleration must be enabled

Testing your Workstation

To ensure that your workstation can display the video preview window:

1

In Windows, click Start > Run.
The Run dialog box opens.

In the Open field, type dxdiag and press the Enter key or click OK.
Run @E]

= Type the name of a program, Folder, document, or
Intermet resource, and Windows will open it For wou,

[ (o] 4 ][ Cancel ][ Brawse. .. ]

A confirmation message is displayed.

Click Yes to run the diagnostics.
The DirectX Diagnostic Tool dialog box opens.

Click the Display tab.

To be able to display the video preview window, the DirectDraw Acceleration and Direct3D
Acceleration options must be Enabled.
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¥ DirectX Diagnostic Tool E]lEl

und | Music || Input 'Nglwqu Mare Help

Systeny) Ditecte Files)

Device Drivers
Mame: Mobile Intel{R) 965 Express Chipset Family Main Driver; igxprd3z.dil
Manufacturer: Intel Corporation Wersion: €.14.0010.4859 (English)
Chip Type: Mobile Intel{R) 965 Express Chipset Family Date: 2007-8-3 05:29:06
DAC Type: Internal WHOL Logo'd: Yes
Approx. Tokal Memory: 3840 MEB Mini ¥DD: igxpmp32.sys
Current Display Mode: 1280 x 800 (32 bit) (60Hz) WwDD: njfa
Monitor: Plug and Play Monitor DDI Yersion: 9 {or higher)

Directy Features

DirectDraw Acceleration:  Enabled Test DirectDraw
Direct3D Acceleration:  Enabled Test Direct3D

AGP Texture Acceleration: Mot Available isable

Motes

= Mo problems found.
®  Totest DirectDraw funckionality, click the "Test DirectDraw” button above,
*  Totest Direck3D functionality, click the "Test Direct3D" button above.

[ Mext Page J [ Save All Information ] [

Exit

J

If the video card installed in the PC does not support DirectDraw Acceleration, a black window may

be viewed in the Video Preview window.
5 Click the Exit button.

Previewing the Participant Video

You can preview the video sent from the participant to the conference (MCU) and the video sent from the

conference to the participant by selecting the appropriate option from the Participant’s pop-up menu.

To preview the participant video:

1 List the conference participants in the Participants pane.

2 Right-click the participant whose video you want to preview and then click one of the following

options:
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e cann OF 1

fo
Disconnect Participant

Delete Participant

Mute Audio

Suspend Yideo

Block Audio

Change to Regular Participant
Change To Content Token Owner
Add Participant to Address Book

Connect to Website

‘Wiews Participant Sent Yideo

‘Wiews Participant Received Video

Request Intra For Received Yideo
Request Intra for Sent Video

Request Intra for Received+Sent Yideo
Copy Participant

Cuk Participant

Participant Properties

» View Participant Sent Video - to display the video sent from the participant to the conference.

» View Participant Received Video - to display the video sent from the conference to the
participant.

The Video Preview window opens.

Zhhttp://172.22.189.134 - Site Monitoring - Microsoft Internet Explorer

&l T [ y

If the video card installed in the PC does not support DirectDraw Acceleration, a black window may
‘ be viewed.

Auto Scan and Customized Polling in Video Layout
(CP Conferences Only)

Auto Scan enables you to define a single cell in the conference layout to cycle the display of participants
that are not in the conference layout.

Customized Polling allows the cyclic display to be set to a predefined order for a predefined time period.
The cyclic display only occurs when the number of participants is larger than the number of cells in the
layout.
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Guidelines for Using Auto Scan and Customized Polling

e Auto Scan and Customized Polling are supported in AVC CP conferences only.
e Participants that are in the conference layout will not appear in the Auto Scan enabled cell.

e If Customized Polling is not used to define the order of the Auto Scan it will proceed according to order
in which the participants connected to the conference.

e |[f the user changes the conference layout, the Auto Scan settings are not exported to the new layout.
If the user changes the conference layout back to the layout in which Auto Scan was enabled, Auto
Scan with the previous settings will be resumed.

Enabling the Auto Scan and Customized Polling (CP Only
Conferences)

Auto Scan and Customized Polling are enabled during the ongoing conference, in the Conference
Properties - Video Settings dialog box.
Enabling the Auto Scan

You enable the Auto Scan feature by selecting it in the Video Layout cell.

To enable Auto Scan:

1 In the Collaboration Server Web Client Main Screen - Conference list pane, double-click the
conference or right-click the conference and then click Conference Properties.

2 In the Conference Properties - General dialog box, click Video Settings.
The Video Settings dialog box is displayed.

-
Cisplay Name: [Eetes
Eimsiem [ s : [ =] I permanen t Conference
Conferencing Mode: AVC arly -
3 Customized Polling ¥ Presentation Made [T Telepresence Mode Enahled
i Sheins ¥ Send Content to Leaacy Endpsints TelepresenceMode:
il I =same Layout Telepresence Layout Mode: Cominuous Preserce L7
3 Information
coring I Lecturer view Swiching e e — Auto Scan
3 Site Names I site Mames uto Scan Interval(s): B ot
e dacvariy == i Bl Interval(s)
3 Network Services ™ Aute Layou 1
B — Drop Down
Auto Scan ey = = Menu Button
Option S
8 BHe [
)! | (0
/ = —
Selected Ao | P j\
Video Layout . g Selected
s+ Video Layout
9
— Cell
Overlay

3 If Auto Layout check box is selected, clear it.
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4 In the video layout cell to be designated for Auto Scan, click the drop-down menu button and select
Auto Scan.

5 Select from the Auto Scan Interval(s) list the scanning interval in seconds.
6 Click the Apply button to confirm and keep the dialog box open, or Click OK.

Customized Polling

The order in which the Auto Scanned participants are displayed in the Auto Scan enabled cell of the video
layout can be customized.

To define the scanning order in the Customized Polling tab:

1 Open the Conference Properties dialog box.
2 Click the Customized Polling tab.
The Customized Polling dialog box is displayed.

All Conference Participants Scanning Order

el

» Cararal

Crgplay Mama: w
3 Advanced I
2 Baliuanisg 8 atkivgs

Duaration: = H | = I e
> VidraQaniey
T e Eandarsnzing Meds: s

> Auda SHEngs all Partizipants Scaning dréer

5 e o [hoa Move participant up in

% Shins

T [ Scanning Order
= :""}"‘M Qe Polpcorn AMx 2000_{00 W
3 Recording i oTE
» = ¢ | o .
__ Move participant down in

> Dite Hames
» Message Querlay
> hEtACTE Services

i Scanning Order
fiase 2000_{on

T Palypdfrn AM 2000_(00 m

e pffrcomn e coo_oo R

Sk #olpcarn Ao Loao_(o0
Add /s A/ vecor e zoaa_con
DEI‘E"E a Folpcorn AME 2000_(00 —

e Add All / Delete All

. Belpenrn R 2000 _(00

S Folcarn AB 2000_{00

[ o | oot | 2o |

All conference participants are listed in the left pane (All Participants) while the participants that are
to be displayed in the Auto Scan enabled cell of the video layout are listed in the right pane (Scanning
Order).

The dialog box buttons are summarized in the following table:
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Customized Polling Dialog Box Command Buttons

Button Description

Add Select a participant and click this button to Add a the participant to the list of
participants to be Auto Scanned.

The participants name is removed from the All Participants pane.

Delete Select a participant and click this button to Delete the participant from the list
of participants to be Auto Scanned.

The participants name is moved back to the All Participants pane.

Add All Add all participants to the list of participants to be Auto Scanned.
All participants’ names are removed from the All Participants pane.

Delete All Delete all participant from the list of participants to be Auto Scanned.
All participants’ names are moved back to the All Participants pane.

Up Select a participant and click this button to move the participant Up in the
Scanning Order.

Down Select a participant and click this button to move the participant Down in the
Scanning Order.

3 Optional. Add a participant to the list of participants to be Auto Scanned:

» Click on the participant’s name in the All Participants list and then click the Add button to move
the participant to the Scanning Order pane.

4 Optional. Delete a participant from the list of participants to be Auto Scanned:

» Click on a participant’s name in the Scanning Order list and then click the Delete button to move
the participant back to the All Participants pane.

5 Optional. Add all participants to the list of participants to be Auto Scanned by clicking the Add All
button.

6 Optional. Delete all participant from the list of participants to be Auto Scanned by clicking the Delete
All button.

7 Optional. Move the participant up in the Scanning Order by clicking the Up button.
8 Optional. Move the participant down in the Scanning Order by clicking the Down button.
9 Click the Apply button to confirm and keep the dialog box open, or click OK.

Packet Loss Compensation (LPR and DBA) AVC CP
Conferences

Lost Packet Recovery (LPR) and Dynamic Bandwidth Allocation (DBA) help minimize media quality
degradation that can result from packet loss in the network. Packet loss Compensation is available in AVC
CP Conferencing Mode only and is not supported in SVC Conferencing Mode or CP and SVC Conferencing
Mode.
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Packet Loss

Packet Loss refers to the failure of data packets, transmitted over an IP network, to arrive at their
destination. Packet Loss is described as a percentage of the total packets transmitted.

Causes of Packet Loss

Network congestion within a LAN or WAN, faulty or incorrectly configured network equipment or faulty
cabling are among the many causes of Packet Loss.

Effects of Packet Loss on Conferences

Packet Loss affects the quality of:
e \Video - frozen images, decreased frame rate, flickering, tiling, distortion, smearing, loss of lip sync
e Audio — drop-outs, chirping, audio distortion
e Content — frozen images, blurring, distortion, slow screen refresh rate

Lost Packet Recovery

The Lost Packet Recovery (LPR) algorithm uses Forward Error Correction (FEC) to create additional
packets that contain recovery information. These additional packets are used to reconstruct packets that are
lost, for whatever reason, during transmission. Dynamic Bandwidth Allocation (DBA) is used to allocate the
bandwidth needed to transmit the additional packets.

Lost Packet Recovery Guidelines
e If packet loss is detected in the packet transmissions of either the video or Content streams:
» LPRis applied to both the video and Content streams.

» DBA allocates bandwidth from the video stream for the insertion of additional packets containing
recovery information.

e LPRis supported in H.323 and SIP networking environments only.
e In LPR-enabled Continuous Presence conferences:
» Both LPR-enabled and non-LPR-enabled endpoints are supported.

» The LPR process is not applied to packet transmissions from non-LPR-enabled IP (H.323 and
SIP) endpoints.

» Non-LPR-enabled endpoints can be moved to LPR-enabled conferences.
» LPR-enabled endpoints cannot be moved to non-LPR-enabled conferences.
e When connecting via an Entry Queue:

» A participant using an LPR-enabled endpoint can be moved to a non-LPR-enabled conference.
The participant is connected with LPR enabled.

Enabling Lost Packet Recovery
LPR is enabled or disabled in the Conference Profile dialog box.

e CP Conferences — LPR is enabled by default in the New Profile — Advanced dialog box.
For more information, see Defining New Profiles .
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Monitoring Lost Packet Recovery
In the Participant Properties — H.245 tab, LPR activity is displayed in all three panes.
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In the Participant Properties — Channel Status tab, check box indicators show LPR activation in the local
and remote (transmit and receive) channels.
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Network Quality Indication (AVC Endpoints)

If network quality issues occur, the Network Quality icon provide information to participants about their own
network quality and that of other participants displayed in the cells of the conference Video Layout.

| Conference Participant
with Cntical Indication

Conference Participant
with Major Indication

Participant’s own
endpoint with
Major Indication

Network Quality Levels

Network quality is determined by the percentage of packet loss according to the following default threshold
values:

o Packet loss less than 1% is considered Normal

e Packet loss in the range of 1% - 5% is considered Major

e Packet loss above 5% is considered Critical.

Major Critical

When network quality improves from Critical to Major remaining stable for 5 seconds, the Network Quality
Indicator is changed accordingly and when network quality improves from Major to Normal, remaining stable
for 5 seconds, the Network Quality Indicator is no longer displayed.

Indication Threshold Values

The default Major and Critical indication threshold values can be modified by manually adding the following
System Flags and modifying their values as required.
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Network Quality Icon - Indication Threshold Flags

Flag Description

NETWORK_IND_MAJOR_PERCENTAGE The percentage degradation due to packet loss required to
change the indicator from Normal to Major.

Default: 1

NETWORK_IND_CRITICAL _PERCENTAGE The percentage degradation due to packet loss required to
change the indicator from Major to Critical.

Default: 5

For more information see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, Manually Adding and Deleting System Flags.

Guidelines for Displaying the Network Quality icons

Network Quality icons are not supported in SVC Conferencing Mode.
Network Quality icons are displayed for:

e The video channel only in AVC Conferencing Mode.
Content, audio and FECC channel quality issues are not indicated.

e The participant’'s own endpoint:

» Network Quality icons are displayed by default and can be disabled

» For media transmitted to and received from the Collaboration Server (Video in / Video out).
e Participants displayed in the cells of the conference video layout:

» Network Quality icons are not displayed by default and can be enabled

» The media transmitted from the endpoint to the Collaboration Server (Video in).

Customizing Network Quality lcon Display

Display of the Network Quality icon can be customized for the participant’s own endpoint or for the
Participants displayed in the cells of the conference Video Layout.

The display of Network Quality icon (showing or hiding the icon) and the position of the icon in the video
layout cell can be customized by manually adding the following System Flags and modifying their values as
required.
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Network Quality Icon - Display Customization Flags

Flag Description

DISABLE_SELF_NETWORK_IND Disable the display of the Network Quality icon of the
participant’s own endpoint.

Default: NO
Range: YES / NO

DISABLE_CELLS NETWORK_IND Disable the display of Network Quality icons displayed in
the cells of the conference Video Layout.

Default: YES
Range: YES / NO

SELF_IND_LOCATION Change the location of the display of the Network Quality
icon of the participant’s own endpoint.

Default: BOTTOM_RIGHT
Range:

e TOP_LEFT

e TOP

e TOP_RIGHT

« BOTTOM_ LEFT

« BOTTOM

* BOTTOM_RIGHT

CELL_IND_LOCATION Change the location of the display of Network Quality icons
displayed in the cells of the conference Video Layout.

Default: TOP_RIGHT
Range:

e BOTTOM_LEFT

¢ BOTTOM_RIGHT
e TOP_LEFT

¢ TOP_RIGHT

For more information see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, Manually Adding and Deleting System Flags.
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Lecture Mode (AVC CP Only)

Lecture Mode enables all participants to view the lecturer in full screen while the conference lecturer sees
all the other conference participants in the selected layout while he/she is speaking. When the number of
sites/endpoints exceeds the number of video windows in the layout, switching between participants occurs
every 15 seconds. Conference participants cannot change their Personal Layouts while Lecture Mode is
enabled.

Automatic switching is suspended when one of the participants begins talking, and it is resumed
automatically when the lecturer resumes talking.

Lecture Mode is available only in AVC CP Conferencing Mode.

Enabling Lecture Mode

Lecture Mode is enabled at the conference level by selecting the lecturer. Conference participants cannot
change their Personal Layouts while Lecture Mode is enabled.

Automatic switching between participants viewed on the lecturer’s screen is enabled in the conference
Profile.

Selecting the Conference Lecturer

Selecting a lecturer for the ongoing conference, enables the Lecture Mode. You can select the lecturer:

e during the definition of the ongoing conference
e after the conference has started and the participants have connected to the conference.
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To select the lecturer and enable the Lecture Mode while starting the conference:

e In the Conference Properties - Participant dialog box, enable the Lecture Mode in one of the
following methods:

3 General

3 Participants Display Name: \SUPPORT_HSSEZDM
3 Information ) - -
EReE 1= :Jo0 =] I Permanent Conference
Name  [1P Addreq Alias Na_|Network [Dialing Di] Encryption
,gg 172. 172.21. H.323 Dial out  auto
& 172, 17221, H323  Dialout auto
,gg 172. 172.21. H.323 Dial out  auto
& 172, 17221, H323  Dialout auto

Lecturer: [None] =1 I pial out Manually

[Hone]

Auto]
1722141104
1722141105

1722141108
1722141107

Selecting a defined participant:

a Add participants to the conference either from the Address book or by defining new participants.
b In the Lecturer field, select the lecturer from the list of the defined participants.

Automatic selection of the lecturer:

» In the Lecturer field, select [Auto].
In this mode, the conference speaker becomes the lecturer.

To select the lecturer and enable the Lecture Mode during the ongoing conference:

1 Make sure that the participant you want to designate as the lecturer has connected to the
conference.

2 In the Conference Properties - Video Settings dialog box, in the Lecturer field, select the lecturer
from the list of the connected participants.
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5 iGeneral

» Advanced

3 Video Quality

» Video Settings
3 Audio Settings

3 Customized Polling
3 Skins

> VR

s Information

» Recording

» Site Names

» Message Overlay

» Network Services

Display Name: [SUPPORT_203881233
Duration: 13: 00 3 r
[” Presentation Mode
-
[~ Lecturer View Switching
Lecturer: [None] -
MNone
|4uto Scan Interval(s):
XrZ
[T Auto Layout Duke
al
e =
2
3
4
5+
9
10+

Defined dial out participants and dial in participants are considered to be two separate participants
even if they have the same IP address/number. Therefore, if a defined dial-out participant is added to
the conference and the same participant then dials in (before the system dialed out to that
participant) the system creates a second participant in the Participants list and tries to call the
dial-out participant. If the dial-out participant was designated as the conference lecturer, the system
will not be able to replace that participant with the dial-in participant that is connected to the

conference.

Enabling the Automatic Switching
Automatic switching between participants viewed on the lecturer’s screen is enabled in the conference

Profile, or during the ongoing conference, in the Conference Properties.
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e In the Profile Properties - Video Settings dialog box, select the Lecturer View Switching check

5 General
Display Name: [
3 Advanced
3 Gathering Settings Line Rate: 1920 Kbps =
3 Video Quality
Conferencing Made: -
5 Video ings a CP {Continuous Presence)
5 Audio Settings
5 skins
5 VR I~ Presentation Mode
5 Recording
SSIha e [~ Same Layout
3 Message Overlay
I™ Lecturer View Switching
3 Network Services
Auto Scan Interval(s): 10
[V Auto Layout
L \
3
4
5+
10+
Overlay
[ _oc | concel |

This option is activated when the conference includes more sites than windows in the selected layout.
If this option is disabled, the participants will be displayed in the selected video layout without
switching.

For more information about Profile definition, see Defining AVC CP Conferencing Profiles .

e Once the conference is running, in the Conference Properties - Video Settings dialog box, select the
Lecturer View Switching check box.

Lecture Mode Monitoring

A conference in which the Lecture Mode is enabled is started as any other conference. The conference runs
as an audio activated Continuous Presence conference until the lecturer connects to the conference. The
selected video layout is the one that is activated when the conference starts. Once the lecturer is connected,
the conference switches to the Lecture Mode.

When Lecturer View Switching is activated, it enables automatic switching between the conference
participants in the lecturer’s video window. The switching in this mode is not determined by voice activation
and is initiated when the number of participants exceeds the number of windows in the selected video
layout. In this case, when the switching is performed, the system refreshes the display and replaces the last
active speaker with the current speaker.

When one of the participants is talking, the automatic switching is suspended, showing the current speaker,
and it is resumed when the lecturer resumes talking.

If the lecturer is disconnected during an Ongoing Conference, the conference resumes standard
conferencing.
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Forcing is enabled at the Conference level only. It applies only to the video layout viewed by the lecturer as
all the other conference participants see only the lecturer in full screen.

If an asymmetrical video layout is selected for the lecturer (i.e. 3+1, 4+1, 8+1), each video window contains
a different participant (i.e. one cannot be forced to a large frame and to a small frame simultaneously).

When Lecture Mode is enabled for the conference, the lecturer is indicated by an icon in the Role column
of the Participants list.

I e R @ 0 @ o @R

Name |Stnt|.|s |RD|: |IPAddrcss.-"Phonc|A|ins Namez/ Netwaork II:Z-inling Di| Audia |Vidc0 E
=l Marc_52446122 (2 participants)

R Marc == Connected 91  10.253.72.13 H.323 43 Dialo P3

s HOX == Connected 10.253.72.24 SIP 3 Dialo

Participant designafed as the
Lecturer

To control the Lecture Mode during an Ongoing Conference:

During the Ongoing Conference, in the Conference Properties - Video Settings dialog box you can:

e Enable or disable the Lecture Mode and designate the conference lecturer in the Lecturer list; select
None to disable the Lecture Mode or select a participant to become the lecturer to enable it.
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e Designate a new lecturer.
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e Enable or disable the Lecturer View Switching between participants displayed on the lecturer monitor
by selecting or clearing the Lecturer View Switching check box.

5 General
Display Name: —
¥ Advanced isplay Name [wEEKLY
3 Gathering Settings P  i=:p HC
3 Video Quality
5 Video Settings Conferencing Mode: CP (Continuous Pressnce
5 Audio Settings
-
3 Customized Polling
% skins ¥ Presentation Mode
3 IR
5 Information -
5 Recording
™ Lecturer View Switching Lecturer: [None] -
5 Site Names
» Message Overlay Auto Scan Interval(s): iy
I Doris
3 Network Services Duke
v
[V Auto Layout Deboied
A ‘ Brian12
David
] [Auto K|
3
4
5+
10+
Overlay

e Change the video layout for the lecturer by selecting another video layout.

Restricting Content Broadcast to Lecturer

Content broadcasting can be restricted to the conference lecturer only, when one of the conference
participants is set as the lecturer (and not automatically selected by the system). Restricting the Content
Broadcast prevents the accidental interruption or termination of H.239 Content that is being shared in a
conference.

Content Broadcast restriction is enabled by setting the
RESTRICT_CONTENT_BROADCAST_TO_LECTURER system flag to ON. When set to OFF (default) it
enables all users to send Content.

When enabled, the following rules apply:

e Content can only be sent by the designated lecturer. When any other participant tries to send Content,
the request is rejected.

e If the Collaboration Server user changes the designated lecturer (in the Conference Properties -
Video Settings dialog box), the Content of the current lecturer is stopped immediately and cannot
be renewed.

o The Collaboration Server User can abort the H.239 Session of the lecturer.

e Content Broadcasting is not implemented in conferences that do not include a designated lecturer
and the lecturer is automatically selected by the system (for example, in Presentation Mode).
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Muting Participants Except the Lecturer (AVC CP Only)

When the Mute Participants Except Lecturer option in the Conference Profile is enabled, the audio of all
participants in the conference except for the lecturer can be automatically muted upon connection to the
conference. This prevents other conference participants from accidentally interrupting the lecture, or from a
noisy participant affecting the audio quality of the entire conference. Muted participants cannot unmute
themselves unless they are unmuted from the Collaboration Server Web Client/RMX Manager.

Guidelines for Muting all the Participants Except the Lecturer

e Both administrators and operators (users) are allowed to set the Mute Participants Except Lecturer
option.

e When the Mute Participants Except Lecturer option is enabled, the mute indicator on the participant
endpoints are not visible because the mute participants was initiated by the MCU. Therefore, it is
recommended to inform the participants that their audio is muted by using the Message Overlay
functions.

e When the Mute Participants Except Lecturer option is enabled in the Conference Profile settings, all
conferences to which this profile is assigned will start with this option enabled. All participants, except
for the designated lecturer, are muted.

e The Mute Participants Except Lecturer option can be enabled or disabled at any time after the start
of the conference. When enabled, it allows all the conference participants to converse before the
lecturer joins the conference or before they are muted. When disabled, it unmutes all the participants
in the conference.

e [f the endpoint of the designated lecturer is muted when the lecturer connects to the conference, the
lecturer remains muted until the endpoint has been unmuted.

e When you replace a lecturer, the MCU automatically mutes the previous lecturer and unmutes the
new lecturer.

e \When you disconnect a lecturer from the conference or the lecturer leaves the conference, all
participants remain muted but are able to view participants in regular video layout until the you disable
the Mute Participants Except Lecturer option.

e A participant can override the Mute Participants Except Lecturer option by activating the Mute All
Except Me option using the appropriate DTMF code, provided the participant has authorization for
this operation in the IVR Services properties. The lecturer audio is muted and the participant audio is
unmuted. You can reactivate the Mute Participants Except Lecturer option after a participant has
previously activated the Mute All Except Me option. The participant is muted and the lecturer, if
designated, is unmuted.

e In cascaded conferences, all participants (including the link participants) except the lecturer are
muted. Only the lecturer is not muted.
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Enabling the Mute Participants Except Lecturer Option

The Mute Participants Except Lecturer option is enabled or disabled (default) in the Conference Profile or
in an ongoing conference in the Profile Properties - Audio Settings tab.

3 General

% Advanced Display Name: ‘

3 Gathering Settings Line Rate: [ tops =]

3 Video Quality

3 Video Settings Conferencing Mode:
> Audio Settings

3 Skins

> VR

3 Recording

3 Site Names I~ Mute participants except lecturer

v/ sy Speaker Change Threshold (Seconds) ™ =
3 Network Services

When the Mute Participants Except Lecturer option is enabled and a conference has started, the Mute by
MCU icon is displayed in the Audio column in the Participants pane of each participant that is muted.

O B o 3 G @ 0 @ = @ LR

Name |Statu5 |Ro\e |IP Addr |AI|a5 N ‘Networ |D\a||ng |Aud|0 ‘Vldeo |Encr\,fpt |FECC'
=/ Jeff1_1890201470 (4 participants)

Ry Duk <= Con 10.25 H.323 &3 Dial] (8 McU

R Var = Con 10.25 H.223 &% Dial] (@ Mcu

Sy Jeff @@= Con 5 10.25 H.323 &% Dial] Pa

fex Bria == Con 10.25 H.223 &% Dial] (@ Mcu

Lecturer

4 {11} 2
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Audio Algorithm Support

The Collaboration Server supports the following audio algorithms in AVC conferences: G.711, G.722,
G.722.1, G.722.1C, G.729A, Polycom Siren 7 (in mono), Siren14, Siren 22 (in mono or stereo) and
SirenLPR.

Polycom’s proprietary Siren 22 and industry standard G.719 audio algorithms are is supported for
participants connecting with Polycom endpoints.

The Siren 22 audio algorithm provides CD-quality audio for better clarity and less listener fatigue with audio
and visual communication applications. Siren 22 requires less computing power and has much lower
latency than alternative wideband audio technologies.

The SirenLPR audio algorithm provides CD-quality audio for better clarity and less listener fatigue with audio
and visual communication applications.

In SVC conferences, the system supports SAC (Scalable Audio Coding) audio algorithm.

Audio Algorithm Support Guidelines

e Siren 22 is supported in both mono and stereo.
e Stereo is supported in H.323 calls only.
e Siren 22 is supported by Polycom HDX and Group series endpoints, version 2.0 and later.

e SirenLPR is enabled by default and can be disabled by setting the system flag,
ENABLE_SIRENLPR, to NO.

e SirenLPR is supported:
> InIP (H.323, SIP) calls only.
In CP conferences.
With Polycom CMAD and HDX 3.0.1 and later and Group series endpoints.

>
>
» For mono audio at audio line rates of 32Kbps, 48Kbps and 64Kbps.
>

For stereo audio at audio line rates of 64Kbps, 96Kbps and 128Kbps.

SIP Encryption

The ENABLE_SIRENLPR_SIP_ENCRYPTION System Flag enables the SirenLPR audio algorithm when
using encryption with the S/P protocol.

The default value of this flag is NO meaning SirenLPR is disabled by default for SIP participants in an
encrypted conference. To enable SirenLPR the System Flag must be added to system.cfg and its value set
to YES.

Mono

The Siren 22, and SirenLPR mono audio algorithms are supported at the following bit rates

Siren22, and SirenLPR Mono vs Bitrate

Audio Algorithm Minimum Bitrate (kbps)

Siren22 64k

Siren22 48K
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Siren22, and SirenLPR Mono vs Bitrate

Audio Algorithm

Minimum Bitrate (kbps)

Siren22_32k

G.719_64k

384

G.719_48k

G.719_32k

G.728 16K

G.719_64k

384

SirenLPR_48k

256

Siren22_48K

G.719_48k

G.7221C_48k

Siren14_48k

SirenLPR_32k

Siren22_32k

G.719_32k

G.7221C_32k

Siren14_32k

128

SirenLPR

64

SirenLPR

48

SirenLPR

32

Stereo

The Siren 22Stereo, and SirenLPR audio algorithms are supported at the following bit rates.

Siren22Stereo, and SirenLPR vs Bitrate

Audio Algorithm

Minimum Bitrate (kbps)

Siren22Stereo_128k

SirenLPRStereo_128k

G.719Stereo_128k
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Siren22Stereo, and SirenLPR vs Bitrate

Audio Algorithm Minimum Bitrate (kbps)

Siren22Stereo_96k

SirenLPRStereo_96k

512
G.719Stero_96k
Siren14Stero_96k
SirenLPRStereo_64k
G.719Stereo_64k
384

Siren22Stereo_64k

Siren14Stereo_64k

Monitoring Participant Audio Properties

The audio algorithm used by the participant’s endpoint can be verified in the Participant Properties -
Channel Status dialog box.

To view the participant’s properties during a conference:

1 In the Participants list, right click the desired participant and select Participant Properties.

2 Click the Channel Status - Advanced tab.
The Participant Properties - Channel Status - Advanced dialog box is displayed.
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3 In the Channel Info field, select Audio In or Audio Out to display the audio parameters.

3 General

3 Advanced Name: |min0ﬂ HDX4000 Endpoint Website
47 IO Endpoint Type: I_: vl
3 Media Sources
3 H.245
channe 1nfo: TR ] ————————
3 Connection Status
3 Channel Status RMX IP Address: [10.234.150.74:49176
3 Channel Status - Ad... Participant IP Address: |1;z 22.184 153-49290

> Gatekeeper Status ICE RMX 1P Address: [

ICE Participant IP Address: |

ICE Connection Type: MNone

Media Info:

Field Value

Algorithm siren225_128k

FramePer 2

RTP Statistics:

|N - Accu |% - Accu |N - Inter |% - Inter|Peak - Int| =

RTP pa L
Actual 0 0.00 0 0.00 0 |
outof 0 0.00 0 0.00 0
Fragm 0O 0.00 0 0.00 0

Jitter M

Add to Address Book

4 Click the OK button.

Automatic Muting of Noisy Endpoints

The automatic muting of noisy AVC-enabled endpoints can be used according to the following guidelines:

e The Auto mute noisy endpoints check box in the Profile Properties - Audio Settings dialog box is
enabled only when the ENABLE_SELECTIVE_MIXING flag is set to YES (default).

e |t affects only AVC-based and audio only endpoints (non-SAC endpoints)
e It does not affect SVC-based endpoints
e Itis supported in CP conferences and in Mixed CP and SVC conferences.

e In a mixed CP and SVC conferences, only the AVC-based endpoints can be automatically muted. If
the noisy endpoint is SVC-based, its audio channel will not be sent to the AVC-based endpoints, but
it will be sent to the other SVC-based endpoints.

e MCU reset is not required when changing the ENABLE_SELECTIVE_MIXING flag setting.

e \When upgrading from a version prior to 8.1, the Auto mute noisy endpoints option is not automatically
enabled in the existing Profiles and it has to be manually enabled, if required.
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e In new Profiles that are created after the upgrade, the Auto mute noisy endpoints option is
automatically enabled.

If your conferencing environment includes the Polycom DMA, the conferences that are started from the

DMA will not include the Auto mute noisy endpoints parameter as it is not part of the DMA Profiles. In such
a case, when the parameter setting is unknown, the system will enable or disable the automatic muting of
noisy endpoints according to the flag setting - if the flag is set to YES, it will be enabled in the conference.

The following table summarizes the state (enabled or disabled) of the Automatic muting of noisy endpoints
feature depending on the ENABLE_SELECTIVE_MIXING flag setting and the Auto mute noisy endpoints
setting in the Profile Properties - Audio Settings:

ENABLE_SELECTIVE_MIXING flag Auto mute noisy endpoints Automatic muting of noisy

Setting setting endpoints State

YES Yes (check box selected) Enabled

YES No (check box cleared) Disabled
Unknown (for example, the

YES conference is started from the Enabled
DMA)

NO Yes (check box selected) Disabled

NO No (check box cleared) Disabled
Unknown (for example, the

NO conference is started from the Disabled
DMA)

Enabling or Disabling the Automatic Muting of Noisy Endpoints

The automatic muting of noisy endpoints can be enabled or disabled at the conference level (in the
Conference Profile) or at the system level, by changing the ENABLE_SELECTIVE_MIXING flag setting.

In new MCU installations, the automatic muting of noisy endpoints is automatically enabled on the MCU as
the ENABLE_SELECTIVE_MIXING flag is set to YES and the Auto mute noisy endpoints check box in the
Profile Properties - Audio Settings tab is selected.

You can disable the automatic muting of noisy endpoints by either setting the system flag to NO or clearing
the Auto mute noisy endpoints check box in the Profile Properties - Audio Settings tab.

If required, it is recommended to disabled the automatic muting of noisy endpoints at the conference level,
in the conference Profile without changing the flag settings.

In existing MCU sites, following the software upgrade the automatic muting of noisy endpoints is disabled
at the conference level in the existing conference Profile and has to be manually enabled in these profiles.
This option is automatically enabled when creating a new Profile.

Enabling or Disabling the Automatic Muting of Noisy Endpoints at the Conference Level

If the ENABLE_SELECTIVE_MIXING flag is set to YES, the automatic muting of noisy endpoints can be
enabled or disabled at the conference level in the Conference Profile - Audio Settings dialog box.

If the ENABLE_SELECTIVE_MIXING flag is set to NO, the automatic muting of noisy endpoints is disabled
at the conference level and cannot be enabled in the Conference Profile - Audio Settings dialog box.
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To disable/enable the automatic muting of noisy endpoints in the Conference Profile:

1 In a new or existing Conference Profile, click the Audio Settings tab.
L L —

3 General

. WAtaneed Display Name: ‘Waakly
» Gathering Settings Line Rate: ’W‘

3 Video Quality X

s Video Settings Conferencing Mode: W
3 Audio Settings

¥ Skins

> IVR

IRecording v Audio Clarity

3 Site Names [ Mute participants except lecturer

» Message Overlay Speaker Change Threshold (Seconds) Ao -

3 MNetwork Services
¥ Auto mute noisy endpoints

» In new Profiles, the Auto mute noisy endpoints check box is selected by default.

» In existing profiles (after software upgrade from a version prior to 8.1), the Auto mute noisy
endpoints check box is cleared.

2 To enable the automatic muting of noisy endpoints, click the Auto mute noisy endpoints check
box.

3 Click OK.

Enabling or Disabling the Automatic Muting of Noisy Endpoints at the MCU Level

You can disable the automatic muting of noisy endpoints at the MCU level by changing the
ENABLE_SELECTIVE_MIXING flag setting to NO.

In such a case, the automatic muting of noisy endpoints at the conference level (in the Conference Profile
- Audio Settings dialog box) is disabled.

To modify the system flag setting:

e To modify NABLE_SELECTIVE_MIXING flag setting to NO, manually add it to system.cfg file and set
its value to NO.

For more details, see Modifying System Flags.
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Permanent Conference

A Permanent Conference is any ongoing conference with no pre-determined End Time continuing until it is
terminated by an administrator, operator or chairperson.

Guidelines

e Auto Terminate is disabled in Permanent Conferences.
e If participants disconnect from the Permanent Conference, resources are released.

e Entry Queues, Conference Reservations and SIP Factories cannot be defined as Permanent
Conferences.

e Additional participants can connect to the conference, or be added by the operator, if sufficient
resources are available.

e The maximum size of the Call Detail Record (CDR) for a Permanent Conference is 1MB.

Enabling a Permanent Conference

The Permanent Conference option is selected in the New Conference, New Meeting Room or New
Conference Templates dialog boxes.

Permanent Conference

N [ o [ =]

T
New Conference New Meeting Room New Conference Template
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Cascading information applies to AVC Conferencing Mode (CP and mixed CP and SVC) only.
Cascading is not supported with SVC Conferencing Mode.

Cascading enables administrators to connect one conference directly to one or several conferences,
depending on the topology, creating one large conference. The conferences can run on the same MCU or
different MCUs.

There are many reasons for cascading conferences, the most common are:

e Connecting two conferences on different MCUs at different sites.

e Ultilizing the connection abilities of different MCUs, for example, different communication protocols.
The following cascading topologies are available for cascading:

e Basic Cascading - only two conferences are connected (usually running on two different
Collaboration Servers). The cascaded MCUs reside on the same network.

e Star Cascading - one or several conferences are connected to one master conference. Conferences
are usually running on separate MCUs. The cascaded MCUs reside on the same network.

System configuration and feature availability change according to the selected cascading topology.

Video Layout in Cascading conferences (CP and mixed CP and SVC)

Cascade links are treated as endpoints in CP conferences and are allocated resources according to
Resolution Configuration for CP Conferences on page 6. Cascaded links in 1x1 video layout are in SD
resolution.

When cascading two conferences, the video layout displayed in the cascaded conference is determined by
the selected layout in each of the two conferences. Each of the two conferences will inherit the video layout
of the other conference in one of their windows.

In order to avoid cluttering in the cascaded window, it is advised to select appropriate video layouts in each
conference before cascading them.
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Video Layouts in Cascaded Conferences

Conference A Conference B
Without cascading
During cascading

— — -
Video layout of conference B Wideo layout of conference A
within window of conference & vithin window of conference B
Wideo layout of Conf. B in Wideo layout of Conf. A in
vindowe of Canf. A vindow of Conf. B

Guidelines

To ensure that conferences can be cascaded and video can be viewed in all conferences the following
guidelines are recommended:

e The same version installed on all MCUs participating the cascading topology
e The same license installed on all MCUs participating the cascading topology

e Same Conference Parameters are defined in the Profile of the conferences participating in the
cascading topology

» Conference line rates should be identical
» Content rate should be identical
» Same encryption settings

e DTMF codes should be defined with the same numeric codes in the IVR services assigned to the
cascading conferences

e DTMF forwarding is suppressed
e The video layout of the link is set to 1x1 by the appropriate system flag.
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e When the Mute Participants Except Lecturer option is enabled in the Conference Profile, all
participants (including the link participants) except the lecturer are muted. Only the lecturer is not
muted.

Flags controlling Cascade Layouts

e Setting the FORCE_1X1_LAYOUT_ON_CASCADED_LINK
_CONNECTION System Flag to YES (default) automatically forces the cascading link to Full Screen
(1x1) in CP conferences, hence displaying the speaker of one conference to a full window in the video
layout of the other conference.

Set this flag to NO when cascading between an Collaboration Server and an MGC that is functioning
as a Gateway, if the participant layouts on the MGC are not to be forced to 1X1.

e Setting the AVOID_VIDEO_LOOP_BACK_IN_CASCADE System Flag to YES (default) prevents
the speaker’s image from being sent back through the participant link from the cascaded conference.
This can occur in cascaded conferences with conference layouts other than 1x1. It results in the
speaker’s own video image being displayed in the speaker’s video layout.

This option is supported with Basic Cascading. If a Master MCU has two slave MCUs, participants
connected to the slave MCUs will not receive video from each other.

For more details on defining system flags, see Modifying System Flags.

Basic Cascading

In this topology, a link is created between two conferences, usually running on two different MCUs. The
MCUs are usually installed at different locations (states/countries) to save long distance charges by
connecting each participant to their local MCU, while only the link between the two conferences is billed as
long distance call.

e This is the only topology that enables IP cascading links:
» When linking two conferences using an IP connection, the destination MCU can be indicated by:
4 |P address
4 H.323 Alias

» If IP cascading link is used to connect the two conferences, both MCUs must be located in the
same network.

e One MCU can be used as a gateway.
e The configuration can include two Collaboration Servers.

Basic Cascading using IP Cascaded Link

In this topology, both MCUs can be registered with the same gatekeeper or the IP addresses of both MCUs
can be used for the cascading link. Content can be sent across the Cascading Link.
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Basic Cascading Topology - IP Cascading Link

Conference A Conference B (ID=12345)

Dial-out
Participant

RMX MCU A RMX MCU B
MCU Prefix in GK=75 MCU Prefix in GK=76

For example, MCU B is registered with the gatekeeper using 76 as the MCU prefix.

The connection between the two conferences is created when a dial out IP participant is defined (added) to
conference A whose dial out number is the dial-in number of the conference or Entry Queue running on
MCU B.

Dialing Directly to a Conference

Dial out IP participant in conference A dials out to the conference running on MCU B entering the number
in the format:
[MCU B Prefix/IP address][conference B ID].

For example, if MCU B prefix is 76 and the conference ID is 12345, the dial number is 7612345.

Dialing to an Entry Queue

When dialing to an Entry Queue, the dial out participant dials the MCU B prefix or IP address of MCU B and
the Entry Queue ID in the format:

[MCU B Prefix/IP address][EQ B ID].
For example, if MCU B prefix is 76 and the Entry Queue ID is 22558, the dial number is 7622558.

When the participant from conference A connects to the Entry Queue, the system plays to all the participants
in Conference A the IVR message requesting the participant to enter the destination conference ID.

At this point, the Conference A organizer or any other participant in the conference can enter the required
information for the IVR session using DTMF codes. For example, the meeting organizer enters the
destination conference ID - 12345.

Any DTMF input from conference A is forwarded to the Entry Queue on MCU B to complete the IVR session
and enable the move of the participant to the destination conference B.

Once the DTMF codes are entered and forwarded to the Entry Queue on MCU B, the IVR session is
completed, the participant moved to the destination conference and the connection between the two
conferences is established.
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Automatic Identification of the Cascading Link

The system automatically identifies that the dial in participant is an MCU and creates a Cascading Link and
displays the link icon for the participant (== ). The master-slave relationship is randomly defined by the
MCUs during the negotiation process of the connection phase.

System Flag Settings

The DTMF_FORWARD_ANY_DIGIT_TIMER_SECONDS flag determines the time period (in seconds) that
MCU A will forward DTMF inputs from conference A participants to MCU B.

Once the timer expires, most of the DTMF codes (excluding five operations as for IP links) entered in
conference A will not be forwarded to conference B. This is done to prevent an operation requested by a
participant individually (for example, mute my line) to be applied to all the participants in conference B.

Flag range (in seconds): 0 - 360000
This flag is defined on MCU A (the calling MCU).

If a flag is not listed in the System Flags list it must be added before it can be modified. For more details on
defining system flags, see Modifying System Flags.
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In the RealPresence CloudAxis Solution, the virtual Meeting Rooms are defined in the RealPresence
DMA system component and should not be defined directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

A Meeting Room is a conference saved on the MCU in passive mode, without using any of the system
resources. A Meeting Room is automatically activated when the first participant dials into it. Meeting Rooms
can be activated as many times as required. Once activated, a Meeting Room functions as any ongoing
conference.

The conferencing Mode of the Meeting Room is determined by the Profile assigned to it.
In SVC Conferencing Mode, dial-in is available as follows:

e AVC-capable endpoints (participants) can only connect to an AVC CP Meeting Room. When dialing
into SVC Only Meeting Room the calls fail.

e SVC-capable endpoints support both AVC and SVC video protocols. When dialing into SVC Only
conferences, they connect as SVC endpoints. When dialing into AVC CP Only conferences, they
connect as AVC endpoints.

e Both AVC and SVC endpoints can connect to a mixed CP and SVC conference.

In AVC CP Conferences, dial-out participants can be connected to the conference automatically, or
manually. In the automatic mode the system calls all the participants one after the other. In the manual
mode, the Collaboration Server user or meeting organizer instructs the conferencing system to call the
participant. Dial-out participants must be defined (mainly their name) and added to the conference. This
mode can only be selected at the conference/Meeting Room definition stage and cannot be changed once
the conference is ongoing.

A Meeting Room can be designated as a Permanent Conference.

For more information see Audio Algorithm Support.

The maximum of number of Meeting Rooms that can be defined is: 1000.
The system is shipped with four default Meeting Rooms:

Default Meeting Rooms List

Meeting Room Name ID Default Line Rate
Maple_Room 1001 1920 Kbps
Oak_Room 1002 1920 Kbps
Juniper_Room 1003 1920 Kbps
Fig_Room 1004 1920 Kbps
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Meeting Rooms List

Meeting Rooms are listed in the Meeting Room list pane.

To list Meeting Rooms:

E

» In the RMX Management pane, in the Frequently Used list, click the Meeting Rooms button = .
The Meeting Rooms list is displayed.

- . ® q
Polycom ‘ RealPresence’ Collaboration Server
Views  Administration Setip  Help Signaling Hosk: 172.22.187.174 GK Prefik: 172172  Logout
R WEE O ( % &2 2
Marne |3tath j(n} |Etar‘t Ti |E1f‘| Mame |ID |Durati0n |Confer|Chair |=‘rofile | E3
Sy confl By MotF o FE¥0 9:l7 P Fil7 ML Dak_  looz 1:00 Defeultyideossd Type v|Narn Y|Dia|in
I, Junip 1003 1:00 Defeultvidoozse 5 1z0 & i
< > i cdnt ReAR 1:0n 128K & 718 & i
a anagemen &, supp 1377 1:00 ahvyag =) 224 B i
~ i@ Fig_R 1004 1:00 Defzultvideo3as =k 39 &3 Oi
.Y
g £ 13 i
R — n M, 384K 4466 1:00 Tdo3a4 G, L)
M ido_e 4444 1:00 encisd
,ﬁE,‘j Connections = R
B Users M54 1111 1:00 6 |
Lk Signaling Moritcr B, doM 123s6  1:00 Defeultvideossd
W57 Harcware Manity &, Mapl 1001 1:00 Deteultyideo3dd
lﬂl Meeting Raoms a3 3 5

I_ Participant Alerts Port Usage: Yolce U/ 50 Bl ¥Yideo uj/u Il &‘IEU State: MAJOR |

An active Meeting Room becomes an ongoing conference and is monitored in the same way as any
other conference.

The Meeting Room List columns include:

Meeting Rooms List Columns

Field Description

Display Name Displays the name and the icon of the Meeting Room in the Collaboration Server Web
Client.

P An active video Meeting Room that was activated when the first
o) participant connected to it.

(green)

i A passive video Meeting Room that is waiting to be activated.
i

(gray)

Routing Name The ASCII name that registers conferences, Meeting Rooms, Entry Queues and SIP
Factories in the various gatekeepers and SIP Servers. In addition, the Routing Name
is also:

* The name that endpoints use to connect to conferences.
* The name used by all conferencing devices to connect to conferences that must be
registered with the gatekeeper and SIP Servers.

Polycom®, Inc. 191



Meeting Rooms

Meeting Rooms List Columns (Continued)

Field Description

ID Displays the Meeting Room ID. This number must be communicated to H.323
conference participants to enable them to dial in.

Duration Displays the duration of the Meeting Room in hours using the format HH:MM
(default 01:00).

Conference Password The password to be used by participants to access the The Collaboration Server
Meeting Room. If blank, no password is assigned to the can be configured to
conference. This password is valid only in conferences automatically generate
that are configured to prompt for a conference password conference and
in the IVR Service. chairperson passwords

when these fields are left

Chairperson Password Displays the password to be used by the users to identify | pank. For more
themselves as Chairpersons. They are granted additional | information, see the
privileges. If left blank, no chairperson password is Automatic Password
assigned to the conference. This password is valid only in | Generation Flags.
conferences that are configured to prompt for a
chairperson password.

Profile Displays the name of the Profile assigned to the Meeting Room. For more information,
see Defining New Profiles.

SIP Registration The status of registration with the SIP server:

¢ Not configured - Registration with the SIP Server was not enabled in the
Conference Profile assigned to this conferencing Entity. In Multiple Networks
configuration, If one service is not configured while others are configured and
registered, the status reflects the registration with the configured Network Services.
The registration status with each SIP Server can be viewed in the Properties -
Network Services dialog box of each conferencing entity.
When SIP registration is not enabled in the conference profile, the Collaboration
Server's registering to SIP Servers will each register with a URL derived from its
own signaling address.

¢ Failed - Registration with the SIP Server failed. This may be due to incorrect
definition of the SIP server in the IP Network Service, or the SIP server may be
down, or any other reason the affects the connection between the Collaboration
Server or the SIP Server to the network.

* Registered - the conferencing entity is registered with the SIP Server.

* Partially Registered - This status is available only in Multiple Networks
configuration, when the conferencing entity failed to register to all the required
Network Services if more than one Network Service was selected.

Use Time Out as DTMF Delimiter

Users are able to change the behavior of the policy of number collection for VMR Entry Queues,
Conference-IDs and Passwords, allowing a time-out to be used as a stop indicator for the input string.

Note: This feature is not supported in the RealPresence Collaboration Server Virtual Edition.
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In previous versions, a # input at the end of the input string indicated completion of the input.

The administrator can configure the system, using the ENABLE_DTMF_NUMBER_WO_DELIMITER
system flag to change the previous system behavior, allowing a time-out to be used as a stop indicator for
the string input for the local IVR, when the MCU collects the Conference-ID in the local Entry Queue or the
Password (chairperson or participant) while routed to the conference.

The flag must be manually added to the System Configuration and its value modified as follows:

Value / Description

Flag Name
YES NO
ENABLE_DTMF_NUM If the timer expires, the received digits This is the default setting for
BER_WO_DELIMITER  validated even if there is no delimiter. backward compatibility.
If the received number is not valid, the If the timer expires because no delimiter
system will prompt again for the number is received, the number input is not valid.
according to number of retries. that are The system will prompt again for the
configured. number according to number of retries.

that are configured.

A System Reset in not required for the flag setting to take effect.
For more information see, Modifying System Flags in the Collaboration Server (RMX) Administrator’s Guide.

Meeting Room Toolbar & Right-Click Menu

The Meeting Room toolbar and right-click menus provide the following functionality:

Meeting Room Toolbar and Right-click Menus

Toolbar
button Right-click menu Description
il New Meeting Room Select this button to create a new Meeting Room.
Delete Meeting Room Select any Meeting Room and then click this button to delete the
S Meeting Room.

Dial out to AVC participants assigned to a Meeting Room will only start when the dial in participant
K who has activated it has completed the connection process and the Meeting Room has become an
- ongoing conference.

Creating a New Meeting Room

In the RealPresence CloudAxis Solution, virtual Meeting Rooms are defined in the RealPresence
K DMA system component and should not be defined directly in the Polycom® RealPresence®
- Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.
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To create a new meeting room:

e |n the Meeting Rooms pane, click the New Meeting Room % button or right-click an empty area
in the pane and then click New Meeting Room.

The New Meeting Room dialog box is displayed.

% ik B 5% B B

‘Name |ID |Duratian|C0nferencePassword Chairperson Passward | Prafile

‘ Type V| Nam ¢ 7|Dialing V| I
3, Oak_Room 1002 1:00 DefaultVideo3s4  |[g} _ 1 43 Dialo 1
FE‘ Juniper_Room 1003  1:00 DefaultVideo3sa _ 12
[, Maple_Room 1001 1:00 Defaultvideo3ss  |[g __ 2 43 Dialo 1
{3, Fig_Room 1004  1:00 Heeting B
iy
= l Meeting Room Properties & . .
» Participants Dusglay Nama: SUFFORT_1078313508
 IaForinagon Duration: [ 1=5:[0 =] I Permanent Conference
» Media Sources !
Routing Name:
Profile: Factory_Mex_Wideo_Profile -

e
Confarence Password:

ChairpersonPassward:
Reserve Resources for Video Participants: 0 =
Reserve Resources for Voice Participants: 0 =

Maximum Number of Participants: | Pashormolic: |

™ Enable ISOM/PSTN Dial-in

ISDN/PSTN Network Service: Youk Servica -
Participant Alerts Dial-in Number (1): |

Dial-in Number (2):

[ o [ o |
The definition procedure is the same as for the new conference.

If SIP Factories are being used do not assign a Meeting Room the ID 7001. This ID is reserved for
the default SIP Factory.

For more information, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition

Getting Started Guide, Starting an AVC CP Conference from the Conferences Pane. Microsoft Lync
users can connect a Collaboration Server Meeting Room to a conference running on the Microsoft

A/V MCU. This allows Collaboration Server Lync users to connect with a conference in progress on
the A/V MCU and be an active participant in the conference.

For more information, see Connecting a Collaboration Server Meeting Room to a Microsoft AV-MCU
Conference.
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Entry Queues

An Entry Queue (EQ) is a special routing lobby to access conferences. Participants connect to a single-dial
lobby and are routed to their destination conference according to the Conference ID they enter. The Entry
Queue remains in a passive state when there are no callers in the queue (in between connections) and is
automatically activated once a caller dials its dial-in number.

Participants can be moved from the Entry Queue and the destination conference if both conferencing
entities are set to the same conferencing parameters: Conferencing Mode, Line rate and video parameters.
For example, participants can be moved from SVC Only Entry Queue to SVC Only conference, or from a
mixed CP and SVC Entry Queue to a mix CP and SVC conference, from CP only Entry Queue to CP only
conference.

The maximum of number of Entry Queues that can be defined is 40.

The parameters (bit rate and video properties) with which the participants connect to the Entry Queue and
later to their destination conference are defined in the Conference Profile that is assigned to the Entry
Queue. For example, if the Profile Bit Rate is set to 384kbps, all endpoints connect to the Entry Queue and
later to their destination conference using this bit rate even if they are capable of connecting at higher bit
rates.

An Entry Queue IVR Service must be assigned to the Entry Queue to enable the voice prompts guiding the
participants through the connection process. The Entry Queue IVR Service also includes a video slide that
is displayed to the participants while staying in the Entry Queue (during their connection process).

Different Entry Queues can be created to accommodate different conferencing modes, conferencing
parameters (by assigning different Profiles) and prompts in different languages (by assigning different Entry
Queue IVR Services).

For more information, see IVR Services List.

The Entry Queue can also be used for Ad Hoc conferencing. If the Ad Hoc option is enabled for the Entry
Queue, when the participant enters the target conference ID the system checks whether a conference with
that ID is already running on the MCU. If not, the system automatically creates a new ongoing conference
with that ID. For more information about Ad Hoc conferencing, see Ad Hoc Conferencing.

An Entry Queue can be designated as Transit Entry Queue to which calls with dial strings containing
incomplete or incorrect conference routing information are transferred. For more information, see Transit
Entry Queue.

Default Entry Queue properties

The system is shipped with a default Entry Queue whose properties are shown in the following table.
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Default Entry Queue Properties

Parameter

Value

Display Name

DefaultEQ
The user can change the name if required.

Routing Name

DefaultEQ
The default Routing Name cannot be changed.

ID 1000

Profile name Factory_Mixd_CP_SVC_Video_Profile. Profile Bit Rate is set to 1920Kbps.

Entry Queue Service Entry Queue IVR Service. This is default Entry Queue IVR Service shipped with the
system and includes default voice messages and prompts in English.

Ad Hoc Enabled

Defining a New Entry Queue

In the RealPresence CloudAxis Solution, virtual Entry Queues and ad-hoc conferences are defined
in the RealPresence DMA system component and should not be defined directly in the Polycom®
RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration Server
Virtual Edition component.

You can modify the properties of the default Entry Queue and define additional Entry Queues to suit different
conferencing requirements.
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To define a new Entry Queue:
1 In the RMX Management pane, In the Rarely Used menu, click Entry Queues.

Polycom ‘ RealPresence® Collaboration Server 2000

iew  Administration  Setup  Help Signaling Host: 172.22.192.54 MCU Prefix in GK: 9431  Logout |
G X g€ ol |n Fak: R
Display N|Status |ID |Start T)‘-u Mame |ID |Profi|e |Dia|-in Mumber{l} |

s PoOLY My Singl 52883 3:25/FM +:* DefaultEQ 1000 Factaory

=
=3
=3
=
(]
"
w
=]
-]
=]
=
—
—
=]
=}
=
=3

Rarely Used

IvH Services

o

% Entry Queues

(—%}—. SIP Factories

b

| SystemAlerts ParticipantAlerts Port Usage: ¥oice | 0 /50 MMl VYideo WTI|
2 In the Entry Queues list pane, click the New Entry Queue button.

The New Entry Queue dialog box opens.
[NewEntry Quene G

Display Name: SUPPORT_ 224648728

Routing Name: |

Profile: | Factory_Mux_Video_Profile ﬂ
ID: [
Entry Queue Mode: |Standard Lobby ﬂ

Entry Queue [VR Service: |EI'ﬁWQLIELIE IVR Service ﬂ
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3 Define the following parameters:

Entry Queue Definitions Parameters

Option Description

Display Name The Display Name is the conferencing entity name in native language character

sets to be displayed in the Collaboration Server Web Client.

In conferences, Meeting Rooms, Entry Queues and SIP factories the system

automatically generates an ASCIl name for the Display Name field that can be

modified using Unicode encoding.

¢ English text uses ASCII encoding and can contain the most characters
(length varies according to the field).

¢ European and Latin text length is approximately half the length of the
maximum.

¢ Asian text length is approximately one third of the length of the maximum.

The maximum length of text fields also varies according to the mixture of

character sets (Unicode and ASCII).

Maximum field length in ASCIl is 80 characters. If the same name is already

used by another conference, Meeting Room or Entry Queue, the Collaboration

Server displays an error message requesting you to enter a different name.

Routing Name Enter a name using ASCII text only. If no Routing Name is entered, the system
automatically assigns a new name as follows:
* Ifan all ASCII text is entered in Display Name, it is used also as the Routing
Name.

¢ Ifany combination of Unicode and ASCII text (or full Unicode text) is entered

in Display Name, the ID (such as Conference ID) is used as the Routing
Name.

Profile Select the Profile to be used by the Entry Queue.

The default Profile is selected by default. This Profile determines the Bit Rate
and the video properties with which participants connect to the Entry Queue and
destination conference.

In Ad Hoc conferencing, it is used to define the new conference properties.

ID Enter a unique number identifying this conferencing entity for dial in. Default
string length is 4 digits.
If you do not manually assign the ID, the MCU assigns one after the completion
of the definition. The ID String Length is defined by the flag
NUMERIC_CONF_ID_LEN in the System Configuration.
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Entry Queue Definitions Parameters (Continued)

Option

Description

Entry Queue Mode

Select the mode for the Entry Queue

Standard Lobby (default) - When selected, the Entry Queue is used as a
routing lobby to access conferences. Participants connect to a single-dial lobby
and are routed to their destination conference according to the Conference ID
they enter.

Ad Hoc - Select this option to enable the Ad Hoc option for this Entry Queue. In
this mode, when the participant enters the target conference ID the system
checks whether a conference with that ID is already running on the MCU. If not,
the system automatically creates a new ongoing conference with that ID.

IVR Only Service Provider - When selected, designates this Entry Queue as a
special Entry Queue that provides IVR Services to SIP calls on behalf of the
RealPresence DMA system. The IVR Only Service Provider Entry Queue does
not route the SIP calls to a target conference. Instead the RealPresence DMA
system handles the call. For more details, see IVR Provider Entry Queue
(Shared Number Dialing).

External IVR Control - IVR Services can be controlled externally from an
application server (such as the DMA) supporting the MCCF-IVR (Media Control
Channel Framework-Interactive Voice Response) package.

When selected, the connection process of the participant to the conference via
the Virtual Entry Queue is controlled and managed by an external IVR service of
an application server (for example, DMA).

Entry Queue IVR Service

The default Entry Queue IVR Service is selected. If required, select an alternate
Entry Queue IVR Service, which includes the required voice prompts, to guide
participants during their connection to the Entry Queue.

4 Click OK.

The new Entry Queue is added to the Entry Queues list.
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Listing Entry Queues

To view the list of Entry Queues:

e In the RMX Management pane- Rarely Used menu, click Entry Queues.
The Entry Queues are listed in the Entry Queues pane.
[FRtFy Quetes () G
& %
Marne |ID |Pr0fi|e |Dia|-in Mumber{l} |
% DefaultEQ 1000 Factory f—m—mo-——

You can double-click an Entry Queue to view its properties.

Modifying the EQ Properties

To modify the EQ:

e In the Entry Queues pane, either double-click or right-click, and select Entry Queue Properties of
the selected Entry Queue in the list.

The Entry Queue Properties dialog box is displayed. All the fields may be modified except Routing
Name.

Transit Entry Queue

A Transit Entry Queue is an Entry Queue to which calls with dial strings containing incomplete or incorrect
conference routing information are transferred.

IP Calls are routed to the Transit Entry Queue when:

e A gatekeeper is not used, or where calls are made directly to the Collaboration Server’s Signaling IP
Address, with incorrect or without a Conference ID.

e \When a gatekeeper is used and only the prefix of the Collaboration Server is dialed, with incorrect or
without a Conference ID.

e When the dialed prefix is followed by an incorrect conference ID.

When no Transit Entry Queue is defined, all calls containing incomplete or incorrect conference routing
information are rejected by the Collaboration Server.

In the Transit Entry Queue, the Entry Queue IVR Service prompts the participant for a destination
conference ID. Once the correct information is entered, the participant is transferred to the destination
conference.

Setting a Transit Entry Queue

The Collaboration Server factory default settings define the Default Entry Queue also as the Transit Entry
Queue. You can designate another Entry Queue as the Transit Entry Queue.
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Only one Transit Entry Queue may be defined per Collaboration Server and selecting another Entry Queue
as the Transit Entry Queue automatically cancels the previous selection.

To designate an Entry Queue as Transit Entry Queue:

1 In the RMX Management pane, Rarely Used list, click Entry Queues.
2 In the Entry Queues list, right-click the Entry Queue entry, and then click Set Transit Entry Queue.
The Entry Queue selected as Transit Entry Queue is displayed in bold.

To cancel the Transit Entry Queue setting:

1 Inthe RMX Management pane, Rarely Used list, click Entry Queues.

2 In the Entry Queues list, right-click the Transit Entry Queue entry, and then click Cancel Transit
Entry Queue.

IVR Provider Entry Queue (Shared Number Dialing)

In an environment that includes a RealPresence DMA system, the Collaboration Server Entry Queue can
be configured to provide the IVR Services on behalf of the RealPresence DMA system to SIP endpoints. It
displays the Welcome Slide, plays the welcome message and retrieves the destination conference ID that
is entered by the participant using DTMF codes.

To enable this feature, a special Entry Queue that is defined as IVR Only Service Provider is created. This
Entry Queue does not forward calls to conferences running on the Collaboration Server and its main
functionality is to provide IVR services.

Call Flow

The SIP participant dials the DMA Virtual Entry Queue number, for example 1000@dma.polycom.com.

The DMA forwards the SIP call to the Collaboration Server, to a special Entry Queue that is configured as
IVR Only Service Provider. The participant is prompted to enter the conference ID using DTMF codes.

Once the participant enters the conference ID, the conference ID is forwarded to the DMA, enabling the
DMA to connect the SIP endpoint to the destination conference or create a new conference and connect
the participant to that conference.

Guidelines for Setting the Entry Queue as IVR Provider

e An Entry Queue defined as IVR Only Service Provider does not route the SIP call to a target
conference and it cannot be used to route calls on the Collaboration Server. In such a configuration,
the DMA handles the calls. Therefore, normal Entry Queues must be defined separately.

e Operator Assistance must be disabled in the IVR Service assigned to this Entry Queue.

e Only the conference ID prompts should be configured. Other prompts are not supported in IVR Only
Service Provider configuration.

e [SDN and H.323 calls to this Entry Queue are rejected.

e The DMA must be configured to locate the IVR Only Service Provider Entry Queue on the
Collaboration Server. To locate the Entry Queue the DMA requires the Entry Queue’s ID number and
the Collaboration Server Signaling IP address (XXX.XX.XXX.XX).
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Configuring the Collaboration Server as IVR Provider

Entry Queue IVR Service

If required, create a special Entry Queue IVR Service in which the Operator Assistance option is disabled,
and only the Conference ID prompts are enabled.

Entry Queue
» In the New Entry Queue dialog box, Entry Queue Mode list, select IVR Only Service Provider.

[New Entry Queve G
Display Name: [SUPPORT ss4648728
Routing Name: |
Profile: [Factory_Mix_Video_Profie |
D: [
Entry Queue Made: v| ——
Entry Queue IWR Service: |EF¢WQU3U3 IVR Service j

» Enter the Entry Queue ID that will be used by the DMA to forward the SIP calls to this Entry
Queue.

» Select the special Entry Queue IVR Service if one was created.

Configuring the MCU to Support External IVR Services via the MCCF-IVR

The support of External IVR Services via the MCCF-IVR package is enabled by default in the Collaboration
Server (RMX) systems, by the flag ENABLE_MCCF which is set to YES.

However, in secured environments where the External IVR Services via the MCCF-IVR package is not
required and unused ports should be closed, this flag should be set to NO.

To change this flag value from YES to No, you must first add it to the System Configuration. For more details,
see Manually Adding and Deleting System Flags.

SIP Factories

A SIP Factory is a conferencing entity that enables SIP endpoints to create Ad Hoc conferences. The
system is shipped with a default SIP Factory, named DefaultFactory.
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The default SIP Factory uses the conferencing ID 7001. If a SIP Factory is being used do not assign
this ID to any conferencing entity, including conferences, reservations, and meeting rooms.

When a SIP endpoint calls the SIP Factory URI, a new conference is automatically created based on the
Profile parameters, and the endpoint joins the conference.

The SIP Factory URI must be registered with the SIP server to enable routing of calls to the SIP Factory. To
ensure that the SIP factory is registered, the option to register Factories must be selected in the Default IP
Network Service.

The maximum of number of SIP Factories that can be defined is 40.

Creating SIP Factories

To create a new SIP Factory:

1 In the RMX Management pane, Rarely Used list, click SIP Factories.
2 Inthe SIP Factories list pane, click the New SIP Factory button.
The New Factory dialog box opens.

Display Mame: |5UPF'DHT_1 (23356869

Duration: lEl: -loo El:

Fouting Mame: |

Profile: | Factory_Video Profile j

[ Automatic Connection
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3 Define the following parameters:

New Factory Properties

Option

Description

Display Name

Enter the SIP Factory name that will be displayed.

The Display Name is the conferencing entity name in native language character

sets to be displayed in the Collaboration Server Web Client.

In conferences, Meeting Rooms, Entry Queues and SIP factories the system

automatically generates an ASCIl name for the Display Name field that can be

modified using Unicode encoding.

¢ English text uses ASCII encoding and can contain the most characters
(length varies according to the field).

* European and Latin text length is approximately half the length of the
maximum.

¢ Asian text length is approximately one third of the length of the maximum.

The maximum length of text fields also varies according to the mixture of

character sets (Unicode and ASCII).

Maximum field length in ASCII is 80 characters. If the same name is already

used by another conference, Meeting Room or Entry Queue, the Collaboration

Server displays an error message requesting you to enter a different name.

Routing Name

The Routing Name is defined by the user, however if no Routing Name is

entered, the system will automatically assign a new name when the Profile is

saved as follows:

* Ifanall ASCII text is entered in Display Name, it is used also as the Routing
Name.

¢ If any combination of Unicode and ASCII text (or full Unicode text) is entered
in Display Name, the ID (such as Conference ID) is used as the Routing
Name.

Profile

The default Profile is selected by default. If required, select the conference
Profile from the list of Profiles defined in the MCU.

A new conference is created using the parameters defined in the Profile.

Automatic Connection

Select this check box to immediately accept the conference creator endpoint to
the conference. If the check box is cleared, the endpoint is redirected to the
conference and then connected.

4 Click OK.

The new SIP Factory is added to the list.
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SIP Registration & Presence for Entry Queues and SIP

Factories with SIP Servers

Entry Queues and SIP Factories can be registered with SIP servers. This enables Office Communication

Server or Lync server client users to see the availability status (Available, Offline, or Busy) of these
conferencing entities, and to connect to them directly from the Buddy List.

-lo/x]
(What's happening today? [
—
ken -
I > Available -
I | SetYour Location -
LA LTl
A T 4 i,
\/‘ ° °
Find a contact or dial a number ,':'
Groups Status Relationship 8: -
boris2 - Offline 5 days
4 RMXs (2/3)
1111@rmx18630.exchlab.locak Presence..
l . 4| smll- Available
sml3- Cffline 4 days
l . | vml0- Available
3
wmll- Busy
&~ @ - Call forwarding is off & -

Guidelines for registering Entry Queues and SIP Factories with SIP Servers

e The Entry Queue or SIP Factory must be added to the Active Directory as a User.

e SIP Registration must be enabled in the Profile assigned to the Entry Queue or SIP Factory. For more

information see Defining New Profiles.
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Monitoring Registration Status

The SIP registration status can be viewed in the Entry Queue or SIP Factory list panes.

[ErtFy Queves ¢y —————— =

idp X
Display Mame |ID |Pr0fi|e |Dia|-in V] |SIP Registration
% EQl 61421 Register Registered s——————

T

KX
Display Mame |Pr0fi|e |SIP Registration
:_'_:". DefaultFactory RTY Registered -4

The following statuses are displayed:

o Not configured - Registration with the SIP Server was not enabled in the Conference Profile
assigned to the Entry Queue or SIP Factory.

When SIP registration is not enabled in the conference profile, the Collaboration Server's registering
to SIP Servers will each register with an URL derived from its own signaling address.

e Failed - Registration with the SIP Server failed.

This may be due to incorrect definition of the SIP server in the IP Network Service, or the SIP Server
may be down, or any other reason the affects the connection between the Collaboration Server or the
SIP Server to the network.

o Registered - The conferencing entity is registered with the SIP Server.

e Partially Registered - This status is available only in Multiple Networks configuration, when the
conferencing entity failed to register to all the required Network Services, if more than one Network
Service was selected for Registration.

Ad Hoc Conferencing

The Entry Queue can also be used for Ad Hoc conferencing. If the Ad Hoc option is enabled for the Entry
Queue, when the participant enters the target conference ID the system checks whether a conference with
that ID is already running on the MCU. If not, the system automatically creates a new ongoing conference
with that ID. The conference parameters are based on the Profile linked to the Entry Queue. As opposed to
Meeting Rooms, that are predefined conferences saved on the MCU, Ad Hoc conferences are not stored
on the MCU. Once an Ad Hoc conference is started, it becomes an ongoing conference, and is monitored
and controlled as any standard ongoing conference.

For more information about Ad Hoc conferencing, see Appendix D, Appendix D - Ad Hoc Conferencing and
External Database Authentication.
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The Address Book stores information about the people and businesses you communicate with. The
Address Book stores, among many other fields, IP addresses, phone numbers and network communication
protocols used by the participant’s endpoint. By utilizing the Address Book you can quickly and efficiently
assign or designate participants to conferences. Groups defined in the Address Book help facilitate the
creation of conferences. Participants can be added to the Address Book individually or in Groups.

The maximum of number of Address Book entries that can be defined on the Collaboration Server is 4000.

When using the Polycom® CMA® and Polycom® RealPresence® Resource Manager® Global Address
Book, all entries are listed.

The Address Book can be organized into a multi-level hierarchical structure. It can be used to mirror the
organizational layout of the enterprises and it is especially suitable for large-scale enterprises with a

considerable number of conference participants and organizational departments and divisions. Groups in
the Address Book can contain sub-groups or sub-trees, and individual address book participant entities.

The Address Book provides flexibility in arranging conference participants into groups in multiple levels and
the capabilities to add groups or participants, move or copy participants to multiple groups within the address
book, and use the address book to add groups and participants to a conference or Conference Template.

Importing and exporting of Address Books enables organizations to seamlessly distribute up-to-date
Address Books to multiple Collaboration Server units. It is not possible to distribute Address Books to
external databases running on applications such as the RealPresence Resource Manager or Polycom
CMA. External databases can run in conjunction with Collaboration Server units, but must be managed from
the external application. For example, new participants cannot be added to the external database from the
Collaboration Server Web Client. To enable the Collaboration Server to run with an external database such
as Polycom RealPresence Resource Manager or Polycom CMA, the appropriate system configuration
flags must be set.

For more information, see Modifying System Flags.

Integration with the Global Address Book of the Polycom® RealPresence® Resource Manager®
or Polycom CMA® is supported. For more information, see Integrating the Global Address Book
(GAB) of Polycom RealPresence Resource Manager or Polycom CMA with the Collaboration
Server. Integration with the SE200 GAB (Global Address Book) is not supported.
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Viewing the Address Book

You can view the participants currently defined in the Address Book. The first time the Collaboration Server
Web Client is accessed, the Address Book pane is displayed.

Anchor Pin

Paolycom Rea|Presence” Collaboration Server
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The Address Book contains two panes:
o Navigation pane - contains the hierarchical tree and All Participants list
e List pane - displays the list of all the members of the selected group and sub-groups.

Navigation Pane List Pane

o i 0 B R

Hierarchy a4 |Type VlName V| IPAc'jress!P V|Alias V|Networkv Dialing Direction 7| Encryption
=-{20 Main 15
-{ffj) Human Regources Team A
-{&j) Marketing
O R&D Team B
i! Productfanagement .D-B Bill James 1.2.3.14 auto dial_out auto
- ,D-B John Jacobson 1.2.3.15 auto dial_out auto
.C-?E‘ SaraMoncreek 1.2.3.16 auto dial_out auto
.C"-B Gianluca Magnani  1.2.3.18 auto dial_in auto
.QE‘ Jeffrey Peterson 1.2.3.19 auto dial_out auto
B Sales = N =
Kathy O'Brian 1.2.3.20 auto ial_out auto
&£ Support e ¥ o
';?E‘ Julia Fiorini 1.2.3.17 auto dial_out auto
F"E Debbie_H323_0Out 192.205.74.1 auto dial_out auto
,C-?a Debbie_SIP_Out 153.22.147.6 auto dial_out auto
All Participants
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The Navigation pane of the Address Book contains the following types of lists:

e Hierarchical — Displays a multi-level hierarchical tree of groups and participants. Double-clicking a
group on the navigation pane displays the group participants and sub-groups in the List pane.

All Participants — Double-clicking this selection displays the single unique entity of all the
participants in a single level. When adding a participant to a group, the system adds a link to the
participant’s unique entity that is stored in the All Participants list. The same participant may be added
to many groups at different levels, and all these participant links are associated with the same

definition of the participant in the All Participants list. If the participant properties are changed in one
group, they will be changed in all the groups accordingly.

Displaying and Hiding the Group Members in the Navigation Pane
The currently selected groun_vhose group members are displayed in the Address Book List pane is
identified by a special icon '.

To expand the group to view the group members:

» Double-click the group name or click the Expand button.

The address book entities and sub-groups of the group is displayed in the right group list pane. You
can drill down the sub-group to view address book entities in the sub-group.

To move up to the next level and view the members in the upper level:

» Double-click the navigation arrow * button in the group members pane.

To collapse a group:

» Double-click the group name or click the Collapse (= button.

Participants List Pane Information

The Participants List pane displays the following information for each participant:

I T S ———————"

[ Y N Rl - 2

Hierarchy 4 |Type Name V|IP Address/Phone V|Ahas Name/SIP V‘Netwurk V|D\a|mg Direction W|Encryption |
=] Main S
T 5 B
i m G1-1 L=
G1-1 I P1 0.0.0.1 H.323 % Dial out auto
G2 Bae P2 0.0.0.2 H.323 3 Dial out auto
R 172.21.41.1  172.21.41.104 H.323 % Dial out auto
Participants List Pane
Field/Option Description
Type Indicates whether the participant is a video (@) or voice ().
Name

Displays the name of the participant.
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Participants List Pane (Continued)

Field/Option Description

IP Address/Phone Enter the IP address of the participant’s endpoint.
e For H.323 participant define either the endpoint IP address or alias.
e For SIP participant define either the endpoint IP address or the SIP address.

Network The network communication protocol used by the endpoint to connect to the conference:
H.323 or SIP.
Dialing Direction Dial-in — The participant dials in to the conference.

Dial-out — The Collaboration Server dials out to the participant.

Encryption Displays whether the endpoint uses encryption for its media.
The default setting is Auto, indicating that the endpoint must connect according to the
conference encryption setting.

For information on adding and modifying participants in the Address Book, see Managing the Address Book.

Displaying and Hiding the Address Book

The Address Book can be hidden it by clicking the anchor pin (¢3) button in the pane header. The Address
Book pane closes and a tab is displayed at the right edge of the screen.

» Click the tab to re-open the Address Book.
Click tab to open Address Book

A CEDX g
Name |5tatus |F.o|e |IPAddress,"Phona‘A ias Nama4NeM’ork |D\a|mg Di|>\ud 0 “hdeo ‘Encry'ptio | Service N| FECC Tok| Content _| (o} |L =
< Mare_59446123 (3 participants) E
Ry Marc =m= Connected ] 10.253.72.13 H.323 & Dialo f8 P hetw 1 >
ey HDX <Bx Connected 10.253.72.24 sI? &y dialo P hetw 2
fe XYZ 4B Discornected 10.253.72.24 H323 & oialod P hetw 3 E

Adding Participants from the Address Book to
Conferences

In the RealPresence CloudAxis Solution, Participant Address Book is defined in the Polycom®
RealPresence® Resource Manager® component and should not be defined directly in the
Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence® Collaboration
Server Virtual Edition component.

You can add individual participants or a group of participants from the Address Book to a conference.
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Adding Individual Participants from the Address Book to Conferences

You can add a participant or multiple participants to a new conference, ongoing conferences, or to
Conference Templates by using the drag-and-drop operation.

4

To add a participant to a new conference or an ongoing conference:

Multiple selection of group levels is not available.

1 Inthe Address Book Navigation pane, select the group from which to add participants.

2 Inthe Address Book List pane, select the participant or participants you want to add to the
conference.

3 Click and hold the left mouse button and drag the selection to the Participants pane of the
conference.

The participants are added to the conference.

Adding a Group from the Address Book to Conferences

You can add a group of participants to a new conference, ongoing conferences, or to Conference
Templates by using the drag-and-drop operation.

To add a group to a new conference or an ongoing conference:

1 Inthe Address Book Navigation pane, select the group you want to add to the conference.

2 Click and hold the left mouse button and drag the selection to the Participants pane of the
conference.

The participants in the group level and all sub-levels are added to the conference.

Participant Groups

A group is a predefined collection of participants. A group provides an easy way to manage clusters of
participants that are in the same organizational structure and to connect a combination of endpoints to a
conference. For example, if you frequently conduct conferences with the marketing department, you can
create a group called “Marketing Team” that contains the endpoints of all members of the marketing team.

Groups can contain participants and sub-groups. You can define up to ten levels in the “Main” group.

Managing Groups in the Address Book
To manage the groups in the Address Book:

1 Inthe Address Book Navigation pane, right-click the group you want to manage.
The Groups menu is displayed.
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e i F 8 = =5 - =
Hierarchy & |Type v|name w|1P Address/P’ w|Alias Name/S1 7| Netwark
i .
[ vicki 172.22.184.11 H.323
ICBC 5
% EP2 172.22.184.40 H.323

Mew Group

Mew Participant

Copy Group

Paste Group

Paste Participant

Paste Participant as Mew
Rename Group

Delete Group

172.22.186.23 H.323
172.22.186.23 H.323

172.22.186.24 H.323

2 Select one of the following actions:

Address Book Navigation

Action

Description

New Group

Creates a new group within the current group.

New Participant

Adds a new participant within the current group.

Copy Group

Copies the current group to be pasted as an additional group.

Paste Group

Places the copied group into the current group. The group name of the
copied group is defined with “Copy” at the end of the group name. This
action is only available after a Copy Group action has been implemented.

Paste Participant

Places the copied participant into the current selected group. This action
is available after a Copy or Cut action was activated when selecting a
single participant or multiple participants.

Paste Participant as New

Pastes as a new participant into the selected group. This paste action
adds “Copy” at the end of the participant name. This action is only
available after a Copy action was activated for a single participant.

Rename Group

Renames the group name.

Delete Group

Deletes the group and all of its members. This action displays a message
requesting confirmation to delete the group and all members connected
with the group.

Additionally, you can drag a group from one location in the Address Book to another location, moving the
group and all its members, including sub-groups, to its new location using the drag-and-drop operation.
Moving a group to a new location can be done in the navigation pane or the list pane.

To drag a group from a location in the address book to another location:

1 Select the group you want to move.

2 Click and hold the left mouse button and drag the selection to the new location. The new location
can be either the “Main” root level or another group level.

The group and all its members (participants and groups) are moved to the new address book location.
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Managing the Address Book

Guidelines

e The multi-level Address Book can only be used in a local configuration on the Collaboration Server.
The hierarchical structure cannot be implemented with the Global Address Book (GAB).

e Up to ten levels can be defined in the hierarchical structure of the Address Book.

e The default name of the root level is “Main”. The “Main” root level cannot be deleted but the root level
name can be modified.

e Address Book names support multilingual characters.

e Participants in the Address Book can be copied to multiple groups. However, only one participant
exists in the Address Book. Groups that contain the same participants refer to the same definition
of the participant entity.

Adding a Participant to the Address Book

Adding participants to the Address Book can be performed by the following methods:
e Directly in the Address Book.
e Moving or saving a participant from an ongoing conference to the Address Book.

When adding dial-out participants to the ongoing conference, the system automatically dials out to the
participants using the Network Service (IP) defined for the connection in the participant properties.

Adding a New participant to the Address Book Directly

You can add a new participant to the “Main” group or to a group in the Address Book. Additionally, you can
add a participant from a new conference, ongoing conference, or Conference Template.

To add a new participant to the Address Book:

1 Inthe Address Book - Navigation pane, select the group to where you want to add the new
participant.

2 Click the New Participant button ([&]) or right-click the group to where you want to add the
participant and select the New Participant option.
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» Alternatively, click anywhere in the List pane and select the New Participant option.
The New Participant - General dialog box opens.

> Genera 1
> advance d Mame:
el ionmaticn Endpoint Website

Dialing Direction: Dial out -

Type: H.323 =

IF Address: [oooo

alias Name / Type: ] [H.3231D =~

Website IP Address: |

[~ Audic only

Extension/ldentifier String:

3 Define the following fields:

New Participant - General

Field Description

Name Enter the name of the participant or the endpoint as it will be displayed in the
Collaboration Server Web Client.
The Name field can be modified using Unicode encoding.
¢ English text uses ASCII encoding and can contain the most characters (length

varies according to the field).

* European and Latin text length is approximately half the length of the maximum.
e Asian text length is approximately one third of the length of the maximum.
Maximum field length in ASCII is 80 characters.
The maximum length of text fields varies according to the mixture of character sets
used (Unicode and ASCII).
This field may not be left blank. Duplicate participant names, comma, and semi-colon
characters may not be used in this field.
This name can also become the endpoint name that is displayed in the video layout.
For more details about endpoint (site) names, see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Audio and Visual
Indications (AVC CP Conferencing)’.

Note: This field is displayed in all tabs.
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New Participant - General (Continued)

Field

Description

Endpoint Website

Click the Endpoint Website hyperlink to connect to the internal website of the
participant’s endpoint. It enables you to perform administrative, configuration and
troubleshooting activities on the endpoint.

The connection is available only if the IP address of the endpoint’s internal site is
defined in the Website IP Address field.

Dialing Direction

Select the dialing direction:

» Dial-in — The participant dials in to the conference. This field applies to IP
participants only.
e Dial-out — The MCU dials out to the participant.

Type The network communication protocol used by the endpoint to connect to the
conference: H.323, or SIP or ISDN/PSTN.
The fields in the dialog box change according to the selected network type.
IP Address Enter the IP address of the participant’s endpoint.

(H.323 and SIP)

¢ For H.323 participant define either the endpoint IP address or alias.
* For SIP participant define either the endpoint IP address or the SIP address.

For Collaboration Servers registered to a gatekeeper, the Collaboration Server can be
configured to dial and receive calls to and from H.323 endpoints using the IP address
in the event that the Gatekeeper is not functioning.

Alias Name/Type
(H.323 Only)

If you are using the endpoint’s alias and not the IP address, first select the type of
alias and then enter the endpoint’s alias:

¢ H.323 ID (alphanumeric ID)

e E.164 (digits 0-9, * and #)

e Email ID (email address format, e.g. abc@example.com)

e Participant Number (digits 0-9, * and #)

Notes:

* Although all types are supported, the type of alias is dependent on the gatekeeper’s
capabilities. The most commonly supported alias types are H.323 ID and E.164.

* This field is used to enter the Entry Queue ID, target Conference ID and
Conference Password when defining a cascaded lin.

* Use of the E.164 Number is dependent on the setting of the
REMOVE_IP_IF_NUMBER_EXISTS System Flag. For more information see
Substituting E.164 Number in Dial String.
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New Participant - General (Continued)

Field

Description

SIP Address/Type
(SIP Only)

Select the format in which the SIP address is written:

¢ SIP URI - Uses the format of an E-mail address, typically containing a user name
and a host name: sip:[user]@[host]. For example, sip:dan@polycom.com.
Note: If the SIP Address field contains an IPv6 address, it must be surrounded by
square brackets, for example, [::1].
¢ TEL URI - Used when the endpoint does not specify the domain that should
interpret a telephone number that has been input by the user. Rather, each domain
through which the request passes would be given that opportunity.
For example, a user in an airport might log in and send requests through an outbound
proxy in the airport. If the users enters “411” (this is the phone number for local
directory assistance in the United States), this number needs to be interpreted and
processed by the outbound proxy in the airport, and not by the user's home domain.
In this case, tel: 411 is the correct choice.

Endpoint Website
IP Address

(IP only)

Enter the IP address of the endpoint’s internal site to enable connection to it for
management and configuration purposes.

This field is automatically completed the first time that the endpoint connects to the
Collaboration Server. If the field is blank it can be manually completed by the system
administrator. The field can be modified while the endpoint is connected

Audio Only

Select this check box to define the participant as a voice participant, with no video
capabilities.

Extension/Identifier
String

Dial-out participants that connect to an external device such as Cascaded Links or
Recording Links may be required to enter a conference password or an identifying
string to connect. Enter the required string as follows:

[p]...[p][string]
For example: pp4566#

p - optional - indicates a pause of one second before sending the DTMF string. Enter
several concatenated [p]s to increase the delay before sending the string. The
required delay depends on the configuration of the external device or conference IVR
system.

String - enter the required string using the digits 0-9 and the characters * and #. The
maximum number of characters that can be entered is identical to the H.323 alias
length.

If the information required to access the device/conference is composed of several
strings, for example, the conference ID and the conference password, this information
can be entered as one string, where pauses [p] are added between the strings for the
required delays, as follows:

[pl...[pl[string][p]...[p] [string]...
For example: p23pp*34p4566#

Extension/Identifier
String

The Collaboration Server automatically sends this information upon connection to the
destination device/conference. The information is sent by the Collaboration Server as
DTMF code to the destination device/conference, simulating the standard IVR
procedure.
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4 Usually, additional definitions are not required and you can use the system defaults for the
remaining parameters. In such a case, click OK.

To modify the default settings for advanced parameters, click the Advanced tab.

5 Define the following Advanced parameters:

3 General
3 Advanced

3 Information

Name:

Endpoint Website

Call Bit Rate: [ Auto [Automatic. =] Kbits/sec
Resolution: Auto -

Wideo Protocal: Auto s
Broadcasting Wolume: . 5=
Listening Volume: . 5.5
Encryption: Auto 5~
Cascade: Im
Precedence Domain Name: INDHE 'I
Precedence Level: PRIORITY =
¥ AGC

Add to Address Book

New Participant - Advanced

Field

Description

Video Bit Rate / Auto

(IP Only)

The Auto check box is automatically selected to use the Line Rate defined for
the conference.

Note: This check box cannot be cleared when defining a new participant during

an ongoing conference.
To specify the video rate for the endpoint, clear this check box, and then select
the required video rate.

Video Protocol

Select the video compression standard that will be forced by the MCU on the
endpoint when connecting to the conference: H.261, H.263, H.264 or RTV.

Select Auto to let the MCU select the video protocol according to the endpoint’s

capabilities.

Resolution

The Auto check box is automatically selected to use the Resolution defined for
the conference.
To specify the Resolution for the participant, select the required resolution from
the drop-down menu.
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New Participant - Advanced (Continued)

Field Description
Encryption Select whether the endpoint uses encryption for its connection to the
conference.

Auto (default setting) indicates that the endpoint will connect according to the
conference encryption setting.

Cascaded (IP Only) If this participant is used as a link between conferences select:
* Slave, if the participant is defined in a conference running on a Slave MCU.

e Master, if the participant is defined in a conference running on the Master
MCU.

It enables the connection of one conference directly to another conference using

an H.323 connection only. The conferences can run on the same MCU or

different MCU’s. For more information, see Basic Cascading using IP Cascaded

Link.
Precedence Domain When Multi Level Precedence and Preemption is used, this is the Precedence
Name Domain Name for the participant.
(Dial-out SIP Only) For more information see MLPP (Multi Level Precedence and Preemption).
Precedence Level When Multi Level Precedence and Preemption is used, this is the Precedence
(Dial-out SIP Only) Level for the participant

For more information see MLPP (Multi Level Precedence and Preemption).

AGC The Audio Gain Control (AGC) protocol that reduces noises is enabled by
default for the participants.

Clear this check box to disable the AGC feature.

6 To add general information about the participant, such as e-mail, company name, and so on, click
the Information tab and type the necessary details in the Info 1-4 fields. Text in the info fields can
be added in Unicode format (length: 31 characters).

7 Click OK.
The new participant is added to the selected group in the address book.

Substituting E.164 Number in Dial String

Between the time a conference is scheduled and when it becomes active, the IP of an endpoint may change,
especially in an environment that uses DHCP. The MCU can be set to ignore the IP address of a participant
when the conference starts. Instead, the alternative E.164 number will be used.

The flag, REMOVE_IP_IF_NUMBER_EXISTS controls this option. This flag must be manually added to
change its value. The values of this flag are:

o YES (default) - The IP address of an endpoint will be ignored if an E.164 number (or other) exists.
e NO - The IP address of an endpoint will be used.

Guidelines for Substituting E.164 Number in Dial String

e When this feature is enabled, the IP address field of participants in scheduled conferences and
conference templates will be empty.

e In order for the MCU to ignore the IP of H.323 participants, the following requirements must be met:
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» A gatekeeper must be defined.
» The alias of the participant must be defined.
» The alias type must be defined (not set to None).

If an H.323 gatekeeper is defined but is not connected, the MCU will fail to connect to H.323 dial-out
participants.

In order for the MCU to ignore the IP of SIP participants, the following requirements must be met:

» A SIP proxy must be defined.

» The SIP address must be defined.

If a SIP proxy is defined but is not connected, the MCU will fail to connect to SIP dial-out participants.

Adding a Participant from an Ongoing Conference to the Address
Book

You can add a participant to the Address Book directly from an ongoing conference.

When adding a participant to the address book from a new conference, Participants list of an
ongoing conference or Conference Template, the participant is always added to the “Main” group.

To add a participant from the conference to the Address Book:

1

During an ongoing conference, select the participant in the Participant pane, and either click the
Add Participant to Address Book button ([§z]), or right-click and select Add Participant to
Address Book.

The participant is added to the Address Book.
Alternatively, you could:

a Double-click the participant’s icon, or right-click the participant icon and click Participant
Properties.
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The Participant Properties window opens.
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b Click the Add to Address Book button.

If the participant name is already listed in the All Participants list, an error message is displayed. In
such a case, change the name of the participant before adding the participant to the address book.

Modifying Participants in the Address Book

When required, you can modify the participant’s properties.

To modify participant properties in the Address Book:

1 Inthe Address Book - Navigation pane, select the group to where the participant to modify is
listed.
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2 Inthe Address Book - List pane, double-click the participant’s icon.
The Participant’s Properties window is displayed.

B @ e s [ 3

oty o wnare 7[3P Mddress/oh ] Aliss Narme/s1¥|Network ]| Ciaing Direci ¥]Encry ot
6 main

5 Test

) IcBC

- Keren

EPL 172.22.186.23 H.323 Dial out auta

EP2 172.22.184.40 H.323 Dial out aute
EP3

FEPr

L]

ANl Participants

q o T o]
3 Modify the necessary properties in the window, such as dialing direction, communication protocol

type, and so on. You can modify any property in any of the three tabs: General, Advanced and Info.
4 Click OK.

The changes to the participant’s properties are updated.

Deleting Participants from the Address Book

To delete participants from the Address Book:

1 Inthe Address Book - Navigation pane, select the group where the participant to delete is listed.

2 Inthe Address Book - List pane, either select the participant to delete, and then click the Delete

Participant ([ ]) button, or right-click the participant icon and then click the Delete Participant
option.

Hierarchy 2 [Twpe w[name W] 1P Address/ph ] alias Name/s1P A v Network | Dialing Directi ¥ Encrypt
= Main

;

L4 icec

L. Keren

EP1 172.22.186.23 H.323 Dial out

EP2 172.22.184.40 H.323 Dial out

R it e
R it e
e EP3 172.22.186.23 H.323 Dial out auto
DE] EP4 172.22.186.24 H.323 Dial out It
™ it e

H.323 Dial out

s
New Participant

3 A confirmation message is displayed depending on the participant’s assignment to groups in the
address book:

a When the participant belongs to only one group: click Yes to permanently delete the participant
from the address book.

b When the participant belongs to multiple groups, a message is displayed requesting whether to
delete the participant from the Address Book or from the current selected group. Select:

4 Current group to delete the participant from the selected group
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4 Address Book to permanently delete the participant from the address book (all groups).
Click OK to perform the delete operation, or Cancel to exit the delete operation.

Copying or Moving a Participant

You can copy or move a participant from one group to another group using the Copy, Cut, and Paste
options. A participant can belong to multiple groups. However, there is only one entity per participant.
Groups that contain the same participants refer to the same definition of the participant entity. Alternatively,
you can drag a participant from one location in the Address Book to another location, moving the
participant to its new location using the drag-and-drop operation.

The cut and copy actions are not available when selecting multiple participants.

To copy or move a participant to another group:
1 Inthe Address Book - Navigation pane, select the group from where to copy the participant.

2 Inthe Address Book - List pane, select the participant you want to copy.
3 Right-click the selected participant, and select one of the following functions from the drop-down

menu:
AkEEn o 2
Hicxarchy 2 [Type ¥|Name 7] 1P Address/Ph W[ Alias Name/SIP A ¥[Network 7] Dialing Directi 7|Encrypt] F}
-0 Main =
R EP1 172.22.186.23 H.323 Dial aut auto
" EE:EG" B g2 172.22.184.40 H.323 Dial out auto
‘ﬁBﬂ EP3 172.22.186.23 H.323 Dial out auto
% EP4 172.22.186.24 H.323 Dial out auto
e 1 H.323 Dial aut auto
Mew Participant
Copy Participant
Copy / Move Participant
Function Description
Copy Participant Copies the participant to be pasted into an additional group.
Cut Participant Moves the participant from the current group to a different group. Alternatively,
you can move a participant to another location by dragging the participant to the
new location.

4 Inthe Address Book - Navigation pane, navigate and select the group in which you want to paste
the participant.

5 Right-click the selected group, and click one of the following Paste functions from the drop-down
menu:
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Paste Participant

Function Description

Paste Participant Creates a link to the participant entity in the pasted location.

Paste Participant as New Pastes as a new participant into the selected group. This paste action adds
“Copy’” to the end of the participant name.

The Paste functions are only available after a Copy or Cut action has been implemented.

To drag a participant from an address book group to another group:

1 Select the participant or participants you want to move.
2 Click and hold the left mouse button and drag the selection to the new group.
The participants are moved to the new address book group.

Searching the Address Book

You can search the Address Book for a participant’s name or a group name only on the currently selected
group/level.

To search for participants or groups in the current selected level:

1 In the Address Book - Navigation pane, select the group/level within to run the search.
2 In the Address Book toolbar, activate the search option by clicking the Find field.

The field clears and a cursor appears indicating that the field is active.

Find: ’—‘ A ———p Fn [ |
3 Type all or part of the participant’'s name or group name and click the search button.

rp 0% OF 6% & & deb 2
Hierarchy % |Type V‘ Name Y|IP Addrass!PhoV|AI\as Name/SI7
B-E) Main e Debbie_H323_Out  152.205.74.115
() Human Resources R Debbie_SIP_Out  153.22.147.66
()} Marketing -
&40 R&D e Debbie_ISDN_In 7775353

[ Product Management
Development Team 1
Development Team 2
; TeamA

L..{)) TeamB

() Sales

-0 Support

The closest matching participant entries are displayed and the Active Filter indicator turns on.

Polycom®, Inc. 223



Address Book

Filtering the Address Book

The entries in an address book group can be filtered to display only the entries (participants or groups) that
meet criteria that you specify and hides entries that you do not want displayed. It enables you to select and
work with a subset of Address Book entries.

You can filter by more than one column, by adding additional filters (columns).

The filter applies to the displayed group. If All Participants option is selected, it applies to all the listed
participants.

Filtering can be done using:
e A predefined pattern
e Customized pattern

When you use the Find dialog box to search filtered data, only the data that is displayed is searched; data
that is not displayed is not searched. To search all the data, clear all filters.

Filtering Address Book Data Using a Predefined Pattern

To filter the data in an address book group:

1 Inthe Address Book - Navigation pane, select the group to filter.

2 In the Address Book - List pane, in the column that you want to use for filtering, click the filter ()
button.

A drop-down menu is displayed containing all the matching patterns that can be applied to the
selected field.

Filtering Options

Selected Column
Filter Button
uuﬂ_ﬁ
i f3¢ FE 2R b 2,
Ilicrarchy 2 |Jivp= | manfe [w[1# Aderessvh walias Nsmess L v Nstworks | ial a
& Main "~ 5?:')| @
il 1ot e (Rlank ) Sl"172.22.186.23 H.223 Dia
g EE:; Fu_’ e 1200.186.25 H.s2s Lia
|UP:5 172 21fa1 105 172.22.186.23 H.323 Dia
. Sacact] PR TN I o -
™ 17g2.100.22  172.22.186.22 11.023 Dia
R 172.22.186.22  172.22.186.22 H.323 Dia
2. VSIS DSAsaTne P bis
B 172.22.186.22  172.22.185.22 H.323 oia
:-LD 172.22.186.22 AT7P.PPARA.22 H.Z235 Mia
Ren 172.22.187.13  172.22.187.13 11.323 Dia
R 172.22.187.13  172.22.187.13 H.z23 Dia
,gl‘ 1/72.22.18/.13 1/2.24.18/7.13 H.323 Lia
,Upi 172.22.187.12 172.22.187.12 H.323 EHEi
' 1793718715 177 7% 18715 Hazs nin
e 172.22.107.18  172.22.187.10 11.023 Dia
R 172.21.41.106 172.21.41.106 H.322 Dia
2. VEAEARIE) T P bis
B 1722141108 172.21.81.108 H.323 oia
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3 Click the matching pattern to be applied.

The filtered list is displayed with a filter indicator (F) displayed in the selected column heading.

Example: If the user selects 172.21.41.104 as the matching pattern, the filtered group in the Address

Book is displayed as follows:

Selected Column |— Active Filter Indicator

r°+ ﬁ’as P E =

Hierarchy H Tvpa ﬁ-_ﬁame) (‘I’DP Address/Ph 7| Alias Name/S1 V| Networl
EHEP Main 177.31.41,104 1723141104 H.323

LA Icec

1 Entry matching “172.21.41.104” in filtered group

Filtering Address Book Data Using a Custom Pattern

To filter the data in an address book group:

1 Inthe Address Book - Navigation pane, select the group to filter.

2 Inthe Address Book - List pane, in the column that you want to use for filtering, click the filter ()

button.
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3 Select the (Custom) option from the drop-down list.

S e i3

=2 3 =
Fierarchy » [Tupe “[name 1P Address/Ph | Alias Name/SI | Network Dial =
=& Main P CAITY
70 Test - (B 13ERESEES His5s Sia
(= IcDC (NonBlanks)
D koren R N e 172.22.106.20 1oz Dia
R 172.21.41.105 172.22.186.23 H.323 Dia
[ 1722101100 Wiz z=1se2= H.323 Dia
[ 172.22.186.22  172.22.186.22 H.323 Dia
[ 1722218622 17222 18622 Hoa23 Dia
[ 172.22.186.22  172.22.186.22 H.z22 Dia
R 172.22.186.22  172.22.186.22 H.323 Dia
[ lezsmase.sy 1szzeise.22 Hoses Dia
[ 172.22.187.13  172.22.187.13 H.323 Dia
[ 1722218713 1722218713 Hoa23 Dia
[ 172.22.187.13  172.22.187.13 H.z23 Dia
[ 172.22.187.12  172.22.187.12 H.323 Dia
[ 1szpwassls 1sz2218015 Hoszs Dia
[ 172.22.187.18 172.22.187.18 H.323 Dia
[ 177.21.41.106  177.21.41.1086 [FETEY Pia
[ 172.21.41.107  172.21.41.107 H.323 Dia
R 172.21.41.108 172.21.41.108 11923 Dia
[ 1s2.21.41.108  1s2.21.41.108 Hoses Dia
[ 172.21.41.110 172.21.41.110 H.323 Dia
[ 177.21.41.111  17F.>1.41.111 [METEY Pia
[ 172.21.41.112  172.21.41.112 H.323 Dia
R 172.21.41.115  172.21.41.113 11923 Dia
R 172.21.41.114 1722141114 H.323 Dia
[ 172.21.41.115  172.21.41.115 H.323 Dia
All Partcipants ?“T 172.21.41.116 172.21.41.116 H.323 D:ﬁJJ

The Custom Filtering dialog box opens.

Custom Filtering

=)

Add Condition Condition
CESIOTETI  Column text matches

Clear Conditions

4 In the Condition - Column text matches field, enter the filtering pattern.

For example, to list only endpoints that include the numerals 41 in their name, enter 41.
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5 Optional. Click the Add Condition button to define additional filtering patterns to further filter the list
and fine tune your search.

To clear a filtering pattern, click the Clear Condition button.

The filtered list is displayed with an active filter (blue) indicator (F) displayed in the selected column
heading.

For example, if the filtering pattern is 41, the participants list includes all the endpoints that contain
the numerals 41 in their name.

iy % F @ & - 2

Hierarchy & |Type _Vl—Nama YlIPAddrass!P VlAIlas Nama{slleetwnr
¢ Main [ 172.21.41.104  172.21.41.104 H.323
-:a 172.21.41.105  172.21.41.105 H.323
P Keren | 172.21.41.106  172.21.41.106 H.323
B 172.21.41.107 172.21.41.107 H.323

2. 172.21.41.108  172.21.41.108 H.323

2. 172.21.41.109  172.21.41.109 H.323

2. 172.21.41.110  172.21.41.110 H.323

2. 172.21.41.111  172.21.41.111 H.323

R 172.21.41.112  172.21.41.112 H.323

L 172.21.41.113  172.21.41.113 H.323

B 172.21.41.114  172.21.41.114 H.323

. 172.21.41.115  172.21.41.115 H.323

B 172.21.41.116  172.21.41.116 H.323

2 172.21.41.117  172.21.41.117 H.323

2. 172.21.41.118  172.21.41.118 H.323

Clearing the Filter

To clear the filter and display all entries:

1 In the filtered Address Book column heading, click the Active Filter indicator.

The pattern matching options menu is displayed.

2 Click (All).

o % B @8 O

B - 2
Hierarchy % |Type V| Mame r; IP Address/P° 7|Alias Name/SI 7| Networ
£ Main B (Al 4| 172.21.41.104 H.323

() Test o] [Cistom) E
24 R, (Blanks) =l 172.21.41.105 H.323
& (e nEinic) 172.21.41.106 H.323
&) Keren L= 172.21.41.104 Figti i
B 172.21.41.105 172.21.41.107 H.323
= 172.21.41.106

B 1729141107 || 172.21.43.108 H.323
R 172.21.41.108  172.21.41.109 H.323
R 172.21.41.110  172.21.41.110 H.323
B 172.21.41.111  172.21.41.111 H.323
5 172.21.41.112  172.21.41.112 H.323
R 172.21.41.113  172.21.41.113 H.323
B 172.21.41.114  172.21.41.114 H.323
B 172.21.41.115  172.21.41.115 H.323
R 172.21.41.116  172.21.41.116 H.323
R 172.21.41.117  172.21.41.117 H.323
R 172.21.41.118  172.21.41.118 H.323

The filter is deactivated and all the group/level entries are displayed.
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Obtaining the Display Name from the Address Book
The MCU can be configured to replace the name of the dial-in participant as defined in the endpoint (site
name) with the name defined in the Address Book.

In this process, the system retrieves the data (name, alias, number or IP address) of the dial-in participant
and compares it first with the conference defined dial-in participants and if the endpoint is not found, it then
searches for the endpoint with entries in the address book. After a match is found, the system displays the
participant name as defined in the address book instead of the site name, in both the video layout and the
Collaboration Server Web Client/Manager.

The system compares the following endpoint data with the address book entries:
e For H.323 participants, the system compares the IP address, Alias, or H.323 number.
e For SIP participants, the system compares the IP address or the SIP URI.

Guidelines for Obtaining the Display Name from the Address Book

o Only Users with Administrator and Operator Authorization Levels are allowed to enable and disable
the Obtain Display Name from Address Book feature.

e This feature is supported for IPv4 participants only .

Enabling and Disabling the Obtain Display Name from Address Book Feature

The Obtain Display Name from Address Book option can be enabled for all participants connecting to the
MCU if the name of the participants are defined in the Address Book.

To enable or disable the Obtain Display Name from Address Book option:

1 On the Collaboration Server main menu bar, click Setup > Customize Display Settings >
Ongoing Conferences.

The Ongoing Conferences dialog box is displayed.

r Obtain display name from address book

[ o [ oo |

2 Select the Obtain display name from address book check box to enable the feature or clear the
check box to disable the feature.

3 Click OK.
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Importing and Exporting Address Books

Address Books are proprietary Polycom data files that can only be distributed among Collaboration Server
units. The Address Books are exported in XML format, which are editable offline. If no name is assigned to
the exported Address Book, the default file name is:
EMA.DataObjects.OfflineTemplates.AddressbookContent .xml

Exporting an Address Book

To Export an Address Book:

1 In the Address Book pane, click the Export Address Book ([5]]) button, or right-click an empty area
in the pane, and click Export Address Book.

The Export Address Book dialog box is displayed.

Export Address Book £l

Export Address Book Path; |

Enter the desired path, or click the Browse button.

3 Inthe Save Address Book dialog box, select the directory to save the file. You may also rename
the file in the File Name field.

4 Click Save.
You will return to the Export File dialog box.
5 Click OK.
The exported Address Book is saved in the selected folder in XML format.

Importing an Address Book

To Import and Address Book:

1 Inthe Address Book pane, click the Import Address Book ([E2]) button, or right-click an empty area
in the pane, and then click Import Address Book.

The Import Address Book dialog box is displayed.

Import Address Book =

Import Address Book Path:

Are you sure you want to merge the two Address Books?

2 Enter the path from which to import the Address Book, or click the Browse button.
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3 Inthe Open dialog box navigate to the desired Address Book file (in XML format) to import.

When importing an Address Book, participants with exact names in the current Address Book will be
K overwritten by participants defined in the imported Address Book.

4 Click Open.

You will return to the Import File dialog box.
5 Click OK.

The Address Book is imported and a confirmation message is displayed at the end of the process.
6 Click Close.

Integrating the Global Address Book (GAB) of
Polycom RealPresence Resource Manager or Polycom
CMA with the Collaboration Server

The RealPresence Resource Manager or Polycom CMA application includes a Global Address Book (GAB)
with all registered endpoints. This address book can be used by the Collaboration Server users to add
participants to conferences.

Guidelines for integrating with the Global Address Book of Polycom
RealPresence Resource Manager or Polycom CMA

e The Collaboration Server can use only one address book at a time. After you integrate the Polycom
RealPresence Resource Manager or Polycom CMA with the Polycom Collaboration Server, the CMA
address book replaces the Collaboration Server internal address book.

e The Collaboration Server uses the RealPresence Resource Manager or Polycom CMA address book
in read-only mode. You can only add or modify CMA address book entries from the RealPresence
Resource Manager or Polycom CMA.

The Collaboration Server acts as a proxy to all address book requests between the Collaboration
‘ K Server Web Client and the CMA. Ensure that firewall and other network settings allow the
Collaboration Server access to the CMA server.

To Integrate the RealPresence Resource Manager or Polycom CMA Global Address Book
(GAB) with the Collaboration Server:

RealPresence Resource Manager or Polycom CMA Side

1 In the RealPresence or Polycom application, manually add the Polycom Collaboration Server
system to the RealPresence Resource Manager or Polycom CMA system as directed in the
RealPresence Resource Manager or Polycom CMA Operations Guide.
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2 Inthe RealPresence Resource Manager or Polycom CMA application, add a user or use an existing
user for Collaboration Server login as directed in the RealPresence Resource Manager or Polycom
CMA Operations Guide.

Write down the User Name and Password as they will be used later to define the Collaboration Server
connection to the RealPresence Resource Manager or Polycom CMA Global Address Book.

Collaboration Server Side

1 On the Collaboration Server menu, click Setup > System Configuration.
The System Flags - MCMS_PARAMETERS_USER dialog box opens.

R
3 MCMS_PARAMETERS_USER
Flag Name + [value [<]
. CE_MODULE_PARAMETERS
ALLOW_NOM_ENCRYPT_PARTY_IN_ENCRYFT NO
BONDING_CHANMEL_DELAY S0
EMABLE_AUTO_EXTENSION YES
EMABLE_CASCADED_LINK_TO_JOIN_WITHD NO
EMABLE_ETERNAL_DBE_ACCESS NO o
EMABLE_ISDM_REDIAL YES
EXTERMAL_COMNTEMT_DIRECTORY /PlemWebServices
EXTERMAL_CONTENT_IP 172.26.209.80
EXTERNAL_CONTENT_PASSWORD cgspass
EXTERMAL_CONTENT_USER AUSTINCQS/Admin
EXTERMAL_DB_DIRECTORY
EXTERMAL_DB_IP
EXTERNAL_DB_LOGIN POLYCOM
EXTERMAL DB PASSWORD POLYCOM &7

2 Modify the values of the flags in the table below.
For more information, see Modifying System Flags.

System Flags for CMA Address Book Integration

Flag Description

EXTERNAL_CONTENT_ The Web Server folder name. Change this name if you have changed the
DIRECTORY default names used by the RealPresence Resource Manager or Polycom CMA
application.

Default: /PlcmWebServices

EXTERNAL_CONTENT_ Enter the IP address of the RealPresence Resource Manager or Polycom CMA
IP server. For example: 172.22.185.89.
This flag is also the trigger for replacing the internal Collaboration Server
address book with the RealPresence Resource Manager or Polycom CMA
Global Address Book (GAB).
Leave this flag blank to disable address book integration with the RealPresence
Resource Manager or Polycom CMA server.

EXTERNAL_CONTENT_ The password associated with the user name defined for the Collaboration
PASSWORD Server in the RealPresence Resource Manager or Polycom CMA server.

Polycom®, Inc. 231



Address Book

System Flags for CMA Address Book Integration

Flag Description

EXTERNAL_CONTENT_  The login name defined for the Collaboration Server in the RealPresence
USER Resource Manager or Polycom CMA server defined in the format:

domain name/user name.

3 Click OK to complete the definitions.

4 When prompted, click Yes to reset the MCU and implement the changes to the system
configuration.
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In the RealPresence CloudAxis Solution, Reservations are scheduled in the RealPresence Resource
Manager component and should not be scheduled directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

The Reservations option enables users to schedule conferences. These conferences can be launched
immediately or become ongoing, at a specified time on a specified date.

Scheduling a conference reservation requires definition of conference parameters such as the date and time
at which the conference is to start, the participants and the duration of the conference.

Scheduled conferences (Reservations) can occur once or repeatedly, and the recurrence pattern can vary.
The maximum number of reservations per Collaboration Server is 2000.

Guidelines for Scheduling Reservations

System

e By default, the Scheduler is enabled by a System Flag. The flag prevents potential scheduling
conflicts from occurring as a result of system calls from external scheduling applications such as the
Polycom® RealPresence® Resource Manager®, ReadiManager®, SE200, Polycom CMA™ and
others via the API.

If an external scheduling application is used, the flag INTERNAL_SCHEDULER must be manually
added to the System Configuration and its value must be set to NO.
For more information see Modifying System Flags.

Resources

e System resources are calculated according to the Collaboration Server’s license. For more
information, see Forcing Video Resource Allocation to CIF Resolution.

e System resource availability is partially checked when reservations are created:

» If a conference duration extension request is received from an ongoing conference, the request
is rejected if it would cause a resource conflict.

» If several reservations are scheduled to be activated at the same time and there are not enough
resources for all participants to be connected:

4 The conferences are activated.

4 Participants are connected to all the ongoing conferences until all system resources are used
up.
e |[f sufficient resources are not available in the system and a scheduled Reservation cannot be
activated, the Reservation is deleted from the schedule.

e Resources are reserved for participants at the highest video resolution supported by the Line Rate
specified in the conference Profile and up to the maximum system video resolution specified by the
Resolution Configuration dialog box.
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e \When a new Reservation is created in the Reservation Calendar, the effect of the new Reservation
(including its recurrences) on available resources is checked. If resource deficiencies are found an
error message is displayed.

Defined dial-in or dial-out participants, Meeting Rooms, Entry Queues and new connections to
Ongoing conferences are not included in the resources calculation.

Reservations

o A Reservation that has been activated and becomes an ongoing conference is deleted from the
Reservation Calendar list.

e The maximum number of concurrent reservations is 80. Reservations with durations that overlap (for
any amount of time) are considered to be concurrent.

e System resource availability is partially checked when reservations are created:

» If a conference duration extension request is received from an ongoing conference, the request
is rejected if it would cause a resource conflict.

» If several reservations are scheduled to be activated at the same time and there are not enough
resources for all participants to be connected:

¢ The conferences are activated.

4 Participants are connected to all the ongoing conferences until all system resources are used
up.
e A scheduled Reservation cannot be activated and is deleted from the schedule if:
» An Ongoing conference has the same Numeric ID.
» Sufficient resources are not available in the system.

e If a problem prevents a Reservation from being activated at its schedule time, the Reservation will
not be activated at all. This applies even if the problem is resolved during the Reservation’s
scheduled time slot.

e A Profile that is assigned to a Reservation cannot be deleted.

e Reservations are backed up and restored during Setup > Software Management >Backup
IRestore Configuration operations. For more information see Software Management.

e All existing reservations are erased by the Standard Restore option of the Administration > Tools >
Restore Factory Defaults procedure.

e Reservations can also be scheduled from Conference Templates. For more information see
Scheduling a Reservation From a Conference Template.
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Using the Reservation Calendar

To open the Reservation Calendar:

¢ In the RMX Management pane, click the Reservation Calendar button ().

1) Polycom
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Toolbar Buttons

The toolbar buttons functions are described in the table below.

Reservations — Toolbar Buttons

Button Description
o] Create a new reservation. The date and time of the new reservation is

New Reservation

set according to the highlighted blocks on the Reservation Calendar.

.
Delete Reservatio

n

Click to delete the selected reservation.

Click to show the previous day or week, depending on whether Show
Day or Show Week is the selected.

Back

: Click to show the next day or week, depending on whether Show Day
\ or Show Week is the selected.

Next

= Click to show the current date in the Reservation Calendar in either
Today Show Day or Show Week view.
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Button Description

= Change the calendar view to weekly display, showing a calendar week:
Show Week Sunday through Saturday

| Click this button to show the day containing the selected time slot.
Show Day

= Click to change to List View and display a list of all reservations.

I'\;éservations List

_:I Used to search for reservations by Display Name. (Available in

Reservations List view only).

Reservations Views

The Reservation Calendar list has the following views available:
o Week
e Day
e Today
e List
In all views the Main Window List Pane header displays the total number of reservations in the system.

Leservations Lis i

Week View

By default the Reservation Calendar is displayed in Week view with the current date highlighted in orange.

CEUECEN

VIS/2009  SUVIE005 MoLI2009 TUZIMANS WeZ1S2008 Thu200s  Fruzvzs S|

Monday.:
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Today View

The current date (Today), highlighted in orange, can be viewed in both Week View and Day View.

FEFFTELE i

Search

) weanescs; f———  Current Date (Today)
03” 5
{_'1_} il Day View§ ............. FeservaBons THT(T
R TSI CEEE
: SR
l]— a LA L6060 1TVI00 V1RSI0 R0 LAMSN00 2FI1°I00 ;I
EvEd 08"
] : ]
137" 09
14 " e
L™ Week View
127
12

List View

List View does not have a calendar based format.

Reservartions Lis b

A e B G == s B e - 2

Display Mame |ID |Star‘t Time |End Time |Interna| ID|Status |Cnnference Passw|Peri|e

% SUPPORT_180 17989 07/11/2008 05:00 07/11/2008 05:30 183 ok 987654 Factory_Wideo_Profile
'% SUPPORT_157 91272 06/11/2008 1&8:30 0651172008 19:30 169 ok Factory_Video_Profile
'% SUPPORT_108 97493 06/11/2008 1&8:30 0651172008 19:30 170 ok Factory_Video_Profile
% Logistics Qgose2  05/11/2008 15:00 0S5/11/2008 17:00 168 ok Factory Video_Profile
% Sales 12295  04/11/2008 12:00 0441172008 1300 167 ok Factory_‘ideo_Profile
% deb_ternplatel 20940 0271172008 23:45 03/11/2008 00:45 127 ok Factory_Video_Profile

All Reservations are listed by:

* Display Name e End Time

« ID e Status

* Internal ID * Conference Password
e Start Time * Profile

The Reservations can be sorted, searched and browsed by any of the listed fields.
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Changing the Calendar View

To change between Week and Day views:
e In Week View: In the Reservation Calendar toolbar, click Show Day ( E) to change to Day View.
or
In Day View: In the Reservation Calendar toolbar, click Show Week ( g) to change to Week View.

Week View Back :j — View Previous Week
Next [zl — View Next Week

Today E — View Current Date in Week View

Ruecea@s NN 2 -
21s0n cuzieanns hoxwenes  Turidentn wErivaors THAA20S 2212008 Sa)

\ Current Date

Show|Day Show|Week
v I

Back :j — View Previous Day
Next 3 — View Next Day
Today E — View Current Date in Day View

Day View
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To view Today (the current date):

e In Week View or Day View, in the Reservation Calendar toolbar, click the Today (E ) button to have
the current date displayed within the selected view.

Week View

LAWY SUMLFA00Y Mo XLR200)  TuZA00  Wel1WN0D ThLMVAO0D  [r2A02009 SHLI

Current Date (Today)

0]
10
11"
12 ] F vTR ) Weed sy
| = p "
(]rf on
10 (4]
1"
12 [{]
13
19 0

To change to List View:

1 In the Reservation Calendar toolbar, click, the Reservations List ( ﬁ) button.

The Reservations List is displayed.

APEEEEEEN &

Display Name |ID ‘Start Time |End Time |Intarna| ID‘Status |Cunferencs Passw |Pruf\|e

2% SUPPORT_180 17989 07/11/2008 05:00 07/11/2008 05:30 183 ak 967654 Factory_video_Profile
2% SUPPORT_157 91272 06/11/2008 18:30 06/11/2008 19:30 169 ok Factory_video_Profile
2% SUPPORT_108 97493 06/11/2008 18:30 06/11/2008 19:30 170 ok Factory_video_Profile
24 Logisties 00582 0S/11/2008 15:00 05/11/2008 17:00 168 ok Factory_Videa_Profile
2% Sales 12295  04/11/2008 12:00 04/11/2008 13:00 167 ok Factory_video_Profile
2% deb_templatel 20940 02/11/2008 23:45 03/11/2008 00:45 127 ok Factory_video_Profile

2 Optional. Sort the data by any field (column heading) by clicking on the column heading.

A ¥ or £ symbolis displayed in the column heading indicating that the list is sorted by this field, as
well as the sort order.

3 Optional. Click on the column heading to toggle the column’s sort order.
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To return to Calendar View:

e In the Reservation Calendar toolbar, click any of the buttons (Show Week/Show Day/Today) to
return to the required Reservation Calendar view.

Scheduling Conferences Using the Reservation
Calendar

In the RealPresence CloudAxis Solution, Reservations are scheduled in the RealPresence Resource
Manager component and should not be scheduled directly in the RealPresence Collabporatio Server
Virtual Edition component.

Creating a New Reservation

There are three methods of creating a new reservation:
e Method | — Creating a reservation with default duration of 1 hour
e Method Il — Creating a reservation with default duration of %2 hour
e Method lll — Interactively define the reservation duration

Each method requires the selection of a starting time slot in the Reservation Calendar. The default time slot
is the current half-hour period of local time.

..'lﬁ . . . . . . . .
In all views, if the New Reservation (= ) button is clicked without selecting a starting time slot or if a time
slot is selected that is in the past, the Reservation becomes an Ongoing conference immediately and is not
added to the Reservations calendar.

B/1 02008500 87112008 0n 8/12/2000 ue 8/13/2000

nn 00
JU

mn4 00
02™
N2 0@

na 00
U4

e 00|

After selecting a starting time slot in the Reservation Calendar you can create a reservation with a default
duration derived from the creation method used or by interactively defining the duration of the reservation.

Method | — To create a reservation with default duration of 1 hour:
..'Ia .
e In the Reservation Calendar toolbar, click the New Reservation (“ ) button to create a reservation

of 1 hour duration.

Method Il — To create a reservation with default duration of 'z hour:

e Right-click and select New Reservation to create a reservation of %2 hour default duration.
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Method Ill — To interactively define the duration:

1

In the calendar, click & drag to expand the time slot to select the required Date, Start Time and
Duration for the reservation.

..'Ia . .
In the Reservation Calendar toolbar, click the New Reservation (=) button or right-click and select
New Reservation.

Example: The following click & drag sequence would select a reservation for Tuesday, August 12,
2008, starting at 01:00 with a duration of 4 hours.

Date: Tuesday, August 12, 2008

\ A

8/10/2008500 8711 /2008700 8/ 1242008 ue&’lm

8122008 e 81312 |

Start 00 ™ L/ Click
Time > N\
01:00 01w

02 ™

Duration

A0 [ 4 Hours

Vo

q 00

N
U

Release

ne 00

ua

The duration of reservations created by any of the above methods can be modified in the Scheduler
tab of the New Reservation dialog box.

To create a new reservation:

1

Open the Reservation Calendar.

2 Select a starting time slot.
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3 Create the reservation using one of the three methods described above.

The New Reservation — General tab dialog box opens.

5 General
5 Participants
> Schedule

3 Information

Display Name:

Duration:

Routing Name:
Profile:

D:

Conference Passward:

Chairpersen Passwerd:

Maximum Number of Participants:

Factory_GW _Profie -

———

Automatic 3:

All the fields are the same as for the New Conference — General dialog box, described in the
Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide, General

Tab.

New Reservation — Reserved Resources

When a Conference Profile is assigned to a Meeting Room or a Reservation, the Profile’s parameters
are not embedded in the Reservation, and are taken from the Profile when the reservation becomes an
ongoing conference. Therefore, any changes to the Profile parameters between the time the

Reservation or Meeting Room was created and the time that it is activated (and becomes an ongoing
conference) will be applied to the conference.
If the user wants to save the current parameters, a different Profile with these parameters must be

assigned, or a different Profile with the new parameters must be created.

4 Click the Schedule tab.
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5 Adjust the new reservation’s schedule by modifying the fields as described in the table below.

Calendar

New Reservation — Schedule Tab

Field Description
Start Time Select the Start Time e The Start/End Times of the Reservation are
of the Reservation. initially taken from the time slot selected in the
Reservation Calendar.
End Time Select the End Time of

the Reservation.

The Start/End Times can be adjusted by typing in
the hours and minutes fields or by clicking the
arrow buttons.

The Start/End dates can be adjusted by typing in
the date field or by clicking the arrow buttons or
using the calendar.

The start time of all the reservations can be
manually adjusted in one operation. For more
information see Adjusting the Start Times of all
Reservations.

End Time settings are initially calculated as Start
Time + Duration. End Time settings are
recalculated if Start Time settings are changed.
Changes to End Time settings do not affect Start
Time settings. However, the Duration of the
Reservation is recalculated.
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Field Description
Recurring Select this option to set up a Recurring Reservation - a series of Reservations
Meeting to be repeated on a regular basis.
To create a recurring reservation, you must define a time period and a
recurrence pattern of how often the Reservation should occur: Daily, Weekly or
Monthly.
Recurrence Daily If Daily is selected, the system automatically selects all the days of
Pattern the week. To de-select days (for example, weekends) clear their

check boxes.

Weekly If Weekly is selected, the system automatically selects the day of
the week for the Reservation from the day selected in the
Reservation Calendar.

You can also define the recurrence interval in weeks. For example,
if you want the reservation to occur every second week, enter 2 in
the Recur every _ week(s) field.

To define a twice-weekly recurring Reservation, select the check
box of the additional day of the week on which the Reservation is to
be scheduled and set the recurrence interval to 1.

Monthly  If Monthly is selected, the system automatically selects the day of
the month as selected in the Reservation Calendar. You are
required to choose a recurrence pattern:

¢ Day (1-31) of every (1-12) month(s) - Repeats a conference on
a specified day of the month at a specified monthly interval. For
example, if the first Reservation is scheduled for the 6th day of
the current month and the monthly interval is set to 1, the
monthly Reservation will occur on the 6th day of each of the
following months.

* The (first, second,...,last) (Sun-Sat) of x month(s) - Repeats
a Reservation in a particular week, on a specified day of the
week at the specified monthly interval. For example, a recurrent
meeting on the third Monday every second month.

A series of Reservations can be set to end after a specified number of occurrences or by a
specific date. Select one of the following methods of terminating the series of Reservations:

End After End After: x Occurrences - Ends a recurring series of Reservations after a
specific number (x) of occurrences.
Default: 1
(Leaving the field blank defaults to 1 occurrence.)

End by Date  End By Date: mm/dd/yyyy - Specifies a date for the last occurrence of the

recurring series of Reservations. The End By Date value can be adjusted by
typing in the date field or by clicking the arrow button and using the calendar
utility.

Default: Current date.
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6 Click the Participants tab.

Rew Reservation

3 General
3 Participants Display Mame:
£ ol Duration:
5 Information

|SUFFU RT_252032045

Name ~ [IP Addres| alias Na |Network |Dialing Dil Encryption

Lecturer:

Remave Add from Address Book

~| I Dial ©ut Manually

The fields are the same as for the New Conference — Participants dialog box, described in the
Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide,

Participants Tab.

7 Optional. Add participants from the Participants Address Book.

Participant properties are embedded in the conferencing entity and therefore, if the participant
properties are modified in the Address Book (or Meeting Rooms) after the Reservation has been
created they are not applied to the participant when the Reservation is activated.

For more information see Meeting Rooms and the Polycom® RealPresence Collaboration Server
800s / Virtual Edition Getting Started Guidee, To add participants from the Address Book: .

Between the time a conference is scheduled and when it becomes active, the IP of an endpoint may
change, especially in an environment that uses DHCP. The MCU can be set to ignore the IP address of
a participant when the conference starts. Instead, the alternative E.164 number will be used instead of

the IP address. For more information see Substituting E.164 Number in Dial String .

8 Optional. Add information to the reservation.

Information entered in the Information tab is written to the Call Detail Record (CDR) when the
reservation is activated. Changes made to this information before it becomes an ongoing conference

will be saved to the CDR.

For more information see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition
Getting Started Guide, Information Tab.
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9 Click OK.
The New Reservation is created and is displayed in the Reservation Calendar.

If you create a recurring reservation all occurrences have the same ID.The series number (_ 0000n)
of each reservation is appended to its Display Name.

Example:

Conference Template name: Sales

Display Name for single scheduled occurrence:Sales
If 3 recurrences of the reservation are created:
Display Name for occurrence 1: Sales 00001
Display Name for occurrence 2: Sales 00002
Display Name for occurrence 3: Ssales 00003

Managing Reservations

Reservations can be accessed and managed via all the views of the Reservations List.

Guidelines

e The Recurrence Pattern fields in the Schedule tab that are used to create multiple occurrences of a
Reservation are only displayed when the Reservation and its multiple occurrences are initially
created.

e As with single occurrence Reservations, only the Duration, Start Time and End Time parameters of
multiple occurrence reservations can be modified after the Reservation has been created.

e A single occurrence Reservation cannot be modified to become a multiple occurrence reservation.
e Reservations can only be modified one at a time and not as a group.

e If Reservations were created as a recurring series, the system gives the option to delete them
individually, or all as series.

Viewing and Modifying Reservations

Reservations can be viewed and modified by using the Week and Day views of the Reservations Calendar
or by using the Reservation Properties dialog box.

Using the Week and Day views of the Reservations Calendar

In the Week and Day views each Reservation is represented by a shaded square on the Reservation
Calendar. Clicking on a Reservation selects the Reservation. A dark blue border is displayed around the
edges of the Reservation indicating that it has been selected.

The Start Time of the Reservation is represented by the top edge of the square while the End Time is
represented by the bottom edge.
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The cursor changes to a vertical double arrow ( I ) when it is moved over the top and bottom sides of the
square.

11/23/2008 Sun 1124/ 2008 IWlorn 11725/ 2008 Tuell/26/2008  Wed

%Drag __'[%'_ | "%

S

[~

Click & Drag tf Change Start [[ime

Click &

to Move

Click & Drag tT Change End TWT\E

To move the Reservation to another time slot:

1
2
3

Select the Reservation.
Hold the mouse button down and drag the Reservation to the desired time slot.
Release the mouse button.

To change the Reservation’s Start time:

1
2
3

4

Select the Reservation.
Move the mouse over the top edge of the Reservation’s square.

When the cursor changes to a vertical double arrow ( I ) hold the mouse button down and drag the
edge to the desired Start Time.

Release the mouse button.

To change the Reservation’s End time:

1
2
3

4

Select the Reservation.
Move the mouse over the bottom edge of the Reservation’s square.

When the cursor changes to a vertical double arrow ( I ) hold the mouse button down and drag the
edge to the desired End Time.

Release the mouse button.

To View or Modify Reservations using the Reservation Properties dialog box:

1

In the Reservations List, navigate to the reservation (or its recurrences) you want to view, using the
Show Day, Show Week, Today, Back, Next or List buttons.

Double-click, or right-click and select Reservation Properties, to select the reservation to be
viewed or modified.

The Reservation Properties — General dialog box opens.
Select the tab(s) of the properties you want to view or modify.
Optional. Modify the Reservation Properties.
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5 Click OK.
The dialog box closes and modifications (if any) are saved.

Adjusting the Start Times of all Reservations

When utilizing GMT offset (for example, Daylight Saving Time change), the start time of the reoccurring
reservations scheduled before the Collaboration Server time change are not updated accordingly (although
their start times appear correctly in the Reservations list, when checking the reservation properties the start
time is incorrect).

Following the Collaboration Server time change, the start time of all reoccurring reservations must be
manually adjusted in one operation.

Using this option, the start times of all reservations currently scheduled on the Collaboration Server are
adjusted with the same offset.

To adjust the reoccurring reservations start time after the GMT Offset has been changed
for Daylight Saving Time (DST) or a physical move:.

Adjustment of Reservation Time should only be performed after adjustment of Collaboration Server
Time is completed as a separate procedure.

1 On the Collaboration Server menu, click Setup > RMX Time.
The RMX Time dialog box opens.

2 Click the Adjust Reservations Time button.
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[T TiiTE e — )

GMT Date:

| 9/15/2011 |
Local Time GMT Time GMT Offset
| |13:02 = |2 ::I ; |D ::I Retrieve Client Time

I” Use NTP Server

Status:
Status:
Status:

Adjust Res

The Adjust Reservations Time dialog box opens.

I [ ——— | Click the arrows to adjust the start time by hours.
Range is between 12 hours and -12 hours
Adjust all re sewati%y ]

SR = = A positive value indicates adding to the start time

A

CIALTTIM Frj s -ine “nk rect 1 fo reseevAt res shanld nnly he
stihrm ted After 111 time channg

Click the arrows to adjust the start time by minutes.
Range is between 45 minutes and -45 minutes.

3 Click the arrows of the Offset - Hours box to indicate the number of hours to add or subtract from the
current start time; a positive value indicates adding time, while minus (-) indicates subtracting time.

4 Click the arrows of the Offset - minutes box to indicate the number of minutes to add or subtract
from the current start time of the reservations. Increments or decrements are by 15 minutes.

For example, to subtract 30 minutes from the start time of all the reservation, enter 0 in the hours box,
and -30 in the minutes box.

To add one hour and 30 minutes to the start time, enter 1 in the hours box and 30 in the minutes box.

5 Click the Adjust button to apply the change to all the reoccurring reservations currently scheduled
on the Collaboration Server.

When adjusting the start time of 1000 - 2000 reservations, an “Internal communication error’ message
may appear. Ignore this message as the process completes successfully.
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Deleting Reservations

To delete a single reservation:

1 Inthe Reservations List, navigate to the reservation you want to delete, using the Show Day, Show
Week, Today, Back, Next or List buttons.

Click to select the reservation to be deleted.

3 Click the Delete Reservation (%@) button.

or
Place the mouse pointer within the Reservation block, right-click and select Delete Reservation.

4 Click OK in the confirmation dialog box.
The Reservation is deleted.

To delete all recurrences of a reservation:

1 Inthe Reservations List, navigate to the Reservation or any of its recurrences, using the Show Day,
Show Week, Today, Back, Next or List buttons.

2 Click the Delete Reservation (% ) button.

or
Place the mouse pointer within the Reservation or any of its recurrences, right-click and select

Delete Reservation.
A confirmation dialog box is displayed.

RealPresence Collaboration Server 800s X

" Delete the selected occurences.
' Delete the series.

Do you want to delete all recurrences of the reservation '"Marc_1780855712_00001', or just this occurrence?

3 Select Delete the series.
Click OK.
All occurrences of the Reservation are deleted.

Searching for Reservations using Quick Search

Quick Search is available only in List View. It enables you to search for Reservations by Display Name.

To search for reservations:
1 In the Reservation Calendar toolbar, click in the Quick Search field.
The field clears and a cursor is displayed indicating that the field is active.

Find: 2 > Find: |

%

P
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2 Type all or part of the reservation’s Display Name into the field and click Search.

The closest matching Reservation entries are displayed.

a3
i w4

Cisplay Mame |ID

Search

|Start Time |End Time |Internfl ID| Status |Conference Pass| ChairpersonPas | Profils

s Sales 1
2 Sales 1
@ Sales 2

s sales 2

s Sales 0

box to view or modify the Reservation.

or

57162
5T16Z
57168
S71ed
S7162

2741172008
25/11/2008
24/11/2008
26/11/2008
28/11/2008

27411420
25/11/20
24/11/20
26/11/20
28/11/20

150
148
147
148
151

ak
ok
ak
ak
ok

v

Closest Matching Reservations
3 Optional. Double- click the Reservation’s entry in the list to open the Reservations Properties dialog

Factory_vid
Factory_Aid
Factary_%id
Factory_%id

Factory_%id

Right -click the Reservation’s entry in the list and select a menu option to view, modify or delete the

Reservation.

To clear the search and display all reservations:

1 Clear the Quick Search field.
2 Click Search.

All Reservations are displayed.
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User assistance to participants is available when:
e Participants have requested individual help (using *0 DTMF code) during the conference.
e Participants have requested help for the conference (using 00 DTMF code) during the conference.

e Participants have problems connecting to conferences, for example, when they enter the wrong
conference ID or password.

In addition, the user (operator) can join the ongoing conference and assist all conference participants.
Operator assistance is available only when an Operator conference is running on the MCU.

The Operator conference offers additional conference management capabilities to the Collaboration Server
users, enabling them to attend to participants with special requirements and acquire participant details for
billing and statistics. This service is designed usually for large conferences that require the personal touch.

In the RealPresence CloudAxis Solution, the Conference Profiles are defined in the RealPresence
DMA system component and should not be defined directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

Operator conferences and participant move are supported in AVC CP Conferencing Mode only.

Operator Conferences

An Operator conference is a special conference that enables the Collaboration Server user acting as an
operator to assist participants without disturbing the ongoing conferences and without being heard by other
conference participants. The operator can move a participant from the Entry Queue or ongoing conference
to a private, one-on-one conversation in the Operator conference.

In attended mode, the Collaboration Server user (operator) can perform one of the following actions:

e Participants connected to the Entry Queue who fail to enter the correct destination ID or conference
password can be moved by the user to the Operator conference for assistance.

e After a short conversation, the operator can move the participant from the Operator conference to the
appropriate destination conference (Home conference).

e The operator can connect participants belonging to the same destination conference to their
conference simultaneously by selecting the appropriate participants and moving them to the Home
conference (interactively or using the right-click menu).

e The operator can move one or several participants from an ongoing conference to the Operator
conference for a private conversation.

e The operator can move participants between ongoing Continuous Presence conferences.
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Operator Conference Guidelines

e An Operator conference can only run in Continuous Presence mode.
e Operator conference is defined in the Conference Profile.

e An Operator conference can only be created by a User with Operator or Administrator Authorization
level.

e Operator conference name is derived from the User Login Name and it cannot be modified.
e Only one Operator conference per User Login Name can be created.

e When created, the Operator conference must include one and only one participant - the Operator
participant.

e Only a defined dial-out participant can be added to an Operator conference as an Operator participant

e Once running, the Collaboration Server user can add new participants or move participants from
other conferences to this conference. The maximum number of participants in an Operator
conference is the same as in standard conferences.

e Special icons are used to indicate an Operator conference in the Ongoing Conferences list and the
operator participant in the Participants list.

e An Operator conference cannot be defined as a Reservation.

e An Operator conference can be saved to a Conference Template. An ongoing Operator conference
can be started from a Conference Template.

e The Operator participant cannot be deleted from the Operator conference or from any other
conference to which she/he was moved to, but it can be disconnected from the conference.

e When deleting or terminating the Operator conference, the operator participant is automatically
disconnected from the MCU, even if participating in a conference other than the Operator conference.

e Participants in Telepresence conferences cannot be moved from their conference, but an operator
can join their conference and help them if assistance is required.

e Moving participants from/to an Operator conference follows the same guidelines as moving
participants between conferences. For move guidelines, see Move Guidelines.

e When a participant is moved from the Entry Queue to the Operator conference, the option to move
back to the source (Home) conference is disabled as the Entry Queue is not considered as a source
conference.

e The conference chairperson cannot be moved to the Operator conference following the individual
help request if the Auto Terminate When Chairperson Exits option is enabled, to prevent the
conference from automatically ending prematurely. In such a case, the assistance request is treated
by the system as a conference assistance request, and the operator can join the conference.

Defining the Components Enabling Operator Assistance

To enable operator assistance for conferences, the following conferencing entities must be adjusted or
created:

e VR Service (Entry Queue and Conference) in which Operator Assistance options are enabled.
e A Conference Profile with the Operator Conference option enabled.
e An active Operator conference with a connected Operator participant.

Defining a Conference IVR Service with Operator Assistance Options
In the RMX Management pane, expand the Rarely Used list and click the IVR Services () entry.
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1 On the IVR Services toolbar, click the New Conference IVR Service (@E) button.
The New Conference IVR Service - Global dialog box opens.

Conference VR 5 Nam

Language: [Engish =]
External Server Authentication: [fewwr =]
Number of User Input Retries | En——
Timeout far User Input{Sech: I
DTMF Delimiter: =

2 Enter the Conference IVR Service Name.

3 Define the Conference IVR Service - Global parameters. For more information, see Conference IVR
Service Properties - Global Parameters.

4 Click the Welcome tab.
The New Conference IVR Service - Welcome dialog box opens.

5 Define the system behavior when the participant enters the Conference IVR queue. For more
information, see Defining a New Conference IVR Service.

6 Click the Conference Chairperson fab.
The New Conference IVR Service - Conference Chairperson dialog box opens.

7 If required, enable the chairperson functionality and select the various voice messages and options
for the chairperson connection. For more information, see New Conference IVR Service Properties -
Conference Chairperson Options and Messages.

8 Click the Conference Password tab.
The New Conference IVR Service - Conference Password dialog box opens.

9 If required, enable the request for conference password before moving the participant from the
conference IVR queue to the conference and set the MCU behavior for password request for Dial-in
and Dial-out participant connections. For more information, see New Conference IVR Service
Properties - Conference Password Parameters.

10 Select the various audio messages that will be played in each case. For more information, see For
more information, see New Conference IVR Service Properties - Conference Password Parameters.

11 Click the General fab.
The New Conference IVR Service - General dialog box opens.

12 Select the messages that will be played during the conference. For more information, see
Conference IVR Service Properties - General Voice Messages.

13 Click the Roll Call/Notifications tab.
The New Conference IVR Service - Roll Call dialog box opens.

14 Enable the Roll Call feature and assign the appropriate audio file to each message type. For more
information, see Conference IVR Service Properties - Roll Call Messages.

Polycom®, Inc. 254



Operator Assistance & Participant Move

15 Click the Video Services tab.
The New Conference IVR Service - Video Services dialog box opens.

16 Define the Video Services parameters. For more information, see New Conference IVR Service
Properties - Video Services Parameters.

17 Click the DTMF Codes tab.

The New Conference IVR Service - DTMF Codes dialog box opens.

3 Global

3> Welcome Conference IVR Service Name: Operator Assistance

> Conference Chairperson

> Conference Password

> General ~DTMF C:
> Roll Call/Natifications Hame DTMF Code Permission <

> Video Services Change To Chairperson *78 Everyone

> DTMF Codes Increase Listening Wolume *76 Everyone

i CRSTSiaTsssance Decrease Listening Volume  #76 Everyone
Override Mute All Everyone
Start Resume Recording R Chairperson
stop Recording *74 Chairperson
Pause Recording *75 Chairperson
Secure Conference Sl Chairperson
Unsecured Conference #71 Chairpersen
Show number of participants  *88 Everyone
Request private assistance  *D Everyone

Request assistance for canfer 00 Chairperson —

The default DTMF codes for the various functions that can be performed during the conference by all
participants or by the chairperson are listed. For the full list of the available DTMF codes, see New
Conference IVR Service Properties - DTMF Codes.

18 If required, modify the default DTMF codes and the permissions for various operations including
Operator Assistance options:

» *0 for individual help - the participant requested help for himself or herself. In such a case, the
participant requesting help is moved to the Operator conference for one-on-one conversation. By
default, all participants can use this code.

» 00 for conference help - the conference chairperson (default) can request help for the conference.
In such a case, the operator joins the conference.
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19 Click the Operator Assistance tab.

The Operator Assistance dialog box opens.

Conference IVR Service Name:
> Roll Call/Notifications I Enable Operator Assistance
5 Video Services
5 DTHF Codes Operator Assistance Indication Message: B2 Add Message File
5 Operator Assistance

20 Select Enable Operator Assistance to enable operator assistance when the participant requires or

requests help during the connection process to the conference or during the conference.

21 In the Operator Assistance Indication Message field, select the audio message to be played

when the participant requests or is waiting for the operator’s assistance.

If the audio file was not uploaded prior to the definition of the IVR Service or if you want to add new
audio files, click Add Message File to upload the appropriate audio file to the Collaboration Server.

22 Click OK to complete the IVR Service definition.

The new Conference IVR Service is added to the /VR Services list.

Defining an Entry Queue IVR Service with Operator Assistance Options

1
2

In the RMX Management pane, click IVR Services ().

In the IVR Services list, click the New Entry Queue IVR Service (E"T‘r‘) button.
The New Entry Queue IVR Service - Global dialog box opens.

Define the Entry Queue Service Name.

Define the Entry Queue IVR Service Global parameters. For more information, see Entry Queue
IVR Service Properties - Global Parameters.

Click the Welcome tab.
The New Entry Queue IVR Service - Welcome dialog box opens.

Define the system behavior when the participant enters the Entry Queue. This dialog box contains
options that are identical to those in the Conference IVR Service - Welcome Message dialog box.

Click the Conference ID tab.
The New Entry Queue IVR Service - Conference ID dialog box opens.

Select the required voice messages. For more information, see Entry Queue IVR Service Properties
- Conference ID.
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9 Click the Video Services fab.
The New Entry Queue IVR Service - Video Services dialog box opens.

10 In the Video Welcome Slide list, select the video slide that will be displayed to participants
connecting to the Entry Queue. The slide list includes the video slides that were previously uploaded
to the MCU memory.

11 Click the Operator Assistance tab.
The Operator Assistance dialog box opens.

Entry Queue IUR Service Mame: EQ Assistance

or Assistance [ Enable Operator Assistance

Operator Assistance Indication Message:

12 Select Enable Operator Assistance to enable operator assistance when the participant requires or
requests help during the connection process.

13 In the Operator Assistance Indication Message field, select the audio message to be played when
the participant requests or is waiting for operator’s assistance.

If the audio file was not uploaded prior to the definition of the IVR Service or if you want to add new
audio files, click Add Message File to upload the appropriate audio file to the Collaboration Server.

14 Click OK to complete the Entry Queue IVR Service definition.
The new Entry Queue IVR Service is added to the /VR Services list.

Defining a Conference Profile for an Operator Conference

In the RealPresence CloudAxis Solution, the Conference Profiles are defined in the RealPresence
DMA system component and should not be defined directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

1 In the RMX Management pane, click Conference Profiles.

2 In the Conference Profiles pane, click the New Profile button.
The New Profile — General dialog box opens.

3 Define the Profile name and, if required, the Profile general parameters.
For more details, see New AVC CP Profile - General Parameters.
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4 Click the Operator Conference check box.

General

Display Name:
Advanced
Gathering Settings Line Rate:

Video Quality
X Conferencing Mode:
Video Settings

84Kbps T
CP (Cortinuous Presence) +

Audio Settings

Routing Narme:
VR

Recording

—

Site Names

Message Overlay

¥

>

¥

¥

>

>

3 Skins
>

>

¥

¥ [T video Switching
>

Network Services

H.264 720p30 x

I~ H.264 high prefile

[V Operator Conference

o< | coreel |

5 Click the Advanced tab.

The New Profile — Advanced dialog box opens.

New Profile

38t kps
CP (Continuous Presence) =

Message Overlay [T auto Terminate

Netwark Services
Before First Joins:

At the End:

& after last participant quits

€ when last participant remains
I~ Auto Redialing

[~ Exclusive Content Mode

TIP Compatibility:

[V Enable FECC

[~ FW NAT Keep Alive

Interval:

3 General
Display Name: —

5 Advanced

» Gathering Settings Line Rate:

5 Video Quality

X Conferencing Mode:

5 Video Settings

3 Audio Settings

5 Skins

> VR .
Encryption NoEncypton =]

5 Recording

3 Site Names ¥ Packet Loss Compensation (LPR and DBA)

>

>

10 E intees

! Elvintees

Nene -

0 3: Secaonds
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6 Define the Profile Advanced parameters. For more details, see New AVC CP Profile - Advanced
Parameters.

Note that when Operator Conference is selected, the Auto Terminate selection is automatically
cleared and disabled and the Operator conference cannot automatically end unless it is terminated
by the Collaboration Server User.

7 Click the Video Quality tab.
The New Profile — Video Quality dialog box opens.

8 Define the Video Quality parameters. For more details, see New AVC CP Profile - Video Quality
Parameters.

9 Click the Video Settings tab.
The New Profile - Video Settings dialog box opens.

10 Define the video display mode and layout. For more details, see New AVC CP Profile - Video
Settings Parameters.

11 Define the remaining Profile parameters. For more details, see Defining AVC CP Conferencing
Profiles.

12 Click OK to complete the Profile definition.
A new Profile is created and added to the Conference Profiles list.

Starting an Ongoing Operator Conference
To start a conference from the Conference pane:

1 In the Conferences pane, click the New Conference (%) button.
The New Conference — General dialog box opens.
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2 In the Profile field, select a Profile in which the Operator Conference option is selected.

New Conference -

3 General

5 Participants Display Name: [SUPFORT
5 Infarmation . - -

EHEHE 1=:Joo =] I permanent Conference

Routing Name:

Profile: OPERATOR - |

ID: |

Conference Password:

Chairperson Password:

Maximum Number of Participants: Automatic =

Upon selection of the Operator Conference Profile, the Display Name is automatically taken from the
Collaboration Server User Login Name. This name cannot be modified.

Only one Operator conference can be created for each User Login name.
3 Define the following parameters:

New Conference — General Options

Field Description

Duration Define the duration of the conference in hours using the format HH:MM (default
01:00).
Notes:

¢ The Operator conference is automatically extended up to a maximum of 168
hours. Therefore, the default duration can be used.

* This field is displayed in all tabs.
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Field Description

Routing Name Routing Name is the name with which ongoing conferences, Meeting Rooms, Entry
Queues and SIP Factories register with various devices on the network such as
gatekeepers and SIP servers. This name must be defined using ASCII characters.
Comma, colon and semicolon characters cannot be used in the Routing Name.
The Routing Name can be defined by the user or automatically generated by the
system if no Routing Name is entered as follows:

e If ASCII characters are entered as the Display Name, it is used also as the
Routing Name

¢ Ifa combination of Unicode and ASCII characters (or full Unicode text) is entered
as the Display Name, the ID (such as Conference ID) is used as the Routing
Name.

If the same name is already used by another conference, Meeting Room or Entry

Queue, the Collaboration Server displays an error message and requests that you

to enter a different name.

ID Enter the unique-per-MCU conference ID. If left blank, the MCU automatically
assigns a number once the conference is launched.
This ID must be communicated to conference participants to enable them to dial in
to the conference.

Conference Leave this field empty when defining an Operator conference.
Password
Chairperson Leave this field empty when defining an Operator conference.
Password

Maximum Number of  Enter the maximum number of participants that can connect to an Operator
Participants conference (you can have more than two), or leave the default selection
(Automatic).

Maximum number of participants that can connect to an Operator conference:

4 Click the Participants tab.
The New Conference - Participants dialog box opens.

You must define or add the Operator participant to the Operator conference.
This participant must be defined as a dial-out participant.

Define the parameters of the endpoint that will be used by the Collaboration Server User to connect
to the Operator conference and to other conference to assist participants.

For more details, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, Participants Tab.

5 Optional. Click the Information tab.
The Information dialog box opens.

6 Enter the required information. For more details, see the Polycom® RealPresence Collaboration
Server 800s / Virtual Edition Getting Started Guide, Information Tab.

7 Click OK.
The new Operator conference is added to the ongoing Conferences list with a special icon ﬁ':%
The Operator participant is displayed in the Participants list with an Operator participant icon i
and the system automatically dials out to the Operator participant.
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Saving an Operator Conference to a Template

The Operator conference that is ongoing can be saved as a template.

To save an ongoing Operator conference as a template:

1 In the Conferences List, select the Operator conference you want to save as a Template.

2 Click the Save Conference to Template (El"i) button.
or
Right-click and select Save Conference to Template.

LF xl mﬁl - - - =
Display Namelstatus |ID Start Time |End Time |

gl
g SUFPORT Delete Conference 16

I Save Conference to Template

Start Recording
Copy Conference

Quick Search

Cenference Properties

The conference is saved to a template whose name is taken from the ongoing conference Display
Name (the Login name of the Collaboration Server User). The Template is displayed with the
Operator Conference icon.

Pl oE 0 H R

Display Name |Stat|.|s

&£ SUPPORT_1 OK

&£ Marc_12693 0K
&£ Marc_20183 0K
&5 Marc oK

4 Duke 13626 OK

&5 SUPPORT oK |

Starting an Operator Conference from a Template

An ongoing Operator conference can be started from an Operator Template saved in the Conference
Templates list.

To start an ongoing Operator conference from an Operator Template:

1 In the Conference Templates list, select the Operator Template to start as an ongoing Operator
conference.

* You can only start an Operator conference from a template whose name is identical to your Login
Name. For example, if your Login name is Polycom, you can only start an Operator conference from
a template whose name is Polycom.

* If an ongoing Operator conference with the same name or any other conference with the same ID
is already running, you cannot start another Operator conference with the same login name.
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=2
2 Click the Start Conference from Template ( !ﬁ) button.
or

Right-click and select Start Conference from Template.

iRz

Display Na |Status
e SUPPOPT1 oK

4 Marc_12p93 OK

=5 SUPPORT oK
................................................................ Mew Conference Template
Marc_20183 OK
Delete Conference Template
Marc 0K

-’1? Start Conference from Template

i Duke_13626 OK

Import Conference Templates
Export Conference Templates

Export Selected Conference Templates

Template Properties

The conference is started.

The name of the ongoing conference in the Conferences list is taken from the Conference Template
Display Name.

Monitoring Operator Conferences and Participants Requiring
Assistance

Operator conferences are monitored in the same way as standard ongoing conferences.
Each Operator conference includes at least one participant - the Operator.

| Visw  Administration Setup Help

RMX IP Address: 172.22.191.95 Signaling Host: 17.
[Participants (EPR0 Lz0 Tzg)
T | 2 i e ® G 0 @ e

Display Name |Status [1p [start Tim[End Ti [name [status “[Role_ [1p Address/Phone [Alias Ha
S sre 67385  5:56 PM  6:46 | =l SUPPORT (2 participants)

2 ddd 75548 4:15PM 645 | 9 Brisn < Connected 172.22172.97

|22 SUPPORT 73879 £:i11PM 7111 | e Wanda < Connected 172.22172.47

S Sales /Ay Single Participan 90495 6:24 PM 7:24

0| | ol

You can view the properties of the Operator conference by double-clicking the conference entry in the
Conferences list or by right-clicking the conference entry and selecting Conference Properties. For more

information, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started
Guide, Participant Level Monitoring.

Requesting Help

A participant can request help using the appropriate DTMF code from his/her touch tone telephone or the

endpoint’'s DTMF input device. The participant can request Individual Assistance (default DTMF code *0) or
Conference Assistance (default DTMF code 00).
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Participants in Entry Queues who failed to enter the correct destination conference ID or the conference
password will wait for operator assistance (provided that an Operator conference is active).

When requiring or requesting operator assistance, the Collaboration Server management application
displays the following:

| Wiew Administration Setup Help RMX IP Address: 172.22.191.95 Sig
[PSrticipants (EP2 L0 T:2) el
F i ¥ ek - 2 e B W@ 0 @ = @ e

Display Name |Status |ID |Start Tir |MName [ |Status |Rn|e |IP Addres|nllas Ma |NE

&5 SUPPORT /By Single Participant 37180 7:45 Ph | =l sales (1 participant)

r%‘ sales 1y Awaiting Operator;Singl 43430 9:03 PR .% Duke é’" Awaiting Individual assistance 172.22, H

e The participant’s connection Status changes, reflecting the help request. For more information, see
Table 5-2.

e The conference status changes and it is displayed with the exclamation point icon and the status
“Awaiting Operator”.

e The appropriate voice message is played to the relevant participants indicating that assistance will
be provided shortly.

The following icons and statuses are displayed in the Participant Status column:

Participants List Status Column Icons and Indications

Icon Status Indication Description
L] Awaiting Individual The participant has requested the operator’s
IEr' Il Assistance assistance for himself/herself.

*'a Awaiting Conference  The participant has requested the operator’s
':51. Assistance assistance for the conference. Usually this means
that the operator is requested to join the conference.

When the Operator moves the participant to the Operator conference for individual assistance the
participant Status indications are cleared.

Participant Alerts List

The Patrticipant Alerts list contains all the participants who are currently waiting for operator assistance.

Pal [ A =
[y P m— e /| status Disconne [Role IF Addres{ Alias Na |Nstwork |Dialing Di| Audio

|Vidan ‘EncryptmlFECCTnk‘Cnn
b -
Sales Ry Wanda q‘,} Awaiting Individual assist 17222, H.323 43 Dislo
k2
i
4] | |

Participants are automatically added to the Participants Alerts list in the following circumstances:

e The participant fails to connect to the conference by entering the wrong conference ID or conference
password and waits for the operator’s assistance

e The participant requests Operator’s Assistance during the ongoing conference
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This list is used as reference only. Participants can be assisted and moved to the Operator conference or
the destination conference only from the Participants list of the Entry Queues or ongoing conference where
they are awaiting assistance.

The participants are automatically removed from the Participant Alerts list when moved to any conference
(including the Operator conference).

Audible Alarms

In addition to the visual cues used to detect events occurring on the Collaboration Server, an audible alarm
can be activated and played when participants request Operator Assistance.

Using Audible Alarms

The Audible Alarm functionality for Operator Assistance requests is enabled for each MCU in either the
Collaboration Server Web Client or RMX Manager.

The Audible Alarm played when Operator Assistance is requested is enabled and selected in the Setup >
Audible Alarm > User Customization. When the Audible Alarm is activated, the *.wav file selected in the
User Customization is played, and it is repeated according to the number of repetitions defined in the User
Customization.

If more than one Collaboration Server is monitored in the RMX Manager, the Audible Alarm must be enabled
separately for each Collaboration Server installed in the site/configuration. A different *.wav file can be
selected for each MCU.

When multiple Audible Alarms are activated in different conferences or by multiple MCUs, the Audible
Alarms are synchronized and played one after the other. It is important to note that when Stop Repeating
Alarm is selected from the toolbar from the Collaboration Server Web Client or RMX Manager, all activated
Audible Alarms are immediately halted.

For more details on Audible alarms and their configuration, see Audible Alarms.

Moving Participants Between Conferences

The Collaboration Server User can move participants between ongoing conferences, including the Operator
conference, and from the Entry Queue to the destination conference if help is required.

When moving between conferences or when a participant is moved from an Entry Queue to a conference
by the Collaboration Server user (after failure to enter the correct destination ID or conference password),
the IVR messages and slide display are skipped.

Move Guidelines

e Move is available only between CP conferences.
e Move between conferences can be performed without an active Operator conference.

e When moving the conference chairperson from his/her conference to another conference, the source
conference will automatically end if the Auto Terminate When Chairperson Exits option is enabled
and that participant is the only conference chairperson.

e When moving the Operator to any conference (following assistance request), the IVR messages and
slide display are skipped.

Polycom®, Inc. 265



Operator Assistance & Participant Move

e Participants cannot be moved from a Telepresence conference.

e Participants cannot be moved from LPR-enabled conferences to non-LPR conferences. Move from
non-LPR conferences to LPR-enabled conferences is available.

e Move between encrypted and non-encrypted conferences depends on the
ALLOW_NON_ENCRYPT_PARTY_IN_ENCRYPT_CONF flag setting, as described in the following

table:
Participant Move Capabilities vs. ALLOW_NON_ENCRYPT_PARTY_IN_ENCRYPT_CONF flag
Source Conference/EQ Destination

Flag Setting Encrypted Conference Encrypted Move Enabled?
NO Yes Yes Yes

NO Yes No Yes

NO No Yes No

NO No No Yes

YES Yes Yes Yes

YES Yes No Yes

YES No Yes Yes

YES No No Yes

setting

e When moving dial-out participants who are disconnected to another conference, the system
automatically dials out to connect them to the destination conference.

e Cascaded links cannot be moved between conferences.

e Participants cannot be moved to a conference if the move will cause the number of participants to
exceed the maximum number of participants allowed for the destination conference.

Moving Participants Options

Collaboration Server users can assist participants by performing the following operations:
e Move a participant to an Operator conference (Attend a participant).
e Move a participant to the Home (destination) conference.
e Move participant from one ongoing conference to another
A move can be performed using the following methods:
e Using the participant right-click menu
e Using drag and drop
To move a participant from the ongoing conference using the right-click menu options:

1 In the Conferences list, click the conference where there are participants waiting for Operator’s
Assistance to display the list of participants.
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2 In the Participants list, right-click the icon of the participant to move and select one of the following
options:

Disconnec t Participant

Delete Participant

Mute Audio

Suspend Video

Block Audio

Change to Chairperson
Change To Content Token Cwner
Add Participant to Address Book

articipant Sent Video
ived Video

Participant Debug Info

Send Text Message To Participant

Participant Properties

» Move to Operator Conference - to move the participant to the Operator conference.

» Move to Conference - to move the participant to any ongoing conference.

When selected, the Move fo Conference dialog box opens, letting you select the name of the
destination conference.

ove To Conference

|Searth

:Dlsp\ay Name 7‘ jin} V|

Wi Sales weekly 01243

» Back to Home Conference - if the participant was moved to another conference or to the
Operator conference, this options moves the participant back to his/her source conference.

This option is not available if the participant was moved from the Entry Queue to the Operator
conference or the destination conference.

Moving a Participant Interactively

You can drag and drop a participant from the Entry Queue or ongoing conference to the Operator or
destination (Home) conference:

1 Display the participants list of the Entry Queue or the source conference by clicking its entry in the
Conferences list.

2 In the Participants list, drag the icon of the participant to the Conferences List pane and drop it on
the Operator Conference icon or another ongoing conference.
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In the RealPresence CloudAxis Solution, the conference templates are defined in the RealPresence
DMA system component and should not be defined directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

Conference Templates enable administrators and operators to create, save, schedule and activate identical
conferences.

A Conference Template:

Saves the conference Profile.
Saves all participant parameters including their Personal Layout and Video Forcing settings.

Simplifies the setting up Telepresence conferences where precise participant layout and video forcing
settings are crucial.

Guidelines

The maximum number of templates is 100.A maximum of 200 participants can be saved in a
Conference Template.

Trying to start a Conference Template that exceeds the allowed maximum number of participants will
result in participants being disconnected due to resource deficiency.

If the Profile assigned to a conference is deleted while the conference is ongoing the conference
cannot be saved as a template.

A Profile assigned to a Conference Template cannot be deleted. The system does not permit such a
deletion.

Profile parameters are not embedded in the Conference Template, and are taken from the Profile
when the Conference Template becomes an ongoing conference. Therefore, any changes to the
Profile parameters between the time the Conference Template was created and the time that it is
activated (and becomes an ongoing conference) will be applied to the conference.

Only defined participants can be saved to the Conference Template. Before saving a conference to
a template ensure that all undefined participants have disconnected.

Undefined participants are not saved in Conference Templates.

Participant properties are embedded in the Conference Template and therefore, if the participant
properties are modified in the Address Book after the Conference Template has been created they
are not applied to the participant whether the Template becomes an ongoing conference or not.

The Conference Template display name, routing name or ID can be the same as an Ongoing
Conference, reservation, Meeting Room or Entry Queue as it is not active. However, an ongoing
conference cannot be launched from the Conference Template if an ongoing conference, Meeting
Room or Entry Queue already has the same name or ID. Therefore, it is recommended to modify the
template ID, display hame, routing name to be unique.

A Reservation that has become an ongoing conference can be saved as Conference Template.
SIP Factories and Entry Queues cannot be saved as Conference Templates.
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e The conference specified in the Conference Template can be designated as a Permanent
Conference. For more information see Permanent Conference.

Using Conference Templates

In the RealPresence CloudAxis Solution, templates are used in the RealPresence DMA system
component and should not be defined directly in the RealPresence Collaboration Server component.

The Conference Templates list is initially displayed as a closed tab in the Collaboration Server Web Client
main window. The number of saved Conference Templates is indicated on the tab.

£ . :

Polycom | RealPresence” Collaboration Server 2000

View Administraon Setup Help RMX [P Address: 17222.190.40  Signaling Host: 172.22190.42  MCU Prefixin GK: 9999 Logout
RN A | |2 i e Gie 0 s ade «ip
Display Name _[status [10 [start Time [End Time [Name [status [Role [1P Address/Phone Alias Na|Netwark [Dialing Difaur
24 Marc 45305 [, Snale Partici 26544 10:20 11:50 | = SUPPORT (1 participant)
|5 SUPPORT /iy Single Partici 73254  11:32 12:32 R Marc == Connected O 10.253.72.13 H.323 € Dialo P8

s
g
$
=
£
E
-
=
-
3

:
£
=
:

=

Conference Templates Tab /

Number of Saved Conference Templates

Clicking the tab opens the Conference Templates list.

Delete Template Start Template Click to hid

Schedule Template Conference Templates List

New Templats

Display Name  |Status

List of
Saved—|
Templates L

§ SUPPORT_1 DK
i Marc_12683 DK

&E SUFFORT DK

& Marc_20183 DK
2F Marc oK

rﬂmmmm Conferance Templates

The Conference Templates are listed by Conference Template Display Name and ID and can be sorted by
either field. The list can be customized by re-sizing the pane, adjusting the column widths or changing the
order of the column headings.

For more information see Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, Customizing the Main Screen.

Clicking the anchor pin (%) button hides the Conference Templates list as a closed tab.

Toolbar Buttons

The Conference Template toolbar includes the following buttons:
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Conference Templates — Toolbar Buttons

Button Description

=% New Conference Template Creates a new Conference Template.

x-ft Delete Conference Template Deletes the Conference Template(s) that are selected in the list.

*ﬁ Start Conference from Template Starts an ongoing conference from the Conference Template that has

an identical name, ID parameters and participants as the template.

#3 Schedule Reservation from Template Creates a conference Reservation from the Conference Template
with the same name, ID, parameters and participants as the
Template.
Opens the Scheduler dialog box enabling you to modify the fields
required to create a single or recurring Reservation based on the
template. For more information see Scheduling Reservations.

The Conferences List toolbar includes the following button:

Conferences List — Toolbar Button

Button Description

E,ﬁ Save Conference to Template Saves the selected ongoing conference as a Conference Template.

Creating a New Conference Template

In the RealPresence CloudAxis Solution, the Conference Templates are defined in the RealPresence
DMA system component and should not be defined directly in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition
component.

There are two methods to create a Conference Template:
e From scratch - defining the conference parameters and participants
e Saving an ongoing conference as Template

Creating a new Conference Template from Scratch

To create a new Conference Template:

1 In the Collaboration Server main screen, click the Conference Templates tab.
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2 Click the New Conference Template (%‘:ﬁ) button.
The New Conference Template - General dialog box opens.

New Conference Template i

General
Participants

Information

A A,

Media Sources

Polycom®, Inc.

Display Name:

Duration:

UPPORT 646872650
1.3: :joo 3: [~ Permanent Conference

Routing Name:
Profile:
1D:

Conference Password:

Chairperson Password:

Maximum NMumber of Participants:

|Factory_SVC_Video_Profle v
|
|
|

Automatic 3:

The fields of the New Template — General dialog box are identical to those of the New Conference
— General dialog box. For a full description of the fields see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, General Tab.

3 Modify the fields of the General dialog box.
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4 Click the Participants tab.

The New Template — Participants dialog box opens.

MEW Conference Template .

> General
> Participants

3 Information

Display MName:

|SU PPORT_1621443132

1=1:fo0 =] I Permanent Confersncs

Duration:

Name -~ [1P Addres|alias Na_|network |Dialing DiEncryption

Remove Add from Address Book

Lecturer: I | [ Dial Out Manually

The fields of the New Template — Participants dialog box are the same as those of the New
Conference — Participant dialog box.

For a full description of these fields see the Polycom® RealPresence Collaboration Server 800s /
Virtual Edition Getting Started Guide, Participants Tab.

5 Optional. Add participants to the template from the Address Book.
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6 Click the New button.
The New Participant — General dialog box opens.

The New Template — Participant dialog box remains open in the background.

New Conference Template A

» General
» Participants

3 Information

For a full description of the General tab fields see Adding a New participant to the Address Book

Directly.

NEewParticipan

Display Mz

Duration:

Mame

Lecture

3 General
3 Advanced
3 Media Sources

3 Information

Marme:

Endpoint Website

Dialing Direction:
Type:

IF Address:

alias Mame / Type:

Website IP Address:

[~ Audic Only

Extension/Identifier String:

Dial out -
H.323 -

| X

| [R3z3D

El

7 Modify the fields of the General dialog box.
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8 Click the Advanced tab.
The New Participant — Advanced dialog box opens.

New Participant %

General
Advanced

>
>
3 Media Sources
3 Information

Name:

Endpaint Website

Call Bit Rate:

Resaolution:

Wideo Protocol:

Encryption:

¥ Auto

Automatic 3: Kbits/sec

Add to Address Book
| ]

9 Modify the fields of the Advanced dialog box.
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10 Click the Media Sources tab.
The Media Sources dialog box opens.

» General
> Advanced Name:
> Media Sources

» Information

Endpoint Website

Layout Type:

Confersnce 2

1

O

Auto

5+

10+

Add to Address Book
.

The Media Sources dialog box enables you to set up and save Personal Layout and Video Forcing
settings for each participant. This is especially important when setting up Telepresence conferences.

For a full description of Personal Layout and Video Forcing settings see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Changing the Video Layout of a

Conference (AVC-Based CP and Mixed CP and SVC Conferences) and Video Forcing (AVC-Based
CP and Mixed CP and SVC Conferences).

11 Modify the Personal Layout and Video Forcing settings for the participant.

12 Optional. Click the Information tab.

The New Participant — Information dialog box opens.
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Mevwr Participant -

3 General
3 Advanced
% Media Sources

3 Information

Marne:

Endpoint Website

Infal:

Infoz:

Info3:

Infod:

Addto Address Book

For a full description of the Information fields see the Polycom® RealPresence Collaboration Server
800s / Virtual Edition Getting Started Guide, Information Tab.

13 Click the OK button.

The participant you have defined is added to the Participants List.

The New Participant dialog box closes and you are returned to the New Template — Participant
dialog box (which has remained open since step 6).
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14 Optional. In the New Conference Template dialog box, click the Information tab.

The New Conference Template — Information dialog box opens.

3 Participants Display Mame: |SUPPORT 1238639244

5 Information ) = <
Duration: 17:Joo =] T Permanen t Conference

Infol:

Infoz:

Info3:

Billing Info:

For a full description of the Information fields see the Polycom® RealPresence Collaboration Server
800s / Virtual Edition Getting Started Guide, Information Tab.

15 Click the OK button.
The New Conference Template is created and its name is added to the Conference Templates list.

Saving an Ongoing or AVC-based CP Operator Conference as a
Template

Any ongoing or AVC-based CP Operator Conference can be saved as a template.

To save an ongoing or AVC-based CP Operator Conference as a template:

1 In the Conferences List, select the conference or Operator Conference to be saved as a Template.
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2 Click the Save Conference to Template (El"ﬁ) button.
or

Right-click and select Save Conference to Template.

Display N|Status [ID Start Tim| £
|

'gg Mar st L ranee e

- Delete Conference
[}
= Ma

E

ave Conference to Template I |

Start Recording
Copy Conference

Quick Search

Conference Properties

The conference is saved to a template whose name is taken from the ongoing conference Display
Name (the Login name of the Collaboration Server User). The Template is displayed with the
Operator Conference icon.

KL E R

Display Name |5tatus

& SUPPORT_1 OK

g

Marc_12693 OK
i, Marc_20183 0K
Fg Marc ok |

£ Duke_13626 OK

&5 SUPPORT oK

Starting an Ongoing Conference From a Template

Conference Templates saved from an ongoing conference does not include Message Overlay text
messages.

In the RealPresence CloudAxis Solution, Conferences should be started in the RealPresence DMA
system component and should not be started directly in the Polycom® RealPresence® Collaboration
Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition component.

An ongoing conference can be started from any Template saved in the Conference Templates list. In
SVC-based templates, only defined dial-in participants may be part of the conference.

To start an ongoing conference from a Template:

1 In the Conference Templates list, select the Template you want to start as an ongoing conference.
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=
2 Click the Start Conference from Template ( '5) button.
or

Right-click and select Start Conference from Template.

[Conference Templates (6

e
Display Nal* |5tat1.|s
il support_1 bk

¥ Marc_12693 OK New Conference Template
= < pPPORT OK Delete Conference Template
= IStar‘tConFerenceFrom Template I

22 Marc oK Schedule Reservation from Template

" Duke 13626 OK Import Conference Templates
Export Conference Templates
Export Selected Conference Templates

Template Properties

The conference is started.

The name of the ongoing conference in the Conferences list is taken from the Conference Template
Display Name.

Participants that are connected to other ongoing conferences when the template becomes an
ongoing conference are not connected.

If an ongoing conference, Meeting Room or Entry Queue with the same Display Name, Routing Name
or ID already exists in the system, the conference will not be started.

Starting an Operator Conference from a Template (AVC Conferencing)

An ongoing Operator conference can be started from an Operator Template saved in the Conference
Templates list.

To start an ongoing Operator conference from an Operator Template:

1 In the Conference Templates list, select the Operator Template to start as an ongoing Operator
conference.

You can only start an Operator conference from a template whose name is identical to your Login

Name. For example, if your Login name is Polycom, you can only start an Operator conference from
a template whose name is Polycom.

If an ongoing Operator conference with the same name or any other conference with the same ID
is already running, you cannot start another Operator conference with the same login name.
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=
2 Click the Start Conference from Template ( '5) button.
or
Right-click and select Start Conference from Template.

iR =

Display Na |Status
e SUPPOP’TI oK
i Marc_12p33 0K

e ———— |
F%g SUPPORT | oK
T Marc_z0183 Ok

Mew Conference Template

Delete Conference Template

&g marc oK

'1? Start Conference from Template

i Duke_13626 OK
Import Conference Templates

Export Conference Templates

Export Selected Conference Templates

Template Properties

The conference is started.

The name of the ongoing conference in the Conferences list is taken from the Conference Template Display
Name.

Scheduling a Reservation From a Conference
Template

A Conference Template can be used to schedule a single or recurring Reservation.
To schedule a Reservation from a Conference Template:

1 In the Conference Templates list, select the Conference Template you want to schedule as a
Reservation.
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Click the Schedule Reservation from Template (?E) button.

or

Right-click and select Schedule Reservation from Template.

[Conference Templates (6
el ol
Display Name #tatus

£ supporT_1H ok

_‘ﬁ Marf_12693 0K New Conference Template

g& SURPORT oK Delete Conference Template

Ui Marf_20183 oK Start Canference from Template d
g;g Mar: 19]8 ’l Schedule Reservation from Template

_‘ﬁ Duke_13626 0K Import Conference Templates

Export Conference Templates
Export Selected Conference Templates

Template Properties

The Reservation Properties dialog box is displayed.

The Display Name of the Reservation is taken from the Conference Template Display Name.

Conference Template and Reservation Name

™ Recurring Meeting

Recurrence Patrerr

Pattern: [Weekly 7| Recurevery 1 wask(s) on:

I~ sunday I~ Monday ™ Tuesday ¥ Wednesday
I~ Thursday I~ Friday [ saturday
@ End afen: [ occurrences

€ End by Date: [Zr1s7z008 B

Display Name:

Duration: 1:Jo0 =

Start Time: 2/18/2009 - 22 [
End Time: 2/18/2009 -I 23 E: 29 E

For a full description of the Reservation Properties fields see Creating a New Reservation.

3 Modify the fields of the Reservation Properties.
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4 Click the OK button.

A Reservation is created based on the Conference Template. The Reservation can be viewed and
modified along with all other Reservations using the Reservations - Calendar View and Reservations
List.

If you create a recurring reservation all occurrences have the same ID.The series number (_ 0000n)
of each reservation is appended to its Display Name.

Example:

Conference Template name: Sales

Display Name for single scheduled occurrence:Sales
If 3 recurrences of the reservation are created:
Display Name for occurrence 1: Sales 00001
Display Name for occurrence 2: Sales 00002
Display Name for occurrence 3: Sales 00003

Deleting a Conference Template

One or several Conference Templates can be deleted at a time.

To delete Conference Templates:

1
2

3

In the Conference Templates list, select the Template(s) you want to delete.
Click the Delete Conference Template (x"f:) button.
or

Right-click and select Delete Conference Template.

A Al

Displaxme Istatus
t: SUPPORT_i oK

= Marc_12693 OK New Conference Template

]

D
DU

-ﬂ Delete Conference Template I

F Marc_20183 OK Start Conference from Template
&2 Marc oK Schedule Reservation from Template
& Duke_13626 OK Import Canference Templates

Export Conference Templates
Export Selected Conference Templates

Template Properties

A confirmation dialog box is displayed.
Click the OK button to delete the Conference Template(s).

Exporting and Importing Conference Templates

Conference Templates can be exported from one MCU and imported to multiple MCUs in your environment.
Additionally, you can export Conference Templates and their associated Conference Profiles
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simultaneously. Using this option can save configuration time and ensures that identical settings are used
for conferences running on different MCUs. This is especially important in environments using cascading
conferences that are running on different MCUs.

e Administrators can export and import Conference Templates. Operators are only allowed to export
Conference Templates.

e You can select a single, multiple or all Conference Templates to be exported.

e Both Conference Templates and their associated Conference Profiles can be exported and imported
simultaneously when enabling the Export includes conference profiles or Import includes
conference profiles options.

e Exporting and importing Conference Templates only can be used when you want to export and import
individual Conference Templates without their associated Conference Profiles. This option enables
you to import Conference Templates when Conference Profiles already exist on an MCU.

Exporting Conference Templates

Conference Templates are exported to a single XML file that can be used to import the Conference
Templates on multiple MCUs.

Using the Export Conference Templates option, you can:
e Export all Conference Templates from an MCU
e Export selected Conference Templates

Exporting All Conference Templates from an MCU

To export all Conference Templates from an MCU:

1 In the Collaboration Server Web Client main window, click the Conference Templates tab.
The Conference Templates list pane is displayed.
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* View Administration Setup Help RMX IP Address: 172.22.190.40 _ Signaling Host: 172.22.190.42  MCU Prefix in GK: 9999 Logout
RN A0 | Q i P o %@ 0 mwde w il TR E &
Display Name _[Status [ [ start Time | [Name [ status [Role [1P A [pisplay Name _[status ‘ H
3% manager_32 [} Single Partici 99864  13:35 =l manager_327113350 (1 participant) 4 SUPPORT_1  OK E’
R Wand @ Connected 10. (% Marc_12683 OK al

5

5 SUPPORT 0K
5f 1111 OK
' Marc_20183 0K
25 marc oK

'l Duke_13626 OK

1 — | ]

fa

Frequently Used a
&4 connections

 users

£k Signaling Monitor

XF! Hardware Monitor

EX Meeting Rooms

[ Reservations

Rarely Used a
F Entry Queues

VR Services

@ 1P Network Services

@B Recording Links

(@ ISDN/PSTN Network Services

4 Conference Profiles

& siPFactories

B2 Gateway Profiles

4l | ol
luSystemiAlertsis  Participant Alerts Port Usage: Voice | 071z Wl Video | 7790 MM /\MCU State: MAJOR |
THIS 15 ADOD SYSTEM ANDIS SUBJECT TOMONITORING, UNAUTHORIZED USE MAY SUBIECT YOU TO ADMI*™°™® * "VE ACTION OR CRIMINAL PROSECUTION ANDFPENALTIES. |

2 Click the Export Conference Templates & button, or right-click the Conference Templates list,
and then click Export Conference Templates.

onrerence remplates 3

Fr

Display Name | Status

€ L1 OK
e 1111 New Conference Template
i 2222 Delete Conference Template

Start Conference from Template
Schedule Reservation from Template

mﬁaﬂiﬂmncolamplaieﬁ_______
(E Export Conference Templates D

Export Sele: emplates

Template Properties

The Conference Templates - Export dialog box is displayed.

Conteence empistes - port =

S
Templates file name: I confTemplates xml
Profiles file name: I confProfiles xml

¥ Export includes conference profiles

3 Inthe Export Path field, type the path name to the location where you want to save the exported file
or click Browse to select the desired path.
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4 Optional. Clear the Export includes conference profiles check box when you only want to export
Conference Templates.
When this check box is cleared, the Conference Templates - Export dialog box is displayed without
the Profiles file name field.

Caonference Templates - Export @

Export Path: |\ Browse

Templates file name: _confTemplates xml

I~ Export includes conference profiles:

ok ] Ceed |

5 Inthe Templates file name field, type the file name prefix. The file name suffix
(_confTemplates.xml) is predefined by the system. For example, if you type Templates01, the
exported file name is defined as Templates01_confTemplates.xml.

The system automatically defines the Profiles file name field with the same file name prefix as the
Templates file name field. For example, if you type Templates01 in the Templates file name field, the
exported profiles file name is defined as Templates01_confProfiles.xml.

6 Click OK to export the Conference Templates and Conference Profiles to a file.

Exporting Selected Conference Templates

You can export a single Conference Template or multiple Conference Templates to other MCUs in your
environment.

To export selected Conference Templates:

1 In the Conference Templates list, select the templates you want to export.

2 Right-click the Conference Templates to be exported, and then click Export Selected Conference
Templates.

WE Nl M E R E
Display Name ‘Status ‘
L1 OK
P 1111
i 2222

New Conference Template

Delete Conference Template
Start Conference from Template
Schedule Reservation from Template

Import Conference Templates

B £ = ,
__ExpocCe T
(L Export Selected Conference Templates D

TemplatePropeTtes

The Conference Templates - Export dialog box is displayed.
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3

5

Conference Templates - Export @

Export Path: | Browse

Templates file name: l— confTemplates xml
Profilesfilename: [ o

|¥ Export includes conference profiles

In the Export Path field, type the path name to the location where you want to save the exported file
or click Browse to select the desired path.

Optional. Clear the Export includes conference profiles check box when you only want to export
Conference Templates.

When this check box is cleared, the Conference Templates - Export dialog box is displayed without
the Profiles file name field.

Conference Templates - Export @

Export Path: |\ Browse

Templates file name: l— _confTemplates xml

In the Templates file name field, type the file name prefix. The file name suffix
(_confTemplates.xml) is predefined by the system. For example, if you type, Templates01, the
exported file name is defined as Templates01_confTemplates.xml.

The system automatically defines the Profiles file name field with the same file name prefix as the
Templates file name field. For example, if you type Templates01 in the Templates file name field, the
exported profiles file name is defined as Templates01_confProfiles.xml.

6 Click OK to export the Conference Templates and Conference Profiles to a file.

Importing Conference Templates

You can import Conference Templates and Conference Profiles from one MCU to multiple MCUs in your

environment.

To import Conference Templates:

1

In the Collaboration Server Web Client main window, click the Conference Templates tab.

The Conference Templates are displayed.

2 Click the Import Conference Templates B2 button or right-click the Conference Templates pane,

and then click Import Conference Templates.
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£ 1111 ol
New Conference Template
£ 2222
Delete Conference Template
Start Conference from Template
Sd # e
( Import Conference Templates J)

T Bpor Comtermeferpta s

Export Selected Conference Templates

Template Properties

The Conference Templates - Import dialog box is displayed.

Conference Templates - Import @

et |
Templates file name:
Profiles file name:

[¥ Import includes conference profiles

3 Optional. Clear the Import includes conference profiles check box when you only want to import
Conference Templates.

When this check box is cleared, the Conference Templates - Import dialog box is displayed without
the Profiles file name field.

Conference Templates - Import @

Import Path: | Browse

Templates file name:

4 In the Import Path field, click Browse to navigate to the path and file name of the Conference
Templates you want to import.

When clicking the exported templates file you want to import, the system automatically displays the
appropriate files in the Templates file name field and the Profiles file name field (when the Import
includes conference profiles check box is selected).

5 Click OK to import the Conference Templates and their associated Conference Profiles, if selected.
Conference Templates are not imported when:
» A Conference Template already exists
» An associated Conference Profile is not defined in the Conference Profiles list

When one or more Conference Templates are not imported, a Message Alert window is displayed
with the templates that were not imported.
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Current Message Number: 1

Jeffl_1546854610: Display name already exists

6 Click Cancel to exit the Message Alerts window.

The imported Conference Templates are added to the Conference Templates list. When the Import
includes conference profiles check box is selected, the imported Conference Profiles are added to

the Conference Profiles list.
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Outlook®

Polycom Conferencing for Microsoft Outlook is supported in AVC CP Conferencing Mode only

Polycom Conferencing for Microsoft Outlook is an add-in that enables users to easily organize and invite
attendees to Video Enabled meetings via Microsoft Outlook®.

Polycom Conferencing for Microsoft Outlook is implemented by installing the Polycom Conferencing Add-in
for Microsoft Outlook on Microsoft Outlook® e-mail clients. It enables meetings to be scheduled with video
endpoints from within Outlook. The add-in also adds a Polycom Conference button in the Meeting tab of the
Microsoft Outlook e-mail client ribbon.

The meeting organizer clicks the Polycom Conference button to add Conference Information to the
meeting invitation.

Attendees call the meeting at the scheduled Start Time using the link or the dial-in number provided in the
meeting invitation.

Polycom Conference Button

\Weekly Team Status Mesting - hMesti g

Lﬂ i Q EJ } B showas: @ Busy i O 'Q

Mesting . | lin jeorturancel 4 Reminder [15 minuter - |Recurrence Time
Worksgace %37 Wasti Zones

" e
|8 ppointment| Sche duling

Invitatign g Farward ~
L |

[ mvtatons nawe not ae=n sen dor tnis mesting

= cting - Meti
To.. ] | #¥ncop, Duk= Polycom Conference = elig 2 Sdesting
i 'ﬂ Subject:  Weekly Team Status Meeting =
en =
Auditarum Pelyeam Corterencs =) Calendar == @ :
C = - MEAE P amaEs O @
¥ Delsts = [-VER —
Start time: | 23/12/2008 T T] | canel D Seheduling || Meeting Lve Conference | |Corforence|| @ Reminder:[15minutes - |Recurrence Time
= witotian (o Farward - Workspare 417 pesting ol Zones
Endtime | 23/12/2009 T ~| [z} I - |
Py | Invilatiors have nol been gent for this meeling. |
1. What we accamplished last week = @ En0co. D oneom Conteren

Subject | Weekly Team Status Meeting

Zend =
o [P e | .
starttime: | 23f12/2008 T (] 1
Endtime: | 25(12/2003 T v| 1130 |

Agenda:

1 Whatwe accomplished last week
2. What we plan to accomplish next week
3. Whatis preventing us from accomplishirg our goals

Conference
™ |nformation

irad yau to fain the mesting using Polvcom Vistual Meeting Room sanice. Added

Arecorming o1 the meetng can be wewea au
http://recordings polycom.com/VMA.751234-2

VIDEQ INFORMATION

Dial the conference using the following video number 3
751234 1

AUDIO INFORMATION

Dial the conference wsing one the following audio numbess
US: 1.800.232.3453 Access code: 7512344
Inik: 8.72.3825. 1444, Access code: 7512344

VIEW MEETING RECORDING
Avecording of the meeting can be viewed at
http:/{recordings. colvcom.com/VIWR. 751234-2009.05.25-08:00
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A Gathering Slide is displayed to connected participants until the conference starts.

Weekly Product Management Meeting

Gathering Slide: Lot Ry
Displays Meefing
Information Until
Confarence Starts

The Gathering Slide displays live video along with information taken from the meeting invitation such as the
subject, meeting organizer, duration, dial-in numbers etc. At the end of the Gathering Phase, the conference
layout is displayed.

For more information see Video Preview (AVC Participants Only).
Setting up the Calendaring Solution

The following steps are performed to set up the Calendaring solution:

a The administrator installs the Polycom Conferencing Add-in for Microsoft for Microsoft Outlook
e-mail clients. For more information, see the Polycom Unified Communications Deployment
Guide for Microsoft Environments.

b The administrator creates an Microsoft Outlook e-mail-account for the Collaboration Server.

If included in the solution, Polycom RealPresence DMA system and calendaring-enabled
endpoints share this e-mail account. For more information, see the Polycom Unified
Communications Deployment Guide for Microsoft Environments.

¢ The administrator configures the Collaboration Server for Calendaring using the Exchange
Integration Configuration dialog box, providing it with the Microsoft Exchange Server Name,
User Name and Password and optional Primary SMTP Mail box information needed to access the
e-mail account.
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To configure the Collaboration Server’s Exchange Integration Configuration:

1 On the Collaboration Server menu, click Setup > Exchange Integration Configuration.
The Exchange Integration Configuration dialog box is displayed.

¥ Enable Calendaring Service

Exchange Serveraddress:

User Mame:

Darmnain:

I
I
Password: |
I
I

Primary SMTP Mailbax (Optional}:

¥ Accept Appointrnents

There are three options that can be used to configure the Exchange Integration Configuration. The
option you choose will depend on the configuration of the mailbox in the Exchange Server and the
configuration of the Exchange Server itself.

» Option 1 - Use this option if the Exchange Server settings have been left at their default values.
» Option 2 - Use this option if the Primary SMTP Mailbox is not the default mailbox.

» Option 3 - Use this option if the Exchange Server settings have been modified by the
administrator.
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Option 1 - Using default Exchange Server settings

T et P | O q——Maﬁbox Propen‘:es
— Madbo Settings | | MolboxFestwes |
e = = e
abrndll T T S ey
" Molbox i the kst, and then chck. Set as Regy. £ e \DEfauh‘
B e Mailbox
2h Ducorred | SPAG... = S M., JC Setesh /
8 Teckiox Addess - Name
SMIP
¥ [T
~ aly updale o mal sddiesies based on e mal addiess pobcy
Required
/ ok | _coca | [t | Fields
Exchange
Management
Console ¥ Enable Calendaring Service
v
Exchange ServerAddress: 1]? 187,257
User Mame ks 3* v
: q obi ) v
Fassword: [ttt kv v
Comain: ;gxchlab.loca )
Frimary SMTP Mailbox {Opii 3 ]
Default ept Appointrnents
Domain
Narme [ o

a Define.-the following fields:

Exchange Integration Configuration - Option 1

Field

Description

Enable Calendaring
Service

Select or clear this check box to enable or disable the
Calendaring Service using the Polycom Add-in for Microsoft
Outlook. When this check box is cleared all fields in the dialog
box are disabled.

Exchange Server
Address

Enter the IP address of the Exchange Server.

User Name

Enter the User Name of the Collaboration Server, as registered
in the Microsoft Exchange Server, that the Collaboration Server
uses to login to its e-mail account.

Field length: Up to 80 characters.

Password

Enter the Password the Collaboration Server uses to login to its
e-mail account as registered in the Microsoft Exchange Server.

Field length: Up to 80 characters.
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Exchange Integration Configuration - Option 1

Field Description

Domain Enter the name of the network domain where the Collaboration
Server is installed as defined in the Microsoft Exchange Server.

Primary SMTP This field is left empty.
Mailbox (Optional)

Accept Appointments  Select this check box to enable the Collaboration Server to send
replies to meeting invitations.

Clear this check box when the Collaboration Server is part of a
Unified Conferencing solution that includes a RealPresence
DMA system, as the RealPresence DMA system will send a
reply to the meeting invitation.

b Click OK.

Option 2 - Using an alternate Primary SMTP Mailbox

vpein| Mailbox Properties

Gene
Mol Flow | ek .
s e S Different
Eisch e-musd ke type has cres dedisu gl sdchers The dedouit raply Mailbox
adni in daplaped 11 bokd 1o charge e delmll reply addveis, Telect an eriy
i thes st v hen cick Set s Fleydy’ Names
Eosud sddeser
Al = TR X L )
Adders
SMIP
by
Primary
™ Auscmaically yodate e-mal addesses based address pokcy SMTP Addm?ﬂaf
Mailbox Required
ok | cacd | apb\|\ | I Field

[¥ Enable Calendaring Servi

Exchongs SorverAddross: 8r.251

User Name:

Password: —

Diomnain:

e,
Frimary SMTP Mailbax {Optionali: Troshe@erchls =]

¥ accept Appointrnents

a Define the following fields:
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Exchange Integration Configuration - Option 2

Field Description
Enable Calendaring These fields are defined as for Option 1 above.
Service

Exchange Server

Address

User Name

Password

Domain

Accept Appointments

Primary SMTP Enter the name of the SMTP Mailbox in the Microsoft Exchange

Mailbox (Optional) Server to be monitored by the Collaboration Server.
Note: Although several mailboxes can be assigned to each user
in the Microsoft Exchange Server, only the Primary SMTP
Mailbox is monitored. The Primary SMTP Mailbox name does
not have to contain either the Collaboration Server's User Name
or Domain name.

b Click OK.
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Option 3 - Using modified Exchange Server settings

B 1nternet Infarmation Services (115) Manager

€g Bl feton  Yew Window Heb

¢+ 0@ XEDR 2@ 2 » m

| =l x| 44— /IS Manager

tl Drbermet. Irformaton Services
= g rsLABECHDY (local computer)
= | Apphcation Pools

= ;‘*5“5 | Globalasae
= Dol ault 'Web Site ) g
= _Mnm's. sd
f gdsoove Servates, wad
il Types.usd
Lo E web.config
. 1"& web.config. bak
» B oo
¥ et Micfosalt-Server-RativeSyre
+ 0
& Pu
+ -$PIJE
i Ul cagreg
) gt clart
# _ Web Servde Extensaons

I o, path to

Exchange Server

Required
Fields

¥ Erable Calendaring Service

Exchanges Server Address:
User Harme:
Paszword:
Dormain:

Frimary SHT] o (Diptional):

| hitpe: /172221 El@uchange.aﬁ!

b — y

Exchange Web

Services Folder
Renamed from —

Lrocept Appointments

B \ A

|euchld:\lma v

EWS to EWD
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a Define the following fields:

Exchange Integration Configuration - Option 3

Field Description
Exchange Server If Exchange Server settings have been modified, enter the full
Address path to the Microsoft Exchange Server where the Collaboration

Server’s Microsoft Outlook e-mail account is registered, for
example if the EWS folder has been renamed EWD:
https://labexch01/EWD/Exchange.asmx

Note: If a server name is entered, the Collaboration Server and
the Microsoft Exchange Server must be registered to the same
Domain. (The Domain name entered in this dialog box must
match the Local Domain Name entry in the Management
Network - DNS Properties dialog box.)

For more information see Modifying the Default IP Network
Service in the RealPresence Collaboration Server 800s on
page 8.

Field length: Up to 80 characters.

Enable Calendaring These fields are defined as for Option 1 above.
Service

User Name

Password

Domain

Primary SMTP
Mailbox (Optional)

Accept Appointments

b Click the OK button.

If applicable, RSS, VMC, RealPresence DMA system, and calendaring-enabled endpoints are
configured with the Exchange Server Name, User Names and Passwords needed to access their
accounts.

For more information see the Polycom Unified Communications Deployment Guide for Microsoft
Environments.

The administrator configures the Collaboration Server to have a default Ad-hoc Entry Queue service
enabled.

For more information see Defining a New Entry Queue.

Calendaring Guidelines

The Collaboration Server must have its MCU prefix registered in the gatekeeper.
For more information see Modifying the Default IP Network Service.

The Collaboration Server must be configured as a Static Route.

For more information see Modifying the Default IP Network Service.
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e The Collaboration Server’s Default Entry Queue must be configured as an Ad Hoc Entry Queue and
must be designated as the Transit Entry Queue.

For more information see the Entry Queues.

e The meeting organizer can enable recording and/or streaming of the meeting.

e If meeting is to be recorded, the Ad Hoc Entry Queue must have recording enabled in its Profile.
For more information see Defining AVC CP Conferencing Profiles.

e Meetings can be single instance or have multiple occurrences.

e Attendees that do not have video devices may be invited to the meeting.

e Attendees using e-mail applications that use the iCalendar format may be invited to meetings via the
Calendaring Service.

e Meeting invitations sent by Polycom Conferencing for Microsoft Outlook can be in a different
language to the Collaboration Server Web Client. The following languages are supported:

» English

French

German

International Spanish
Korean

Japanese

vV V V V V V

Simplified Chinese
e Collaboration Server resource management is the responsibility of the system administrator:

» Conferences initiated by Polycom Conferencing for Microsoft Outlook are ad hoc and therefore
resources are not reserved in advance.

» Polycom Conferencing for Microsoft Outlook Add-in assumes that sufficient resources are
available and does not check resource availability. Sufficient resources are therefore not
guaranteed.

» A meeting invitation that is automatically accepted by the Collaboration Server is not guaranteed
availability of resources.

> If the Collaboration Server runs out of resources, attendees will not be able to connect to their
conferences.

e By using RealPresence DMA system to load-balance resources between several Collaboration
Servers, resource capacity can be increased, alleviating resource availability problems.
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Creating and Connecting to a Conference

Creating a Conference

Meetings are organized using the Microsoft Outlook client in the normal manner.

If the meeting organizer decides that video participants are to be included in a multipoint video conference,
he/she clicks the Polycom Conference button. Conference Information such as the Meeting ID and
connection information is automatically added to the existing appointment information.

Polycom Conference Button

Weekly Team Status Meeting - Meeting
Meeting Insert Format Text
L‘i (2] Calendar 113 =D & (Ll g @ } B showas: [ & " |Q
: i S g ow As; usy =
X Delete = 1 8, o
Cancel Appointment| Scheduling || Meeting | Lwve Conference | |Conference A Reminder: |15 minutes ~ |Recurrence  Time
Invitation b Forward ~ Workspace &3 Meeting  Call Zones
1 |
| Invitations have not been sent for this meeting. ‘
l T0u. } 9 Enoop, Duke Polycom Conference
== Subject: Wm
Send -
Location: | Auditorium Polycom Conlerenc& v
Start time: | 23/12/2009 T | 1100 =< [ Al oxgvent
End time: 23f12f2008 T vl 11:30 v
\CUHJ"G!’CHLG E
Information

Agenda:
1. What we accomplished last week
2. What we plan to accomplish next week
3. What is preventing us from accomplishing our goals

Paul Andrighetti has invited you to join the meeting using Polycom Virtual MEeting Room service.

Jown the meeting

VIDEO INFORMATION .
Dial the conference using the following video number L
751234

AUDIO INFORMATION

Dial the conference using one the following audio numbers
US: 1.800.232.3453 Access code: 7512344
Intl; 9.72.3925.1444, Access code: 7512348

VIEW MEETING RECORDING
A recording of the meeting can be viewed at:
http://recordings. polycom.com/VMR.751234-2009.05.25-08:00

The meeting organizer can add a meeting agenda or personal text to the invitation before it is sent. The
meeting organizer can update or cancel the video enabled meeting in the same manner as for any other
meeting.

When the meeting organizer sends the meeting invitation a meeting record is saved in the Microsoft
Exchange Server, the RealPresence Collaboration Server, RealPresence DMA system, RSS and
calendaring-enabled endpoints.

RealPresence Collaboration Servers, RealPresence DMA system, and calendaring-enabled endpoints poll
the Microsoft Exchange Server to retrieve new meeting records and updates to existing meeting records.
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The table below summarizes the Collaboration Server’'s usage of Microsoft Outlook data fields included in
the meeting invitation.

Microsoft Outlook Field Usage

Usage by the Collaboration Server / RealPresence DMAsystem

Microsoft
Outlook Field Conference / Meeting Room Gathering Slide
Subject Display Name of Conference / Meeting Meeting Name.

Room.

Start/End Time

Used to calculate the Conference’s Duration.

Record

Enable Recording in the Conference or
Meeting Room Profile.

Display Recording option.

Video Access
Number

Comprised of: <MCU Prefix in
Gatekeeper> <Conference
Numeric IDs>.

Note: It is important that MCU Prefix in
Gatekeeper field in the Collaboration
Server’s IP Network Service -
Gatekeeper tab and the Dial-in prefix
field in the Polycom Conferencing
Add-in for Microsoft Outlook - Video
Network tab contain the same prefix
information.

Displayed as the IP dial in number
in the Access Number section of
the Gathering Slide.

Video Access

If Recording and Streaming are enabled

Number (Cont.) in the Conference Profile, this number
is used as part of the recording file
name.
Streaming Enables the recording of the If recording is enabled, a REC

recording link

conference to the Polycom RSS using

the recording link.

Enables streaming of the recording of

the conference from the Polycom RSS.

indicator is displayed in the top left
corner of the slide.

Connecting to a Conference

Participants can connect to the conference in the following ways:

e Participants with Polycom CMA/RealPresence Desktop™ or a Microsoft Office Communicator client
running on their PCs can click on a link in the meeting invitation to connect to the meeting.

e Participants with a HDX or a room system will receive a prompt from the endpoint’s calendaring
system along with a button that can be clicked in order to connect.

Participants with endpoints that are not calendaring-enabled can connect to the meeting by dialing
the meeting number manually.
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Collaboration Server Standalone Deployment

When using a single Collaboration Server in a standalone deployment, connection is via an Ad Hoc Entry
Queue. The meeting is started when the first participant connects to the Collaboration Server.

When the first participant connects, a conference is created and named according to the information
contained in the dial string. Subsequent participants connecting with the same dial string are routed from
the Ad Hoc Entry Queue to the conference.

After the conference has been created the Conference Name, Organizer, Time, Duration and Password (if
enabled) are retrieved from the conference parameters for display during the Gathering Phase.

Collaboration Server and Polycom RealPresence DMA System Deployment

In a RealPresence DMA system deployment a Virtual Meeting Room is activated when the first participant
connects to the RealPresence DMA system. The RealPresence DMA system receives the dial string to
activate a Virtual Meeting Room on the Collaboration Server.

The RealPresence DMA system uses the Meeting ID contained in the dial-in string to access meeting
information stored in the Exchange Server database.

When the meeting information is found on the Exchange Server, the Conference Name, Organizer, Time,
Duration and Password (if enabled) are retrieved from the Exchange Server database for display during the
Gathering Phase.

If enabled, automatically generated passwords are ignored.

For more information see Automatic Password Generation Flags.

Polycom Solution Support

Polycom Implementation and Maintenance services provide support for Polycom solution components only.
Additional services for supported third-party Unified Communications (UC) environments integrated with
Polycom solutions are available from Polycom Global Services and its certified Partners. These additional
services will help customers successfully design, deploy, optimize and manage Polycom visual
communications within their UC environments.

Professional Services for Microsoft Integration is mandatory for Polycom Conferencing for Microsoft Outlook
and Microsoft Office Communications Server integrations. For additional information and details please see
http://www.polycom.com/services/professional_services/index.html or contact your local Polycom
representative.
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Conference and Participant Monitoring

You can monitor ongoing conferences and perform various operations while conferences are running.
Three levels of monitoring are available with the Collaboration Server:

e General Monitoring - You can monitor the general status of all ongoing conferences and their
participants in the main window.

e Conference Level Monitoring - You can view additional information regarding a specific conference
and modify its parameters if required, using the Conference Properties option.

e Participant Level Monitoring - You can view detailed information on the participant's status, using the
Participant Properties option.

General Monitoring

Users can monitor a conference or keep track of its participants and progress. For more information, see
Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide, Monitoring
Ongoing Conferences on page 166.

7) Polycom ‘ RealPresence’ Collaboration Server
View Administration Setup Help RMXIP Address: 10.226.105.20  Signaling Host: 10.226.105.20 _Logout
: = — [regFEsBToRTOr o
CEE A | 2 GEemnode=ecwn [l 2 [ e NN
Display Name _[Status [ Name [status Role [1P Address/Phone [alias Name/SIP [network [pialing Directior + 2 ;‘
i svc 7777 =1 SVC (51 participants) Hiera.. & |Type N 5
fex Administrato <x Connected 0.0.0.0 Administrator@  SIP 4% Dialin tig Main 5
R 10.226.105. <@ Connected 0.0.0.0 10.226.105.13  SIP £ Dialin S
£ 10.226.105. <@ Connected 0.0.0.0 10.226.105.13  SIP £ Dialin 2
fx 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP & Dial in s
fx 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP & Dial in
fex Administrato <= Connected 0.0.0.0 Administrator@ SIP 4 Dialin
fx 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP & Dial in
5 0 fx 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP & Dial in
—_— fex 10.226.105. < Connected 0.0.0.0 10.226.105.13  SIP 3 Dialin
o fex 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP 43 Dialin
fex 10.226.105. < Connected 0.0.0.0 10.226.105.13  SIP 3 Dialin
=L 2 fex 10.226.105. <= Connected 0.0.0.0 10.225.105.13  SIP & Dial in
& connections e 10.226.105. <@ Connected 0000 1022610513 st £ Dialin
B Users iy 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP 4% Dialin
O T e 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP 4% Dialin
M ardware Monitar R, 10.226.105. @ Connected 0.0.0.0 10.226.105.13  S1P £ Dialin
() Crmig e 10.226.105. <= Connected 0.0.0.0 10.226.105.13  SIP 4% Dialin
R 10.226.105. <@ Connected 0.0.0.0 10.226.105.13  SIP £ Dialin
e o £ 10.226.105. <@ Connected 0.0.0.0 10.226.105.13  SIP £ Dialin
0 10 9mE 108 e Fonnactad annn 1nmEane1a e B st in _‘ﬂ (R
« > « »
luSystemAlertsiil  Participant Alerts Port Usage: Video | 34 7 408 /i\,MCU State: MAJOR

THISIS A DOD SYSTEM ANDIS SUBJECT TO MONITORING, UNAUTHORIZED USE MAY SUBJECT YOU TO ADMINISTRATIVE ACTION OR.CRIMINAL PROSECUTION AND PENALTIES.

You can click the blinking Participant Alerts indication bar to view participants that require attention. For
more information, see System and Participant Alerts.

Conference Level Monitoring

In addition to the general conference information that is displayed in the Conference list pane, you can view
the details of the conference’s current status and setup parameters, using the Conference Properties dialog
box.
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Conference monitoring - Tab list per conferencing mode and user

Admin Chairperson Operator

Tab Name CP SVC Mixed VSW CP SVC Mixed VSW CP SVC Mixed VSW

General v v v v v v v v v v v v
Advanced v v v v v v v v v v v v
Gathering v x x 4 4 x x 4 v x x v
Settings

Video v v v v v v v v v v v v
Quality

Video v v v v v v v v v v v v
Settings

Audio v v v v v v v v v v v v
Settings

Customized Vv x x v x x x x v x x v
Polling

Skins v x v x v x v x v x v x
IVR v v v v x x x x v v v v
Information v v v v v v v v v v v v
Recording v x v v v x v v v x v v
Site Names v x v x v x v x v x v x
Message v x x x v x x x v x x x
Overlay

Network v v v v v v v v v v v v
Services

Viewing the Properties of Ongoing CP and Mixed CP and SVC
Conferences

To view the parameters of an ongoing CP conference:

1 In the Conference list pane, double-click the CP conference or right-click the CP conference and
then click Conference Properties.
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The Conference Properties - General dialog box with the General tab opens.

|

T X pf e e 2
Display Name ‘Stans ‘ID |StartT\me |Em

Marketing Dt s
2 Logistics Ay Empt
S SUSPORT By Empt

» General
3 Advanced

Display Name: [SUPPORT 206755776
> Video Quality

3 Video Settings

5 Audio Satiings Conferencing Mode:
3 Customized Polling

Duration:

— Routing Name:
>

T — > R Start Time:
3 Information End Time:
> Recording P
i aite ames Conference Password:
3 Message Overlay ChairpersanPassword —
3 Network Services 10: —
Profile: oy o) Paskls'
Line Rate: ’—_|

r

Maximum Number of Participants: Automatic 3

The following information is displayed in the General tab:

Conference Properties - General

Field Description

Display Name The Display Name is the conference name in native language and Unicode
character sets to be displayed in the Collaboration Server Web Client.

Note: This field is displayed in all tabs.

Duration The expected duration of the conference using the format HH:MM.
Note: This field is displayed in all tabs.

Permanent Conference Indicates whether the conference is set as a Permanent Conference, with no
pre-determined End Time. This conference continues until it is terminated by
an administrator, operator or chairperson.

Note: This field is displayed in all tabs.

Routing Name The ASCII name of the conference. It can be used by H.323 and SIP
participants for dialing in directly to the conference. It is used to register the
conference in the gatekeeper and the SIP server.

Conferencing Mode The conferencing mode set for the conference: CP, VSW, SVC only or CP and
SVC.

Start Time The time the conference started.

End Time The expected conference end time.
Note: This field is not shown when the conference is set as a Permanent
Conference.
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Conference Properties - General

Field

Description

Conference Password

A numeric password for participants to access the conference.

Chairperson Password

A numeric password used by participants to identify themselves as the
conference chairperson.

ID The conference ID.

Profile The name of the conference Profile from which conference parameters were
taken.

Line Rate The maximum transfer rate, in kilobytes per second (Kbps) of the call (video

and audio streams).

Max Number of
Participants

Indicates the total number of participants that can be connected to the
conference. The Automatic setting indicates the maximum number of

participants that can be connected to the MCU according to resource

availability.

2 Click the Advanced tab.

The Conference Properties - Advanced dialog box opens.

General

Gathering Settings
video Quality
Video Settings

Audio Settings

Skins

L ——
Display Name: IF‘OLTCOIvI_IZi."“' 4
Duration: :_3: - [oo 3: IT Fermanent Conference
Conferencing Mode: CP (Continuous P ce) ¥
Encryption No Encryption E

IVR

Information
Recording

Site Names
Message Overlay

¥
¥
¥
¥
>
¥
3 Customized Palling
¥
¥
pd
>
¥
¥
3 Network Services

= Packet Loss Compensation (LPR and DBA)

¥ Auto Terminate

Before First Joins: 10 3:
At the End: 1 =

@& After |ast participant quits
¢ wihen |ast participant remains
[ Auto Redialing

[T Exclusive Content Mode

¥ Enable FECC

[# Fiv NAT Keep Alive

Interval: 1 3: Seconds

3 The following information is displayed in the Advanced tab:
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Conference Properties - Advanced Parameters

Field/Option Description

Encryption Indicates whether the conference is encrypted.

Packet Loss Indicates wether Packet Loss Compensation (LPR and DBA) is enabled for the
Compensation (LPR and conference.

DBA)

Auto Terminate When selected, indicates that the MCU will automatically terminate the

conference when Before First Joins, At the End-After Last Quits and At the End
- When Last Participant Remains parameters apply.

Auto Redialing Indicates whether dial-out participants are automatically (when selected) or
manually (when cleared) connected to the conference.

This option is disabled in mixed CP and SVC conferences.

Exclusive Content Mode When selected, Content is limited to one participant.

TIP Compatibility Indicates the TIP Compatibility mode implemented for the conference, when
the environment implements the Collaboration Server and Cisco Telepresence
Systems (CTS) Integration solution.

* None

¢ Video Only

¢ Video & Content
e Prefer TIP

For more information, see Collaboration With Cisco’s Telepresence
Interoperability Protocol (TIP).

Enable FECC When selected, Far End Camera Control is enabled.

FW NAT Keep Alive When selected, sends a FW NAT Keep Alive message at specific Intervals for
the RTP, UDP and BFCP channels. The interval specifies how often a FW NAT
Keep Alive message is sent. For more information, see RealPresence
Collaboration Server 800s/Virtual Edition Network Port Usage.
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4 Click the Gathering Settings tab.

The Conference Properties - Gathering Settings dialog box opens.

Marketing Properties -

General

Advanced
Gathering Settings
Video Quality

Video Settings
Audio Settings

b3

>

>

>

b3

>

5 Customized Palling
3 Skins

» IVR

» Information

3 Recording

3 Site Names

3 Message Overlay
>

Network Services

The following information is displayed:

Profile - Gathering Settings

Display Mame:
Curation: 13: ;Inn 3: [T Permanent Conference
Conferencing Mode: AVC only ¥
¥ Enable Gathering Phase

Display Language: IEng\ish 'I

Dial-in Number 1: I

Dial-in Number 2: I

IP Dial-in Number: I

Infol: I

Info2: I

Info3: I

Field/Options

Description

Enable Gathering

Indicates whether the Gathering Phase has been enabled.

Display Language

Indicates the language of the Gathering Slide field headings.

Note: When working with the Polycom Conferencing Add-in for Microsoft Outlook,

the language selected should match the language selected for the conference in
the Polycom Conferencing Add-in for Microsoft Outlook to ensure that the

Gathering Phase slide displays correctly.

Info 1

Additional information to be displayed during the Gathering Phase.

Info 2

Info 3
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The Conference Properties - Video Quality dialog box opens.

3 General

Display Name: [SUPFORT 2067557788
Duration: 1=:Jo0 H

3 Video Settings

> Audio Settings Conferencing Mode: CP (Continuous Presence)

3 Customized Polling

3 Advanced

5 Video Quality

Skins
il Peaple Video Definition
3y VR
5 1oforrmation video Quality: Sherpress

> Recording Maximum Resolution: Auto
3 Site Names

3 Message Overlay
3 Network Services

Content Video Definition

Content Settings: Graphics
-
-
Transcode to: ~ I r

Content Protocol: H.263 & H.264 Auto Selection

Content Resolution: 720 Hps

The following information is displayed:

Conference Properties - Video Quality Parameters

Field/Option Description

People Video Definition

Video Quality Indicates the resolution and frame rate that determine the video quality set for
the conference. This is always Sharpness. For more information, see Video
Resolutions in AVC-based CP Conferencing.

Maximum Resolution Indicates the Maximum Resolution setting for the conference.
* Auto (default) - indicates that the Maximum Resolution is as selected in the
Resolution Configuration dialog box.

The Maximum Resolution settings for conferences and participants cannot be
changed during an ongoing conference.

Content Video Definition

AS-SIP This option is not supported with Polycom® RealPresence® Collaboration
Server 800s and Polycom® RealPresence® Collaboration Server Virtual
Edition.
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Conference Properties - Video Quality Parameters

Field/Option

Description

Multiple Content
Resolutions

Indicates if Multiple Content Resolutions mode for content sharing is enabled. In
this mode, content is shared in multiple streams, one for each video protocol:
H.263 and H.264. This allows endpoints with different protocols to connect and
disconnect without having to restart Content sharing in the middle of a
conference. For more information, see Sharing Content Using Multiple Content
Resolutions Mode.

Content Settings

Indicates the Content channel resolution set for the conference. Possible
resolutions are:

¢ Graphics — default mode

* Hi-res Graphics - requiring a higher bit rate

* Live Video — content channel is live video

* Customized Content Rate - resolution is manually defined.

Content Protocol

Indicates the Content Protocol used for content sharing in Highest Common
Content Sharing Mode.

For more information, see Content Protocols.

Content Resolution

Indicates the Content Resolution and frame rate according to the selected
Content Sharing Mode (Highest common Content or Multiple Resolution
Contents) and the video protocol. For more information, see Defining Content
Sharing Parameters for a Conference.

Send Content to Legacy
Endpoints

(CP only)

Indicates if the Send Content to Legacy Endpoints is enabled. If enabled,
Content can be sent to H.323/SIP endpoints that do not support H.239 Content
(legacy endpoints) over the video (people) channel. For more information see
Sending Content to Legacy Endpoints (AVC Only).
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6 Click the Video Settings tab to list the video parameters.

3 General
Display Name: ORT 2067557788
5 Advanced spiay flame [suPPoRT 2067557768
35 T L) S = -
3 Video Settings
S ALtiolsettings Conferencing Mode: [CP (Continuous Presence)
3 Customized Polling
> Skins [V Presentation Mode o
3 IVR r
3 Information §
™ Lecturer View Switching
3 Recording
> Site Names Lecturer: [None] -
3 Message Overlay
Auto Scan Interval(s): 0
3 Network Services
IV Auto Layout
1
4
5+
10+

Conference Properties - Video Settings Parameters

Field Description

When checked, indicates that the Presentations Mode is active.
This option is disabled in a mixed CP and SVC conference.
For more information, see Supplemental Conferencing Features.

Presentation Mode

Lecturer View
Switching

When checked, the Lecturer View Switching enables automatic random switching
between the conference participants in the lecturer video window.

This option is disabled in a mixed CP and SVC conference.

Same Layout

When checked, forces the selected layout on all conference participants, and the
Personal Layout option is disabled.

This option is disabled in a mixed CP and SVC conference.

Auto Layout

When enabled, the system automatically selects the conference layout based on
the number of participants in the conference.

Lecturer

Indicates the name of the lecturer (if one is selected). Selecting a lecturer enables
the Lecture Mode.

This option is disabled in a mixed CP and SVC conference.

Auto Scan Interval(s)

The time interval, 10 - 300 seconds, that Auto Scan uses to cycle the display of
participants that are not in the conference layout in the selected cell.

This option is disabled in a mixed CP and SVC conference.

Video Layouts
(graphic)

Indicates the currently selected video layout.
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7 Click the Audio Settings tab to view the audio setting for the conference.

> General

5 Advanced
> Gathering Settings
3 Video Quality

3 Video Settings

3 Audio Settings
3 Customized Polling
5 skins

> IVR

3 Information

5 Recording

5 Site Names

3 Message Overlay
3 Network Services

8 If needed, you can enable or disable the Mute participants except lecturer setting.

Polycom®, Inc.

Display Name:

Duration:

Conferencing Mode:

IPOLYCOM_HE?EZEZEE

1= :[@@/=] F Permanent Canference
CF (Cortinuous Presence) ¥

™ Mute participants except lecturer

Speaker Change Threshald (Secands)
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9 CP Only Conferences: Click the Customized Polling tab to view and modify the customized

polling for the conference.

All Conference Participants ] :

5 Genzra
3 Advanced

3 Gotheng Sctinas

3 v dza Quality

» ¥dzo Scthags

» 4odio Settings

s Customized Polling
5 S<ine

3 IV

5 Informaticn

s Recacdirg

5 5te Hzmas

3 Meanag= Teorley

5 Motwork Bery cos

Add /
Delete

Scanning Order

Display nzme:

Turalic

Cetererena Mede:

SUPTORT_793203255
l:| oo :‘ =
CP (Corin_cus Presenze] s

Move

Al partizipznzs

scanning Urder

participant up

“ame

2 Hemg_HE_17221 3
ffe Hreng_HDW_172.21.3
g T -mx_ 7221

e e _mRX_ 7221,

By Go_H%_

R Glonl_Hox 12,

Reflcnry GE5C 17221,
e Jenry GEBC 17227,
fan Guow CEBC 172.2%,
R G0kl GoBL Lrziz,

R tenry_am 172aLs |

Namz

in Scanning
Order

fae Polycor RMX 20C0 (01

Move
participant
down in
Scanning Order

T——Add All /
Delete All

All conference participants are listed in the left pane (All Participants) while the participants that are
to be displayed in the Auto Scan enabled cell of the video layout are listed in the right pane (Scanning

Order).

The dialog box buttons are summarized in the table below.

Customized Polling - Buttons

Button Description

Add Select a participant and click this button to Add a the participant to the list of
participants to be Auto Scanned.
The participants name is removed from the All Participants pane.

Delete Select a participant and click this button to Delete the participant from the list of
participants to be Auto Scanned.
The participants name is moved back to the All Participants pane.

Add All Add all participants to the list of participants to be Auto Scanned.
All participants’ names are removed from the All Participants pane.

Delete All Delete all participant from the list of participants to be Auto Scanned.
All participants’ names are moved back to the All Participants pane.

Up Select a participant and click this button to move the participant Up in the Scanning
Order.

Down Select a participant and click this button to move the participant Down in the

Scanning Order.
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10 Click Apply to confirm and keep the Conference Properties dialog box open.

or

Click OK to confirm and return to the Collaboration Server Web Client Main Screen.
11 Click the Skins tab to view the skin selected for the conference.

You cannot select another skin during an ongoing conference.
12 Click the IVR tab to view the IVR settings.

13 Click the Information tab to view general information defined for the conference. Changes made to
this information once the conference is running are not saved to the CDR.

14 Click the Recording tab to review the recording settings for the conference.

15 Click the Site Names tab to enable or disable the display of site names during the conference, and
adjust the display properties.

16 Click the Message Overlay tab to send text messages to the conference participants during the
conference, and adjust the display properties of the text messages.

[ _oc ] conce ] ooy

For more information, see Sending Text Messages During a Conference Using Message Overlay on
page 71.

17 Click the Network Services tab to verify the SIP registration for the conference.
18 Click OK to close the Conference Properties dialog box.

Viewing the Properties of Ongoing SVC-based Conferences

To view the parameters of an ongoing SVC conference:

1 In the Conference list pane, double-click the SVC conference or right-click the SVC conference and
then click Conference Properties.
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The Conference Properties - General dialog box with the General tab opens.

‘onferences - -

T R G e e 2
Display Name Status |ID ‘Start Time |Em
i D ————— |
2l | ngistics [y Empt
3 General
= I : ]
SU?PORT Ay Empt % ndvanced Display Name Fe
3 Video Quality Frme [ : [ [ Fermer
3 Video Settings
R i Seing= Conferencing Mode: Feow =
3 VR _
S Infermation Routing Name: |> C
4 3 Network Services Start Time: [2072 November 7 16312
End Time: [omirvaoiz =lat [i7::1 =
Conference Password: I
ChairpersonPasswerd: I
D |
Profile: [ <
Line Rate: I Kbops
.
Maximum Number of Participants: [automat =
o | ow | o |

2 The following information is displayed in the General tab:

Conference Properties - General Parameters

Field Description

Display Name The Display Name is the conference name in native language and Unicode
character sets to be displayed in the Collaboration Server Web Client.
Note: This field is displayed in all tabs.

Duration The expected duration of the conference using the format HH:MM.

Note: This field is displayed in all tabs.

Conferencing Mode

The conferencing mode for the conference.

Routing Name

The ASCII name of the conference. It can be used by H.323 and SIP participants
for dialing in directly to the conference. It is used to register the conference in the
gatekeeper and the SIP server.

Start Time The time the conference started.

End Time The expected conference end time.

Conference A numeric password for participants to access the conference.
Password
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Conference Properties - General Parameters

Field

Description

Chairperson

A numeric password used by participants to identify themselves as the conference

Password chairperson.

ID The conference ID.

Profile The name of the conference Profile from which conference parameters were taken.
Line Rate The maximum transfer rate, in kilobytes per second (Kbps) of the call (video and

audio streams).

Max Number of
Participants

Indicates the total number of participants that can be connected to the conference.
The Automatic setting indicates the maximum number of participants that can be
connected to the MCU according to resource availability.

3 Click the Advanced tab.
The Conference Properties - Advanced dialog box opens.

e e EEEEE____—__—_——___—_———————————————.

3 General

3 Advanced

3 Video Quality
3 Video Settings
3 Audio Settings
3 VR

3 Information

3 Network Services

Display Name: [Fver

Conferencing Made:

¥ Permanent Conference

Encryption No Encryption

[T Packet Loss Compensation (LPR and DBA)

I Auto Terminate

Before First Joins: 10 =

At the End: 1 =

@ after last participant guits

€ when last participant remains

I auto Redialing

[~ Exclusive Content Mode

[¥ Enable FECC

[ Fur NAT Keep Alive

Interval: 1 =] seconds

4 The following information is displayed in the Advanced tab:
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Conference Properties - Advanced Parameters

Field/Option Description

Auto Terminate When selected, indicates that the MCU will automatically terminate the conference
when Before First Joins, At the End-After Last Quits and At the End - When Last
Participant Remains parameters apply.

Auto Redialing Dial-out is not supported in SVC conferences.

Exclusive Content When selected, Content is limited to one participant.

Mode

Enable FECC Far End Camera Control is not supported in SVC conferences.

FW NAT Keep Alive When selected, sends a FW NAT Keep Alive message at specific Intervals for the
RTP, UDP and BFCP channels. The interval specifies how often a FW NAT Keep
Alive message is sent. For more information, see RealPresence Collaboration
Server 800s/Virtual Edition Network Port Usage on page 37.

5 Click the Video Quality tab.
The Conference Properties - Video Quality dialog box opens.

> General
Display Name: 021672253
% Advanced play [sUPPORT 1021672253
FieniOuality; Duration: 1=:Jo0 =T
3 Video Settings
» Audio Settings Conferencing Mode: SVC Only
3 VR
3 Information
People Video Definition
3 Network Services
Video Quality: Shamness
Maximum Resolution: Auto
Content Video Definition
Content Settings: Graphics
r
r
Transcode to: ~ = inl
Content Fratacol: H:264 Cascade and SVC Optimized
Content Resolution: 720 Sips
r

The following information is displayed:
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Conference Properties - Video Quality Parameters

Field/Option Description

People Video Definition

Video Quality Indicates the resolution and frame rate that determine the video quality set for the
conference. Only Sharpness is supported.

Maximum Resolution  In SVC conferencing, this is always Auto (default) - The Maximum Resolution
remains as selected in the Resolution Configuration dialog box.

Content Video Definition

AS-SIP This option is not supported with Polycom® RealPresence® Collaboration Server
800s and Polycom® RealPresence® Collaboration Server Virtual Edition.

Multiple Content Multiple Content Resolutions is not supported in SVC conferences.

Resolutions

Content Settings In SVC conferencing, this is always set to Graphics

Content Protocol In SVC conferencing this is always set to H.264 Cascade and SVC Optimized.
Content Resolution Resolution is fixed in SVC conferences.
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6 Click the Video Settings tab to view the video parameters defined for the conference.

3 General

5 Advanced Display Name: [sUPPORT 296785866
3 Video Quality

Duration: 13: - oo 3: [T Permanent Conference
5 Video Settings
5 Audio Settings Conferencing Mode: SVC Only =

3 IR
3 Infarmation ™ Presentation Mode I” Telepresence Mode Enabled

> Network Services [T Send Content to Legacy Endpoints Telepresence Mode: lOﬂ—;l
T Same Layout Telepresence LayoutMode: Continuous Presence -

™ Lecturer view Switching Lecturer: MNone] =
Auto Scan Interval(s): 0 -
T Auto Layout
1

Overlay

o ] o | o |

In SVC conferences, only Auto Layout is enabled and cannot be disabled. All other video settings are
disabled.
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7 Click the Audio Settings tab to view the audio parameters defined for the conference.

Display Name: [SUFPORT 288785866

5 Video Quality Duration: 1=:[o0c AT

» Video Settings
5 Audio Settings Conferencing Mode:

> IVR
> Information
» Network Services

[ I e B |

SpeakerChange Threshald (Secondsli; ]

r

In SVC conferences, all Audio Settings options are disabled.

8 Click the Information tab to view general information defined for the conference. Changes made to
this information once the conference is running are not saved to the CDR.

9 Click OK to close the Conference Properties dialog box.

Monitoring of Operator Conferences and Participants Requiring
Assistance (CP and Mixed CP and SVC Conferences)

Operator conferences are monitored in the same way as standard ongoing conferences.

Each Operator conference includes at least one participant - the Operator.

View Administration Setup Help RMX IP Address: 172.22.190.40 Si
fGa% o e 2 1B o %@ 0 &
Display Name | status [10 < [start Time [End Time Name [status [Role [1p address/Phane] alias Name | Network [Dialing oi],
53 Marc 59286  12:40 15:30 =l Marc (2 participants)
S Marc_45306 [, Empty 26644 10:20 13:00 i Marc <Bx Connected 10.253.72.13 H.323 43 Dialo f
fex HDX  <Bx Connected 10.253.72.24 sIP & Dialo
< | Bl

You can view the properties of the Operator conference by double-clicking the conference entry in the
Conferences list or by right-clicking the conference entry and selecting Conference Properties. For more
information, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started
Guide, Conference Level Monitoring.
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Requesting Help

A participant can request help using the appropriate DTMF code from his/her touch tone telephone or the
endpoint’'s DTMF input device. The participant can request Individual Assistance (default DTMF code *0) or
Conference Assistance (default DTMF code 00).

Participants in Entry Queues who failed to enter the correct destination conference ID or the conference
password will wait for operator assistance (provided that an Operator conference is active).

When requiring or requesting operator assistance, the Collaboration Server management application
displays the following:

7) Polycom | RealPresence® Collaboration Server 800s

Wiew Administration  Setup Help RMX IP Address: 172.22.191.95 Sig
[Conferences () G PSreCIpants (EPZ L0 TE2)
EEL AN | 2 P b o Xk @ 0 e e
Display Name |[Status [1o [start Tir [name < [status [Rale [1P addres]alias Na [ne
&5 SUPPORT /iy Single Participant 37160 7:45 Pt | =l sales (1 participant)

% sales ‘8, Awaiting Operator;Singl 43430 9:03Ph | ex Duke @) Awaiting Individual assistance 172,22, H

e The participant’s connection Status changes, reflecting the help request. For details, see Table 5-9.

e The conference status changes and it is displayed with the exclamation point icon and the status
“Awaiting Operator”.

e The appropriate voice message is played to the relevant participants indicating that assistance will
be provided shortly.

The following icons and statuses are displayed in the Participant Status column:

Participants List Status Column Icons and Indications

Icon Status indication Description
E‘j:'. Awaiting Individual Assistance  The participant has requested the operator’s assistance for
i himself/herself.
*‘l} Awaiting Conference The participant has requested the operator’s assistance for the
@' Assistance conference. Usually this means that the operator is requested to

join the conference.

When the Operator moves the participant to the Operator conference for individual assistance the
participant Status indications are cleared.
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Request to Speak

Participants that were muted by the conference organizer/system operator can indicate that they want to be
unmuted by entering the appropriate DTMF code.

An icon is displayed in the Role column of the Participants list for 30 seconds.

gﬁ* ’; = i«— iR @ B w =

Name Istatus IRoIe IIP Ad

=l Marc_611916714 (2 participants)
%\ Marc &= Connected <_1ﬂ Pequesg‘ to Speak
fex HDX <= Connected 10.2

Request to Speak is:
e Activated when the participant enters the appropriate DTMF code (default: 99).
The DTMF code can be modified in the conference IVR Service Properties - DTMF Codes dialog box.
e Available for dial-in and dial-out participants.
e A participant can request to speak more than once during the conference.
e Supported in all conference types.
e Supported in H.323 and SIP environments.
e The duration of the icon display cannot be modified.

Participant Alerts List

The Participant Alerts list contains all the participants who are currently waiting for operator assistance.

+[status
) awaiting Individual sssist

io[video [Encryptio[FECC Tokcon

»

Participants are automatically added to the Participants Alerts list in the following circumstances:

e The participant fails to connect to the conference by entering the wrong conference ID or conference
password and waits for the operator’s assistance.

e The participant requests Operator’s Assistance during the ongoing conference.

This list is used as reference only. Participants can be assisted and moved to the Operator conference or
the destination conference only from the Participants list of the Entry Queues or ongoing conference where
they are awaiting assistance.

The participants are automatically removed from the Participant Alerts list when moved to any conference
(including the Operator conference).

Participant Level Monitoring

In addition to conference information, you can view detailed information regarding the status and
parameters of each listed participant, using the Participant Properties dialog box. Participant properties can
be displayed for all participants currently connected to a conference and for defined participants that have
been disconnected.
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SIP SVC-based participant properties are similar to SIP AVC-based participant properties.

The table below lists the tabs in the Participant Properties dialog box, as viewed by each user type, for each
participant connection types.

Participant monitoring - Tab list per participant connection type and user

Tab Name

Admin

Chairperson

Operator

AVC H.323

AVC/SVC SIP

AVC H.323

AVC/SVC SIP

AVC H.323

AVC/SVC SIP

General

v

v

v

v

v

v

Advanced

v

Information

Media Sources

v
v
v

H.245

IR

x

DN N N IR N

SDP

x

AN

x

Connection
Status

Channel Status

Channel Status -
Advanced

Gatekeeper
Status

Call Admission
Control
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Viewing the Properties of Participants

To view the participant Properties:

» Inthe Participant List pane double-click the participant entry. Alternatively, right-click a participant and
then click Participant Properties.

The Participant Properties dialog box opens, displaying the last opened tab.

Media Sources properties are not available for SVC participants.

articipants (EP:2 L:0 T

P g [l

Nare tatus

BT As A g
2 [ Address/Paenz] A s

AN 5131673 (5 1
e A 5 General

o Ware > panamad T
D sconrect Mart cipanz

3 Acvanzed nams:

B Evmincwebce

E-docin: ypz:  [E =]

T
Hag HOX EDs 3 W alun
aleze vamzpant e
o Ia sources

PMute Sudio

RJEL2ES Layedt [yoc

S aenl V=t
Dlock Audis
Chanae te Feqular Patidpart

Thange 1o Cortent lokan Uvmer

3 Cenreshor Stats

3 charnsl st

3 Charnzl Stetus - Acva. .

3 Gatskezpar stams

Zoraranze -

r ]

B fuin

nde “amiaszntto sderesst ook

Vlgw Partidpart Sart Video

Wit Paliviaen | Rex ivea] Vil

Reques: Iit-afor Received Yideo

Reques: Ibater Sent viceo

Heques: Int-a for Kece ved+sert Ydeo o

9

€u Palinipail

104+

5end Text Messace To Pofffioant —— =

fucie Vdeo

Fartizpant Fropert &s

L) | | L
ser (m

Taricicart - =

AVC-based _,
Participant

[ = [ =] —

The Media Sources dialog box enables you to mute participant’s audio, suspend participant’s video
transmission and select a personal Video Layout for the participant.

Monitoring IP Participants

The following parameters are displayed for an IP participant.
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Participant Properties - Media Sources Parameters

Field Description

Name Indicates the participant’s name.
Note: This field is displayed in all tabs.

Endpoint Website Click the Endpoint Website hyperlink to connect to the internal website of the participant’s
(link) endpoint. It enables you to perform administrative, configuration and troubleshooting
activities on the endpoint.
The connection is available only if the IP address of the endpoint’s internal site is filled in
the Website IP Address field in the Participant Properties - General dialog box.

Note: This field is displayed in all tabs

Endpoint Type Indicates whether the participant is using an AVC-based or SVC-based endpoint.
Fields, tabs and options are enabled or disabled according to the endpoint type.
Note: This field is displayed in all tabs.

Layout Type Indicates whether the video layout currently viewed by the participant is the Conference or
Personal Layout.
If Personal Layout is selected, you can select a Video Layout that will be viewed only by
this participant.

Video Layout Indicates the video layout currently viewed by the participant. When Personal Layout is
selected in the Layout Type you can force participants to the video windows in a layout
that is specific to the participant. For more information, see Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Changing the Video
Layout of a Conference (AVC-Based CP and Mixed CP and SVC Conferences).

Mute/Suspend Indicates if the endpoint’s audio and/or video channels have been muted/suspended. The
entity that initiated audio mute or video suspend is also indicated.

¢ MCU - Audio or Video channel has been muted/suspended by the MCU.

¢ User — Channels have been muted/suspended by the Collaboration Server user.

¢ Participant — Channels have been muted/suspended by the participant from the
endpoint.

You can also cancel or perform mute and suspend operation using these check boxes.

Note: If the participant muted his/her audio channel, the system displays the mute icon
only for H.323.

Block When checked, the audio transmission from the conference to the participant’s endpoint is
blocked, but the participant will still be heard by other participants.
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1 Click the Connection Status tab to view the connection status, and if disconnected the cause of the
disconnection.

> General
> Advanced Name: [Wars Endpoint Website

Endpoint Type: AVC -

Status:

3 Information

> Media Sources

3 H.245
> Connection Status

3 Channel Status Connection Time:

Channel Status - Ad
7 SenfEleiERE s et Disconnection Time: [

3 Gatekeeper Status

Connection Retries Left: [

Call Disconnection Cause:

Video Disconnection Cause:

Possible Solution:

Add to Address Book

This dialog box is the same for AVC-based and SVC-based participants.
The following parameters are displayed:

Participant Properties - Connection Status Parameters

Field Description

Participant Status

Status Indicates the connection status of the participant.

Connection Time The date and time the participant connected to the conference.
Note: The time format is derived from the MCU’s operating system
time format.

Disconnection Time The date and time the defined participant disconnected from the
conference.

Connection Retries Indicates the number of retries left for the system to connect defined

Left participant to the conference.

Call Disconnection Displays the cause for the defined participant’s disconnection from

Cause the conference. See Appendix A: Appendix A - Disconnection Causes
on page 923.
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Participant Properties - Connection Status Parameters

Field Description

Video Disconnection Displays the cause the video channel could not be connected. For
Cause more information, see Appendix A: Appendix A - Disconnection
Causes on page 923.

Possible Solution In some cases, a possible solution is indicated to the cause of the
video disconnection.

2 Click the H.245 (H.323) or SDP (SIP) tab during or after the participant’s connection process to view
information that can help in resolving connection issues.
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LPR activity Displays the endpoint’s actual H.323 Participant
(Displayed in all three panes) capabilities used for the connection (AVC-based)
s s

Marc Propertics

3» General
5 Advanced ame: [Nare Endooint Website
b T ndpaint Type:  [mn S
3 Media Sources
- Refmote Capabili -Remate C: Mode
> Connection Status rivol
E3

> Channel Status [srn 1

oot e 150 o sfndard

> Channl Stats - Adva... || | (kypyectionPaiod 150 Bssline Frlle

3 Gatekeeper Stotus ofesRecovensel 52 Level 1
rhaceoveryPackets 10 CosiomMasMBPS ot 13 (3000 WEV}
mePacketBes 1400 CostomMasFS ot 2 (512 MBs)
renl PR, Bl 1 frame por pachet contomMaxErndCobNielue ot 26 5000
5713 1% 2froman par pa =]

[G7221C - 2frmmaa per packet aampisAapsctFiatiosValus at 13 (12 HAV)

Supporied Rates are: |Arn=d - 5000kps
43K 32K 24K LPA - B
[57221_32 - 2 irames per packe: vesoniD 1

(57221 24k - 2 frames par packes minProtectionPercd 150

[Sren 1448 - | fame per packe: maxPratectonPenod 150 =l
|Siren 14_32¢ - 1frame per packe!

[G722_ 65k - 20 mill pachat dhrciion rLocal Communication Mode
ETBhnm'\—Sﬂlmmuwpadﬁ |Sirenl_PR_54k - 1 frame per packet Al
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Participant Properties - H.245/SDP Parameters

Field

Description

Remote Capabilities

Lists the participant’s capabilities as declared by the endpoint.

Remote
Communication Mode

Displays the actual capabilities used by the endpoint when
establishing the connection with the MCU (Endpoint to MCU).

Local Communication
Mode

Displays the actual capabilities used by the MCU when establishing
the connection with the participant’s endpoint (MCU to Endpoint).

3 Click on the Channel Status tab to view the status of the various channels.

Marc Propertics h

General
Advanced
Information

Media Sources

Name: |Man::

Endpoint Type: AVC -

Endpoint Website

>

>

>

>

3 H.245
3 Connection Status

3 Channel Status

3 Channel Status - Adva...
>

Gatekeeper Status

Channels Used:

Channel |Fau|ty |Bit Rate |Packat Loss Fraction Loss _=|
H.225

H.245

¥ Audio in 54.0 0 0.00%(0.00%
Audio out 64.0 1} 0.00%(0.00%
Video in 5.7 a 0.00%(0.00%
W Wideo out 264.6 0

-

0.00%(0.00% vI
13

Sync Status:

Channel Source |Position |Protoco| Sync Loss |\.I'ideo Intra S

Video Hox 4000 Tw [l [

« | »
Rate |\.’ideo Sync Loss |LPR activation

Tx 384000 (1)

Rx 384000 (0)

[T FECC Token [T Content Token

Add to Address Book

Polycom®, Inc.

327



Conference and Participant Monitoring

The following parameters are displayed:

Participant Properties - Channel Status Parameters

Field

Description

Channels Used

When checked, indicates the channel type used by the participant to connect to the
conference: Incoming channels are endpoint to MCU, Outgoing channels are from
MCU to endpoint.

Channels:

H.225/Signaling - The call-signaling channel.
H.245/SDP - The Control channel.

Audio in - Incoming audio channel

Audio out - Outgoing audio channel

Video in - Incoming video channel

Video out - Outgoing video channel

Content in - H.239/People+Content conferences
Content out - H.239/People+Content conferences
FECC in - The incoming FECC channel is open.
FECC out - The outgoing FECC channel is open.

Columns:

Faulty — A red exclamation point indicates a faulty channel condition. This is a
real-time indication; when resolved the indication disappears. An exclamation
point indicates that further investigation may be required using additional
parameters displayed in the Advanced Channel Status tab.

Bit Rate — The actual transfer rate for the channel. When channel is inactive, bit
rate value is 0. For example, if the participant is connected without video, the bit
rate for the video channel is 0.

Note: The CTS Audio Auxiliary channel is used only for Content. In all other
cases, the bit rate shown in this column for this channel is 0.

Packet Loss — The accumulated count of all packets that are missing according
to the RTCP report since the channel was opened. This field is relevant only
during the connection stage and does not display faulty indications.

Fraction Loss (Peak) — The ratio between the number of lost packets and the
total number of transmitted packets since the last RTCP report. Peak (in
parentheses) indicates the highest ratio recorded since the channel was opened.
Number of Packets — The number of received or transmitted packets since the
channel has opened. This field does not cause the display of the faulty indicator.
Jitter (Peak) — Displays the network jitter (the deviation in time between the
packets) as reported in the last RTCP report (in milliseconds). Peak (in
parentheses) reflects the maximum network jitter since the channel was opened.
Latency — Indicates the time it takes a packet to travel from one end to another
in milliseconds (derived from the RTCP report).

High latency value may indicate that there is a problem in the network, or that
the endpoint is sending an incorrect RTCP values.

Polycom®, Inc.

328



Conference and Participant Monitoring

Participant Properties - Channel Status Parameters

Field Description
Sync Status * Channel - The channel type: Video or Content.
* Source - The name of the participant currently viewed by this participant.
e Position - The video layout position indicating the place of each participant as
they appear in a conference.
e Protocol Sync Loss - Indicates whether the system was able to synchronize the
bits order according to the selected video protocol.
e Video Intra Sync - Indicates whether the synchronization on a video Intra frame
was successful.
e Video Resolution - The video resolution of the participant.
Rx - Rate The received line rate.
Tx - Rate The transmitted line rate.

Tx - Video Sync Loss

When checked, indicates a video synchronization problem in the outgoing channel
from the MCU.

The counter indicates the sync-loss count.

Rx - Video Sync Loss

When checked, indicates a video synchronization problem in the incoming channel
from the endpoint.

The counter indicates the sync-loss count.

Tx - LPR Activation

When checked, indicates LPR activation in the outgoing channel.

Rx - LPR Activation

When checked, indicates LPR activation in the incoming channel.

FECC Token

When checked, indicates that the participant is the holder of the FECC Token.

Content Token

When checked, indicates that the participant is the holder of the Content Token.

4 Click the Channel Status Advanced tab to view additional information for selected audio and video

channels.
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In the Channel Status - Advanced tab, channels can be selected for viewing additional information:

3 General

3 Advanced Name:

3 Information

3 Media Sources

Endpoint Type:  [auc

[HDX5 Endpoint Website

3 H.245
3 Connection Status

3 Channel Status

3 Gatekeeper Status

Channel Info: Hao -
RealPresence Collsboration Server  [172
800s IP Address:

3 Channel Status - Ad... Participant IP Address: [102
ICERealPresence Collaboration [
Server 800s IP Address:

ICE Participant IP Address: |

ICE Connection Type: None

Media Info:

2:49162 UDP

Field

Value

Add to Address Book

Participant Properties - Channel Status Advanced Parameters

Field

Description

Channel Info

Select a channel to view its information:

e H.225

e H.245

¢ Audioin
¢ Audio out
¢ Videoin

* Video out

e Contentin

¢ Content Out

e SIPBFCP TCP

Collaboration Server

The IP address and the transport protocol (TCP/UDP) of the MCU to

IP Address which the participant is connected and the port number allocated to
the participant incoming media stream on the MCU side.

Participant IP The IP address and the transport protocol (TCP/UDP) of the

Address participant and the port number allocated to the media stream on the

participant side.
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Participant Properties - Channel Status Advanced Parameters

Field

Description

ICE Polycom®
RealPresence®
Collaboration Server
800s and Polycom®
RealPresence®
Collaboration Server
Virtual Edition IP
Address

The IP address, port number, and transport protocol of the MCU used
to pass through the media when ICE is functional. See Participant
Properties - ICE Connection Parameters.

ICE Participant IP
Address

The IP address, port number, and transport protocol of the endpoint
used to pass through the media when ICE is functional. See
Monitoring the Participant Connection in ICE Environment.

ICE Connection Type

Indicates the type of connection between the Collaboration Server

and the participant in the ICE environment:

¢ Local (or Host) - The endpoint (Remote) is on the same network
as the Collaboration Server and the media connection is direct,
using local addresses.

* Relay - Media between the Collaboration Server and the
participant passes through a media relay server.

¢ Firewall - Media connection between the Collaboration Server and
the participant is done using their external IP addresses (the IP
addresses as seen outside of the local network).

Media Info

This table provides information about the audio and video parameters,
such as video algorithm, resolution, etc. For more information, see
Appendix E - Participant Properties Advanced Channel Information.

RTP Statistics

This information may indicate problems with the network which can
affect the audio and video quality. For more information, see Appendix
E - Participant Properties Advanced Channel Information.
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5 Optional for H.323 AVC-based participants. Click the Gatekeeper Status tab to view its

parameters.

3 General

» Advanced

s Information

» Media Sources

3 H.245

3> Connection Status

3 Channel Status

» Channel Status - Adva..
|Z| Gatekeeper Status

Name: Wam Endpoint Website
Endpoint Type: AVC vI

Requested Bandwidth: 768 Kops

Allocated Bandwidth: 768 Kbps

Required Info Interval: 0 Seconds

Gatekeeper State: ——

Add to Address Book

Participant Properties - Gatekeeper Status Parameters

Field Description
Requested The bandwidth requested by the MCU from the gatekeeper.
Bandwidth

Allocated Bandwidth

The actual bandwidth allocated by the gatekeeper to the MCU.

Required Info Interval

Indicates the interval, in seconds, between registration messages

that the MCU sends to the gatekeeper to indicate that it is still

connected.

Polycom®, Inc.

332



Conference and Participant Monitoring

Participant Properties - Gatekeeper Status Parameters

Field Description

Gatekeeper State Indicates the status of the participant’s registration with the
gatekeeper and the bandwidth allocated to the participant. The
following statuses may be displayed:

* ARQ - Admission Request - indicates that the participant has
requested the gatekeeper to allocate the required bandwidth on
the LAN.

* Admitted — indicates that the gatekeeper has allocated the
required bandwidth to the participant.

¢ DRQ - Disengage Request — the endpoint informs the gatekeeper
that the connection to the conference is terminated and requests
to disconnect the call and free the resources.

* None - indicates that there is no connection to the gatekeeper.

6 Optional for SIP AVC-based and SVC-based participants. Click the Call Admission Control tab
to view its parameters.

varda Properties

3 General

3 Advanced Name: [varda Endpaint Website
> Information Erpe T ,—_lﬂ'u‘C
3 Media Sources
» SDP [Not Appicable
Requested Bandwidth: Not Applicable
» Connection Status
» Channel Status Allocated Bandwidth: Not Applicable

> Channel Status - Adva
3 Call Admission Cont...

Add to Address Book

Participant Properties - Gatekeeper Status Parameters

Field Description
Requested The bandwidth requested by the MCU from the SIP server.
Bandwidth
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Participant Properties - Gatekeeper Status Parameters

Field Description

Allocated Bandwidth

The actual bandwidth allocated by the SIP server to the MCU.

Monitoring SIP BFCP Content
In the SIP Participant Properties dialog box, BFCP status information appears in:

e All three panes of the SDP tab.
e The Channel Status tab.
o The Channel Status -Advanced tab.

3 Channed Stats - daa.

» Call sdraimaias Conkol

Parma: [T ey pairt Wabt
[ e |
Renote Capelsities Aemane Commurication Mace

“ lg— SDP

Channel Status

Channel Status - Advanced

+ coneral
e Hare: i SR Erdoin Wbty
3 Bifermatien e N - s |
Ko Sosrzis
e  Charei Unne ) 5
3 A harnat [Fosir [ e [rechat e]Fracion ] pa [Faskes 4=]
- soveat i w6 oo WOl © |
wooo omsi Mm) ©
w0 nad smp 4
wooe oMl o0} 2 :1
il x[u)
Syne Status
Ehanmal [Bmarie_[bosiion_[rent i Epne Linis [ Vebins Botea Epea] Ve
e e | o v
‘ Il
[ I |
™ amon
» General
e 3 Advancad Hame: 84 o6 Endagint Wbk
» Infarmatian A A |
= > Media Sources
» sop
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For more information see Participant Level Monitoring.

Channal Tnfe:
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Detecting Endpoint Disconnection
Endpoint detection can be detected for SIP and H323 protocols.

Note: H323 endpoint disconnection detection is not supported in the RealPresence Collaboration
K Server 800s.

Detecting SIP Endpoint Disconnection

When an abnormal disconnection of SIP endpoints occurs because of network problems or client
application failures, SIP endpoints remain connected to the conference causing connection disruptions. For
example, the video freezes in the layout or blocks content for SIP endpoints when a quick re-connection is
performed. It can take several minutes to detect the SIP endpoint disconnection using the SIP standard
behavior.

In a normal SIP video call, audio and video (RTP and RTCP) messages are sent from the endpoints to the
MCU to detect the signaling of connected endpoints. Conversely, SVC endpoints might not send video RTP
messages to the MCU when a participant is not displayed in the video layout of any of the participants in the
conference. For SVC endpoints, the MCU will only verify audio RTP and RTCP messages and video RTCP
messages. Video RTP messages will not be checked.

To detect the disconnection of SIP endpoints in a reasonable amount of time, a new system flag can be
defined to specify the amount of time that the MCU should wait for an RTCP or RTP message from the SIP
endpoint before the endpoint starts the disconnection process. The system default value is automatically
set to 20 seconds.

The system flag, DETECT_SIP_EP_DISCONNECT _TIMER, contains the amount of time in seconds to
wait for an RTCP or RTP message to be received from the endpoint. When the time that was set in the
system flag has elapsed and no RTCP or RTP audio or video message has been received on either the
audio or the video channel, the MCU disconnects the SIP endpoint from the conference. A CDR event
record is created with a Call Disconnection Cause of “SIP remote stopped responding”.

The Microsoft Lync add-in endpoint opens audio and content channels. Lync endpoints can send
RTCP/RTP messages and empty RTP audio messages. When the time that was set in the system flag has
elapsed and no RTCP or RTP message has been received on the audio channel, the MCU disconnects the
endpoint from the conference.

SIP audio only endpoints use the audio channel only. When the time that was set in the system flag has
elapsed and no RTCP or RTP message has been received on the audio channel, the MCU disconnects the
SIP audio endpoint from the conference.

H323 Endpoint Disconnection Detection

In versions previous to version 8.4, when an H.323 endpoint disconnected, round trip messages were still
received, even when a gatekeeper was deployed. Because of this, the MCU failed to detect the endpoint
disconnection.

From version 8.4 onward, the MCU detects H.323 endpoint connection or disconnection by monitoring
RTCP/RTP messages reception using either the audio or video channels. When these messages are not
received within a predefined timeout interval, the endpoint is considered disconnected. Therefore as long
as either RTCP or RTP messages (interchangeably) are received on either of the video or audio channels,
the endpoint is considered connected.
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If no messages are received through either channel within the predefined time out interval, the endpoint is
disconnected, and a disconnection message, H.323 remote stopped responding, is sent to the
endpoint.

No channel disconnection detection occurs while an endpoint’s video or audio are muted, or while the
endpoint is put on hold.

In audio calls, only the audio channel is polled for RTCP/RTP messages.

Configuring the System Flag

The time out used for SIP endpoint disconnection detection is controlled by the
DETECT_SIP_EP_DISCONNECT_TIMER System Flag which must be added to the System Configuration
to view or modify its value.

Range: 0 - 300

When the value is set between 0 and 14, the feature is disabled and SIP endpoints are not detected for
disconnection. When the value is set between 15 and 300, the feature is enabled.

Default: 20

For more information see Manually Adding and Deleting System Flags, and Modifying System Flags in the
RealPresence Collaboration Server (RMX) Administrator’s Guide.
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Monitoring Telepresence Participant Properties

A Telepresence status indicator is displayed in the Participant Properties - Advanced tab when monitoring
conference participants.

L ——————
3 General
3 Advanced Name: Wanda | Endpoint Website
> Information EndointType: e 1]
3 Media Sources
3 H.245
Call Bit Rate: I Automatic E| Kbits/sec
> Connection Status
3 Channel Status
Resolution: Auto
5 Channel Status - Adva
> Gatekeeper Status Video Protacol: Auto
Broadcasting Volume: — s
Listening Velume: ToriVes O
Encryption: Auto
Cascade: None
Telepresence: None
Vv AGC
Add to Address Book

The Telepresence mode of the participant is indicated:
o RPX - the participant’s endpoint is transmitting 4:3 video format.
o TPX - the participant’'s endpoint is transmitting 16:9 video format.

None - the participant’s endpoint is neither RPX nor TPX.
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Conference recording is not available in SVC Conferencing Mode.

Conferences running on the Collaboration Server can be recorded using Polycom RealPresence® Capture
Server in the following ways:

e Capture Server dials in MCU for conference recording via an SIP interface from Capture Server. From
the Capture Server Admin Ul, you can start a conference recording by dialing out to a Collaboration
Server. After the Collaboration Server gets the request from the Capture Server, the recording will
start if the recording is enabled on the Collaboration Server. During the conference recording, you
can pause or stop the recording from the Capture Server Admin Ul. Refer to the Polycom
RealPresence Capture Server Useré€™s Guide on how to start a recording by dialing out to an
interoperable endpoint.

e Collaboration Server dials out to Capture Server for a conference recording. Recording conferences
is enabled via a dial-out Recording Link, which is a dial-out connection from the conference to the
recording system.

The recording system can be installed at the same site as the conferencing MCU or at a remote site. Several
MCU'’s can share the same recording system.

Recording conferences is enabled via a Dial Out Recording Link, which is a dial-out connection from the
conference to the recording system.

Recording can start automatically, when the first participant connects to a conference, or on request, when
the Collaboration Server user or conference chairperson initiates it.

Multiple Dial Out Recording Links may be defined.

Conference Dial Out Recording Links can be associated on the Collaboration Server with Virtual Recording
Rooms (VRR), created and saved on the Polycom® RSS™ 4000 Version 8.5 Recording and Streaming
Server (RSS).

Each Dial Out Recording Link defined on the Collaboration Server can be given a descriptive name and can
be associated with one VRR saved on the Polycom RSS 4000

Creating Multiple Virtual Recording Rooms on the RSS

If the environment includes a Polycom® RSS™ 4000 Version 8.5 Recording and Streaming Server (RSS)
and you want to associate Recording Links on the Collaboration Server with Virtual Recording Rooms
(VRR), created and saved on the Polycom® RSS™ 4000 Version 8.5 perform the following operations on
the RSS:

1 Modify the parameters of a recording Template to meet the recording requirements.

2 Assign the modified recording Template to a VRR. The recording and streaming server will assign a
number to the VRR.
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3 Repeat step 1 and step 2 for each VRR to create additional VRRs.
For more information see the RSS 4000 User Guide.

Configuring the Collaboration Server to Enable
Recording

To make recording possible the following components you must be configured on the Collaboration Server:
e Recording Link — defines the connection between the conference and the recording system.

e Recording-enabled Conference IVR Service — recording DTMF codes and messages must be set in
the Conference IVR Service to enable “recording-related” voice messages to be played and to allow
the conference chairperson to control the recording process using DTMF codes.

e Recording-enabled Profile — recording must be enabled in the Conference Profile assigned to the
recorded conference.

If Multiple Recording Links are being defined for Virtual Recording Rooms (VRRs), created and saved on
the Polycom® RSS™ 4000 Version 8.5, the MAXIMUM_RECORDING_LINKS System Flag in system.cfg
can be modified to determine the number of Recording Links available for selection.

e Range: 20 - 100

e Default: 20

The flag value can be modified by selecting the System Configuration option from the Setup menu. For more
information, see Modifying System Flags.

Defining the Recording Link

The Recording Link is defined once and can be updated when the H.323 alias or the IP address (of the
recording system) is changed. Only one Recording Link can be defined in the Collaboration Server. Its type
must be H.323.

In Multiple Networks Configuration, Recording Links use the default Network Service to connect to
conferences, therefore the recording system must be defined on the default IP Network Service to
enable the recording.

To define a Recording Link:

1 In the RMX Management pane, click Recording Links (@E‘).
2 Inthe Recording Links list, click the New Recording Link (@3) button.
The New Recording Link dialog box is displayed.
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New Recording Cin "

Mare:

Fecording Link

H.323/5IF
Type:

IP Address:

Alias Mame / Type:

H.323 h

[n.ooo

H.2231D ~|

3 Define the following parameters:

Recording Link Parameters

Parameter

Description

Name

Displays the default name that is assigned to the Recording Link.

If multiple Recording Links are defined, it is recommended to use a descriptive
name to be indicate the VRR to which it will be associated.

Default: Recording Link

Type

Select the network environment:
¢ H.323
¢ SIP

IP Address

e If no gatekeeper is configured, enter the IP Address of the RSS. Example: If the
RSS IP address is 173.26.120.2 enter 173.26.120.2.

* If a gatekeeper is configured, you can either enter the IP address or an alias (see
the alias description).

Alias Name

If using the endpoint’s alias instead of IP address, first select the alias type and
then enter the endpoint’s alias.
If you are associating this recording link to a VRR on the RSS, define the alias as
follows:
¢ Ifyou are using the RSS IP address, enter the VRR number in the Alias field. For
example, if the VRR number is 5555, enter 5555.
e Alternatively, if the Alias Type is set to H.323 ID, enter the RSS IP address and
the VRR number in the format:
<RSS_IP_Address>##<VRR number>
For example: If the RSS IP is 173.26.120.2 and the VRR number is 5555, enter
173.26.120.2#4#5555

Alias Type

Depending on the format used to enter the information in the IP address and Alias
fields, select H.323 ID or E.164 (for multiple Recording links). E-mail ID and
Participant Number are also available.

Polycom®, Inc.

340



Recording Conferences

4 Click OK.
The Recording Link is added to the Collaboration Server unit.

Enabling the Recording Features in a Conference IVR Service

To record a conference, a Conference IVR Service in which the recording messages and DTMF codes are
activated must be assigned to the conference. The default Conference IVR Service shipped with the
Collaboration Server includes the recording-related voice messages and default DTMF codes that enable
the conference chairperson to control the recording process from the endpoint. You can modify these default
settings.

To modify the default recording settings for an existing Conference IVR Service:

1 In the RMX Management pane, click the IVR Services () button.
The IVR Services are listed in the IVR Services list pane.

2 To modify the default recording settings, double-click the Conference IVR Service or right-click and
select Properties.

The Conference IVR Service Properties dialog box is displayed.

3 To assign voice messages other than the default, click the General tab and scroll down the list of
messages to the recording messages.

3 Global

> Welcome Conferance IWR Service Mars:

3» Conference Chairpersan

3 Conference Password

3 General

> Roll Call/Motifications MNarne 7 |Message File

3 Video Services Mute all On

> DTHF Codes Participant Help Menu

o LR Password Changed Successfu

Recarding Failed Recarding_Failed wav
Recarding In Progress Recarding_in_Progress.may
Request Billing Code

Requires Chairperson

Ringing Tone

Self Mute

Self Unmute

4 Select the Recording In Progress message, and then select the appropriate message file (by
default, Recording_in_Progress.wav) from the file list to the right of the field.

5 Select the Recording Failed message, and then select the appropriate message file (by default,
Recording_Failed.wav) from the file list to the right of the field.

To modify the default DTMF codes, click the DTMF Codes tab.
7 To modify the DTMF code or permission for a recording function:

a Select the desired DTMF name (Start, Stop or Pause Recording), click the DTMF code entry and
type a new code.
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Default DTMF Codes assigned to the recording process

Recording Operation DTMF Code Permission
Start or Resume Recording *2 Chairperson
Stop Recording *3 Chairperson
Pause Recording *1 Chairperson

b Inthe Permission entry, select whether this function can be used by all conference participants
or only the chairperson.

8 Click OK.

Enabling the Recording in the Conference Profile

To be able to record a conference, the recording options must be enabled in the Conference Profile
assigned to it. You can add recording to existing Profiles by modifying them.

To enable recording for a conference:
1 In the Collaboration Server Management pane, click the Conference Profiles (%) button.

The Conference Profiles list is displayed.

2 Create a new profile by clicking the New Profile ( l%P'ﬂ*‘) button or modify an existing profile by
double-clicking or right-clicking an existing profile and then selecting Profile Properties.

If creating a new profile, complete the conference definition. For more information on creating Profiles
see Defining AVC CP Conferencing Profiles.
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3

4 Select the Enable Recording check box.
5 Define the following parameters
Conference Profile Recording Parameters:
Parameter Description
Enable Recording Select to enable Recording Settings in the dialog box.
Recording Link Select a recording link for the conference from the list.
Start recording Select one of the following:

In the Profile Properties dialog box, click the Recording tab.

3 General

R rivmnced Display Name: ’m
3 Gathering Settings Line Rate: ’W‘
5 Video Quality
= Vidan Satongs Conferencing Made: [CF Continuous Presence) ]
5 Audio Settings
3 skins
> R Recording Link
5 Recording e
5 Site Names
5 Message Overlay Start Recording
3 Network Services [Immediately =
[~ Audio Only

¥ Display Recording Icon

¢ Immediately — conference recording is automatically started upon

connection of the first participant.

¢ Upon Request — the operator or chairperson must initiate the

recording (manual).

Audio only Select this option to record only the audio channel of the conference.

Note:

An Audio Only Recording Link cannot be used to record a conference
if there are no Voice resources allocated in the Video/Voice Port

Configuration.
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Parameter

Description

Display Recording
Icon

Select this option to display Recording Indication to all conference
participants informing them that the conference is being recorded.
The recording icon is replaced by a Paused icon when conference

recording is paused.

6 Click OK.

Recording is enabled in the Conference Profile.

Recording Link Encryption

The Recording Link can be encrypted when recording an encrypted conference. The encryption of the
Recording Link is enabled when Encryption is selected in the Conference Profile on the Collaboration

Server and on the RSS, and the system flag
ALLOW_NON_ENCRYPT_RECORDING_LINK_IN_ENCRYPT_CONF is set to NO.

Recording Link Encryption Guidelines:

e The Recording Link connection type must be H.323.
e The Recording Link uses the AES encryption format.

e The RSS 4000 recorder must be set to support encryption. For more information see the RSS 4000

User Manual.

e Encryption must be selected in the Conference Profile.

Recording Link Encryption Flag Setting

Recording Links are treated as regular participants, however if the

ALLOW_NON_ENCRYPT_RECORDING_LINK_IN_ENCRYPT_CONF System Flag is set to YES a

non-encrypted Recording Link is to be allowed to connect to an encrypted conference.

The following table summarizes the connection possibilities for a Recording Link that is to be connected to
a conference for each of the conference profile and Entry Queue encryption options.

Connections by Recording Link and Conference Encryption Settings

Conference Profile
Setting

Recording Link Connection Status according to flag:
ALLOW_NON_ENCRYPT_RECORDING _

LINK_IN_ENCRYPT_CONF

YES

NO

Encrypt All

Connected encrypted if possible,
otherwise connected
non-encrypted.

Connected only if encrypted,
otherwise disconnected.

No Encryption

Connected non-encrypted.

Connected non-encrypted.

Encrypt when possible

Connected encrypted if possible,
otherwise connected
non-encrypted.

Connected encrypted if possible,
otherwise connected
non-encrypted.
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Recording Link Settings

The recording of encrypted conferences via an encrypted Recording Link is enabled in the Conference
Profile by:

e Selecting the Encryption option (Encrypt All or Encrypt when Possible) in the Advanced tab.
For more details, see Packet Loss Compensation (LPR and DBA) AVC CP Conferences.

e Setting the Recording options in the Recording tab. For more details, see Enabling the Recording in
the Conference Profile.

Managing the Recording Process

When a conference is started and recording is enabled in its Profile, the system will automatically start the
recording if the Start Recording parameter is set to immediately. If it is set to Upon Request, the system waits
for the chairperson or Collaboration Server userd€™s request. Once the recording is initiated for a
conference, the MCU connects to the recording device (Capture Server). The connection that is created
between the conference and the recording device is represented as a special participant (Recording) whose
name is the Recording Link. Once the recording has started, the recording process can be stopped and
restarted from the Chairperson’s endpoint (using DTMF codes) or from the Collaboration Server Web Client.
After the recording process has finished, the recording can be identified in the Capture Server by its
Collaboration Server conference name.

A conference participant and the Recording Link cannot have identical names, otherwise the
K recording process will fail.

Recording Layout

When the video layout of the conference is set to Auto Layout, the recording of the conference will now
include all the conference participants and not n-1 participants as in previous versions.

In the new Auto Layout algorithm, the Recording Link is counted as a “participant” and therefore it is
excluded from the layout display used for the recording. The layout used for the other participants will
behave as in the “standard” Auto Layout behavior.

The Recording Link Layout can be changed during an ongoing conference in the same manner as for any
other conference participant. For more information see the Participant Level Monitoring.

The default settings for Auto Layout for the conference and the Recording Link are summarized in the
following table:

Recording Link Default Layout Settings (Auto Layout Mode)

Conference Auto Layout Default Recording Link Auto Layout
Participants Settings Settings

0 Not applicable Not applicable

1 D D
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Conference Auto Layout Default Recording Link Auto Layout

Participants Settings Settings
2
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When Capture Server dials in MCU for conference recording, you can choose the video layout from the
Capture Server Admin Ul. The following layout is supported by the Collaboration Server.

e Auto: automatic layout setting at the Collaboration Server side.
e Single View: record 1*1 layout

e Dual View: record 1*2 layout.The default settings for Auto Layout of the Recording Link cannot be
changed, and the Auto Layout flags do not apply to the Recording Link Auto Layout default settings.

Using the Collaboration Server Web Client to Manage the Recording
Process

To manage the recording process using the right-click menu:

e Right-click the Recording participant in the conference and select from one of the following options:
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- A )
G Eo @ == E B

MNarme |Status |ROIe |IPAddre|AIias Na|Netw0rk|DiaIing |Audi0 |Video |E

= Logistics {5 participants)

fax Recording <= Conn 172.22. Recordi H.323 43 Dial =]
fay Bill Watson =@ Conn 172.22. H.323 43 Dial
fax BradPeterson <= Conn 172.22. H.323 43 Dial
fax Holly Bramson <= Conn 172.22. H.323 43 Dial
fax Maria Vallance = Conn 192.22, H.323 43 Dial

Recording Participant Right-click Options

Name Description

Suspend Video The Suspend Video option prevents the incoming video of the recording link
participant to be part of the conference layout.

The Recording Link participant is set by default to Suspend Video. The Suspend
Video option toggles with the Resume Video option.

Resume Video The Resume Video option enables the incoming video of the recording link
participant to be part of the conference layout.

This feature may be used to play back previously recorded video or audio feeds in
the conference layout. For more information, see the RSS 4000 User Guide.

Participant Properties = The Participant Properties option displays viewing only information for monitoring,
e.g. communication capabilities and channels used to connect to the conference.
Users will not be able to perform any functional requests from this window, i.e.
disconnect, change layout and mute.

To manage the recording process using the Conference toolbar:

In the Conferences pane, click one of the following buttons in the Conference tool bar.

onferences

g ¥ 5 e = 2
Display Name |Statu5 |ID |5tar‘t Time
% Marketing l‘-, Empt 91106 15:20

|

Sy Logistics /Iy Empt 00947  15:20

2% SUPPORT /Iy Empt 33421  15:20

The recording buttons will only be displayed in the conference tool bar for a conference that is
recording-enabled.
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Conferences List -

Recording Tool bar buttons

Button Description
- Start/Resume recording. This button toggles with the Pause button.
Stop recording.
- p g

Pause recording. This button toggles with the Start/Resume button.

Using DTMF Codes to Manage the Recording Process

By entering the appropriate DTMF code on the endpoint, the chairperson can Stop the recording (*74),
Pause it (*75), or Start/Resume the recording (*73). For more information on managing the recording
process via DTMF codes, see the RSS 2000 User’s Guide.

Polycom®, Inc.

348



Users, Connections, and Notes

Collaboration Server Users

Collaboration Server Web Client users are defined in the User’s table and can connect to the MCU to
perform various operations.

A maximum of 100 users can be defined per MCU.

User Types

The MCU supports the following user Authorization Levels:
» Administrator

Operator

Machine Account (Application-user)

Administrator Read-only

Chairperson

Auditor

YV V V VYV V

Users with Auditor authorization level cannot connect to the Collaboration Server via the RMX Manager
‘J‘;J/ application and must use the Collaboration Server Web Client.

The authorization level determines a user’s capabilities within the system.

Administrator

An administrator can define and delete other users, and perform all configuration and maintenance tasks.

Administrator Read-only

A user with Administrator permission with the same viewing and monitoring permissions of a regular
Administrator. However, this user is limited to creating system backups and cannot perform any other
configuration or conference related operation.

Operator

An Operator can manage Meeting Rooms, Profiles, Entry Queues, and SIP Factories, and can also view
the Collaboration Server configurations, but cannot change them.

Administrator and Operator users can verify which users are defined in the system. Neither of them can view
the user passwords, but an Administrator can change a password.

Chairperson

A Chairperson can only manage ongoing conferences and participants. The Chairperson does not have
access to the Collaboration Server configurations and utilities.
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Auditor

An Auditor can only view Auditor Files and audit the system.

Machine Account

User names can be associated with servers (machines) to ensure that all users are subject to the same
account and password policies. For more details, see Machine Account.

Listing Users

The Users pane lists the currently defined users in the system and their authorization levels. The pane also
enables the administrators to add and delete users.

The system is shipped with a default Administrator user called POLYCOM, whose password is POLYCOM.
However, once you have defined other authorized Administrator users, it is recommended to remove the
default user.

You can view the list of users that are currently defined in the system.

To view the users currently defined in the system:
8]
1 In the RMX Management pane, click the Users (| ﬁi:i) button.
The Users pane is displayed.
L ) —

|:'q'4}= %

User MName |Auth0rizati0n Level |Disab|ed |L0c:|-<ed |
£ PoLrcom Adrninistrator Mo Mo

ﬁ chair Chairperson Mo Mo

) suPPORT adrministrator Mo Mo

The list includes three columns: User Name, Authorization Level and Disabled.
The User Name is the login name used by the user to connect to the MCU.

The Authorization indicates the Authorization Level assigned to the User: Administrator,
Administrator Read-only, Operator, Chairperson or Auditor.

Disabled indicates whether the user is disabled and cannot access the system unless enabled by
the administrator. For more details, see Disabling a User.

Locked indicates whether the user has been locked out and cannot access the system unless
enabled by the administrator.

Adding a New User

Administrators can add new users to the system.

The User Name and Password must be in ASCII.
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To add a new user to the system:

8]
1 In the RMX Management pane, click the Users (! Il:z-) button.
2 The Users pane is displayed.
[}

3 Click the New User () button or right-click anywhere in the pane and then click New User.
The User Properties dialog box opens.

OserFroperties

User Marne: r
Password: r
Autharization Level: 'm

™ Associate with a machine

FQDM :

4 In the User Name text box, enter the name of the new user. This is the login name used by the user
when logging into the system.

5 Inthe Password text box, enter the new user’s password. This will be the user’s password when
logging into the system.

6 In the Authorization Level list, select the user type: Administrator, Administrator Read-Only,
Operator, Chairperson or Auditor.

7 Optional. To associate a user with a machine:
a Inthe User Properties dialog box, select the Associate with a machine check box.

b Enter the FQDN of the server that hosts the application who’s application-user name is being
added. Example: cmal.polycom. com

8 Click OK.
The User Properties dialog box closes and the new user is added to the system.

Deleting a User

To delete a user, you must have Administrator authorization. The last remaining Administrator in the
Users list cannot be deleted.

In the RMX Management pane, click the Users (IH:H) button.

2 Select the user and click the Delete (@) button or right-click the user and then click Delete User.
The system displays a confirmation message.

3 In the confirmation dialog box, select Yes to confirm or No to cancel the operation.
If you select Yes, the user name and icon are removed from the system.
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Changing a User’s Password

Users with Administrator authorization can change their own password and other users’ passwords. Users
with Operator authorization can change their own password.

To change a user’s password:
1 In the RMX Management pane, click the Users (Iﬁl:%) option.
2 Right-click the user and click Change User Password.
The Change Password dialog box opens.

Delete User
Change User Password

Rename User

nange Fassword

Disable User

User Properties

Old Password: |

MNew Password: |

Confirm New Password: |

3 Enter the OIld Password (current), New Password and Confirm the New Password.

The Password must be in ASCII.

4 Click OK.
The user’s password is changed.

Disabling a User

An administrator can disable an enabled user. An indication is displayed in the Users List when the User is
disabled. An administrator can enable a disabled User.

To disable a user:

L8]
1 In the RMX Management pane, click the Users (!l Il:‘-) button.
The Users pane is displayed.
2 In the Users pane, right-click the user to be disabled and select Disable User in the menu.
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iy ¥
User Marne |F\uthori2atinn Lewvel |Disab|eu:|
| POLYCOM Administrator Mo
Delete User

Change User Password
Rename User

Disable User

User Properties

A confirmation box is displayed.

RMX 2000

5|

9
\-‘/ Are you sure you want to disable marina ?

3 Click YES.
The User status in the Users list - Disabled column changes to Yes.

Enabling a User

An administrator can enable a User who was disabled manually by the administrator.

To enable a user:
oy
1 In the RMX Management pane, click the Users (I Il:z-) button.
The Users pane is displayed.

2 Right-click the user to be enabled and select Enable User.

& X
User Name |nuthorization Lewel |Disab|ed
i m Operator No
& PoLvcom Administrator No
Hfs) ; :
L) e

Delete User

hange User Password

Rename User

Enable User

User Propetties

A confirmation box is displayed.
3 Click YES.
The User status in the Users list - Disabled column changes to NO.
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Renaming a User

To rename a user:

0

1 In the RMX Management pane, click the Users (!l Il:*-) button.
The Users pane is displayed.

2 Right-click the user to be renamed and select Rename User.

|P-1}.1 %
User Mame |Auth0ri2ati0n Lewvel |Disab|ed
(7 POLYCOM Adrministrator Mo

Delete User
Change User Password
Rename User

Dizable User

User Properties

The Rename User dialog box is displayed.

Mew User Mame:

3 Enter the user’s new name in the New User Name field and click OK.
The user is renamed and is forced to change his/her password.

Machine Account

User names can be associated with servers (machines) to ensure that all users are subject to the same
account and password policies.

For enhanced security reasons it is necessary for the Collaboration Server to process user connection
requests in the same manner, whether they be from regular users accessing the Collaboration Server via
the Collaboration Server Web Browser | RMX Manager or from application-users representing applications
such as CMA and RealPresence DMA system.

Regular users can connect from any workstation having a valid certificate while application-users
representing applications can only connect from specific servers. This policy ensures that a regular user
cannot impersonate an application-user to gain access to the Collaboration Server in order to initiate an
attack that would result in a Denial of Service (DoS) to the impersonated application.

The connection process for an application-user connecting to the Collaboration Server is as follows:
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The application-user sends a connection request, including its TLS certificate, to the Collaboration
Server.

The Collaboration Server searches its records to find the FQDN that is associated with the
application-user’s name.

If the FQDN in the received certificate matches that associated with application-user, and the
password is correct, the connection proceeds.

Guidelines for defining a machine account

Application-users are only supported when TLS security is enabled and Request peer certificate is
selected. TLS security cannot be disabled until all application-user accounts have been deleted from
the system.

For Secure Communications, an administrator must set up on the Collaboration Server system a
machine account for the RealPresence CMA/DMA system with which it interacts. This machine
account must include a fully-qualified domain name (FQDN) for the RealPresence CMA/DMA
system.

Application-user names are the same as regular user names.
Example: the CMA application could have an application-user name of CMA1.

The FQDN can be used to associate all user types: Administrator, Operator with the FQDN of a
server.

Multiple application-users can be configured the same FQDN name if multiple applications are
hosted on the same server

If the system is downgraded the application-user’s FQDN information is not deleted from the
Collaboration Server's user records.

A System Flag, PASS_EXP_DAYS_MACHINE, enables the administrator to change the password
expiration period of application-user’s independently of regular users. The default flag value is 365
days.

The server hosting an application-user whose password is about to expire will receive a login
response stating the number of days until the application-user’s password expires. This is determined
by the value of the PASSWORD_EXPIRATION_WARNING_DAYS System Flag. The earliest
warning can be displayed 14 days before the password is due to expire and the latest warning can
be displayed 7 days before passwords are due to expire. An Active Alarm is created stating the
number of days before the password is due to expire.

The MIN_PWD_CHANGE_FREQUENCY_IN_DAYS System Flag does not effect application-user
accounts. Applications typically manage their own password change frequency.

If an application-user identifies itself with an incorrect FQDN, its account will not be locked, however
the event is written to the Auditor Event File.

If an application-user identifies itself with a correct FQDN and an incorrect password, its account will
be locked and the event written to the Auditor Event File.

An application-user cannot be the last administrator in the system. The last administrator must be
regular user.

User names are not case sensitive.

Monitoring

An application-user and its connection is represented by a specific icon.
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Active Directory

e When working with Active Directory, CMA, RealPresence DMA system, and cannot be registered

within Active Directory as regular users. CMA and RealPresence DMA system application-users

must be manually.

e The only restriction is that TLS mode is enabled together with client certificate validation.
e If the above configuration are set off it will not be possible to add machine accounts.

e \When setting the TLS mode off the system should check the existence of a machine account and

block this operation until all machine accounts are removed.

Connections

The Collaboration Server enables you to list all connections that are currently logged into the MCU, e.g.

users, servers or AP| users. The MCU issues an ID number for each login. The ID numbers are reset

whenever the MCU s reset.
A maximum of 50 users can be concurrently logged in to the MCU.

Viewing the Connections List

To list the users who are currently connected to the MCU:
Ros

1 In the Collaboration Server Management pane, click the Connections (Ellil) button.

A list of connected users is displayed in the Connections pane.
[Connections (30T aa

Login Narme |Auth0rizati0n Level |L0gin Time |W0rkstati0n |
f‘ﬂ POLYCOM Administrator 9/20/2006 4:44 PM EMA FS-VARDAL-LT

,§|j POLYCOM Administrator 9/20/2006 7:18 PM EMA F5-ZIVN

,§|j POLYCOM Administrator 9/20/2006 10:46 AM  F3-NOAL

The information includes:
» The user’s login name.

The user’s authorization level (Chairperson, Operator, Administrator or Auditor).

>
» The time the user logged in.
» The name/identification of the computer used for the user’s connection.

Notes

Notes are the electronic equivalent of paper sticky notes. You can use notes to write down questions,

important phone numbers, names of contact persons, ideas, reminders, and anything you would write on

note paper. Notes can be left open on the screen while you work.

Notes can be read by all system Users concurrently connected to the MCU. Notes that are added to the
Notes list are updated on all workstations by closing and re-opening the Notes window. Notes can be written

in any Unicode language.
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Using Notes

To create a note:

1 On the Collaboration Server menu, click Administration > Notes.

The Notes window opens.
I

X
Mote V| Last Modified Y|M0dified By V|M0d\fied Fram V|
Haggai (#483) is using 191,95 7/13/2006 5:35 AM POLYCOM EMA.F3i-HAGAIGE ]
7/18/2006 11:31 AM FOLTCOM EMA Fa-ANDREWE
Ori (#269) is working on 189,178 7/12/2006 9:46 AM FOLTCOM EMAF3-HAGAIGE
test 8/16/2006 2:36 PM FOLTCOM EMA.F4-BBI-LAP

2 In the Notes toolbar, click the New Note () button, or right-click anywhere inside the Notes
window and select New Note.

3 Inthe Note dialog box, type the required text and click OK.
The new note is saved and closed. The Notes list is updated, listing the new note and its properties:
» Note — The beginning of the note’s text.
» Last Modified — The date of creation or last modification.
» Modified By — The Login Name of the user who last modified the note.
» Modified From — The Client Application and Workstation from which the note was created or

modified.
D T
%
Note ¥|Last Modified w|Modified By | Madified From v|
Haggai (#483) is using 191,95 7/13/2006 8:38 AM POLYCOM EMA FI-HAGAIGE g

To open or edit a note:

e Double-click the entry to edit, or right-click the entry and select Note Properties.
The note opens for viewing or editing.
To delete a note:

1 In the Notes list, select the entry for the note to delete and click the Delete Note button (), or
right-click the entry and select Delete Note.

A delete confirmation dialog box is displayed.
2 Click OK to delete the note, or click Cancel to keep the note.
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To enable the Collaboration Server to function within IP network environments, network parameters must
be defined for the /P Network Services.

The Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence®
Collaboration Server Virtual Edition allows you only to view the parameters of the IP Network
Services in the RealPresence Collaboration Server Web Client or the RMX Manager, but you cannot
define a new IP Network Service or modify the parameters of an existing Network Service.
Attempting to do so may cause unexpected results, including complete inability to use or access the
RealPresence Collaboration Server. These settings can be modified only using the text user
interface. For more information, see the Manual IP Configuration.

The configuration dialog boxes for the IP network services are accessed via the Collaboration Server
Management pane of the Collaboration Server Web Client.

1) Polycom RealPresence® Collaboration Server 800s
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IP Network Services

Two IP Services are defined for the Collaboration Server:
o Management Network
e Default IP Service (Conferencing Service)

Dial in, dial out connections and Collaboration Server management are supported within the following IP
addressing environments:

o |Pv4
e |Pv6
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o |Pv6 & IPv4

When IPv4 is selected, IPv6 fields are not displayed and conversely when IPv6 is selected, IPv4 fields are
not displayed. When IPv6 & IPv4 is selected both IPv6 and IPv4 fields are displayed.

For the purposes of comprehensive documentation, all screen captures in this chapter show the dialog
boxes as displayed with IPv6 & IPv4 selected.

Management Network (Primary)

The Management Network is used to control the Collaboration Server, mainly via the Collaboration Server
Web Client application. The Management Network contains the network parameters, such as the IP address
of the Control Unit, needed for connection between the Collaboration Server unit and the Collaboration
Server Web Client. This IP address can be used by the administrator or service personnel to connect to the
Control Unit should the MCU become corrupted or inaccessible.

In the RealPresence Collaboration Server 800s, the Management Network parameters can be set either via
a USB memory stick or by using a cable to create a private network, during First Time Power-up. For more
information, see thePolycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started
Guide, Installing the RealPresence Collaboration Server 800s and Appendix G - Configuring Direct
Connections to the Collaboration Server.

In the RealPresence Collaboration Server Virtual Edition with DHCP available, the Management Network
parameters are automatically set during First Time Power-up and whenever the Collaboration Server is
restarted. In the RealPresence Collaboration Server Virtual Edition without DHCP available, the
Management Network properties must be set manually. For more information, see the Polycom®
RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide, Manual IP Configuration.

Default IP Service (Conferencing Service - Media and signaling)
The Default IP Service (media and signaling) is used to configure and manage communications between
the Collaboration Server and conferencing devices such as endpoints, gatekeepers, SIP servers, etc.
The Default IP Service contains parameters for:

e Signaling Host IP Address

e External conferencing devices
Calls from all external IP entities are made to the Signaling Host, which initiates call set-up.
Conferencing related definitions such as environment (H.323 or SIP) are also defined in this service.

On the RealPresence Collaboration Server 800s, most of the Default IP Service is configured by the Fast
Configuration Wizard, which runs automatically should the following occur:

e First time power-up.

e Deletion of the Default IP Service, followed by a system reset.
On the RealPresence Collaboration Server Virtual Edition with DHCP available, the Default IP Service
parameters are automatically set during First Time Power-up and whenever the Collaboration Server is
restarted. On the RealPresence Collaboration Server Virtual Edition without DHCP available, the Default IP

Service properties must be set manually. For more information, see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Manual IP Configuration.
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MCU must be reset.

Changes made to any of these parameters only take effect when the Collaboration Server is reset. An
Active Alarm is created when changes made to the system have not yet been implemented and the

Modifying the Management Network in the RealPresence Collaboration

Server 800s

The Management Network parameters need to be modified if you want to:

e Connect directly to the Collaboration Server from a workstation

e Modify routes
e Modify DNS information

To view or modify the Management Network Service:

1 In the RMX Management pane, click the IP Network Services (@) button.
2 Inthe IP Network Services list pane, double-click the Management Network (@) entry.

The Management Network Properties - IP dialog box opens.

3 Modify the following fields:

RealPresence Collaboration Server 800s - Default Management Network Service — IP

Field Description

Network Service Name | Displays the name of the Management Network. This name cannot be modified.

Note: This field is displayed in all Management Network Properties tabs.

IP Version IPv4

Select this option for IPv4 addressing only.

IPv6

Select this option for IPv6 addressing only.

IPv4 & IPv6

Polycom®, Inc.

Select this option for both IPv4 and IPv6 addressing.
Note: If the gatekeeper cannot operate in IPv6
addressing mode, the H323_RAS_IPV6 System Flag
should be set to NO.

For more information see Manually Added Flags -
CS_MODULE_PARAMETERS Tab.
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Field

Description

IPv6 Configuration
Method

Manual Configuration
Method is
recommended with
IPv6.

Auto (Stateless)

Select this option to allow automatic generation of the
following addresses:

¢ Link-Local (For internal use only)
e Site-Local
* Global

Manual

Select his option to enable manual entry of the
following addresses:

e Site-Local
¢ Global

Manual configuration of the following address types is
not permitted:

¢ Link-Local
¢ Multicast
* Anycast

Control Unit IP Address

Polycom®, Inc.

IPv4

The IPv4 address of the Collaboration Server. This IP
address is used by the Collaboration Server Web
Client to connect to the Collaboration Server.

IPv6

The IPv6 address of the MCU. This IP address is used
by the Collaboration Server Web Client to connect to
the Collaboration Server.

Note: Internet Explorer 7™ is required for the

Collaboration Server Web Client to connect to the
MCU using IPv6.

All Click the All button to display the IPv6

addresses as follows:

¢ Auto - If selected, Site-Local and Global
site addresses are displayed.

¢ Manual - If selected, only the Manual site
address is displayed.
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Field Description

Shelf Management IPv4 The IPv4 address of the RMX Shelf Management
IP Address Server. This IP address is used by the Collaboration
Server Web Client for Hardware Monitoring
purposes.

IPv6 The IPv6 address of the RMX Shelf Management
Server. This IP address is used by the Collaboration
Server Web Client for Hardware Monitoring
purposes.

Note: Internet Explorer 7™ is required for the

Collaboration Server Web Client to connect to the
MCU using IPv6.

All Click the All button to display the IPv6
addresses as follows:

¢ Auto - If selected, Site-Local and Global
site addresses are displayed.

* Manual - If selected, only the Manual site
address is displayed.

Subnet Mask Enter the subnet mask of the Control Unit.
Note: This field is specific to IPv4 and is not displayed in IPv6 only mode.

4 Click the Routers tab.

Management NEtWork Properties h

5 P

> Routers et s Saries Mamwes e
5 DNS

iEennnny

» Whitelist Default Router IP Address:

1Pv4: |10.226.106.1

1Pv6: [[280:217:dff f=3:9400/64

Static Routes:

Router IP Addrasi Remote IP Addr4 Subnet Mask Remote Type
0.0.0.0 0.0.0.0 0.0.0.0 Network
0.0.0.0 0.0.0.0 0.0.0.0 Network
0.0.0.0 0.0.0.0 0.0.0.0 Network
0.0.0.0 0.0.0.0 0.0.0.0 Network
0.0.0.0 0.0.0.0 0.0.0.0 Network

5 Modify the following fields:
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RealPresence Collaboration Server 800s - Default Management Network Service — Routers

Field

Description

Default Router
IP Address

IPv4

IPv6

Enter the IP address of the default router. The default router
is used whenever the defined static routers are not able to
route packets to their destination. The default router is also
used when host access is restricted to one default router.

Static Routes IPv4 Only
Table

The system uses Static Routes to search other networks
for endpoint addresses that are not found on the local LAN.

Up to five routers can be defined in addition to the Default
Router. The order in which the routers appear in the list
determines the order in which the system looks for the
endpoints on the various networks. If the address is in the
local subnet, no router is used.

To define a static route (starting with the first), click the
appropriate column and enter the required value.

Router IP
Address

Enter the IP address of the router.

Remote IP
Address

Enter the IP address of the entity to be reached outside the

local network. The Remote Type determines whether this

entity is a specific component (Host) or a network.

* If Hostis selected in the Remote Type field, enter the IP
address of the endpoint.

* If Network is selected in the Remote Type field, enter of
the segment of the other network.

Remote Subnet
Mask

Enter the subnet mask of the remote network.

Remote Type

Select the type of router connection:

* Network — defines a connection to a router segment in
another network.

* Host — defines a direct connection to an endpoint found
on another network.
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6 Click the DNS tab.

Management Network Properties .

> IP
3 Routers Metwork Service Name: Management Network
> DNS
3 Security
3> WhiteList
MCU Host Name: PolycomMCL
DNS: Off -
-
Local Domain Name:

DNS Servers Addresses
Primary Server:
Secondary Server:

Tertiary Server:

7 Modify the following fields:

RealPresence Collaboration Server 800s - Default Management Network

Service — DNS

Field

Description

MCU Host Name

Enter the name of the MCU on the network.
Default name is RMX

DNS

Select:

» Off — if DNS servers are not used in the network.

* Specify — to enter the IP addresses of the DNS servers.

Note: The IP address fields are enabled only if Specify is selected.

Register Host Names
Automatically to DNS
Servers

Select this option to automatically register the MCU Signaling Host and Shelf
Management with the DNS server.

Local Domain Name

Enter the name of the domain where the MCU is installed.

DNS Servers Addresses:

Primary Server

Secondary Server

Tertiary Server

The static IP addresses of the DNS servers.
A maximum of three servers can be defined.
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The Secuity and Whitelist tabs are not supported in the RealPresence Collaboration Server 800s.

8 Click OK.
9 If you have modified the Management Network Properties, reset the MCU.

Modifying the Default IP Network Service in the RealPresence
Collaboration Server 800s

The Default IP Service parameters need to be modified if you want to change the:
e Network type that the Collaboration Server connects to
e |P address of the Collaboration Server Signaling Host
o Gatekeeper parameters or add gatekeepers to the Alternate Gatekeepers list
e SIP server parameters

Fast Configuration Wizard

The Fast Configuration Wizard enables you to configure the Default IP Service. It starts automatically if no
Default IP Network Service is defined. This happens during First Time Power-up, before the service has
been defined or if the Default IP Service has been deleted, followed by an Collaboration Server restart.

The IP Management Service tab in the Fast Configuration Wizard is enabled only if the factory default
Management IP addresses were not modified.

If the Fast Configuration Wizard does not start automatically, the Default IP Service must be modified
through the IP Network Properties dialog boxes.

To view or modify the Default IP Service:

1 In the Collaboration Server Management pane, click IP Network Services (@ )
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SIP
2 In the Network list pane, double-click the Default IP Service (@5, @P, or "3) entry.
The Default IP Service - Networking IP dialog box opens.

PNetwork Service Properties

s Networking
3 1P
3 Routers

» Conferencing

Network Service Name: [P Networke Service:

IP Network Type: H3234SIP -

3 Gatekeeper
3 Ports

3 Qos

3 SIP Servers
3 Security

3 SIP Advanced

Signaling Host IP Address:

1Pv4: |10.234 104 93

Media 1 IP Address:

1Pv4: |10.234 10493

Subnet Mask: 255.255.255.0

[ Service Configuration

3 Modify the following fields:

RealPresence Collaboration Server 800s - Default IP Network Service — IP

Field

Description

Network Service
Name

The name Default IP Service is assigned to the IP Network Service by the Fast
Configuration Wizard. This name can be changed.

Note: This field is displayed in all IP Signaling dialog boxes and can contain
character sets that use Unicode encoding.

IP Network Type

Displays the network type selected during the First Entry configuration. The Default
IP Network icon indicates the selected environment.

You can select:
e H.323: For an H.323-only Network Service.
¢ SIP: For a SIP-only Network Service.

¢ H.323 & SIP: For an integrated IP Service. Both H.323 and SIP participants can
connect to the MCU using this service.

Note: This field is displayed in all Default IP Service tabs.

Signaling Host IP

Enter the address to be used by IP endpoints when dialing in to the MCU.

Address Dial out calls from the Collaboration Server are initiated from this address.

This address is used to register the RMX with a Gatekeeper or a SIP Proxy server.
Media Card 1 Enter the address to be used by IP endpoints when dialing in to the MCU.
IP Address
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Field

Description

Subnet Mask

Enter the subnet mask of the MCU.

Default value: 255.255.255.0.

4 Click the Routers tab.

PNetwork Service Properties

> Networking
3 IP
5 Routers

>» Conferencing

Network Service Name:

IP Network Type:

IP Network Service

H.323 & SIP >

3 Gatekeeper
> Ports

3 QoS

> SIPServers
3 Security

5 SIP Advanced

Default Router IP Address:

IPva: 102341044

Static Routes

Router [P Addred Remote [P Addrd subnet Mask

Remate Type

0.0.0.0 0.0.0.0
0.0.0.0 0.0.0.0
0.0.0.0 0.0.0.0
0.0.0.0 0.0.0.0
0.0.0.0 0.0.0.0

255.255.255.0
255.255.255.0
255.255.255.0
255.255.255.0

255.255.255.0

Network
Network
Netwark
Network

Network

With the exception of IP Network Type, the field definitions of the Routers tab are the same as for the

Default Management Network. For more information see step 3.

5 Optional. Click the DNS tab.
Settings in this dialog box are relevant to Multiple Network Services only.
For more information see NAT (Network Address Translation) Traversal.
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6 Click the Gatekeeper tab.

IP Network Service Properties

5 Networking

3 IP

v

¥

Ports
Qos

L

Routers

Conferencing

Metwork Service Name:

IP Network Type:

1P Metwork Servics

H323&SIP -

Gatekeeper

SIP Servers
Security
SIP Advanced

Gatekeeper:
Primary Gatekeeper

IP Address or Name:
Backup Gatekeeper

IP Address or Name:
MCU Prefix in Gatekeeper:

[T Register as Gateway

Service Mode:

Refresh Registration every:

Aliases:

Ca—
—

—
—

board_hunting

120 seconds

Alias Type

None

Nong

None

Nong

None

7 Modify the following fields:
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RealPresence Collaboration Server 800s - Default IP Service — Conferencing — Gatekeeper

Field

Description

Gatekeeper

Select Specify to enable configuration of the gatekeeper IP address.
When Off is selected, all gatekeeper options are disabled.

Primary Gatekeeper
IP Address or Name

Note: When in
IPv4&IPv6 or in

Enter either the gatekeeper’s host name as registered in the
DNS or IP address.

Alternate Gatekeeper
IP Address or Name

IPv6 mode, it is
easier to use
Names instead of
IP Addresses.

Enter the DNS host name or IP address of the gatekeeper
used as a fallback gatekeeper used when the primary
gatekeeper is not functioning properly.

MCU Prefix in
Gatekeeper

Enter the number with which this Network Service registers in the gatekeeper. This
number is used by H.323 endpoints as the first part of their dial-in string when
dialing the MCU.

Register as Gateway

Select this check box if the Collaboration Server is to be seen as a gateway, for
example, when using a Cisco gatekeeper.

Refresh Registration
every __ seconds

The frequency with which the system informs the gatekeeper that it is active by

re-sending the IP address and aliases of the system to the gatekeeper. If the

system does not register within the defined time interval, the gatekeeper will not

refer calls to he system until it re-registers. If set to 0, re-registration is disabled.

Note:

e Itis recommended to use default settings.

* Thisis are-registration and not a ‘keep alive’ operation — an alternate gatekeeper
address may be returned.

Aliases:
Alias The alias that identifies the Collaboration Server’s Signaling Host within the
network. Up to five aliases can be defined for each Collaboration Server.
Note: When a gatekeeper is specified, at least one alias must be entered in the
table.
Additional aliases or prefixes may also be entered.
Type The type defines the format in which the system alias is sent to the gatekeeper.
Each alias can be of a different type:
¢ H.323 ID (alphanumeric ID)
e E.164 (digits 0-9)
e Email ID (email address format,
e.g. abc@example.com)
e Participant Number (digits 0-9, * and #)
Note: Although all types are supported, the type of alias to be used depends on the
gatekeeper’s capabilities.

Parameters
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8 Click the Ports tab.

Settings in the Ports tab allow specific ports in the firewall to be allocated to multimedia conference

calls.
5 Metworking
> 1P Hetwark Service Name: [Flewoksemes
3 Routers
. 1P Network Type: [HezzesP =]
5 Conferencing
> Gatekeeper W Fixed Ports
3 Ports
5 Gos TCP Portfrom [#5152  +to [sa72
5 SIP Servers UBF Port from [EER 50431

3 Security
3 SIP Advanced
> V35 Gateway

The port range recommended by IANA (Internet Assigned Numbers Authority) is 49152 to 65535.

The Collaboration Server uses this recommendation along with the number of licensed ports to
calculate the port range.

9 Modify the following fields:
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RealPresence Collaboration Server 800s - Default IP Service — Conferencing — Ports

Field

Description

Fixed Ports

Leave this check box cleared if you are defining a Network Service for local calls
that do not require configuring the firewall to accept calls from external entities.
When cleared, the system uses the default port range and allocates 4 RTP and
4 RTCP ports for media channels (Audio, Video, Content and FECC).

Note: When ICE Environment is enabled, 8 additional ports are allocated to
each call.

Click this check box to manually define the port ranges or to limit the number of
ports to be left open.

TCP Port from - to

Displays the default settings for port numbers used for signaling and control.

To modify the number of TCP ports, enter the first and last port numbers in the
range.

The number of ports is calculated as follows:
Number of simultaneous calls x 2 ports (1 signaling + 1 control).

UDP Port from - to

Displays the default settings for port numbers used for audio and video.
To modify the number of UDP ports:
Enter the first and last port numbers in the range, and the range must be
1024 ports.
When ICE environment is enabled, the range must be 2048 ports per media
card.

Parameters

If the network administrator does not specify an adequate port range, the system will accept the
settings and issue a warning. Calls will be rejected when the Collaboration Server’s ports are
exceeded.

10 If required, click the QoS tab.
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> Networking

> IP Network Service Name: IP Network Servics

> Routers

1P Network Type: H3234 5P -
5 Conferencin o
> Gatekeeper [ Enable
3 Ports
T s Type: Dffserv -
5 SIP Servers
3 Security
> SIP Advanced — None

Quality of Service (QoS) is important when transmitting high bandwidth audio and video information.
QoS can be measured and guaranteed in terms of:

 Average delay between packets
« Variation in delay (jitter)
* Transmission error rate

DiffServ and Precedence are the two QoS methods supported by the Collaboration Server. These
methods differ in the way the packet’s priority is encoded in the packet header.

The Collaboration Server’s implementation of QoS is defined per Network Service, not per endpoint.

The routers must support QoS in order for IP packets to get higher priority.

11 View or modify the following fields:
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RealPresence Collaboration Server 800s - Default IP Service — Conferencing — QoS

Field

Description

Enable

Select to enable the configuration and use of the QoS settings.

When un-checked, the values of the DSCP (Differentiated Services Code Point)
bits in the IP packet headers are zero.

Type

DiffServ and Precedence are two methods for encoding packet priority. The
priority set here for audio video and IP Signaling packets should match the
priority set in the router.

» DiffServ: Select when the network router uses DiffServ for priority encoding.
The default priorities for both audio and video packets is 0x31. These values
are determined by the QOS_IP_VIDEO and QOS_IP_AUDIO flags in the
system.cfq file.

The default priority for Signaling IP traffic is 0x00 and is determined by the
QOS_IP_SIGNALING flag in the system.cfg file.

For more information Modifying System Flags

* Precedence: Select when the network router uses Precedence for priority
encoding, or when you are not sure which method is used by the router.
Precedence should be combined with None in the TOS field.

The default priority is 5 for audio and 4 for video packets.

Note: Precedence is the default mode as it is capable of providing priority
services to all types of routers, as well as being currently the most common
mechanism.

Audio / Video

You can prioritize audio and video IP packets to ensure that all participants in
the conference hear and see each other clearly. Select the desired priority. The
scale is from 0 to 5, where 0 is the lowest priority and 5 is the highest. The
recommended priority is 4 for audio and 4 for video to ensure that the delay for
both packet types is the same and that audio and video packets are
synchronized and to ensure lip sync.

TOS

Select the type of Service (TOS) that defines optimization tagging for routing the
conferences audio and video packets.

¢ Delay: The recommended default for video conferencing; prioritized audio
and video packets tagged with this definition are delivered with minimal delay
(the throughput of IP packets minimizes the queue sequence and the delay
between packets).

* None: No optimization definition is applied. This is a compatibility mode in
which routing is based on Precedence priority settings only. Select None if
you do not know which standard your router supports.

Parameters
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12 Click the SIP Servers tab.

PNetwork Service Properties

Refresh Registration every:

~ Networking

> IP Network Service Name: [1P Network Service

> Routers

2% Contarencing IP Network Type: H3238 5P -
> Gatekeeper

- SIP Server: [Specty =]
3 QoS SIP Server Type: Microsoft =

5 SIP Servers

5 Security

> SIP Advanced

3600 seconds

Transport Type: TS -
Certificate Method: CsR =
SIP Servers:

Parameter Primary Server |Alternate Server

Server IPAddr  crplyncfeprdoi.
Server Domain  polycom.com

Port 5061

Outbound Proxy Servers:

Parameter Primary Server

Server IPAddr  crplyncfeprddt.polycom.com

Port 5061

13 Modify the following fields:

RealPresence Collaboration Server 800s - Default IP Network Service — SIP Servers

Field

Description

SIP Server

Select:
* Specify — to manually configure SIP servers.

e Off — if SIP servers are not present in the network.

SIP Server Type

Select:
¢ Generic - for non Microsoft environments.
¢ Microsoft - for Microsoft environments.

Refresh Registration

Polycom®, Inc.

seconds.

This defines the time in seconds, in which the Collaboration Server refreshes it's
registration on the SIP server. For example, if “3600” is entered the
Collaboration Server will refresh it's registration on the SIP server every 3600
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Field

Description

Transport Type

Select the protocol that is used for signaling between the Collaboration Server
and the SIP Server or the endpoints according to the protocol supported by the
SIP Server:

UDP - Select this option to use UDP for signaling.

TCP - Select this option to use TCP for signaling.

TLS - The Signaling Host listens on secured port 5061 only and all outgoing
connections are established on secured connections. Calls from SIP clients or
servers to non secured ports are rejected.

The following protocols are supported: TLS 1.0, SSL 2.0 and SSL 3.0.

Skip Certificate Validation

When checked, no Certificate Validation is performed.

Revocation Method

Global Responder URL

Use Responder Specified
in Certificate

Allow Incomplete
Revocation Checks

Skip Certificate Validation
for OSCP Responder

For a detailed description of these fields see the Ultra Secure Mode chapter,
Certificate Management and Certificate Revocation.

SIP Servers: Primary / Alternate Server Parameter

Server IP Address

Enter the IP address of the preferred SIP server.
If a DNS is used, you can enter the SIP server name.

Note: When in IPv4&IPv6 or in IPv6 mode, it is easier to use Names instead of
IP Addresses.

Server Domain Name

Enter the name of the domain that you are using for conferences, for example:
user name@domain name

The domain name is used for identifying the SIP server in the appropriate
domain according to the host part in the dialed string.

For example, when a call to EQ1@polycom.com reaches its outbound proxy,
this proxy looks for the SIP server in the polycom. com domain, to which it will
forward the call.

When this call arrives at the SIP server in polycom. com, the server looks for
the registered user (EQ1) and forwards the call to this Entry Queue or
conference.

Port
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Enter the number of the TCP or UDP port used for listening. The port number
must match the port number configured in the SIP server.

Default port is 5060.
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Field Description

Outbound Proxy Servers: Primary / Alternate Server Parameter

Server IP Address By default, the Outbound Proxy Server is the same as the SIP Server. If they
differ, modify the IP address of the Outbound Proxy and the listening port
number (if required).

Note: When in IPv4&IPv6 or in IPv6 mode, it is easier to use Names instead of
IP Addresses.

Port Enter the port number the outbound proxy is listening to.
The default port is 5060.

When updating the parameters of the SIP Server in the IP Network Service - SIP Servers dialog box,
the Collaboration Server must be reset to implement the change.

14 Click the Security tab.

PNEtWorK SErvice PTODETTIES

> Networking

> 1P Netwerk Service Name: IP Netwerk Servics
> Routers
IP Network Type H3238 5P ~
3 DNS
> Conferencing
3 Gatekeeper ™ s1P Authentication
> Parts
User Name:
3 QoS
> SIPServers Passwerd:
3 Security
5 SIP Advanced
I™ H.323 Authentication
User Name:
Password:

15 Modify the following fields:
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RealPresence Collaboration Server 800s - Default IP Network Service — Security (SIP Digest)

Field

Description

SIP Authentication

Click this check box to enable SIP proxy
authentication.

Select this check box only if the authentication is
enabled on the SIP proxy, to enable the Collaboration
Server to register with the SIP proxy. If the
authentication is enabled on the SIP proxy and
disabled on the RMX, calls will fail to connect to the
conferences.

Leave this check box cleared if the authentication
option is disabled on the SIP proxy.

User Name Enter the user name the Collaboration Server will use
to authenticate itself with the SIP proxy. This name
must be defined in the SIP Proxy.

Password Enter the password the Collaboration Server will use

to authenticate itself with the SIP proxy. This
password must be defined in the SIP proxy.

These fields can
contain up to 20 ASCII
characters.

H.323 Authentication

Click this check box to enable H.323 server
authentication.

Select this check box only if the authentication is
enabled on the gatekeeper, to enable the
Collaboration Server to register with the gatekeeper. If
the authentication is enabled on the gatekeeper and
disabled on the RMX, calls will fail to connect to the
conferences.

Leave this check box cleared if the authentication
option is disabled on the gatekeeper.

User Name Enter the user name the Collaboration Server will use
to authenticate itself with the gatekeeper. This name
must be defined in the gatekeeper.

Password Enter the password the Collaboration Server will use

to authenticate itself with the gatekeeper. This
password must be defined in the gatekeeper.

These fields can
contain up to 64 ASCII
characters.

If the Authentication User Name and Authentication Password fields are left empty, the SIP Digest
authentication request is rejected. For registration without authentication, the Collaboration Server
must be registered as a trusted entity on the SIP server.
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16 Optional. To configure the ICE environment, click the SIP Advanced tab.

PNetwork Service Properties

»» Networking
> P

3 Routers

3 DNS

»» Conferencing

Network Service Name:

1P Network Type:

IP Network Service
H3234SIP -

ICE Environment

None -

» Gatekeeper

3 Ports

3 Qos

> SIPServers

5 Security

> SIP Advanced

17 Modify the following fields:

RealPresence Collaboration Server 800s - Default IP Network Service — SIP Advanced

Field

Description

ICE Environment

Select MS (for Microsoft ICE implementation) to enable the ICE integration.

Server User Name

Enter the Collaboration Server User name as defined in the Active Directory.
For example, enter rmx1234.

This field is disabled if the ICE Environment field is set to None.

18 Click the OK button.
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When updating the parameters of the SIP Server in the IP Network Service - SIP Servers dialog box,
the Collaboration Server must be reset to implement the change.
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Viewing the Management Network in the RealPresence Collaboration
Server Virtual Edition

In the Polycom® RealPresence® Collaboration Server 800s and Polycom® RealPresence®
Collaboration Server Virtual Edition, these settings can only be changed in the console Text User
Interface. For more information, see the Polycom® RealPresence Collaboration Server 800s /
Virtual Edition Getting Started Guide, Manual IP Configuration on page 21.

To view the Management Network Service:

1 In the Collaboration Server RMX Management pane, click the IP Network Services (@ ) button.
2 Inthe IP Network Services list pane, double-click the Management Network (@) entry.

The Management Network Properties - IP dialog box opens.

¥ IP

> Routers Network Service Name: [Management Netwarlc
3 DNS
3 Security

1P Version: IPvd & IPvE =

IPv6 Configuration Method: | Manual =l

Contrel Unit IP Address:

1Pv4: [10.226.8.58 (eth) =
1Py6: [-/64 “

Subnet Mask:

[ _oc | concel |
The following fields can be viewed, but can not be modified:

RealPresence Collaboration Server Virtual Edition - Default Management Network Service — IP

Field Description

Network Service Displays the name of the Management Network. This name cannot be modified.

Name Note: This field is displayed in all Management Network Properties tabs.

Control Unit IP IPv4 The IPv4 address of the Collaboration Server. This IP

Address address is used by the Collaboration Server Web Client
to connect to the Collaboration Server.

Subnet Mask The subnet mask of the Management Network Service.
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W If an attempt is made to modify these settings, the message below will be displayed:

Message Alerts (1) #
Current Message Number: 1
Failed to update the Management Networlk Service: STATUS_SHM_IP_ADDRESS_CANT_BE_CHANGED _IN_SMCU
3 Click the Routers tab.
3 IP
Routers Metwork Service Name: IManagemem Network
3 DNS
3 Security
Default Router IP Address:
tpva: [1D22681
IPvE: I::
Static Routes:
Router IP Addresi Remote IP Addre{ Subnet Mask Remote Type
0.0.0.0 0.0.0.0 0.0.0.0 Netwark
0.0.0.0 0.0.0.0 0.0.0.0 Netwark
0.0.0.0 0.0.0.0 0.0.0.0 Netwark
0.0.0.0 0.0.0.0 0.0.0.0 Network
0.0.0.0 0.0.0.0 0.0.0.0 Network
The following fields can be viewed but not modified.
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RealPresence Collaboration Server Virtual Edition - Default Management Network Service —

Field Description
Default Router IPv4 The IP address of the default router. The default router is used
IP Address Y6 whenever the defined static routers are not able to route

v

packets to their destination. The default router is also used
when host access is restricted to one default router.

Static Routes

The system uses Static Routes to search other networks for
endpoint addresses that are not found on the local LAN.

Up to five routers can be defined in addition to the Default
Router. The order in which the routers appear in the list
determines the order in which the system looks for the
endpoints on the various networks. If the address is in the local
subnet, no router is used.

To define a static route (starting with the first), click the
appropriate column and enter the required value.

Router IP
Address

The IP address of the router.

Remote IP
Address

The IP address of the entity to be reached outside the local
network. The Remote Type determines whether this entity is a
specific component (Host) or a network.

* If Host is selected in the Remote Type field, enter the IP
address of the endpoint.

* If Network is selected in the Remote Type field, enter of the
segment of the other network.

Remote Subnet
Mask

The subnet mask of the remote network.

Remote Type

The type of router connection:

* Network — defines a connection to a router segment in
another network.

* Host - defines a direct connection to an endpoint found on
another network.

Routers
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4 Click the DNS tab.

> IP
3 Routers Network Service Name:

DNS

3 Security

Management Metwork

MCU Host Name:

DNS:

Local Domain Name:
DNS Servers Addresses
Primary Server:
Secondary Server:

Tertiary Server:

[T Register Host Mames Automatically to DNS Servers

localhost localdomain
Off -

—

The following fields can be modified, but their values will not be applied:

RealPresence Collaboration Server Virtual Edition - Default Management Network Service —

DNS

Field

Description

MCU Host Name

The name of the MCU on the network.
Default name is PolycomMCU

DNS

* Off — if DNS servers are not used in the network.
* Specify — to enter the IP addresses of the DNS servers.
Note: The IP address fields are enabled only if Specify is selected.

Register Host Names
Automatically to DNS Servers

Select this option to automatically register the MCU Signaling Host with
the DNS server.

Local Domain Name

Enter the name of the domain where the MCU is installed.

DNS Servers Addresses:

Primary Server

Secondary Server

Tertiary Server

The static IP addresses of the DNS servers.
A maximum of three servers can be defined.
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If an attempt is made to modify these settings, the message below will be displayed:

|
Current Message Number: 1

Failed to update the Management Networlk Service: STATUS_SHM_IP_ADDRESS_CANT_BE_CHANGED_IN_SMCL

5 Click OK.

IP Network Monitoring

The Signaling Monitor is the Collaboration Server entity used for monitoring the status of external network
entities such as the gatekeeper, DNS, SIP proxy and Outbound proxy and their interaction with the MCU.

To monitor signaling status:
1 In the RMX Management pane, click Signaling Monitor (’EF).
2 In the Signaling Monitor pane, double-click Default IP Service.
The IP Network Services Properties — RMX CS IP tab opens:

> RMX CS IP

» H.323 Service Name: IP Network Service

3 SIP Servers

» ICEServers
IPwd:

IF Address: 172.22.186.134
Default Router IP Address: 172.22.184.1
Subnet Mask: 255.255.245.0

The RMX CS IP tab displays the following fields:
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IP Network Services Properties — RMX CS IP

Field

Description

Service Name

In the RealPresence Collaboration Server 800s, the name assigned to the IP
Network Service by the Fast Configuration Wizard.

In the RealPresence Collaboration Server Virtual Edition, this is always, “IP
Network Service.”

Note: This field is displayed in all tabs.

IPv4 IP Address
Default Router The IP address of the default router. The default router is
IP Address used whenever the defined static routers are not able to
route packets to their destination. The default router is also
used when host access is restricted to one default router.
Subnet Mask The subnet mask of the MCU.
Default value: 255.255.255.0.
IPv6 Scope IP Address
Note:
Global The Global Unicast IP address of the
Collaboration Server.
Site-Local The IP address of the Collaboration Server
within the local site or organization.

Default Router The IP address of the default router. The default router is
IP Address used whenever the defined static routers are not able to
route packets to their destination. The default router is also
used when host access is restricted to one default router.
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3 Click the H.323 tab.

PNetwork'Service Properties

» RMX CSIP
» H323 Service Name: 1P Netwark Service
3y SIP Servers
» ICEServers
Connection State: Gk_Mon_Registered
Registration Interval: 0
Gatekeepers:
Role (o} Marme IP Address

Active

Backup
Backup
Backup

Backup

The H.323 tab displays the following fields:

IP Network Services Properties — H.323

Field Description

Connection State The state of the connection between the Signaling Host and the gatekeeper:
Discovery - The Signaling Host is attempting to locate the gatekeeper.

Registration - The Signaling Host is in the process of registering with the
gatekeeper.

Registered - The Signaling Host is registered with the gatekeeper.

Not Registered - The registration of the Signaling Host with the gatekeeper
failed.

Registration Interval The interval in seconds between the Signaling Host'’s registration messages to
the gatekeeper. This value is taken from either the IP Network Service or from
the gatekeeper during registration. The lesser value of the two is chosen.

Active - The active gatekeeper.

Role Backup - The backup gatekeeper that can be used if
the connection to the preferred gatekeeper fails.

D The gatekeeper ID retrieved from the gatekeeper during
the registration process.

Name The gatekeeper’s host's name.

IP Address The gatekeeper’s IP address.
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4 Click the SIP Servers tab.

PNetwork'Service Properties

RMX CS IP
H.323
SIP Servers

ICE Servers

oM oMW

Service Name: IP Metwork Service

SIP Servers:

Rale Name IP Address Status

Mot Available 0.0.0.0 Mot Available
Mot Available 0.0.0.0 Mot Available

The SIP Servers tab displays the following fields:

IP Network Services Properties — SIP Servers

Field Description
Role Active -The default SIP Server is used for SIP traffic.
Backup -The SIP Server is used for SIP traffic if the preferred proxy fails.
Name The name of the SIP Server.
IP Address The SIP Server's IP address.
Status The connection state between the SIP Server and the Signaling Host.

Not Available - No SIP server is available.
Auto - Gets information from DHCP, if used.
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5 Click the ICE Servers tab.

PNEtwork Service Properties

» RMX CSIP

3 H.323

3y SIP Servers
» ICE Servers

Service Name:

IP Network Service

ICE Servers:

Role

1P Address Status 1 Status 2

Relay Server U

Not Available Not Available

FW Detection:

ice_firewall_detection_unknown

The ICE Servers tab displays the following fields:

IP Network Services Properties — ICE Servers

Field

Description

Role

The ICE Server’s role is displayed:

STUN password server
STUN Server UDP
STUN Server TCP
Relay Server UDP
Relay Server TCP

IP Address

The ICE Server’s IP Address.

Status 1/2/3/4

A status is displayed for each media card installed in the Collaboration Server:

Connection O.K.

MS - register fail

MS — subscribe fail

MS - service fall

Connection failed

User/password failed

Channel didn't receive any packets for 5 seconds
Channel exceeded allotted bandwidth

Unknown failure

In systems with multiple media cards, Status 1 refers to the uppermost media
card.

Polycom®, Inc.
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IP Network Services Properties — ICE Servers

Field Description

FW Detection The Firewall Detection status is displayed:
e Unknown
e UDP enabled
e TCP enabled
* Proxy -TCP is possible only through proxy
¢ Block — both UDP & TCP blocked
* None

Using IPv6 Networking Addresses for Collaboration Server Internal
and External Entities

IPv6 addresses can be assigned to both Collaboration Server (Internal) and External Entity addresses.

Collaboration Server Internal Addresses

Default Management Network Service

e Control Unit
e Signaling Host
e Shelf Management

External Entities

e Gatekeepers (Primary & Secondary)
e SIP Proxies

e DNS Servers

e Default Router

e Defined participants

IPv6 Guidelines

e Internet Explorer 7™ is required for the Collaboration Server Web Client and RMX Manager to
connect to the Collaboration Server using IPv6.

e The default IP address version is IPv4.

e The IP address field in the Address Book entry for a defined participant can be either IPv4 or IPv6. A
participant with an IPv4 address cannot be added to an ongoing conference while the Collaboration
Server is in IPv6 mode nor can a participant with an /Pv6 address be added while the Collaboration
Serveris in IPv4 mode.

An error message, Bad IP address version, is displayed and the New Participant dialog box remains
open so that the participant’s address can be entered in the correct format.
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e Participants that do not use the same IP address version as the Collaboration Server in ongoing
conferences launched from Meeting Rooms, Reservations and Conference Templates, and are
disconnected. An error message, Bad IP address version, is displayed.

IP Security (IPSec) Protocols are not supported.

Ethernet Settings

In the RealPresence Collaboration Server 800s, the automatically identified speed and transmit/receive
mode of each LAN port used by the system can be manually modified if the specific switch requires it.

To modify the automatic LAN port configuration:

1 On the Collaboration Server menu, click Setup > Ethernet Settings.

The Ethernet Settings dialog box opens.
s

You can change the speed of each entry

Slat Port Port Type

Speed [802.1x authentiq| user Name

Passwaord

1 1

1 2

Management_1 | Auto

ME

Management_1 Auto off

| »

The Collaboration Server has 2 LAN ports. You can select the speed and transmit/receive mode

manually for these ports.

2 In the Speed column, click the drop-down arrow of the table entry to modify and select the speed

and the transmit/receive mode for each port:

You can change the speed of each entry

Slat Fort Port Type

Speed

802.1x authentic|User Name

Passward

1 1 Management_1

1 2 Management_1

Auto

Off

Auto
Auto

10 Half Duplex
10 Full Duplex

100 Half Duplex
100 Full Duplex

1000 Full Duplex

ff

| »

When Auto (default) is selected, the negotiation of speed and transmit/receive mode starts at 1000
Mbits/second Full Duplex, proceeding downward to 100 Mbits/second Half Duplex.

Note: To maximize conferencing performance, especially in high bit rate call environments, a 1Gb

connection is recommended.
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3 Click the OK button.

NAT (Network Address Translation) Traversal

NAT Traversal is a set of techniques enabling participants behind firewalls to connect to conferences,
hosted on the Collaboration Server, remotely using the internet.

Session Border Controller (SBC)

All signaling and media for both SIP and H.323 will be routed through an SBC.
The following SBC environments are supported:

e SAM - a Polycom SBC
e Acme Packet - a 3rd party SBC
e VBP - Polycom Video Border Proxy

Deployment Architectures

The following NAT Traversal topologies are given as examples. Actual deployments will depend on user
requirements and available infrastructure:

Remote Connection Using the Internet

SIP

External
Client

Enterprise Firewall
4

- - — — SIP Signaling
- Media

The following Remote Connection call flow options are supported:
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Remote Connections

Enterprise Client CMA Client

Environment Registered SBC Registered Environment
SIP / H.323 Yes SAM / Acme Packet & Yes SIP

SIP / H.323 No SAM / Acme Packet & No SIP

SIP /H.323 No SAM Only & No H.323

Business to Business Connections

Enterprise B
Firewall

SBC: Access Director
Acme Packet
VBP

HDX
H.323

L

H.323/SIP

H.323 / SIP

HDX

Enterprise A
Firewall

,
/ SBC: Access Director
\ .4 Acme Packet

-+ — ==
RMX —p Media

H.323 / SIP Signaling

The following Business to Business connection call flow options are supported:

Business to Business Connections

Enterprise A Client Enterprise B Client

Environment Registered SBC

H.323 Yes Access
Director

H.323 Yes Access
Director

SIP Yes Access
Director

SIP Yes Acme Packet

Polycom®, Inc.

SBC Registered Environment
Access Yes H.323
Director

VBP Yes H.323
Access Yes H.323
Director

Acme Packet Yes H.323
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FW (Firewall) NAT Keep Alive

The Collaboration Server can be configured to send a FW NAT keep alive message at specific Intervals
for the RTP, UDP and BFCP channels.

This is necessary because port mappings in the firewall are kept open only if there is network traffic in both
directions. The firewall will only allow UDP packets into the network through ports that have been used to
send packets out.

By default the Collaboration Server sends a FW NAT Keep Alive message every 30 seconds. As there is
no traffic on the Content and FECC channels as a call begins, the firewall will not allow any incoming
packets from the Content and FECC channels in until the Collaboration Server sends out the first of the FW
NAT Keep Alive messages 30 seconds after the call starts.

If Content or FECC are required within the first 30 seconds of a call the FW NAT Keep Alive Interval should
be modified to a lower value.

To enable and modify FW NAT Keep Alive:
FW NAT Keep Alive is enabled in the New Profile - Advanced dialog box.

» General
Kbt Dispay Name: |
>

3 Gathering Settings -ine Rate:
3 Vidzo Quality
3> Vidzo Settings

Conferencing Mods:

> Autiv Sellings

3 Skins

3 WR
Encrvption Mo Encrypton =
3 Recording
5 Site Names ¥ Packe: Loss Compensation (LPR and DBA)
» Message Overlay ¥ Auto Term nate
3 Network Services —
Sefore First Joins: 10 EMM&E
At the End: 1 Bl vinute
 after last rarticipant quits
™ When |last nartiripant remains
I Auto Redialing
I Exclusive Content Mode
I7 Fnahle FFCC
¥ FW NAT Keep Alive
Inlerval: 1 3: Secunds

» Select the FW NAT Keep Alive check box and if required, modify the Interval field within the range
of 5 - 86400 seconds.

System Configuration in SBC environments

In an environment that includes SAM (a Polycom SBC), to ensure that a RealPresence Mobile endpoint
can send content to a conference the value of the system flag
NUM_OF_INITIATE_HELLO_MESSAGE_IN_CALL_ESTABLISHMENT must be set to at least 3.
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For more details on modifying the values of system flags, see Manually Adding and Deleting System Flags.

SIP Proxy Failover With Polycom® Distributed Media
Application™ (DMA™) 7000

Collaboration Server systems that are part of a RealPresence DMA system environment can benefit from
the RealPresence DMA system’s SIP Proxy Failover functionality.

SIP Proxy Failoveris supported in the RealPresence DMA system’s Local Clustering mode with redundancy
achieved by configuring two DMA servers to share a single virtual /P address.

The virtual /P address is used by the Collaboration Server as the IP address of its SIP Proxy.
No additional configuration is needed on the Collaboration Server.
Should a SIP Proxy failure occur in one of the RealPresence DMA system servers:

e The other RealPresence DMA system server takes over as SIP Proxy.

e Ongoing calls may be disconnected.

e Previously ongoing calls will have to be re-connected using the original /P address, registration and
connection parameters.

e New calls will connect using the original /P address, registration and connection parameters.

Polycom® RealPresence® Collaboration Server 800s
and Polycom® RealPresence® Collaboration Server
Virtual Edition Network Port Usage

The following table summarizes the port numbers and their usage in the Polycom® RealPresence®
Collaboration Server 800s and Polycom® RealPresence® Collaboration Server Virtual Edition:

Collaboration Server Network Port Usage Summary

Connection
Type Port Number Protocol Description Configurable
HTTP 80 TCP Management between the No
Collaboration Server and
Collaboration Server Web Client.
HTTPS 443 TCP Secured Management betweenthe  No
Collaboration Server and
Collaboration Server Web Client.
DNS 53 TCP Domain name server. Can be disabled in the
IP Network Service.
DHCP 68 TCP Dynamic Host Configuration Can be disabled in the
Protocol. IP Network Service.
SSH 22 TCP Secured shell. It is the No

Collaboration Server terminal.
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Connection

Type Port Number

Protocol

Description

Configurable

NTP 123

ubDP

Network Time Protocol. Enables
access to a time server on the
network.

No

H.323 GK
RAS

1719

UDP

Gatekeeper RAS messages traffic.

No

H.323 Q.931 1720 - incoming;
49152-59999 -

outgoing

TCP

H.323 Q.931 call signaling.

Each outgoing call has a separate
port.

The port for each outgoing call is
allocated dynamically.

Yes - for outgoing calls

only.

It is configured in the
Fixed Ports section of
the IP service.

H.323 H.245 49152 - 59999

TCP

H.245 control.

Each outgoingx call has a separate
port.

The port for each outgoing call is
allocated dynamically. It can be
avoided by tunneling.

Yes - for outgoing calls

only.

It is configured in the
Fixed Ports section of
the IP service.

5060
60000

SIP server

UDP,
TCP

Connection to the SIP Server.

Sometimes port 60000 is used
when the system cannot reuse the
TCP port. This port can be set in
the Central signaling (CS)
configuration file.

Yes - in the IP service.

5060
60000

Alternative
SIP server

UDP,
TCP

Connection to the alternate SIP
Server.

Sometimes port 60000 is used
when the system cannot reuse the
TCP port. This port can be set in
the Central signaling (CS)
configuration file.

Yes - in the IP service.

SIP Outbound
proxy

5060
60000

UDP,
TCP

Connection to the SIP outbound
proxy.

Sometimes port 60000 is used
when the system cannot reuse the
TCP port. This port can be set in
the Central signaling (CS)
configuration file.

Yes - in the IP service.

5060
60000

Alternative
SIP Outbound
proxy

Polycom®, Inc.

UDP,
TCP

Connection to the alternate SIP
outbound proxy.

Sometimes port 60000 is used
when the system cannot reuse the
TCP port. This port can be set in
the Central signaling (CS)
configuration file.

Yes - in the IP service.
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Connection

Type Port Number Protocol Description Configurable

SIP-TLS 60002 TCP Required for Binary Floor Control No - port is not opened
Protocol (BFCP) functionality for if SIP People+Content
SIP People+Content content is disabled.
sharing.

RTP 49152 - 59999 uUbDP RTP media packets. Yes - It is configured in
The ports are dynamica”y the Fixed Ports section
allocated. of the IP service.

RTCP 49152 - 59999 UDP RTP control. Yes - It is configured in
The ports are dynamica”y the Fixed Ports section
allocated. of the IP service.

SIP -TLS 5061 TCP SIP -TLS for SIP server, alternate No

SIP server, outbound proxy and
alternate outbound proxy.

LAN Redundancy

LAN Redundancy is applicable to the RealPresence Collaboration Server 800s only.

LAN Redundancy enables the redundant LAN port connection to automatically replace the failed port by
using another physical connection and NIC (Network Interface Card). When a LAN port fails, IP network
traffic failure is averted and network or endpoints disconnections do not occur. When LAN cables are
connected to both LAN 2 and LAN 3 ports, the Collaboration Server automatically selects which port is
active and which is redundant.

Configuration Requirements

LAN Redundancy is available by default and is enabled by connecting the additional LAN cable to LAN 3,
or LAN 4.

Signaling and Media Redundancy

On the RealPresence Collaboration Server 800s, LAN2 is used for media and signaling and LAN 3, and
LAN 4 are the redundant media ports:
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Collaboration Server - Rear View

Media Redundancy on the Collaboration Server is dependent on the settings of the LAN_REDUNDANCY
and MULTIPLE_SERVICES System Flags as summarized in the table below.

Collaboration Server - Media Redundancy - System Flags

System Flag / Value Collaboration Server

LAN_REDUNDANCY =NO No redundancy
MULTIPLE_SERVICES = NO

LAN_REDUNDANCY =NO
MULTIPLE_SERVICES = YES

LAN_REDUNDANCY =YES Full signaling and media redundancy
MULTIPLE_SERVICES = NO

Hardware Monitor Indications

With LAN redundancy, when LAN LEDs are lit they indicate that a physical connection of the cables is
present but does not indicate their activity status.

In the Hardware Monitor pane the Lan List displays the Collaboration Server LAN ports together with their
Status indication.

O

-Slot + [port [Type /| status

£ 0 LAN 1 Active

£ 0 LAN 2 Active

ko) 0 LAN 3 Inactive

ko) 1] LAN 4 Inactive

LAN Indications

Status Description

Active The LAN port cable is connected.

Inactive The LAN port cable is not connected.

Standby The LAN Redundancy option is enabled and this LAN port is the redundant and in standby

mode. In case of failure, this port becomes active.
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Multiple Network Services

Multiple Network Services are applicable to the RealPresence Collaboration Server 800s only.

Media, signaling and management networks can be physically separated on the Collaboration Server
system to provide enhanced security. This addresses the requirement in an organization that different
groups of participants be supported on different networks. For example, some participants may be internal
to the organization while others are external.

Up to three media and signaling networks can be defined for the RealPresence Collaboration Server 800s
for each media and signaling network connected to the Collaboration Server.

The Management Network is logically and physically separated from the media and signaling networks.
There can be one Management Network defined per Collaboration Server system.

Each conference on the Collaboration Server can host participants from the different IP Network networks
simultaneously.

Guidelines

e Multiple Services system mode is a purchasable option and it is enabled in the MCU license.

e Multiple Services system mode is enabled when the system configuration flag
MULTIPLE_SERVICES is added and set to YES.

e On the RealPresence Collaboration Server 800s, LAN redundancy cannot be enabled in parallel to
Multiple Networks and the LAN_REDUNDANCY flag must be set to NO when the Multiple Networks
option is enabled.

e Participants on different networks can connect to the same conference with full audio, video and
content capabilities.

e Traffic on one network does not influence or affect the traffic on other networks connected to the same
MCU. If one network fails, it will not affect the traffic in the other connected networks.

e The Signaling Host IP Address and the Media IP Address cannot be different.
e Maximum number of services that can be defined per Collaboration Server platform:

Maximum Number of Network Services

e A DNS server can be specified for each IP Network Service and for the Collaboration Server
Management Network Service.

> In the Network Services that do not include the DNS server, use the IP addresses of the various
devices to define them in the Network Services.

e Participants are associated with a Network Service and use it resources as follows:

» Dial-in participants - according to the network used to place the call and connect to the
Collaboration Server.

» Dial-out participant - according to the Network Service selected during the participant properties
definition or during conference definition, according to the Network Service selected as default.
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Resource Allocation and Capacity

The Resolution Configuration settings are configured per MCU and affect the resource capacity of the MCU.
They are reflected in the port gauges displayed on the Collaboration Server management application’s main
screen.

In Multiple Networks mode, the port gauges do not reflect the resource availability per Network Service.

In Multiple Networks mode, the resources of the Network Services are not split between the network
services but are used per their availability by all Network Services equally.

First Time Installation and Configuration

First Time Installation and Configuration of the Polycom® RealPresence® Collaboration Server 800s and
Polycom® RealPresence® Collaboration Server Virtual Edition consists of the following procedures:

1 Preparations

» Gather Network Equipment and Address Information - get the information needed for integrating
the Collaboration Server into the local network for each of the networks that will be connected to
the Collaboration Server unit. For a list of required address, see the RealPresence Collaboration
Server Getting Started Guide, Gather Network Equipment and Address Information.

» Unpack the Collaboration Server. For more details see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Unpacking the RealPresence
Collaboration Server 800s.

» Modify the Management Network parameters on the USB Key. For more details see the
Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide,
Modifying the Factory Default Management Network Settings on the USB Memory Stick.

2 Hardware Installation and Setup

» Mount the Collaboration Server in a rack. For more details see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Hardware Installation and Rack
Mounting.

» Connect the necessary cables. For details, see Polycom® RealPresence Collaboration Server
800s / Virtual Edition Getting Started Guide, Connecting the Cables to the MCU.

3 First Entry Power-up and Configuration

» Power up the Collaboration Server. For more details see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Procedure 1: First-time
Power-up.

» Register the Collaboration Server. For more details see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Procedure 2: Product
Registration.

» Connect to the Collaboration Server. For more details see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Procedure 3: Connection to
MCU.

» Configure the Default IP Network Service using the information for one of the networks connected
to the system. For more details see the Polycom® RealPresence Collaboration Server 800s /
Virtual Edition Getting Started Guide, Procedure 4: Modifying the Default IP Service Settings.

4 Modify the required System Flag to enable Multiple Services and reset the MCU.

5 Add the required IP Network Services to accommodate the networks connected to the Collaboration
Server.
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6 Select a Network Service to act as default for dial out and gateway calls for which the Network
Service was not selected.

7 Place several calls and run conferences to ensure that the system is configured correctly.

Connecting the Cables to the RealPresence Collaboration Server 800s

On the Collaboration Server LAN2 is used for media and signaling and LAN 3 and LAN 4 can be used for
multiple Networks configuration.

Collaboration Server - Rear View

LAN 1 LAN 3
LAN 2

—_—
EEEEEEE L'.';:
—_—

1.

Q_

Multiple Network LAN Port Usage

LAN Port Description

1 Management Network LAN connection (mandatory)

2 Signaling and media - first IP Network Service (mandatory)
3 Signaling and media - second IP Network Service (optional)
4 Signaling and media - third IP Network Service (optional)

If LAN Redundancy is configured, Multiple Networks on LAN 3 and 4 cannot be defined.

Collaboration Server Configuration

Once the network cables are connected to the Collaboration Server, you can modify the default IP Network
Service and add additional Network Services.

System Flags and License Settings

The MULTIPLE_SERVICES System Flag determines whether the Multiple Services option will be activated
once the appropriate license is installed. Possible Values: YES / NO Default: NO

This flag must be manually added to the system configuration and set to YES to enable this option. For more
information see the RealPresence Collaboration Server 800s Administrator’s Guide, Manually Adding and
Deleting System Flags.
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IP Network Service Definition

Use this procedure to define Network Services in addition to the Network Service already defined during
first entry installation and configuration. Each of the defined Network Service can be associated with one or
more media cards installed in the system (depending on the system type).

To add new/additional Network Services:

1 In the Device Management pane, click IP Network Services (@ )-
2 In the Network Services list toolbar, click the 57 Add Network Service button.
The New IP Service - Networking IP dialog box opens.

3 Define the following fields:

IP Network Service - IP Parameters

Field

Description

Network Service
Name

Enter the IP Network Service name.

Note: This field is displayed in all IP Signaling dialog boxes and can contain
character sets that use Unicode encoding.

IP Network Type

Select the IP Network environment. You can select:
e H.323: For an H.323-only Network Service.
¢ SIP: For a SIP-only Network Service.

e H.323 & SIP: For an integrated IP Service. Both H.323 and SIP participants can
connect to the Collaboration Server using this service.

Note: This field is displayed in all Default IP Service tabs.

Signaling Host IP
Address

This field is disabled as only one IP address is used for the signaling.

Media Card IP
address

If each of LAN ports designated for signaling and media (LAN2, LAN3 and LAN4)
on the system can be used with a different network, each port is assigned to its own
Network Service.

In such a case, enter the IP address of the port to be assigned to this Network
Service.

A LAN port that is already assigned to a different Network Service, displays the IP
Address of the assigned port and it cannot be assigned to this Network Service (it is
disabled).

Subnet Mask

Enter the subnet mask of the Collaboration Server in that network service.
Default value: 255.255.255.0.
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400



IP Network Services

4 Optional. Some system flags can be defined per Network Service, depending on the network

environment.
To modify these flags, click the Service Configuration button.

The Service Configuration dialog box opens.

5 MCMS_PARAMETERS_USER
%, CS_MODULE_PARAMETERS

Flag Name value

All the flags must be manually added to this dialog box. For a detailed description of the flags and

how to add them, see the Manually Adding and Deleting System Flags.

The following flags can be defined per service:
ALLOW_NON_ENCRYPT_PARTY_IN_ENCRYPT_CONF
ENABLE_H239

SIP_ENABLE_FECC

ENABLE_CLOSED_CAPTION

NUMERIC_CONF_ID_LEN
NUMERIC_CONF_ID_MIN_LEN
NUMERIC_CONF_ID_MAX_LEN
ENABLE_CASCADED_LINK_TO_JOIN_WITHOUT_PASSWORD
MAX_CP_RESOLUTION

QOS_IP_AUDIO

QOS_IP_VIDEO

QOS_IP_SIGNALING

ENABLE_CISCO_GK

SIP_FREE_VIDEO_RESOURCES
FORCE_CIF_PORT_ALLOCATION

YV VV VYV VV VYV V V V V VYV VY
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Flags defined per Network Service override their general definition in the System Configuration.

ALLOW_NON_ENCRYPT_RECORDING_LINK_IN_ENCRYPT_CONF
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MS_ENVIRONMENT
SIP_FAST_UPDATE_INTERVAL_ENV
SIP_FAST_UPDATE_INTERVAL_EP

H263 ANNEX T

H239 FORCE_CAPABILITIES
MIX_LINK_ENVIRONMENT
IP_LINK_ENVIRONMENT
FORCE_STATIC_MB_ENCODING
FORCE_RESOLUTION

SEND _WIDE_RES TO _IP
DISABLE_WIDE_RES_TO_SIP_DIAL_OUT
SEND_SIP_BUSY_UPONRESOURCE_THRESHOLD
5 Click the Routers tab.

6 Define the routers used in this network and that are other than the routers defined in the
Management Network. The field definitions of the Routers tab are the same as for the Default
Management Network. For more information see the RealPresence Collaboration Server 800s -
Default Management Network Service — Routers.

7 Click the DNS tab.

YV V VYV VYV VYV V VY VYV V VYV V

. Metworking

> IP Network Service Name: [

» Routers

1P Network Type: H323 -
> DNS
~, Conferencing
» Gatekeeper Service Host Name: PolycomMCL
» Ports
¥y QoS DNS: Specify -
» SIP Servers
. [ Register Host Names Automatically to DNS Servers
¥ Security
3 SIP Advanced Local Domain Name:
DMs Server Address: 0.0.00
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8 Modify the following fields:

Default Management Network Service — DNS

Field

Description

Service Host Name

Enter the host name of this network Service. Each Network Service must have a
unique Host Name otherwise an error message is displayed.

DNS

Select:
e Off —if no DNS server is used in this network.

¢ Specify — to enter the IP address of the DNS server used by this network
service.

Notes:
* The IP address field is enabled only if Specify is selected.

¢ Only one DNS can be define for the entire topology (that is, only one Network
Service can include the DNS definition).

Register Host Names
Automatically to DNS
Servers

Select this option to automatically register this Network Service Signaling Host with
the DNS server.

Local Domain Name

Enter the name of the domain for this network service.

DNS Server Address

Enter the static IP address of the DNS server that is part of this network.

9 Click the Gatekeeper tab.

10 Define the Primary and Alternate Gatekeepers and at least one Alias for this network Service. The
field definitions of the Gatekeeper tab are the same as for the Default IP Network Service. For more
information see the RealPresence Collaboration Server 800s - Default IP Service — Conferencing —
Gatekeeper Parameters.

In Multiple Services mode, an Alias must be defined for the specified gatekeeper.

11 Optional. Click the Ports tab.

Settings in the Ports tab allow specific ports in the firewall to be allocated to multimedia conference
calls. If required, defined the ports to be used multimedia conference calls handled by this Network
Service. The field definitions of the Ports tab are the same as for the Default IP Network Service.

For more information see the RealPresence Collaboration Server 800s - Default IP Service —
Conferencing — Ports Parameters.
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12 If required, click the QoS tab.
The Collaboration Server's implementation of QoS is defined per Network Service, not per endpoint.

The routers must support QoS in order for IP packets to get higher priority.

The field definitions of the QoS tab are the same as for the Default IP Network Service. For more
information see the RealPresence Collaboration Server 800s - Default IP Service — Conferencing —
QoS Parameters.

13 Click the SIP Servers tab.
14 Define the Primary and Alternate SIP Server for this network Service.

¢ If Microsoft Office Communications or Lync server are part of this network service, a certificate must
be created for this network service. If each network connected to the Collaboration Server includes
Microsoft Office Communications or Lync server, separate certificates must be created and sent to
the Collaboration Server for each of these networks.

¢ |f the Network Service does not include a DNS, you must use the IP address of the SIP Server
instead of its name.

The field definitions of the SIP Servers tab are the same as for the Default IP Network Service. For
more information see the RealPresence Collaboration Server 800s - Default IP Network Service —
SIP Servers.

15 Click the Security tab.

The field definitions of the Security tab are the same as for the Default IP Network Service. For more
information see the RealPresence Collaboration Server 800s - Default IP Network Service — Security
(SIP Digest).

16 Optional. To configure the ICE environment, click the SIP Advanced tab.
17 Modify the following fields:

Default IP Network Service — SIP Advanced

Field Description

Server User Name Enter the User name for this service as defined in the Active Directory. For
example, enter rmxNet2.

This field is disabled if the ICE Environment field is set to None.

ICE Environment Select MS (for Microsoft ICE implementation) to enable the /CE integration.

18 Click the OK button.
The new Network Service is added to the IP Network Services list pane.
Setting a Network Service as Default

The default Network Service is used when no Network Service is selected for dial out participants.In
addition, the Signaling Host IP address and the MCU Prefix in GK displayed on the Collaboration Server
Web Client main screen are taken from the default H.323 Network Service.
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One IP Network Service can be defined as default for H.323 connections and another Network Service as
default for SIP connections. If the IP Network Service supports both H.323 and SIP connections, you can
set the same Network Service as default for both H.323 and SIP, or for H.323-only or for SIP-only.

To designate an IP Network Service as the default IP Network Service:

1 In the Device Management pane, click IP Network Services (@ ).

2 Inthe Network Services list pane right-click the IP Network Service to be set as the default, and then
click Set As H.323 Default, or Set As SIP Default.

The next time you access this menu, a check mark is added next to the network service type to
indicate its selection as default.

To set this IP Network Service for both H.323 and SIP connections, repeat step 2 and select the
option you need.

The following icons are used to indicate the default IP Network Service type:

Default IP Network Service Icons

Icon Description
BB This Network Service supports both SIP and H.323 connections and
EEY is designated as default for both SIP and H.323 connections.

SIP This Network Service supports both SIP and H.323 connections and

is designated as default for H.323 connections.

This Network Service supports both SIP and H.323 connections and
is designated as default for SIP connections.

This Network Service supports only H.323 connections and is set as

= default for H.323 connections.

This Network Service supports only SIP connections and is set as
default for SIP connections.

& | & | &8

Signaling Host IP Address and MCU Prefix in GK Indications

The Collaboration Server Web Client displays the Signaling Host IP Address and MCU Prefix in GK
parameters as defined in the Default H.323 Network Service.

Resolution Configuration

These configurations are set for the system and are applied to all the Network Services.

Conference Profile

Registration of conferencing entities such as ongoing conferences, Meeting Rooms, Entry Queues, SIP
Factories and Gateway Sessions with SIP servers is done per conferencing entity. This allows better control
on the number of entities that register with each SIP server by selecting for each of the conferencing entities
whether it will register with the SIP server.

The registration is defined in the Conference Profile - Network Services tab.
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In the IP Network Services table, the system lists all the defined Network Services (one or several
depending on the system configuration).

e To register the conferencing entity to which this profile is assigned to a Network Service, in the
Registration column click the check box of that Network Service.

e You can also prevent dial in participants from connecting to that conferencing entities when
connecting via a Network Service.
In the Accept Calls column, clear the check box of the Network Service from which calls cannot
connect to the conference.

Signaling Monitor

The Signaling Monitor pane includes the list of the signaling and media IP Network Services defined in the
system (up to three in the Polycom® RealPresence® Collaboration Server 800s and Polycom®
RealPresence® Collaboration Server Virtual Edition). Double-clicking a Network Service, displays it
properties and status.

Name |IP Address ‘Ruuter |Subnst Mask |
2 IP Metwork Servic  200.10.0.152 200.10.0.1 255.255.255.0 b

Lk P2 100.10.0.150 100.10.0.1 255.255.255.0
£k 100-30 100.30.0.152 100.50.0.1 255.255.255.0
= 100-20 100.20.0.152 100.20.0.1 255.255.255.0

Conferencing

Each conference on the Collaboration Server can host participants from the different IP Network networks
simultaneously.

Defining AVC Dial Out Participants

When defining AVC dial out participants, you can select the Network Service to place the call according to
the network to which the endpoint pertains. If the endpoint is located on a network other than the selected
network, the participant will not be able to connect.

If no Network is selected, the system uses the default IP Network Service.

If no Network is selected, the system uses the IP Network Service selected for reserving the conference
resources, and if none is set for the conference it uses the Network Service set as default.

The IP Network Service is selected in the New Participant - Advanced dialog box.
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% General

» Advanced Mame:

3 Infarmation Endpoint Website

Video Bit Rate: [ Auto

Resolution:

Video Protocol:
Broadcasting Volume:
Listening Yalurme:
Encryption:

Cascade:

¥ aGC

IP Metwork Service:

Automatic E Kbits/sen
I j'

[Default Service] -

Monitoring Conferences

The Conference Properties - Network Services dialog box shows for each Network Service with which
Network Service’s SIP proxy the conference should be registered and if the dial in call will be connected to

the conference.

In the Participant pane, a new column - Service Name was added, indicating the name of Network Service
used for the participant’s connection.

Resource Report

The Resource Report displays the resource usage in total and per Network Service in a table format. The
Resources per Service table provides the actual information on resource usage and availability per network

Service and provides an accurate snapshot of resources usage in the system.
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You can select the graph to display: select either Totals (default) or the Network Service.
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Port Gauge Indications

The port Gauges displays the total resource usage for the Collaboration Server and not per Network
Service. Therefore, it may not be an accurate representation of the availability of resources for conferencing,
as one Network Service may run out of available resources while another Network Service may have all of
it resources available. In such a case, the port gauges may show that half of the system resources are
available for conferencing, while calls via the Network Service with no available resources will fail to

connect.
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Interactive Voice Response (IVR) is an application that allows participants to communicate with the
conferencing system via their endpoint’s input device (such as a remote control). The IVR Service includes
a set of voice prompts and a video slide used to automate the participants connection to a conference or
Entry Queue. It allows customization of menu driven scripts and voice prompts to meet different needs and
languages.

The IVR module includes two types of services:
e Conference IVR Service that is used with conferences
e Entry Queue IVR Service that is used with Entry Queues

The system is shipped with two default Conference IVR Services (one for the conferences and the other for
gateway calls) and one default Entry Queue IVR Service. The default services include voice messages and
video slides in English.

To customize the IVR messages and video slide perform the following operations:
e Record the required voice messages and create a new video slide.
For more information, see Creating a Welcome Video Slide.
e Optional. Add the language to the list of languages supported by the system.

e Upload the voice messages to the MCU (This can be done as part of the language definition or during
the IVR Service definition).

e Create the Conference IVR Service and upload the video slide, and if required any additional voice
messages.

e Optional. Create the Entry Queue IVR Service and upload the required video slide and voice
messages.

IVR Services List

You can view the currently defined Conference IVR and Entry Queue IVR Services in the IVR Services list
pane.

To view the IVR Services list:

1 In the Collaboration Server Management pane, expand the Rarely Used list.
2 Click the IVR Services () entry.

The list pane displays the Conference IVR Services list and the total number of IVR services currently
defined in the system.
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Access to IVR Services list
and customization

IVR Services Toolbar

Port Usage: Video(lID)[ © 7 1

The IVR Services toolbar provides quick access to the IVR Service definitions as follows:

IVR Toolbar buttons
Button Button Name Descriptions
& New Conference IVR Service To create a new Conference IVR Service.
Ct
- New Entry Queue IVR Service To create a new Entry Queue IVR Service.
4
5 Delete Service Deletes the selected IVR service(s).

Set Default Conference IVR
Service

Sets the selected Conference IVR Service as default. When
creating a new conference Profile the default IVR Service is
automatically selected for the Profile (but can be modified).

Polycom®, Inc.

Set Default Entry Queue Service

Sets the selected Entry Queue IVR Service as default. When
creating a new Entry Queue the default Entry Queue IVR
Service is automatically selected.
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IVR Toolbar buttons

Button Button Name Descriptions
s Add Supported Adds languages to the IVR module, enabling you to download
L Languages voice prompts and messages for various languages.
Replace/Change Music File To replace the currently loaded music file that is used to play
‘ﬁ background music, the MCU is shipped with a default music
file.

Adding Languages

You can define different sets of audio prompts in different languages, allowing the participants to hear the
messages in their preferred language.

The Collaboration Server is shipped with a default language (English) and all the prompts and messages
required for the default IVR Services, conference and Entry Queues shipped with the system.

You can add languages to the list of languages for which different messages are downloaded to the MCU
and IVR Services are created. This step is required before the creation of additional IVR messages using
languages that are different from English, or if you want to download additional voice files to existing files in
one operation and not during the IVR service definition.

To add a language:

1 In the Collaboration Server Management pane, expand the Rarely Used list.

2 Click the IVR Services () entry.

3 Inthe Conference IVR Services list, click the Add Supported Languages (&) button.
The Supported Languages dialog box opens.
T ——————————

PHX G SRD
Name |Lar\guage|$er’v e Type ‘

Conf English Conference IYRService

! English  Conference IVR Service

@2 Entr  English Entfy Queue IVR Service

supported Languages . Y

English

Add Language Add Message File
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4 Click the Add Language button.
The New Language dialog box opens.

Mew Language: I

5 Inthe New Language box, enter the name of the new language. The language name can be typed
in Unicode and cannot start with a digit. Maximum field length is 31 characters.

6 Click OK.
The new language is added to the list of Supported Languages.

Uploading a Message File to the Collaboration Server

You can upload audio files for the new language or additional files for an existing language now, or you can
do it during the definition of the IVR Service. In the latter case, you can skip the next steps.

¢ Voice messages should not exceed 3 minutes.
¢ |tis not recommended to upload more than 1000 audio files to the MCU memory.

To upload messages to the MCU:

1 To upload the files to the MCU, in the Supported Languages dialog box, click the Add Message File
button.

The Add Message File dialog box opens.

IVR Message Language: | j
IVR Message Category: |E0nference Pazzward j
Message Type: |F|equest Conference Password j

Upload File

Audio files are uploaded to the MCU one-by-one.

2 Inthe IVR Message Language list, select the language for which the audio file will be uploaded to
the MCU.

3 Inthe IVR Message Category list, select the category for which the audio file is uploaded.
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4 Inthe Message Type list, select the message type for which the uploaded message is to be played.
You can upload several audio files for each Message Type. Each file is downloaded separately.

Table 5-2 lists the Message Types for each category:

IVR Message Types by Message Category

Message

Category Message Type Message

Conference Request Conference Requests the participant to enter the conference password.
Password Password

Request Conference A participant who enters an incorrect password is requested

Password Retry to enter it again.

Request Digit Requests the participant to enter any digit in order to connect
to the conference. Used for dial-out participants to avoid
answering machines in the conference.

Welcome Welcome Message The first message played when the participant connects to
Message the conference or Entry Queue.
Conference Request Chairperson Requests the participants to enter the chairperson identifier

Chairperson

Identifier

key.

Request Chairperson
Password

Requests the participant to enter the chairperson password.

Request Chairperson
Password Retry

When the participant enters an incorrect chairperson
password, requests the participant to enter it again.

General Messages played for system related event notifications, for example, notification that the
conference is locked. Upload the files for the voice messages that are played when an
event occurs during the conference. For more information, see Conference IVR Service
Properties - General Voice Messages.

Billing Code Requests the chairperson to enter the conference Billing Code.

Roll Call Roll call related messages, such as the message played when a participant joins the

conference. Messages are listed in the Conference IVR Service - Roll Call dialog box.

Conference ID

Requests the participant to enter the required Conference ID to be routed to the

destination conference.

5 Click Upload File to upload the appropriate audio file to the MCU.

The Install File dialog box opens.
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Install File I =
L4y

Inistall File: [l

Proceed?

6 Enter the file name or click the Browse button to select the audio file to upload.
The Select Source File dialog box opens.

7 Select the appropriate *.wav audio file, and then click the Open button.
The name of the selected file is displayed in the Install field in the Install File dialog box.

8 Optional. You can play a .wav file by selecting the Play button ({§,).

9 Click Yes to upload the file to the MCU.
The system returns to the Add Message File dialog box.

10 Repeat step 6 to Click Yes to upload the file to the MCU. The system returns to the Add Message
File dialog box. for each additional audio file to be uploaded to the MCU.

11 Once all the audio files are uploaded to the MCU, close the Add Message File dialog box and
return to the Add Language dialog box.

12 Click OK.

Defining a New Conference IVR Service

The Collaboration Server is shipped with two default Conference IVR Services and all its audio messages
and video slide. You can define new Conference IVR Services or modify the default Conference IVR
Service.

Up to 80 IVR Services (Conference IVR Services and Entry Queue IVR Services) can be defined
per Collaboration Server.

Defining a New Conference IVR Service
To define a new Conference IVR Service:

1 On the IVR Services toolbar, click the New Conference IVR Service ( &g ) button.
The New Conference IVR Service - Global dialog box opens.
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R L ———— ———

5 Global

> Welcome Conference IVR Service Name:
3 Conference Chairperson

3 Conference Password

IVR_ENGLISH

5 General
3 Video Services Language:
5 DTMF Codes

5 Operator Assistance
Number of User Input Retries:

Timeout for User Input(Sec):

DTMF Delimiter:

External Server Authentication:

2 Define the following parameters:

Conference IVR Service Properties - Global Parameters

Field/Option

Description

Conference IVR Service
Name

Enter the name of the Conference IVR Service. The maximum field length is 20
characters and may be typed in Unicode.

Language For IVR

Select the language of the audio messages and prompts from the list of
languages defined in the Supported languages. The default language is
English. For more information, see Adding Languages.

External Server
Authentication

This option is not supported with Collaboration Server 800s/Virtual Edition.

You can configure the IVR Service to use an external database application to

verify a participant’s right to join the conference. For more information, see

Conference Access with External Database Authentication.

Select one of the following options:

* Never — The participant’s right to join the conference will not be verified with
an external database application (default).

* Always — Any participant request to join the conference is validated with the
external database application using a password.

* Upon Request — Only the participant request to join the conference as
chairperson is validated with the external database application using a
password. The validation process occurs only when the participant enters the
chairperson identifier key.

Number of User Input
Retries

Enter the number of times the participant will be able to respond to each menu
prompt before being disconnected from the conference. Range is between 1-4,
and the default is 3.
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Conference IVR Service Properties - Global Parameters

Field/Option Description
Timeout for User Input Enter the duration in seconds that the system will wait for the participant’s input
(Sec) before prompting for another input. Range is between 1-10, and the default

value is 5 seconds.

DTMF Delimiter Enter the key that indicates the last input key. Possible values are the pound (#)
and star (*) keys. The default is #.

3 Click the Welcome tab.
The New Conference IVR Service - Welcome dialog box opens.

‘anference IVR Service Properties -

3 Global

» Welcome Conference IVR Service Name: ’m

> Conference Chairperson

5 Conference Password

> General

» Roll Call/Notifications [¥ Enable Welcome Messages

+ Video Services

SR Eees General Welcome Message: General_Welcome wav -] &

> Operator Assistance

4 Select the Enable Welcome Messages check box to define the system behavior when the
participant enters the Conference IVR queue. When participants access a conference through an
Entry Queue, they hear messages included in both the Entry Queue Service and Conference IVR
Service. To avoid playing the Welcome Message twice, disable the Welcome Message in the
Conference IVR Service.

5 Select the General Welcome Message, to be played when the participant enters the conference
IVR queue.

6 To upload an audio file for an IVR message, click Add Message File.
The Install File dialog box opens.

Install File I 3¢l
4

Install File: Il

Proceed?
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The Collaboration Server unit is bundled with default audio IVR message files. To upload a
customized audio file, see Creating Audio Prompts and Video Slides.

a Click the Browse button to select the audio file (*.wav) to upload.
The Select Source File dialog box opens.

Select the appropriate *.wav audio file and then click the Open button.
Optional. You can play a .wav file by selecting the Play button (§,).

d In the Install File dialog box, click Yes to upload the file to the MCU memory.
The Done dialog box opens.

e Once the upload is complete, click OK and return to the IVR dialog box. The new audio file can
now be selected from the list of audio messages.

7 Click the Conference Chairperson tab.
The New Conference IVR Service - Conference Chairperson dialog box opens.

‘onference VR Service Properties -

5 Global

3> Welcome S T SR (Emes Corference IVR Servics

3 Conference Chairper...

> Conference Passward

3 Roll Call/Notifications ™ Enable Chairpersen Messages
3 Video Services

» DTMF Codes Chairperson Identifier Request:
3 Operator Assistance

E Add Message File
File

Fizmves: Erarerscm fessmarit Chaimersan_Pas: 2 e
Retry Chairperson Passward: Chaimerson_Password_Faiure 2 Add Message File
Chairperson Identifier Key: #

=

8 Select the Enable Chairperson Messages check box to enable the chairperson functionality. If this
feature is disabled, participants are not able to connect as the chairperson.

When both Conference Password and Chairperson Password options are enabled and defined, the
system first plays the prompt "Enter conference password". However, if the participant enters the
chairperson password, the participant becomes the chairperson.

To play the prompt requesting the Chairperson password, "For conference chairperson services...",
do not select the Enable Password Messages option.

9 Select the various voice messages and options for the chairperson connection.

If the files were not uploaded prior to the definition of the IVR Service or if you want to add new audio
files, click Add Message File to upload the appropriate audio file to the Collaboration Server.
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New Conference IVR Service Properties - Conference Chairperson Options and Messages

Field/Option

Description

Chairperson Identifier
Request

Select the audio file that requests the participants to enter the key that identifies

them as the conference chairperson.

Request Chairperson

Select the audio file that prompts the participant for the chairperson password.

Password
Retry Chairperson Select the audio file that prompts participants to re-enter the chairperson
Password password if they enter it incorrectly.

Chairperson Identifier

Key

Enter the key to be used for identifying the participant as a chairperson.

Possible keys are: pound key (#) or star (*).

Billing Code

The prompt requesting the chairperson billing code selected in the General tab.

10 Click the Conference Password tab.

The New Conference IVR Service - Conference Password dialog box opens.

‘onference IVR Service Properties -

5 Global

3 Welcome

3 Conference Chairperson
5 Conference Password
3 General

> Roll Call/Notifications

3 Video Services

3 DTMF Cades

5 Operator Assistance

Conference VR Service Name:

Conference IVR Service,

" Enable Password Messages

Dial-in

-
Dial-Cut
-
(ol

P

I Request Passwords |Corference Passwod - | [0 Add Message File
Retry Password: | Fey_Conference Fas - | (B Add Message File

Request Digit:

e 2 Add Message File

11 Select the Enable Password Messages check box to request the conference password before

moving the participant from the conference IVR queue to the conference.

When both Conference Password and Chairperson Password are enabled and defined, the system
first plays the prompt "Enter conference password". However, if the participant enters the

chairperson password, the participant becomes the chairperson.

To play the prompt requesting the Chairperson password, "For conference chairperson services...",
do not select the Enable Password Messages option.

12 Select the MCU behavior for password request for Dial-in and Dial-out participant connections.

Select the required system behavior as follows:

» Request password - The system requests the participant to enter the conference password.
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» None - The participant is moved to the conference without any password request.

» Request Digit - The system requests the participant to enter any key. This option is used mainly
for dial-out participants and to prevent an answering machine from entering the conference.

13 Select the various audio messages that will be played in each case.

New Conference IVR Service Properties - Conference Password Parameters

Option Description
Request Password Select the audio file that prompts the participant for the conference password.
Retry Password Select the audio file that requests the participant to enter the conference

password again when failing to enter the correct password.

Request Digit Select the audio file that prompts the participant to press any key when the
Request Digit option is selected.

14 Click the General tab.
The New Conference IVR Service - General dialog box opens.

‘onference IVR Service Properties

3 Global

> Welcome Conference TVR Service Name: [Corference IVR Service.

» Conference Chairperson

> Conference Password

3 General

5 Roll Call/Notifications Mame Message File l;
3 Video Services [ Request Billing  Billing_Code.wav

> DTMF Codes Requires Chairp Requires_Chairpersonwav

245 (CPERIE S S First to Join First_to_Join.wav pu—
Mute All On Mute_All_ON.wav

Mute All OFf Mute_All_OFF.wav

Chairperson Exi  Chairperson_Exit.wav

End Time Alert End_Time_Alert.wav

Change Passwo Change_Passwords_Menu.wav

Change Confere Change_Conference_Passwordwav

Change Chairpe Change_Chairperson_Passwardway

Confirm Passwo Confirm_Password_Change.wav h

E Add Message File

The General dialog box lists messages that are played during the conference. These messages are
played when participants or the conference chairperson perform various operations or when a
change occurs.

15 To assign the appropriate audio file to the message type, click the appropriate table entry, in the
Message File column. A drop-down list is enabled.

16 From the list, select the audio file to be assigned to the event/indication.

17 Repeat steps 15 and 16 to select the audio files for the required messages.
The following types of messages and prompts can be enabled:
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Conference IVR Service Properties - General Voice Messages

Message Type

Description

Blip on Cascade Link

Indicates that the link to the cascaded conference connected successfully.

Chairperson Exit

Informs all the conference participants that the chairperson has left the
conference, causing the conference to automatically terminate after a short
interval.

Note: This message is played only when the Requires Chairperson option is
selected in the Conference Profile - IVR dialog box.

Chairperson Help Menu

A voice menu is played upon a request from the chairperson, listing the
operations and their respective DTMF codes that can be performed by the
chairperson. The playback can be stopped any time.

Note: If you modify the default DTMF codes used to perform various operations,
the default voice files for the help menus must be replaced.

Change Chairperson
Password

Requests the participant to enter a new chairperson password when the
participant is attempting to modify the chairperson password.

Change Conference
Password

Requests the participant to enter a new conference password when the
participant is attempting to modify the conference password.

Change Password
Failure

A message played when the participant enters an invalid password, for example
when a password is already in use.

Change Passwords
Menu

This voice menu is played when the participants requests to change the
conference password. This message details the steps required to complete the
procedure.

Conference is Locked

This message is played to participants attempting to join a Secured conference.

Conference is Secured

This message is played when the conference status changes to Secure as
initiated by the conference chairperson or participant (using DTMF code *71).

Conference is unsecured

This message is played when the conference status changes to Unsecured as
initiated by the conference chairperson or participant (using DTMF code #71).

Confirm Password
Change

Requests the participant to re-enter the new password.

Enter Destination ID

Prompts the calling participant for the destination number. Default message
prompts the participant for the conference ID (same message as in the Entry
Queue IVR Service).

Note: This option is not available in SVC conferences and for SVC participants
in mixed CP and SVC conferences.

First to Join

Informs the participant that he or she is the first person to join the conference.

Incorrect Destination ID

If the participant entered an incorrect conference ID (in gateway calls it is the
destination number), requests the participant to enter the number again.

Note: This option is not available in SVC conferences and for SVC participants
in mixed CP and SVC conferences.
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Conference IVR Service Properties - General Voice Messages

Message Type

Description

Maximum Number of
Participants Exceeded

Indicates the participant cannot join the destination conference as the maximum
allowed number of participants will be exceeded.

Mute All Off

This message is played to the conference to inform all participants that they are
unmuted (when Mute All is cancelled).

Mute All On

Informs all participants that they are muted, with the exception of the conference
chairperson.

Note: This message is played only when the Mute All Except Me option is
activated.

No Video Resources
Audio Only.

Informs the participant of the lack of Video Resources in the Collaboration
Server and that he/she is being connected as Audio Only.

Participant Help Menu

A voice menu that is played upon request from a participant, listing the
operations and their DTMF codes that can be performed by any participant.

Password Changed
Successfully

A message is played when the password was successfully changed.

Recording Failed

This message is played when the conference recording initiated by the
chairperson or the participant (depending on the configuration) fails to start.

Recording in Progress

This message is played to participant joining a conference that is being recorded
indicating the recording status of the conference.

Request Billing Code

Requests the participant to enter a code for billing purposes.

Requires Chairperson

The message is played when the conference is on hold and the chairperson
joins the conference. For this message to be played the Conference Requires
Chairperson option must be selected in the Conference Profile - IVR dialog
box.

Self Mute A confirmation message that is played when participants request to mute their
line.
Self Unmute A confirmation message that is played when participants request to unmute their

line.

18 Click the Roll Call/Notifications tab.

The New Conference IVR Service - Roll Call dialog box opens.

conferences.

The Roll Call and Tone Notification options are disabled in SVC and mixed CP and SVC

The Roll Call feature of the Conference IVR Service is used to record the participants’ names for
playback when the participants join and leave a conference.

Roll Call announcements played upon a participant’s connection or disconnection from a conference
(Entry and Exit announcements) can be replaced by tones. These tones can be used as notification
when participants join or leave the conference but the identification of the participant is not required.
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The system is shipped with two default tones: Entry Tone and Exit tone. When the Tone Notifications
option is enabled, no recording of the participant names will occur and the conference chairperson
will not be able to ask for a name review during the conference.

19 Select one of the following options to determine the announcement mode:

a To enable the Roll Call feature, select the Enable Roll Call option.

5 Global
3 Welvams

> Conference Chaice-son
5 Conferance Password

Confarence TVR Service Hame: Cofarerce VR Service

3 General
> Roll Call/Notifications

3 DTMF Codes
5 Operator Assiszance

f* =nabe Roll Call " Uea Entry Tore i Nene

Name Messags File

Hzcord Notificet Hell Czll Hecord.way

Joined Notificati Crbry_Tane_Jaitec.vay

Left Notificatian Entry_Tone_Left wav

Name Keview N Hcll Czll Heview Namesway

) A e e

b Select Enable Tones to enable the Tone Notifications option.
The dialog box changes to display the tone notification options and all Roll Call options are
disabled. In such a case, skip to step Select the Entry Tone or Exit tone:.

c Select None to disable the Roll Call and Tone Notifications features.

If Enable Roll Call option is selected:

20 To assign the audio file to the message type, in the Message File column, click the appropriate table

entry. An arrow appears in the Message File column.

If the Roll Call option is enabled, you must assign the appropriate audio files to all message types.

21 Click the arrow to open the Message File list and select the appropriate audio file.

Conference IVR Service Properties - Roll Call Messages

Roll Call Message

Description

Roll Call Record

Requests participants to state their name for recording, when they connect to

the conference.

Note: The recording is automatically terminated after two seconds.

Roll Call Joined

A voice message stating that the participant has joined the conference.

Roll Call Left

A voice message stating that the participant has left the conference.

Roll Call Review

Played when Roll Call is requested by the chairperson, introducing the names of
the conference participants in the order they joined the conference.

If Enable Tone Notifications option is selected:
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22 Select the Entry Tone or Exit tone:

onference IVR ' Service Properties - -

3 Global
> Welcome Conference IVR Service Name: [Conterence IVR Service
3 Conference Chairperson
3 Conference Password
5 General
» Roll Call/Notifications " Enable Roll Call (¥ Use Entry Tone " None
3 Video Services
Name Message File

3 DTMF Codes - -
. Joined Notificati  Entry_Tone_loined.wav -
3 Operator Assistance
Left Notification Entry_Tone_Left.way

m Add Message File

a Click the appropriate table entry in the Message File column.
A drop-down list is enabled.

b From the list, select the audio file to be assigned to the event/indication.

If the Tones option is enabled, you must assign the appropriate audio files to all notification types.
The Collaboration Server system is shipped with two default tones: Entry_tone.wav and
Exit_tone.wav.

If required, you can upload customized audio files that will be played when participants join or leave
the conference.

If the option to play a tone when a cascading link connection is established, make sure that the tone
selected for Entry or Exit notification differ from the cascading link tone as the latter one cannot be
customized.

23 Click the Video Services tab.
The New Conference IVR Service - Video Services dialog box opens.
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5 Global
> Welcome Conference IVR Service Name: jCorfersncs IVR Servics
3 Conference Chairperson
3 Conference Password
5 General
5 Roll Call/Notifications
5 Video Services
5 DTMF Codes
5 Operator Assistance ¥ Click&view
Video Welcame Slide: Defaut_MR_Weicome_side ~| [0° [REET R
!r«‘ Add Slide - Low Resolution
Delete Slide
Invite Participant
Dial out protacols arder:
DTMF forward duration (sec) [60
1. [off -
2. [off -
3. [off -
4. [off -

The Click&View and Invite Participants features are disabled in SVC and mixed CP and SVC
conferences.

In addition to the low and high resolution slides included in the default slide set, customized low and
high resolution slides are supported.

The following guidelines apply:

» Two customized slides can be loaded per IVR Service:
4 Alow resolution slide, to be used with low resolution endpoints.
4 A high resolution slide, to be used with high resolution endpoints.

The following table summarizes the recommended input slide formats and the resulting slides that
are generated:

IVR Slide - Input / Output Formats

Format
Slide Resolution Input Slides Generated Slides
HD1080p (16:9) HD1080p
or HD720p
High HD720p (16:9)
4CIF (4:3) 4SIF
or SIF
Low CIF (4:3) CIF
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» The source images for the high resolution slides must be in *.bmp or *.jpg format.

» If the uploaded slides are not of the exact SD or HD resolution, an error message is displayed and
the slides are automatically cropped or enlarged to the right size.

» If a slide that is selected in an IVR Service is deleted, a warning is displayed listing the IVR
Services in which it is selected. If deleted, it will be replaced with a default Collaboration Server
slide.

» The generated slides are not deleted if the system is downgraded to a lower software version.

» The first custom source file uploaded, whatever its format, is used to generate both high and low
resolution custom slides. High resolution source files uploaded after the first upload will be used
to generate and replace high resolution custom slides. Likewise, low resolution source files
uploaded after the first upload will be used to generate and replace low resolution custom slides.

» If there are two custom source files in the folder, one high resolution, one low resolution, and a
new high resolution custom source file is uploaded, new high resolution custom slides are
created. The existing low resolution custom slides are not deleted.

» If there are two custom source files in the folder, one high resolution, one low resolution, and a
new low resolution custom source file is uploaded, new low resolution custom slides are created.
The existing high resolution custom slides are not deleted.

24 Define the following parameters

New Conference IVR Service Properties - Video Services Parameters

Video
Services Description
Video Select the Low Resolution and High Resolution video slides to be displayed when
Welcome participants connect to the conference.
Slide To view any slide, click the Preview Slide ([>7) button.
Notes:
¢ When using one of the default Polycom slides, the slide will be displayed in the resolution
defined in the profile, i.e. CIF, SD, HD 720p
¢ Customized H.261 slides are not supported.
When Collaboration Server is configured to IPv6, the IVR slide is displayed without taking
into account the MTU Size.
Invite See Inviting Participants using DTMF .
Participant Note: The Invite Participant feature is not available in SVC conferences and for SVC

participants in mixed CP and SVC conferences.

25 If the video slide file was not uploaded to the MCU prior to the IVR Service definition, click the:
» Add Slide - Low Resolution button to upload a Low Resolution Slide.
» Add Slide - High Resolution button to upload a High Resolution Slide.

The Install File dialog box opens. The uploading process is similar to the uploading of audio files.
For more information, see To upload an audio file for an IVR message, click Add Message File..

e The video slide must be in a .jpg or .bmp file format. For more information, see Creating a
Welcome Video Slide.

* Customized H.261 slides are not supported.
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26 Click the DTMF Codes tab.
The New Conference IVR Service - DTMF Codes dialog box opens.

3 Global
» Welcome Conference IVR Service Name: ’m
» Conference Chairperson
3 Conference Password
> General DTMF Codes
3 Roll Call/Notifications Name DTMF Code Permission [;
3 Video Services Request private Everyone
> DTMF Codes Request assista Chairperson
5 (CEEe e Mute My Line =5 Everyans
Unmute My Lin  #6 Everyone ]
Secure Confere  *71 Chairperson
Unsecured Conf  £71 Chairperson
Increase Broade *9 Everyans
DecreaseBroad #9 Everyone
Mute All Except  *5 Chairperson
Cancel Mute All 25 Chairperson
Change Passwo  *77 Chairperson
Mute Incoming  *86 Chairperson

e This dialog box lists the default DTMF codes for the various functions that can be performed during
the conference by all participants or by the chairperson

New Conference IVR Service Properties - DTMF Codes

Operation DTMF String Permission
Mute My Line *6 Everyone
Unmute My Line #6 Everyone
Mute All Except Me *5 Chairperson
Cancel Mute All Except Me #5 Chairperson
Change Password 77 Chairperson
Mute Incoming Participants *86 Chairperson
Unmute Incoming Participants #86 Chairperson
Play Help Menu *83 Everyone
Terminate Conference *87 Chairperson
Change To Chairperson *78 Everyone
Override Mute All Configurable Everyone
Start Recording *2 Chairperson
Stop Recording *3 Chairperson
Pause Recording *1 Chairperson
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New Conference IVR Service Properties - DTMF Codes

Operation DTMF String Permission
Secure Conference *71 Chairperson
Unsecured Conference #71 Chairperson
Request individual assistance *0 Everyone
Note: This option is not available for SVC participants.

Request assistance for conference 00 Chairperson
Note: This option is not available for SVC participants.

Request to Speak 99 Everyone

27 To modify the DTMF code or permission:

a Inthe DTMF Code column, in the appropriate entry enter the new code.

b In the Permission column, select from the list who can use this feature (Everyone or just the
Chairperson).

By default, the Secure, Unsecure Conference and Show Number of Participants options are enabled

in the Conference IVR Service. These options can be disabled by removing their codes from the

Conference IVR Service.

¢ To disable the Text Indication option in the DTMF Code column, clear the DTMF code (*88) of

Show Number of Participants from the table.

¢ To disable the Secure Conference options, in the DTMF Code column, clear the DTMF codes of
both Secured Conference (*71) and Unsecured Conference (#71) from the table.

28 Click the Operator Assistance tab.

The Operator Assistance dialog box opens.

‘onference IVR Service Properties

5 Global

3 Welcome

Conference IVR Service Name:

Conference IVR Service,

3 Conference Chairperson
5 Conference Password
3 General

3 Roll Call/Notifications
3 Video Services

3 DTMF Codes

3 Operator Assistance

[~ Enable Operator Assistance

Operator Assistance Indication Message:

— -
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29 Select Enable Operator Assistance to enable operator assistance when the participant requires or
requests help during the connection process to the conference or during the conference.

30 In the Operator Assistance Indication Message field, select the audio message to be played
when the participant requests or is waiting for the operator’s assistance.

If the audio file was not uploaded prior to the definition of the IVR Service or if you want to add new
K audio files, click Add Message File to upload the appropriate audio file to the Collaboration Server.

31 Click OK to complete the IVR Service definition.
The new Conference IVR Service is added to the IVR Services list.

Change to Chairperson
Regular participants can request to become the conference chairperson using the appropriate DTMF code
(default: *78), which enabled them to perform operations designated for chairpersons only.

The Change to Chairperson via the DTMF code (default: *78) is executed only if the following settings were
configured for the MCU and the conference:

e In the Conference IVR Service - Conference Chairperson dialog box, select the Enable
Chairperson Messages check box, and select the appropriate voice messages.

For more information, see the Polycom® RealPresence Collaboration Server 800s/Virtual Edition
Administrator’s Guide, New Conference IVR Service Properties - Conference Chairperson Options
and Messages.

e When starting a new conference or defining a new Meeting Room, define the Chairperson
Password in the conference General dialog box.

For more information, see Creating a New Meeting Room.

Controlling the receipt of in-band and out-of-band DTMF Codes
The RFC2833_DTMF System Flag controls the receipt of in-band or out-of-band DTMF Codes.

When set to YES (default), the RMX will receive DTMF Codes sent in-band. When set to NO the RMX
receives DTMF Codes sent out-of-band. The RMX always sends DTMF Codes in-band (as part of the Audio
Media stream). If you wish to modify the flag value, the flag must be added to the System Configuration
file. For more information see Modifying System Flags.

Entry Queue IVR Service
An Entry Queue (EQ) is a routing lobby for conferences. Participants are routed to the appropriate
conference according to the conference ID they enter.

An Entry Queue IVR Service must be assigned to the Entry Queue to enable the voice prompts and video
slide guiding the participants through the connection process.

An Entry Queue IVR Service is a subset of an IVR Service. You can create different Entry Queue Services
for different languages and personalized voice messages.

The Collaboration Serveris shipped with a default Entry Queue IVR Service and all its audio messages and
video slide. You can define new Entry Queue IVR Services or modify the default Entry Queue IVR Service.
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Defining a New Entry Queue IVR Service

To set up a new Entry Queue IVR Service:

1 In the RMX Management pane, click IVR Services ().
2 Inthe IVR Services list, click the New Entry Queue IVR Service ( i) button.
The New Entry Queue IVR Service - Global dialog box opens.

Yew Entry Queue IVR Ervice "

Global
welcome Entry Queue IVR Service Name:
Conference ID

General

Video Services

vV VvV v vV V¥

Operator Assistance Language:
External Server Authentication:
Number of User Input Retries:

Timeout for User Input({Sec):

DTMF Delimiter:

4 | »

3 Fillin the following parameters:

Entry Queue IVR Service Properties - Global Parameters

Option Description

(Mandatory) Enter the name of the Entry Queue Service. The name can be
typed in Unicode. Maximum field length is 80 ASCII characters.

Entry Queue Service
Name

Select the language in which the Audio Messages and prompts will be heard.
The languages are defined in the Supported Languages function.

Language

External Server
Authentication

This option is used for Ad Hoc conferencing, to verify the participant’s

permission to initiate a new conference. For a detailed description see Appendix

D: Appendix D - Ad Hoc Conferencing and External Database Authentication.

Select one of the following options:

* None to start a new conference without verifying with an external database
the user right to start it.

e Conference ID to verify the user’s right to start a new conference with an
external database application using the conference ID.

Number of User Input
Retries

Enter the number of times the participant is able to respond to each menu
prompt before the participant is disconnected from the MCU.

Timeout for User Input
(Sec.)

Enter the duration in seconds that the system waits for input from the participant
before it is considered as an input error.
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Entry Queue IVR Service Properties - Global Parameters

Option Description

DTMF Delimiter The interaction between the caller and the system is done via touch-tone
signals (DTMF codes). Enter the key that will be used to indicate a DTMF
command sent by the participant or the conference chairperson. Possible keys
are the pound key (#) or star (*).

4 Click the Welcome tab.
The New Entry Queue IVR Service - Welcome dialog box opens.

New Entry Quele IVR Service

3 Global —
> Welcome Entry Queue IVR Service Name: I

3 Conference ID

3 General

3 Video Services

s Operator Assistance [~ Enable Welcome Messages

General Welcome Message: ;l m Add Message File

b L

v
1 | >

If the files were not uploaded prior to the definition of the IVR Service or if you want to add new audio
files, click Add Message File to upload the appropriate audio file to the Collaboration Server.

5 Define the appropriate parameters. This dialog box contains options that are identical to those in the
Conference IVR Service - Welcome Message dialog box. For more information about these
parameters, see New Conference IVR Service Properties - Conference Chairperson Options and
Messages.
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6 Click the Conference ID tab.
The New Entry Queue IVR Service - Conference ID dialog box opens.

Global

ielcome Entry Queue IVR Service Name: I

Conference ID

General

Yideo Services

Nl Nl Pl

Qperator Assistance

Name Message File

Request Confer

Retry Conferen j

m Add Message File

| 3
o [ o]

7 Select the voice messages:

Entry Queue IVR Service Properties - Conference ID

Field/Option Description
Request Conference ID Prompts the participant for the conference ID.
Retry Conference ID When the participant entered an incorrect conference ID, requests the

participant to enter the ID again.

8 Assign an audio file to each message type, as follows:
» Inthe Message File column, click the table entry, and then select the appropriate audio message.

Polycom®, Inc. 431



IVR Services

9 Click the General tab.
The New Entry Queue IVR Service - General dialog box opens.

.

3 Global
> 'Weloome Entry Queue IVR Service Name: [Eriay Dueus VR Senviz
5 Conference D
> General

> Video Services

5 Operator Assistance Name Message Fils

Mo Yideo Resources-Audio Only Ho_Video_Resources_audio_Only.wav

The administrator can enable an audio message that informs the participant of the lack of Video
Resources in the Collaboration Server and that he/she is being connected as Audio Only. The
message states: All video resources are currently in use. Connecting using audio only.

The following guidelines apply:

>

>
>

The IVR message applies to video participants only. Audio Only participants will not receive the
message.

Only H.323 and SIP participants receive the audio message.

The audio message is the first message after the call is connected, preceding all other IVR
messages.

The message is called No Video Resources-Audio Only and the message file (.wav) is called
No video resources audio only.wav.

The audio message must be added to the Conference and Entry Queue IVR Services
separately.

The IVR message can be enabled/disabled by the administrator using the ENABLE_
NO_VIDEO_RESOURCES_ AUDIO_ONLY_MESSAGE System Flag in system.cfg.

Possible values: YES / NO, default: YES

If you wish to modify the flag value, the flag must be added to the System Configuration file. For
more information see the Modifying System Flags.

10 Enter the message Name and Message File name for the Audio Only message:

>
>

Message Name: No Video Resources-Audio Only
Message File name: No_Video_Resources_Audio_Only.wav
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11 Click the Video Services tab.
The New Entry Queue IVR Service - Video Services dialog box opens.

L L ammmmmm—————— -

3 Global

» Welcome Entry Queue TVR Service Name:
3 Conference ID

3 General

» Video Services

3 Operator Assistance

Video Welcome Slide: B[Sl 24 Slide - High Resolution
L';-J Add Slide - Low Resolution

Delete Slide

12 In the Video Welcome Slide list, select the video slide that will be displayed to participants
connecting to the Entry Queue. The slide list includes the video slides that were previously uploaded
to the MCU memory.

13 To view any slide, click the Preview Slide (}>7) button.

14 If the video slide file was not uploaded to the MCU prior to the IVR Service definition, click the:
» Add Slide - Low Resolution button to upload a Low Resolution Slide.
» Add Slide - High Resolution button to upload a High Resolution Slide.

The Install File dialog box opens. The uploading process is similar to the uploading of audio files.
For more information, see step 6 .

The video slide must be in a .jpg or .bmp file format. For more information, see Creating a Welcome
Video Slide.
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15 Click the Operator Assistance tab.
The Operator Assistance dialog box opens.

Global

Welcome Entry Queue IVR Service Name: IEQ Assistance

Conference ID

General

Video Services

L T

Operator Assistance V¥ Enable Operator Assistance

Operator Assistance Indication Message: I vl E Add Message File

16 Select Enable Operator Assistance to enable operator assistance when the participant requires or
requests help during the connection process.

17 In the Operator Assistance Indication Message field, select the audio message to be played
when the participant requests or is waiting for operator’s assistance.

If the audio file was not uploaded prior to the definition of the IVR Service or if you want to add new
audio files, click Add Message File to upload the appropriate audio file to the Collaboration Server.

18 Click OK to complete the Entry Queue Service definition.
The new Entry Queue IVR Service is added to the IVR Services list. For more information, see IVR
Services List.

Setting a Conference IVR Service or Entry Queue IVR Service as the

Default Service
The first Conference IVR Service and Entry Queue IVR Service are automatically selected by default. The
IVR Services (Conference and Entry Queue) shipped with the system are also set as default. If additional

Conference IVR Services and Entry Queue IVR Services are defined, you can set another service as the
default for each service type.

Polycom®, Inc. 434



IVR Services

To select the default Conference IVR Service:

o In the IVR Services list, select the Conference IVR Service to be defined as the default, and then
click the Set Default Conference IVR Service ([ |) button.

Alternatively, in the IVR Services list, right-click the Conference IVR Service and then select Set
Default Conference IVR Service.

e elst o EH
B 3 gL el = 75 A s A - R |
Display Name|3tatus|ID |StartTirn|E T arre |Language ‘Ser'\riceType
24 SUPPORT 99466  1:02PM conference [¥R Service  Enalish  Conference I¥R Service
i Marketing 4A6I0 3:52 FM |@E Deisteleivics ice
S [ aaisti pirg IietDeFault Conference [VR Serwice .
2% Logistics 43974  3:51 PM . Entry Queue IVR Ser Ervice
Add Supported Languages
Peplace/Changs Music Flz
s ? Properties
=2
Hl‘ll Lzers =
£k Signaling Maonitor
E Hardisare Monitor
g Meeting Rooms
b
. SystemAlerts Participant Alerts Port Usage: WYoice | 1 /50 Bl Yideo 354 70l /1

The IVR Service is displayed in bold, indicating that it is the current default service.
To select the Default Entry Queue IVR Service:
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e In the IVR Services list, select the Entry Queue IVR Service to be defined as the default, and then
click Set Default Entry Queue IVR Service () button.

Alternatively, in the Conference IVR Services list, right-click the Entry Queue IVR Service and then
select Set Default Entry Queue IVR Service.

- 1- v =11
R e ER R ¥
Display Narne|Status|ID |Start Til-n|E Marme |Language |Seruice Twpe |
'% SUPFORT 29466  1;02Z PM Conference I¥R Service English Conference IYR Service
% Marketing 46630 3:52 PM : Eralish Conference IYR Service
2y Logistics 43974 3:5LFM Entry Queue I¥R Service Fnnlish Eniry Nueue 1¥R Service
Delete Service
Set Default Entry Gueue Service
s 2 Ldd Supported Languages
i Fi
LSS Replace/Changs Music Fils
o
. Properties
e

Iﬂzuz. Users

2k Signaling Monitor

K57 Hardware Monitor

ﬂEll Meeting Roarns

-

| SystemAlerts Participant Alerts Port Usage: Yoice [ 1/ 50 Bl VYideo 357 70 /oy

The default Entry Queue IVR Service is displayed in bold, indicating that it is the current default
service.

Modifying the Conference or Entry Queue IVR Service
Properties

You can modify the properties of an existing IVR Service, except the service name and language.

To modify the properties of an IVR Service:

1 In the RMX Management pane, click IVR Services.

2 Inthe IVR Services list, Click the IVR Service to modify.
For more information about the tabs and options of this dialog box, see Defining a New Conference
IVR Service.

3 Modify the required parameters or upload the required audio files.
4 Click OK.

Replacing the Music File

The Collaboration Server is shipped with a default music file that is played when participants are placed on
hold, for example, while waiting for the chairperson to connect to the conference (if the conference requires
a chairperson), or when a single participant is connected to the conference. You can replace the default
music file with your own recorded music.

Music file guidelines:
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e The file must be in *.wav format.
e Music length cannot exceed one hour.
e The music recording must be in the range of (-12dB) to (-9dB).

Adding a Music File

To replace the Music file:

1 In the RMX Management pane, click IVR Services.

2 In the IVR Services list toolbar, click the Replace/Change Music File ( i) button.
The Install Music File window opens.

Music File Path:

E Flay Selected File

BE Foyrvi i

3 Click the Browse button to select the audio file (*.wav) to upload.

The Open dialog box opens.

d [

& Dacuments
{5 Sharteut o OperwSInstall

{0 Sharteut ba PDF Qutput
53 Shortcut ba Versions

| File name | | Open

Files o type: [ccord fudio fes " AC8) | Cancel

4 Select the appropriate audio *.wav file and then click the Open button.
The selected file name is displayed in the Install Music File dialog box.

5 Optional. You can play the selected file by clicking the Play (jf,) button.
a Click Play Selected File to play a file on your computer.
b Click Play RMX File to play a file already uploaded on the RMX.

6 In the Install Music File dialog box, click OK to upload the file to the MCU.
The new file replaces the previously uploaded file and this file is used for all background music
played by the MCU.

Creating Audio Prompts and Video Slides

The Collaboration Server is shipped with default voice messages (in WAV format) and video slides that are
used for the default IVR services. You can create your own video slides and record the voice messages for
different languages or customize them to your needs.
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Recording an Audio Message

To record audio messages, use any sound recording utility available in your computer or record them
professionally in a recording studio. Make sure that recorded message can be saved as a Wave file (*.wav
format) and that the recorded format settings are as defined in steps 4 and 5 on the following procedure.
The files are converted into the Collaboration Server internal format during the upload process.

This section describes the use of the Sound Recorder utility delivered with Windows 95/98/2000/XP.

To define the format settings for audio messages:

¢ The format settings for audio messages need to be set only once. The settings will then be
applied to any new audio messages recorded.

¢ The utility or facility used to record audio messages must be capable of producing audio files with
the formats and attributes as shown in the following procedure, namely, PCM, 16.000kHz, 16Bit,

Mono.
Windows® XP® Sound Recorder is one of the utilities that can be used.

1 Onyour PC, click Start > Programs > Accessories > Entertainment > Sound Recorder.
The Sound-Sound Recorder dialog box opens.

4}-Sound - Sound Recordel =0l

File Edit Effects Help
Foszitiar: Length:
0.00 zec. 0.00 sec.
1
|

<4 (o | » | = @7

2 To define the recording format, click File > Properties.
The Properties for Sound dialog box opens.
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3 Click the Convert Now button.

4
5

Properties for Sound ﬂﬂ
Dietails |
|E Sound
Copyright: Mo Copwright information
Length: 0.00 gz,
Data Size: 0 bytes

dudio Forriat: PCh 22.050 kHz, 8 Bit, Manao

Farmat Conwersion

=1 _'] Ta adjugt the sound quality or uee less space for
4 thiz zound, click Convert Maw

Choose from:;

Coteeert Mow.. |

Ok I Cancel

The Sound Selection dialog box opens.
In the Format field, select PCM.
In the Attributes list, select 16.000 kHz, 16Bit, Mono.

Sound Selection

Mame:

| [untitled] j Save Az...

Farmat: | PCH j
Altributes:

glu]
Cancel

To save this format, click the Save As button.
The Save As dialog box opens.

Select the location where the format will reside, enter a name and then click OK.

Save this format az 0K I
PCH
I Cancel |

The system returns to the Sound Selection dialog box.

Click OK.
The system returns to the Properties for Sound dialog box.
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9 Click OK.

The system returns to the Sound—-Sound Recorder dialog box. You are now ready to record your

voice message.

To record a new audio message:

Make sure that a microphone or a sound input device is connected to

your PC.

Regardless of the recording utility you are using, verify that any new audio message
recorded adheres to the following format settings: 16.000kHz, 16Bit, Mono.

1 Onyour PC, click Start > Programs > Accessories > Entertainment > Sound Recorder.

The Sound-Sound Recorder dialog box opens.

2 Click File > New.

3 Click the Record button.
The system starts recording.

4 Start narrating the desired message.

5 Click the Stop Recording button.

6 Save the recorded message as a wave file, click File > Save As.
The Save As dialog box opens.

Save As

Savein: | () MR

My eBooks @My Yideos
(M Ewisaft Web

My 150 Files

uE_-'|My Iusic

ﬂMy Pickures

(M PSPE Files

[y Received Files

My Skype Pictures

Files name: |

ﬂ Save |

Save az type: |Sounds [Fwav]

j Cancel |

| Farmat: PCH 16,000 kHz, 16 Bit, Mang

Change . ‘
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For all audio IVR messages, stop the recording anytime up to 3 minutes (which is the maximum
duration allowed for an IVR voice message). If the message exceeds 3 minutes it will be rejected by
the Collaboration Server unit.
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7 Verify that the Format reads: PCM 16.000 kHz, 16Bit, Mono. If the format is correct, continue with
step 10. If the format is incorrect, click the Change button.

The Sound Selection dialog box is displayed.

Sound Selection EWE

Marne:

E I -| Sovebs. | Remove |
Format; |F'CM j
Attibutes:  [16.000 kHz, 16 Bit, Mano Tkbises v

Cancel

8 In the Name field, select the name of the format created in step 7 on Select the location where the
format will reside, enter a name and then click OK..

9 Click OK.
The system returns to the Save As dialog box.

10 In the Save in field, select the directory where the file will be stored.

11 In the Save as Type field, select the *.wav file format.

12 In the File name box, type a name for the message file, and then click the Save button.
13 To record additional messages, repeat steps 1 to 10.

To upload your recorded *.wav file to the Collaboration Server, see step 6.
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Creating a Welcome Video Slide

The video slide is a still picture that can be created in any graphic application.

To create a welcome video slide:

1 Using any graphic application, save your image in either *.jpg or *.bmp file format.

2 For optimum quality, ensure that the image dimensions adhere to the Collaboration Server
recommended values (width x height in pixels):

>

VvV V V V V V V V V

640 x 480
704 x 480
848 x 480
720 x 576
704 x 576
1024 x 576
960 x 720
1280 x 720
1440 x 1088
1920 x 1088

The Collaboration Server can accommodate small deviations from the recommended slide
resolutions.

3 Save your file.

Customized H.261 slides are not supported..

If using a default Polycom slide, the slide’s resolution will be as defined in the profile, i.e. SD, HD or
CIF.

If the display of the Welcome slide is cut in the upper area of the screen, change the settings of the
endpoint’s monitor to People "Stretch" instead of "Zoom".

To upload your video slide to the Collaboration Server, see step 12.
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Inviting Participants using DTMF

This feature is disabled in SVC conferences and for SVC participants in mixed CP and SVC
K conferences.

A participant in a video or audio conference can invite another participant to the conference using the
touch-tone DTMF numeric keypad on the participant’s endpoint. You can invite a participant using various
communication devices, such as a mobile phone, an IP phone, PSTN phones, laptops, or connect to
another conference running on another PBX or MCU.

Invite Call Flow

The following flow describes how a participant is invited to the conference using the DTMF codes:

1 During the conference, the participant enters the DTMF code (default is *72) on the numeric keypad
to invite another participant.

2 The participant is prompted to enter the invited participant’s destination number (a number or IP
address) including the prefix (if required) and the DTMF delimiter digit (*’ or ‘#’) at the end. The
asterisk (*’) is used to denote the dot in the IP address.

For example: To enter an IP address such as 10.245.22.19, on the DTMF keypad press
10*245*22*19 and then the DTMF delimiter.

/ Digits that are entered after the DTMF delimiter and before the participant is connected are ignored.

3 The system automatically dials to the destination according to the protocol order as defined in the
IVR Services Properties - Video Services tab.

When the call cannot be completed by the current protocol, the system attempts to connect to the
destination using the next protocol according to the protocol order.

The Collaboration Server connects the participant when the call is answered.

4 The last invited participant can be disconnected when the inviting participant enters the DTMF code
(default is #72) on the numeric keypad.

Entering Additional DTMF Codes

In some environments, the call is answered by an IVR system (for example when connecting to another
conference or PBX), requesting a password or a destination number to complete the connection process.
In such a case, additional DTMF digits must be entered before the DTMF forward duration time has
expired and are forwarded to the invited destination. When the additional DTMF codes are entered, they
are heard by all the conference participants.

If the DTMF code is not entered on time or if the wrong DTMF code is entered, the participant is prompted
for a new input. After the defined number of retries have elapsed, the call is ended.

Error Handling

e If the destination endpoint is busy or the participant did not answer, the system ends the call.
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e When an incorrect number is entered, the call fails and an error message is displayed.

e If the destination number is not entered in a specific amount of time (defined in Timeout for user
input in the IVR Services - Global tab), the participant is prompted to enter a destination number
again. Depending on the Number of user input retries as defined in the IVR Services - Global tab,
the system will attempt to receive the required input. When all the retries have failed, the call to the
invited participant is cancelled.

Guidelines

e Inviting other participants is available to AVC-enabled participants only.
e Participants can be invited to Event Mode, and CP and VSW conferences.

e All network protocols are supported (H.323, SIP, ISDN, and PSTN). It is recommended to select
PSTN and not ISDN if PSTN is the only destination protocol. If both PSTN and ISDN are enabled, it
is recommended to select the PSTN before ISDN as the connection process for PSTN endpoints will
be quicker.

e In an Multiple IP Networks environment, the system will try to connect the participant using each of
the IP Network Services listed in the Conference Profile - Network Services dialog box. Network
services that are excluded from this list are skipped during the dialing sequence.

e In Event Mode conferences, the invited participant connection parameters must match one of the
conference levels.

e In CP conferences, the participant initiating the invitation to another participant is able to view the
dialing information and connection status. During the dialing process, the dialing string is displayed
as the participant name which is replaced by the site name when connected to the conference.

e By default, all participants (Everyone) are granted permission to invite a participant to join a
conference. To change the permission to the Chairperson, modify the Permission column in the IVR
Service - DTMF Codes tab.

Enabling the Invite Participants using DTMF Option

The option to invite participants to a conference using the DTMF keypad is enabled in the following
Conference IVR Services dialog boxes:

e General
e Video Services
e DTMF Codes

To enable the Invite Participant using DTMF on the Collaboration Server:

1 Open an existing or define a new Conference IVR Service.
Conference IVR Service - Global dialog box opens.
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2 Click the General tab.
The Conference IVR Services - General tab is displayed.

3

onference 1VR Service Properties -

T R

Global

Welcome

Conference Chairperson
Conference Password
General

Roll Call/Notifications
Video Services

DTMF Codes

Operator Assistance

Conference IVR Service Name:

Corference IVR Service

Mame

Message File

Conference is Secured
Conference is Unsecured
Conference is Locked
Enter Destination 1D
Incorrect Destination ID
Dial Tone

Ringing Tone

No Video Resources-Audio O No_Video_Resources_Audio_Only.wav

Blip On Cascade Link

Invite Participant

Conference_Securedwav
Conference_Unsecured.wav

Conference_Lockedway

Conference_NID.wav
Conference_Securedwayv
Conference_Unsecured.nav

Confirm_Password_Changewav

DialTone.wav
End_Time_Alert.wav

Enter_Destination_Number.wav

First_to_Jain.wav

U

B
[

]

=

In the Message File column of the Invite Participant entry, click the drop-down arrow and select the
required voice message. The file Enter_Destination_Number.wav that is shipped with the system
can be used for this message.

To upload a new file, click the Add Message File. For more details, see Creating Audio Prompts and
Video Slides.

Polycom®, Inc.
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4 Click the Video Services tab.
The IVR Services - Video Services tab is displayed.

3> Global
3 Welcome Conference IVR Service Name: Conference IVR Service
3 Conference Chairperson
3 Conference Password
3 General
3 Roll Call/Notifications
> Video Services
3 DTMF Codes
3 Operator Assistance V¥ Clickaview
Video Welcome Slide: N R Ik I S5l #dd Slide - High Resolution
L;’ Add Slide - Low Resolution
Delete Slide
Invite Participant
Dial out protocols order:
DTMF forward duration (sec) [60
1. |off -
2. |off -~
3. |off -
4. [oft -

5 Define the following parameters

IVR Services Properties - Video Services Parameters - Invite Participants

Video Services Description

Dial out protocols order Select the order of the network protocols that will be used by the system to dial
the destination number. The system will start dialing using the first protocol, and
if the call is not answered it will continue with the second, third and fourth
protocols (if they are enabled) until the call is answered. By default, H.323 is set
as the first protocol and SIP as the second while the remaining protocols are
disabled (set to Off).

DTMF forward duration Use this field when connecting to another conferencing entity with an IVR,
requiring the input of a password, destination number or ID. Enter the number of
seconds that the system will wait for the input of additional DTMF digits such as
a password or conference number. The range can be from 10 seconds to 600
seconds. Default is 60 seconds.
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6 Click the DTMF Codes tab.
The IVR Services - DTMF Codes tab is displayed.

New Conference IVK Service

» Global

» Welenme Canference VR Gervice Name:

» Conference Chairperson

» Conference Passwo-d

» General DTVMF Codes
» Roll Call/Notifications Name DTMF Cade Permissior -
» Video Services Start Resume Recording k] Chairperson
» DTMF Codes Stop Recording =3 Chairpersan
s, CmETnT ASSssiance Pause Recording * Chairperson
Secare Conference =71 Chairperson
Unszcurad Conference #71 Chairperson
Show number of sarticipan  *88 Everyone
Requestprivate zssistance  *0 Everyone
Requestto Soeak 99 Everyone
Start PCM 22 Chairperson
Polycom Touch Cantral *2 Everyone
Invite Particinant 72 Chairpersen
Disconnect Invited Particip 272 Chairperson '\_

7 Make sure that Invite Participant and Disconnect Invited Participant have DTMF Codes
assigned to them. Default system values are *72 (Invite Participant) and #72 (Disconnect Invited
Participant), however you can enter your own values.

When upgrading from a previous version, default system values may not be assigned if these IVR
entries were not defined in your existing IVR Service and have to be manually added to the DTMF
Codes table.

8 If required, determine who can invite other participants to the conference using DTMF codes by
changing the permissions to either Chairperson or Everyone.

9 Click OK.

Disabling the Invite Participant Option
To disable the Invite Participant option:

1 From the IVR Services - DTMF Codes tab, delete the DTMF digits from the DTMF Code column.
2 Click OK.
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External IVR Service Control

IVR Services can be controlled externally from an application server supporting the MCCF-IVR (Media
Control Channel Framework-Interactive Voice Response) package. The external IVR service is currently
being implemented with the integration of the Polycom RealPresence Virtualization Manager (DMA) as the
application server. When the application server is deployed in the enterprise environment and the Polycom
RealPresence Collaboration Server (MCU) is deployed as a media server, the external IVR service can be
used to play audio messages, display slides, and collect DTMF input from the participant.

For more information, see Using External IVR Services via the MCCF-IVR Package.

IVR Services Support with TIP Protocol

From Version 8.1, Conference IVR and Entry Queue IVR Services are supported with AVC TIP protocol in
conferences that include both TIP-enabled and non-TIP-enabled endpoints. TIP-enabled endpoints can be
moved from the Entry Queue to the destination conference if the TIP Compatibility Modes settings in the
Profile are identical for both conferencing entities (it is recommended to use the same Profile for both
entities).
The IVR services can be enabled for all TIP Compatibility Modes:

e Video only

e Video and Content

o Prefer TIP

IVR media files, WAV for voice messages and JPG for video slides, are all stored on the RealPresence
Collaboration Server (RMX).

Guidelines for TIP Support with IVR Services
e |VR default audio files are enabled for all TIP Compatibility Modes.
e Only Polycom default Welcome slides are available. Custom Welcome slides are not supported.
e TIP-enabled endpoints can send DTMF digits to MCU.

e In an mixed TIP environment, there is no support for content in cascaded conferences. Additionally,
Legacy and Lync endpoints cannot view content.
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Default IVR Prompts and Messages

The system is shipped with the following audio prompts and messages:

Default IVR Messages

Message Type Message Text When Played File Name

General “Welcome to unified conferencing.” The participant General_Welcome.wav
Welcome enters the

Message conference IVR

queue

Chairperson

“For conference Chairperson

The participant is

Chairperson__ Identifier.wav

Identifier Services, Press the Pound Key. All asked to
Request other participants please wait...” self-identify as the
chairperson
Request “Please enter the Conference The participant is Chairperson_Password.wav
Chairperson Chairperson Password. Press the asked for the
Password pound key when complete.” chairperson
password
Retry “Invalid chairperson password. A participant Chairperson_
Chairperson Please try again.” enters an Password_Failure.wav
Password incorrect
Chairperson
password
Request “Please enter the conference A participant is Conference_ Password.wav
Password password. Press the pound key when  requested to
complete.” enter the
conference
password
Retry Password “Invalid conference password. Please  An incorrect Retry_ Conference_

try again.”

conference
password is
entered

Password.wav

Request Digit

“Press any key to enter the
conference.”

A participant is
requested to
press any key

Request_Digit.wav

Request Billing
Code

“Please enter the Billing code. Press
the pound key when complete.”

A participant is
asked to enter a
billing code

Billing_Code.wav

Requires
Chairperson

Polycom®, Inc.

“Please wait for the chairperson to
join the conference.”

A participant
attempts to join a
conference prior
to the
Chairperson
joining

Requires Chairperson.wav
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Default IVR Messages

Message Type

Message Text

When Played

File Name

Chairperson Exit

“The chairperson has left the

The chairperson

Chairperson_Exit.wav

conference.” has left the
Note: The conference.
TERMINATE_CONF_AFTER_CHAIR
_DROPPED flag must be enabled to
play this message.
First to Join “You are the first person to join the The first First to Join.wav
conference.” participant joins a
conference
Mute All On “All conference participants are now When all Mute_All_On.wav
muted.” participants are
muted by the
operator or
chairperson.
Mute All Off “All conference participants are now When all Mute_All_Off.wav
unmuted.” participants are
unmuted by the
operator or
chairperson.
End Time Alert “The conference is about to end.” The conferenceis  End_Time_Alert.wav
about it end
Change “Press one to change conference A participant Change_Password_ Menu.wav
Password Menu password. requests a
conference

Press two to change chairperson
password.

Press nine to exit the menu.”

password change

“Please enter the new conference A participant Change_ Conference_
password. Press the pound key when  pressestwointhe  Password.wav
Change complete.” Change
Conference Password IVR
Password menu.
“Please enter the new chairperson A participant Change_ Chairperson_
password. Press the pound key when  presses one in Password.wav
Change complete.” the Change
Chairperson Password IVR
Password menu.
Confirm “Please re-enter the new password. A participant Confirm_ Password_
Password Press the pound key when complete.” enters a new Change.wav
Change conference or

Polycom®, Inc.
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Default IVR Messages

Message Type Message Text When Played File Name

Change “The new password is invalid.” A participant Change_ Password_
Password enters an invalid Failure.wav

Failure password

Password “The password has been successfully A participant has Password_ Changed_
Changed changed.” confirmed a Successfully.wav

Successfully

password change

Self Mute “You are now muted.” A participant Self_Mute.wav
mutes his or her
audio
Self Unmute “You are no longer muted.” A participant Self_Unmute.wav
unmutes his or
her audio
“The available touch-tone keypad A chairperson Chairperson_ Help_Menu.wav
actions are as follows: requests the
 To exit this menu press any key. chairperson help
* To request private assistance, menu
press star, zero.
* To request operator’s assistance
for the conference, press zero,
zero.
* To mute your line, press star, six.
Chairperson e To unmute your line, press pound,
Help Menu six.”
“The available touch-tone keypad A participant Participant_Help_Menu.wav
actions are as follows: requests the
+ To exit this menu press any key. participant help
* To request private assistance, menu
press star, zero.
e To mute your line, press star, six.
¢ To unmute your line, press pound,
SiX.
¢ Toincrease your volume, press
star, nine.
Participant Help * To decrease your volume, press
Menu pound, nine.
Maximum “The conference is full. You cannot A participant Maximum__ Participants_
Participants join at this time.” attempts to join a Exceeded.wav
Exceeded full conference
Request “Please enter your conference NID. Request_ Conference NID.wav
Conference Press the pound key when complete.”
NID
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Default IVR Messages

Message Type Message Text When Played File Name
Retry “Invalid conference NID. Please try A participant Retry_Conference_NID.wav
Conference again.” enters an invalid
NID conference NID
Secured “The conference is now secured.” A chairperson or Conference_Secured.wav
Conference participant

secures a

conference
Unsecured “The conference is now in an A chairperson or Conference_Unsecured.wav
Conference unsecured mode” participant

unsecures a

conference
Locked “Conference you are trying to join is Conference_Locked.wav
Conference locked”
Conference “The conference is being recorded” Recording_ in_Progress.wav
Recording
Conference “The conference recording has failed” Recording_Failed.wav

Recording Failed

No Video
Resources Audio
Only.

"All video resources are currently in
use. Connecting using audio only"

No_Video_Resources_Audio_
Only.wav
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Volume Control of IVR Messages, Roll Call and Music

The volume of IVR music, and IVR messages and Roll Call is controlled by the following system flags:
e |VR_MUSIC_VOLUME
e |VR_MESSAGE_VOLUME
e |VR_ROLL_CALL_VOLUME

To control the volume of IVR music, Roll Call and messages:

e Modify the values of the System Flags listed in the following table by clicking the menu Setup >
System Configuration.

If these flags do not appear in the System Flags list, they must be manually added. For more information
see System Configuration Flags.

Default IVR Messages

Flag Description

IVR_MUSIC_VOLUME The volume of the IVR music played when a single participant is connected
to the conference varies according to the value of this flag.

Possible value range: 0-10 (Default: 2).
0 — disables playing the music
1 — lowest volume

10 — highest volume

IVR_MESSAGE_VOLUME The volume of IVR messages varies according to the value of this flag.
Possible value range: 0-10 (Default: 2).
0 — disables playing the IVR messages
1 — lowest volume
10 — highest volume

Note: It is not recommended to disable IVR messages by setting the flag value
to 0.

The following System Flags do not require an MCU reset:
* |VR_MESSAGE_VOLUME

* IVR_MUSIC_VOLUME

* IVR_ROLL_CALL_VOLUME

For all other flag changes, the MCU must be reset for the modified flag settings (including deletion) to
take effect.

IVR Services in TIP-Enabled Conferences

Conference IVR and Entry Queue/Virtual Entry Queues are supported with AVC TIP protocol in conferences
that include both TIP-enabled and non-TIP-enabled endpoints.

A Virtual Entry Queue can be configured to either IVR Only Service Provider or External IVR Control mode.
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TIP-enabled endpoints can be moved from the Entry Queue to the destination conference if the TIP
Compatibility Modes settings in the Profile are identical for both conferencing entities (it is recommended
to use the same Profile for both entities).

TIP IVR users can access the conference directly or enter the Entry Queue/Virtual Entry Queue and provide
a password to access the conference.

The IVR services can be enabled for all TIP Compatibility Modes:
e Video only
e Video and Content
o Prefer TIP

IVR media files, WAV for voice messages and JPG for video slides, are all stored on the RealPresence
Collaboration Server (RMX).

IVR Services in TIP-Enabled Conferences Guidelines

e |VR default audio files are enabled for all TIP Compatibility Modes.
e Only Polycom default Welcome slides are available. Custom Welcome slides are not supported.
e TIP-enabled endpoints can send DTMF digits to MCU.
e In a mixed TIP environment there is no support for content in cascaded conferences. Additionally,
Legacy and Lync endpoints cannot view content.
Entry Queue and Virtual Entry Queue Access

TIP endpoints can dial-in to conferences directly using the IVR, Entry Queue/Virtual Entry Queue and IVR
Only Service Provider. For more information see Defining a New Entry Queue.

For more information on Multipoint see the Collaboration With Cisco’s Telepresence Interoperability
Protocol (TIP).

Configuring the Conference and Entry Queue IVR Services
The IVR module includes two types of services:
e Conference IVR Service that is used with conferences
e Entry Queue IVR Service that is used with Entry Queues
The configuration process is the same for TIP and non-TIP enabled Conferences and Entry Queues.
For more information about IVR Services see, Defining a New Conference IVR Service.
For more information about Entry Queues see, Entry Queues.
For more information see Appendix | - Polycom Open Collaboration Network (POCN).
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The Call Detail Record (CDR) utility enables you to view summary information about conferences, and
retrieve full conference information and archive it to a file. The file can be used to produce reports or can be
exported to external billing programs.

The value of the fields that support Unicode values, such as the info fields, will be stored in the CDR
file in UTF8. The application that reads the CDR must support Unicode.

The Collaboration Server can store details of up to 2000 conferences. When this number is exceeded, the
system overwrites conferences, starting with the earliest conference. To save the conferences’ information,
their data must be retrieved and archived. The frequency with which the archiving should be performed
depends on the volume of conferences run by the MCU.

The Collaboration Server displays Active Alarms before overwriting the older files, enabling the users to
backup the older files before they are deleted. The display of Active Alarms is controlled by the
ENABLE_CYCLIC_FILE_SYSTEM_ALARMS system flag.

If the ENABLE_CYCLIC_FILE_SYSTEM_ALARMS is set to YES and a Cyclic File reaches a file storage
capacity limit, an Active Alarm is created: “Backup of CDR files is required”.

Each conference is a separate record in the MCU memory. Each conference is archived as a separate file.
Each conference CDR file contains general information about the conference, such as the conference
name, ID, start time and duration, as well as information about events occurring during the conference, such
as adding a new participant, disconnecting a participant or extending the length of the conference.

The CDR File Properties

The output of a CDR file depends on the format in which the file was archived and the size of the file.

CDR File Formats

The conference CDR records can be retrieved and archived in the following two formats:

o Unformatted data — Unformatted CDR files contain multiple records in “raw data” format. The first
record in each file contains general conference data. The remaining records contain event data, one
record for each event. Each record contains field values separated by commas. This data can be
transferred to an external program such as Microsoft Excel® for billing purposes. The following is a
sample of an unformatted CDR file.

Unformatted CDR File
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B TestConf-838343740_c100.cdr - Notepad o = 3]
File Edit Format Wiew Help

Conference —57 5, TestCont-838343740,110, 25,07, 2006,21:55:22,01:00:00,25.07. 2006,21:55:22,00:01:04,2,<100,0 -

,0,0;01,25.07,2006,21:55:22,0,0,1,6,0,255,3, 255,255,255,0,0,0;0
summary record 2001, 25.07. 2008, 21 :55:22,0,0,0, 200, 5,0, 255,1, 0, 0,0, ,0.0,0,0,0,65535,65535,1, 65535, 63535, 5553
5,61535,32,service, 0,,15.0, 0,0; 12001, 25. 07,2006, 21:55:22,0,0,0,03 1

25.07.2006,21: 5552200 05001, 25, 07,2008, 215 55:22, 0, 61647, 1,0,,:0
Event code _(101 ;5 (7. 2006, 31155 28 0 POLYCOM TestParty- 1904020434 0,0,0,255,0,0efault 1P
ice,0,0,0,,0,0,1,3;

2101,25.07. 2006 2155 28 0,2,,0,255,5,0,1,,42%067295,0,1720, 8, TestParty-1004020434; 10
01,25.07.2006,21:55:29,G,POLYCOM,TestParty—14719llS51,1,0,0 255, 0,pefault IP
Service,0,0,0,,0,0,1,3;0

2101,25.07.2006,21:55:29,0,2,,0,255,5,0,1,,4294067205, 0,1720, 8, TestrParty-1471911551; 0
Event records — 101, 35,07, 2006, 21155130, 0, POLYCOM, TestParty-032240310, 2,0, 0, 255, 0, Default Ip
Serv‘lce,o,o,o,,o,o,l,E;u
2101,25.07.2006,21:55:30,0,2,,0,255,5,0,1,,4204067205, 0,1720, 8, Testrarty-932240315; 0
101,25, 07,2006, 21:55:30, 0, POLYCOM, TestParty-1111630138,3, 0,0, 255, 0, pefault 1P
Service,0,0,0,,0,0,l,B,u
2101,25.07.2006,21:55:30,0,2,,0,255,5,0,1,,424 067295, 0,1720, 8, Testrarty-1111630138; 0
101,25.07. 2006, 20:55:31, 0, POLYCOM, TESTParTy—-1986416118,4,0,0,255, 0, pefault 1P
service,0,0,0,,0,0,1,3;0
2101, 25.07.20068,21:55:31,0,2,,0,255,5,0,1,,429%4967295,0,1720, 8, Testrarty-1586416118; 1
00, 25 07,2006, 21:55:31, 0, POLYCOM, TesTPAarty—-654321264, 5,0,0, 255, 0, befault TP
service,0,0,0,,0,0,1,3:0
2101,25.07. 2005, ¥1:55:31,0,2,,0,255,5,0,1,,4204067205, 0,1720, 8, Tastparty G54021264; 1
101, 25.07. 2006, 21:55: 32, G POLYCOM TestParty 670304466 6 0,40, 255 0, pefault IP
service,0,0, O,,0,0,1,3
2101,25.07. 2008, 21:51: 32 0,2,,0,235,5,0,1,,4294967295,0,1720, 8, TestParty-670304466; 0
101,25.07.2006,21:55:33,G,POLYCOM,TestParty—l4?0?9156,T,0,0,255,0,DEfau t IP ‘:J

o Formatted text — Formatted CDR files contain multiple sections. The first section in each file contains
general conference data. The remaining sections contain event data, one section for each event.
Each field value is displayed in a separate line, together with its name. This data can be used to
generate a summary report for a conference. The following is an example of a formatted CDR file.

Formatted CDR File

P TestConf-838343740_c100.kxt - Notepad =159
File Edit Format View Help

File version: &73 -
Conference Mame: Testconf 838343740

Internal Conference ID:
General conference Reser\_‘fed puration: 01: 00 00
i actual start Time: 25, 07 2008,21:55:22
section actual ouration: QQ:ol:
Status: Cause User Term1nate
File Mame: cl00
GMT offset: O
b 12 RETriEvEd: True

Event heading WCOMFERENCE START

25.07.2006,21:55:22

Dial-out Manua'l'ly False

Auto Terminate: True

Line rate: 384 kbps

aucio Algorithm: auto

video session: Continuous Presence
video Format: auto

CIF Frame Rare: auto

QCIF Frame Rate: auto

Event section

(COMFERENCE START COMTIWUE 1

25.07.2006,21:55:22

ENTry Tone: OFF

Exit Tone: OFF

End Time Alert Tone: OFF d

The field names and values in the formatted file will appear in the language being used for the
Collaboration Server Web Client user interface at the time when the CDR information is retrieved.

Multi-Part CDR Files

By default, the maximum CDR (Call Data Record) file size is limited to 1MB. When a CDR file reaches a
size of 1MB the file is saved and further call data recording is stopped and the additional data is lost.

The Collaboration Server can be configured to keep recording the data in multiple CDR file set of 1MB each.
Multi-Part CDR ensures that conference call data from long duration or permanent conferences is recorded
and not lost.
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Enabling the Multi-Part CDR Option

e Multi-Part CDR is enabled by setting the value of the ENABLE_MULTI_PART_CDR system flag to
YES.

The flag’s default value is NO.

When the flag value is NO, CDR file size is limited to one file of 1MB and further call data recording
is stopped.

To modify the default setting, the flag must be manually added to the System Configuration. For more
information see, Modifying System Flags.

e |If the flag value is set to YES, when a CDR file reaches 1MB, an additional CDR file is created and
added to the CDR file set for that conference.

e |[f the flag value is changed from YES to NO (or visa versa) all existing CDR files are retained.

CDR File Contents

The general conference section or record contains information such as the Routing Name and ID, and the
conference starting date and time.

The event sections or records contain an event type heading or event type code, followed by event data.
For example, an event type may be that a participant connects to the conference, and the event data will
list the date and time the participant connects to the conference, the participant name and ID, and the
participant capabilities used to connect to the conference.

To enable compatibility for applications that written for the MGC family, the Collaboration Server CDR file
structure is based on the MGC CDR file structure.

The unformatted and formatted text files contain basically the same information. The following differences
should be noted between the contents of the unformatted and formatted text files:

e In many cases a formatted text file field contains a textual value, whereas the equivalent unformatted
file field contains a numeric value that represents the textual value.

e For reading clarity, in a few instances, a single field in the unformatted file is converted to multiple
fields in the formatted text file, and in other cases, multiple fields in the unformatted file are combined
into one field in the formatted file.

e To enable compatibility between MGC CDR files and Collaboration Server CDR files, the unformatted
file contains fields that were applicable to the MGC MCUs, but are not supported by the Collaboration
Server MCUs. These fields are omitted from the formatted text file.

Appendix C - CDR Fields, Unformatted File Appendix contains a full list of the events, fields and
values that appear in the unformatted file. This appendix can be referred to for information regarding
the contents of fields in the unformatted text file, but does not reflect the exact contents of the
formatted text file.
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Viewing, Retrieving and Archiving Conference

Information

You can view the list of CDR files and retrieve them to your local workstation. These files can then be used

to genergate billing information, resource usage reports and more by any third party application.

Viewing the Conference Records

You can list all the CDR files that are currently saved on the MCU.

To open the CDR utility:

On the Collaboration Server Menu, click Administration > CDR.

The CDR List pane opens, displaying a list of the conference CDR records stored in the MCU

memory.

fE]

Display Name ?‘ Start Time

IZ7) 1449 Default System

23 August 2007 20:

23 August 2007 1

00:01:12

23 August 2007 20:0

V|GMT Start Time V‘ Duratio Yl Reserved Start Tim Vl Reserved Duration Vl Status Yl File Retrieved  ~ Vl:‘I

1449 Default System
1449 Default System
EQ

2599 Default System
2599 Default System
1449 Default System
[ 1443 Default Systzm
1449 Default System
1448 Default System
[]] 2595 Default Systzm
1449 Default System
1448 Default System
2599 Default System
2599 Default System
2599 Default System
1449 Default System
1449 Default System
2599 Default System

2599 Default System
[ 2595 Default Systzm

29 January 2012 19
29 January 2012 19
22 March 2012 17:0
30 April 2012 14:44
24 May 2012 17:16
13 February 2012 1
23 March 2012 22:0
14 February 2012 1
31 March 2012 16:0
08 May 2012 17:46
09 February 2012 1
07 March 2012 19:3
10 May 2012 14:02
30 May 2012 19:51
08 May 2012 19:09
13 February 2012 1
22 March 2012 17:1
01 May 2012 15:16
28 May 2012 14:20
08 June 2012 15:14

29 January 2012
29 January 2012
22 March 2012 15
30 April 2012 11:
24 May 2012 14:
13 February 2012
23 March 2012 20
14 February 2012
31 March 2012 13
08 May 2012 14:
09 February 2012
07 March 2012 17
10 May 2012 11;
30 May 2012 16:
08 May 2012 16:
13 February 2012
22 March 2012 15
01 May 2012 12:
28 May 2012 11;
06 June 2012 12:

The following fields are displayed:

Conference Record Fields

00:00:03
00:00:02
00:01:06
00:02:21
00:19:57
00:09:51
00:00:15
00:04:31
00:00:41
00:08:01
05:24:55
00:05:11
00:02:50
00:04:48
00:00:41
00:02:39
00:13:05
00:00:58
00:00:01
00:00:13

29 January 2012 19:
28 January 2012 15:
22 March 2012 17:0
30 April 2012 14:44:
24 May 2012 17:16:
13 February 201217
23 March 2012 22:0
14 February 201217
31 March 2012 16:0
08 May 2012 17:46:
09 February 2012 14
07 March 2012 19:3
10 May 2012 14:02;
30 May 2012 19:51:
08 May 2012 15:09:
13 February 201213
22 March 2012 17:1
01 May 2012 15:16:
28 May 2012 14:20:
06 June 2012 15:14:

168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
01:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No
168:00:00 Conferenc  No

Field

Description

Display Name

The Display Name of the conference and an icon indicating whether or not the

CDR record has been retrieved and saved to a formatted text file.

The following icons are used:

E
a

The CDR record has not been saved.

The CDR record has been saved.

Start Time

The actual time the conference started.

Polycom®, Inc.

458



Call Detail Record (CDR) Utility

Conference Record Fields (Continued)

Field Description

GMT Start Time The actual time the conference started according to Greenwich Mean Time
(GMT).

Duration The actual conference duration.

Reserved Start Time

The reserved start time of the conference. If the conference started immediately
this is the same as the Start Time.

Reserved Duration

The time the conference was scheduled to last. Discrepancy between the
scheduled and the actual duration may indicate that the conference duration was
prolonged or shortened.

Status

The conference status. The following values may be displayed:
* Ongoing Conference

* Terminated by User

¢ Terminated when end time passed

¢ Automatically terminated when conference was empty — The conference
ended automatically because no participants joined the conference for a
predefined time period, or all the participants disconnected from the
conference and the conference was empty for a predefined time period.

¢ Conference never became ongoing due to a problem

e Unknown error

Note: If the conference was terminated by an MCU reset, the status Ongoing
Conference will be displayed.

File Retrieved

Indicates if the conference record was downloaded using any of the file retrieval
buttons in the CDR List pane or the API.

* Yes - when the conference record was retrieved to any file or using the API.
* No - when the conference record was not retrieved at all.
The File Retrieved field is updated whenever the record is downloaded.

Multi-part CDR File display

When the Multi-Part CDR is configured on the Collaboration Server, an additional column, Part Index is

added to the CDR list.

CDisplay Name 1' Fart Index ?IStart 7| Durat 7§Reser 7|Reser ?|Status 7|[FiIeR T|
_2:.'1] Confa Thursd 00:00: Thursd 02:00: Confer MNo
Single Flle CDRs = confé Thursd 00:00: Thursd 02:00: Confer NoO
__::m'_ Conf7? (1) Thursd 00:00; Thursd 02:00; Confer No
-~ Y undefConf Thursd 01:00: Thursd 01:00: ©Ongoin No
B undefcont Thursd 01:00: Thursd 01:00: Ongoin No
1 undofConf Thursd 01:00: Thursd 01:00: Ongoin No
Multi-Part COR 1 undefConf Thursd 01:00: Thursd 01:00: Ongoin No
) undefconf Thursd 01:00: Thursd 01:00; ©Ongoin No
1 undefConf Thursd 01:00: Thursd 01:00: Ongoin No
- N undefcont Thursd 01:00: Thursd 01:00: Ongoin No
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The Part Index column displays the CDR file’s sequence in the CDR file set:

e CDRs that are up to 1MB consist of a single file. Each file has a unique Display Name and a Part
Index of 1.

e Files included in a Multi-Part CDR file sets have the same Display Name. The first file of the set is
numbered 1 with each additional CDR file numbered in an ascending numeric sequence.

Refreshing the CDR List

If the CDR file list is displayed for sometime and you want the latest CDR files to be displayed, you can
refresh the list.

To refresh the CDR list:

e Click the Refresh button, or right-click on any record and then select Refresh.
Updated conference CDR records are retrieved from the MCU memory.

Retrieving and Archiving Conference CDR Records

You can retrieve the CDR files and store them on your workstation for later use.

To retrieve and archive CDR records:

1 Toretrieve a single CDR record, right-click the record to retrieve and then select the required format
or select the record to retrieve, and then click the appropriate button on the toolbar as detailed in the
following table.

To retrieve multiple CDR records simultaneously, use standard Windows multi-selection methods.

Menu Option Button Action

Retrieve Retrieves the conference information as unformatted data
E':a into a file whose extension is .cdr.

Retrieve Formatted = Retrieves the conference information as formatted text

XML H into a file whose extension is .xml.

Note: Viewed when logged in as a special support user.

Retrieves the conference information as formatted text
into a file whose extension is .txt.

Retrieve Formatted

The Retrieve dialog box opens.
The dialog box displays the names of the destination CDR files.

2 Select the destination folder for the CDR files and then click OK.

If the destination file already exists, you will be asked if you want to overwrite the file or specify a new
name for the destination file.
The files are saved to the selected folder.

CDR files are not included in the backup process and should be backed up manually by saving the
CDR files to a destination device.
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The RMX Manager is the Windows version of the Collaboration Server Web Client. It can be used instead

of the Collaboration Server Web Client for routine Collaboration Server management and for Collaboration
Server management

Using the RMX Manager application, a single user can control a single or multiple MCU units as well as
conferences from multiple MCUs. The Polycom® RealPresence® Collaboration Server 800s and Polycom®

RealPresence® Collaboration Server Virtual Edition system can be managed and controlled by the RMX
Manager application.

The RMX Manager can list and monitor:
e Up to 20 Collaboration Server systems in the MCUs pane
e Up to 800 conferences in the Conferences pane
e Up to 1600 participants in the Participants pane

The RMX Manager is faster than the RMX Web Client and can give added efficiency to Collaboration Server
management tasks, especially when deployed on workstations affected by:

e Lack of performance due to bandwidth constraints within the LAN/WAN environment.

e Slow operation and disconnections that can be caused by the anti-phishing component of various
antivirus applications.

Users with Auditor authorization level cannot connect to the RealPresence Collaboration Server via
the RMX Manager application and must use the RMX Web Client.

The RMX Manager application can be installed in your local workstation or accessed directly on the
RealPresence Collaboration Server system without installing it in your workstation.

Installing the RMX Manager Application

The installation of the RMX Manager Application includes two main stages:
e Accessing or downloading the RMX Manager Installer
e Installing the RMX Manager application
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Upgrade Notes

* When upgrading the RMX Manager application, it is recommended to backup the MCU list using
the Export RMX Manager Configuration option. For more details, see Import/Export RMX
Manager Configuration.

¢ When upgrading the RMX Manager from a major version (for example, version 8.7.0) to a
maintenance version of that version (for example, 8.7.0.x), the installation must be performed from
the same MCU (IP address) from which the major version (for example, version 8.7.0) was
installed.

If you are upgrading from another MCU (different IP address), you must first uninstall the RMX
Manager application using Control Panel > Add or Remove Programs.

New RealPresence Collaboration Server Installation Note

When managing the RealPresence Collaboration Server, upgrade/install the latest MCU version and
then install the latest RMX Manager application.

The Collaboration Server Installation and First Entry Configuration must be completed before
installing the RMX Manager application. For more details, see the Polycom® RealPresence
Collaboration Server 800s / Virtual Edition Getting Started Guide, Software Installation.

Once the connection to the Collaboration Server unit is established and the Login window is
displayed, the RMX Manager application can be installed.

Upgrade Notes

When upgrading the RMX Manager application, it is recommended to backup the MCU list using the
Export RMX Manager Configuration option.

When upgrading the RMX Manager from a major version (for example, version 8.7.0) to a
maintenance version of that version (for example, 8.7.0.x), the installation must be performed from
the same MCU (IP address) from which the major version (for example, version 8.7.0) was installed.
If you are upgrading from another MCU (different IP address), you must first uninstall the RMX
Manager application using Control Panel > Add or Remove Programs.

Accessing or downloading the RMX Manager Installer

The RMX Manager installer can be downloaded or accessed and installed on your workstations using one
of the following methods:

e Accessing the RMX Manager Application Installer Directly from the MCU

e Downloading the RMX Manager application from the Polycom web site at
http://www.polycom.com/support and installing it. The Installation procedure is the same as if you
have downloaded the application from the Login screen.

e Accessing the RMX Manager Installer from the Login screen

Accessing the RMX Manager Application Installer Directly from the MCU

1 Start Internet Explorer and in your browser enter:
http://<Collaboration Server IP Address>/RMXManager.htmli.

For example, if the Collaboration Server IP address is 10.226.10.46, enter in the browser the
following address: http://10.226.10.46/RMXManager.html.

The RMX Manager Version nnnn page is displayed.
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RMX Manager Application

2 Click the Install button.

RMX‘Manager. 8.3

The installer verifies the application’s requirements on the workstation.
Launching Application B

¥ o

‘erifying application requirements. This may take a few moments.

3 Continue the Installation as described in Installing the RMX Manager on Your Workstation.

Downloading the Installation files from Polycom Support Site

Access the Polycom web site at http://www.polycom.com/support.

Click on Documents and Downloads and then select UC Infrastructure from the drop-down list
Select the appropriate RMX/Collaboration Server product.

Click the Web Client (RMX Manager) link.

The file download dialog box opens.

A WODN -

5 Follow the standard download procedure to either run the installer directly or save the files to your
local computer.

6 Continue the Installation as described in Installing the RMX Manager on Your Workstation.
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Accessing the RMX Manager Installer from the Login screen

1 Start Internet Explorer and connect to one of the Collaboration Server units in your site. It is
recommended to connect to the Collaboration Server installed with the latest software version.

The Login screen is displayed.
There is a link to the RMX Manager Installer at the top of the right edge of the screen.

Link to
RMX
Manager
Installer

1) Polycom RealPresence” Collaboration Server

EMA-VE. 113

|
2 Click the Install RMX Manager link.
The installer verifies the application’s requirements on the workstation.

Launching Application

e @

Verifying application requirements. This may take a few moments.

The Install dialog box is displayed.

Installing the RMX Manager on Your Workstation

Once the installer has verified that the application’s requirements on the workstation are met, the The Install
dialog box is displayed.

1 Click the Install button.
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Application Install - Security Warning x|
Do you want to install this application? i;’

Name:
RMz Manager 8,3

From {Hover over the string below to see the full domain):
10,226,106, 100

Publisher:
Paolycom

Install | Don't Inskall I

‘While applications From the Internet can be useful, they can potentially harm your
computer, If wou do not trust the source, do not install this software, More Information. ..

The installation proceeds.

(60%p) Installing RMX Manager 8.3 - |EI|5|
Installing RMX Manager 8.3 i’l{"

This may take several minutes, You can use your computer ko do other tasks during o
the installation,

‘j Mame: RMX Manager 8.3

From: 10.226.106.100

|

Downloading: 12,3 MB of 20,2 MB

Cancel

The installation completes, the application loads and the RMX Manager - MCUs screen is displayed.
MCUs Toolbar

MCUs Pane

T} Polycom RMX Manager

Viem Adsjinstistion Setup Help

EELEEN | \ 2=

Ditplay Nama [17 aadfacs [Praduct Tyes

The first time you start the RMX Manager application, the MCUs pane is empty.
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Installing the RMX Manager for Multi-User Capability

The RMX Manager can be installed to be available to all users of a shared computer during the initial
installation.

The following procedure is performed after downloading the RMX Manager from the Polycom Support
website.

The RMX Manager can still be installed from the Collaboration Server Web Client, but the installation
will only be available to the current user.

To install the RMX Manager for Multiple Users:
1

Download the RMX Manager installation package from the Polycom Support website.
2 Unzip the installation package.

‘. A" |

=10 |
K_)\\_/J . = RMX Manager - [‘i]] I Search RMY Manager ﬂ
File Edt Wiew Tools Help
Organize ¥  Includeinlibrary *  Sharewith v  Burn  Mew folder d== [_E__u
MName “ Date modified Type | Size |
ﬁRmeanagerInstaHer.my 03/12/2013 13:19 ‘Wwindows Installer P... 16,553 KB
Dsetup.axe 04/12/2013 10:03 Application 416 KB

2 items

f

3 Double-click setup.exe to open the RMX Manager Setup Wizard.

& RmxManager ¥100

=101 =]
Welcome to the RmxManager ¥100 Setup Wizard =

The installer will quide you thraugh the steps required ta install Fimsk anager %100 on your computer.

WARNIMNG: Thiz computer program is pratected by copyright law and international treaties.
Unauthorized duplication or distibution of this program, or any portion of it, may result in severe civil
or criminal penalties, and will be prosecuted ta the maximum extent possible under the law.

Cancel

< Back || Mext > Il
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4 Click Next.

Select Installation Folder

The installer will install Bmstdanager 100 to the fallowing falder.

Tainstall in this folder, click "Mext". To install to a different folder, enter it below or click “Browse™.

Folder:

C:\Program Files [%86]%Palycami R mabd anager 1004 Browse... |
Disk Cost... |

Install Fimxbd anager 4100 for yourself, or for anyone who uses this computer:

7 Just me

Cancel | < Back

5 Select Everyone to install the RMX Manager for all users sharing the computer.
(Select Just me to install the RMX Manager just for the current user.)
6 Click Next.

i'-.;“ RmxManager Y100

Confirm Installation

The installer iz ready to inzstall Rmekd anager 100 an pour computer

Click "Mest" to start the installation.

Cancel < Back | | Mext > I |
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The installation begins.

o=
Installing RmxManager V100 .l

Rmxtdanager V100 is being installed

Plzase wat...

Cancel I < Back | et |

When the installation is complete, a confirmation window is displayed.

IS =
Installation Complete =

Rm=tanager Y100 has been successiully installed.

Click "Close" b exit

Pleaze use "windows Update to check for any critical updates to the \MET Framework.

Cancel | < Back

7 Click Close to close the RMX Manager installer.
The installation is complete.

Starting the RMX Manager Application

Once installed, the RMX Manager can be run using the http:// (non-secured) command in the browser’s
address line or the Windows Start menu.
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To use the browser:

1 In the browser’s command line, enter:
http://<MCU Control Unit IP Address>/RMXManager.html
or

https://<MCU Control Unit IP Address>/RMXManager.htmi
2 Press Enter.

To use the Windows Start menu:
1 Click Start > Programs.

a Ifthe RMX Manager is displayed in the recently used programs list, click RMX Manager in the list
to start the application.

or

b Click All Programs > Polycom > RMX Manager.

l Polycom
j RMX Manager
|g Uninstall RMX Manager
. People+Content IP
| Polycom CMA Desktop
| RealPresence Desktop
| SharePaint

The MCUs screen is displayed, listing the MCUs currently defined in the RMX Manager.

=T
) Polycom ‘ RMX Manager

View Administration Setup Help

wmssx B 2,2 EE

Display Name < [1P Address [Product Type

2 MCu 172.22.190.40 RMX 2000
=== Sales 172.25.104.120 RMX 1500

This screen enables you to add additional MCUs or connect to any of the MCUs listed. For details on
adding MCUs, see Adding MCUs to the MCUs List.

For each listed MCU, the system displays the following information:

» MCU Display Name (as defined in the Add MCU dialog box).
» IP Address of the MCU'’s control unit
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» Product Type - The MCU type: RealPresence Collaboration Server 800s, RMX VE, RealPresence
Collaboration Server (RMX) 1500, RealPresence Collaboration Server (RMX) 2000, or
RealPresence Collaboration Server (RMX) 4000.

Before connecting to the MCU for the first time, the Collaboration Server type is unknown so
“‘RMX” is displayed instead as a general indication.

To display the RMX Manager main screen you must connect to one of the listed Collaboration
Servers. For more details, see Connecting to the MCU.

Connecting to the MCU

Once an MCU is defined, the RMX Manager can be connected to it. This allows you to set up conferences,
make reservations, monitor On Going Conferences and perform other activities on several MCUs.

The first Collaboration Server unit that is connected to the RMX Manager dictates the Authorization
Level of Users that can connect to the other MCUs on the list. For example, if the Authorization level of
the User POLYCOM is Administrator, all Users connecting to the other MCUs on the list must be
Administrators. Each user can have a different login name and password for each of the listed MCUs
and they must be defined in the Users list of each of the listed MCUs.

To connect the RMX Manager to an MCU:

1 Inthe MCUs pane or screen, use one of the following methods:
a Double-click the MCU icon.
b Select the Collaboration Server to connect and click the Connect MCU > button.
¢ Right-click the MCU icon and then click Connect MCU.
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i 10.3 t
= Add McU
EA 172 c
Connect MCU
Remove MCU

Stop Monitoring
Export RMX Manager Configuration

Import RMX Manager Configuration

MCU Properties

If you are connecting to the MCU from the MCUs opening screen and have defined the Username
and Password for the connecting MCU, the system connects to the Collaboration Server, and the
RMX Manager Main Screen is displayed.

_(oix]
) Polycom ‘ RMX Manager

View_Administration_Setup_Help RMX IP Address: 172.25.104.120 __ Signaling Host: 17225104122 MCU Prefix in GK: 7501500

- F L = G g
O = o 9 4 Gk RR D 2
1P Address [Stots  [Product T[Monitored |Voice |video archy 2 [Type g
1722215040 Disconnect RMX20 7 WCU  [Neme [Stetus = IR e H
172.25.104.120 ) Major  RMX15 [7 o4z 2478 | =1 721280 Niv Wagner (3 participants) @ =
Sales i Jesus @ Connected o Fl
Sales B DWE < Comnected o 2
Sales  fex Austi €@ Connected o g
=
o} auto_demo
o Support_400_
o Lex
o] Broadway_NY
[Conterences e )
S o MinuteMan
. = 2
P X uf A =] Aries
My [Display N[Status |10 [Stert Tim|End Ti_*|SIP Regis| Internal ID___|Dial-in NumE:
o Lefty
Sales 7212 36803 16:00  16:00  NotConf 10148
1] Righty
Sales % 7213 50304 16:00  16:00  NotConf 10149
=] K
=]
&
&
Castlelsland O*
| | @ Aloha
e - @ NYC OTX
fa
a @ Pratyaksh_Indi
Frequently Used o) PSD OTX
o SHELLY_HDX8(
@ Andover Conf k.
o 11111500 test
51 ISR-LAB-TPX-€
% Eng400_t
%r Eng400_2
2
] N Al Participants () Engddo3
== G| FT— 0| T :
NSUSISTAISHSEN _Participant Alerts Port Usage: Voice [ 0/48 Ml Video |~ 267751 /)\MCU State: MAJOR

If you are connecting to any MCU from the MCUs pane in the RMX Manager Main Screen and have
defined the Username and Password for the connecting MCU, the MCU icon changes to connected
and its status, type and number of audio and video resources are displayed in the MCUs pane.

If the Username and Password are missing from the MCU parameters, or if the Remember Me check
box has been cleared, the Connect dialog box opens.

Username: I

Password: I

¥ Remember Login

2 In the Username field, enter the user name with which you will login to the MCU.

3 Inthe Password field, enter the password as defined for the user name with which you will login to
the MCU.
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4 To add the user name and password to the MCU properties so you will not have to enter them each
time you login to the MCU, make sure that the Remember Login check box is selected. Otherwise,
clear the Remember Login check box.

5 Click OK.
The system connects to the Collaboration Server, and the RMX Manager Main Screen is displayed.

If a User with the entered Username and Password is not defined in the Collaboration Server, an error
message is displayed and the system lets you re-enter the Username and Password.

RMX Manager Main Screen

The RMX Manager Main Screen is displayed only when at least one MCU is connected.

This screen is similar to the RMX Web Client Main Screen with the addition of the MCUs pane. As in the
RMX Web Client, the panes are displayed according to the Authorization Level of the logged in User. The
MCUs pane is displayed to all users.

Ongoing MCUs Pane List Pane Address Book Pane
Conferences  The selected MCU is highlighted
Pane
onges - Ml seeted: ies T22510.130)
om ‘ RMX Manager
m
e d
[
m
=
=
-] sube_cemo
o] upret_ar
o ek
i r
L :
: . @ virt
R A | 1 @ Arss
e D i o | e e e T s |
Sale: %7215 SE3N3 16D 1600 Mol Zonl 10248 @ S
Sales & 7210 TTE AGET M6T Mok Cent 10748 & R
a sirz
= Hm
@
Device g:
Management p
Pane @
@
A
@
ed
[«
I :
B =ng400_L
en Snglon 2
R = L
Rarch Unei - | pinats i _H
SSRGS 'articipant Alerts V'ort Usage: Noica [ W7 4T M Video 57 7 FWIN 1\ MLU States MAJUIL

Only one MCU can be selected in the MCUs pane. If only one MCU is connected, it is automatically
selected. The selected MCU is highlighted.

The menu items, the Collaboration Server Management features, the Address Book and the Conference
Templates are all properties of the selected MCU and apply to it.

MCUs Pane
The MCUs pane includes a list of MCUs and a toolbar.
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Add MCU
Connect MCU Export Configuration

D' connect MCU Import Configuration

Delete U | MCLU Properties
| |
2 Lo = :
Rtz x B 2 o—*=
Tnitplmy dsm—e |1P Addrass Skahie Pead H_l Mantared © Waine |1'i-.-.'.
[ P 11 R NP T lismannsst  EMX 30 &

rormal RIFX 30 [# 0/96 066

For each listed MCU, the system displays the following information:

e MCU Display Name - the name of the MCU and its icon according to its type and connection status.
The following icons are available:

MCU Icons and Statuses

Icon Description

RealPresence Collaboration Server (RMX) 1500, disconnected.

RealPresence Collaboration Server (RMX) 1500, connected.

RealPresence Collaboration Server (RMX) 2000, disconnected.

RealPresence Collaboration Server (RMX) 2000, connected.

RealPresence Collaboration Server (RMX) 4000, disconnected.

RealPresence Collaboration Server (RMX) 4000, connected.

@ o

RealPresence Collaboration Server 1800, disconnected

e
=8 RealPresence Collaboration Server 1800, connected

[ RealPresence Collaboration Server 800s, disconnected

=B RealPresence Collaboration Server 800s, connected

[ RealPresence Collaboration Server Virtual Edition, disconnected
=8 RealPresence Collaboration Server Virtual Edition, connected

e |P Address - of the MCU'’s control unit.
e Status - The status of the MCU:

» Connected - the MCU is connected to the RMX Manager and can be managed by the RMX
Manager user.
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» Disconnected - The MCU is disconnected from the RMX Manager
» Major - The MCU has a major problem. MCU behavior could be affected and attention is required.

e Product Type - The MCU type: RealPresence Collaboration Server 1500/2000/4000, RealPresence
Collaboration Server 1800, RealPresence Collaboration Server 800s, RealPresence Collaboration
Server Virtual Edition. Before connecting to the MCU for the first time, the Collaboration Server type
is unknown so RMX is displayed instead as a general indication.

e Monitored - When checked indicates that the conferences running on this MCU are automatically
added to the Conferences list and monitored. To stop monitoring the conferences running on this
MCU and their participants, clear the Monitored check box.

e Video Resources - The number of video resources that are available for conferencing.
e Audio Resources - The number of audio resources that are available for conferencing.

MCUs Toolbar

The MCUs toolbar contains the following buttons:

Add MCU
Connect MCU Export Configuration
Disconnect MCU Import Configuration
Delete MCU ‘ MCU Properties
MW‘ | |
S T W K - 3 El
Display Name |IP Address ‘Etatus |Pru:u:||_|n:.t T‘ Maonitared “u‘nice “u‘ideo

| 172.22.186.45 172.22.186.45 Disconnect RMX 40 [

BB 172.22.190.40 172.22.190.40  Normal RMX 20 [ 0/96 0/66

Conferences Pane

The Conferences pane lists all the ongoing conferences from all the MCUs that are connected and
monitored along with their MCU, Status, Conference ID, Start Time and End Time data. The number of
ongoing conferences is displayed in the pane’s title.

The Conferences list toolbar contains the following buttons:

Save Conference — Start/Resume/Pause Recording
to Template

—— Stop Recording
Delete Conference

- ONTEFENCE 'S

New Conference =3 X o e m —- = Toolbar

McU | Display Nfstatus  [ID | start Tim | End - List Headers
MCU Name —— 185167 &% POLY 0y Empt 35105 3:11 PM d:dd

Conference Data
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If Conference Recording is enabled the following buttons are enabled:
e Start/Resume Recording — start/resume recording.
e Stop Recording — stop recording.

Pause — I toggles with the Start/Resume button.Monitoring conferences

New conferences run on MCUs selected for Monitoring are automatically added to the Conferences list. You
can sort the conferences by MCU by clicking the MCU column heading in the Conferences table.
Conferences run on MCUs that are connected but not monitored are not listed.

Using Windows multiple selection methods to select conferences, participants from several conferences
running on different MCUs can be listed in the Participants list pane.

Starting a new conference

When starting a new conference, you must first select the MCU to run the conference in the MCUs pane.

Collaboration Server Management

The Collaboration Server Management pane lists the entities of the selected MCU that need to be
configured to enable the Collaboration Server to run conferences. Only users with Administrators
permission can modify these parameters.

The Collaboration Server Management pane is divided into two sections:
e Frequently Used — parameters often configured monitored or modified.
e Rarely Used — parameters configured during initial system set-up and rarely modified afterward.

List Pane

The List pane displays details of the participants connected to the conferences selected in the Conferences
pane or the item selected in Collaboration Server Management pane. The title of the pane changes
according to the selected item.

When selecting an item in the Collaboration Server Management pane it applies only to the MCU selected
in the MCUs list. In such a case, the system displays the name of the selected MCU in the List pane title.

Status Bar

The Status Bar at the bottom of the RMX Web Client contains System and Participant Alerts tabs as well as
Port Usage Gauges and an MCU State indicator.

System Alerts | Participant Alerts Port Usage: Video{(HD)[ 1/10 MM | MCU State: NORMAL

System Alerts

Lists system problems of all connected MCUs (even if the MCU is not monitored). The alert indicator flashes
red when at least one system alert is active. The flashing continues until a user with Operator or
Administrator permission reviews the list.

The System Alerts can be sorted by MCU by clicking the MCU header in the System Alerts table.
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The System Alerts pane is opened and closed by clicking the System Alerts button in the left corner of the
Status Bar.

Active
Alarms

Ve Nlarn
I o[
o I
7\]
I il

Faults
List

ZHT Time

Tir,
G sz rm s sz arm
0 LI 20LEA41343 2 121343 Emma Mo RTFIEDR wardnwllovi Zuen

Ll 1411021 21oare JLlEll1l21 FAL Mzjc-  woltage prealer

172,23,
1z,

ed wa wenisbig RTF suaie ibuaie o 13)

C o= om|g M

& pawier sapoby, Uescription: volaage aroblemir FWEL

For more information about Active Alarms and Faults List, see System and Participant Alerts.

Participant Alerts

Lists the participants of all monitored MCUs that are experiencing connection problems. The list is sorted
by MCU and conference.

The Participant Alerts can be sorted by MCU by clicking the MCU header in the Participant Alerts table.

The Participant Alerts pane is opened and closed by clicking the Participant Alerts button in the left corner
of the Status Bar.

"I canference Hame Status | Disconne Role 1P Addres| Alias Na |Metwork |Dialing Di| Audio Video Encryptio | FECC Tok| Content T/ I \

o
I 185120 (4 participants)
Confl [ H323 M= Seco  Monday, 172.22, H.323 4 Dislo @ [

o
23 onfl by ISDH 4 Disco  Wednes 411811 1SDN/PS 45 Dial o L]

[=
Confl (e SIP_ 1= Seco  Monday, 172.22. sip 4 Dialo L7
Confl oy H323 4l Disco Wednes 172.22 H.323 43 Dialo L]

Port Usage Gauge

IThe Port Usage Gauge displays for the selected MCU:
e The total number of Video ports in the system.
e The number of Video ports in use.
e The High Port Usage threshold.

For more details, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, Port Usage Gauges.

MCU State

The MCU State indicator displays the status of the selected MCU.

For more details, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, The basic unit used for reporting resource usage in the Port Gauges is HD720p30. Results
are rounded to the nearest integer..

Address Book

Displays the Address Book of the selected MCU (regardless of its Monitored status). The Address Book is
a list of Participants and Groups that have been defined on the selected Collaboration Server.
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The information in the Address Book can be modified only by an administrator. All Collaboration Server
users can, however, view and use the Address Book to assign participants to conferences.

The name of the selected Collaboration Server is displayed in the title of the Address Book pane. For more
details, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started Guide,
Address Book.

Conference Templates

Conference Templates enable administrators and operators to create, save, schedule and activate identical
conferences.

The Conference Templates pane lists the Conference Templates that have been defined on the selected
Collaboration Server (regardless of its Monitored status).

The Conference Templates pane is initially displayed as a closed tab. The name of the selected
Collaboration Server and the number of saved Conference Templates is indicated on the tab.

For more details, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, Conference Templates.

Adding MCUs to the MCUs List

The RMX Manager can connect to one or several Collaboration Servers simultaneously. If the site’s
configuration includes more than one MCU, or when a new MCU is added to your configuration, and you
want to monitor and control all MCUs from within the same window, you must add the MCU to the MCUs list.

The Collaboration Server must be installed and its IP addresses properly configured in the
Management Network Service before defining its connection parameters in the RMX Manager
application.

To add the MCU to the list of MCUs being managed, define the MCU’s connection parameters.
To add a Collaboration Server unit:

]
1 On the MCUs toolbar, click the Add MCU # button to add an MCU to the MCU list.
The Add MCU dialog box opens.
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2 Define the following

parameters:

MCU Name:
MCU IP:

Port:

User Name:
Passwaord:

[T Secure Mode

¥ Remember Login

[T Auto Reconnection

] ki

Auto Reconnectio

Interval: I
Max Tirne:l

MCU Properties

Field Description
MCU Name Enter the name of the MCU on the network.
MCU IP Enter the IP address of the MCU’s Control Unit. The IP address must be identical to the
one configured in the MCU during first entry Configuration. For more details, see the
Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting Started
Guide, "To obtain the IP address of the Virtual Machine:” on page 2-21.
Port Enter the number of the port used for communication and data transactions between
the Collaboration Server unit and the RMX Manager.
For standard connection, enter 80.
For a Secured connection (using TLS or SSL), enter 443.
Enter the user name with which you will login to the MCU. A User with this name must
be defined in the Collaboration Server Users list. The system is shipped with a default
Username User whose name is POLYCOM.
Enter the password as defined for the user name with which you will login to the MCU.
Password The system is shipped with a default User whose password is POLYCOM.

Secure Mode

Optional. Select this check box to connect to the Collaboration Server with SSL and
work in Secure Mode.

Remember Login

This check box is automatically selected, and it enables the usage of the user name
and password entered in this dialog box when connecting to the Collaboration Server.
If this check box is cleared, the user is prompted for the user name and password when
connecting to this Collaboration Server unit.

Auto
Reconnection

Select this check box to automatically reconnect to the Collaboration Server if the
connection between the RMX Manager and the MCU is broken.

Polycom®, Inc.

478



RMX Manager Application

Field Description

Interval Enter time in seconds between reconnect ion attempts to the Collaboration Server. For
example, if you enter 10, the system will wait 10 seconds between the connection
attempts.

Max Time Enter the maximum amount of time in seconds that the Collaboration Server is allowed

to try to reconnect. If the Collaboration Server reconnects before the allotted time frame
the count down timer is halted. For example, if you enter 100, the system will stop trying
to reconnect if it has failed to do so within 100 seconds.

3 Click OK.
The MCU is added to the MCUs pane.

4 If required, repeat steps 1-3 to define additional Collaboration Server units.
The MCUs pane contains the list of all defined MCUs.

Add MCU

Connect MCU Export Configuration
D'is connect MCLU Import Configuration
Delete pMCU | MCU Froperties
| |
Tdinplmy ym=—a |1P Addrazs Shane Pend .-r—| Mantarsd - waine |'.Ji-.-n
a4 Ao T b ra s THOE Ilis-ann=-t s an [
— ranan 7o anien | marmal | RME a0 BF o odes nfee i

Starting a Conference

There are several ways to start a conference:

e Clicking the New Conference button in the Conferences pane. For more information, see Starting a
Conference from the Conferences Pane.

e Dialing in to a Meeting Room defined on any of the MCUs.

» A Meeting Room is a conference that is saved on the MCU. It remains in passive mode until it is
activated by the first participant, or the meeting organizer dialing in. For more information about
Meeting Rooms, see Meeting Rooms.

e Dialing in to an Ad Hoc Entry Queue defined on one of the MCUs which is used as the access point
to the MCU.

For a detailed description of Ad Hoc Entry Queues, see Entry Queues.
e Start a Reservation:
» If the Start Time of the Reservation is past due the conference becomes ongoing immediately.

» If the Start Time of the Reservation is in the future the conference becomes ongoing, at the
specified time on the specified date.

For more information, see Starting a Reservation.

e Start any Conference Template saved in the Conference Templates list.
For more information, see Starting an Ongoing Conference or Reservation From a Template.
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Starting a Conference from the Conferences Pane

To start a conference from the Conference pane:
1 In the MCUs pane, select the MCU to run the conference.
2 In the Conferences pane, click the New Conference (%) button.
The New Conference — General dialog box opens.

View Administration Setup Help

D .
IHTEX -
D splay Name IP Address
B8 172.22.186.45 172.22.18
» Participanss 2 szlay Mame: SUSPOAT_1876061673
@172.22.190.40 172.22. — -
- -ratian: =1.Joo =] ™ permenet conference
Tou.ng e
ID:
Zon‘arence Fascwerd:
ha rpe-go- -asswzrd:
i 172.22.100.4C E-Y MzzmumiNamzer of P=rhicipants: Aubzmetic =

The system displays the conference’s default Name, Duration and the default Profile, which contains
the conference parameters and media settings.

The Collaboration Server automatically allocates the conference ID, when the conference starts.

In most cases, the default conference ID can be used and you can just click OK to launch the
conference. If required, you can enter a conference ID before clicking OK to launch the conference.

If you are the meeting chairperson or organizer using the RMX Web Client to start your own
meeting, you need to communicate the default conference ID (or the one you created) to the
other conference participants so they can dial in.

You can use the New Conference - General dialog box to modify the conference parameters.
If no defined participants are to be added to the conference, or you do not want to add
additional information, click OK.

For more details, see the Polycom® RealPresence Collaboration Server 800s/ Virtual Edition Getting
Started Guide, Starting an AVC CP Conference from the Conferences Pane.

Starting a Reservation

To start a conference from the Reservation Calendar:

1 Inthe MCUs pane, select the MCU to run the conference.
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2 In the RMX Management pane, click the Reservation Calendar button ().
The Reservation Calendar is displayed.
Name of selected MCU

View Admnstraben Letup Hzla
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visplay nzme [ sadress [ctamus [ reduce [renin
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W |lardware Monito-
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7
3 Click the New Reservation (= ) button.

For more information, see the Polycom® RealPresence Collaboration Server 800s / Virtual Edition Getting
Started Guide, Scheduling an AVC-based Reservation.

Starting an Ongoing Conference or Reservation From a Template

An ongoing conference or a Reservation can be started from any Conference Template saved in the
Conference Templates list of the selected MCU.

To start an ongoing conference or a reservation from a Template:

1 In the MCUs pane, select the MCU to run the conference.
2 In the Conference Templates list, select the Template you want to start as an ongoing conference.
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3 Click the Start Conference fr% Template ( !ﬁ) button to start a conference or Schedule
Reservation from Template (") button to schedule a reservation.
or
Right-click and select Start Conference from Template to start an ongoing conference or Schedule
Reservation from Template to schedule a reservation.

Name of selected MCU

T R =
Display Name |Status

& SUPPO
New Conference Template
i Mare_1
Delete Conference Template
&5 supPO
Start Conference from Template
& Marc_2
Schedule Reservation from Template
g& Mare
Impart Conference Templates
ﬁ Duke_1
Export Conference Templates
Export Selected Conference Templates
Template Properties

The conference is started.
For detailed description of Conference Templates, see Conference Templates.

Monitoring Conferences

When MCUs are connected to the RMX Manager they are automatically monitored, that is, any ongoing
conference that is started on that MCU is automatically added to the Conferences pane and its participants
are monitored.
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To list participants from several conferences (running on the same or different MCUs):

e Inthe Conferences pane, using Windows multiple selection methods, select the conferences whose
participants you want to list.

The participants are displayed in the Participants list pane.

By default, the participants are grouped by conferences, and the name of the MCU is displayed in the
first column of the properties table, enabling sorting according to MCU name.

Conferences selected for
maonitoring

) Polycomy ‘ RMX Manager

View Ad

inistration Setup Help

MCU Name.

Group by Conference

RMX 1P Address: 10.20
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MCu
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Rex Jesus =T= Connected

Rex Niv-H =T= Connected
Ry MaAll <T= Connected
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gy 10.25 =T= Connected
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Grouping the Participants by MCU

The Participants can be grouped by MCU and then by conferences.
To change the display mode for the Participants pane:
e On the Collaboration Server menu, click View > Group by MCU.
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Wig l Administration  Setup  Help
Zoom  100%: -

Group By MCU

Restore RIM: Display Defaults

The Participants pane display changes accordingly.

Group by MCU

7} Polycom ‘ RMX Mariager
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To toggle between the two display modes, click View > Group by MCU.

Start Monitoring/Stop Monitoring

By default, all conferences running on connected Collaboration Servers are monitored.
You can stop the automatic monitoring of conferences on a specific MCU in one of the following methods:
e By clearing the check box in the Monitored column in the MCUs pane.
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e Right-clicking the MCU icon and selecting Stop Monitoring.

Add MCu
Disconnect MCL
Remove MCL

Stop Monitoring
Export RMXManager Configuration

Import RMX Manager Configuration

MCU Properties

The check box is cleared in the Monitored column.

To start monitoring again, click the check box in the Monitored column in the MCUs pane, or right-clicking

the MCU icon and selecting Start Monitoring.

Add MCU

Disconnect MCU

Remove MCU

Export RMXManager Configuration
Import RMX Manager Configuration

MCU Properties

Modifying the MCU Properties

You can view the currently defined MCU settings, and modify them when required, for example, change the

MCU name, IP address or Secured mode.

Use this procedure to add the Username and Password to the properties of the MCU that was automatically
added to the MCU list when installing the RMX Manager. This enables automatic login when connecting the
MCU to the RMX Manager.

You can modify the MCU properties when the MCU is connected or disconnected.

To view and/or modify the MCU Properties:

1 Use one of the following methods:
a
b
Add MCU
Disconnect MCU
Remove MCU
Stop Monitoring
Export RMX Manager Configuration
Import RMX Manager Configuratio