3.1.9 Link Status
Link Status displays the detail information current connection

Status == Default_11G <--» 00-06-4F-44-CB-F0

Extra Info == Link iz Up [FxPower:1002] drength 1 == 1%
Channel =» & ==-» 2437 MHzZ ith 2 =» 50%
Authentication == Unknown Moise Strength == 26%

Encryption == None
Metwork Type == Infrastructure Transmit
P Address == 192.168.10.21 Link Speed == 48.0 Mbps
Sub Mask == 255, 256,256.0 Throughput == 2,320 Kbps
Default Gateway »» 192, 188,10.1

HT

Receive
BW >> nia SMROD 22 nfa Link Speed == 11.0 Mbps
Gl 2> nfa MCS »> nfa SNRA == nfa Throughput == 7,420 Kbps

Status: Current connection status. If no connection, it will show Disconnected. Otherwise, the
S3ID and BSSID will show here.

Extra Info: Display link status in use.

Channel: Display current channel in use.

Authentication: Authentication mode in use.

Encryption: Encryption type in use.

Network Type: Network type in use.

IP Address: |P address about current connection.

Sub Mask: Sub Mast about current connection.

Default Gateway: Default gateway about current connection.

Link Speed: Show current transmit rate and receive rate.

Throughout: Display transmits and receive throughput in unit of Mbps.

Link Quality: Display Connection quality based on signal strength and Tx/Rx packet error
rate.

Signal Strength 1: Receive signal strength 1, user can choose to display as percentage or
dBm format.

Signal Strength 2: Receive signal strength 2, user can choose to display as percentage or
dBm format.

Signal Strength 3: Receive signal strength 3, user can choose to display as percentage or
dBm format.

Noise Strength: Display noise signal strength.

HT: Display current HT Status in use, containing BW, Gl, MCS, SNRO, and SNR1 value.

(Show the information only for 802.11n wireless card)
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3.1.10 Enable AP Mode Feature in Windows 2000 OS

In wvindows 2000 Operation System, the local network won't be automatically established
wihile using Wyireless PCl adapter's AF mode. Please follow the below steps to enable Internet

Connection Sharing feature first before you switch Wireless PCI adapter's AP mode.

Step 1: After the Wireless PCI Adapter is installed properdy in Windows 2000 Operation
Systern, go to Start =» Settings = Control Panel =» Choose “Metwork and Dial-up
Connections” option. Right-Click your local area connection (such as another LAN Card inthe

same computer), and choose "Properties”.

31 Network and Dial-up Connections
File Edit ‘View Favorites Tools Advanced Help |
“=Back v = - [&] | _@Search [ Folders &4 | e = m | Ed-

Address I Network and Dial-up Connections j -.ﬁ_.Go
-—
oy ‘l‘. B,
] PR
=i Make Mew Local Area
Network and Dial-up Connection Connection 2

Connections Disatle
“5tatus:

Local Area Connection Create Sharkout
DElete

Type: LAN Connection o
Rename

Status: Metwork cable unplugged

Properties ‘
5i5 900-Based PCI Fast Ethernet

Adapter

@"Displays tha.proper}:iés of the selected connection. s

Step 2: In Sharing tab, enable Intemet Connection Sharing for this connection and click
"OK"

Local Area Connection Properties ki ?.I ‘Zl

General Sharing |

 Intemet Connection Sharing allows other computers on your
' lncal netwark to access external resources thraugh this
= connection.

Internet Cbnnact‘inn:Shafing

Local network operation may be momentarily disrupted.

¥ Enahle intemet Connection Sharing for this connection

Seftings... |
( ok I Cancel |




Step 3: Back to Network and Dial-up Connection screen, right-click “Local Area Connection
2" (for 802.11n Wireless LAN card) and choose “Properties”.

p Connections

File Edt View Favortes Tools  Ad

Bk - = - (] | Qeearch ChFodes (#0503 x o | B
Address I Met work and Dial-up Connections j @GD

A ' <
o u =
g Make Mew Local Area

Nebwork and Dial-up Connettion  Connsction

Connections Disabl=
Status

Local Area Connection 2 Create Shartrub
Delete:
Rename

Type: LAN Connection

Shakus: Enabled

802.11n USE Wireless LAN Card

@.‘D\splays the properties of the sslected connection,

Step 4: Select “Intemet Protacol {TCP/IP)" and click “Properties”. You will see 802.11n

Wireless PCl adapter will be automatically assigned an IP address as Access Point.
21
—— 21

Connect using General |

| B8 802.11n USE Wireless LAN Card You can get |P settings assigned automatically if your network supports
this capability. Otherise. you need ko ask your ne.!wu_lk administrator for

Corfigure the appropriate IF setings.

Components checked are used by this connection:

" Obtain an P addiess automatically
—f* iLse the fallowirg |P addiess:;

Clignt for Microsoft Netwarks
File and Printer Sharing for Micrazoft Netwarks

4vAE20 1P address: 192 .168. 0 . 1
[ ¥ Intemet Protocal [TCPAP) Subnet mask: 255 . 255 . 256 . 0
Instal.. Uninstal e i

£ [hitain DHE serer address sutomaticall

Transmission Control Pratocal/ntemet Pratocal. The default S ST
wide area network protocol that provides communication —{* Use the followirg DNS server addresses:-

acrass diverse interconnected netwarks. Prefarred DNS sarver: ]—
I™ Show icon in taskbar when connected Altemate DHS server:

Advanced...
Cancel

Step 5: In the System tray, now you can switch 802.11n Wireless PC| Adapter to AP Mode.




Step 6. After switch to AP mode, Ralink Wireless Ulility will automatically pup-up. The

Wireless Default SSID is assigned as "SoftAP-2C".
x

Config | Access Cartrol| Mac Table | Event Log | Statsizs | About |

'[-.ssm Cherel[ =
Wisksslode  [G021T B/ =] < UieMecddess | SecuiSatins |

Country RegionCode——————————— 1~ No farwatding among wireless clients:

118/ |OCHIN - -
k ™ Hide 5510

[ Bllow BW 40 MHz

Bescon ns] 0

T Power ITIJ_IJ % =

Iele ime{E0 - FE00)(=1 300

Step 7: To make sure your Soft AP is working properly, you need to use another computer
which with Wireless LAN feature to access SoftAP-2C AP. In the below example, use another
PC with Wireless feature in Vista Operation System. Go to Start < Control Panel & Choose
“‘Network and Sharing Center” option = Click “Connect to a network” to search the
available networks.

P |

) Conoipare » Networcandshrng Caner -
@

MNetwark and Sharing Center
uters and de
- View full map
Connectto 3 network

Manage wireless networks i&l = E

Set up a connection or network — ,
WINMIE-PC Internet

Manage network connections (This computer)

Diagnose and repair

re available,
Seeako

Intemet Options

Windows Firewsll




Step 8: Select the network “SoftAP-2C” and click “Connect” to establish the connection.

Select a network to connect to

Show [l

Secunity-enzbled network

Unsecured network

Unsecured network

Set up @ cennection or netwerk
Open Metwork and Sharing Center

Step 9: After the computer is successful connected to SoftAP-2C, Network and Sharing

Center screen will be shown as below. Click “View Status”to see the detail.

Network and Sharing Center
View full map

(5] @

WINNIE-PC SoftAP-2C Internet
(This computer)

% SoftAP-2C (Public network) Customize
Access Local only
Connection Wireless Network Connection (SoftAP-2C)

1l Signal strength: Excellent Disconnect

2 Sharing and Discovery

Network discovery © Off

File sharing @ Off

Public folder sharing < Off

Printer sharing @ Off (no printers installed)
Password protected sharing © On

Media sharing @ Off
Seealko

Internet Options Show me all the fites and folders 1 am sharing
Windows Firewail Show me all the shared network folders on this computer




Step 10: In General tab, click “Detail...", and then you can see the current Network connection
details. If this computer is successful connect to SoftAP-2C Access Point, the DHCP server

will be assigned to same IP address.

General
Connection
IPv4 Connectivity:
IPvE Connectivity: P G " Detals
Media State:
ssID: SoftAP-2C Fropetty Value
Duration: Connection-specific DN..
Speed: 270.0 Mbos Description 802.11n Wireless LAN Card
Physical Address 00-06-4F-12-34-56
Sl M DHCP Enabied Yes
IPvd P Address 192.168.0.49
lsBetotios ]L\m et Pv4 Subret Mask 255.255,255.0
Activity Lease Obtained Thursday, October 13, 2005 6:11:36 AM
e { Lease Expires. Thursday. October 20, 2005 6:11:36 AM
Sent — w — Recei 1Pvd Diefault Gat 192.168.0.1
|Pvd DHCP Server 192.168.0.1 I
s Wt | 1 IPvd DNS Server 192.168.0.1
IPv4 WINS Server
= NetBIOS over Tepip En Yes
[ @eropertes | [ @osable | [ pegnose | Uinkdocal IPvE Address  [e80:20/18:327d:%324ea®13
IPvE Default Gateway

IPv6 DNS Server

<

i Network Connection Details




3.2 For Windows Vista
Ralink wireless utility is shown as helow. There are B settings pages in Ralink wireless

utility:

Profle | Link Status ~ Site Survey | Statistics | WPS Configuration | GoS | About |

SSID | BSSID | Py | Signal | & C._| Enenyption | Authentic . | Network Ty.
Belkin_M1 00-17-3F-BA-BE-AD Mone Unknown Infrastructurs
momy_test 0-06-4F-5B-13-2F Mone Unknown Infrastructure
Default_WL... 00-06-4F-43-CF-BF Mone Unknown Infrastructure
Default_ 11N 00-D6-4F-33-44-66 Mone Unknown Infrastructure
WLAN_SW  (0-07-40-F1-55-42 TKIP WPAPSK  Infrastructur:
MISOD O0-06-4F-1F-34-A8 None Unknown  Infrastructure
mySSID 00-03-7F-FE-D0-02 Mone Lnknown Infrastructure

Profile Page: Manage the profile.

Link Status Page: Display current connection infarmatian.

Site Survey Page: Display the availahle netwarks.

Statistics Page: Display the packet counters

WPS Configuration Page: Connect to YWP3S (Wi-Fi Protected Setup) capable APs.
CloS Page: It involves "WAWMM Enable”, "Wl — Power Save Enable” and DLS setup
About Page: Display Ralink driver and utility information.

3.2.1 Profile
Inthe “Profile”, vou can view and manage the current using Availahle Foint(s). Y ou can
Add, Delete Edit, or Activate the current Available Paint(s). Also you can duplicate the AP ar

set current AP as Default.




Profie | Link Status | Ste Survey | Statistics | WPS Corfiguration | GeS | About |

-~ Profile List

Profile Name S5ID Channel Authentication

En i Netwark T
WLAN_ SW ¢

Profiles Name: The Profiles List displays all the profiles and the relative settings of the profiles
including Profile Name, S3I0, and Channel . etc; preset to PROF* (* indicate 1,2,3,...)

SSID: AP to Ad-hoc name.

Channel: Channelin use for Ad-Hoc mode.

Authentication: Authentication mode.

Encryption: Security algorithm in use.

Network Type: Netwark's type, including Infrastructure and Ad-hoc.

H Indicate connection is successful on currently activated profile.

Indicate connection is failed on currently activate profile.

AddiDelete/Edit Button: Click these buttons to add/delete/edit the selected profiles.
Activate Button: Click "Activate” to connect the selected profile. VWhen a profile is activated,

the adapter will be initially connected to the profile.




3.2.1.1 Adda profile

Prefile | Link Status | Ste Survey | Statisics | WPS Corfiguration | QoS | Aout |

~ Profile List

Profils Name__| SSID [ Chamnel [ Authertication | Encryption Network Type

l Add I I Delete Edit Achivate
QK | Help

By either pushing the “Add” button on Profile Page or the “Add to Profile” button on Site

Survey Page, it brings up the profile setting sheet which contains two setting pages -

“Configuration” page and “Authentication and Security” page.
T

Profie | Linc Status  Site Survey | Statistics | WPS Corfiguration | Gos | Abaut |

551D [ BssiD [Py [Sonal [ & C [ Encyption | Authentic | Natwork Ty
Belkin_MN1 00-17-3F-BA-BE-AD N MNome Unknown Infrastructure
monmy_test D0-06-4F-5B-13-2F MNome Unlenown Infrastructune
Defautt_WL.. 00-D6-4F-43-CF-8F None Unknown  Infrastructur
- Mope, L
WLAN_SW  00-07-40-F1-59-42 TKIP WPAPSK  Infrastucture
MISO 00-D6-4F-TF-34-A6 A None Unknown Infrastructure
my3SI0 O0-03-7F-FE00-02 Nere Unknown  Infrastructure




[Configuration pagej

Add Profile =

Configuration |.*\|.a‘henﬁcahnnmd5ecmiy|

Profile Name PROF1 5510

Infrastnucture

OK I Cancel
—

—
Profile Mame: Mame of the profile

SEID: MName of the desire network

Metwork Type: Metowork of the desired netwarl:, sither infrastructure or Ad-Hoc
Infrastructure — This operation mode requires the presence of a wireless Access
Point. All communication is done via the Access Point or Router.
Ad-Hoc — Select this mode if yvou want to connect to another wireless station in the
Wiireless LAN network without through an Access Point or Router.

Tx-Power: The desired TX power level, the available options are 100%, 75%, 50%

and Auto I vou want to lower the transmit power of the adapter for saving the power

of the system, you can select the lower percentages from the list. The lower power

will cause the lower signal strength and the coverage range.




[Authentication and Security pagej

Add Profile L_J-&
Corfiguration  Authentication and Security |
Authentication Type : Pm
Enciyption [P B
WPA Preshared Key =
& = |
T e
¢ =
™ Show Passward

T e | sl | b |

B Authentication Type: The authentication of the desired network. For infrastructure
network, the available modes are Open, Shared, WPA, WPA-PSK, WPA2, and
WPA2-PSK.

Open: No authentication is needed among the wireless devices.

Shared: Only Wireless device using a shared key (WEP Key identified) is allowed
to connecling each other. Setup the same key as the wireless device that the
adapter intends to connect.

WPA: WPA provides a scheme of mutual authentication using either IEEE
802.1x/Extensible Authentication Protocol (EAP) authentication or pre-shared key
(PSK) technology. It provides a high level of assurance to enterprise, small
business and home users that data will remain protected and that only authorized
users may access their networks. For enterprises that have already deployed IEEE
802.1x authentication, WPA offers the advantage of leveraging existing
authentication databases and infrastructure.

WPA-PSK - It is a special mode designed for home and small business users who
do not have access to network authenfication servers. In this mode, known as
Pre-Shared Key, the user manually enters the starting password in their access
point or gateway, as well as in each wireless station in the network. WPA-PSK
takes over automatically from that point, keeping unauthorized users that doni
have the matching password from joining the network, while encrypting the data

traveling between authorized devices.
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WPA2 - Like WPA, WPA2 supports |[EEE 802.1x/EAP authentication or PSK
technology. It also includes a new advanced encryption mechanism using the
Advanced Encryption Standard (AES). AES is required to the corporate user or
government users. The different between WPA and WPA2 is that WPA2 provides
data encryption via the AES. In contrast, WPA uses Temporal Key Integrity Protocol
(TKIP).

WPA2-PSK — WPA2-PSK is also for home and small business. The difference
between WPA-PSK and WPA2-PSK is that WPA2-PSK provides data encryption
via the AES. In contrast, WPA-PSK uses Temporal Key Integrity Protocol (TKIP).

B Encryption: The encryption of the desired network.

-- For Open and Shared authentications, the available encryption modes are
None ancd WEP.
-- For WPA, WPA-PSK, WPA2 and WPA2-PSK authentications, the available
modes are TKIP and AES.
None — Disable the Encryption mode.
WEP — Enabled the WEP Data Encryption. When the item is selected, you have to
continue setting the WEP Key Length & the key Index.
TKIP — TKIP (Temporal Key Integrity Protocol) changes the temporal key every
10000 packets (a packet is a kind of message transmitted over a network). This
insures much greater security than the standard WEP security.
AES — AES has been developed to ensure the highest degree of security and
authenticity for digital information and it is the most advanced solution defined by
IEEE 802.11i for the security in the wireless network.
Note: All devices in the network should use the same encryption method to ensure
the communication.

B WPA Pre-Shared Key: The WPA-PSK key can be from 8 to 64 characters and can
be letters or numbers. This same key must be used on all of the wireless stations in
the network.

WEP Key (Key1~Keyd): The WEP keys are used to encrypt data transmitted in the
wireless network. There are two types of key length: 64-bit & 128-bit. Select the
default encryption key form key1 to key4 by selected the radio button.
Fill the text box by following the rule below:
64-bit — Input 10-digit Hex values (in the “A-F°, “a-f, and "0-9" range) or 5-digit
ASCII characters (including “a-z" and “0-9") as the encryption keys. For example:
"0123456aef" or "test1”
128-hit - Input 26-digit Hex values (in the “A-F", “a-f, and "0-9" range) or 13-digit
ASCII characters (including “a-z" and "0-9") as the encryption keys. For example:
“01234567898012345678%abcdef or "administrator’.




3.21.2 Edit a profile
Selecting an exiting profile then clicking the “Edit” button on Profile Page brings up the

profile setting sheet filled with the profile information for user modification.

Profile | Link Status | Ste Suvey | Statistios | WPS Configuration | GoS | About |

- Profile List

Profile Name S5ID Channel Authertication Encrypti Network Ty

PROFI WLAN_SW TKIP Infrastructire

3.21.3 Delete a profile
Selecting an exiting profile then clicking the “Delete” button on Profile Page to deletes the

profile.

Froflle | Link Status | Ste Survey | Statisics | WPS Corfiguration | QoS | About |
-~ Profile List

Profile Name | SSID Metwork Ty

PROF WLAN_SW ] WPAPSK




3.21.4 Active a profile

Selecting an exiting profile then clicking the “Active” button on Profile Page activates the

Profile | Link Status | Ste Suvey | Statistios | WPS Configuration | GoS | About |

5510 Channel Authertication i Network Ty

WLAN_SW WPA-PSK K Infrastructure




3.2.2 Link Status
In this section, you can immediately monitor the current connected link status, such as
Link Speed, Throughput, Link Quality, Signal Strength, Moise Level . etc.

Profie  Link Status | Site Survey | Statistios | WPS Corfiguration | GoS | About |

Status IW]_AN_S‘W <> D0-07-40-F1-95-42

Edra Info : |Link15 Up [TxPower:100%]

Channel - |9 <> 2452 KHz

Tt (Mbps) | 4.0 Rx (Mbps) | 340
T {Kbps) | 0.0 R {Kbpe) | 73!

Good 100%
EEEERENAEERE G AT ESEEENNNE
100%

Good [~ dBm

100%

Low

EREEENm

SNRD:n/a SNR1:n/a

Status: Current connection status. If no connection, it will show Disconnected. Ctherwise, the
5510 and BSSI0 will showe here.

Extra Info: Display the link status and current channel in use.

Channel: Display the number of the radio channel and the frequency used for the networking.
Link Speed (Mbps): Display the transmission and reception rate of the network. The
maximum transmission rate is 84Mbps.

Throughput (Kbitsisec): Display transmits and receives throughout in unit of K hitsfsec.

Link Quality: Display connection quality based on signal strength and TX/RX packet error
rate.

dBm: If you want to know the signal strength in the unit of dBm, select the check box.

Signal Strength: Receive signal strength, user can choose to display as percentage or dBm
format.

Signal Strength2: Receive signal strength 2, user can choose to display as percentage or

dEm format.




Moise Level: Display the noise signal strength.
HT: Display current HT status in use, containing BW, GI, MCS, SNRD, and SMNR1 value . (show

the information anly for 802.11n wireless card.)

3.2.3 Site Survey

When you open the Caonfiguration Utility, the system will scan all the channels to find all
the access pointsistations within the accessible range of your adapter and automatically
connect to the wireless device with the highest signal strength. From the “Site Survey”, all the
network nearby will be listed. You can change the connection to anather netwark or add one of

the netwaarks to your own profile list.

Profle | Link Status ~ Site Survey | Statistios | WPS Configuration | Gos | About |

SSID | BSsID |Phy | Sional | & €| Encryption | Authentic... | Network Ty.
momy_test 00-06-4F-5B-13-2F N 91% 3 Mone Unknown Infrastructure
Defautt_11N  D0-06-4F-33-44-66 N 15% 1 Mone Unknown Infrastructure
Default_WL... DO-D6-4F43C2BB G B5% & Maone Unknown Infrastructure

WLAN_SW D0-07-40-F1-9542 G 1008 9 TKIP WPAPSK  Infrastructur:
MISO DD-064F-1F-34-86 G 9% 10 WEP Unknown  Infrastructure

N
G
G

Bellin_N1 ¥0-17-3F-BA-BE-AD 70% 11 Mone Unknown Infrastructure
ComNokia  00-14-7C-BB-EQ-1A 15% 1 MNone Unknown  Infrastructure
mySSID 00-03-7F-FERO-02 94% 11 MNone Unknown  Infrastructure

<[

Connected < WLAN_SW Add to Profile

SSID: Name of BES of IBSS network.

BSSID: MAC address of AP or randomly generated of IBSS.

Signal: Receive signal strength of specified network.

Channel: Channelin use.

Encryption: Encryption algorithm used within than BES or IESS. Walid value includes VWEP,
THIFP, AES, and Mot Use.

Authentication: Authentication mode used within then network, including Unknown,




WPA-PSK, WPA2-PSK, WPA and WPA2.

Network Type: Network type in use, Infrastructure or Ad-Hoc.

Rescan: Issue an rescan command to wireless NIC to update information on surrounding
wireless network.

Re-Scanning: Clicking the re-scan button to perform the re-scanning action.

Add to Profile: Add the selected AP to Profile setting. It will bring up profile page and save

user's setting to a new profile.

[Connect A Network]

(1) When Raconfig first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, he can double-click mouse on the intended AP to
make connection.

(3) If the intended network has encryption other than “Not Use”, Raconfig will bring up the
security page and let use input the appropriate information to make the connection.

This icon indicates the changes is successful.

@Example 1: Open and Non-Encrypted
Step 1 — Choose “Open” authentication type
Step 2 — Choose “None” encryption type
Ad le S

Configuration  Authentication and Securiy |

Authentication Type - | 7 Use 802.1x

Encryption : |Nune

WPA Preshared Key : |
W/ep K
k| 2

K3 -

|
1 FeyliZ Hi - |
|
|

Byt Hex -

“WEF B4 Bits Enciphion: Please Kepin T HEX characters of 5 ASEH charasters
“WEF 128 Bits Encription: Please Keyin 26 HEX characters of 13 A5C)] characters

™ Show Password

ok | camced | i | He |

Step 3 — After the profile is saved, click “Activate” button on Profile Page to activate the

profile.




Frofle | Link Status | St Survey | Statistios | WPS Corfiguration | QoS | About |

- Profile List

Profile Name | S5ID | Channel [ Authertication | Enenyption | Metwork Type |

Defaut 11N Infasin.cture

@ Example 2: WEP-Encrypted
Step 1 - Choose “Open” or “Shared” authentication type
Step 2 — Choose “WEP” encryption type
Step 3 -Enter the WEP KEY

~WEP 64 Bits Encryption: Please Keyin 10 HEX characters or 5 ASCII characters
= WEF 128 Bits Encryption: Please Keyin 26 HEX characters or 13 ASCIl characters

[ Show Password

Apply




Step 4 -After the profile is saved, click the "Activate” butlon on Profile Page fo active the
profile.

Profle | Link Status | Ste Survey | Statstios | WPS Corfiguration | GoS | Abaut |

- Profile List

Profile Name | 551D | Enciyption
Y LAN S PAE KIP

WEF Encryption

@ Example 3: WPA-PSK/WPA2-PSK
Step 1 — Choose ‘WPA-PSK” or “WPA2-PSK” authentication type
Step 2 - Choose “TKIP” or “AES” encryption type
Step 3 —Enter the pre-shared KEY

Corffiguration hﬂha'vhmhnna’xi.‘;‘eqwl

Authentication Type : IWPA-PSK v|

Encryption G

WPA Preshared Key |““““‘

—ep Rey
ol I [ =l

O feytt? e ~

|

[ (N

¢ e [Hex =
I

€ Keyitd Hex -

FUER B4 Bits Encivption. Please Keyin 10 HEX charactsrs or 5 85T characters
“WEF 128 Bits Encrpptior: Please Kepin 28 HEX characters o 13450 chaasters

[ Show Password

bopy | Hem




Step 4 -After the profile is saved, click the "Activate” butlon on Profile Page fo active the
profile.

Profle | Link Status | Ste Survey | Statstios | WPS Corfiguration | GoS | Abaut |

- Profile List

Infrastructure

@ Example 4:WPAWPAZ
Step 1 - Choose “WPA” or “WPAZ2" authentication type
Step 2 — Choose “TKIP” or “AES” encryption type

Encryption

WPA Preshared Key
—Ep Rey
& Keyitl x

" feyl? 2.

© Keuld Hr >

€ Keyitd Hex -

FUER B4 Bits Encivption. Please Keyin 10 HEX charactsrs or 5 85T characters
“WEF 128 Bits Encrpptior: Please Kepin 28 HEX characters o 13450 chaasters

[ Show Password

Apply | Help




