STEPS: Click “Properties” and then click “OK” button.

AP1 properties

Azzociation l Authentication | Connection |

Metwork name [S510]: |.="-.F"!

Yireless nebwork, key
Thiz netwirk, requires a key far the fallowing:
Metwork, Authentication: | w |

Data encryption: | Dizabled o |

Metwork key |

Confirm network ke

feyindex |advanced|:

The key iz provided for me automatically

Thiz iz a computer-to-computer [ad hoz] nebwaork; wirelezs
access point: are hot uzed

ak. J[ Cancel ]

STEP9: After filling appropriate value, click “OK” button. And the status will prompt up as

below.

1] Wireless Network Connedtion is now connected | #

Carnected ko: GP1
3Ignal strencth: Excellent

STEP10: Click the Ralink’s icon will bring up RaUl main window. User can find the surrounding
APs in the list. The current connected AP will also shown with the green icon indicated as
below screen. User may user the available tab to configure more advanced features provided

by Ralink’s wireless NIC.




«# @ ¢ ° K

MNetwark Advanced Statistics WA WPS Radio On/Off  About

Sorted by =» Q SSID @ Channel @ Signal [ Show dBm
— AP List 22 -

_Shiang_2B604P o2l
EEE] &3
alberty-200 e
ap b1
p api e
APPA e
azus @11

Broadcom @11
Buffalo 54 2l
Cobra

81%

=R

55k

e

hh%
100%
0%

(T AT AT AT I I ICICIC o)
oo oooeeeo
Eh

s

Rescan

Status == AP1 <--= 00-03-7F-00-D7-44
Extra Info = Link is Up [TxPower: 1005
Channel == & <--» 2437000 MHz
Authentication == Unknown
Encryption == Mone
Metwark Type == Infrastructure Transmit -
IP ddress == 192,168.5,40 Link Speed »» B4.0 Mbps

Sub Mask =» 255,255,765.0 Thraughput => 0,000 Mbps
Default Gateway == 192,168.5,254

HT

Receive
B => nia SMRD == nfa Link peed == 54.0 Mbps
Gl =» nifa MCS == nfa SMR1 == nfa Throughput == 0,098 Mbps

3.1.1 Start

When starting RaUl, system will connect to the AP with best signal strength without setting
profile or matching profile setting. It will issue a scan command to wireless NIC. After two
seconds, the AP list will updated with the result of BSS list scan. The AP list include most used
fields, such as SSID, network type, channel used, wireless mode, security status and signal

percentage. The arrow icon indicates the connected BSS or IBSS network.




- @ # @

Profile MNetwork Advanced Statistics Wi,

WP

Radio On/Off  About

=

Sorted by »» e 551D o Channel o Siznal
&P List ==

[] Show dBm

_Shiang_28604P v
aaa &3
Alberty-200 e
4P 1
p api e
APPA e
azus @11
Broadcom lb'l'l
Buffalo 54 2N

Cobra @6

#dd to Profile

81%
55%
6%
5%

LS ]

1003
0%

(AT ICIC I I I IC 1o o)
ooooooueo
&

Rescan Connect

Status =» AP <--= 00-03-7F-00-07-44
Extra Info =» Link iz Up [TxPower: 100%]

Channel == & <--= 2437000 MHz
Authentication =» Unknown
Encryption == Mone

Metwark Type == Infrastructure Transmit

U i

kR s 50K

Noise Strength =» 26%

Sub Mask == Z55,255,256.0
Default Gateway == 192,168.5,254

=l Receive

IP Address == 192, 168.6.113 Link Speed == 54,0 Mbps

Throughput == 0,000 Mbps

Gl == nfa MCS == nfa EMRT == nfa

B == nfa SMRD = nfa Link Speed == 54,0 Mbps
Throughput == 0.014 Mbps

There are three sections in RaUl. These sections are briefly described as below.

B Button Section: include Profile page, Network page, Advanced page, Statistics

page, WMM page, WPS page, About button, Radio On/Off button and Help button.

=» Button Section

¢85 = ¢ & @

Profile Meatwork Advanced Statistics Widhd,

WWPS

Fadio On/Off

About

o

= Move to the Left

@

= Move to the Right

D




B Function Section: Corresponding button
=> Profile Page

Profile List

Profile Mame ==
SSID ==

Metwork Type ==
futhentication ==
Encryption ==

Use 502, 1x ==
Channel ==

Power Save Mode ==
T Power ==

RT& Threshaold ==

Fragment Threshald »»

= Network Page

Sorted by == o SSID o Channel o Signal [ Show dBm
&P List =»

_Shiang_2860AP H
aaa &3
AlbertY-200 e
ap e
P apt e
APPA e
asus @11

Broadcom @11
Buffalo 54 2N

Cobra @6

Rezcan Connect &dd to Profile

81%
134

LS

T6E

1
100%
0%

)

& & & & 6 66 6 6
e

= Advanced Page

Wireless mode == 1302, 11 BSGMN mix ;l |:] Enable CCX (Cisco Compatible eXtensions)

[ Turnon ok
D Enable Radio Measurements
Enable T Burst D Mon-5erying Channel Measlrements imit I_SC ms (0-2000)
Enable TCP Window Size
Fast Roaming at | 70 dBm
Shaow duthentication Status Dialog

Select Your Country Region Code

11EB/G +» fo: cHi-11




=> Statistics Page

Receive

Frames Transmitted Successfully

Frames Retransmitted Succeszsfully

Frames Fail To Receive ACK After All Retries
RT% Frames Successfully Receive CTS

RT5 Frames Fail To Receive CTS

Reset Counter

= WMM Page

— AN Setup Status
Wikt => Enabled

Power Save == Disabled

Direct Link == Dizabled

Uk Enable

[] ‘b - Power Save Enable

[ acek

[] Direct Link Setup Enable

[O] Ac.EE

[ ecv

mncnddress:;l | I I I I

= WPS Page

WS AP List

IC & Unknaown hsinchuq

O acvo

Timeout Walue == I 6l sec

ol

TeatDoin
P ————

00-11-26-71-27-68

WPS Profile List

Rescan
PR —

|nfarmation

Pin Code

6dE3945 | Renew

Config Mode

Enrolles |

Dietail
O it —

Copnest

Riobate
e —————

Dizconnect

Binl [@] WPS Associate IE

Progress »> 0%

Export Rrofile
e

PEC [@] "PsPrabe [E

5]

i




= About Page

| [c) Copyright 2007, Ralink Technology, Inc, All rights reserved,

RaCaonfig Version =» Date == 05-02-2007

Driver Version == Date == 07-25-2007
EEPRCM Wersion == 1.1
Firmware Wersion > 0.7

Phy_#ddress => 00-06-4F-12-34-5é4

WY PALINKTECH, COM

B Status Section: Include Link Status, Authentication Status, AP’s information,

Configuration and retrying the connection when authentication is failed.

= Link Status

Status == WLAM_SW <> 00-07-40-F 1-99-42
Extra Info =» Link is Up [TxPower: 100%]

Channel =» 9 <--» 2452 MHz

Authentication == WRL-PSK

Encryption == TKIP

Metwork Type == Infrastructure Transmit

IP Address == 192, 168.10.45 Link Speed == 54,0 Mbps

Sub Mask == 255,255,255.0 Thraughput »> 4,156 Kbps
Default Gateway == 192, 168,10.1

HT

Receive

BW == nfa SHRD == nfa Link Speed == B4.0 Mbps
Gl > nfa MCS = nfa SMRA == mia Throughput == 14,896 Kbps

=> Authentication Status

Authentication Status

Card Mame == Ralink. 802, 11n Wireless LAM Card Connected by manual...

16:37:26,062 Starting network connection...
163726171 Metwork is connecting...
16:37:25.281 PEAFP duthenticating...
16:37:28.375 wiireless client is authenticated.

Cancel




= AP’s Information

General WiPS

551D == AP

MAC dddress == 00-03-7F-00-07-44

Authentication Type == Unknown —Supported Rates (Mbps)
1,2, 5.5, 11,6, 12, 24, 36, 9, 18, 48, 54

Encryption Type == Mone
Channel == & =--= 2437000 KHz

Metwork Type == Infrastructure

Beacon Interwal == 100

=> Retry the Connection

Card Mame »> Ralink 802, 11n Wireless LAN Card Identity ==

Prafile Mame == PROF1 Pazsward ==

Meszage =» Inwalid identity or password

Cancel

=> Configuration

Systern Config  Auth. % Encry. B0Z1X

Authentication == WP v Encryption == TKIF

WPA Preshared Key == I

Wep Key

@ eyt Hexadecimal

HeyEs Hexadecimal

@
@ Key#3 Hexadecimal
@

Heyitd Hexadecimal [:I Show Pazsword

OK Cancel

B At the mean time of starting RaUl, there is also a small Ralink icon appears within
windows taskbar as below. You may double click it to bring up the main menu if you
selected to close RaUl menu earlier. You may also use mouse;s right button to close
RaUl utility.




=>=> Ralink icon in system tray.

Besides, the small icon will change color to reflect current wireless network

connection status. The status indicates as follow:

> 1& -- indicate Connected and Signal Strength is Good.

> L indicate Connected and Signal Strength is Normal
> . indicate Wireless NIC is not connected yet

> i - indicate Wireless NIC is not detected

> 1& -- indicate Connected and Signal Strength is Weak

3.1.2 Profile
Profile can book keeping your favorite wireless setting among your home, office, and other
public hot-spot. You may save multiple profiles, and activate the correct one at your

preference.

- Profile List —

Profile Mame ==
5510 ==

MNetwork Type ==
Authentication ==
Encryption ==

Use 802, 1x ==
Channel ==

Power Save Mode ==
Tx Power ==

RT3 Threshold ==

Fragment Threshold ==

Add

[Definition of each field]

Profile Name: Name of profile, preset to PROF* (* indicate 1,2,3,...)

SSID: AP or Ad-Hoc name

Network Type: Network’s type, including infrastructure and Ad-Hoc.

Authentication: Authentication mode

Encryption: Encryption Type

Use 802.1x: Whether or not use 802.1x feature

Channel: channel in use for Ad-Hoc mode

Power Save Mode: Choose from CAM (Constantly Awake Mode) or Power Saving Mode.

Tx Power: Transmit power, the amount of power used by a radio transceiver to send the
signal out.

RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly.

Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or




key in the value directly.

[lcons and buttons]
’ => indicate connection is successful on currently activated profile
P> indicate connection is failed on currently activate profile

@ => indicate network type is infrastructure mode

&. => indicate network type is Ad-Hoc

a . . .
=> indicate security-enabled wireless network

AL. = Add a new profile

=> Edit an existing profile

. =>» Delete an existing profile

Activat . .
S Activate selected profile

9 => Show the information of Status Section

4. = Hide the information of Status Section

3.1.2.1 Add/Edit Profile

There are 3 methods to open Profile Editor form:

=> You can open it from “Add to Profile” button in Site Survey function
= You can open it form “Add” button in Profile function

= You can open it from “Edit” button in Profile function

_ .-S_y-;tem-;'ﬁsnf.fg_ Auth. \ Encry. BORIA

Profile Mame =» |PROF1 Metwark Type == |nfrastructure w

510 22 I,qP1 Tx Power =x

Power Save Mode =» 0 Cibha o Pt

[ RIS Threshold

[] Fragment Threshold

Canecel

Auto v




_ System Config |~ Auth. % Encry.

Authentication == Oper Encryption = More - D 802, 1%

WPA Preshared Key =» ]

Wep Key

o Key#t1 Hexadecimal

@ rewiz Hexadecimal

o Key#s Hexadecimal

o Keyitd Hexadecimal [] show Password

Ok Cancel

Profile Name: User can chose name for this profile, or use default name defined by system.
SSID: User can key in the intended SSID name or use pull down menu to select from available
APs.
Power Save Mode: Choose from CAM [Constantly Awake Mode] or Power Saving Mode.
Network Type: There are two types, infrastructure and 802.11 Ad-Hoc mode. Under Ad-Hoc
mode, user can also choose the preamble type, the available preamble type includes auto and
long. In addition to that the channel field will be available for setup in Ad-Hoc mode.
RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly. The default value is 2347.
Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or
key in the value directly. The default value is 2346.
Channel: Only available for setting under Ad-Hoc mode. User can choose the channel
frequency to start their Ad-Hoc network.
Authentication Type: There are 7 type of authentication modes supported by RaUl. They are
Open, Shared, LEAP, WPA, WPA-PSK, WPA2, WPA2-PSK.
Encryption Type: For open and shared authentication mode, the selection of encryption type
are None and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.
802.1x Setting: It is an authentication for WPA and WPA?2 certificate to server.
WPA Pre-Shared Key: This is the shared secret between AP and STA. For WPA-PSK and
WPA2-PSK authentication mode, this field must be filled with character longer than 8 and less
than 32 lengths.
WEP Key: Only valid when using WEP encryption algorithm. The key must matched AP’s key.
There are several formats to enter the keys:

=> Hexadecimal — 40bits: 10 Hex characters

=> Hexadecimal — 128bits: 26 Hex characters.

=> ASCII — 40bits: 5 ASCII characters

= ASCII — 128bits: 13 ASCII characters




3.1.2.2 Example to Add Profile in Profile
Step 1: Click Add in Profile function

~ % # @B © 9 R @

Profile Metwark Advanced Statistics Wi, WPS Radio On/Off  About

Profile List

Frofile Mame »»
SEID ==

Metwork Type ==
Authentication ==
Encryption =>

Use 802 1x =»
Channel ==

Power Save Mode ==
Tx Power ==

RTS Threshold ==

Fragment Threshald ==

Status »» AR1 <--= 00-03-7F-00-D7-4d
Extra Info =+ Link is Up [TxPower:100%]

Channel == & =--» 2437000 MHz Signal Strength 2 == 5%

authentication =» Lnknown [ sizna strengtn 3 >» 29%

Encryption == Mone | Moise Streng‘th == 0%

Network Type => Infrastructure Transmit

IP dddress = 192, 168.5.60 Link Speed == 54.0 Mbps
Sub Mask > 255,266,285,0 Throughput == 0,000 Mbps
Default Gateway »> 192.165.5.254
HT

Receive

Bl = nia SMRD == nfa Link Speed = 54.0 Mbps
Gl = nfa WCS == nfa SMR1 > nfa Throughput == 0.025 Mbps

Step 2: Add Profile page will pop up.

e M @

Profile Metwaork Advanced Sta.l.tistics WPS Radio On/Off  About

Profile List

Profile Hame =>
551D 2>

Metwork Typs =>
Authentication =»
Encryption =»

Use 802.4x =»
Channel >

Power Save Mode »»
Tx Power ==

RT: Threshold ==

Fragment Threshold >

Systern Config  Auth. \ Encry.

Praofile Mame == iPROFﬂ Metwork Type == Infrastructure  w

51D 5 I Tz Power == Auto

Power Save Mode > (@) CAM @@ PsM

[ RTS Threshold

[ Fragment Threshold




Step 3: Change profile name to what you want to connect. Pull down the SSID and select one

intended AP. The AP list is the result of last Network.
(EpRat ___[X]
# @

Statistics WA

Profile Metwark Advanced WS Radio On/Off  Abaout

Profile List

Prafile Mame =+
S5I0 =5

Metwork Type =»
Authentication ==
Encryption ==

Use B0Z.1x >
Channel ==

Power Save Mode ==
T Poler =&

RTS Threshaold ==

Fragment Threshald ==

System Config  Auth. \ Encry.

Profile Name =» iPROF1 Metwork Type == Infrastructure W

Auto

S5ID == ‘ Tx Power ==

_Shiang_28604F 000C4388601s
AlbertT-200 ODAAZESZEESE
AP 0007404D0C7E
APPA 00714i549F42F
Belkin_h1_‘Wireless_281111 000C43251111
Eroadcom 001015902EDA
BroadcominPs O01018902E27
ClaudeiP 000CFEEFCEST
Cobra 000A795COSED
DenniziP 000C43102715
Fiona-aAp 000C43356021

Poer Save Mode = >

[] R7Ss Threshoid

[] Fragment Threshald

Step 4: Then, you can see the profile which you set appear in the profile list. Click “Activate”

to activate the profile setting.

[ & .

—
Profile Metwark Advanced Statistics Wi WS Radio On/Off  About

Profile List
’ PROF1 & Profile Mame == PROF1
551D == AP
Metwork Type =» [nfrastructure
Authentication »>» Open
Encryption == None
Uze 802, 1x == MO
Channel == 1
Pouet Save Mode == Chd
Tx Power == Auto
RTS Threshold == 2347
Fragment Threshold == 3346

Edit Delete Activate

Status »> AP1 <--= 00-03-7F-00-D7-id
Extra Info =» Link is Up [TxPower; 100%]
Channel =» & <--= 2437000 MHz

Authentication => Open

Encryption == NONE
Metwark Type =» Infrastructure
IP dddress == 192,168.5.60
Sub Mask => ZBE,ZBE,ZEE.0
Default Gateway »> 192,165.5.254
~ HT

B => nfa SMRO > nfa

Gl #» nfa MCS == nfa SMRA == nfa

B

Transmit

Link Speed »» 54.0 Mbps
Throughput == 0,000 Mbps

Receive

Link speed => 54.0 Mbps
Throughput == 0,033 Mbps




3.1.3 Network

Under the Network function, system will display the information of surrounding APs from last
scan result. List information includes SSID, BSSID, Signal, Channel, Encryption algorithm,
Authentication and Network type as below:

Sorted by =» & ssio @ Channel @ Signal [ Show dBm
AP List ==

_Shiang_28604P T2l

aaa &3
AlbertY-200 e
P i
P ap e
&PPA b
asus @11

Broadcom @11
Buffalo 54 ol

Cobra @6

Connect 4dd to Profile

81%
55%
Te%
5%

L =
D =D =D

LS

® & & ® ® 66 ® 6 5
oo ueoouooo

[Definition of each field]

SSID: Name of BSS or IBSS network

Network Type: Network type in use, infrastructure for BBS, Ad-Hoc for IBSS network
Channel: Channel in use.

Wireless Mode: AP support wireless mode. IT may support 802.11a, 802.11b, 802.11g or
802.11n wireless mode.

Security-Enable: Whether AP provides security-enabled wireless network

Signal: Receive signal strength of specified network

[lcons & Buttons]
’ => Indicate connection is successful.

@ => Indicate network type is infrastructure mode.

ﬁ- =>» Indicate network type is Ad-Hoc mode.

-
=> Indicate security-enabled wireless network.

d 3 |ndicate 802.11a wireless mode

=>» Indicate 802.11b wireless mode.
‘ => Indicate 802.11g wireless mode.

= Indicate 802.11n wireless mode.

Sorted by »> ) 55D @ Channel = Indicate the

AP lists are sorted by SSID, Channel, or Signal.




Connect

. =» Command to connect to the selected network.

Rezcan . . .
= Issue a rescan command to wireless NIC to update information on

surrounding wireless network.

Add to Profile . . . . .
L =>» Add the selected AP to Profile setting. It will bring up profile page and

save user’s setting to a new profile.

[Connected Network]

(1) When RauUl first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, He can click “Connect: button for the intended AP to
make connection.

(3) If the intended network has encryption other than “Not Use”, RaUl will bring up the security
page appropriate information to make the connection.

(4) When you double-click on the intended AP, you can see AP’s detail information.

3.1.4 Advanced

Wireless mode »> 1302,11 EFG M mix ;! D Enable CCX (Cisco Compatible extensions)

[ Turrom GOk

Enable TX Burst

Enable TCP Window Size

Fazt Roaming at | 70 dBm

Show Authentication Status Dialog

Select Your Country Region Code

|z ch-11

Apply
£
Wireless Mode: Select wireless mode. 802.11B only, 802.11B/G mix, and 802.11B/G/N mix,

modes are supported. (802.11 A/B/G mix selection item only exists for A/B/G adapter;

802.11B/G/N mix selection item only exists for B/G/N adapter; 802.11A/B/G/N mix selection
item only exists for A/B/G/N adapter.)
Wireless Protection: User can choose from Auto, On, and Off (Only 802.11n adapter don’t
support)

= Auto: STA will dynamically change as AP announcement

= ON: Always send frame with protection.

=> Off: Always send frame without protection.




TX Rate: Manually force the Transmit using selected rate. Default is auto. (802.11n wireless
card doesn't support.)

Enable Tx Burst: Ralink’s proprietary frame burst mode.

Enable TCP Windows Size: Enhance throughout.

Fast Roaming at: Fast to roaming, setup by transmit power.

Select your Country Region Code: 8 countries to choose.

Show Authentication Status Dialog: When you connect AP with authentication, choose

whether show “Authentication Status Dialog” or not. Authentication Status Dialog display the

process about 802.11x Authentication.
Enable CCX (Cisco Compatible eXtensions): support Cisco Compatible Extensions
function.

=> LEAP turn on CCKM

= Enable Radio Measurement: can channel measurement every 0~2000 milliseconds.
Apply: Save the save changes
W = Show the information of Status Section

4. = Hide the information of Status Section

3.1.5 Statistics
Statistics page displays the detail counter information based on 802.11 MIB counters. This

page translates the MIB counters into a format easier for user to understand.

[Transmit Statistics]

Transrmit Receive

Frames Transmitted Successfully

Frames Retransmitted Successfully

Frames Fail To Receive ACK After All Retriss
RTS Frames Successfully Receive CTS

RTS Frames Fail To Receive CTS

Reset Counter

Frames Transmitted Successfully: Frames successfully sent.

Frames Fail To Receive ACK After All Retries: Frames failed transmit after hitting retry limit.
RTS Frames Successfully Receive CTS: Successfully receive CTS after sending RTS
frame.

RTS Frames Fail to Receive CTS: Fail to receive CTS after sending RTS frame.




Frames Retransmitted Successfully: Successfully retransmitted frames numbers
Reset Counter: Reset counters to zero

[Receive Statistics]

Transmit Receive

Ftames Received Successiully 3153
Frames Received With CRC Error 201964
Frames Dropped Due To Out-of-Resource u]

Duplicate Frames Received 1]

Reset Counter

Frames Received Successfully: Frames received successfully.

Frames Received With CRC Error: Frames receive with CRC error.

Frames Dropped Due To Out-Of-Resource: Frames dropped due to resource issue.
Duplicate Frames Received: Duplicate received frames.

Reset Counter: Reset counters to zero

~ =>» Show the information of Status Section

4. = Hide the information of Status Section

3.1.6 WMM
WMM function involves “WMM Enable”, “WMM-Power Save Enable” and “DSL Setup”.

— MM Setup Status

ik == Enabled Pawer Save == Disabled Direct Link == Dizabled

[ ki Enable
[] thbi - Power Save Enable

[ Ac_BK [ & BE

[[] Direct Link Setup Enable

WMM Enable: Enabe Wi-Fi Multi-Media.
WMM-Power Save Enable: Enable WMM Power Save.
Direct Link Setup Enable: Enable DLS (direct Link Setup).




[WMM Enable — Enable Wi-Fi Multi-Media]

If you want to use “WMM-Power Save” or “Direct Link Setup” you must enable WMM. The
setting methods of enabling WMM indicating as follow:

Step 1: Click “WMM Enable”

WA Setup Status —
Wikaht =» Enabled Power 5ave »» Disabled Direct Link == Disabled

[ M Enable
[] Wit - Pawer Save Enable
HC_BI

[[] Direct Link Setup Enable

e (N R[EERE

S

Step 2: Change to “Network” function. And add an AP that supports WMM features to a

Profile. The result will look like the below figure in Profile page.

T RaUl

—~ & & @

Profile Metwork  Advanced  Statistics WM, WPS  Radio On/Off  About

Profile List

’ PROFA lb Frofile Mame => PROF1
SEI0 == AP
Metwork Type == Infrastructure
Authentication »» Cpen
Encryption =» Mone
Uze G02.1x == MO
Channel == 1
Power Save Maode => ChAt
T Power == Auta

RT: Threshold =» 2347

Fragment Threshold == 2346

Delete Activate

status == AP1 <--> 00-03-7F-00-D7-44
Extra Info == Link is Up [TxPower:100%]
Channel == & =--= 2437000 MHz

=

I
Authentication == Open |
|

Encryption == MONE -
Metwark Type »» Infrastructure Transmit -
IP Address == 192,168, 5,60 Link Speed x> 54,0 Mbps
Sub Mask == 255,255,25E.0 Throughput == 0,000 Mbps
Default Gateway == 192,165.5,254

HT

Receive

BW == nfa SMRD => nfa Link speed »> B4.0 Mbps
Gl =+ nfa MCS =3 nfa SMRA == nda Throughput > 0.033 Mbps




[WMM-Power Save Enable — Enable WMM Power Save]
Step 1: Click “WMM-Power Save Enable”

— kb Setup Status
ki == Enabled Power Save == Disabled Direct Link == Disabled

[ hidh Enable
Witk - Power Save Enable

[ scBK [ O 4w O scvo

D Direct Link Setup Enable

Mt hddress == I I I | ! I Timeout Yalue == | 6l sec ol

[P - S —

Tear, Do

——

Step 2: Please select which ACs you want to enable. The setting of enabling WMM-Power

Save is successfully.

— WMk Setup Status
Wikt => Enabled Power Save => Enabled Direct Link == Disabled

[@] ik Enable
Wi - Power Save Enable

[@ Ac_Bx [ #cEE O scw O acvo

[] Direct Link Setup Enable

HAC hddress »> i_|_|_|_|_|_ Timeout Valie »» |_ sec

Tear Do

[Direct Link Setup Enable — Enable DLS (Direct Link Setup)]
Step 1: Click “Direct Link Setup Enable”

— W Setup Status
Wit == Enabled Power Save == Disabled Direct Link == Enabled

[@] vems Enable
[ wiéhiéd - Pawer Save Enable
[0 Ac_BK [ #4c_se O #c [ ac_ o

|E| Direct Link Setup Enable

MAC pddress == | | | I | | Timeout Valle =» | &0 sec Apply
e IO

Tear Down

[ ]




Step 2: Change to “Network” function. And add an AP that supports DLS features to a Profile.

The result will look like the below figure in Profile page.
< Ralll

@6 B = @ # @B © ¢ K
Profila Metwork Advanced Statistics il WiPs Fadio On/Off  About

Profile List

P PROF1 & Profile Name == PROF1

S50 == AP

Metwark Type == Infrastructure

Authentication => Open
Encryption == Mone

Use 802, 1x == NO

Channel == 1

Power Save Mode == Chd
Tx Power == duto
RTS Threshold =» 2347

Fragment Threshold == 23464

Edit Delets fAictivate

Status s> AP <> O0-03-7F-00-D7-Ad mﬂ

Extra Info == Link iz Up [TxPower:100%]

Channel == & <--= 2437000 MHz

i
|
Aduthentication == Open |
I

Transmit — -
Link Speed == 54.0 Mbps
Throughput == 0,000 Mbps

Encryption == MOME
Metwark Type == Infrastructure
IP &ddress == 192,165, 5.60
Sub Mask == 265,256, 2R5.0
Default Gateway == 192, 168.5.254

HI= Receive

BW => nia SMRO == nfa Link Speed == Bd.0 Mbps
Gl #> nfa WCS == nia SMRA == nfa Throughput == 0.033 Mbps

Mbps

The Setting of DLS indicates as follow:
(1) Fill in the blanks of Direct Link with MAC address of STA. The STA must conform to 2
conditions as follow:
= Connect with the same AP that support DLS features.
=> Have to enable DLS

— Wi Setup Status —
Wi => Enabled Power Save »» Disabled Direct Link == Enabled

Wik Enable

[ wéhié4 - Power Save Enable

Direct Link Setup Enable

MAC Address == (|00 |Dc |43 iZB !60 ;DD Timeout Value >>I 600 zec apply

Tear Down




(2) Timeout Value represent that it disconnect automatically after some seconds. The value is
integer. The integer must be between 0~65535. It represents that it always connects if the

value is zero. Default value of Timeout Value is 60 seconds.

— WA Setup Status

WikiM => Enabled Power Save == Disabled Direct Link >> Enabled

Wik Enable
[] viéhté - Power Save Enable

O o O sc.yi

[@] Direct Link Setup Enable

MAC hddress == |DD Iuc |43 iza |6D Inn Timeaut Valle =

AEpIy:_

Tear Down

—

(3) Click “Apply” button. The result will look like the below figure.

i Setup Status

kit == Enabled Power Sawe »» Disabled Direct Link »» Enabled

Wik Enable
[] ‘' - Power Save Enable

D AC_EH D LT B D e |

[@ Cirect Link Setup Enable

MAC Address IDD IUC 143 Izs |6D IDD Timeout Value >>! 600 sec -

00-0C-43-25-60-00 aO0

Tear Down

Describe “DLS Status” as follow:

(1) As the up figure, after configuring DLS successfully, show MAC address of the opposite
side and Timeout Value of setting in “DLS Status”. In “DLS Status” of the opposite side, it

shows MAC address of itself and Timeout Value of setting.

(2) Display the values of “DLS Status” to “Direct Link Setup” as follow:




Step 1: In “DLS Status”, select a direct link STA what you want to show its values in

“Direct Link Setup”.

—Whdih Setup Status
Wiy == Enabled Power 2ave »> Dizabled Direct Link »> Enabled

Wk Enable
[ wehidh - Power Sawe Enable
O A Bk O 4cee ACMI O s
[@] Direct Link Setup Enable

MAC Address =5 Timeout Walue == | 60 zec Apply
e

500 Tear Dawn

e

Step 2: Double-Click and the result will look like the below figure.

Wk Setup Status
Wit == Enabled Power Save > Disabled Direct Link == Enabled

[@] Wi Enable
[] whii - Power Save Enable
G ACBK D Mz BE m AG_ !‘_-] HiE WD

|E| Direct Link Setup Enable

MAC Address 5 |00 !Dc |43 |zs |6D IDU Timeout Value”l s00. et fipply
s

(3) Disconnect Direct Link Setup as follow:
Step 1: Select a direct link STA.

—WIMM Setup Status
Wikt == Enabled Powwer Save == Dizabled Direct Link == Enabled

Widhih Enabile
[] b - Power Sawe Enable

[ Ac_ex [ AC.EE bE Wl [ Ac.vwa

Direct Link Setup Enable

MAC fddress == |DD |DC |43 I8 |60 |UU Timeaut Walus >>| &00  sec pply

0o-0s -00 a Tear Down




Step 2: Click “Tear Down” button. The result will look like the below figure.

r Wik Setup Status -
| Wikind => Enabled Power Save == Dizabled Direct Link == Enabled

[@] Whibh Enable
[] s - Power Sawe Enable
Direct Link Setup Enable

MaC dddress == EETEEEE Timeout Value == ! s00  sec Apply

Tear Down

SRR

3.1.7 WPS

s g D ) %

MNetwark Advnced Statistics WA WPS Radio On/Off  About
WPS AP List

Rezcan
: Unknown Ubicom_Sample 00-0C-43-28-60-20 Information

¢ Urkniown arvint-28604F 00-0C-43-28-60-60 oA

i
GABY3945 Renew

+ Unknown default 00-15-02-44-04-68
WPS Profile List Config Mode

Enrollee »

WPS Aszociate [E | Progress == 0%

WwPS Probe |E ;WPS status iz dizconnected

Status == P17 <--> 00-03-7F-00-D7-Ad
Extra Info == Link iz Up [TxPower: 100%]
Channel == 6 <--3 2437000 MHz

Authentication == WP

Encryption == TKIP+4ES f?

Netwoark Type == Infrastructure

Tranzmit
IP dddress == 192,168.2.8 Link Speed > 54.0 Mbps

Sub Mask == 255,255,265.0 Throughput > 0,000 Kbps
Default Gateway == 192,168,2,254
HT

Receive
B\ == nia SMRO =» nia Link Speed =: 48.0 Mbps
Gl = nda MCS == nfa SMR1 == nda Throughput == 143.052 Kbps

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration)

is to simply the security setup and management of Wi-Fi networks. Ralink STA as an Enrollee




