or external Registrar supports the configuration setup using PIN configuration method or PBC
configuration setup using PIN configuration method or PBC configuration method through an
internal or external Registrar.
WPS AP List: Display the information of surrounding APs with WPS IE from last scan result.
List information includes SSID, BSSID, Channel, ID (Device Password ID), Security-Enabled.
Rescan: Issue a rescan command to wireless NIC to update information on surrounding
wireless network.
Information: Display the information about WPS IE on the selected network. List Information
includes Authentication Type, Encryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked, UUID-E and RF Bands.
PIN Code: 8-digit numbers. It is required to enter PIN Code into Registrar using PIN method.
Each NIC Wireless has only one PIN Code of Enrollee.
Config Mode: Our station role-playing as an Enrollee or an external Registrar.
WPS Profile List: Display all of credentials got from the Registrar. List information includes
SSID, MAC address, Authentication and Encryption Type. If STA Enrollee, credentials are
created as soon as each WPS success. If STA Registrar, RaUl creates a new credential with
WPA2-PSK/AES/64Hex-Key and doesn’t change until next switching to STA Registrar.
Control items on WPS Profile List:
=>» Detail: Information about Security and Key in the credential
=> Connect: Command to connect to the selected network inside credentials. The active
selected credential is as like as the active selected Profile.
=> Rotate: Command to rotate to connect to the next inside credentials
=>» Disconnect: Stop WPS action and disconnect this active link. And then select the last
profile at the Profile Page of RaUl if exist. If there is an empty profile page, the driver will
select any non-security AP.
= Delete: Delete an existing credential. And then select the next credential if exist. If

there is an empty credential, the driver will select any non-security AP.

PIN: Start to add to Registrar using PIN configuration method. IF STA Registrar, remember

that enter PIN Code read from you Enrollee before starting PIN.
PBC: Start to add to AP using PBC configuration method.

% When you click PIN or PBC, please don’t do any rescan within two-minute
connection. If you want to abort this setup within the interval, restart PIN/PBC or
press Disconnect to stop WPS connection.

WPS associate |IE: Send the association request with WPS IE during WPS setup. It is optional
for STA.

WPS probe IE: Send the probe request with WPS IE during WPS setup. IT is optional for STA.
Progress Bar: Display rate of progress from Start to Connected status.

Status Bar: Display currently WPS Status.




[WPS Information on AP]

WPS information contain authentication type, encryption type, config methods, device
password ID, selected registrar, state, version, AP setup locked, UUID-E and RF bands.
Authentication Type: There are three types of authentication modes supported by RaConfig.
There are Open, Shared, WPA-PSK, and WPA system.

Encryption Type: For Open and shared authentication mode, the selection of encryption are
None and WEP. For WPA, WPA2, WPA-PSK, and WPA2-PSK authentication mode, the

encryption type supports both TKIP and AES.
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General YRS CCX 802.11n

Authentication Type == Unknown state == Unknown
Encryption Type == Mone “ersion = Unknown
Config Methods »» Unknown AP Setup Locked == Unknown
Device Passwoard [0 == ULID-E »> Unknown

Selected Registrar == Unknown RF Bands == Unknown

Config Methods: Correspond to the methods the AP supports as an Enrollee for adding

external Registrars. (A bitwise OR of values)

~ Value  Hardwarelnterface
00001 LUSBA [Flash Drive)
000072 Fthernet
(0004 Label
00008 Display
00010 External NFC Token
0020 Integrated NFC Token
0040 MEC Interface
0x0030 Fush Button
0x0100 Keypad




Device Password ID: Indicate the method or identifies the specific password that the selected

Registrar intends to use. AP in PBC mode must indicate 0x0004 within two-minute Walk time.

. Value  Descripfion
0%0000 Default (PIN)
Ox0001 User-specified
Ox0002 Rakey
(0003 Display
0x0004 PushButton (PBC)
0005 Registrar-specified

0x0006-0x000F Reserved

Selected Registrar: Indicate if the user has recently activated a Registrar to add an Enrollee.

The values are “TRUE” and “FALSE”

State: The current configuration state on AP. The value are “Unconfigured” and “Configured”.
Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup locked state.

UUID-E: The universally unique identifier (UUID) element generated by the Enrollee. There is
a value. It is 16 bytes.

RF-Bands: Indicate All RF bands available on the AP. A dual-band AP must provide it. The
values are “2.4GHz" and “5GHz”

3.1.8 About

About function display the wireless card and driver version information.

[C) Copyright 2007, Ralink Technology, Inc. Al vights reserved.

RaConfig Wersion =» 2.0.53.0 Date »» 05-02-2007

Driver Version == 1.0,4.0 Date == 07-28-2007
EEPRCM Wersion == 1.1
Firmware Wersion == 0.7

Phy_dddress =» 00-06-4F-12-34-56

WA, R LINKTECH. COM

(1) Connect to Ralink’s Website: WWW.RALINKTECH.COM

(2) Display Configuration Utility, Driver, and EEPROM version information
(3) Display Wireless NIC MAC Address.




3.1.9 Link Status
Link Status displays the detail information current connection

Status == AP1 < 00-03-7F-00-D7-44
Extra Info == Link is Up [TxPower: 100%]
Channel == & <--= 2437000 MHz
Authentication == Unknown
Encryption == Mone
Metwork Type == Infrastructure Teamsmi
IP dddress == 192.165.5.40 Link Speed == 54.0 Mbps M

Sub Mask == 255,255.255.0 Throughput »» 0,000 Mbps
Default Gateway == 192,168.5.254
=T

0,004
Mbps
Receive
B => n/fa SHRD == nia Link speed »» 54.0 Mbps
Gl == nia MCS 35 nia SMRA =5 nfa Thraughput =» 0.111 Mbps

Status: Current connection status. If no connection, it will show Disconnected. Otherwise, the
SSID and BSSID will show here.

Extra Info: Display link status in use.

Channel: Display current channel in use.

Authentication: Authentication mode in use.

Encryption: Encryption type in use.

Network Type: Network type in use.

IP Address: IP address about current connection.

Sub Mask: Sub Mast about current connection.

Default Gateway: Default gateway about current connection.

Link Speed: Show current transmit rate and receive rate.

Throughout: Display transmits and receive throughput in unit of Mbps.

Link Quality: Display Connection quality based on signal strength and Tx/Rx packet error
rate.

Signal Strength 1: Receive signal strength 1, user can choose to display as percentage or
dBm format.

Signal Strength 2: Receive signal strength 2, user can choose to display as percentage or
dBm format.

Signal Strength 3: Receive signal strength 3, user can choose to display as percentage or
dBm format.

Noise Strength: Display noise signal strength.

HT: Display current HT Status in use, containing BW, GIl, MCS, SNRO, and SNR1 value.

(Show the information only for 802.11n wireless card)




3.1.10 Enable AP Mode Feature in Windows 2000 OS
In Windows 2000 Operation System, the local network won't be automatically established
while using Wireless PCI adapter's AP mode. Please follow the below steps to enable Internet

Connection Sharing feature first before you switch Wireless PCI adapter's AP mode.

Step 1: After the Wireless PCI Adapter is installed properly in Windows 2000 Operation
System, go to Start = Settings = Control Panel = Choose “Network and Dial-up
Connections” option. Right-Click your local area connection (such as another LAN Card in the

same computer), and choose “Properties”.

o
File Edit Miew Favorites Tools Advanced Help ‘
$Back - = - | @58arch L, Folders ®| iy OE < | Ed-

Address I Metwork and Dial-up Connections ﬂ Prao

] ﬁ :&:
|

Make Mew Local Area

Network and Dial-up  “onnection Conackiog

5 Disakl
Connections SaE
Stakus

Local Area Connection Create Shorkcut
Delete
Rename
Status: Metwork cable unplugged =
(- |
5i5 900-Based PCI Fast Ethernet

Adapter

Type: LAN Connection

@. Displays the properties of the selected connection, i

Step 2: In “Sharing” tab, enable Internet Connection Sharing for this connection and click
HOK”

Local Area Connection Properties d |

General Sharing |

Internet Connection Sharing allows other computers an yaur
1 local network: to access extemnal resources through this
conhection

Internet Connection Sharing

Local netwaork. operation may be mamentarily disrupted.

[¥ Enable Internet Connection Sharing for this connectior:

Settings... |
r ak. I Cahicel |




Step 3: Back to Network and Dial-up Co

nnection screen, right-click “Local Area Connection

2" (for 802.11n Wireless LAN card) and choose “Properties”.

% Metwork and Dial-up Connections

File  Edit Miew Favorites  Tools

=10l %]

Advanced  Help

{mBack + = - | @Search L Folders @ | f I x @ | -

Address I Metwork and Dial-up Connect

j @GD

ions

—

[ °%
Nebwork and Dial-up
Connections

Local Area Connection 2
Type: LAN Conneckion
Status: Enabled

802, 11n Wireless LAN Card

@. Displays the properties of the selected connection.

[~ 8
Lol

ey
T4

Local Area
Connection

Make Mew
Connection
Disable

Status

Create Shorkouk
Deleke
Rename

4

Step 4: Select “Internet Protocol (TCP/IP)” and click “Properties”. You will see 802.11n

Wireless PCI adapter will be automatical

Local Area Connection 2 Properties

General | Sharing |

el

Connect using:

I 802.11n wieless LAN Card

Laonfigure |

Components checked are used by this connection:

Client far Microzoft Mebworks
File and Printer Sharing for Mi

crosoft Networks

Install...

Uringstall | I Froperties il
LN

ly assigned an IP address as Access Point.

.
Internet Protocol {TCP/IP) Propetties
General |

“r'ou can get [P settings aszigned automatically if pour network. supports
this capability. Othersize, you need to ask pour network, administrator for
the appropriate IP settings.

£ Obtain an [P address automatically

1920168, 0 1

|255.255.255. i]

P address: .

Subnet mazk:

Defaulk gateway: -

L™

— Dezcription

Tranzmission Contral Protocol/nternet Protocal. The default
wide area network protocal that provides communication
across diverse interconnectad networks.

) Mhtain DNE server address automatizally

£ ze the following DNS server addresszes:

Preferred DMS server: I . E .

[~ Show icon in taskbar when conhected

Altemate DMS server

Adwanced... |

Step 5: In the System tray, now you can

o1

Cancel |

switch 802.11n Wireless PCI Adapter to AP Mode.




Step 6: After switch to AP mode, Ralink Wireless Utility will automatically pup-up. The
Wireless Default SSID is assigned as “SoftAP-56".
x|

Config |Access Eontroll Mac: Tablel Event Logl Statisticsl About I

[SSID 5 oft ] Channel I‘I VI
\Wireless Made Q0211 B/GH mie ™ <- ze Mac Address | Security Setting |

Country Region Code

[~ Mo forwarding among wireless clients
1EB/G  |:CHI =l

[~ Hide S5ID

v Allaw B/ 40 MHz

Beacon [ms) 100

T Poweer I'IDD % 'I

Idle tirne(50 - 3600](s) 300

Default Apply |

Help |

Step 7: To make sure your Soft AP is working properly, you need to use another computer
which with Wireless LAN feature to access SoftAP-56 AP. In the below example, use another
PC with Wireless feature in Vista Operation System. Go to Start = Control Panel = Choose
“Network and Sharing Center” option = Click “Connect to a network” to search the

available networks.

.

Tk Network and Sharing Center

View computers and devices
_ View full map
Connect to a network

— o Py
Manage wireless networks E&] > U\
Set up a connection or network «s

WINMIE-PC Internet
Manage network connections (This computer)

Diagnose and repair
5" Not connected

Wireless networks are available,
( Connect to a network

Seealso

Internet Options
Windows Firewall




Step 8: Select the network “SoftAP-56" and click “Connect” to establish the connection.

Select a network to connect to

Show Al

y WLAN_SW Security-enabled network

~a

. ﬁ SoftAP-56 Unsecured network

. H Belkin_MN1 Security-enabled network

Set up a connection or network
Open Metwork and Sharing Center

Step 9: After the computer is successful connected to SoftAP-56, Network and Sharing Center
screen will be shown as below. Click “View Status” to see the detail.

[EF » Conrl Pand » Netwrk o Starg Cene Jofem o

Tasks 5
= Network and Sharing Center
View computers and

" View full map
Connect to a network

Manage wireless ne @

Set up a connection or ne 2
WINNIE-PC Internet
Manage network connections (This computer)

Diagnose and repair
E‘ SoftAP-56 (Public network) Customize
Access Local only

Connection Wireless Metwork Connection (Soft&P-56)

21! Signal strength: Excellent Disconnect

(2 Sharing and Discovery

Metwork discovery @ Customn

File sharing @ On

Public folder sharing < Off

Printer sharing @ Off (no printers installed)
Password protected sharing G On

Media sharing & Off

Seealso
Show me all the files and folders I am sharing

Qe s Uprions Show me all the shared network folders on this computer

Windows Firewall




Step 10: In General tab, click “Detail...”, and then you can see the current Network connection
details. If this computer is successful connect to SoftAP-56 Access Point, the DHCP server will

be assigned to same IP address.

General .

Connection
IPv4 Connectivity: Local
IPv6 Connectivity: Limited
Media State: Enabled Metwark Connection Details:
5SID: SoftAP-56 =
Duration: 00:10:46 Propety Vebsg
speed: 270.0 Mbps Connection-specific ON. ..

Dieseription 202 11n USE Wireless LAN Card

,1!.!! Physical Address 00-064F-55-83-77

Wi ropiics ] DHCP Enabled Yes
-& IPv4 IP Addrass 192.168.0.186
|Pvd Subnet Mask 255h.255.255.0

Metwork Connection Details

Signal Quality:

Sent — | ease Fxpi Wednesday, October 19, 2005 5:05:04 A

|Pv4 Default Gateway 152.168.0.1
IPv4 DHCP Server 1592.168.0.1
IPv4 DMS Server 192.168.0.1

!!-- Lease Obtained Wednesday, October 12, 2005 5:00:17 A
1

Eytes: 742

 @eropertes | | @osable || Diagnose | NetBIOS over Tepip En...  Yes

Linkocal IPvE Address fel0:elfe babdb17e:6a7e%15
IPvE Default Gateway

IPw6 DNS Server

al




3.2 For Windows Vista
Ralink wireless utility is shown as below. There are 6 settings pages in Ralink wireless

utility:

Profile | Link Status | Site Survey | Statistics | WPS Configuration | QoS | About |

— Profile List

Profile Name I 5510 I Channel I Authertication I Encryption I Metwork Type I
PROF1 WLAN_SW Auto WERA-PSK TKIP Infrastructure

Profile Page: Manage the profile.

Link Status Page: Display current connection information.

Site Survey Page: Display the available networks.

Statistics Page: Display the packet counters

WPS Configuration Page: Connect to WPS (Wi-Fi Protected Setup) capable APs.
QoS Page: It involves “WMM Enable”, “WMM — Power Save Enable” and DLS
setup

About Page: Display Ralink driver and utility information.

3.2.1 Profile
In the “Profile”, you can view and manage the current using Available Point(s). You can

Add, Delete, Edit, or Activate the current Available Point(s). Also you can duplicate the AP or

set current AP as Default.




Profile | Link Statusl Site Surve.ﬂ_.rl Staﬁsticsl WPS Configuration I QoS I About I

— Profile List

Profile Name I 5510 I Channel I Authertication I Encryption I Metwork Type
PROF1 WLAN_SW Auto WERA-PSK TKIP Infrastructure

Profiles Name: The Profiles List displays all the profiles and the relative settings of the profiles
including Profile Name, SSID, and Channel...etc; preset to PROF* (* indicate 1,2,3,...)

SSID: AP to Ad-hoc name.

Channel: Channel in use for Ad-Hoc mode.

Authentication: Authentication mode.

Encryption: Security algorithm in use.

Network Type: Network’s type, includes Infrastructure and Ad-hoc.

H Indicate connection is successful on currently activated profile.

E Indicate connection is failed on currently activate profile.

Add/Delete/Edit Button: Click these buttons to add/delete/edit the selected profiles.
Activate Button: Click " Activate” to connect the selected profile. When a profile is activated,

the adapter will be initially connected to the profile.




3.2.1.1 Add aprofile

Profile | Link Status | Ste Survey | Statistics | WPS Configuration | oS | About |

r Profile List

Profile Name | SSID | Channel | Authertication | Encryption | Netwerk Type

Delete Achvate

By either pushing the “Add” button on Profile Page or the “Add to Profile” button on Site
Survey Page, it brings up the profile setting sheet which contains two setting pages --

“Configuration” page and “Authentication and Security” page.

Profie | Link Status ~ Ste Survey | Statistics | WPS Corfiguration | QoS | About |

SSID | BSSID | Pry | Signal | A C..| Encryption | Authertic... | Network Ty... |
Default_11N  00-06-4F-33-d44-66 M 25% 6 Mone Unknown Infrastructure
LINI 00-06-4F-50-1E-B6 44% 6 MNone Unknown Infrastructure

SMC 00-13-F7-19-26-D2 6% ] Nene Unknown Infrastructurs

RT2561 1 00-AA-BB-01-23-45 10% & None Unknown Infrastructure

G
G
G
WLAN_SW  00-07-40-F1-59-42 G 100% 9 TKIP WPA-PSK  Infrastructure
= —
N
G

Belkin_N1 00-17-3F-BA-BE-AD B6% i AES WPAPS...  Infrastructure
WR514VN-... 00-06-4F-46-73-6D 100% 11 TKIP WPAPSK  Infrastructurs
mySSID 00-03-7F-FE-DO-02 TR 11 MNone Unknown Infrastructure

Connected <—> WLAN_SW Add to Profile




[Configuration page]

Add Profile

Configuration | Authentication and Security I

Profile Name IPHOF1 WLAN_SW|

Metwork Type ||r‘|‘f|ast|'|_|d|_||‘e vi TX Power

Profile Name: Name of the profile

SSID: Name of the desire network

Network Type: Network of the desired network, either infrastructure or Ad-Hoc.
Infrastructure — This operation mode requires the presence of a wireless Access
Point. All communication is done via the Access Point or Router.
Ad-Hoc — Select this mode if you want to connect to another wireless station in the
Wireless LAN network without through an Access Point or Router.

Tx-Power: The desired TX power level; the available options are 100%, 75%, 50%

and Auto. If you want to lower the transmit power of the adapter for saving the power

of the system, you can select the lower percentages from the list. The lower power

will cause the lower signal strength and the coverage range.




[Authentication and Security page]

Corfiquration  Authentication and Security |

Authentication Type IWPA—PSK vi

Eneryption : [THIP

WP Preshared Key - |'“““‘1

whep Key

& Kot ! Hex o

i Fepha Hex -

e
[fe

!
1 Kepl2 Hex Y |
!
I

7 Keyiid Hex ot

“WEF.B4 Bits Encryption:. Flease Kepin 10 HEX characters or 5 ASCI characters
“WEF 128 Bits Encrpption: Pleaze Keyin 26 HEX characters ar 1345 characters

[™ Show Password

B Authentication Type: The authentication of the desired network. For infrastructure
network, the available modes are Open, Shared, WPA, WPA-PSK, WPA2, and
WPA2-PSK.

Open: No authentication is needed among the wireless devices.

Shared: Only Wireless device using a shared key (WEP Key identified) is allowed
to connecting each other. Setup the same key as the wireless device that the
adapter intends to connect.

WPA: WPA provides a scheme of mutual authentication using either IEEE
802.1x/Extensible Authentication Protocol (EAP) authentication or pre-shared key
(PSK) technology. It provides a high level of assurance to enterprise, small
business and home users that data will remain protected and that only authorized
users may access their networks. For enterprises that have already deployed IEEE
802.1x authentication, WPA offers the advantage of leveraging existing
authentication databases and infrastructure.

WPA-PSK - It is a special mode designed for home and small business users who
do not have access to network authentication servers. In this mode, known as
Pre-Shared Key, the user manually enters the starting password in their access
point or gateway, as well as in each wireless station in the network. WPA-PSK
takes over automatically from that point, keeping unauthorized users that don't
have the matching password from joining the network, while encrypting the data

traveling between authorized devices.




WPA2 — Like WPA, WPA2 supports IEEE 802.1x/EAP authentication or PSK
technology. It also includes a new advanced encryption mechanism using the
Advanced Encryption Standard (AES). AES is required to the corporate user or
government users. The different between WPA and WPA2 is that WPA2 provides
data encryption via the AES. In contrast, WPA uses Temporal Key Integrity Protocol
(TKIP).

WPA2-PSK — WPA2-PSK is also for home and small business. The difference
between WPA-PSK and WPA2-PSK is that WPA2-PSK provides data encryption
via the AES. In contrast, WPA-PSK uses Temporal Key Integrity Protocol (TKIP).

B Encryption: The encryption of the desired network.

-- For Open and Shared authentications, the available encryption modes are
None and WEP.
-- For WPA, WPA-PSK, WPA2 and WPA2-PSK authentications, the available
modes are TKIP and AES.
None — Disable the Encryption mode.
WEP — Enabled the WEP Data Encryption. When the item is selected, you have to
continue setting the WEP Key Length & the key Index.
TKIP — TKIP (Temporal Key Integrity Protocol) changes the temporal key every
10000 packets (a packet is a kind of message transmitted over a network). This
insures much greater security than the standard WEP security.
AES — AES has been developed to ensure the highest degree of security and
authenticity for digital information and it is the most advanced solution defined by
IEEE 802.11i for the security in the wireless network.
Note: All devices in the network should use the same encryption method to ensure
the communication.

B WPA Pre-Shared Key: The WPA-PSK key can be from 8 to 64 characters and can
be letters or numbers. This same key must be used on all of the wireless stations in
the network.

WEP Key (Keyl~Key4): The WEP keys are used to encrypt data transmitted in the
wireless network. There are two types of key length: 64-bit & 128-bit. Select the
default encryption key form key1 to key4 by selected the radio button.
Fill the text box by following the rule below:
64-bit — Input 10-digit Hex values (in the “A-F”, “a-f, and “0-9” range) or 5-digit
ASCII characters (including “a-z” and “0-9") as the encryption keys. For example:
“0123456aef” or “testl”
128-bit — Input 26-digit Hex values (in the “A-F”, “a-f, and “0-9” range) or 13-digit

ASCII characters (including “a-z” and “0-9") as the encryption keys. For example:
“01234567890123456789abcdef” or “administrator”.




3.2.1.2 Edit a profile
Selecting an exiting profile then clicking the “Edit” button on Profile Page brings up the

profile setting sheet filled with the profile information for user modification.

Profile | Link Status | Ste Survey | Statistics | WPS Configuration | oS | About |

r Profile List

Profile Name | SSID | Channel [ Authertication | Encyption | Metwork Type |

PROF1 | WLAN_SW WPA-PSK TKIP

3.2.1.3 Delete a profile
Selecting an exiting profile then clicking the “Delete” button on Profile Page to deletes the

profile.

Profile | Link Status | Ste Survey | Statistics | WPS Configuration | oS | About |

r Profile List

Profile Name | SSID | Channel | Authertication | Encryption | Netwerk Type

PROF1 WLAN_SW WPA-PSK TKIP




3.2.1.4

Active a profile

Selecting an exiting profile then clicking the “Active” button on Profile Page activates the

profile.

Profile | Link Status | Ste Survey | Statistics | WPS Configuration | oS | About |

r Profile List

Profile Name | SSID | Channel [ Authentication | Encryption

| Metwork Type

PROF1 WLAN_SW Auto WPA-PSK TKIP

Infrastructure




3.2.2 Link Status
In this section, you can immediately monitor the current connected link status, such as

Link Speed, Throughput, Link Quality, Signal Strength, Noise Level ...etc.

Profile Link Status | Site Survey | Statistics | WPS Configuration | GoS | About |

Status |wmm_sw <> 00-07-40-F1-95-42

Edra Info : ||Jr1k is Up [TxPower:100%]

Channel : |9 < 2452 KHz

Link Speed - T (Mbps) I 540 Foc {Mbps) I 4.0
Throughput : T (Kbps) | 34 R (Kbps) | 5.0

Good 100%

weaaty: IHTNNNNNNERNENRNNRNNNEEN]

Good a1% [~ dBm

seiseron . ([ENNNNNNNNNNNNNENENE

Good 100%

s s 2 [ HE N NN RERRENN]

Good 100%

sera s 3 [N NENERRERRERERRENN]
26%

Low

MNoise Level : lllllll

~HT

BW: n/a Gl:nia MCS: n/a SNRD: n/a SNR1:n/a

oc ]

Status: Current connection status. If no connection, it will show Disconnected. Otherwise, the
SSID and BSSID will show here.

Extra Info: Display the link status and current channel in use.

Channel: Display the number of the radio channel and the frequency used for the networking.
Link Speed (Mbps): Display the transmission and reception rate of the network. The
maximum transmission rate is 54Mbps.

Throughput (Kbits/sec): Display transmits and receives throughout in unit of K bits/sec.

Link Quality: Display connection quality based on signal strength and TX/RX packet error
rate.

dBm: If you want to know the signal strength in the unit of dBm, select the check box.

Signal Strength: Receive signal strength, user can choose to display as percentage or dBm

format.

Signal Strength2: Receive signal strength 2, user can choose to display as percentage or
dBm format.




Noise Level: Display the noise signal strength.
HT: Display current HT status in use, containing BW, GI, MCS, SNRO, and SNR1 value. (show

the information only for 802.11n wireless card.)

3.2.3 Site Survey

When you open the Configuration Utility, the system will scan all the channels to find all
the access points/stations within the accessible range of your adapter and automatically
connect to the wireless device with the highest signal strength. From the “ Site Survey”, all the

network nearby will be listed. You can change the connection to another network or add one of

the networks to your own profile list.
s Ralink Wireless Utility =

Profile | Link Status  Ste Survey | Statistics | WPS Corfiguration | QoS | About |

55ID | BSSID | Phy | Signal | C...| Encryption | Authentic.. | Network Ty... |
Default_11N  00-06-4F-33-44-66 N 29% Mone Unknown Infrastructure
LIMI 00-06-4F-50-1EBE G 44% MNone Unknown Infrastructure
SMC 00-13-F719-26-D2 G 867 Mone Unknown Infrastructure
RTZ561_1 00-AA-BB-01-23-45 G Mone Unknown Infrastructure
00-07-40-F1-55-42 @ TKIP WPAPSK  Infrastructure
M
N
G

Belkin_M1 00-17-3F-5A-BE-AD AES WPA-PS...  Infrastructure
WRE14VN-_. 00-06-4F-46-73-6D TKIF WPA-PSK  Infrastructure
mySSID 00-03-7F-FE-D0-D2 Mone Unknown Infrastructure

Connected <—> WLAN_SW Add to Profile

SSID: Name of BBS of IBSS network.

BSSID: MAC address of AP or randomly generated of IBSS.

Signal: Receive signal strength of specified network.

Channel: Channel in use.

Encryption: Encryption algorithm used within than BBS or IBSS. Valid value includes WEP,
TKIP, AES, and Not Use.

Authentication: Authentication mode used within then network, including Unknown,




WPA-PSK, WPA2-PSK, WPA and WPA2.

Network Type: Network type in use, Infrastructure or Ad-Hoc.

Rescan: Issue a rescan command to wireless NIC to update information on surrounding
wireless network.

Re-Scanning: Clicking the re-scan button to perform the re-scanning action.

Add to Profile: Add the selected AP to Profile setting. It will bring up profile page and save

user’s setting to a new profile.

[Connect A Network]

(1) When Raconfig first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, he can double-click mouse on the intended AP to
make connection.

(3) If the intended network has encryption other than “Not Use”, Raconfig will bring up the
security page and let use input the appropriate information to make the connection.

# This icon indicates the change is successful.

®Example 1: Open and Non-Encrypted
Step 1 — Choose “Open” authentication type
Step 2 — Choose “None” encryption type

A,dd Profie

Corfiguration  Authentication and Security |

Encryption INone

[Mhemication Type : v| T Use 802 1x

WPA Preshared Key : |
rWwep ey

% Keyil Hex i

 Keyid s

|
C Kep2 ‘ - |
|
|

C Kepid Hex -

“WEP B4 Bits Encryption:: Flease Kevin TOHEX characters or 5 ASCI characters
“'WEF 128 Bits Encryption: - Pleaze Keyin 26 HE= characters or 13 A5C1 characters

I Show Password

ok | camcd | e | Hep |

! — —

Step 3 — After the profile is saved, click “Activate” button on Profile Page to activate the

profile.




Profile | Link Status | Ste Survey | Statistios | WPS Configuration | GoS | About |

r Profile List

Profils Name | SSID | Channel | Authertication | Encryption | Network Type |

__PROFI__WIANSW _ Ago  WPAPSK TP ifmgnchee
Defaut_TIN

©® Example 2: WEP-Encrypted
Step 1 — Choose “Open” or “Shared” authentication type
Step 2 — Choose “WEP” encryption type
Step 3 —Enter the WEP KEY
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Step 4 —After the profile is saved, click the “Activate” button on Profile Page to active the
profile.
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©® Example 3: WPA-PSK/WPA2-PSK
Step 1 — Choose “WPA-PSK” or “WPA2-PSK” authentication type
Step 2 — Choose “TKIP” or “AES” encryption type
Step 3 —Enter the pre-shared KEY
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