Wikhia Setup Status
MM x> Enabled Power Save =+ Disabled Direct Link => Enablzd

[@] s Enable
[ b Power Save Enabls

E‘ Direct Link Setup Enable

WAC Address =5 I Timesut Vale »» 60 seo _—
oo o

600 Tear Dovin

-
Step 2: Double-Click and the result will look like the below figure.
WA Setup Status
Widhih > Enaled Fower Save »» Cisabled Direct Link = Enabled
[@ vt Enable
[ "M - Power Save Enable
pE Wl
E Direct Link Setup Enable
MAC Address = WFFEFE Timeout Value »> e Aoy
i i3 Tear Down
-~
(3) Disconnect Direct Link Setup as follow:
Step 1: Select a direct link STA.
Wi Setup Status
WM > Enabled Fower Save => Disabled Direct Link =» Enabled
WM Enable
[] vidhta - Fower Save Enable
@ Direct Link Setup Enable
MAC Address »> |00 [0 EE]‘EW Timeout Valoe => | son sec i
00 1] Tear Dowin
-

Step 2: Click “Tear Down” button. The result will look like the below figure.
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Wikt Setup Status

Wihwih == Enabled Power Save => Disabled

[@ll] Vriheh Enadle

[] i - Power Save Enable

@ Direct Link Setup Enable

MAC hddress 22 [00 [0e |49 [28 [e0 foo

3.1.7 WPS

Timeout Value == 600 sec

Direct Link == Enabled

Apply

Tear Down

ek F

Profile MNetwork

WPS Profile List

[@) WPs Assaciate IE

PBC @ WPS Probe IE

Status »» Default_11G <--» 00-06-d4F-44-CE-FO
Extra Info == Link iz Up [T=Power:100%]
Channegl »» 6 <=» 3437 MHz

Authentication == Unknown

Encryption == Mone
hetwork Type == Infrastructure

IP dddress == 192,165.10.21

Sub Mask »» 256,255,255.0
Default Gateway == 192,165, 10,1
HT

B == nia SMRO == nia

Gl == nia MCS => nia SNRT == nia

Advanced Statistics
WIPS 4P List

.}
VMM, YRS Radio On/Off  About

Rescan

Pin Code

©0021670 Renew
Config tode

‘Enro\lee i

Disconnect

Frogress == 0%

_ " znal Strenzth 1 > 32%
»5 60%
Moize Strength == 26%

Transmit
Link Speed »» 48,0 Mbps
Throughput »> 0,450 Kbps

Receive
Link Speed == 11.0 Mbps
Throughput == 6.788 Kbps

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration)

is to simply the security setup and management of Wi-Fi networks. Ralink STA as an Enrollee

or external Registrar supports the configuration setup using PIN configuration method or PBC
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configuration setup using PIN configuration method or PBC configuration method through an
internal or external Registrar.

WPS AP List: Display the information of surrounding APs with WPS |E from last scan result.
List information includes SSID, BSSID, Channel, 1D (Device Password D), Security-Enabled,
Rescan: Issue a rescan command to wireless NIC to update information on surrounding
wireless network.

Information: Display the information about WPS |E on the selected network, List Infermation
includes Authentication Type, Erncryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked, UUID-E and RF Bands.

PIN Code: 8-digit numbers. It is required to enter PIN Code into Registrar using PIN method.
Each NIC Wireless has only one PIN Code of Enrolles,

Config Mode: Our station role-playing as an Enrollee or an external Registrar.

WPS Profile List: Display all of credentials got from the Registrar. List information includes
SSID, MAC address, Authentication and Encryption Type. If STA Enrollee, credentials are
created as soon as each WPS success. If STA Registrar, RaUl creates a new credential with
WPA2-PSK/AESE4Hex-Key and doesn't change until next switching to STA Registrar.

Control items on WPS Profile List:

=¥ Detail: Information about Security and Key in the credential

= Connect: Command to connect to the selected network inside credentials. The active

selected credential is as like as the active selected Profile.

= Rotate: Command to rotate to connect to the next inside credentials

= Disconnect: Stop WPS action and disconnect this active link. And then select the last

profile at the Profile Page of Rall if exist. If there is an empty profile page, the driver will

select any non-security AP.

= Delete: Delete an existing credential. And then select the next credential if exist. If

there is an empty credential, the driver will select any non-security AP,

PIN: Start to add to Registrar using PIN configuration method. IF STA Registrar, remember
that enter PIN Code read from you Enrollee before starting PIN.
PBC: Start to add to AP using PBC configuration method.

* When you click PIN or PBC, please don’t do any rescan within two-minute
connection. If you want to abort this setup within the interval, restart PIN/PBC or
press Disconnect to stop WPS connection.

WPS associate IE: Send the association reguest with WPS |E during WPS setup. It is optional
for STA.

WPS probe IE: Send the probe request with WPS |IE during WPS setup. IT is optional for STA.
Progress Bar: Display rate of progress from Start to Connected status.

Status Bar: Display currently WPS Status.

[WPS Information on AP]
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WPS information contain authentication type, encryption type, config methods, device
password 1D, selected registrar, state, version, AP setup locked, UUID-E and RF bands.
Authentication Type: There are three types of authentication modes supported by RaConfig.
There are Open, Shared, WPA-PSK, and WPA system.

Encryption Type: For Open and shared authentication mode, the selection of encryption are
None and WEP. For WPA, WPAZ2, WPA-PSK, and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

[ ]

-
|| T 3
E - # @ ©®© ? R &
Profile MNetwork Advanced Statistics YA WS Radio On/Off  About
Sorted by > @ 550 @ Channsl @ Sienal [ Show dBm
AP List 55
132 %2 ] 100% -
202 (o8l ] 0% -
213 2l § S oy
215 s ] 4 —
219 B f 7 sx
243 s 8 7 ox e
_Shiang_28404P i BER v e
an &1 g ¢ o me
b ap1 B BEE  ox — |
ARR e a oy =
Rescan Connsct #dd to Prafile
Fs
Ganeral WPS CCX 802.11n
authentication Type == Unknown State == Unknown
Encryption Type == Mone Wetsion == Unknown
Canfig Methods »> Unknown AP Setup Locked == Unknown
Device Passward [0 >> UUIDAE »» Unknown
Selected Registrar > Unknown FF Bands == Unknown
OK

Config Methods: Correspond to the methods the AP supports as an Enrollee for adding

extemal Registrars. (A bitwise OR of values)

00007 USBA (Flash Drive)

Ox0002 Ethernet
0004 Label
(w0008 Display
0x0010 External NFC Token
0020 Integrated MFC Token
(0040 NFC Intarface
0x0030 Push Button
0100 Keypad

Device Password ID: Indicate the method or identifies the specific password that the selected
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Registrar intends to use. AP in PBC mode must indicate 0x0004 within tero-minute Walk time.

00000 Diefault (PIM)
0001 User-specified
0002 Rekey
0x0003 Display
0x0004 PushButton (PEC)
0005 Redistrar-specified
0x0006-Cx000F Reserved

Selected Registrar: Indicate if the user has recently activated a Registrar to add an Enrollee.
The values are “TRUE” and “FALSE”

State: The current configuration state on AP. The value are “Unconfigured” and “Configured”.
Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup locked state.

UUID-E: The universally unique identifier (UUID) element generated by the Enrollee. There is
avalue. ltis 16 bytes.

RF-Bands: Indicate All RF bands available on the AP

3.1.8 About

About function display the wireless card and driver version information.

ic) Copyright 2007, Ralink Technology, Inc. Al rights reserved,

RaConfig Wersion =» 2.0.3.0 Date => 08-02-2007
Driver Wersion =» 1.0.4.0 Date »= 07-28-2007
EEPROM Wersion =» 134.0
Firmware Wersion == 0.4

Phy_fddress »» 00-06-4F-58-38-77

W RALINKTECH, COM

(1) Connect to Ralink’s Website: VWAL RALINKTECH.COM
(2) Display Configuration Utility, Driver, and EEPROM version information
{3) Display Wireless NIC MAC Address.

3.1.9 Link Status

Link Status displays the detail information current connection



Status == Default_11G <--= 00-06-4F -44-CB-FO

Extra Info =» Link is Up [TxPower; 100%] ‘frength 1 == 41%

Channel >> & <--» 2437 MHz Ith 2 >> B0%

Authentication == Unknown Muise Strength == 36k
Encryption == Nane

Metwark Type == Infrastructure Transmit

IP Address == 192.168.10.21 Link Speed == 48.0 Mbps

Sub Mask == ZBB,255,25E,0 Theoughput == 2,320 Kbps

Default Gateway »» 192,165.10.1
HT

Receive
BW = nia SHRD = nfa Link Speed == 11.0 Mbps
Gl == nia WACS 55 nfa SHRT == nifa Throughput == 7,420 Kbps

Status: Current connection status. If no connection, it will show Disconnected. Otherwise, the
SSID and BSSID will show here.

Extra Info: Display link status in use.

Channel: Display current channel in use.

Authentication: Authentication mode in use.

Encryption: Encryption type in use.

Network Type: Network type in use.

IP Address: IP address about current connection.

Sub Mask: Sub Mast about current connection.

Default Gateway: Default gateway about current connection.

Link Speed: Show current transmit rate and receive rate.

Throughout: Display transmits and receive throughput in unit of Mbps.

Link Quality: Display Connection quality based on signal strength and T>/Rx packet error
rate.

Signal Strength 1: Receive signal strength 1, user can choose to display as percentage or
dBm format.

Signal Strength 2: Receive signal strength 2, user can choose to display as percentage or
dBm format.

Signal Strength 3: Receive signal strength 3, user can choose to display as percentage or
dBm format.

Noise Strength: Display noise signal strength.

HT: Display current HT Status in use, containing BW, GI, MCS, SNRO, and SNR1 value.

(Show the information only for 802.11n wireless card)

3.1.10 Enable AP Mode Feature in Windows 2000 OS

In Windows 2000 Operation System, the local network won't be automatically established

45



wihile Using Wireless PCI adapter's AP mode. Please follow the below steps to enable Intemet

Connection Sharing featurs first before you switch Wireless PCI adapter's AP mode.

Step 1: After the Wireless PCI Adapter is installed properly in Windows 2000 Operation
System, go to Start =» Settings =» Control Panel =» Choose “Network and Dial-up

Connections” option. Right-Click your local area connection (such as another LAN Card in the

same computer), and choose "Properties”.

3 Network and Dial-up Connections

File Edit Wiew Favorites Tools  Advanced Help

=lol =l

$aBack » = - 3] QSearch [hFelders £4 | [ T X = | Ed-

Status: hWetwork cable unplugged

5i5 900-Gased PCI Fast Ethernet
Adapter

@‘ Displays the properties of the selected connection,

Address Ilil Metwork and Dial-up Connections ;‘ PGD

g ] "= =5

= 4 ] EE ﬁ EE‘)
=@, C i

L Make Mew Local Area

Network and Dial-up  Connection Cornection

Connections

Local Area Connection e

Type: LAN Connection Delete

Rename

4

Step 2: In Sharing tab, enable Internet Connection Sharing for this connection and click

K

Local Area Connection Properties 0

General  Sharing |

EE Internet Cannection Sharing allows ather computers on your
T :&: local net_work to access external resources through this

cohhection,

21x

i Internet Connection Sharing

Local network. operation may be momentarily disupted.

¥ Enable Internet Connection Sharing for this connectiord

Settings.. |

(=) e |

Step 3: Back to Network and Dial-up Connection screen, right-click "Local Area Connection

2" (for 302 110 Wireless LAN card) and choose "Properties”
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5 Network and

Connections i =8|
File Edit %iew Favorites Tools Advanced Help
GaBack -~ = - F] | @ search LY Folders @“?E 0 X
Addrgss I@I fetwiork and Dial-up Connections j 6o
= - — E & B,
el =" % L

- Iake Mevs Local Area
Network and Dial-up Connection  Conneckon

. Disabl
Connections e
Status
Local Area Connection Z Create Shortcuk
Type: LAN Comneckion et
Rename
Status: Enabled

802, 11n USE Wireless LAN Card

@‘ Displays the properties of the selected connection. 7

Step 4: Select “Internet Protocol (TCP/IP)” and click “Properties”. You will see 802.11n

Wireless PCI adapter will be automatically assigned an IP address as Access Point.

Local Area Connection 2 Properties 21x|
General | Sharingl Internet Protocol (TCP/IP) Properties 2lx|

Connect using General |

Components checked are used by this connection:

[vl E Client for Micrasoft Metwarks
,@ File and Prirter Sharing far Microsoft Metwarks

802.11n USB Wireless LAN Card ‘You can get IP seltings assigned automatically if your network. supports
thiz capability. Othenmise, yau need ta ask pour netwark administrator for

Configure | the appropriate IF settings.

" Obtain an IP addiess automatically

e the following [P address:

X%35.30 |P address: 192168 . 0 . 1
ntemet Protocol (TCRAR) e |—255 255 755 0
Instal | Uninstal | e e Lealbgalenar
T R € Obtain DNG server sddiess automaticall
Transmission Contral Protocol/lntemet Protocol. The default 3
wide area netwark protocol that pravides communication % Use the following DNS sever addriesses:
across diverse interconnected networks
Ereterred DNS server, i E
™ Shoe icon in taskbar when connected Altemate ONS server: @ ;

Advanced |
oK Cancs|
coce |

Step 5: In the System tray, now you can switch 802.11n Wireless PCl Adapter to AP Mode.

L aunch Config Utilities

Exik

Step 6: After switch to AP mode, Ralink Wireless Utility will automatically pup-up. The
Wireless Default SSID is assigned as “SoftAP-2C".
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F Ralink Wireless Utility x|

Config |Access Control | Mac Table | Event Logl Stat\slicsl About I

[.ssm Chamnel [T =]
WidesMode  [002 5o o] L UseMachddess | SecuiySeting |

Country Region Code

11 B/G ID CH1-11 V'l

™ Mo forwarding among wirsless clients
I~ Hide 581D
% llows B! 40 bHz

Beacon [ms] 100
T Power 100 % s
Idle time[‘E‘D - 36000(z) 300

Defaul | ook |

Help

Step 7: To make sure your Soft AP is working properly, you need to use another computer
which with Wireless LAN feature to access SoftAP-2C AP. In the below example, use another
PC with Wireless feature in Vista Operation System. Go to Start 2 Control Panel <& Choose
‘Network and Sharing Center” option < Click “Connect to a network” to search the
available networks.

e

)
@

Tasks

Network and Sharing Center

View computers and devices
View full map
Connectto a network

Manage wireless networks ] y .. !
g Jl ——
St up & connection or network
WINMIE-PC Internet
Manage network connections {This computer)

Diagnose and repair

Step 8: Select the network “SoftAP-2C" and click “Connect” to establish the connection.
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Select a network to connect to

Show [all

'l

Bl wiansw
B}

Security-enabled network !!!!! B

ﬁ SoftAP-2C

Unsecured network

B

ﬁ 112233

[l

Unsecured netwerk !!!!! i

Set up a connection or netweork
Open Network and Sharing Center

Step 9: After the computer is successful connected to SoftAP-2C, Network and Sharing

Center screen will be shown as below. Click “View Status” to see the detail.

Diagnose and repair

Seealso

Internet Options
Windows Firewall

WINNIE-PC
(This computer)

+=5 SoftAP-2C (Public network)
Access

Connection

2 Sharing and Discovery
Metwork discovery

File sharing

Public folder sharing
Printer sharing

Password protected sharing

Media sharing

Show me all the files and folders Tam sharing

Show me all the shared network folders on this computer

Network and Sharing Center

| Vjp—

View full map

SoftAp-2C Internet

Customize

Local only

Wireless Network Connection (SoftAP-2C)

1! Signal strength: Excellent Disconnect
© off v
© Off =

R
° of )
© Off (no printers installed) >
@ On (;J\
o Off (v
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Step 10: In General tab, click “Detall...", and then you can see the current Network connection

details. If this computer is successful connect to SoftAP-2C Access Point, the DHCP server

will be assigned to same |P address.

General

|PvE Default Gateway
IPv6 DNS Server

<

1 | ¥

CUI‘I’:iih::nnecﬁwty: Loc MNetwork Connection Details Q 1
IPvE Connectivity: Limited Network Connection Details:
Media State: Enabled
S5 Softap-2¢ Prapety ke
Duration: 00:05:48 Connection-specfic DN
Speed: 270,0 Mbps Description B802.11n Wireless LAN Card
Physical Address D0-06-4F-12-34-56
St Quelity: DHCP Enabled Yes
[ Detal Wireless Properties | IPv4 IP Address 152.168.0.43
\ |Pv4 Subnet Mask: 255.255.255.0
Activity Lease Obtained Thursday, October 13, 2005 6:11:36 AM
\ Lease Expires Thursday. October 20. 2005 6:11:36 AM
Sent —— &72 ——  Receve 1Pv4 Default Gatew: 192.168.0.1
aﬂ |Pv4 DHCP Server 192.168.0.1 I
Byees; 53| 20 Fud DNS Server 192.168.0.1
1Pv4 WINS Server
= = NetBIOS over Tepip En...  Yes
[ @eropertes | [ @osable | [ Dogrose | Linkdocal IPVE Address  Fe80:2418: 327 12 4ea%13
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3.2 For Windows Vista

Ralink wireless utility is shown as helow. There are B settings pages in Ralink wireless

utility:

Profile | Link Status ~Ste Survey | Statistics | WPS Configuration | QoS | About |

551D | BSSID | Py [ Signal | & C.| Encoption | Authentic .. | Network Ty.
Belkin_N1 00-17-3F-BA-BE-AD N T MNone Unknown Infrastructure
momy_test 00-D6-4F-BB-13-2F N 96% None Unknown Infrastructurs
Defautt_WL... 00-D6-4F-43-CF-BF ¥4 None Unknown Infrastructure
Default_11N  (0-D6-4F-33-44-66 20% None Unknown Infrastructure
WLAN_SW  00-07-40-F1-95-42 TKIP WPAPSK  Infrastructurs
MIsc 00-06-4F-1F-34-A6 86% None Linknown Infrastructure
mySSID 00-03-7F-FE-DO-02 96% None Lnknown Infrastructure

4

IDisconneded Rescan

Profile Page: Manage the profile.

Link Status Page: Display current connection information .

Site Survey Page: Display the available networks.

Statistics Page: Display the packet counters

WPS Configuration Page: Connect to WPS (\Wi-Fi Protected Setup) capable APs.
GoS Page: Itinvolves "WMM Enable”, "M — FPower Save Enahle” and DLS setup
About Page: Display Ralink driver and utility information.

3.2.1 Profile
In the “Profile” vou can view and manage the current using Available Point{s). You can
Add, Delete, Edit, or Activate the current Available Foint(s). Also wou can duplicate the AF or

set current AP as Default.
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Profile l Link Status | Site Survey | Statistics | WPS Corfiguration | GoS | About |

— Profile List

Profile_Name S5ID Channel Authertication En ion MNetwork Type

PROFT | WLAN.SW | Ao | WPAFSK

Profiles Nam e: The Profiles List displays all the profiles and the relative settings of the profiles
including Profile Mame, SSI0, and Channel... etc; preset to PROF* (* indicate 1,23,..)

SSID: AP to Ad-hoc name.

Channel: Channel in use for Ad-Hoc mode.

Authentication: Authentication made.

Encryption: Security algorithm in use.

Network Type: Network's type, including Infrastructure and Ad-hoc.

H Indicate cannection is successful on currently activated profile.

Indicate connection is failed on currently activate profile.

AddiDelete/Edit Button: Click these buttons to add/delete/edit the selected profiles.
Activate Button: Click A ctivate” to connect the selected profile. When a profile is activated,

the adapter will be initially connected to the profile.
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3.2.1.1 Add aprofile
k Wireless Uit

Profie | Link Status | Ste Survey | Statistics | WPS Configuration | GoS | About |

- Profile List

Profile Name | SSID | Channel

| Authentication Encryption Network Type I

By either pushing the “Add” button on Profile Page or the “Add to Profile” button on Site

Survey Page, it brings up the profile setting sheet which contains two setting pages --

“Configuration” page and "Authentication and Security” page.

A ——

Profle | Link Status  Ste Survey IS!afisnml WES Configuration | QoS | About |

ssiD [ BssiD [Py [signal | & C.[Encryption [ Auhentic.. [ Networc Ty.
Bellin N1 OD-I7-3FBABEAD N w1 Mone Unknown  Infrastructure
momy_test 00-064F-5B-13-2F N 96% 3 Maone Unknown Infrastructure
Default_WL.. 00I64F43CFBF G 85% 6 Mane Unknawn Infrastructure

it 11 O0OGAFAiA4cs N b i £ Mans !

{ WLAN_SW  000740F1-9542 G 0o 8 THIP WEAPSK  Infrastucturs
ES oG T3ahE G W% 10 Mone Urknown - Infrastracture
my 3510 Q003-7FFEDOOZ G 96% 1 Maone Unknown Infrastructure

€| [ |

[Deconnectsd Rescan ﬂ Add o Profie |]

LN
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[Configuration pagejf
Add Profile =5

Canfiguration ]Autherrtication and Security ]

Profile Name PROF1 55D 'WLAN_SW -
Network Type TX Power Auta -

OK | Cancel Aol Help

Frofile Mame: Mame of the profile
S5SID: Mame of the desire network

Metwork Type: Metowork of the desired network, sither infrastructure or Ad-Hoc.
Infrastructure — This operation mode reguires the presence of a wireless Access
Paint. All communication is done via the Access Point or Router.

AdHoc — Select this mode if vou want to connect to another wireless station in the
YWireless LAN network without through an Access Foint or Router,

B Tx-Power: The desired Tx power level, the available options are 100%, 75%, 50%

and Auto If you want to lower the transmit power of the adapter for saving the power

of the system, vou can select the lower percentages from the list. The lower power

will cause the lower signal strength and the coverage range.
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[Awthentication and Security pagej
Add Profile ==

Corfiguration  Authentication and Securty ‘

Authentication Type : WPAPSK ﬂ

Encryption : [Trip =]

WPA Preshared Key :

[™ Show Passward

Cancel | s J Help |

B Authentication Type: The authentication of the desired network. For infrastructure
network, the available modes are Open, Shared, WPA, WPA-PSK, WPA2, and
WPA2-PSK.

Open: No authentication is needed among the wireless devices.

Shared: Only Wireless device using a shared key (WEP Key identified) is allowed
to connecting each other. Setup the same key as the wireless device that the
adapter intends to connect.

WPA: WPA provides a scheme of mutual authentication using either IEEE
802.1x/Extensible Authentication Protocol (EAP) authentication or pre-shared key
(PSK) technology. It provides a high level of assurance to enterprise, small
business and home users that data will remain protected and that only authorized
users may access their networks. For enterprises thal have already deployed IEEE
802.1x authentication, WPA offers the advantage of leveraging existing
authentication databases and infrastructure.

WPA-PSK - It is a special mode designed for home and small business users who
do not have access o network authentication servers. In this mode, known as
Pre-Shared Key, the user manually enters the starling password in their access
point or gateway, as well as in each wireless station in the network. WPA-PSK
takes over automatically from that point, keeping unauthorized users that don't
have the matching password from joining the network, while encrypting the data

traveling between authorized devices.
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WPA2 — Like WPA, WPAZ2 supports |IEEE 802.1x/EAP authentication or PSK
technelogy. It also includes a new advanced encryption mechanism using the
Advanced Encryption Standard (AES). AES is required to the corporate user or
government users. The different between WPA and WPAZ is that WPAZ provides
data encryption via the AES. In contrast, WPA uses Temporal Key Integrity Protocol
(TKIP).

WPA2-PSK — WPA2-PSK is also for home and small business. The difference
between WPA-PSK and WPAZ2-PSK is that WPA2-PSK provides data encryption
via the AES. In contrast, WPA-P3K uses Temporal Key Integrity Protocol (TKIP).

B Encryption: The encryption of the desired network.

-- For Open and Shared authentications, the available encryption modes are
None and WEP.
-- For WPA, WPA-PSK, WPA2 and WPAZ-PSK authentications, the available
modes are TKIP and AES.
None — Disable the Encryption mode.
WEP — Enabled the WEP Data Encryption. When the item is selected, you have to
continue setting the WEP Key Length & the key Index.
TKIP — TKIP (Temporal Key Integrity Protocol) changes the temporal key every
10000 packets (a packet is a kind of message transmitted over a network), This
insures much greater security than the standard WEP security.
AES — AES has been developed to ensure the highest degree of security and
authenticity for digital information and it is the most advanced solution defined by
IEEE 802.11i for the security in the wireless network.
Note: All devices in the network should use the same encryption method to ensure
the communication.
WPA Pre-Shared Key: The WPA-PSK key can be from 8 to 64 characters and can
be letters or numbers. This same key must be used on all of the wireless stations in
the network.
WEP Key (Key1~Key4): The WEP keys are used to encrypt data transmitted in the
wireless network. There are two types of key length: 64-bit & 128-bit. Select the
default encryption key form key1 to key4 by selected the radio button.
Fill the text box by following the rule below:
64-bit — Input 10-digit Hex values (in the "A-F", "a-f, and “0-9" range) or 5-digit
ASCI| characters (including "a-z" and "0-8") as the encryption keys. For example:
"0123456aef” or "test1”
128-bit — Input 26-digit Hex values (in the "A-F", "a-f, and "0-9" range) or 13-digit
ASCI| characters (including "a-z" and "0-8") as the encryption keys. For example:

‘0123456789012345678%abcdef’ or “administrator”.



3.21.2 Edit a profile

Selecting an exiting profile then clicking the “Edit” button on Profile Page brings up the

profile setting sheet filled with the profile information for user modification.

Profie | Link Status | Site Survey | Statistics | WPS Configuration | GeS | About |

i~ Profile List

Profils Name SSID Channel Authentication

ion Network Type

PROF1  [WLAN SW  [Ato  |WPAPSK

Add | Delete Ed |

3.213 Delete a profile

Selecting an exiting profile then clicking the “Delete” button on Profile Page to deletes the

profile.

Profie | Link Status | Site Survey | Statistics | WPS Configuration | Go5 | About |

- Profile List

Profile Name SSID Channel Authentication Ene ion

WPAPSK

Add Delste I Edit |

Network Type

Activate |
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3.2.14

Active a profile

Selecting an exiting profile then clicking the “Active” button on Profile Page activates the

profile.

Profie | Link Status | Site Survey | Statistics | WPS Configuration | GoS | About |

i~ Profile List

Profils Name SSID Channel Authentication

Add I Delete Edit

ion Network Type

PROF1  [WLAN SW  [Ato  |WPAPSK

Activate

oK
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3.2.2 Link Status
In this section, you can immediately monitar the current connected link status, such as

Link Speed, Throughput, Link Guality, Signal Strength, Noise Level ... etc.

Profile ~Lirk Status | Ste Survey | Statistics | WPS Corfiguration | GoS | About |

Status IWLAN_SW <> D0-07-40-F1-99-42

Extra Info - iLink is Up [TxPower:100%]

Channel : !9 <> 2452 KHz

Link Speed : Tie {Mbps) | 540 R (Mbps) | 540

Throughput : T (Kbps) - Fix {Kbps)

Link Quality :
Signal Strength 1:

Signal Strength 2

MNoise Level : |lllllll

HT
{ BW: nfa Gl:n/a MCS: n/a SNRO:n/a SNR1:n/a

Status: Current connection status. If no connection, it will show Disconnected . Otherwise, the
SEID and BSSID will shaw here.

Extra Info: Display the link status and current channel in use.

Channel: Display the number of the radio channel and the frequency used for the netwarking.
Link Speed {Mbps): Display the transmission and reception rate of the netwark. The
maximum transmission rate is S4Mbps.

Throughput (Kbitsis ec): Display transmits and receives throughout in unit of K bitsfsec.

Link Quality: Display connection quality based on signal strength and TX/RX packet error
rate.

dBm: If you want to know the signal strength in the unit of dBm, select the check box.

Signal Strength: Receive signal strength, user can choose to display as percentage ar dBm
format.

Signal Strength2: Receive signal strength 2, user can choose to display as percentage or

dBm format.
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