MNoise Level: Display the noise signal strength.
HT: Display current HT status in use, containing BW, GI, MCS, SNRO, and SNRE1 value. (show

the information only for 802.11n wireless card.)

3.2.3 Site Survey

When you open the Configuration Utility, the system will scan all the channels to find all
the access pointsfstations within the accessible range of your adapter and automatically
connect to the wireless device with the highest signal strength. Fromthe “Site Survey™”, all the
network nearby wall be listed. You can change the connection to another network or add one of

the networks to your own prafile list,
Ralink Wireless Utility

Profie | Link Status St Survey | Statistice | WP Configuration | QoS | About |

551D | BSSID | Signal | & €| Ercryption | Authentic... | Network Ty.
momy_test [0-D6-4F-5B-13-2F 1% 3 None Unknown Infrastructur:
Default_11N  D0-D6-4F-33-44-66 15% & None Unknown Infrastructure
00-D6-4F-49-C2-BB h5% [ None Unknown Infrastructure
00-07-40-F1-99-42 0% 9 TKIP WPAPSK  Infrastructur:
00-D6-4F-1F-34-A6 9% 10 WEP Unlcrnown Infrastructure

Belkin_N1 00-17-3F-BA-BE-AD 0% 1 None Unknown Infrastructure
AComNokia  00-14-7C-BE-ED-1A 15% i None Unlcriown Infrastructure
myS5ID 00-03-7F-FEDO-02 Sd% 11 None Unknown Infrastructure

1|

Connected <—> WLAN_SW Add to Profile

o ]

SSID: Mame of BES of IBSS netwark.

BSSID: MAC address of AP or randomly generated of IBSS.

Signal: Receive signal strength of specified netwark.

Channel: Channel in use.

Encryption: Encryption algorithm used within than BEBS or IBSS. Valid value includes WEP,
THIF, AES, and Mot Use.

Authentication: Authentication mode used within then network, including Unknown,
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WPA-PSK, WPA2-PSK, WPA and WPA2.

Network Type: Network type in use, Infrastructure or Ad-Hoc.

Rescan: Issue an rescan command to wireless NIC to update information on surrounding
wireless network.

Re-Scanning: Clicking the re-scan button to perform the re-scanning action.

Add to Profile: Add the selected AP to Profile setting. It will bring up profile page and save

user’s setting to a new profile.

[Connect A Network]

(1) When Raconfig first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, he can double-click mouse on the intended AP to
make connection.

(3) If the intended network has encryption other than “Not Use”, Raconfig will bring up the
secutity page and let use input the appropriate information to make the connection.

B8 This icon indicates the changes is successful.

& Example 1: Open and Non-Encrypted
Step 1 — Choose “Open” authentication type
Step 2 — Choose “None” encryption type

Authentication Type JE:_ »| [ Use 802.1x
=l

Encryption : Wana

WPA Preshared Key - |

S =l
L —
SO a—

I Show Password

Step 3 — After the profile is saved, click "Activate” button on Profile Page to activate the
profile.
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Profile. | Link Status | Ste Survey | Statistics | WPS Configuration | QoS | About |

- Profile List

Frofile Name | SSID

| Channel | Authentication | Encryption

| Network Type |

| PSOFL WIANSW Ao WPAPSK WP Ifengie
proF2 ] Defeult JIN

Add I Delete Edit

Activate

©® Example 2: WEP-Encrypted

Step 1 — Choose “Open”or “Shared” authentication type
Step 2 — Choose "WEP” encryption type
Step 3 —Enter the WEP KEY

Corfiguration  Authentication and Securty |

Authentication Type © Open v| I UseB021x

Encryption ; [wer e
WPAPrdharsd Key: |
|- Wep Key
@ Keym1  |Hex 2 O ]
Cfeyrz e El
T Key#3 Hex - I
Cokeytd  [Hex - |
*WEP &4 Bits Encryption: Please Keyin 10 HEX characters or 5 ASCIl characters
~WEP 128 Bits Encryption: Please Keyin 26 HEX characters or 13 ASCIl characters

[~ Show Password

ook

Help
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Step 4 —After the profile is saved, click the “Activate” button on Profile Page to active the

Profile | Link Stetus | Site Survey | Stetistios | WPS Corfiguration | GoS | About |

- Profile List

® Example 3: WPA-PSKMWPA2-PSK
Step 1 — Choose “WPA-PSK” or WPA2-PSK” authentication type
Step 2 — Choose “TKIP” or “AES” encryption type
Step 3 —Enlerthe pre-shared KEY

Corfiguration  Authentication and Security |

Autherttication Type : WPA-PSK -

Encryption : | TP Ea

WPA Preshared Key ©

™ Show Password

oK | Concdl Bpply Help
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Step 4 —After the profile is saved, click the “Activate” button on Profile Page to active the

Profile | Link Stetus | Site Survey | Stetistios | WPS Corfiguration | @oS | About |
- Frofile List

©® Example 4 WPAMWPAZ2

Step 1 — Choose "WPA™ or "WPA2" authentication type
Step 2 — Choose “TKIP” or “AES” encryption type

Corfiguration  Authentication and Security |

Authertication Type : WPA -

Encryption : THIP &

WPA Preshared Key © [

weEp hep
= eyt |H3"‘ _'I I
C faph2 Hex 'I |
€ ey Hex 'I |
€ Feuhd Hex A |
“WER BA B tiory Please ey 10 characters o aracters
WER 12 iar Pl ¥ charat

™ Show Password

oK | Concel Bpply Help
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Step 3 —After the profile is saved, click the “Activate” button on Profile Page to active the

Profile | Link Stetus | Site Survey | Stetistios | WPS Corfiguration | @oS | About |

- Profile List

Profile Name | 551D | Channgl | Authertication | Ens ion | Metwork Type |

|

Connection | Security

Security type: [PA-Enterprise -

Encryption type: [‘HCLP - I

Choose a network authentication method:
[Protected EAP (PEAP) = [ settings...

Cache user information for subsequent connections
to this network
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3.2.4 Statistics
Statistics page displays the detail counter information based on 802.11 MIE counters. This
page translates the MIE counters into a format easier for user to understand. Y ou may reset

the counters to Zero by clicking “Reset Counter”.

" Ralink Wireless Utility.
i SE—

Profile | Link Status | Ste Survey Statistics | WPS Configuration | GoS | About |

r~ Transmit Statistics -
Frames Transmitted Successfully
Frames Transmitted Successfully After Retry(s)
Frames Fail To Receive ACK After All Retries
RTS Frames Successfully Receive CTS
RTS Frames Fail To Recsive CTS

- Receive Statistics -
Frames Received Successfully
Frames Received With CRC Emor
Frames Dropped Due To Out-of-Resource

Duplicate Frames Received

[Transmit Statistics]

Frames Transmitted Successfully: Frames successfully sent

Frames Transmitted Successfully After Retry: Frames sent successfully with retry.
Frames Fail to Receive ACK After All Retries: Frames failed transmit after hitting retry limit.
RTS Frames Successfully Receive CTS: Successfully receive CTS after sending RTS
frames.

RTS Frames Fail To Receive CTS: Failed to receive CTS after sending RTS frames.
[Receive Statistics]

Frames Received Successfully: Frames received successfully.

Frames Received with CRC Error: Frames received with CRC error.

Frames Dropped Due to Out-of-Resource: Frames dropped due to resource issue.

Duplicate Fram es Received: Duplicate received frames.
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3.2.5 WPS Configuration
The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to simply the

security setup and management of YWi-Fi Networks.

Profils. | Link Status | Ste Survey | Statistics WPS Corfiguration | QoS | About |

05AF5E-12.0F ———m- Rescan |

Default_11N DDWF -33-44-66 Unknown  None
WPS Information |

—PinCode ————
iG?DnB?.lﬁ' Renew |

i~ Config Mode
Enrolles

L1

I Authentication l Encryption

¥ WPS Associate |E |
[ WPS Probe IE [WPS status is not used

WPS Associate IE: If the "WP3 Associate |[E" option is checked, station will send the
association request with WS |E during WPS setup.

WPS Prebe IE: If the "VWPS Probe |E" option is checked, station will send the probe request
with WS |E during VWPS setup.

[Display WPS capable AP inform ation]
The WPS capahle AP information is listed in the upper frame, and the display AF's characters
are SSID, BSSID, current operating channel, device password 10, authentication type, and
encryption type.
Re-Scanning: Clicking "re-scan” button performs the re-scanning action.
WS AP Infarmation: Clicking the WPS information” button brings up the WPS capable AP
information dialog.

B Authentication Type: there are three type of supported authentication modes, and

there are Open, Shared, WPA-PSK and WPA modes.
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Encryption Type: For Open & Shared authentication modes, the available
encryption types are None and WEP. For WPRA, WPAZ, WPA-PSK and WPAZ2-PSK
authentication modes, the available encryption types are TKIP and AES.

Config Methods: This atiributes contains the config methods supported and
enabled by the selected Registrar.

Device Password ID: Device Password ID indicates the method or identifies the
specific password that the selected Registrar intends to use.

Selected Registrar. Selected Registrar indicates if the user has recently activated a
Registrar to add an Enrollee.

State: This attribute is used to indicate the current configuration state. This attribute
is either “Un-Configured” or “Configured”.

Version: This attribute is the specified WPS version.

AP Setup Locked: AP Setup Locked indicates if AP has entered a setup locked
state.

UUID-E: UUID-E is the universally unique identifier (UUID) generated by the
Enrollee.

RF-Bands: RF Bands indicate the available RF bands.

[Configure WPS Profiles]
The user can configure WPS profile with either PIN method or PBC method.

PIN Method:
Step 1 =» The Registrar enters the pin code generated by station.
Step 2 = Click the “PIN" button.
PBC Method:
Step 1 2 Click the "PBC" button within 2 second while the Registrar clicks the
button.

[Manage WPS Profiles]
The Received WPS profiles are listed in the lower frame, and the listed WPS profile attributes
are SSID, MAC address, authentication type, and encryption type.

WPS profile detail information: Selecting a profile then clicking the “Detail” button
brings up the WPS profile detail information clialog.

Connect with WPS Profile; Clicking the "Connect” button will connect to AP with the
select WPS profile.

Rotate WPS profile: If there are more than two WPS profiles, clicking the "Rotate”
button will rotate to next profile and connect to AP with this profile. If the connection
can't be made successfully, station will perform the WPS profile rotation repeatedly.
Disconnect from WPS AP: Clicking the “Disconnect” button will stop the WPS
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connection.
B [elete VWWPS profile: Clicking the "Delete” button will delete the selected \WPS profile.

3.26 QoS
The Q03 Page of RaCanfig. It invalves “WMM Enable”, "WMM - Power Save Enable” and

"DLS setup Enable”.

¥ WMM Enable
[~ WMM - Power Save Enable

[~ Direct Link Setup Enable
~ Direct Link
—Direct Link Setup

S e e
Timeout Value : I_Ef SEC Apply

—DLS Status
MAC Address | Timeout

@Configure to enable Wi-Fi Multi-Media
If you wantto use “WMM - Power Save” or “Direct Link”, vou must enable VWM. The
setting method of enabling WMM indicates as follows:
Step1: Click “WMM Enable”
Step2: Click “Apply”.

69



% A
m
Ef

Enabl

uld VBT S

Cirect Link Setup E

i Direct Link

~ Direct Link Setup

MAC Address : I_,I_,I_,I_,l_,l_
Timeout Value : I_:; sec Epply

u

—DLS Status

Tear Down

Step3: Change to “Site Survey Page”. And add an AP that suppors WMM features

to a Profile. The result will look like the below figure in Profile page.

Profle | Link Stetus | Site Survey | Statistics | WPS Corfiguration | GoS | 8bout |

- Profile: List

Profile Name

| s5iD

| Channe! | Authertication I Er ion | Network Type
Jeryptior AP

| Ado L Open | Nona | Infrastuchie |
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®Enable WMIM — Power Save
Step1: Click “WMM — Power Save Enable”. And Click “Setting...”” bulton.

Profile | Link Status | Ste Survey | Statistics | WPS Corfiguration Q05 | About |

¥ WMM Enable

(IF SRR - Power Save Enabie ] Setting...
I™ Direct Link Setup Enable Apply
— Direct Link
~Direct Link Setup |
MACMdress:r_.[_.[__[_.l__[_

Timeout Value ; 5] s=ec Apmly ‘
~DLS Status ‘
|

MAC Address | Timeout
|
|

L r—r—

Step2: After clicking “Setting...” button, show “Power Save Setting” dialog. Please
select which ACs you want to enable. Then click “Apply” button. The setting of enabling
WMM — Power Save is successfully.

Power Save Setir

S
[~ AC_BE
¥ aCw

¥ a0 W0 Apply |

Fi!



@ Enable DLS (Direct Link Setup)
Step1: Click “Direct Link Setup Enable”. And Click “Apply” button

Profile | Link Status | Ste Survey | Statistics | WPS Configuration Qo5 | About |

¥ WMM Enable Apply

I~ WMM - Power Save Enable

I-“DDNI
WAk [ [ [T [ T

r~ Direct Link Setup
Timeout Yalue 60 sec Apply
—DLS Status

Step2: Change to “Site Survey Page”. And add an AP that supports DLS features to a

Profile. The result will look like the below figure in Profile page.

Profie | Link Status | Site Survey | Statistics | WPS Configuration | Qo5 | About |

~ Profile List

Profile Name | SSID [ Chiannel [ Authertication | Encryption Network Type |
FROFZ  WFA Ao WPA THIF Infrastructure
PROF3 [DLS  [Adta  [Open  [MNone | ifrastuciwe |

Add | Delete Edt | Aciivaie |

0K Help
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The Setting of DLS indicates as follow:
1. Fill in the blanks of Direct Link with MAC Address of STA. The STA must conform to two
conditions as follow:
Step1: Connect with the same AP that support DLS features.
Step2: Have to enable DLS.

Ralink Wireless Ut

Profile | Link Stetus | Ste Survey | Statistcs | WPS Configuration QoS | About |
% WMM Enable Apply
[~ VMM - Fower Save Enable SR
Apply

|v Dirsct Link Setup Enable

- Direet Link
~Direct Link Setup

U R R
Timeout Value - B sec Apply

- DLS Status

=7

Tear Down

2. Timeout Value represents that it disconnect automatically after some seconds. The value

is integer. The integer must be between 0~65535. It represents that it always connects if

the value is zero. Default value of Timeout Value is 60 seconds

Profile | Link Status | Ste Survey | Statistics | WPS Corfigumtion 805 | About |

¥ WMM Enable foely |
I~ WMM - Power Save Enable Setting,

[V Diect Link Setup Enabls ooy
- Direet Link
| Direct Link Setup
MACAddess: 00 - [o€ - [B -[& - 3 - 8
Timeout Value B sec Apply

MAC Address: Timeout

Tear Down

- DLS Status

< mn | *
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3. Click “Apply” button. The result will look like the below figure.
(" Ralink Wireless Utility
Profile | Lk Status | Ste Survey | Statisties | WPS Configuration Qo5 | About |

¥ WM Enable Apply
I~ WMM - Power Save Enable

* bl

¥ Direct Link Setup Enable ply
- Direct Link
1~ Direct Link Setup =
MACAddess: [oo - o - 3 -5 - [B - [i®
Timeout Value B sec Apply
~DLS Status
MAC Address | Timeout
00-0C-43-25-7318 1]

Tear Down

I

Describe “DLS Status” as follow:

1. As the up figure, after configuring DLS successfully, show MAC address of the opposite

side and Timeout Value of setting in “DLS Status”. In “DLS Status” of the opposite side,

it shows MAC address of myself and Timeout Value of setting.

2. Display the values of “DL$S Status” to “Direct Link Setup” as follow:

Step1: In “DLS Status”, select a direct link STA what you want to show it's values in “Direct

Link Setup”.
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Profile | Link Status | Ste Survey | Statistics | WS Configuration QoS | About |

[ WMM Enzble Apply

I [~ WMM - Power Save Enable i

[ Direct Link Setup Enable Bpply
i~ Direct Link
~ Direct Link Setup

MAC Address : I_,'_,I_,I_,l_,l_
Timeout Value : I_ sec Apply

—DLS Status

Tear Down

Step2: Double click. And the result will look like the below figure.

Profile | Link Status | Ste Survey | Statistics | WPS Corfiguration Q05 | About |

¥ WMM Enable
[~ WMM - Power Save Enable

¥ Direct Link Setup Enable
r—Direct Link
~Dirzct Link Setup

MAL Address : 'ﬁ-.lflﬂ__'_
Timeout Value : 'ﬁ sec

~DLS Status.




3. Disconnect Direct Link Setup as follow:
Step1: Select a direct link STA.

¥ WMM Enable
[~ WMM - Power Save Enable

[ Direct Link Setup Enable
~ Direct Link
r~ Direct Lirk Setup

MACAddess: [oo - oc -3 -5 - [@ - [®
Timeout Yalue GO0 sec

~ DLS Status

MAC Address Timeout

Step2: Click “Tear Down” button. The result will look like the below figure.
Profie | Link Status | Site Survey | Statistis | WPS Configuration @05 | About |
¥ WMM Enble Pply
I~ WMM - Power Save Enable Selting
|+ Direct Link Setup Enable Apply
- Direct Link
i~ Direct Link Setup
MACAddess: [0 - oo - 2 -5 - @ - [iB
Timeout Value BO0 sec Apply
—DLS Status
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3.2.7 About

In the “&bout”, you can click the hyperlink to connect the website for the information of
the wireless chipset vendor and review basic information about the Utility such as the
RaConfig Wersion, Driver Version, EEPROM Version, IP Address, Sub Mask, and Default

Gateway.

Profile | Lirk Status | Ste Survey | Statistics | WPS Configuration | QoS About |

%
R WWW RALINKTECH.COM

{c) Copyright 2007, Ralink Technology. Inc. All rights reserved.

RaCorfig Version :  1.0.18.0 Date :

Driver Wersion : 2100 Date :

EEPROM Version: 1340 Firmware Version :

IP Address 192.168.10.47 Phy_Address : 00-D6-4F-55-88-77

Sub Mask : 255.255.25510 Default Gateway :  192.162.10.1
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3.2.8 Howto Manage Windows Profile

Windows profile manager can be reached via connection icon on the task bar or control panel.

[via Network icon]

Step 1: Right-click connection icon on the task bar, then click “Network and Sharing Center”
1 | | | -
Disconnect from

Connect to a network

Turn on activity animation

Turn off notification of new networks

Diagnose and repair

Network and Sharing Center

Step 2: Select “Manage wireless networks”

= g

=
{_J\_J ' < Networkand internet » Network and Sharing Center - |42 | searcn A
e-

Tosks Network and Sharing Center

View computers and devices
View full map

= @

Connect to a network

WINNIE-PC WLAN_SW Internet
Manage network connections (This computer}
Diagnese and repait
| P2 WLAN_SW (Private network) Customize
Access Local and Internet
Connection Wireless Network Connection (WLAN_SW) View status £
L Signal strength: Very good Disconnect

|2 Sharing and Discovery

Network discovery © On

File sharing @ Off

Public folder sharing o Off

Printer sharing © Off(no printers installed) ()

Password protected sharing © On "\:f" t

Media sharing © Off (v) L&
Windows Firewall

Show me all the files and folders T am sharing i
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Step 3: Right-click the mouse to bring up the profile manage menu.

orkand Internet » Manage Wireless Networks
= ==

] << Netw
-

can also add or remove network profiles.

o= Add == Remove {j* Moveup ) Adapter properties

Metworks you can view and medify (4)

abc Securit,

Properties
Remove network

Rename

Move up

WLAN_SW Piufile name: WLAN_SW
: WPA-Personal
Any supported

Security

A

Manage wireless networks that use (Wireless Network Connection)

‘Windows tries to connect to these networks in the order listed below. To change the order, drag & network up or down in the list. You

R Profiletypes &b

Mude: Autumalically conmect

Metwork and Sharing Center @

[via Control Panel]

Step 1: Select “Control Panel” on start menu.

Internet
{ Internet Bxplorer

=) E-mail
Lrﬂj Windows Mail

m‘ Windows Media Player

E?u Windows Photo Gallery

“l Welcome Center

@ Windows Media Center

o
%I Windows Ultimate Extras

20
)

‘g“ Windows DVD Maker

FQ Windows Meeting Space

Windows Live Messenger Download

\}Iw/ Paint

Winnie

Documents

Pictures

Music

Games

Recent ltems

puter

Network

nect To

Control Panel
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