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FCC Warning

This equipment has been tested and found to comply with the limits for a Class B digital
device,

pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communication. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or
more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

— Connect the equipment into an outlet on a circuit different from that to which

— Consult the dealer or an experienced radio/TV technician for help. the receiver is

connected.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must

accept any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum distance of
about eight inches (20cm) between the radiator and your body.

This transmitter must not be co-located or operated in conjunction with any other antenna or

transmitter.



Revision History
Revision History

V1.0 First release

All brand and product names mentioned in this manual are trademarks and/or registered

trademarks of their respective holders.
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1. Introduction
This is a wireless 11n USB Adapter that provides unsurpassed wireless performance for

your Desktop PC or Notebook. It complies with IEEE 802.11n draft 2.0 wireless standard and
is backward compatible with IEEE 802.11b/g. This USB adapter provides better wireless
reception and up to 300Mbps data transfer rates in 11n mode. With this adapter, you can
easily upgrade your Desktop PC or Notebook wireless connectivity. Once connected, to
access the network with high-speed Internet connection while sharing photos, files, music,
video, printers, and storage. Get a better Internet experience with a faster wireless
connection so you can enjoy smooth digital phone calls, gaming, downloading, and video

streaming.

The Wireless USB adapter provides peer-to-peer communication among any compatible
wireless client users and no Access Point required. Otherwise, it provides maxmum transfer
rate up to 150Mbps and supports WEP, WPA, WPA2, WPS, 802.1x high-level WLAN security

features that guarantee the best security for users..

This product is made in ISO9001 approved factory and complies with FCC part 15 regulations
and CE approval.

1.1 Features
«  Complies with draft IEEE 802.11n standard
+ Up to 300Mbps data transfer rates in IEEE 802.11n mode
+  Backward compatible with IEEE 802.11b/g
« Legacy and High Throughput Modes
«  Supports 64/128-bit WEP Data Encryption
«  Supports WPA, WPA2 (802.11i), WPS, 802.1x advanced security
« Supports Quality of Service (QoS) - WMM, WMM-PS
« Supports both Infrastructure and Ad-Hoc Networking Modes
+ Supports Multiple BSSID

« Simple user setup and diagnostics utilities

1.2 LED Indicator

LED Light Status Description

ACT Blinking Data is being transmitted or received




1.3 Package Contents
+  One Wireless USB adapter
+  One USB A-type extension cable
+  One CD-ROM (Drivers, Utility, User's Manual)

1.4 Before you start
You must have the requirements as follow,
« A computer with an available USB 2.0 port
+ At least a 300MHz processor and 32MB memory
+ Windows 2000/XP/Vista
- A CD-ROM drive
+  Wireless USB Adapter properly installed

2. Installation Procedure
Note: If you have installed the Wireless Adapter driver & utility before, please

uninstall the old version first.

2.1 For Windows XP and 2000
STEP1: Found New Hardware Wizard is displayed after the adapter is installed and the

computer is restarted. Please click Cancel to continue.

Found Mew Hardware Wizard

Thiz wizard helpz you install software for;

80217 n'wLAN

r\'_j If your hardware came with an installation CD
&2 or floppy dizk. insert it now.

“what do you want the wizard to do”?

{(#)|nstall the software automatically [Fecommended]

(73 Inztall from a list or gpecific location [Advanced)

Click Mest to continue,

I ¢ Back ” Mest » ]l Cancel ]l

(For Windows XP)



Found New Hardware Wizard

Ingtall Hardware Device Drivers
A device driver iz a software program that enables a hardware device to wark, with
an operating system.

Thiz wizard will complete the inztallation for this dewvice:

@ 80211 nwiLaM

& device diver iz a software program that makes a hardware device work, *Windows
needs driver files for your new device. To locate driver files and complete the
inztallation click Mest,

Wwihat do you want the wizard to do’?

% Search for a suitable driver for my device [recommended}

" Display a list of the known drivers for thiz device so that | can choose a specific

driver
: EaCk HEHt : |

(For Windows 2000)

STEP2: Insert Installation CD into CD-ROM drive then windows below will appear. Click

Install Driver to begin device driver installation.



HSIEH

HSIEH


STEP3: Please read the following license agreement. Use the scroll bar to view the rest of this

agreement. Select | accept the terms of the license agreement and click Next to continue.

Ralink Wireless LAN - InstallShield Wizard

Licenze Agreement

P ad th agreement carefully.

RALIME wirelese Uil for Windows 38/ME /2000/P ista
Copyright [C) RALINK TECHWNOLOGY, CORP. &l Rights Reserved.

Thark you for purchazing RALIME ‘wWireless product!

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT iz pratected by copyright laws and international copyright
treaties, as well az other intellectual property laws and treaties. The SOFTWARE PRODUCT
iz licenzed, nat sald.

1. GRAMT OF LICEMSE. Thiz End-User License Agreement grants you the following
rightz:Inztallation and Use. You may install and uze an unlimited number of copies of the
SOFTWARE PRODUCT.

Reproduction and Distribution. Y'ou may reproduce and distribute an unlimited number of

copies of the SOFTwWARE PRODUCT; provided that each copy shall be a tue and complete
copy, including all copyright and trademark notices, and shall be accompanied by a copy of

thiz ELLA, Copies of the SOFTWARE PRODUCT may be distributed a3 a standalone product

| or included with your own product. |

J| Cancel F

STEP4: In Windows XP, there is a Windows Zero Configuration Tool for you to setup
wireless adapter. You can choose to configure the adapter through the Microsoft Zero
Configuration Tool or the Ralink Configuration Tool. It is recommended to choose the
Ralink Configuration Tool for the adapter. Click Next to continue.

Ralink Wireless LAN - InstallShield Wizard

Setup Type
he setup tppe that be

atior Tool.

figuration T ool

< Back ﬂ Ment >




STEPS5: If you need the adapter to operate with better performance, place choose Optimize
for performance mode to enable the Tx Burst mode. Or you can choose Optimize for WiFi

mode to run in standard wireless network.

< Back

STEPG: Click Install to begin the installation.

Ralink Wireless LAN - InstallShield Wizard

Ready to Install the Program
Tt : I ta beg




STEP7: Please wait for a while during the adapter is configuring your new software

installation.

Ralink Wireless LAN - InstallShield Wizard

Setup Status

%7

STEPS: After the setup wizard has successfully installed wireless LAN, click Finish to exit the

wizard.

Ralink Wireless LAN - InstallShield Wizard

InztallShield Wizard Complete

dt

Cancel




To check if the adapter is properly installed, you can right-click My Computer - choose

Properties > click Device Manager.

£ Device Manager

File  Action Wiew Help

—

J fction Yiew H L -F|

EICE:

= BN HFS P2 A =&

== TEST-1
Eli Campuker
E g Disk drives
E§ Display adapters
-y DVDYCD-ROM drives
%) IDE ATAJATAPI controllers
[+ Keyboards
E 27y Mice and other painting devices
; g Manitors

r;,-f Perts (COM &LPTY
'f' %% Processors
E E Sound, video and game controllers
E g Skorage volumes

[ iy System devices
2 Universal Serial Bus controllers

=2 P45800

(-3 Computer

--{3 Disk drives

- Display adapters

LA DYDYCD-ROM drives

524 IDE ATAATAPT controllers

@ kevboards
-7y Mice and ather painting devices
Manitars

(y Ports {COM & LPT)

I {fj Sound, video and game contraollers
- -0 Storage volumes

Systen devices

% Universal Serial Bus contrallers

(For Widows XP)

(For Widows 2000)

The Configuration Utility appears as an icon on the system tray of Windows while the

adapter is running. You can open the utility by double-click on the icon. E

Right-click the icon, there are some items for you to operate the configuration utility,

Launch Config Utilities - Select this option to open the Configuration Utility tool.

Use Zero Configuration as Configuration utility—> Select this option to use Windows

XP built-in wireless configuration utility (Windows Zero Configuration) to configure to

card.

Switch to AP Mode - Select this option to change to AP mode.

Exit = Select Exit to close the Configuration Utility tool.

f:Launch Config Ukilities :J

s Zera Configuration as Configurakion ukiliky

Switch ko AP Mode
Exit




2.2 For Vista
STEP1: Found New Hardware Wizard is displayed after the adapter is installed and the

computer is restarted. Please click Cancel to continue.

Windows needs to install driver software for your 802.11 n
WLAN

@ Locate and install driver software (recommended)

Windows will guide you through the process of installing driver software
for your device,

<% Ask me again later
Windows will ask again the next time you plug in your device or log on.

® Don't show this message again for this device
Your device will not function until you install driver software.

STEP2: Insert Installation CD into CD-ROM drive then windows below will appear. Click

Install Driver to begin device driver installation.



HSIEH

HSIEH


STEP3: Please read the following license agreement. Use the scroll bar to view the rest of this

agreement. Select | accept the terms of the license agreement and click Next to continue.

Ralink Wireless LAN - InstallSh

License Agreement
P : read the fol

RaLIME, wireless Utility for wWindows 98/ME /20005<F Aista
Copuright [C] RALIME, TECHHOLOGY, CORP. all Rights Rezerved,

| Thank you for purchazsing RALINE Wireless product!

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT is protected by copyright laws and international copuright

| treaties, az well as other intellectual property laws and treaties. The SOFTWARE PRODLUCT
iz licenszed, not sold.

1. GRANT OF LICENSE. This End-User License Agreement granits you the following
rightz:Inztallation and Use. You may install and uge an unlimited number of copies of the
SOFTWARE PRODUCT.

| Reproduction and Distribution. 'ou may reproduce and distribute an unlimited rumber of

| copies of the SOFTWARE PRODUCT; provided that each copy shall be a true and complete
copy. inchuding all copyright and rademark: notices, and shall be accompanied by a copy of
thiz EJLA. Copies of the SOFTWARE PRODUCT may be distributed az & standalone product

| or included with your own product.

Install

latiarn.

ary of your

Install




STEP5: Please wait for a while during the adapter is configuring your new software

installation.

Setup Status

InstallS|

STEPS: After the setup wizard has successfully installed wireless LAN, click Finish to exit the

wizard.

InstallShield Wizard Complete




To check if the adapter is properly installed, you can right-click My Computer - choose

Properties - click Device Manager.

-!‘d
File Action View Help
A EI I Y

g5 WINNIE-PC
-8 Computer
; 1 Disk drives

B, Display adapters
<4 DVD/CD-ROM drives
i IDE ATASATAPI controllers
§ IEEE 1394 Bus host controllers

B Mice and other pointing devices

%] Sound, video and game controllers
c— Storage controllers

1M System devices

i Universal Serial Bus controllers

The Configuration Utility appears as an icon on the system tray of Windows while the

adapter is running. You can open the utility by double-click on the icon. .

(R Ralink Wireless Utility

Profile | Link Status  Ste Survey | Statistics | WPS Configuration | QoS | About |

551D | BSSID |Phy | Signal | & C..| Encryption | Authertic... | Network Ty.
Belkiri_MN1 00-17-3F-5A-BE-AD MNane Urknown Infrastructure
momy_test 00-06-4F-5B-13-2F MNane Urknown Infrastructur
Default_WL... 00-D6-4F-43-CF-8F Nane Unknown Infrastructure
Default_11N  00-06-4F-33-44-66 MNane Unknown Infrastructure
WLAN_SW  00-07-40-F1-95-42 TKIP WPAPSK  Infrastructure
MISO 00-D6-4F-1F-34-A6 None Unknown Infrastructure
mySSID 00-03-TF-FE-00-02 MNane Unknown Infrastructure

Add to Profile

[ o ]




Ralink wireless utility needs to cooperate with Microsoft AutoConfig service in order to
perform scanning and connecting actions, so the AutoConfig service should be enable

beforehand.

Launch Cenfig Utilities
Switch to AP Mode
Exit

) 7:33 M

Control Menu =» Once Ralink wireless utility is minimized, the user can click the Ralink icon
on the taskbar to bring up the control menu.

® Launch Config Utilities > Restore Ralink wireless utility window.

® Switch to AP Mode > Select this option to change to AP mode.

® Exit > Select Exit to close the Configuration Utility tool.

3. Wireless Network Configuration Utility

3.1 For Windows XP & 2000

The Configuration Utility is a powerful application that helps you to configure the
Wireless LAN adapter and monitor the link status and statistics during the communication
process.

When the adapter is installed, the configuration utility will be displayed automatically.
This adapter will auto connect to wireless device which has better signal strength and no
wireless security setting.

In Windows XP, it provides wireless configuration utility named “Windows Zero
configuration” which provides basic configuration function for Ralink Wireless NIC, Ralink’'s
Utility (RaUl) provides WPA supplicant functionality. To make it easier for user to select the
correct utility, RaUl will let user make the selection when it first runs after windows XP boots.

RaUl can co-exist with WZC (Windows Zero Configuration). When coexisting with
WZC, RaUl only provides monitoring function, such as link status, network status, statistic
counters, advance feature status, WMM status and WPS status. It won't interfere with WZC'’s

configuration or profile functions. Please see below picture: To select WZC or RaUl

Launch Config Utilities Launch Config Litilities

Use Zero Configuration as Configuration ukility Ilze RaConfig as Configuration wukiliky:
Switch to AP Mode Switch to AP Mode

Exik Exit




If “Use Zero Configurations as Configuration utility” is selected, please continue on the

section. Below picture shows that the RaUI status when WZC is active as main control utility.

¢ Raul

@« £ = & & @

Profile MNetwark Advanced StE.l.il:-i-S.tiCS Wi YRS Radio On/Off  About

Sorted by =» Q) s o Channel o Signal [1 Show dBm
AP List ==

Belkin_M1 b1 N i
diink ®io 8 o
morry_test @3 NME
my55ID 2l 4%
S o] = g
P urLAN_SU o 2 o

Rescan Connect fdd to Profile

Statusz == WLAN_SW <--= 00-07-40-F1-99-42
Extra Info == Link is Up [TxPower: 100%]
Channel == @ <--» 2452 MHz

Authentication == WPA-PSK E

Encryption == TKIP

Metwork Type == Infrastructure Transmit

IP dddress == 192, 168.10,47 Link Speed == 45.0 Mbps
Sub Mask == ZREZRR,ZER.0 Throughput == 17,083 Kbps
Default Gateway == 192, 168,10.1
HT

Receive

EW > nia SMRO == nfa Link Speed == B4.0 Mbps
Gl == nfa MCS == nfa SMR == nfa Throughput =» 456,420 Kbps

When activating WZC, there are couple different on RaUl status compare to the without
WZC running:
(1) Profile button will be gray, profile function is removed since the NIC is controlled by WZC.
(2) The connect and add profile function will be gray. The reason is same as the first

difference.




[Use WZC to configure wireless adapter]

STEP1: If connection is lost or not connected, the status prompt as below will pop up.

51 Wireless networks detected H

Cne of more wireless networks are in range of this compuker,
To see the lisk and connect, click this message

STEP2: Right-click the network connection icon in the task bar.

Change Windows Firewall settings

Cpen Mebwork Connections

Repair

Yiew Available Wireless Networks

STEP3: Select “View Available Wireless Networks” will pop up the dialog shown as below.
1i3% Wireless Network Connection

Nibirale Tl Choose a wireless network

l= Refresh network list Click an iterm in the list below ko connect to a wireless nebwoark in range or bo get more
information,

RalinkInitialaP

Sl up g wirgless ek
~a ? {Q)
For a home: ar small office ( i )

Unsecured wireless netwark, Illl[l

Related Tasks ({i)J ail

@ e T b lUnsecured wireless network “III
networking Albert¥-200

(@)
% Change the order of i

preferred networks ",_i15 Security-enabled wireless nebwork (W PA) IIIII]

' Change advanced ({i}) 4

sethings
(11:')

((i )

Unsecured wireless netwark, IIIII
APPA

Unsecured wireless nebwork l'“[l
181

It Security-enabled wireless netwark l'“u |

Conreck




STEP4: Select intended AP and click “Connect” shown as below, then click “Connect
Anyway”.
11 Wireless Network Connection

NekRcHeTaike Choose a wireless network

g Refresh netwark list Chick an item in the st below to connect to 3 wireless networkn range or to get more
infarmation,

RalinkInitialAP

2B setup a wireless network
- i (Q)
for a home ar small office { i )

Unsecured wireless netwoark,

Belaved Tasks Wireless Network Connection

‘Hiaj- Learn about wi

networking 1 fou are connecting bo the unsecured network "AP1", Information sent

iﬂi’ i over this network is not encrypted and might be visible ko other peaale,
& o K i |

preferred netw

g Change advang

settings [Qonnect Anyway ] H Cancel ﬂ

I "n.‘5 Security-enabled wireless netwark (WPA) I“I[I
99

(ﬁih'l
Unsecured wireless network Il“l
APPA

{(?}) >

e

STEPS5: AP1 is successful connected.
15 Wireless Network Connection

PR Choose a wireless network

ﬂ Refresh netwark: list Click an item in the lisk below to connect ko a wireless netwark. in range or to get more
infarmatian,

AP1 Connected ﬂf o

< Sebup a wireless network
= A ({=})
Far a home ar small office ( ? )

Unsecured wireless netwaork IIII!

Related Tasks (‘(?)} 242

L1 Learn about wireless 'f Security-enabled wireless network (MWPA) Il[l[ll]
networking 202

(1))
fﬁf Change the order of i

preferred netwarks Unsecured wireless netwark, IIII!

o Change sdvanced ({i)} BE

settings
"t Security-enabled wireless network (WPA) III![I

219

(‘?)J
'_:’ Security-enabled wireless network (WRA) IIII!
(‘(?)} Baron_PC_AP4

'_n’ Security-enabled wireless network II[I[II] |

Conneck




STEPG: If you want to modify information about AP, click “Change advanced settings”
"' Wireless Network Connection
Netwotk Fache Choose a wireless networl

ﬁ Refresh network: lisk Click an item in the lisk below to connect ko a wireless netwark in range or to get more
infarmation,

<2 Set up a wireless network : AP1 Connected ff =
for a home or small office

Unsecured wireless netwoark III!I

Related Tasks 22

() Learn about wireless 1§ Security-enabled wirsless network (WPA) Il[l[ll]
networking 202

5% Change the order of I
preferred netwarks Unsecured wireless network: Illl

AP

i Change advanced
sethings

e Security-enabled wirsless netwiork (WRA) IIIII]
219

ki‘ Secdr’ity—gna’ale_d wireless netwoark (wPA) III!I
Baron_PC_AP4

1§ Security-enabled wirsless network III][II] &

Conneck

STEP7: Choose “Wireless Networks” tab.

-+ Wireless Network Connection Properties

General Wireless Metworks Ad\rancedl

ELI ze Windows to configure my wireless network, settings

Awallable netwiorks:

To conkect to, dizconnect from, or find out more information
about wireless networks in range, click the button below.

[ Wiew Wireless Mebwaorks J

Prefered netwiorks:

Automatically connect to available netwaorks in the order listed
bl

D AP1 [Automatic] b eve up

e down

[ Add. J[ Remove J[ Properties J

Learn about zetting up wireless network
configuration, =

Ok, J[ Cancel ]




STEPS: Click “Properties” and then click “OK” button.

AP1 properties

Azzociation | Authentication || Eonnectionl

Metwark name [S510]: |.-’-1F"|

Yireless nebwork, key
Thiz netwirk, requires a key far the fallowing:

Metwork, Authentication: | i |

Data encryption: | Dizablzd s |

Metwork ke |

Confirmn niehsork ey

Feyindes [advanced):

The key iz provided for me automatically

Thiz 1z a computer-to-computer [ad hoz) nebwork ; wirelezs
access point: are hot uzed

ak. J[ Cancel J

STEP9: After filling appropriate value, click “OK” button. And the status will prompt up as
below.

) Wireless Network Connection is now connected | |

Carnected ko: GP1
3Ignal strencth: Excellent

STEP10: Click the Ralink’s icon will bring up RaUl main window. User can find the surrounding
APs in the list. The current connected AP will also shown with the green icon indicated as
below screen. User may user the available tab to configure more advanced features provided
by Ralink’s wireless NIC.




¢ Raul

@« £ = & & @

Profile Network  Advanced  Statistics WM Radio On/Off  About

Sorted by =» Q) s o Channel o Signal [1 Show dBm
AP List ==

Belkin_M1 b1 N i
diink ®io 8 o
morry_test @3 NME
my55ID 2l 4%
S o] = g
P urLAN_SU o 2 o

Rescan Connect fdd to Profile

Skatus == WLAN_SW <--» 00-07-40-F1-99-42
Extra Info == Link is Up [TxPower: 100%]
Channel == @ <--» 2452 MHz 0
Authentication == WPA-PSK E Moise Strength »> 26%
Encryption == TKIP .

Metwork Type == Infrastructure Transmit
IP dddress == 192, 168.10,47 Link Speed == 45.0 Mbps

Sub Mask == Z6R,255.255.0 Throughput == 17.088 Kbps

Default Gateway == 192, 168,10.1
HT

Receive

EW > nia SMRO == nfa Link Speed == B4.0 Mbps
Gl == nfa MCS == nfa SMR == nfa Throughput =» 456,420 Kbps

3.1.1 Start
When starting RaUl, system will connect to the AP with best signal strength without setting

profile or matching profile setting. It will issue a scan command to wireless NIC. After two
seconds, the AP list will updated with the result of BSS list scan. The AP list include most used
fields, such as SSID, network type, channel used, wireless mode, security status and signal

percentage. The arrow icon indicates the connected BSS or IBSS network.




¢ Raul

@« £ = & & @

Pro _1'[e MNetwark Advanced StE.l-il:-i-S.tiCS Wi

Radio On/Off  About

Sorted by ==

Q) Ssio o Channel o Signal

8P List ==

[] Show dBm

Belkin_M1 b1 N i
diink ®io 8 o
morry_test @3 NME
my55ID 2l 4%
S o] = g
P urLAN_SU o 2 o

Rescan Connect fdd to Profile

Statusz == WLAN_SW <--= 00-07-40-F1-99-42
Extra Info == Link is Up [TxPower: 100%]
Channel == @ <--» 2452 MHz

Authentication == WPA-PSK
Encryption == TKIP

Metwork Type == Infrastructure

Transmit
IP dddress == 192, 165.10.47

Sub Mask =» ZR5,258,288.0
Default Gateway == 192, 168,10.1
HT

Receive

Link Speed =» 43,0 Mbps
Throughput == 17,083 Kbps

B == nia SMRO == nfa

Gl == nifa MCS == nfa SMRT == nifa

Link Speed == B4.0 Mbps
Throughput =x 486,420 Kbps

There are three sections in RaUl. These sections are briefly described as below.

B Button Section: include Profile page, Network page, Advanced page, Statistics

page, WMM page, WPS page, About button, Radio On/Off button and Help button.

=» Button Section

« B =~ & & 0

Profile Meatwork Advanced Sta.lt-i's'tics Widhd,

WWPS Radio On/Off  About

o

= Move to the Left

@

= Move to the Right

D




B Function Section: Corresponding button
=> Profile Page

Profile List

Profile Mame ==
SSID ==

Metwork Type ==
futhentication ==
En_crypt_ion £S5

Use 802, 1x ==
Channel =x

Power Save Mode ==
Tx Power ==

RTS Threshold ==

Fragment Threshald »»

ﬁd Aotivate
e e e

= Network Page

Sorted by == o SSID o Channel o Signal [ Show dBm
&P List =»

_Shiang_2860AP &
aaa &3
Albert¥-200 e
ap e
P apt e
APPA e
asus 6’11

Broadcom @11
Buffalo 54 o2l

Cobra 6‘ [
&_es_can_ Connect ,A_dﬁ.to P,rome "
[P ——

81%
134

LS

ek

“p <D D

1
100%
0%

e

p

=D

= Advanced Page

Wireless mode == |302,1-1 BSGA mix j E! Enable CCX (Cisco Compatible eXtensions)

[ Turnon CoR

D Enable Radio Measurements
Enable TX Burst D Mop-serving Channel Measurements imit IW ms {0-2000)
Enable TCP Window Size
Fazt Roaming at | 70 dBm

Show Authentication Status Dialog

Select Your Country Region Code

|o: cH-11

P@g




[

=> Statistics Page

Frames Transmitted Successfully

Frames Retransmitted Successfully
Frames Fail To Receive ACK After Al Retries
RT% Frames Successfully Receive CTS

RT: Frames Fail To Receive CTS

= WMM Page

Wbt Setup Status
Wi kbt x> Enabled

Power Save =» Disabled

Direct Link == Dizabled

[@] kit Enable
[] ‘b - Power Save Enable

[ acek

[] Direct Link Setup Enable

[O] Ac.EE

[ ecv O acvo

Wb hddress =5

]

= WPS Page

Timeout Yalue == I 6l sec

'o'ﬁﬁjy
Tear Doﬁ If]

WPS A4F List

IC & Unknaown hsinchuq

Binl @ WPS Azsociate |E

'@Q, [@] "PsProbe IE

00-11-26-71-27-68

WP Profile List

T Rescan.
Inforgaﬁon

Pin Code

o

= ﬁnﬁ.g ode

Enrallee |

S _tai' .
@nﬂ’iﬁ
F‘.Dii'ate
Disconneﬁt

Frogress == 0%

Egoitbe

DEete




= About Page

[c] Copyright 2007, Ralink Techrology, Inc. Al rights reserved,

RaConfig Wersion == 2,0.3.0 Date == 08-02-2007
Driver Wersion == 1.0.4.0 Date == O7-28-2007
EEPROM Wersion »> 134.0
Firmware Wersion == 0.4

Phy_#ddress == 00-06-4F-B5-55-77

MW RALINKTECH, SO

B Status Section: Include Link Status, Authentication Status, AP’s

Configuration and retrying the connection when authentication is failed.

= Link Status

Status =» Default_11G <--» 00-06-4F-44-CE-FO

information,

Extra Info =» Link is Up [TxPower: 100%] o trength 1 oss A

Channel == & =--= 2437 MHz i path 2 xx BOK

Authentication == Unknown
Encryption == Mone

Metwork Type = Infrastructure Transmit

IP Address == 192,168, 10,21 Link Speed =» 48,0 Mbps

Sub Mask == 255,265,255.0 Throughput »> 2,320 Kbps
Default Gateway == 192, 168,10.1

HT

Receive

BW == nfa SNRO == nfa Link Speed == 11.0 Mbps
Gl => nfa MCS => nfa SNR1 == mia Throughput == 7,420 Kbps

=> Authentication Status

Authentication Status

Card Mame == Ralink. 802, 11n Wireless LAM Card Connected by manual...

16:37:26,062 Starting network connection...
163726171 Metwork is connecting...
16:37:25.281 PEAFP duthenticating...
16:37:28.375 wiireless client is authenticated.




= AP’s Information

'i?\fPS

5510 == 4P 1
#aC Address == 00-03-7F-00-07-44

Authentication Type = Lnknown Supported Rates (Mbps)
1,2, 5.5, 11,6, 12, 24, 36, 9, 18, 45, B4

Encryption Type == Mone

Channel == & =--= 2437000 KHz

hetwaork Type == Infraztructure

Beacon Interwal == 400

= Retry the Connection

Card Mame == Ralink 802.11n Wireless LAN Card Identity ==

Prafile Mame == PROF1 Paszward ==

Meszage =» Inwalid identity or password

=> Configuration

System Caonfig B0Z1X

Authentication == WP Encryption == TKIP

WRA Preshared Key ==

Wep Key

O HeeaE Hewxadecimal

@ ez Hexadecimal

o Key#3 Hexadecimal

o Heyitd Hexadecimal D Show Pazsword

JLO'K Cance

B At the mean time of starting RaUl, there is also a small Ralink icon appears within

windows taskbar as below. You may double click it to bring up the main menu if you
selected to close RaUl menu earlier. You may also use mouse;s right button to close
RaUl utility.

==>» Ralink icon in system tray.




B Besides, the small icon will change color to reflect current wireless network

connection status. The status indicates as follow:

> ﬂ" -- indicate Connected and Signal Strength is Good.

> —@ -- indicate Connected and Signal Strength is Normal
> ﬁ -- indicate Wireless NIC is not connected yet

> i - indicate Wireless NIC is not detected

> lﬂ -- indicate Connected and Signal Strength is Weak

3.1.2 Profile
Profile can book keeping your favorite wireless setting among your home, office, and other
public hot-spot. You may save multiple profiles, and activate the correct one at your

preference.

Profile List

Profile Mame ==
5510 ==

Metwork Type ==
Authentication ==
Encryption ==

Use 802, 1% ==
Channel ==

Power Save Mode ==
Tx Power ==

RTS Threshold ==

Fragment Threshold ==

Add Edit J " #ictivate

[Definition of each field]

Profile Name: Name of profile, preset to PROF* (% indicate 1,2,3,...)

SSID: AP or Ad-Hoc name

Network Type: Network’s type, including infrastructure and Ad-Hoc.

Authentication: Authentication mode

Encryption: Encryption Type

Use 802.1x: Whether or not use 802.1x feature

Channel: channel in use for Ad-Hoc mode

Power Save Mode: Choose from CAM (Constantly Awake Mode) or Power Saving Mode.

Tx Power: Transmit power, the amount of power used by a radio transceiver to send the
signal out.

RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly.

Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or

key in the value directly.




[lcons and buttons]
’ => indicate connection is successful on currently activated profile
P 5 indicate connection is failed on currently activate profile

L > indicate network type is infrastructure mode

i => indicate network type is Ad-Hoc
? => indicate security-enabled wireless network

_Jn?qga— = Add a new profile

Edit . . '
L. = Editan existing profile

Delete - '
=> Delete an existing profile

ti . )
Salats => Activate selected profile

9 =>» Show the information of Status Section
4 = Hide the information of Status Section

3.1.2.1 Add/Edit Profile

There are 3 methods to open Profile Editor form:

= You can open it from “Add to Profile” button in Site Survey function
= You can open it form “Add” button in Profile function

= You can open it from “Edit” button in Profile function

Auth. \ Encry. BOZ1%

Profile Name == |PROF1 Metwork Type == nfrastructure  w

S5ID »> | 4P Tx Poier =» itk .

Freamble == Auto 5
Power Save biode »> () CAM @ Ps #

[] RS Threshold

[] Fragment Threshold




Systemn Canfig — Auth. \ Encry.

Authentication == Oper - Encryption = More - |:| 802, 1%

WPA Preshared Key ==

Wep Key

G Key#t1 Hexadecimal — w |
@ rewiz Hexadecimal — w |
@ Kews Hexadecimal — w |
@ reywa Hexadecimal — w | [] show Password

Ok Cancel

Profile Name: User can chose name for this profile, or use default name defined by system.
SSID: User can key in the intended SSID name or use pull down menu to select from available
APs.
Power Save Mode: Choose from CAM [Constantly Awake Mode] or Power Saving Mode.
Network Type: There are two types, infrastructure and 802.11 Ad-Hoc mode. Under Ad-Hoc
mode, user can also choose the preamble type, the available preamble type includes auto and
long. In addition to that the channel field will be available for setup in Ad-Hoc mode.
RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly. The default value is 2347.
Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or
key in the value directly. The default value is 2346.
Channel: Only available for setting under Ad-Hoc mode. User can choose the channel
frequency to start their Ad-Hoc network.
Authentication Type: There are 7 type of authentication modes supported by RaUl. They are
Open, Shared, LEAP, WPA, WPA-PSK, WPA2, WPA2-PSK.
Encryption Type: For open and shared authentication mode, the selection of encryption type
are None and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.
802.1x Setting: It is an authentication for WPA and WPAZ2 certificate to server.
WPA Pre-Shared Key: This is the shared secret between AP and STA. For WPA-PSK and
WPA2-PSK authentication mode, this field must be filled with character longer than 8 and less
than 32 lengths.
WEP Key: Only valid when using WEP encryption algorithm. The key must matched AP’s key.
There are several formats to enter the keys:

=> Hexadecimal — 40bits: 10 Hex characters

=> Hexadecimal — 128bits: 26 Hex characters.

=> ASCII — 40bits: 5 ASCII characters

=> ASCII — 128bits: 13 ASCII characters
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3.1.2.2 Example to Add Profile in Profile
Step 1: Click Add in Profile function

Frofile

—

Metwark

Advanced Stét]stw‘cs

VMM WPS

Radio On/Off

About

Profile List

Delete Activate

Profile hlame >»
551D ==

Metwark Type =>
Authentication ==
Encryption ==

Use 802.1x ==
Channel ==

Power Save Mode =»
Tx Pawer =»

RTS Threshald =»

Fragment Threshald ==

Status »»

Extra Info »»
Channel »»
Authentication ==
Encryption ==
hetwark Type ==
IP Address ==

Sub Mazk, ==

Default Gateway »»

Default_11G <--» 00-06-4F-44-CB-FO
Link is Up [T=Power: 100%]
6 =<=-> 2437 MHz
Unknown
hlone
Infrastructure
192, 168,10.21
255,255,255,0
192,168, 10,1
HT

BW =* nfa

Gl =» nfa

SMRO *= nfa

MCS == nfa SMR1 == nfa

Transmit

B - st 2o

Link Speed == 48.0 Mbps
Throughput == 0,512 Kbps

Receive

Link Speed == 48.0 Mbps
Throughput == &,660 Kbps

Step 2: Add Profile page will pop up.

£ Rall

«

Profile

—

Metwaork

&

Advanced Statistics

WA, WWPS

Radio COn/Off

'y

About

W

Profile List

Edit

Ativaie.

Profile Hame =>
551D 2>

MNetwork Type =>
Authentication »>
Encryption =»

Use 802.4x =»
Channel =>

Power Save Mode »»
Tx Power ==

RTS Threshold >>

Fragment Threshold >

[ RTS Threshold

[ Fragment Threshold

Auth. \ Encry. 7%

Profile Mame =» lPROF1

SSID »> I

Power Save Mode > (@) CAM @@ PsM

Metwork Type ==
Tz Power ==

Preamble ==

J 2347,

J 2346

Infrastructure W
Auta

Auto
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Step 3: Change profile name to what you want to connect. Pull down the SSID and select one
intended AP. The AP list is the result of last Network.

Profile Metwark Advanced Sté-fistics Wi Radio On/Off  Abaout

Profile List

Prafile Mame =+
S5I0 =5

Metwork Type =»
Authentication ==
Encryption ==

Use 802.1x ==
Channel ==

Power Save Mode ==
T Poler =&

RTS Threshald ==

Fragment Threshald ==

Delete

Auth. % Encry. BOZR

Profile Name =» |PROF1 Metwork Type == Infrastructure W

SSID =5 ‘ T Power =» Auto

_Shiang_Z8604P 00C43686016
Paer Save Mode == (yberty-200 O0AAZESZERTE
AP 000740400C7E

[ #7S Threshoid APPA: D01 4h5A9FAZF
Belkin_h1_‘Wireless_281111 000C43251111
[:] Fragment Threshold Eroadcom 001015902EDd,
BroadcominPs :ED‘\EI’IB?DZEZ?
ClaudeiP D00CTEEFCEST
Cobra 000A795COSED
DenniziP 000CA3102715
Fiona-aAp 000C43356021

Step 4: Then, you can see the profile which you set appear in the profile list. Click “Activate”

to activate the profile setting.

- F D

Metwork Advanced Sta.ﬁistics VM WPS Fadio OnfOff  About

Profile List

nlb Profile Mame == PROF1
S50 > WLAR_SW
Metwork. Type =» Infrastructure
Authentication == WPA-PSK
Encryption == TKIP
Use 80Z.1% == NO
Channel == 9
Power Save tode == CAM
Tx Power == Auto
RTS Threshold »> 2347

Fragment Threshold > 2348

Edit Delete

Status »= WLAN_SW <--» 00-07-40-F 1-99-42

Extra Info =+ Link is Up [T=Power: 100%] ignal Strength 1 == Zdk
Channel == 9 <--> 2483 MHz Strenathd sy
Authentication == WPA-PSK

Encryption == TKIP

Network Type »+ Infrastrusture

Transmit
P Address =» 192, 165,10.44 Link Speed == 48,0 Mbps

Sub Mask. > 255, 255,255.0 Thraughput =» 0, 160 Khps
Default Gateway == 192, 168.10.1
HT

Receive

BW == nfa SHRD == nfa Link Speed »> 24.0 Mbps
Gl =* nfa MCS 53 nia SMR1 == nfa Throughput »» 7,376 Kbps




3.1.3 Network

Under the Network function, system will display the information of surrounding APs from last

scan result. List information includes SSID, BSSID, Signal, Channel, Encryption algorithm,

Authentication and Network type as below:

Sorted by =» & ssio @ Channel @ Signal [ Show dBm

AP List ==

_Shiang_28604P T2l
aaa iS
Alberty-200 e
4p e
P ap e
APPA b
asus @11

Broadcom @11
Buffalo 54 ol

Cobra &6

Rezcan Connect 4dd to Profile

81%
55%
Te%
5%

LS}

D -D -D

® & & ® ® 66 ® 6 5
LS

=

[Definition of each field]
SSID: Name of BSS or IBSS network

Network Type: Network type in use, infrastructure for BBS, Ad-Hoc for IBSS network

Channel: Channel in use.

Wireless Mode: AP support wireless mode. IT may support, 802.11b, 802.11g or 802.11n

wireless mode.
Security-Enable: Whether AP provides security-enabled wireless network

Signal: Receive signal strength of specified network

[lcons & Buttons]
’ => Indicate connection is successful.

ﬁ’ => Indicate network type is infrastructure mode.

ﬁ- =>» Indicate network type is Ad-Hoc mode.

= . . .
1 =» Indicate security-enabled wireless network.

=>» Indicate 802.11b wireless mode.
' => Indicate 802.11g wireless mode.

=>» Indicate 802.11n wireless mode.
Sorted by s> {3 55D @ Channel @ Siznal

AP lists are sorted by SSID, Channel, or Signal.

SR0asct . =» Command to connect to the selected network.

=> Indicate the




Rescan

= Issue a rescan command to wireless NIC to update information on

surrounding wireless network.

fdd to Profile ) . . . .
i i = Add the selected AP to Profile setting. It will bring up profile page and

save user’s setting to a new profile.

[Connected Network]

(1) When RauUl first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, He can click “Connect: button for the intended AP to
make connection.

(3) If the intended network has encryption other than “Not Use”, RaUl will bring up the security
page appropriate information to make the connection.

(4) When you double-click on the intended AP, you can see AP’s detail information.

3.1.4 Advanced

Wireless mode => |302, 11 BSGSH mix j [:] Enable CCX (Cisco Compatible eXtensions)

[ Turnon CCki
[[] Enable Radio Measurements
Enable T Burst D Mon-5erving Channel Meastrements imit m ms (0-2000)
Enable TCP Window Size
Fast Roaming at | 70 dBm
Shaow duthentication Status Dialog

Select Your Country Region Code

fo: cHi-11

Apply

Wireless Mode: Select wireless mode. 802.11B only, 802.11B/G mix, and 802.11B/G/N mix

modes are supported. (802.11 A/B/G mix selection item only exists for A/B/G adapter;

802.11B/G/N mix selection item only exists for B/G/N adapter; 802.11B/G/N mix selection item
only exists for A/B/G/N adapter.)
Wireless Protection: User can choose from Auto, On, and Off (Only 802.11n adapter don’t
support)

= Auto: STA will dynamically change as AP announcement

= ON: Always send frame with protection.

=> Off: Always send frame without protection.
TX Rate: Manually force the Transmit using selected rate. Default is auto. (802.11n wireless

card doesn't support.)




