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Federal Communication Commission Interference

Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the

user is encouraged to try to correct the interference by one of the following measures:

Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party

responsible for compliance could void the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired

operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:
This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm

between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other

antenna or transmitter.



The availability of some specific channels and/or operational frequency bands are country
dependent and are firmware programmed at the factory to match the intended destination.

The firmware setting is not accessible by the end user.

European Union Notice:
Radio products with the CE marking comply with the R&TTE Directive (1999/5/EC).
Compliance with these directives implies conformity to the following European Norms:
& EN 60950-1:2001+A11:2004 Product Safety
& EN 300 328 Technical requirement for radio equipment

& EN 301 489-1/-17 General EMC requirements for radio equipment
€ EN 50385
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1 INTRODUCTION

The Product
The product is based on the IEEE 802.11b/g stanadrith is the latest 54Mbps Wireless LAN (WLANpRBstlard.

Having this wireless protocols in one product eaghat your investments are protected, while enghlbu to enjoy
the fastest Wireless LAN speed.

This product model — the device could operate eiiisea Wireless LAN Access Point or Ethernet Bridgeale.

Key Features

| Fully compatibility with IEEE 802.11b/g WLAN staad]

i Utilize OFDM (Orthogonal Frequency Division Mulkgxing)

[ Wireless data rate of up to 108Mbps.

I Operates in the 2.4GHz license-free frequency band

i Industrial grade IP66 Casing

| Power over UTP cable DC supply

i WEP (Wired Equivalent Privacy). A simple WLAN encryptictandard to protect wireless data from sniffers.
[ WPA (WiFi Protected Access), for AP mode only. An imged WLAN encryption standard where the secret

key renew automatically at regular intervals.

»> TKIP (Temporal Key Integrity Protocol). A new encryptittiey will be generated by corporate
RADIUS server when a authorized wireless adapter/@ssociate with the Access Point. This
encryption key renew automatically at regular imiés. This is normally used in high security

enterprise networks.
> Pre Shared Key (WPA-PSK). A new key is generated each time a wireless adaotonects to
the Access Point. This normally used for home ugitout a RADIUS server.

| Remote AP list provides added security for AP mode.

i Protocol Filters provides security to the network
> IPX Filter
> Wireless Isolation. Each wireless user would not be able to see edwdr even though they are in

the same subnet. This is to protect the privasech user.

> Broadcast Filter

> Multicast Filter
I User-friendly web-based interface for managing emdfiguring the Access Point.
[ | QoS features for multimedia support - voice, vided audio.
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2 PACKAGE CONTENTS

Content of Package

Outdoor AP

48V DC combiner adaptor (PoE)

Power cord

Screw, washers and U-Bolts

Mounting brackets (for walls or pole mount)
Grounding wire

R1J45 water-proof plastic plug

CD-Rom (Utility and user guide)

Quick Install Guide

O NOU AWLMo

Note: Standard package may vary with model type and country. Using a combiner adaptor with a power rating other
than the one included in the package will cause serious damage to the Access Point and void the warranty for this

product.

System Requirementsfor Configuration

I Computers with Windows, Macintosh or Linux-basqmemting systems and with an Ethernet
adaptor.

E Internet Explorer version 5.5 and above or Netsdégégator that supports Java
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3 CONNECTION (HARDWARE)

5 ‘ RESET et
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Front/ Interface View

The figure below shows the LED Indicator of the ¥léiss LAN Access Point.

@22y @O

VENT RESET

VUV V VOV V VROV VvV VY
POWER (PWR):
This indicator lightggreenwhen the Access Point receives power. Otherwigerns off.

WLAN:
The indicator blinkindblue whiles the wireless LAN activity.

Rear/ Side view

The figure below shows the rear panel of the Ac&asat

The 4 holes at the rear of the Outdoor AP are deslidor mounting brackets installation, which irsd
within every package.
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PoE

The PoE is to get power source over Ethernet cdinme@lease unscrew the dust cap of the PoE canigt

plug your PoE power injector into position.

Remove the dust cap
RJ 45 Water-proof plug

installation.

Waterproof RJ45 plug
Field Installation
Guide

1. Check package contents
(*Ethernet Cable is not included)

/ Canle
= Sealing Mut

~dr
!Cﬂ'
~Clomp Ring
Jusk |
..... rew Nut
@ e

. Stmip the cable sheath. the recommended wire
gauge is 24AWG

—--‘ |-—12.0
=

3. Insert the seal mnto the reqr of the clamp ring.
Insert the gasket into the front end of the clamp

b2

4. Insert the body, the screw nut. the sealing nut
and clamp ring into stripped end af the cable

. Insert the gasket to the front end of the connector

and put the serew nut on the back.

" Connect clamp ring and sealing nut to the rear

of the connector and clamp ring. Hold the
assembly firmly and tighten by hand.

is included, please be selthat the Ethernet cable is not included fordfiel
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EXT

The EXT outlet allows connecting to higher gaineewal antenna based on specific requirements.

Unscrew the dust cap from the EXT outlet, and tymunhave to connect the cable to the EXT connector.

About EXT connector:
The EXT connector is designed with mechanical switenction that allows upgrading to higher gain

external antenna for better transmission performanc

WARNING:
Please do screw the cable male connector tightly to the EXT female connector, with this action, the
mechanical switch will automatically disable the built-in 9dBi directional antenna and the RF signal

will be guided to the chosen external antenna.

¥ To complete installation between the Outdoor AB @xternal antenna series, an additional acce$sory

required and has to be purchased separately liler ekternal antennas.
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The optional extension cable is with built-in sungetector, comes with N-male to N-male connector

interface, length 1meter long, please contact ylmeal reseller or distributor for further product

L ]

T o]

information

IMPORTANT NOTICE

The external connector for external antenna is with sophisticated mechanical switch inside; please
DO NOT screw any extension cables onto this EXT connector if there are no external antenna

connections.

Once the EXT connector is screwed with extension cable and it will automatically transfer your RF
signal from the built-in antenna to the chosen external antenna through the connected cable. Please

do the signal alignment from the exter nal antenna instead of the device side.

RESET

The Reset function is to reset the setting badkdtory default setting, once you press the “RESEtton
more than 5 seconds.
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VENT

Unscrew the dust cap from RESET button, and yousesna rod inside the Reset button; try to push the
rod and the rod inside until the feel of the totrlthe reset button

GORE Membrane Vent are used to enhance the ingretction (IP) of gasketed enclosures

Air and moister Out

N
°Q

.

©® \®
© © .
Q- = 66
vV v Voo Prevent theentry of

water and particles
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Har dwar e mounting instruction

Mounting
Instructions

£ R

1. Check contents
Mounting package confents:
+ WWall/ Pole Swivel Mounting Bracket
s Fasteners
1. 2x Wood Screws
1. 2x Wall / Gyprock Plugs
s 2y TI-Clamps, 4x nuts. 4x washers

2. Place the outdoor unit mounting bracket into the

seating and secure 1t with the screws and
washers provided.

(¥4

B

For pole mounting, (For wall mounting, please
skip to step 8) slide the two (2) enclosed pole
U-clamps around the pole.

Place the attached pole mounting bracket at
desired pole elevation and position. Note: Please
malke sure that the external antenna can reach
this cutdoor unit given your antenna cable
length.

__"U—L I——_~—_/:f

Secure the outdoor nnit mounting bracket to the
pole mounnng bracket using the nuts and
washers provided. Please adjust for proper
orientation.

Adjust the outdoor unit for correct tilt / vertical
orientation.
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12. Adjust the antenna for correct pan / horizontal

7. For wall mounting. use the wall bracketas a orientation.
template and mark the wall for the correct screw
/ fastener position, _
8. Dirill holes for the fastener plugs at the marked \
positions. 3

& Insert fastener plugs into the drilled holes

AR s | —

A g

10. Using the wood screws provided, please screw
the cutdoor unit / swivel mounting bracket fo the
fastener plugs i the wall. 13, Once the unit is positioned correctly, please

tighten all screws so that the antenna could

survive lugh wind velocity.

14. For optional outdoor external anfenna
wnstallations, and reference to anfenna system
components mcluding Antennas, Cables and
Surge Arrestor configuration, please reference
the Common User Guide included in the box.

11. Ingert the outdoor unit mounting bracket mto the
wall mounting bracket and secure with the
washers and screws provided
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4 BASIC IPNETWORKING

IP = Internet Protocol

IP stands for Internet Protocol. In an IP netwankery device has anique IP Address (For example: 192.168.10.35)
to identify itself. There are two ways of assigniag IP address to a PC or Router: Static and Auionf@HCP).
Static IP addresses are keyed-in manually, whiledbyic IP’s are distributed by a DHCP Server.

Ports

Every packet of traffic is identified by its Soure@d Destination Addresses, which would ensure ttatpacket
arrives at the correct destination. A Port Numkeraiso embedded in each packet; to identify whicfiware
application that generated and uses that packeteldre, if it blocks a certain port number, it @anthe particular

software from using the connection.

Static |P Address

Static IP addressing ensures that the device mithys have the same IP address. Static addressitgmimonly used

for your servers.

Dynamic |P Address

A dynamic IP address is one that is automaticalbigned to a PC. These IP addresses are “dynamicilise they are
only temporarilyleased to the PC when it connects to the netwdris iE the most convenient and common way of
managing IP addresses in a network. The Serventaatges this pool of IP addresses is called thE®Berver. The

product has a DHCP Server built-in to simplify tietwork management.

DHCP (Dynamic Host Configuration Protocol)
The PC obtaining an IP address from the Servealisccthe DHCP Client. If there is already a DHGEV@r running

on your network, you must disable one of the twodPHservers. Running more than one DHCP serverhegeiill

cause network problems!

Wireless LAN Basics

A Wireless LAN (WLAN) is a computer network thaaitrsmits and receives data with radio signals idstéaising
cables. WLAN has become common in homes, officeppds and public Hotspots. WLAN can support tlaene
applications and software that run on a wired netwi@AN). Besides supporting the same software amtttions,
WLAN brings greater convenience and eliminatesnibed to lay Ethernet cables in a home or office.

The AP can even support 108Mbps wireless data aat&urbo mode. This is only applicable for userngsi
recommended Turbo-capable Cardbus (with Athergssett).

WLAN networking involves a few additional parametéo be configured:
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SSID

The SSID is the “network name” for the WLAN netwoihe SSID is any name, and can be any set of cteasaor
numbers. The Client sniffs the radio frequenciesafo AP with the same SSID with itself. The clitattks onto the AP
and they aredssociated”.

To enable plug-and-play convenience, most clierdsaan sniff the frequencies to extract the abil&SID’s to let

the user choose from.

Encryption

WLAN traffic can be captured by anybody to be re@idé solution is to use encryption to make thefitrappear as
random characters to the eavesdropper. Both themPclient must use the same encryption standasidkap to
enable them to decode the “rubbish”. If the endoypsettings are mismatched, the client and AP @gaassociate.

WEP (Wired Equivalent Privacy) is the most commobhAM encryption standard.

Frequency

This device operates ithe 2.4GHz band. Depending on regulation, nothell ftequencies may be available in every
country. Frequency is configured on the AP onlye Thent searches for the AP and locks onto thas ARannel.

Signal Strength
Radio signals drop in power over a distance. Efaill the settings are correct, low signal strengtikes association

impossible. The usable distance between the APchet can range from a few meters indoor to a kew When

setting up the client, make sure that you:

I Keep at a distance between the AP and the clients.
| Make sure that the WLAN signals do not have tesphsough too many concrete walls and metal

structures to reach the client.

| Make sure that clients are located far away from another to avoid interference.
i Make sure that there is line of sight betweenAReand client device.
Interference

Interference happens when 2 clients with the sama@mnels are placed near to one another. The spebd petwork

drops and the signal strength fluctuates wildly.

Roaming

Association happens when the SSID, Encryption adCM\ddress Control settings are correct betweenAReand
client. If 2 AP’s with these same settings are tedan the same area, the client would choosedocéste to the one
which gives it a better signal strength. The cliotld roam over to the 2nd AP when he moves neangr The client

switches AP and frequency as he does so.
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5 GETTING STARTED

Connect the network as shown previously.

et

e

>

If your PC iswireless, check the PC’s card utility to make sure thatdigmal strength is good ar

that the bottom LED lights up on the AP.

Open a Web browser (Internet Explorer, Netscapg. etc
Type the AP LAN IP(192.168.1.20) address into the browser’'s Address field. The wWiefaAN IP address is

192.168.1.20.
Qe - @  [x] ]
ddress @] http:f192.168.1.20{

6 CONFIGURATION MENU

- =

8| | Search

In every Web Configuration page, the left panethis navigation menu containing the main sectio® fight-side

frame is where the detailed configuration is done.

Navigation
Panel

sic

Site Survey
Administration
IP Configuration

Ciperation Mode

Advanced

Radio Setting
Security Setting
MAC Addr Control
Protocol Filter
*HMP Configuration
Miscellaneous

Status

IP Mode:

1P Address:
Subnet Mask:
Gateway Address:

S5ID:
Wireless Mode:
Radio Frequency:

Operation Mode:

Security Method:
Systen MAC Address:

o

Configuration
Static IP Mode
192.168.1.20

Panel

255.255.25
0.0.

11g

11g

2412 MHz (Channel 1)
Access Point

None
00:06:c7:01:1a:3d
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Basic = Site Survey

—
Basic -=> Site Survey REBOOT AP

Site Survey: Displays the MAC address, RSSI, SSID and the oblasfrother AP.

Basic 2Administration

This page allows you to change the Username ansiW@ad for admin user/end user. The default usernanaeémin
and password is admin. After every factory reskg Username and Password reverts to this combmatio
view/upgrade firmware version, you need to closis ttonfiguration page. Then you have to login asuaer
user/system administrator in the configuration pagain. The default username is super and passwauper. After
every factory reset, the Username and Passwordtseteethis combination. Refer to super user irtttoms for more
info.

Device Mame:
User Mame: | admin

Password: (TTTI1]

The username and password are case sensitive.

Remember that after every configurations changed, it is
necessary to update and reboot the AP for changes to
take effect.
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Basic 1P Configuration

This page allows you to choose the type of IP

——
Basic - IP Configuration REBOOT AP

IP Mode: Static P & Dynamic IP (OHCP Clienty O

Basic

Site Survey
Administration
IP Configuration

Operation Mode IP Address: 132 | 168 | 1 .20

Subnet Mask: #5h 255 65 1]
Advanced : ' :

Radio Setting Default Gateway Address: 0 .0 0 .0

Static IP mode: When you boot up the AP for the first time, itiisStatic mode. You assign a Static IP to the Rire
default IP address, subnet mask and gateway mad®ar168.1.20, 255.255.255.0 and 0.0.0.0.
DHCP mode: the AP will obtain an IP Address from an upstrdaRCP Server.

H}\& When in DHCP client mode, these 4 columns showRleettings obtained from the network.

A
'

Basic >Operation Mode

—
Basic -=> Operation Mode REBOOT AP

Operation Mode: (&) Access Point () Ethernet Bridge
ssib: |11g Suppress 551D: [
Wireless Mode: | 2.4GHz BdMbps (B02.11g) D
Radio Frequency: | 2412MHz (Channel 1) [

WDS: Enable Disable Disable (Multiple PCs Support)

Advanced Settings:

Remote AP MAL Lisk:

Distance; 46 Km D
Remote AP MALC 1:

Hotes: Remote AP MALC 2:
For directional antenna, pleassa
adjust the antenna to gain better Remote AP MAC 3:

performance.

Ankenna Adjust

Motes: AlNMOD00:00:00:00:00" means allow ANY
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Operation Mode: TEW-455APBOoperates &8ireless LAN Access Point or Ethernet Bridge mode

Wireless Bridge is used when it is not advisabléatoan Ethernet line over a distance. Two AP’s banset up to
connect over this distance, acting as the wiredae.

SSID: Service Set Identifier. It is a sequence of ctiara that uniquely names a Wireless LAN. This nafteevs PCs

to connect to the correct Wireless Access Pointrwhaltiple Access Points operate in the same looaffhe default
SSID isl1lg.

WirelessMode: The AP or Bridge operates in the frequency o6GH4 for 802.11g.

Radio Frequency: There are different frequency channels dependimthe country of use. You can choose to set the
frequency channel to use or use SmartSelect fonzatic channel selection.

WDS: Enable or disable or disable with multiple PC sahpVhen WDS enabled, all PC connected to bridBe¢An
communicate with each other. When the WDS is deshlibnly PC connected to the bridge/AP can comnateiwith
each other. When disabled with multiple PC sup@t?C connected to bridge/AP can communicate edtth other,
even if the AP cannot support WDS.

Advance Settings: This is to set the distance for bridging. Theadéifdistance is 4-6km.

Remote AP MAC List: The Bridge will only associate with AP whose MA@dress is in the list. It is essential to type
in the MAC address of the AP without any spacinframt or behind it.

1. Make sure you are brovwsing this padge through an directly connected Ethernet wire.
2. Pleasze adjust the antenna until yvou achieve minirmum of Good signal gquality

3. Forclient mode pls  generate some traffic between AP and Bridge, Eg: For bridge
with [P "192168.1.33", run "ping 192 168.1.33 -1-110000" &t command prompt

D MAC Address Signal Quality
1 00:06:C7:01:00:4F Average(22)
z 0006;C7 1407 6C Excellent{46)

This page shows the MAC Address and Signal Qualitthe units associated to the AP. For long disamgdging,

make sure that you get at least a “good” signalityufar desired performance.

Do not insert any spacing in front or behind the ®address when using Remote AP MAC List,
Failing to do so will cause the bridge unable toagte with the intended AP.
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Advanced > Security Setting

This section allows you to configure wireless eptign to prevent unwelcome parties from readingrywaffic.

Authentication can also be configured to block méis from accessing your network.

.
Advanced -> Security Setting REBOOT AP

Security Mode: (%) pisabled O wer O wpa_prsk ) wpPa

Disable: No wireless security.

WEP: Select to apply WEP security.
WPA-PSK: Select to apply WPA-PSK security.
WPA: Select to apply WPA security.

WEP Security

—
Advanced -> Security Setting Update REBOOT AP

Security Mode: ) Disabled & WEP O wWPA_PSK O WPA

Authentication Method: (%) open O wep

Key Entry Method: () Hexadecimal () Ascii Text

Default

Shared Encryption Key Key Length
Key

O o1 MNone

O 2 MNone

O 3. MNaone

O a4 MNone

Key Entry Method: Choose Hexadecimal if you want to enter the Kieyhexadecimal format. Otherwise, choose
ASCII Text to enter the Key in ASCII format. ASG8H also called Alphanumeric in some systems. Usesttime key
format for the AP and Client!

Encryption Key: Enter the encryption key.

Key Length: Choose the number of bit for the encryption key.

INDne ;j

B4 bit (10 hewx digits! b ascii keys)
125 hit (26 hex digits,/1 4 ascii keys) |
dicits/16 ascikevsy
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Hexadecimal Characters:
0,1,2,3,4,5,6,7,8,9 and a,b,c,d,ef

o

ASCII| Characters:

%
s
~— lo012,....89and
a,b,cd,......... X,Y,Z
WPA-PSK Security
Security Mode: ) pisabled O wep & wra_psk O wra
PassPhrase:

Cipher Type: | TEIFP

AES

PassPhrase: Key in the 8-64 character for PSK.
Cipher Type: Choose Auto, TKIP or AES.

WPA Security

Security Mode: () pisabled O wer O wPa_PSK &) wPA

RADIUS Server IP:
RADIUS Server Port: | 15812
RADIUS Secrek:
Key Update Interval: |1300

Cipher Type: | Auto

2.4GHz Key Source: Lgcal Remote [ ]

RADIUS Server |P: Enter the IP Address of the RADIUS Server (foR 8% authentication purposes). This is used
only when you have a RADIUS Server and want toiufse authenticating the Wireless Clients. Almafithomes and
many offices do not have a RADIUIS Server. Thestngs are for advanced users only.

RADIUS Port: Enter the port number of the RADIUS Server.

RADIUS Secret: Enter the Shared Secret of the RADIUS Serverly(@®02.1x protocol is used)

Key Update Interval: Specify the interval in milliseconds. The defaali800.

Cipher Type: Choose Auto, TKIP or AES.

2.4GHz Key Source: Specify the location of the key storage. (Onlg®2.1x is used.) If you are using PSK or Pre-

shared key, select local.
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Advanced >MAC Address Control

This is only use when the AP is operating in therAdtle.

MALC Addr Control:  (3)Epable () Disable

MAC Address: | 00:00:00:00:00:00

Allowed MAC Address List:

MAC Address Control: Enable or Disable MAC addresses Control.
MAC Address. Enter the MAC address of the client.
Allowed MAC Address List: Reflects the MAC addresses of the clients thadipwed to associate with the AP.

Advanced > Protocol Filter

———————
Advanced - Protocol Filter REBOOT AP

Filter IPX Packet:

OO

Wireless Isolation:

Enable Broadcast Filter: [ ]

Broadcast Number Allowed: {10-200)

Enable Multicast Filter:

Multicast Number Allowed: |30 {10-50)

Enable Bandwidth {QoS): [ ]
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Filter IPX Packet: Selecting this option will disallow all IPX packetb pass through.

Wireless I solation: Selecting this option will disallow wireless alis associated with this device to communicate with
each other.

Enable Broadcast Filter: Selecting this option will filter off out broaddastorm.

Broadcast Number Allowed: Select a number in between 10 to 200.

Enable M ulticast Filter: Selecting this option will filter off out multicastorm.

Multicast Number Allowed: Select a number in between 10 to 50.

Enable Bandwidth (QoS): Selecting this option will limit the bandwidth orCP/IP data based on the number entered
in the textbox.

Bandwidth Allowed: Select a number in between 6144 to 7077888 bytes.

Advanced =>SNMP Configuration

———————
ARdvanced -> SMNMP Configuration REBOOT AP

Enable SNMP: [ ]

Read Community String:

Write Community Sktring:

System Contact:

System Location:

Enable SNM P: Selecting this option will enable the SNMP feature.

Read Community String: The SNMP Client with this “passphrase” will hawRead” access.
Write Community String: The SNMP Client with this “passphrase” will haw&/fite” access.
System Contact: To set the MIB2 sysContact OID value.

System L ocation: To set the MIB2 sysLocation OID value.
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Advanced 2>Miscellaneous

—————
Advanced - Miscellaneous REBOOT AP

Enable Telnet:

Save Configuration to Local Device: | Save

Restore Configuration from Local Device: Restore & Reboot ]

Factory Rebootk ]

Revert to Factory setting:

Save Configuration to Local PC: | Save

Configuration File on Local PC:

Restore Configuration from Local PC: Reskore

Enable Telnet: Disable/enable Telnet access to this device.

Save configuration to local device: After you have successfully configured the APy y@an save this “Good Config”
into device memory.

Restor e configuration from local device: To retrieve previous “Good Config” to restore the back to the working
setting that was previously saved.

Revert to factory setting: If you have even forgotten the password to get the configuration pages, you would have
to do a Factory Reset to the AP.

Save configuration to local PC: After successfully configured the AP, save th&obd Config” into the computer
system.

Configuration file on local PC: Browse to the location of the saved “Good Configthe computer system.

Restor e configuration from local PC: Allow restoring back to the “Good Config” fromdltomputer system.
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Status - System Status
This page presents a convenient overview of theathaatus of the AP.

The most common configuration parameters are shws®, for a quick look

—
Status - System Status REBOOT AP

IP Mode: Static IP Mode
IP Address: 192.168.1.20
Subnet Mask: 255.255.255.0
Gateway Address: 0.0.0.0

osID: 11g
Wireless Mode: 11g
Radio Frequency: 2412 MHz {Channel 1)
Operation Mode: Access Point

Security Method: Mone
System MAC Address: 00:06:c7:01:1a:3d

Status 2> Association Status

This page presents an overview of the MAC addressSignal Strength of all clients connected to Atfre through

Ethernet or wireless. The signal strength is tigm&ito Noise ratio (SNR) and it is measured in dBm

—
Status -> Association Status REBOOT AP

ID M™AC Address State Signal Strength THMum RxMum T Rate

Status > Super User

This page allows you to change the Username ansiW@as for admin user/end user. The default usernanseper
and password is super. After every factory rebetUsername and Password reverts to this combmatiee AP does

not allow you to set the same Username for bothiradmd super users.

—————
Super User -= Super User REBOOT AP

User Mame: |SUpEr

Password: [TTIY]

Pg 21 of 30



Status - Firmware Upgrade

This page allows you to update the firmware (sofejan the AP. New firmware are issued to improbe t

performance and add features to the product.

The new firmware will be name “apimg1”.
1. Save the file in your PC.

L
Super User -= Firmware Upgrade REBOOT AP

Attention: {mproper actions will damage the system)
® Flease upload the correct firmuware
Flease OO0 NOT poveer off ar disconnect during uploading

FPlease OO MOT close the browser during uploading
Flease OO0 MOT navigate to a different location
Uploading may take ower 30 seconds depending on the bandwidth

Enter the file name you want to upload:

Browse to the file with the name “apimgl”.
Click onUpload.

Reboot the AP and the process is complete.

a bk oDn

After reboot perform a default factory setting.

Do not change the filename of the new firmware. Niemware with filename other than “apimgl” will gse the
process to fail.

Status 2 Firmware Version

This page presents information of the firmware iogrof the AP.

-
Super User -> Firmware ¥Yersion REBOOT AP

Access Point Web Server

LOGOLESS AP software M1061-100-CO0-HO)-V1.8.9B3P 1
BSP 3.1.1.54
Built on Dec 19 2007, 09:47:13
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OUTDOORAPUTILITY INSTALLATION

Introduction

The Outdoor AP utility is an easy-to-use softwdrattallows an Administrator to quickly configureethP at first

boot-up. The QS Utility only communicates with autized Access Points and Bridge. The Utility allotive devices

to be monitored and configured even if they alléhthe same default IP Address at first boot-upr afisallation.

WAN/Internet

Wireless Client

PC Requirement

X86 based CPU, 600Mhz & above
128 MB RAM

1.5 MB hard disk space

Ethernet port / Wireless LAN adapter
Windows 2000 and above

Installation

Step one

Double click on the filesetup.exe and clickNext to continue.

QS PC
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y - InstallShield Wizard x|

Welcome to the InstallShield Wizard for
Outdoor AP Utility

The Installshield{R) Wizard will install Outdoor AP Ltility on
waur computer, To continue, click Mext,

WARNING: This program is protected by copyright lavw and
international treaties.

Cancel |

Step two
Click Next to accept the default installation directory. tfuywish to change the installation directory, clmk the
Change button to select a new directory.

i'._% Outdoor AP Utility - InstallShield Wizard

Destination Folder

Click Mext to install bo this Folder, or click Change to install ko a different Folder,

G Install Cukdoor AP Lkility to:
Zi\Program Files TREMDnet!, TEMW-455APEO Oubdoor AP Likilityh, Change... |

ImstallShield

Cancel |

< Back
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Step three

{i& Dutdoor AP Utility - InstallShield Wizard

Ready to Install the Program

The wizard is ready to begin installation,

Click Install to begin the installation.

IF wou want ko review or change any of wour inskallation settings, click Back, Click Cancel to
exit the wizard,

Imskallshield
< Bark Cancel
Click Install to do the actual installation
i;% Outdoor AP Utility - InstallShield Wizard o ]

Installing Outdoor AP Utility

The program features vou selecked are being installed.

Flease wait while the InstallShield Wizard installs Subdoor AP Llity, This
rnay take several minutes.
Skakus:
ENERENRENRNNRENEN
ImstallShield
< Back Mt =
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Step four

Click Finish to exit the installation wizard.

fi Dukdoor AP Utility - InstallShield Wizard

InstallShield Wizard Completed

Ltility, Click, Finish to exit the wizard.,

The Installshield Wizard has successfully installed Qukdoor AP

= Back

Cancel |

Pg 26 of 30



8

OuTDOORAPUTILITY USER GUIDE

Outdoor AP Utility Icon

Click on the desktop ico®utdoor AP Utility to start the application.

Il x4

File Yew Tools Help

|® 2%

Type | MAC | 1P | Mask Gatewa |Deviame |ssio | ch | oHoP | Rebocot
4 O0:08:cTi00:29,.,  192.168.1.175  255.255.255.0  192.188.1.254 n O o3

1| | B
Ready 1 0 v

Parameter s Display in Utility

The Utility displays the following parameters tlsgan be changed.

2 T o

IP Address
Subnet Mask
Gateway
Device Name
Channel
DHCP/Static IP

Username and Password of Utility

If the username/password of the Devices have béamged, the QS Utility has to be updated with tberect
username and password. If the username/passwdite d@S Utility and the Device is different, QS uilwill not

operate as desire.

Faszward: :[ Cancel
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M aking Changes

The changes are directly applied in the Utility.

DevMame |ch | oHoP |
Ip ] Mask Gatewd m r
[10.0.0./E8 T |255.255.255.0 10,0.0 =
ps 7 A
8
o
11 ¥

It does not matter if all the devices have the s#maddress. The QS Utility identifies them uniguély their MAC

Addresses.

Type | MAC |
& 00i0Eic7 140873

Updating Changes

After the necessary changes have been made, thanisthator can apply the changes to the AP. ChectheReboot
Checkbox and click on thdpdate button to reboot the device.

) 4

Multiple devices can be updated all at once. Uselaft click to select multiple entries or typerleA to select all

entries. Click on Update button to begin the upgateess.

To refresh the view, use tirénd button [Tuns®
Pinging the Device

The QS Utility can also be used to ping a selebBxedce to check the connectivity.

Host:] _'J Hetries:| Sﬂ

nging [10.0.0.101] with 32 bytes of data:

eply[1] from: 10.0.0.101: bytes=32 time=0ms TTL=128
Q Reple[2] from: 10.0.0.107: bytes=32 time=0ms TTL=125
= Reply[3] from: 10.0.0.107; bytes=32 time=0ms TTL=128
.: Feply(4] from: 10.0.0.107: bytes=32 time=0ms TTL=128
Q Feplw[5] from: 10.0.0.107; byutes=32 time=0ms TTL=128

Fing | Cloze
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Professional installation instruction

1. Installation personal
This product is designed for specific application and needs to be installed by a qualified personal

who has RF and related rule knowledge. The general user shall not attempt to install or change
the setting.

2. Installation location
The product shall be installed at a location where the radiating antenna can be kept 20 cm from

nearby person in normal operation condition to meet regulatory RF exposure requirement.

4. Installation procedure

Please refer to user's manual for the detail.

3. External antenna,
Use only the antennas which have been approved by RFNet Technologies Pte Ltd. The non-approved
antenna(s) may produce unwanted spurious or excessive RF transmitting power which may lead

to the violation of FCC limit and is prohibited.

5. Warning
Please carefully select the installation position and make sure that the final output power does not
exceed the limit set force in US Rule CFR 47 part 15 section 15.247. The violation of

the rule could lead to serious federal penalt.
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