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Settings

Introduction
Customise device settings. You can make your device more personalised by configuring 
various setting options.

Launch the Settings app.

To search for settings by entering keywords, tap .

Connections

Options
Change settings for various connections, such as the Wi-Fi feature and Bluetooth.

On the Settings screen, tap Connections.

• 	WLAN: Activate the Wi-Fi feature to connect to a Wi-Fi network and access the Internet or 
other network devices. Refer to WLAN for more information.

• 	Bluetooth: Use Bluetooth to exchange data or media files with other Bluetooth-enabled 
devices. Refer to Bluetooth for more information.

• 	Tablet visibility: Allow other devices to find your device to share content with you. When 
this feature is activated, your device will be visible to other devices when they search for 
available devices using their Transfer files to device option.

• 	Data usage: Keep track of your data usage amount and customise the settings for the 
limitation. Set the device to automatically disable the mobile data connection when the 
amount of mobile data you have used reaches your specified limit.
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• 	Flight mode: Set the device to disable all wireless functions on your device. You can use 
only non-network services.

Follow the regulations provided by the airline and the instructions of aircraft 
personnel. In cases where it is allowed to use the device, always use it in flight 
mode.

• 	Mobile Hotspot and Tethering: Use the device as a mobile hotspot to share the 
device’s mobile data connection with other devices when the network connection is not 
available. Connections can be made via Wi-Fi, USB, or Bluetooth. Refer to Mobile Hotspot 
and Tethering for more information.

• 	Mobile networks: Configure your mobile network settings.

• 	Location: Change settings for location information permissions.

• 	More connection settings: Customise settings to control other features. Refer to More 
connection settings for more information.

WLAN
Activate the Wi-Fi feature to connect to a Wi-Fi network and access the Internet or other 
network devices.

Turn off Wi-Fi to save the battery when not in use.

Connecting to a Wi-Fi network

1	 On the Settings screen, tap Connections → WLAN, and then tap the switch to activate it.

2	 Select a network from the Wi-Fi networks list.

Networks that require a password appear with a lock icon. Enter the password and tap 
CONNECT.

• 	Once the device connects to a Wi-Fi network, the device will reconnect to that 
network each time it is available without requiring a password. To prevent the 
device connecting to the network automatically, select it from the list of networks 
and tap FORGET.

• 	If you cannot connect to a Wi-Fi network properly, restart your device’s Wi-Fi feature 
or the wireless router.
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WLAN Direct
Wi-Fi Direct connects devices directly via a Wi-Fi network without requiring an access point.

1	 On the Settings screen, tap Connections → WLAN, and then tap the switch to activate it.

2	 Tap WLAN Direct.

The detected devices are listed.

If the device you want to connect to is not in the list, request that the device turns on its 
Wi-Fi Direct feature.

3	 Select a device to connect to.

The devices will be connected when the other device accepts the Wi-Fi Direct connection 
request.

Sending and receiving data

You can share data, such as contacts or media files, with other devices. The following actions 
are an example of sending an image to another device.

1	 Launch the Gallery app and select an image.

2	 Tap  → WLAN Direct and select a device to transfer the image to.

3	 Accept the Wi-Fi Direct connection request on the other device.

If the devices are already connected, the image will be sent to the other device without 
the connection request procedure.

Ending the device connection

1	 On the Settings screen, tap Connections → WLAN.

2	 Tap WLAN Direct.

The device displays the connected devices in the list.

3	 Tap the device name to disconnect the devices.
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Bluetooth
Use Bluetooth to exchange data or media files with other Bluetooth-enabled devices.

• 	Samsung is not responsible for the loss, interception, or misuse of data sent or 
received via Bluetooth.

• 	Always ensure that you share and receive data with devices that are trusted 
and properly secured. If there are obstacles between the devices, the operating 
distance may be reduced.

• 	Some devices, especially those that are not tested or approved by the Bluetooth 
SIG, may be incompatible with your device.

• 	Do not use the Bluetooth feature for illegal purposes (for example, pirating copies 
of files or illegally tapping communications for commercial purposes).
Samsung is not responsible for the repercussion of illegal use of the Bluetooth 
feature.

Pairing with other Bluetooth devices

1	 On the Settings screen, tap Connections → Bluetooth, and then tap the switch to 
activate it.

The detected devices will be listed.

2	 Select a device to pair with.

If the device you want to pair with is not on the list, set the device to enter Bluetooth 
pairing mode. Refer to the other device’s user manuals.

Your device is visible to other devices while the Bluetooth settings screen is open.

3	 Accept the Bluetooth connection request on your device to confirm.

The devices will be connected when the other device accepts the Bluetooth connection 
request.
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Sending and receiving data
Many apps support data transfer via Bluetooth. You can share data, such as contacts or media 
files, with other Bluetooth devices. The following actions are an example of sending an image 
to another device.

1	 Launch the Gallery app and select an image.

2	 Tap  → Bluetooth, and then select a device to transfer the image to.

If your device has paired with the device before, tap the device name without confirming 
the auto-generated passkey.

If the device you want to pair with is not in the list, request that the device turns on its 
visibility option.

3	 Accept the Bluetooth connection request on the other device.

Unpairing Bluetooth devices

1	 On the Settings screen, tap Connections → Bluetooth.

The device displays the paired devices in the list.

2	 Tap  next to the device name to unpair.

3	 Tap Unpair.
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Mobile Hotspot and Tethering
Use the device as a mobile hotspot to share the device’s mobile data connection with other 
devices when the network connection is not available. Connections can be made via Wi-Fi, 
USB, or Bluetooth.

On the Settings screen, tap Connections → Mobile Hotspot and Tethering.

You may incur additional charges when using this feature.

• 	Mobile Hotspot: Use the mobile hotspot to share the device’s mobile data connection 
with computers or other devices.

• 	Bluetooth tethering: Use Bluetooth tethering to share the device’s mobile data 
connection with computers or other devices via Bluetooth.

• 	USB tethering: Use USB tethering to share the device’s mobile data connection with 
a computer via USB. When connected to a computer, the device is used as a wireless 
modem for the computer.

Using the mobile hotspot
Use your device as a mobile hotspot to share your device’s mobile data connection with other 
devices.

1	 On the Settings screen, tap Connections → Mobile Hotspot and Tethering → Mobile 
Hotspot.

2	 Tap the switch to activate it.

The  icon appears on the status bar. Other devices can find your device in the Wi-Fi 
networks list.

To set a password for the mobile hotspot, tap  → Configure Mobile Hotspot and select 
the level of security. Then, enter a password and tap SAVE.

3	 On the other device’s screen, search for and select your device from the Wi-Fi networks 
list.

4	 On the connected device, use the device’s mobile data connection to access the Internet.
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More connection settings
Customise settings to control other features.

On the Settings screen, tap Connections → More connection settings.

• 	Nearby device scanning: Set the device to scan for nearby devices to connect to.

• 	Printing: Configure settings for printer plug-ins installed on the device. You can search 
for available printers or add one manually to print files. Refer to Printing for more 
information.

• 	Download booster: Set the device to download files larger than 30 MB, faster via Wi-Fi 
and mobile networks simultaneously. Refer to Download booster for more information.

• 	VPN: Set up virtual networks (VPNs) on your device to connect to a school or company’s 
private network.

• 	Ethernet: When you connect an Ethernet adaptor, you can use a wired network and 
configure network settings.

Printing
Configure settings for printer plug-ins installed on the device. You can connect the device to a 
printer via Wi-Fi or Wi-Fi Direct, and print images or documents.

Some printers may not be compatible with the device.

Adding printer plug-ins

Add printer plug-ins for printers you want to connect the device to.

1	 Search for a printer plug-in in Galaxy Apps.

2	 Select a printer plug-in and install it.

3	 On the Settings screen, tap Connections → More connection settings → Printing.

4	 Select the printer plug-in and tap the switch to activate it.

The device searches for printers that are connected to the same Wi-Fi network as your 
device.

5	 Select a printer to add.

To add printers manually, tap  → Add printer.
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Printing content

While viewing content, such as images or documents, access the options list, tap Print →  
→ All printers..., and then select a printer.

Printing methods may vary depending on the content type.

Download booster
Set the device to download files larger than 30 MB, faster via Wi-Fi and mobile networks 
simultaneously. A stronger Wi-Fi signal will provide a faster download speed.

On the Settings screen, tap Connections → More connection settings → Download 
booster.

• 	You may incur additional charges when downloading files via the mobile network.

• 	When you download large files, the device may heat up. If the device exceeds a set 
temperature, the feature will turn off.

• 	If network signals are unstable, the speed and performance of this feature may be 
affected.

• 	If the Wi-Fi and mobile network connections have significantly different data 
transfer speeds, the device may use only the fastest connection.

• 	This feature supports Hypertext Transmission Protocol (HTTP) 1.1 and Hypertext 
Transmission Protocol Secure (HTTPS). The feature cannot be used with other 
protocols, such as FTP.
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Sounds and vibration

Options
Change settings for various sounds on the device.

On the Settings screen, tap Sounds and vibration.

• 	Sound mode: Set the device to use sound mode, vibration mode, or silent mode.

• 	Vibrate while ringing: Set the device to vibrate and play a ringtone for incoming calls.

• 	Use Volume keys for media: Set the device to adjust the media volume level when you 
press the Volume key.

• 	Volume: Adjust the volume level for call ringtones, music and videos, system sounds, and 
notifications.

• 	Vibration intensity: Adjust the force of the vibration notification.

• 	Ringtone: Change the call ringtone.

• 	Vibration pattern: Select a vibration pattern.

• 	Notification sounds: Change the notification sound.

• 	Do not disturb: Set the device to mute incoming calls, notification sounds, and media, 
except for allowed exceptions.

• 	Touch sounds: Set the device to sound when you select an app or option on the 
touchscreen.

• 	Screen lock sounds: Set the device to sound when you lock or unlock the touchscreen.

• 	Charging sound: Set the device to sound when it is connected to a charger.

• 	Vibration feedback: Set the device to vibrate when you tap the buttons on the 
navigation bar and for other actions, such as tapping and holding items.

• 	Dialling keypad tones: Set the device to sound when you tap the buttons on the keypad.

• 	Keyboard sound: Set the device to sound when a key is touched.

• 	Keyboard vibration: Set the device to vibrate when a key is touched.

• 	Sound quality and effects: Configure additional sound settings.

You can also activate the surround sound mode. Refer to Dolby Atmos (surround sound) 
for more information.

• 	Separate app sound: Set the device to play media sound from a specific app on the 
connected Bluetooth speaker or headset separate from the sound of other apps. For 
example, you can listen to the Navigation app through your device’s speaker while 
listening to playback from the Music app through the vehicle’s Bluetooth speaker.
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Dolby Atmos (surround sound)
Select a surround sound mode optimised for various types of audio, such as movies, music, 
and voice. With Dolby Atmos, you can experience moving audio sounds that flows all around 
you.

On the Settings screen, tap Sounds and vibration → Sound quality and effects → Dolby 
Atmos, tap the switch to activate it, and then select a mode.

Notifications
Change the notification settings for each app.

On the Settings screen, tap Notifications.

To display icon badges, tap the App icon badges switch to activate it. To change the badge 
style, tap App icon badges.

With number Without number

To customise notification settings for more apps, tap ADVANCED and select an app.



Settings

162

Display

Options
Change the display and the Home screen settings.

On the Settings screen, tap Display.

• 	Brightness: Adjust the brightness of the display.

• 	Auto brightness: Set the device to keep track of your brightness adjustments and apply 
them automatically in similar lighting conditions.

• 	Blue light filter: Activate the blue light filter and change the filter settings. Refer to Blue 
light filter for more information.

• 	Font and screen zoom: Change the screen zoom setting or font size and style.

• 	Screen mode: Change the screen mode or adjust the display’s colour. Refer to Changing 
the screen mode or adjusting the display colour for more information.

• 	Home screen: Change the Home screen settings.

• 	Icon frames: Set whether to display shaded backgrounds to make icons stand out.

• 	Status bar: Customise the settings for displaying notifications or indicators on the status 
bar.

• 	Navigation bar: Change the navigation bar settings. Refer to Navigation bar (soft 
buttons) for more information.

• 	Screen timeout: Set the length of time the device waits before turning off the display’s 
backlight.

• 	Block accidental touches: Set the device to prevent the screen from detecting touch 
input when it is in a dark place, such as a pocket or bag.

• 	Screensaver: Set the device to launch a screensaver when the device is charging or 
connected to a dock. Refer to Screensaver for more information.

• 	Double tap to wake up: Set the device to turn on the screen by double-tapping 
anywhere on the screen while the screen is turned off.
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Blue light filter
Reduce eye strain by limiting the amount of blue light emitted by the screen.

While you are watching HDR videos from HDR-exclusive video services, the blue light 
filter may not be applied.

1	 On the Settings screen, tap Display → Blue light filter, and then tap the Turn on now 
switch to activate it.

2	 Drag the adjustment bar to adjust the filter’s opacity.

3	 To set the schedule to apply the blue light filter to the screen, tap the Turn on as 
scheduled switch to activate it and select an option.

• 	Sunset to sunrise: Set the device to apply the blue light filter at night and turn it off in 
the morning, based on your current location.

• 	Custom schedule: Set a specific time to apply the blue light filter.

Changing the screen mode or adjusting the display colour
Select a screen mode suitable for viewing movies or images, or adjust the display colour to 
your preference. If you select the Adaptive display mode, you can adjust the display colour 
balance by colour value.

Changing the screen mode
On the Settings screen, tap Display → Screen mode and select a mode you want.

• 	Adaptive display: This optimises the colour range, saturation, and sharpness of your 
display. You can also adjust the display colour balance by colour value.

• 	AMOLED cinema: This is suitable for watching videos.

• 	AMOLED photo: This is suitable for viewing images.

• 	Basic: This is set as default and is suitable for general use.

• 	You can adjust the display colour only in Adaptive display mode.

• 	Adaptive display mode may not be compatible with third-party apps.

• 	You cannot change the screen mode while applying the blue light filter.
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Optimising the full screen colour balance
Optimise the display colour by adjusting the colour tones to your preference.

When you drag the colour adjustment bar towards Cool, the blue colour tone will increase. 
When you drag the bar towards Warm, the red colour tone will increase.

1	 On the Settings screen, tap Display → Screen mode → Adaptive display.

2	 Adjust the colour adjustment bar under Full screen colour balance.

The colour balance of the screen will be optimised.

Adjusting the screen tone by colour value
Increase or lower certain colour tones by adjusting the Red, Green, or Blue value individually.

1	 On the Settings screen, tap Display → Screen mode → Adaptive display.

2	 Tick Advanced options.

3	 Adjust the Red, Green, or Blue colour bar to your preference.

The screen tone screen will be adjusted.
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Screensaver
You can set to display images as a screensaver when the screen turns off automatically. The 
screensaver will be displayed when the device is charging or connected to a dock.

1	 On the Settings screen, tap Display → Screensaver and tap the switch to activate it.

2	 Select an option.

If you select Photo Frame, a slideshow with selected images will start. If you select Photo 
Table, selected images will appear as small cards and overlap.

3	 Tap  to select albums for displaying images.

4	 When you are finished, tap the Back button.

To preview the selected option, tap PREVIEW.

When you tap the screen while your screensaver is displayed, the screen will turn on.

Wallpaper
Change the wallpaper settings for the Home screen and the locked screen.

On the Settings screen, tap Wallpaper.
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Advanced features
Activate advanced features and change the settings that control them.

On the Settings screen, tap Advanced features.

Excessive shaking or an impact to the device may cause an unintended input for 
some features using sensors.

• 	S Pen: Change the settings for using the S Pen. Refer to S Pen features for more 
information about Air view and Screen off memo.

• 	Samsung DeX: Set the device to use like a computer. Refer to Samsung DeX for more 
information.

• 	Accessories: Change the accessory settings.

• 	Daily Board: Set the device to show a slideshow with selected images. Refer to Daily 
Board for more information.

• 	Smart stay: Set the device to prevent the display from turning off while you are looking 
at it.

• 	App lock: Set a lock method to prevent others from accessing selected apps.

• 	Call/message spam filter: Set the device to identify unsaved phone numbers when you 
receive incoming calls or messages. You can also set the device to reject calls or messages 
from specific phone number types or to update database automatically when connected 
a Wi-Fi network.

• 	Device assistance app: Select a device assistance app to launch when you tap and hold 
the Home button. The device assistance app will gather information from the current 
screen and provide related information, apps, and features.

• 	Multi window: Select a Multi window launch method.

• 	Smart capture: Set the device to capture the current screen and scrollable area, and crop 
and share the screenshot immediately.

• 	Palm swipe to capture: Set the device to capture a screenshot when you swipe your 
hand to the left or right across the screen. You can view the captured images in Gallery.

It is not possible to capture a screenshot while using some apps and features.
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• 	Record screen: Change the settings for recording videos of the screen.

It is not possible to record the screen while using some apps and features.

• 	Easy mute: Set the device to mute incoming calls or alarms by using palm motions.

• 	Swipe to call or send messages: Set the device to make a call or send a message when 
you swipe to the right or left on a contact or a phone number in the Phone or Contacts 
app.

• 	Direct share: Set the device to display the people you contacted on the sharing options 
panel to allow you to share content directly.

Apps
Manage the device’s apps and change their settings. You can view the apps’ usage 
information, change their notification or permission settings, or uninstall or disable 
unnecessary apps.

On the Settings screen, tap Apps.

Lock screen

Options
Change settings for the locked screen.

On the Settings screen, tap Lock screen.

The available options may vary depending on the screen lock method selected.

• 	Screen lock type: Change the screen lock method.

• 	Smart Lock: Set the device to unlock itself when trusted locations or devices are 
detected. Refer to Smart Lock for more information.

• 	Secure lock settings: Change screen lock settings for the selected lock method.

• 	Clock style: Change the type and colour of the clock on the locked screen.

• 	Roaming clock: Change the clock to show both the local and home time zones on the 
locked screen when roaming.
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• 	FaceWidgets: Change the settings of the items displayed on the locked screen.

• 	Contact information: Set the device to show contact information, such as your email 
address, on the locked screen.

• 	Notifications: Set whether or not to show notifications on the locked screen and select 
which notifications to display.

• 	App shortcuts: Select apps to display shortcuts to them on the locked screen.

• 	About Lock screen: View the device’s lock screen version.

Smart Lock
You can set the device to unlock itself and remain unlocked when trusted locations or devices 
are detected.

For example, if you have set your home as a trusted location, when you get home your device 
will detect the location and automatically unlock itself.

• 	This feature will be available to use after you set a screen lock method.

• 	If you do not use your device for four hours or when you turn on the device, you 
must unlock the screen using the pattern, PIN, or password you set.

1	 On the Settings screen, tap Lock screen → Smart Lock.

2	 Unlock the screen using the preset screen lock method.

3	 Select an option and follow the on-screen instructions to complete the setting.
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Biometrics and security

Options
Change the settings for securing the device.

On the Settings screen, tap Biometrics and security.

• 	Intelligent Scan: Register both your face and irises to the device to unlock the screen 
more conveniently. Refer to Intelligent Scan for more information.

• 	Face Recognition: Set the device to unlock the screen by recognising your face. Refer to 
Face recognition for more information.

• 	Iris Scanner: Register your irises to unlock the screen. Refer to Iris recognition for more 
information.

• 	Find My Mobile: Activate or deactivate the Find My Mobile feature. Access the Find 
My Mobile website (findmymobile.samsung.cn) to track and control your lost or stolen 
device.

• 	Security update: View the version of your device’s security system and check for updates.

• 	Install unknown apps: Set the device to allow the installation of apps from unknown 
sources.

• 	Secure Folder: Create a secure folder to protect your private content and apps from 
others. Refer to Secure Folder for more information.

• 	App permission monitor: Set to receive notifications when the permissions you select 
are used by apps that you are not using. You can manage the settings of each app and 
view their permission usage history.

• 	Secure startup: Protect your device by setting it to require a screen unlock code when 
turning on the device. You must enter the unlock code to start the device and receive 
messages and notifications.

• 	Encrypt SD card: Set the device to encrypt files on a memory card.

If you reset your device to the factory defaults with this setting enabled, the 
device will not be able to read your encrypted files. Disable this setting before 
resetting the device.

• 	Other security settings: Configure additional security settings.

http://findmymobile.samsung.cn
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Intelligent Scan
By using both your face and irises, you can easily and conveniently unlock the screen and 
verify your identity.

• 	This feature may not be available depending on the region or service provider.

• 	If you use Intelligent Scan as a screen lock method, your face and irises cannot be 
used to unlock the screen for the first time after turning on the device. To use the 
device, you must unlock the screen using the pattern, PIN, or password you set 
when registering your face and irises. Be careful not to forget your pattern, PIN, or 
password.

• 	If your irises are not recognised, unlock the device using the pattern, PIN, or 
password you set when registering the irises, and then re-register your irises. If 
your pattern, PIN, or password is forgotten, you will not be able to use the device if 
you do not reset it. Samsung is not responsible for any data loss or inconvenience 
caused by forgotten unlock codes.

• 	If you change the screen lock method to Swipe or None, which are not secure, all 
of your biometric data will be deleted. If you want to use your biometric data in 
apps or features, you must register your biometric data again.

 Precautions for using Intelligent Scan
Before using Intelligent Scan, keep the following precautions in mind.

• 	To protect your eyes, keep the screen at least 20 cm away from your face when using iris 
recognition.

• 	If you attach screen protectors (privacy protection films, tempered glass protectors, etc.), 
the recognition may fail.

• 	Do not use this feature with infants. Doing so may damage their eyesight.

• 	Anyone who has experienced dizziness, seizures, loss of awareness, blackouts, or other 
symptoms linked to an epileptic condition, or has a family history of such symptoms or 
conditions, should consult a doctor before using this feature.

• 	Intelligent Scan is not intended for any diagnostic, therapeutic, or preventative medical 
purposes.

• 	Your tablet could be unlocked by someone that looks like you.

• 	Keep secure of your tablet and do not let anyone else unlock your tablet.
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For better face and iris recognition
The tablet may not recognise your irises or face when:

• 	something prevents a good view of your face or eyes (e.g. glasses, contact lenses, hat, low 
eyelids, recent eye surgery, disease, dirt, damage to the camera, or excessive movement).

Registering irises and face

1	 On the Settings screen, tap Biometrics and security → Intelligent Scan.

2	 Unlock the screen using the preset screen lock method.

If you have not set a screen lock method, create one.

3	 Read the on-screen instructions and tap CONTINUE.

4	 Register your face and irises.

For more information, refer to Face recognition and Iris recognition.

When an intelligent scan lock pop-up window appears, tap TURN ON to use your face 
and irises to unlock the screen.

Deleting registered face and iris data
You can delete face and iris data that you have registered.

1	 On the Settings screen, tap Biometrics and security → Intelligent Scan.

2	 Unlock the screen using the preset screen lock method.

3	 Tap Remove face and iris data.

Once the registered face and iris data has been deleted, all the related features will also 
be deactivated.
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Unlocking the screen using Intelligent Scan
You can unlock the screen with your face and irises instead of using a pattern, PIN, or 
password.

1	 On the Settings screen, tap Biometrics and security → Intelligent Scan.

2	 Unlock the screen using the preset screen lock method.

3	 Tap the Intelligent Scan unlock switch to activate it.

4	 On the locked screen, look at the screen.

When your face and irises are recognised, you can unlock the screen without using any 
additional screen lock method. If your face and irises are not recognised, use the preset 
screen lock method.

Face recognition
You can set the device to unlock the screen by recognising your face.

• 	If you use your face as a screen lock method, your face cannot be used to unlock 
the screen for the first time after turning on the device. To use the device, you must 
unlock the screen using the pattern, PIN, or password you set when registering the 
face. Be careful not to forget your pattern, PIN, or password.

• 	If you change the screen lock method to Swipe or None, which are not secure, all 
of your biometric data will be deleted. If you want to use your biometric data in 
apps or features, you must register your biometric data again.

 Precautions for using face recognition
Before using the face recognition to unlock your device, keep the following precautions in 
mind.

• 	Your device could be unlocked by someone or something that looks like your image.

• 	Face recognition is less secure than Pattern, PIN, or Password.
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For better face recognition
Consider the following when using face recognition:

• 	Consider the conditions when registering, such as wearing glasses, hats, masks, beards, or 
heavy makeup

• 	Ensure that you are in a well-lit area and that the camera lens is clean when registering

• 	Ensure your image is not blurry for better match results

Registering your face
For better face registration, register your face indoors and out of direct sunlight.

1	 On the Settings screen, tap Biometrics and security → Face Recognition.

2	 Unlock the screen using the preset screen lock method.

If you have not set a screen lock method, create one.

3	 Select whether you are wearing glasses or not and tap CONTINUE.

4	 Hold the device with the screen facing towards you and look at the screen.

5	 Position your face inside the frame on the screen.

The camera will scan your face.

When a face lock pop-up window appears, tap OK to use your face to unlock the screen.

If unlocking the screen with your face is not working properly, tap Remove face data 
to remove your registered face and register your face again.
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Deleting the registered face data
You can delete face data that you have registered.

1	 On the Settings screen, tap Biometrics and security → Face Recognition.

2	 Unlock the screen using the preset screen lock method.

3	 Tap Remove face data.

Once the registered face is deleted, all the related features will also be deactivated.

Unlocking the screen with your face
You can unlock the screen with your face instead of using a pattern, PIN, or password.

1	 On the Settings screen, tap Biometrics and security → Face Recognition.

2	 Unlock the screen using the preset screen lock method.

3	 Tap the Face unlock switch to activate it.

If you want to reduce the possibility of recognising faces in photos or videos, tap the 
Faster recognition switch to deactivate it. This may decrease the face recognition 
speed.

4	 On the locked screen, look at the screen.

When your face is recognised, you can unlock the screen without using any additional 
screen lock method. If your face is not recognised, use the preset screen lock method.
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Iris recognition
The iris recognition feature uses the unique characteristics of your irises, such as their shape 
and pattern, to strengthen the security of your device. Your iris data can be used for various 
authentication purposes. After registering your irises, you can set the device to use your irises 
for the following features:

• 	Web sign-in

• 	Samsung account verification

• 	Screen lock

• 	Secure Folder

• 	This feature may not be available depending on the region or service provider.

• 	If you use your iris as a screen lock method, your irises cannot be used to unlock 
the screen for the first time after turning on the device. To use the device, you must 
unlock the screen using the pattern, PIN, or password you set when registering the 
irises. Be careful not to forget your pattern, PIN, or password.

• 	If your irises are not recognised, unlock the device using the pattern, PIN, or 
password you set when registering the irises, and then re-register your irises. If 
your pattern, PIN, or password is forgotten, you will not be able to use the device if 
you do not reset it. Samsung is not responsible for any data loss or inconvenience 
caused by forgotten unlock codes.

• 	If you change the screen lock method to Swipe or None, which are not secure, all 
of your biometric data will be deleted. If you want to use your biometric data in 
apps or features, you must register your biometric data again.
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 Precautions for using iris recognition
Before using iris recognition, keep the following precautions in mind.

• 	To protect your eyes, keep the screen at least 20 cm away from your face when using iris 
recognition.

• 	If you attach screen protectors (privacy protection films, tempered glass protectors, etc.), 
the recognition may fail.

• 	Do not use iris recognition with infants. Doing so may damage their eyesight.

• 	Anyone who has experienced dizziness, seizures, loss of awareness, blackouts, or other 
symptoms linked to an epileptic condition, or has a family history of such symptoms or 
conditions, should consult a doctor before using iris recognition.

• 	Biometric data collected and stored locally by the iris scanner is not intended for any 
diagnostic, therapeutic, or preventative medical purposes.

For better iris recognition
The tablet may not recognise your eyes when:

• 	something prevents the camera from getting a good view of your irises (e.g. glasses, low 
eyelids, recent eye surgery, disease, dirt, damage to the camera, or excessive movement).

• 	the lighting is very different from when you recorded your irises (e.g. direct sunlight).

Hold your device about 25-35 cm away from your face with the screen facing towards you.

25-35 cm
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Registering irises

The device can save the iris data of one person only. You cannot register more than 
one set of irises.

1	 On the Settings screen, tap Biometrics and security → Iris Scanner.

2	 Unlock the screen using the preset screen lock method.

If you have not set a screen lock method, create one.

3	 Read the on-screen instructions and tap CONTINUE.

To register only one iris of your eyes, tap Register just 1 iris.

4	 Hold the device with the screen facing towards you and look at the screen.

25-35 cm
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5	 Position your eyes inside the circles on the screen and open your eyes wide.

The iris recognition camera will scan your irises.

When an iris unlock screen appears, tap TURN ON to use your irises to unlock the screen.

Deleting registered iris data
You can delete iris data that you have registered.

1	 On the Settings screen, tap Biometrics and security → Iris Scanner.

2	 Unlock the screen using the preset screen lock method.

3	 Tap Remove iris data.

Once the registered iris data has been deleted, all the related features will also be 
deactivated.



Settings

179

Unlocking the screen with your irises
You can unlock the screen with your irises instead of using a pattern, PIN, or password.

1	 On the Settings screen, tap Biometrics and security → Iris Scanner.

2	 Unlock the screen using the preset screen lock method.

3	 Tap the Iris unlock switch to activate it.

4	 On the locked screen, swipe in any direction and position your eyes inside the circles on 
the screen to scan your irises.

25-35 cm

To unlock the screen using iris recognition, without swiping on the locked screen, tap Screen-
on iris recognition switch to activate it.



Settings

180

Secure Folder
Secure Folder protects your private content and apps, such as photos and contacts, from 
being accessed by others. You can keep your private content and apps secure even when the 
device is unlocked.

Secure Folder is a separate, secured storage area. The data in Secure Folder cannot be 
transferred to other devices via unapproved sharing methods, such as USB or Wi-Fi 
Direct. Attempting to customise the operating system or modifying software will 
cause Secure Folder to be automatically locked and inaccessible. Before saving data in 
Secure Folder, make sure to back up a copy of the data in another secure location.
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Setting up Secure Folder

1	 Launch the Secure Folder app.

Alternatively, launch the Settings app and tap Biometrics and security → Secure 
Folder.

2	 Tap START.

3	 Tap SIGN IN and sign in to your Samsung account.

4	 Select a lock method to use for Secure Folder and follow the on-screen instructions to 
complete the setup.

To change the name or icon colour of Secure Folder, tap  → Customise icon.

• 	When you launch the Secure Folder app, you must unlock the app using your 
preset lock method.

• 	If you forget your Secure Folder unlock code, you can reset it using your Samsung 
account. Tap the reset button at the bottom of the locked screen, and enter your 
Samsung account password.

Setting auto lock for Secure Folder
Set the device to automatically lock Secure Folder when it is not being used.

1	 Launch the Secure Folder app and tap  → Settings → Auto lock Secure Folder.

2	 Select a lock option.

To manually lock your Secure Folder, tap Lock.
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Moving content to Secure Folder
Move content, such as photos and contacts, to Secure Folder. The following actions are an 
example of moving an image from the default storage to Secure Folder.

1	 Launch the Secure Folder app and tap Add files.

2	 Tap Images, tick images to move, and then tap DONE.

3	 Tap MOVE.

The selected items will be deleted from the original folder and moved to Secure Folder. 
To copy items, tap COPY.

The method for moving content may vary depending on the content type.

Moving content from Secure Folder
Move content from Secure Folder to the corresponding app in the default storage. The 
following actions are an example of moving an image from Secure Folder to the default 
storage.

1	 Launch the Secure Folder app and tap Gallery.

2	 Select an image and tap  → Move out of Secure Folder.

The selected items will be moved to Gallery in the default storage.
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Adding apps
Add an app to use in Secure Folder.

1	 Launch the Secure Folder app and tap Add apps.

2	 Tick one or more apps installed on the device and tap ADD.

To install apps from Galaxy Apps, tap DOWNLOAD FROM GALAXY APPS.

Removing apps from Secure Folder

Tap Edit apps, tick apps, and then tap Uninstall.

Adding accounts
Add your Samsung account and other accounts to sync with the apps in Secure Folder.

1	 Launch the Secure Folder app and tap  → Settings → Accounts → Add account.

2	 Select an account service.

3	 Follow the on-screen instructions to complete the account setup.

Hiding Secure Folder
You can hide the Secure Folder shortcut from the Home screen.

Launch the Secure Folder app, tap  → Settings, and then tap the Show Secure Folder 
switch to deactivate it.

Alternatively, drag the status bar downwards to open the notification panel. Then, swipe 
downwards on the notification panel and tap Secure Folder to deactivate the feature.



Settings

184

Backing up and restoring Secure Folder
Back up content and apps in Secure Folder to Samsung Cloud using your Samsung account 
and restore them later.

Backing up data

1	 Launch the Secure Folder app and tap  → Settings → Backup and restore.

2	 Tap Add account and register and sign in to your Samsung account.

3	 Tap Back up Secure Folder data.

4	 Tick items you want to back up and tap BACK UP NOW.

Data will be backed up to Samsung Cloud.

Restoring data

1	 Launch the Secure Folder app and tap  → Settings → Backup and restore.

2	 Tap Restore.

3	 Select a device and the data types you want to restore and tap RESTORE NOW.

Backed up data will be restored to your device.

Uninstalling Secure Folder
You can uninstall Secure Folder, including the content and apps in it.

Launch the Secure Folder app and tap  → Settings → More settings → Uninstall.

To back up content before uninstalling Secure Folder, tick Move media files out of Secure 
Folder and tap UNINSTALL. To access data backed from Secure Folder, launch the My Files 
app, and then tap Internal storage → Secure Folder.

Notes saved in Samsung Notes will not be backed up.
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Cloud and accounts

Options
Sync, back up, or restore your device’s data using Samsung Cloud. You can also register and 
manage accounts, such as your Samsung account, or transfer data to or from other devices 
via Smart Switch.

On the Settings screen, tap Cloud and accounts.

Regularly back up your data to a safe location, such as Samsung Cloud or a computer, 
so that you can restore it if the data is corrupted or lost due to an unintended factory 
data reset.

• 	Samsung Cloud: Manage the content that you want to store securely in Samsung Cloud. 
Check the usage status of your Samsung Cloud storage, and sync, back up, and restore 
your data. Refer to Samsung Cloud for more information.

• 	Accounts: Add your Samsung account and other accounts to sync with.

• 	Users: Set up additional user accounts for other users to use the device with personalised 
settings, such as email accounts, wallpaper preferences, and more. Refer to Users for 
more information.

• 	Backup and restore: Keep your personal information, app data, and settings safe on your 
device. You can back up your sensitive information and access it later. You must sign in to 
your Samsung account to back up or restore data.

• 	Smart Switch: Launch Smart Switch and transfer data from your previous device. Refer to 
Smart Switch for more information.
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Users
Set up additional user accounts for other users to use the device with personalised settings, 
such as email accounts, wallpaper preferences, and more. Following types of user accounts 
are available:

• 	Administrator: The administrator account is created only when setting up the device for 
the first time, and cannot be created more than one. This account has full control of the 
device including user account management. You can add or delete user accounts only 
when using this account.

• 	Guest: This account allows guests to access the device. Information and data used during 
a guest session is temporarily stored. Each time you use this account, you are asked 
whether to continue the previous guest session or reset it.

• 	User: This account allows users to access their own apps and content, and customise the 
device settings that affect all accounts.

Adding users

1	 On the Settings screen, tap Cloud and accounts → Users.

2	 Tap Add user → OK → SET UP NOW.

The device will switch to a new user account and the default locked screen will appear on 
the screen.

3	 Unlock the device and follow the on-screen instructions to complete the account setup.
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Switching users
Tap the user account icon at the top of the locked screen and select an account to switch to.

Locked screen

Managing users
When using the owner account, you can delete accounts or change account settings.

To delete a user account, tap  next to the account and then tap Delete user.

To change an account’s settings, tap  next to an account.



Settings

188

Accessibility
Configure various settings to improve accessibility to the device.

On the Settings screen, tap Accessibility.

• 	Vision: Customise the settings to improve accessibility for visually impaired users.

• 	Hearing: Customise the settings to improve accessibility for users with hearing 
impairment.

• 	Dexterity and interaction: Customise the settings to improve accessibility for users who 
have reduced dexterity.

• 	Text-to-speech: Change the settings for text-to-speech features used when Voice 
Assistant is activated, such as languages, speed, and more.

• 	Direction lock: Change the directional combination settings for unlocking the screen.

• 	Direct access: Set the device to launch selected accessibility menus when you press the 
Power key and the Volume Up key simultaneously.

• 	Accessibility shortcut: Set the device to activate Voice Assistant or Samsung universal 
switch when you press and hold the Volume Up key and the Volume Down key 
simultaneously for more than 3 seconds.

• 	Notification reminder: Set the device to alert you to notifications that you have not 
checked at the interval.

• 	Answering and ending calls: Change the method of answering or ending calls.

• 	Single tap mode: Set the device to control incoming calls or notifications by tapping the 
button instead of dragging it.

• 	Accessibility settings backup: Import, export, or share your accessibility settings.

• 	SERVICES: View accessibility services installed on the device.
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General management
Customise your device’s system settings or reset the device.

On the Settings screen, tap General management.

• 	Battery: Check the remaining battery power and time to use the device. For devices with 
low battery levels, conserve battery power by activating power saving features.

• 	Storage: Check the status of the used and available storage.

The actual available capacity of the internal storage is less than the specified 
capacity because the operating system and default apps occupy part of the 
storage. The available capacity may change when you update the device.

• 	Memory: Check the memory’s status. You can speed up your device by reducing the 
amount of memory you are using.

• 	Language and input: Select device languages and change settings, such as keyboards 
and voice input types. Some options may not be available depending on the selected 
language. Refer to Adding device languages for more information.

• 	Date and time: Access and alter the settings to control how the device displays the time 
and date.

If the battery remains fully discharged, the time and date is reset.

• 	Contact us: Ask questions or view frequently asked questions. Refer to Samsung 
Members for more information.

• 	Report diagnostic info to Samsung: Set the device to automatically send the device’s 
diagnostic and usage information to Samsung.

• 	Samsung advertising ID: View or reset your Samsung Advertising ID.

• 	Marketing information: Set whether to receive Samsung marketing information, such as 
special offers, membership benefits, and newsletters.

• 	Reset: Reset your device’s settings or perform a factory data reset. You can reset all your 
settings and network settings. You can also set the device to restart at a preset time for 
device optimisation.

• 	Some preloaded apps will be deleted. After you perform the factory data reset, 
you can reinstall some apps during the initial setup procedure.

• 	The factory data reset procedure may vary depending on the service provider.
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Adding device languages
You can add languages to use on your device.

1	 On the Settings screen, tap General management → Language and input → Language 
→ Add language.

To view all the languages that can be added, tap  → All languages.

2	 Select a language to add.

3	 To set the selected language as the default language, tap SET AS DEFAULT. To keep the 
current language setting, tap KEEP CURRENT.

The selected language will be added to your languages list. If you changed the default 
language, the selected language will be added to the top of the list.

To change the default language from your languages list, drag  next to a language and 
move it to the top of the list. Then, tap DONE. If an app does not support the default 
language, the next supported language in the list will be used.
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Software update
Update your device’s software via the firmware over-the-air (FOTA) service. You can also 
schedule software updates.

On the Settings screen, tap Software update.

The device supports only authorised operating system updates. Do not update an 
unauthorised operating system. Doing so may make your personal information 
vulnerable to leakage or theft.

If emergency software updates are released for your device’s security and to block 
new types of security threats, they will be installed automatically without your 
agreement.

• 	Download updates manually: Check for and install updates manually.

• 	Download updates automatically: Set the device to download updates automatically 
when connected to a Wi-Fi network.

• 	Scheduled software updates: Set the device to install updates at a specified time.

• 	Last update information: View information about the last software update.

Security updates information
Security updates are provided to strengthen the security of your device and protect your 
personal information. For security updates for your model, visit security.samsungmobile.com.

The website supports only some languages.

http://security.samsungmobile.com
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User manual
View help information to learn how to use the device and apps or configure important 
settings.

On the Settings screen, tap User manual.

About tablet
Access your device’s information.

On the Settings screen, tap About tablet.

To change your device’s name, tap EDIT.

• 	Status: View various device information, such as the SIM card status, Wi-Fi MAC address, 
and serial number.

• 	Legal information: View legal information related to the device, such as safety 
information and the open source licence.

• 	Software information: View the device’s software information, such as its operating 
system version and firmware version.

• 	Preloaded apps View the preloaded apps list.

• 	Battery information: View the device’s battery status and information.
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Appendix

Troubleshooting
Before contacting a Samsung Service Centre, please attempt the following solutions. Some 
situations may not apply to your device.

When you turn on your device or while you are using the device, it 
prompts you to enter one of the following codes:
• 	Password: When the device lock feature is enabled, you must enter the password you set 

for the device.

• 	PIN: When using the device for the first time or when the PIN requirement is enabled, you 
must enter the PIN supplied with the SIM, USIM or UIM card. You can disable this feature 
by using the Lock SIM card menu.

• 	PUK: Your SIM, USIM or UIM card is blocked, usually as a result of entering your PIN 
incorrectly several times. You must enter the PUK supplied by your service provider.

• 	PIN2: When you access a menu requiring the PIN2, you must enter the PIN2 supplied with 
the SIM, USIM or UIM card. For more information, contact your service provider.

Your device displays network or service error messages
• 	When you are in areas with weak signals or poor reception, you may lose reception. Move 

to another area and try again. While moving, error messages may appear repeatedly.

• 	You cannot access some options without a subscription. For more information, contact 
your service provider.

Your device does not turn on
When the battery is completely discharged, your device will not turn on. Fully charge the 
battery before turning on the device.
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The touchscreen responds slowly or improperly
• 	If you attach a screen protector or optional accessories to the touchscreen, the 

touchscreen may not function properly.

• 	If you are wearing gloves, if your hands are not clean while touching the touchscreen, 
or if you tap the screen with sharp objects or your fingertips, the touchscreen may 
malfunction.

• 	The touchscreen may malfunction in humid conditions or when exposed to water.

• 	Restart your device to clear any temporary software bugs.

• 	Ensure that your device software is updated to the latest version.

• 	If the touchscreen is scratched or damaged, visit a Samsung Service Centre.

Your device freezes or encounters a fatal error
Try the following solutions. If the problem is still not resolved, contact a Samsung Service 
Centre.

Restarting the device
If your device freezes or hangs, you may need to close apps or turn off the device and turn it 
on again.

Forcing restart
If your device is frozen and unresponsive, press and hold the Power key and the Volume 
Down key simultaneously for more than 7 seconds to restart it.

Resetting the device
If the methods above do not solve your problem, perform a factory data reset.

Launch the Settings app and tap General management → Reset → Factory data reset → 
RESET → DELETE ALL. Before performing the factory data reset, remember to make backup 
copies of all important data stored in the device.
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Calls are not connected
• 	Ensure that you have accessed the right cellular network.

• 	Ensure that you have not set call barring for the phone number you are dialling.

• 	Ensure that you have not set call barring for the incoming phone number.

Others cannot hear you speaking on a call
• 	Ensure that you are not covering the built-in microphone.

• 	Ensure that the microphone is close to your mouth.

• 	If using an earphone, ensure that it is properly connected.

Sound echoes during a call
Adjust the volume by pressing the Volume key or move to another area.

A cellular network or the Internet is often disconnected or audio 
quality is poor
• 	Ensure that you are not blocking the device’s internal antenna.

• 	When you are in areas with weak signals or poor reception, you may lose reception. You 
may have connectivity problems due to issues with the service provider’s base station. 
Move to another area and try again.

• 	When using the device while moving, wireless network services may be disabled due to 
issues with the service provider’s network.

The battery icon is empty
Your battery is low. Charge the battery.
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The battery does not charge properly (For Samsung-approved 
chargers)
• 	Ensure that the charger is connected properly.

• 	Visit a Samsung Service Centre and have the battery replaced.

The battery depletes faster than when first purchased
• 	When you expose the device or the battery to very cold or very hot temperatures, the 

useful charge may be reduced.

• 	Battery consumption will increase when you use certain features or apps, such as GPS, 
games, or the Internet.

• 	The battery is consumable and the useful charge will get shorter over time.

Error messages appear when launching the camera
Your device must have sufficient available memory and battery power to operate the camera 
app. If you receive error messages when launching the camera, try the following:

• 	Charge the battery.

• 	Free some memory by transferring files to a computer or deleting files from your device.

• 	Restart the device. If you are still having trouble with the camera app after trying these 
tips, contact a Samsung Service Centre.

Photo quality is poorer than the preview
• 	The quality of your photos may vary, depending on the surroundings and the 

photography techniques you use.

• 	If you take photos in dark areas, at night, or indoors, image noise may occur or images 
may be out of focus.
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Error messages appear when opening multimedia files
If you receive error messages or multimedia files do not play when you open them on your 
device, try the following:

• 	Free some memory by transferring files to a computer or deleting files from your device.

• 	Ensure that the music file is not Digital Rights Management (DRM)-protected. If the file is 
DRM-protected, ensure that you have the appropriate licence or key to play the file.

• 	Ensure that the file formats are supported by the device. If a file format is not supported, 
such as DivX or AC3, install an app that supports it. To confirm the file formats that your 
device supports, visit www.samsung.com/cn.

• 	Your device supports photos and videos captured with the device. Photos and videos 
captured by other devices may not work properly.

• 	Your device supports multimedia files that are authorised by your network service 
provider or providers of additional services. Some content circulated on the Internet, 
such as ringtones, videos, or wallpapers, may not work properly.

Bluetooth is not working well
If another Bluetooth device is not located or there are connection problems or performance 
malfunctions, try the following:

• 	Ensure that the device you wish to connect with is ready to be scanned or connected to.

• 	Ensure that your device and the other Bluetooth device are within the maximum 
Bluetooth range (10 m).

• 	On your device, launch the Settings app, tap Connections, and then tap the Bluetooth 
switch to re-activate it.

• 	On your device, launch the Settings app, tap General management → Reset → Reset 
network settings → RESET SETTINGS to reset network settings. You may lose registered 
information when performing the reset.

If the tips above do not solve the problem, contact a Samsung Service Centre.

http://www.samsung.com/cn
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A connection is not established when you connect the device to a 
computer
• 	Ensure that the USB cable you are using is compatible with your device.

• 	Ensure that you have the proper driver installed and updated on your computer.

• 	If you are a Windows XP user, ensure that you have Windows XP Service Pack 3 or higher 
installed on your computer.

Your device cannot find your current location
GPS signals may be obstructed in some locations, such as indoors. Set the device to use Wi-Fi 
or a mobile network to find your current location in these situations.

Data stored in the device has been lost
Always make backup copies of all important data stored in the device. Otherwise, you cannot 
restore data if it is corrupted or lost. Samsung is not responsible for the loss of data stored in 
the device.

A small gap appears around the outside of the device case
• 	This gap is a necessary manufacturing feature and some minor rocking or vibration of 

parts may occur.

• 	Over time, friction between parts may cause this gap to expand slightly.

There is not enough space in the device’s storage
Delete unnecessary data, such as cache, using the Smart manager or manually delete unused 
apps or files to free up storage space.
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The Home button does not appear
The navigation bar containing the Home button may disappear while using certain apps or 
features. To view the navigation bar, drag upwards from the bottom of the screen.

The screen brightness adjustment bar does not appear on the 
notification panel
Open the notification panel by dragging the status bar downwards, and then drag the 
notification panel downwards. Tap  next to the brightness adjustment bar and tap the 
Show control on top switch to activate it.

Samsung Cloud does not work
• 	Ensure that you are connected to a network properly.

• 	During a Samsung Cloud’s service check, you cannot use Samsung Cloud. Try again later.

The device does not recognise my irises from the locked screen
• 	Ensure that nothing obstructing the iris recognition camera and LED and try again.

• 	If light conditions are very different from when you registered your irises, the device may 
not recognise your irises. Move to another location and try again.

• 	Ensure that the device is not moving or tilted too much.
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