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Reset 

Please input the router password.

Please input password

show password

5, Select the router and fill in the 
password;

4,Click [Next step];

5, enter [settings], select WLAN, 
connect device hotspots (MV+ID), 
and return to APP.

5, enter [settings], select WLAN, 
connect device hotspots (MV+ID), 
and return to APP.

Android

5, Select the router and fill in the 
password;

bingo

4,Click [Next step];

Android

gngo

Add a camera

Next step

open

Available WLAN List

Improving the network intelligent connection experience

Connected (not available to the Internet)

Please input password of bingo 
and start setting.

input password

Cancle Start

Improving the network intelligent connection experience

Available WLAN List

Connected (not available to the Internet)

open If remote monitoring is required, please do the following:mote monitoring is required, please do the follomote monitoring is required, please do the folmote monitoring is required, please do the fo

CHANGE TO WIFI STATION MODE

CONFIRM

Please input password

Display password

Device information

Change the device network

Set



Mobile  tracking,  when  the  person  moves,  the  camera  
automatically  captures  the  person's  movement  track  for 
tracking  shooting.

ile  tracking,  when  the  person  moves,  the  ca

Device network
station

Alarm picture

Arm/Disarm
Cloud Storage
Service

Share device

Delete device

Image setting

Lamp control 
setting

Replay

Preview mode

Voice intercom

Snapshot Monitor Replay Mode Installatio... Full view

BUY A NEW PACKAGE

My cloud storage package

7 day cloud storage service(month package) ￥10.00

Record alarm video without AI analysis 
and notification service.

Motion detection.When an abnormal condition is detected,  
the device alarms and pushes the alarm information to the  
apps of users.

on detection.When an abnormal condition is debnormal condition is de
device alarms and pushes the alarm information
s of users.



FCC Statement 
This equipment has been tested and found to comply with the limits for a Class 
B digital device, pursuant to part 15 of the FCC rules. These limits are 
designed to provide reasonable protection against harmful interference in a 
residential installation. This equipment generates, uses and can radiate radio 
frequency energy and, if not installed and used in accordance with the 
instructions, may cause harmful interference to radio communications. 
However, there is no guarantee that interference will not occur in a particular 
installation. If this equipment does cause harmful interference to radio or 
television reception, which can be determined by turning the equipment off and 
on, the user is encouraged to try to correct the interference by one or more of 
the following measures: 
-Reorient or relocate the receiving antenna. 
-Increase the separation between the equipment and receiver. 
-Connect the equipment into an outlet on a circuit different from that to which 
the receiver is connected. 
-Consult the dealer or an experienced radio/TV technician for help. 
To assure continued compliance, any changes or modifications not expressly 
approved by the party. 
Responsible for compliance could void the user’s authority to operate this 
equipment. (Example- use only shielded interface cables when connecting to 
computer or peripheral devices). 

This equipment complies with Part 15 of the FCC Rules. Operation is subject 
to the following two conditions:   
(1) This device may not cause harmful interference, and   
(2) This device must accept any interference received, including interference 
that may cause undesired operation.  

FCC Radiation Exposure Statement:
The equipment complies with FCC Radiation exposure limits set forth for
uncontrolled enviroment. This equipment should be installed and operated with
minimum distance 20cm between the radiator and your body. 

.


