3.2.2.16 Coded
The barcode do not have setting.

BarCode Setup

Type: IC.Dther Barcodes :l

[w| Enable | aaEEg!

Format: | EI

[T send check Digit
[ start / Stop Digit

Length
@ Min-Max ) Fiked

Minfl [ =Maxf2 [ =3 [3
| I I =] I

=

Diefault Ay

35 oot | 2K o 12

Figure 3-21 Code4
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3.2.217GTIN
The barcode do not have setting.

BarCode Setup

Ty IC.Dther Barcodes :l
™ :3T1r-.1 :|
Format: | El

[ Send Check Digit
[ ] start / Stop Digit

Length
[@ MinMax () Fixed

I"-"Iir‘lfllu a2 ||:| =13 [

=1 =]

Default Apply

89 omcon | K0 w0 12

Figure 3-22 GTIN
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3.2.2.18 Korea Code 3 of 5
The barcode do not have setting.

BarCode Setup
Type: IC.Dther Barcodes :l
[v| Enable [EEEE O

Forrnat: | EI

[T send check Digit
[ start / Stop Digit

Length
[@ MinMax ) Fixed

If'-'1ir‘|f1||:| %Ma}{fz ||:| f||3 ||:|

Diefault Ay

35 oo | 2K s 12

Figure 3-23 Korea Code 3 of 5
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3.2.2.19 RSS
BarCode Setup
Ty IC.Dther Barcodes :l
[V Enable|rss |
Format: | El

[[] send Check Digit

[ Canwvert to UCC128
Checksurm: [ | Verify
Length

{) Min-Max - ) Fixed
Min/1 [ Maxf2|n =30
e = T

Diefault Ay

89 orcode 5..| - § 0w 12|
Figure 3-24 RSS
Table 3-19 RSS Explaining
[tem Explaining
[C]  Convert to UCC128 The scanner will convert RSSto UCC128.
Checksum [T Verify Whether verify checksum by barcode.
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3.2.3 Bluetooth Device Properties

Table 3-20 Bluetooth Device Properties

ICON

ITEM & FUNCTION

“Scan Device” Tab ( Figure 3-25) :

v' Tap the Scan Device button to initiate a scan for Bluetooth

hardware. The Bluetooth manager lists the Bluetooth devices
that it finds, see Figure 3-26. If Bluetooth hardware is not found
the Bluetooth Hardware Error window appears, see Figure
3-27. Table 3-21 described the Bluetooth Icons.

v Double tap the device to connect to on the devicelist. The

Bluetooth Manager Authentication window appears. Tap No to
connect to the device without authentication, or tap Yesto
authenticate the device before connecting. (Figure 3-28)

v' If the Y es button was selected in the Bluetooth Manager

Authentication window, the enter PIN windows appears. Enter a
PIN (between 1 and 16 characters) in the Enter PIN: text box,
and tap OK. The mobile computer sends the PIN request to the
device for bonding. (Figure 3-29)

When prompted, the same PIN must be entered on the other
device. When the PIN is entered correctly on the other device,
the bonded icon@ appears on the device list. (Figure 3-30)

7 [|ok]| x| 2]k x|
Scan Device |

Scan Device |

[] Enabile Bluetooth Device: Enable Bluetooth Device

O¥n 63 Unnarned (D00272b023a3) | &
On g, Unnanned (00027 2b02.3a3)
CEE Unrane (00027 202443
el Unrnemned {00027 2b022332)
O¥nSh Unnarned (000272b02aa3)
Cfn E Unnarned (00027 2h02aa3)
Cn|? MHO1E90 (008037 1a3B8a4)

Uﬁ@ I HAULSS (LU 1ata T 4) g
-’\"\-" J e W T ] .|l' F e e ,_“

Scan Device S5can Device

Figure 3-25 Bluetooth Manager Windows Figure 3-26 Bluetooth Manager Windows
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Bluetooth Error m

Bluetooth hardware error
10050 (controller not
present)

Figure 3-27 Bluetooth Error Windows

Bluetooth m

Enter PIM;

ok | cancel|

Figure 3-29 Bluetooth Enter PIN Windows

9} Do you need to
authenticate the device?

No | Cancel

Figure 3-28 Bluetooth Manager Windows

Scan Device

i

Enable Bluetaoth Device

%R Uinnamed (NNRT27148824) |4
0% 7] CTWOU (DD02720116433)

€ ) TRILLION (00027 2b023a3)
0% TRILLION (00027 2b02aa3)
03%1;,‘!.3‘- TRILLIOH {00027 2b023a3)
o% . TRILLIOW {D0D0272b023a3)
o¥ap TRILLIOW (000272b023a3)
Cﬂ'E-uH TRILLIOH {00027 2h023a3) —

P ] S T LT ¥ =
1| | »

5can Device

Figure 3-30 Bluetooth Manager Windows

Note: If the device to which the mobile computer is bonding does not appear in the list,

ensureit isturned on, in discoverable mode, and within range (30 feet / 10 meters) of the

mobile computer.

Table 3-21 Bluetooth | con

Icon

Description

(7] Unknown deviceicon

Deviceis not defined

Locked icon

Deviceislocked and cannot be bonded to.

Not locked icon

Deviceis not locked and can be bonded to.

Bluetooth device

O
O
@ Bluetooth device icon

Bonded deviceicon

Bonded Bluetooth device
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Icon Description
el Mobile deviceicon Device is amobile device
% Phoneicon Deviceisaphone.

&$ | Printericon Deviceis a printer
CF Network icon Deviceisanetwork.
4= | Linkedicon Deviceislinked.

3.2.4 Certificates

Certificates are used by some applications for establishing trust and for secure
communications.

Certificates are signed and issued by certificate authorities and are valid for a
prescribed period of time. Windows CE manages multiple certificate stores.

Table 3-22 Certificates

ICON ITEM & FUNCTION
e, e “Store” Tab (Figure3-31):
= v Inthe Stores tab, select the certificate store you wish to view or
Cerfificates

modify from the drop-down list (Figure 3-32).

v The“Trusted Authorities “ store lists the top-level certificates
for authorities you trust.( Figure 3-33, Figure 3-34)

v The“My Certificates “ store contains your personal certificates,
which you use to identify yourself.

v Intermediate certificate authorities that help establish a chain of
trust are stored in the “Other Authorities’ store.

e “Store’ Tab:

v To add acertificate or associated private key to the selected
store, select “Import” (Figure 3-35).

v Toview more details of the selected certificate, such asthe
expanded name or expiration date, choose “View”.

v To delete the selected certificate from the store, choose
“Remove’.
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Certificates

Stores i

Tristed Al

Lists the certificates
trusted by you

Class 2 Public Primn
Class 3 Public Prirn]
Entrust.net Certifi
Entrust.net Secur

]
%

Import..

Removye

Certificates

Entrust.net Secur

Equifax Secure Ce
GIDbaISi_gn Root ':"E;

il |
Ej| _(j}cErti...ll._'..;—;-?r 12:

Figure 3-31 Certificates

07 PM |@ |%

Certificates

' Stores i

;Trusted Authorities

Lists the cettificates
trusted by you

GlobalSign Root Cr a
5TE CyberTrust

Thawte Prermiurm |

STE CyberTrust R
Secure Server Cet i
Thawte Server (8w

LA |

{3 Frorm a Smart Card

REeader ; |:;

Card Ahsent

Friendly name ;

| B L |

Certificate Details

or |

Friendly Marme ;

Field ;SUbject

O ="weriSign, Inc."
=I5

Ol)=Class 2 Public Primary Certil] A;

=l

| 5 L |

Figure 3-35 Certificates
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3.2.5 Control Center
The Control Center includes four AP, listed the following ......

é Inforrmation Property

Q Brightriess Property

Eg Backup Restore | Property

Eh Fr-key Settings | Property

&;’||_ﬁ"ﬁr 11:27 am |12 B
Figure 3-36 Control Center
3.2.5.1 Information
Table 3-23 Infor mation
| CON ITEM & FUNCTION
e ‘“Information” Tab :
v Provide Software version, MAC address, Bluetooth ID, Seridl
T No. and Configuration No.
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3.2.5.2 Brightness

Table 3-24 Brightness

ICON

ITEM & FUNCTION

v

LCD Brightness

Tune the LCD brightness by tapping right-arrow & left-arrow. Can
also tune the LCD brightness by pressing right-direction key or
left-direction key of keypad.

Amounts 7 steps. Every step have corresponding picture of self.

9.9.9.9
9.9, 9

[]  Enable Keypad Open keypad brightness or not.
Brightness

Backlight Timeout
Save battery life by automatically turning off the backlight when not
used.

[v] Battery Power, turn| The table must disable when itsitem is not
off backlight after marked.

The table has 15 seconds, 30 seconds, 1
minute, 2 minutes and 5 minutes.

[T]  AC Power, turn off | Thetable must disable when itsitem is not
backlight after marked.

The table has 15 seconds, 30 seconds, 1
minute, 2 minutes and 5 minutes.

[vl  Dimbacklight after] Save battery life functionally of idleness
20 seconds of idleness. | mode, open it or not.
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