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Chapter 1 Get to Know About Your Router

Item Description

Power On/Off The switch for the power. Press it to power on or off the router.

Antennas
Used for wireless operation and data transmit. Upright them for the best Wi-Fi 
performance.

1. 3. 3. The Side Panel

The router’s side panel shows the USB ports and buttons (view from left to right). Refer 
to the following for detailed instructions.

Item Description

WiFi On/Off For turning on/off the WiFi function.

Reset

The switch for the reset function. There are two ways to 
reset the router’s factory defaults.

Method one: With the router powered on, press and 
hold the Reset button for at least 5 seconds until all 
LEDs light on (wireless LEDs may not light on if the WiFi 
on/off button is off ). And then release the button and 
wait the router to reboot to its factory default settings.

Method two: Restore the default setting from 13. 
4. Backup and Restore Configuration Settings of the 
router’s Web-based Management.

WPS

The switch for the WPS function. Pressing this button 
for less than 5 seconds enables the WPS function. If 
your client devices, such as wireless adapters, that 
support Wi-Fi Protected Setup, then you can press this 
button to quickly establish a connection between the 
router and client devices and automatically configure 
wireless security for your wireless network.

USB 2.0
For connecting to a 2.0 USB storage device or a 2.0 USB 
printer. 
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Chapter 1 Get to Know About Your Router

Item Description

USB 3.0
For connecting to a 3.0 USB storage device or a 3.0 USB 
printer. It is also compatible with USB 2.0 devices.



Chapter 2

Connect the Hardware

This chapter contains the following sections:

• Position Your Router

• Connect Your Router
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2. 1. Position Your Router
• The Product should not be located where it will be exposed to moisture or excessive 

heat.

• Place the router in a location where it can be connected to the various devices as well 
as to a power source.

• Make sure the cables and power cord are safely placed out of the way so they do not 
create a tripping hazard.

• The router can be placed on a shelf or desktop.

2. 2. Connect Your Router
Follow the steps below to connect your router.

1. If your Internet connection is through an Ethernet cable from the wall instead of 
through a DSL / Cable / Satellite modem, connect the Ethernet cable directly to 
the router’s Internet port, then follow steps 5) and 6) to complete the hardware 
connection.

Router

1 ) Install the antennas and position them vertically for best signal reception.

2 ) Turn off the modem, and remove the backup battery if it has one.

3 ) Connect the modem to the Internet port on your router with an Ethernet cable.
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4 ) Turn on the modem, and then wait about 2 minutes for it to restart.

5 ) Turn on the router.

6 ) Verify that the following LEDs are on and solid before continuing with the 
configuration.

Power
On On

Internet2.4G
On

5G
On

Note:

If the 2.4G LED  and 5G LED  are off, please press the Wi-Fi On/Off button on the side panel for 2 seconds 
and check the LEDs again in a few seconds later.

Tips:

For optimum performance, orient the four antennas as shown in the drawing below.

30° 30°

2. Connect your computer to the router.

• Method 1: Wired

Turn off the Wi-Fi on your computer and connect the devices as shown below.

Ethernet cable

• Method 2: Wirelessly

Connect wirelessly by using the SSID (Network Name) and Wireless Password/PIN 
printed on the product label at the bottom of the router.
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Chapter 4 Set Up Internet Connections

4 ) 6to4 Tunnel: An IPv4 Internet connection type is a prerequisite for this 
connection type. (4. 2) Click Advanced to have more configuration if ISP 
requires. Click Save to save the settings and then click Connect to finish the 
configuration.

5. Configure LAN ports. Windows users are recommended to choose from the first two 
types. Fill in Address Prefix provided by ISP, and click Save to save the settings.

Tips:
Find Help on the management interface to know more about items.
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6. Click Status to check whether you succeed or not. The following figure is an example 
of a successful PPPoE configuration.

Tips: 
Visit FAQ if there is no Internet connection.



Chapter 5

Guest Network

This function allows you to provide Wi-Fi access for guests without disclosing your 
main network. When you have guests in your house, apartment, or workplace, you can 
create a guest network for them. In addition, you can limit the network authorities for 
guests to ensure network security and privacy.

This chapter contains the following sections:

• Create Guest Network

• Customize Guest Network Options
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5. 1. Create Guest Network 
1. Visit http://tplinkwifi.net, and log in with the username and password you set for the 

router.

2. Go to Advanced > Guest Network.

3. Create a 2.4GHz or 5GHz guest network according to your needs.

1 ) Click 2.4GHz, 5GHz and select Enable.

2 ) Set an easy-to-identify SSID. Don‘t select Hide SSID unless you want your guests 
and other people to manually input this SSID for Wi-Fi access.

3 ) Set Security to WPA/WPA2 Personal, keep the default Version and Encryption 
values, and set an easy-to-remember password.

4. Click Save. Now your guests can access your guest network using the SSID and 
password you set!

Tips:
To view guest network information, go to Advanced > Status and find the Guest Network section.

5. 2. Customize Guest Network Options
1. Visit http://tplinkwifi.net, and log in with the password you set for the router.

2. Go to Advanced > Guest Network.

3. Customize guest network options according to your needs.
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• Allow guests to see each other

Select this checkbox to allow the clients in your guest network to access each other. 

• Allow guests to access my local network 

Select this checkbox to allow the clients in your guest network to access your local 
network, not just Internet access. 

4. Click Save. Now users in your guest network can enjoy only the network authorities 
you assigned!

Tips:
To view guest network information, go to Advanced > Status and find the Guest Network section.



Chapter 6

USB Application

This chapter describes how to share and access USB devices connected to the router 
among different clients.

The router only supports USB external flash drives, hard drives and USB printers, and 
does not support USB 3G/4G modems.

This chapter contains the following sections:

• Local Storage Sharing

• Customize Your Settings

• Media Sharing

• Printer Sharing
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6. 1. Local Storage Sharing
Share your USB storage devices with different users on the network.

6. 1. 1. Access the USB disk

1. Connect Your USB Disk

Insert your USB storage device into the router’s USB port directly or using a USB 
cable. Wait several seconds until the USB LED becomes solid on.

Tips:

• If you use USB hubs, make sure no more than four devices are connected to the router.

• If the USB storage device requires using bundled external power, make sure the external power has been 
connected.

• If you use a USB hard drive, make sure its file system is FAT32, NTFS.

• Before you physically disconnect a USB device from the router, safely remove it to avoid data damage: Go 
to Advanced > USB Settings > Device Settings and click  Safety Remove.

2. Access Your USB Disk

By default all the network clients can access all folders on your USB disk. Refer to 
the following table for access instructions. You can also customize your sharing 
content and set a sharing account referring to 6. 1. 2. Customize Your Settings.

Windows 
computer

1. Press Windows ( )+ R on the keyboard (or select Start > Run).

2. Type the server address \\tplinkwifi.net or ftp://tplinkwifi.net in the dialog box.

3. Click OK.s

Mac
1. Select Go > Connect to Server.

2. Type the server address smb://tplinkwifi.net or ftp://tplinkwifi.net.

3. Click Connect.

Pad Use a third-party app for network files management.

Tips:

You can also access all folders by using your Network/Media Server Name. Refer to To Customize the Address of 
the USB Disk to learn more.

6. 1. 2. Customize Your Settings

 ¾ To Only Share Specific Content

By default, Share All is enabled so all content on the USB disk is shared. If you want to 
only share specific folders, follow the steps below:

1. Visit http://tplinkwifi.net, then log in with the username and password you set for the 
router.
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2. Go to Basic or Advanced > USB Settings > Sharing Access. Focus on the Folder Sharing 
section. Click the button to disable Share All, then click Add to add a new sharing 
folder.

3. Select the Volume Name and Folder Path, then enter a Folder Name as you like.

4. Decide the way you share the folder:

• Allow Guest Network Access:  If you select this check box, guest network can 
access to the this folder.

• Enable Authentication: Select to enable authentication for this folder sharing, 
and you will be required to use a username and password to access the USB 
disk. Refer to To Set up Authentication for Data Security to learn more.

• Enable Write Access: If you select this check box, network clients can modify 
this folder.

• Enable Media Sharing: Select to enable media sharing for this folder, and you 
can view photos, play music and watch movies stored on the USB disk directly 
from DLNA-supported devices. Click Media Sharing to learn more.

5. Click OK.
Tips:

The router can share 32 volumes at most. You can click  on the page to detach the corresponding volume you do 
not need to share.

 ¾ To Set up Authentication for Data Security

If you enable Authentication, network clients will be required to enter the username 
and password you set when accessing the USB disk.
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1. Visit http://tplinkwifi.net, then log in with the username and password you set for the 
router.

2. Go to Advanced > USB Settings > Sharing Access. Focus on the Sharing Account section.

3. Choose to use the default Account (admin) or use a new account and click Save.

4. Enable Authentication to apply the account you just set.

• If you leave Share All enabled, click the button to enable Authentication for all 
folders.

• If Share All is disabled, enable Authentication for specific folders.

 ¾ To Customize the Address of the USB Disk

You can customize the server name and use the name to access your USB disk.

1. Visit http://tplinkwifi.net, then log in with the username and password you set for the 
router.

2. Go to Advanced > USB Settings > Sharing Access. Focus on the Sharing Settings section

3. Make sure Network Neighborhood is ticked, and enter a Network/Media Server 
Name as you like, such as My-Share, then click Save.
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4. Now you can access the USB disk with \\My-Share (smb://My-Share for Mac).

6. 2. Remote Access via FTP Server
You can access your USB disk outside the local area network.

For example:

• Share photos and other large files with your friends without logging in to (and paying 
for) a photo-sharing site or email system.

• Get a safe backup for the materials for a presentation.

• Remove the files on your camera’s memory card from time to time during the journey.
Note:

If your ISP assigns a private WAN IP address (such as 192.168.x.x or 10.x.x.x), you cannot use this feature because 
private addresses are not routed on the Internet.

6. 2. 1. Access the USB disk

1. Connect Your USB Disk

Insert your USB storage device into the router’s USB port directly or using a USB 
cable. Wait several seconds until the USB LED becomes solid on.

Tips:

• If you use USB hubs, make sure no more than four devices are connected to the router.

• If the USB storage device requires using bundled external power, make sure the external power has been 
connected.

• If you use a USB hard drive, make sure its file system is FAT32,NTFS.

• Before you physically disconnect a USB device from the router, safely remove it to avoid data damage: Go 
to Advanced > USB Settings > Device Settings and click  Safety Remove.

2. Enable Authentication for Data Security
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It is strongly recommended that you set and apply a sharing account for data 
security.

1 ) Visit http://tplinkwifi.net, then log in with the username and password you set 
for the router.

2 ) Go to Advanced > USB Settings > Sharing Access. 

3 ) Choose to Use default Account (admin) or Use New Account and click Save.

4 ) Enable Authentication to apply the sharing account.

• If you leave Share All enabled, click the button to enable Authentication for all 
folders.

• If Share All is disabled, enable Authentication for specific folders.

3. Enable the FTP (via Internet)

Select the check box to enable FTP (via Internet), then click Save.
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4. Access Your USB Disk via Internet

Now different clients with Internet connection can access the USB disk:

 Computer

• To download, open a web browser and type the server address ftp://<WAN 
IP address of the router>:<port number> (such as ftp://59.40.2.243:21), 
or if you set up a domain name for your router you can type the server 
address ftp://<domain name of the router>:<port number> (such as ftp://
MyDomainName:21) in the address bar, then press Enter on the keyboard.

• To upload, use a third-party app for network files management. 

Pad • Use a third-party app for network files management.

Tips:

Go to 12. 8. Schedule Your Wireless Function to learn how to set up a domain name for you router.

6. 2. 2. Customize Your Settings

 ¾ To Only Share Specific Content

By default, Share All is enabled so all content on the USB disk is shared. If you want to 
only share specific folders, follow the steps below:

1. Visit http://tplinkwifi.net, then log in with the username and password you set for the 
router.

2. Go to Basic or Advanced > USB Settings > Sharing Access. Focus on the section of 
Folder Sharing. Click the button to disable Share All, then click Add to add a new 
sharing folder.

3. Select the Volume Name and Folder Path, then specify the Folder Name as you like.

4. Select Enable Authentication. If you allow network clients to modify this folder, select 
Enable Write Access.


