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Regulatory notes and statements

Wireless LAN, Health and Authorization for use

Radio frequency electromagnetic energy is emittechfWireless LAN devices. The energy levels of ¢éhes
emissions however are far much less than the eleemgnetic energy emissions from wireless devidesfbr
example mobile phones. Wireless LAN devices aree sifr use frequency safety standards and
recommendations. The use of Wireless LAN deviceg baarestricted in some situations or environméoits
example:

-Onboard airplanes, or

-In an explosive environment, or

-In case the interference risk to other deviceseorices is perceived or identified as harmful

In case the policy regarding the use of Wireles$NLdevices in specific organizations or environmegpetsg.
airports, hospitals, chemical/oil/gas industriahrgls, private buildings etc.) is not clear, pleask for
authorization to use these devices prior to opggahie equipment.

Regulatory Information/disclaimers

Installation and use of this Wireless LAN devicestnie in strict accordance with the instructionduded in

the user documentation provided with the producty Bhanges or modifications made to this device dha

not expressly approved by the manufacturer may vioel user's authority to operate the equipment. The
Manufacturer is not responsible for any radio ¢tewsion interference caused by unauthorized meation of
this device, of the substitution or attachment. Maoturer and its authorized resellers or distobsitwill
assume no liability for any damage or violationgoernment regulations arising from failing to cdyngwith
these guidelines.

Federal Communication Commission Interference Statmment

This equipment has been tested and found to comiptythe limits for a Class B digital device, puasi to
Part 15 of the FCC Rules. These limits are desigioe provide reasonable protection against harmful
interference in a residential installation. Thisiggent generates, uses and can radiate radioginegLenergy
and, if not installed and used in accordance whih ihstructions, may cause harmful interferenceatto
communications. However, there is no guaranteeinberference will not occur in a particular intton. If

this equipment does cause harmful interferencedi@ror television reception, which can be deteediby
turning the equipment off and on, the user is eraxged to try to correct the interference by onehaf
following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipmenteaeder.

- Connect the equipment into an outlet on a cirdifferent from that to which the receiver is cootal.
- Consult the dealer or an experienced radio/TVYirestan for help.

FCC Caution: Any changes or modifications not expressly apptblsy the party responsible for compliance
could void the user's authority to operate thisggent.

This device complies with Part 15 of the FCC Ruf@peration is subject to the following two conditso (1)
This device may not cause harmful interference, @)dhis device must accept any interference vecki
including interference that may cause undesiredation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation expodimgts set forth for an uncontrolled environmefhis
equipment should be installed and operated withmum distance 20cm between the radiator & your body

This transmitter must not be co-located or opegatinconjunction with any other antenna or trangemit




The availability of some specific channels and/perational frequency bands are country dependeahiaemn
firmware programmed at the factory to match thended destination. The firmware setting is not ssitée
by the end user.

Europe — EU Declaration of Conformity

This device complies with the essential requiremaftthe R&TTE Directive 1999/5/EC. The followingst
methods have been applied in order to prove presompf conformity with the essential requiremeatshe
R&TTE Directive 1999/5/EC:

EN 60 950-1: 2001 +Al11: 2004
Safety of Information Technology Equipment

EN 50385: 2002

Product standard to demonstrate the compliancadib tbase stations and fixed terminal stationsivioeless
telecommunication systems with the basic restmstior the reference levels related to human expdsuadio
frequency electromagnetic fields (110MHz - 40 GH@eneral public

EN 300 328 V1.7.1 (2006-10)

Electromagnetic compatibility and Radio spectrumttsta (ERM); Wideband transmission systems; Data
transmission equipment operating in the 2,4 GHz IBMhd and using wide band modulation techniques;
Harmonized EN covering essential requirements uad@le 3.2 of the R&TTE Directive

EN 301 489-1 V1.6.1 (2005-09)

Electromagnetic compatibility and Radio Spectrumtteta (ERM); ElectroMagnetic Compatibility (EMC)
standard for radio equipment and services; Pa&Coiimon technical requirements

EN 301 489-17 V1.2.1 (2002-08)
Electromagnetic compatibility and Radio spectrumttets (ERM); ElectroMagnetic Compatibility (EMC)

standard for radio equipment and services; PartSpécific conditions for 2,4 GHz wideband transmoiss
systems and 5 GHz high performance RLAN equipment

This device is a 2.4 GHz wideband transmissionesygdqtransceiver), intended for use in all EU menstates
and EFTA countries, except in France and Italy whestrictive use applies.

In Italy the end-user should apply for a licensetl& national spectrum authorities in order to mbta
authorization to use the device for setting up oatdradio links and/or for supplying public accdss
telecommunications and/or network services.

This device may not be used for setting up outdadio links in France and in some areas the RFubyipwer
may be limited to 10 mW EIRP in the frequency ran§@454 — 2483.5 MHz. For detailed information the
end-user should contact the national spectuthority in France.
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Cesky
[Czech]

Dansk
[Danish]

Deutsch
[German]

Eesti
[Estonian]

[erlEnglish

[es] Espafiol
[Spanish]

[e1] EXnvucn
[Greek]

[i] Francais
[French]

Italiano
[Italian]

Latviski
[Latvian]

Lietuviy
[Lithuanian]

[*] Nederlands
[Dutch]

Malti
[Maltese]

] Magyar
[Hungarian]

(1] Polski
[Polish]

Portugués
[Portuguese]

[] Slovensko
[Slovenian]

Slovensky
[Slovak]

[7] Suomi
[Finnish]

[]  Svenska
[Swedish]
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TRENDnettimto prohlaSuje, ze tentdEW-652BRPje ve shod se zakladnimi pozadavky a dalSiimi
prisluSnymi ustanovenimi simice 1999/5/ES.

UndertegnedeTRENDnNeterkleerer herved, at fglgende udsfiEW-652BRPoverholder de veesentlige
krav og gvrige relevante krav i direktiv 1999/5/EF.

Hiermit erklartTRENDnetdass sich das GerBEW-652BRHAN Ubereinstimmung mit den grundlegenden
Anforderungen und den ubrigen einschlagigen Bestimgan der Richtlinie 1999/5/EG befindet.

Kaesolevaga kinnita@ RENDnetseadmeTEW-652BRPvastavust direktiivi 1999/5/EU pdhinduetele ja
nimetatud direktiivist tulenevatele teistele asjaskstele satetele.

Hereby, TRENDnetdeclares that thiFEW-652BRHs in compliance with the essential requiremenmis a
other relevant provisions of Directive 1999/5/EC.

Por medio de la present&kENDnetdeclara que eTEW-652BRReumple con los requisitos esencialess y
cualesquiera otras disposiciones aplicables oldgigide la Directiva 1999/5/CE.

ME THN ITAPOYZA TRENDnetAHAQNEI OTI TEW-652BRPXYMMOPOONETAI [IPOX TIX
OYZIQAEIX ATTAITHXZEIZ KAI TIX AOIIEY XXETIKEX AIATAZEEIX THE OAHI'TAX 1999/5EK.

Par la présentERENDnetdéclare que I'apparelEW-652BRRest conforme aux exigences essentielles et
aux autres dispositions pertinentes de la dired®29/5/CE.

Con la presentd RENDnetdichiara che questtEW-652BRPRe conforme ai requisiti essenziali ed alle
altre disposizioni pertinenti stabilite dalla dtred 1999/5/CE.

Ar So TRENDnetdeklag, ka TEW-652BRPatbilst Direktvas 1999/5/EK itiskajam prasbam un citiem
ar to saigtajiem noteikumiem.

Siuo TRENDnetdeklaruoja, kad $iFEW-652BRPatitinka esminius reikalavimus ir kitas 1999/5/f:B
Direktyvos nuostatas.

Hierbij verklaartTRENDnetdat het toesteTEW-652BRHN overeenstemming is met de essentiéle eisen
en de andere relevante bepalingen van richtlijroi&G.

Hawnhekk, TRENDnet jiddikjara li dan TEW-652BRPjikkonforma malhtigijiet essenzjali u mé
provvedimenti arajn relevanti li hemm fid-Dirrettiva 1999/5/EC.

Alulirott, TRENDnet nyilatkozom, hogy a TEW-652BRP megfelel a vonatkoz6 alapve:d
kovetelményeknek és az 1999/5/EC iranyelv egyéhéaslainak.

Niniejszym TRENDnet oswiadcza, ze TEW-652BRPjest zgodny z zasadniczymi wymogami ojaz
pozostatymi stosownymi postanowieniami Dyrektywy28/EC.

TRENDneteclara que estEEW-652BRResta conforme com os requisitos essenciais esodisposicoes
da Directiva 1999/5/CE.

TRENDNnNetizjavlja, da je taTEW-652BRPv skladu z bistvenimi zahtevami in ostalimi relptrami
dolacgili direktive 1999/5/ES.

TRENDnettymto vyhlasuje, Z&8 EW-652BRPspia zakladné poziadavky a vSetky prislusné ustanaveni
Smernice 1999/5/ES.

TRENDnNet vakuuttaa taten ettdEW-652BRPtyyppinen laite on direktiivin 1999/5/EY oleelkst
vaatimusten ja sitéa koskevien direktiivin muidenogdn mukainen.

Harmed intygar TRENDnet att denna TEW-652BRPstar | overensstammelse med de véaseniliga
egenskapskrav och odvriga relevanta bestammelsefraomyar av direktiv 1999/5/EG.
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ABOUT THIS GUIDE

Congratulations on your purchase of this IEEE 8D/d/n Wireless Broadband
Router. This integrated access device combinesnieitegateway functions with

wireless LAN and Fast Ethernet switch. It providesomplete solution for Internet
surfing and office resource sharing, and it is éasyonfigure and operate for every
user.

Purpose
This manual discusses how to install the IEEE 80&d/n Wireless Home Router.

Terms/Usage

In this guide, the term “the WLAN Router” refers tyomur IEEE 802.11b/g/n
Wireless Home Router.

Overview of this User’'s Guide

Introduction. Describes the IEEE 802.11b/g/n Wireless Home Roata its
features.

Unpacking and Setup.Helps you get started with the basic installabbthe IEEE
802.11b/g/n Wireless Home Router.

Identifying External Components. Describes the front panel, rear panel and LEL
indicators of the IEEE 802.11b/g/n Wireless Homeaiten

Connecting the WLAN Router. Tells how you can connect the IEEE 802.11b/g/r
Wireless Home Router to your xDSL/Cable Modem.

Technical SpecificationsLists the technical (general, physical and envitental,
performance and Routers settings) specificatiorthelEEE 802.11b/g/n Wireless
Home Router.




INTRODUCTION

With the explosive growth of the Internet, accegsimformation and services at
any time, day or night has become a standard rmeint for most people. The era
of the standalone PC is waning. Networking techgwlts moving out of the
exclusive domain of corporations and into home# attleast two computers.

This integrated access device combines Internewgat functions with wireless

LAN and Fast Ethernet switch. Designed for the thess and home, it saves you
the cost of installing a separate modem and ISe far each computer, while

providing ready connection for the users, with @dhaut the network wires.

Broadband network access is also gaining groundveder, allowing more than
two computers to access the Internet at the sanermeans less affordable, higher
costs. Thus, there is a need to share one publadtffess over a single Internet
connection to link the home with the Internet.

The scarcity of IP addresses and using a sharedngtt connection through an
Internet sharing device can solve high network s€@msts. All linked computers
can make full use of broadband capabilities ovehsudevice.

This device not only comes equipped with a widegeaof features, but also can be
installed and configured right out of the box. THmvice supports a simple local
area network and Internet access share, offeriegt gost savings.

The local area network connects home computersevdido allowing any of the
computers to access the Internet, share resowceday online games—the basis
of the family computing lifestyle.

Applications:

Broadband Internet access:

Several computers can share one high-speed broddbannection through
wireless or wired (WLAN, LAN and WAN-Internet).

Resource sharing:

Share resources such as printers, scanners angoetigherals.

File sharing:

Exchange data, messages, and distribute filesrtfaklsng good use of hard disk
space.

Online gaming:

Through the local area network, online gaming armbr@merce services can be
easily setup.

Firewall:

A built-in firewall function — for security and artacking systems.




Supported Features:

- Wi-Fi compliant with IEEE 802.11n and IEEE 802.1d btandards

- 4 x 10/200Mbps Auto-MDIX LAN port and 1 x 10/100MdpVAN port
(Internet)

- Supports Cable/DSL modems with Dynamic IP, St&®icRPPoE, PPTP,
L2TP & BigPond connection types

- High-speed up to 300Mbps data rate using IEEE 8@2cbnnection

- 2 external antennas support high speed perfornamtgreat coverage
with MIMO technology

- Firewall features Network Address Translation (NAdNd Stateful Packet
Inspection (SPI) protects against DoS attacks

- Support Wi-Fi Protected Setup (WPS) for easy cotnmec

- Universal Plug and Play (UPnP) and Application Llé&vateway support
for internet applications such as email, FTP, gamin remote desktop,
Net Meeting, telnet and more

- Provides additional security of enable/disable l&ss SSID, Internet
Access Control (MAC Address, Domain & IP Filtering)

- Easy management via web browser and remote manageme

- Supports 64/128-bit WEP, WPA/WPA2 and WPA-PSK/WPFPAZK

- Works with Windows 95/98/NT/2000/XP/2003 Serverfdid.inux and
Mac OS

- Coverage up to 100 meters (330ft.) indoor;(dep@mdse environment)

- Coverage up to 300 meters (980ft.) outdoor;(dependbe environment)




UNPACKING AND SETUP

This chapter provides unpacking and setup infolmnator the IEEE 802.11b/g/n
Wireless Home Router.

Unpacking

Open the box of the WLAN Router and carefully urkpiicThe box should contain
the following items:

L 4

* & o o

L 4

TEW-652BRP Wireless N Home Router
CD-Rom (User’s Guide)
Multi-Language Quick Installation Guide
2 x 2dBi gain dipole antenna

External power adapter

1.5m (5ft) Cat.5 Ethernet Cable

If any item is found missing or damaged, pleasetaminyour local reseller for
replacement.

Setup

The setup of the WLAN Router can be performed prgpesing the following
methods:

*
L 4

The power outlet should be within 1.82 meters @)fef the Broadband Router.

Visually inspect the DC power jack and make sueg this fully secured to the
power adapter.

Make sure that there is proper heat dissipationaa®tjuate ventilation around
the Broadband Router. Do not place heavy objatth® Broadband Router.

Fix the direction of the antennas. Try to place\ttieeless Router in a position
that can best cover your wireless network. Normadhe higher you place the
antenna, the better the performance will be. Therara’s position enhances the
receiving sensitivity.




HARDWARE INSTALLATION

Front Panel

The figure below shows the front panel of the IEEE.11b/g/n Wireless Home
Router.

Front Panel

POWER
This indicator lights green when the hub is recepewer, otherwise it is off.

SYSTEM
This indicator blinking green means the WLAN Rouiemworking successfully.
Otherwise, this indicator always on or off mearss filmction of the WLAN Router
has failed.

WAN (Link/ACT)
The indicators light green when the WAN port is mected to a xDSL/Cable
modem successfully.

The indicators blink green while the WAN port waansmitting or receiving data
from the xDSL/Cable modem.

WLAN (ACT)

This indicator lights green when there are wirelesssices connected and
transmitting data to the WLAN Router.

LAN (Link/ACT)
These indicators light green when the LAN portsevasnnected successfully.
These indicators blinking green while the LAN potsre accessing data.




Rear Panel

The figure below shows the rear panel of the IEBR.81b/g/n Wireless Home
Router.

Rear Panel
Antenna
There are two 2dBi gain antennas on the rear ganelireless connection.
LAN (1-4)

Four RJ-45 10/100Mbps Auto-MDIX ports for connegtito either 10Mbps or
100Mbps Ethernet connections.

WAN

In the four port broadband Router, there is an R1-@100Mbps Auto-MDIX port
for the WAN that connects to the xDSL/Cable modemifiternet connectivity.

POWER
Plug the power adapter to this power jack

RESET

Use a pin-shaped item to push to reset this ddwiéactory default settings. It will
be a useful tool when the manager forgot the pasbwm login, and needs to
restore the device back to default settings.




Side Panel

The figure below shows the side panel of the IEBR.81b/g/n Wireless Home
Router.

WPS (side panel)
Push this button to execute the Wi-Fi Protectedsptocess.




Hardware connections

Connecting the WLAN Router

Wireless Networking Solution

Wireless N Home Router
(TEW-652BRP)

Workstation with )
Wireless N USB Adapter .
(TEW-644UB) o8

S

. Plug in one end of the network cable to the WAN p6the WLAN Router.
. Plug in the other end of the network cable to tileeEnet port of the xDSL or

Cable modem.

. Use another network cable to connect to the Etherasd on the computer

system; the other end of the cable connects toLtk¢ port of the WLAN
Router. Since the IEEE 802.11b/g/n Wireless Homat&ohas four ports, you
can connect up to four computers directly to th#. drhen you do not have to
buy a switch to connect these computers since on&N\Router functions both
as a connection-sharing unit and as a switch.

Check the installation

The control LEDs of the WLAN Router are clearlyibls and the status of the
network link can be seen instantly:

1.

With the power source on, once the device is caedeo the broadband modem,
the Power, System, LAN, WLAN and WAN port LEDs ¢fet WLAN Router
will light up indicating a normal status.

. When the WAN Port is connected to the ADSL/Cablaedem, the WAN LED

will light up.

. When the LAN Port is connected to the computeresystthe LAN LED will

light up.




PC NETWORK TCP/IP SETTING

The network TCP/IP settings differ based on the mater's operating system
(Win95/98/ME/NT/2000/XP/Vista) and are as follows.

Windows 95/98/ME

1. Click on the ‘Network neighborhood’ icon found on the desktop.

2. Click the right mouse button and a context menulvélshow.

3. Select Properties’ to enter the TCP/IP setting screen.

4. Select ‘Obtain an IP address automatically on the ‘1P address field.

TCP/IP Properties 2] x|

Bindings | Advanced | HeiBiDs |
DNS Configuration ] Giateway l wING Configuration [P Addiess

An IF address can be automatically assigned to-this computer.
IFpour nebwark daes not automatically assign [P addresses, ask
wour nehiark administrator for an address. and then' type it in
the space below.

¢ btain an P address sutomaticalls

4 Specify an P address

IEEdd e |]|] b i |

Subrethissk (255265255 0|

] |
5. Select Disable DNS in the “DNS’ field.

TCP/IP Properties (2] x]

Bindings | Advanced | HeBIDS
DS Configuration i Gateway i WINS'Eanigura[ion'i IP &ddress

 Disatle DNG
" EnableDNS

et I,,:H LrGrE; ! i
[5G Gemer Search e
T rri L |

168.95.192
203.66:59.251

Lomiam St EanehiEder




6. Select None’ for the “Gateway addressfield.

TCP/IP Properties EE

Bindings i Advanced I MelBlOS i

DS Configuiation  Gatewsy | wiNS Configuration | 1P Address

The first gatewayin the Installed Gateway list will be the default
‘The addrezs order in the listwill be the arder in which these
riachings are uzed.

Mew gateway:
I el

= Installed gateways:

Ok, I Cancel

Windows 2000

Double click on the My Computer” icon on the desktop. WherMy Computer”
window opens, open theControl Panel’ and then open theNetwork dialup
connectior applet. Double click on the “Local area networknaection” icon.

Select “Properties” to enter the TCP/IP settingdeoiv.

1. In the “Local area network status window, click on ‘Properties.”
2. In the “Local area network connectiori window, first select TCP/IP setting

and then selectProperties.”

3. Set both P address a

nd “DNS’ to Automatic confi

guration.

= A

Fi Advanced | lelp
T e e =

address [ 31 Hetwork and Disk-up Connections

”";EI L
Network and Dial-
C

Dl
apee. | 22 P oy o qot 1P setings sssianed autamatioalif you et suppors
i oL s o sk g etk sdmiristiator for

2l

this capabilty. Otheniss
the apprapiate IP s

' Obtain DNS server addiess automatically

" Usethe fallowing NS server add

10



Windows XP / Vista

Point the cursor and click the right button on‘thly Network Place” icon.
Select “properties” to enter the TCP/IP settingdaiw.

1. Set ‘1P address to “Obtain an IP address automatically”

2. Set ‘DNS’ to “Obtain DNS server address automatically

Internet Protocol [TCP/IP) Properties ? %

| General _.t’-‘-.ltemate Configuration

You can get P settings aszsigned automatically if your netwark, supparts
thiz capability. Othenaize, you need to azk pour netwark. administrator far
the appropriate 1P settings.

%) Obtain an IP address automatically

{7 Usge the following IP address:

(@i0btan DNS server addiess automaticalls

") Use the follawing DMS server addresses:

l_ Ok l[ Cancel ]

11



CONFIGURATION

First make sure that the network connections aretfoning normally.

This WLAN Router can be configured using Interneplérer 5.0 or newer web
browser versions.

Login to the WLAN Router through W ireless LAN

Before configuring the WLAN Router through WLAN, k®asure that the SSID,
Channel and the WEP is set properly.

The default setting of the WLAN Router that youlwise:

v' SSID: TRENDnet

v' Channel: 6

v Security: disable

Login to the WLAN Router

Before you configure this device, note that when\tLAN Router, make sure the
host PC must be set on the subnet that can be accessed by the xDSL/Cable
modem. For example, when the default network addvéthe xDSL/Cable modem
Ethernet interface is 192.168.10.x, then the h@ssRould be set at 192.168.10.xxx
(where xxx is a number between 2 and 254), andd#éfault subnet mask is
255.255.255.0.

Using the Web Browser

1. Open Internet Explorer 5.0 or above Internet brawse

2. Enter IP addredsttp://192.168.10.1 (the factory-default IP address setting) to
the URL web address location.

Address | @] http:ff192.168.10.1

3. When the following dialog box appears, enter ther mme and password to
login to the main configuration window, the defaudername and password is
“admin”.

12



Setup Wizard

Setup wizard is provided as part of the web comégan utility. User can simply
follow the step-by-step process to get the wireleaster configuration ready to run
in 6 easy steps by clicking on” the “Wizard” button the function menu. The
following screen will appear. Please click “Next’¢ontinue.

Wireless Nl Home Router

. Set your new password

. Choose yourtime zone

. Set LAN connection and DHCP Server
. Set internet connection

. Set wireless LAMN connection

. Restart

Display wizard nexttime? & Yes O Mo

Step 1. Set your new password

Setting the new admin password of the WLAN RouRlease click “Next” to
continue.

Wireless Nl Home Bouter

Set Password

Password |.................l|

Yerify Password ‘----------.--.--.4

Step 2: Choose time zone
Select the time zone from the drop down list. RdediEek “Next” to continue.
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Wireless Nl Home RBouter

Choose Time Zone

| (GBT-0E:00) Facific Time (U & Canada)

Step 3: Set LAN connection and DHCP server

Set user’s IP address and mask. The default IP2s168.10.1. If the user chooses
to enable DHCP, please click “Enable”. DHCP enabted@ble to automatically
assign IP addresses. Please assign the rangeadfifBsses in the fields of “Range
start” and “Range end”. Please click “Next” to daoe.

Wireless Nl Home Router

Set LAN & DHCPF Server

LAN IP Address 19216810 |

LAN Subnet Mask 255.255.255.0 |

DHCP Server & Enable O Disable
Range Start 19216810101 |

Range End |192.168.10.2C0 |

Step 4: Set Internet connection
The WLAN Router will attempt to auto detect youtdmet Connection.
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Obtain IP automatically (DHCP client):

Wireless N Home Bouter

elect Internet Connection Type
& Obtain IP automatically (DHCP clisnt}
O Fixed IP address
| © PPPGE to obtain P autornatically

O PPFoE with afixed IP address
O PPTP
| 21 2TR
© BigPond Cable
O Russia PPPoE
Russia PPTP

If the user has enabled DHCP server, choose "ObRiautomatically (DHCP
client)" to have the WLAN Router assign IP addressgtomatically.

Wireless N Home Router

et Dynamic IP Address

_ TEW-652ERF
~ (optional}

[ Clone MAC Address J

15



Fixed IP Address:

Wireless Nl Home Router

elect Internet Connection Type
© Obtain IP automatically (DHCP client)
@ Fixed P address
O PPPOE to obtain IP automatically

O PPPoE with a fixed IP address
O PRTR

O L2TP

O BigPond Cable

O Russia PPPoE

O Russia PFTP

If the Internet Service Provider (ISP) assignsxadilP address, choose this option
and enter the assigned WAN IP Address, WAN Subnaskyl WAN Gateway
Address and DNS Server Addresses for the WLAN Route

Wireless Nl Home Houter

Set Fixed IP Address

WAN IP Address |0.0.0.o

WAN Subnet Mask 0000

WAN Gateway
Address |0'O'0'0

DNS Server Address 1 |0-0-0-0

DNS Server Address 2 |0-0-0-U
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PPPoE to obtain IP automatically:

Wireless N Home Houter

Select Internet Connection Type
© Obtain IP automnatically (DHCP client)
O Fixed IP address
PPOE to obtain IP autornatically
) PPPoE with a fixed IP address
O PRTR
C L2TP
2 BigPond Cable
) Russia PPFoE
O Russia PPTP

If connected to the Internet using a PPPoE (DiakiDBL) connection, and the ISP
provides a User Name and Password, then choosepts and enter the required
information.

Wireless Nl Home Router

Set PPPoE to obtain IP automatically IP

User Name |

Password "-'.'.'-'-'I'I'I'I'I'I.I.|

Yerify Password ‘iii|i|i|i|ilililililil.l.|
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PPPoE with a fixed IP address:

Wireless N Home Bouter

Select Internet Connection Type

© Obtain IP automatically (DHCP client)
O Fixed IP address
© PPPOE to obtain IP automatically
) PPPOE with a fixed IP address
O PPTP

== O L2TP

~ O BigPond Cable
==

= O Russia PPPOE
% O Russia PPTP §
e —::, ety —

If connected to the Internet using a PPPoE (DiakDBL) connection and the ISP
provides a User Name, Password and a Fixed IP Addohoose this option and
enter the required information.

:ﬁ:ﬁg&ﬁw |..I......I......I.....I..!
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Wireless N Home Router

elect Internet Connection Type

O Obtain IP automatically [DHCP client)
0 Fixed IP address

If connected to the Internet using a PPTP xDSL ectian, enter your IP, Subnet
Mask, Gateway, Server IP, PPTP Account and PPT&wead.

Wireless Nl Home RBouter

et PPTP Client

& Dynamic P O Static IP
My IP [172.21.81.177 |

Subnet Mask |255-255-240.0 |

GateWay |0-0-0-0 |

Server IP |

PPTP Account |

PPTP Password |......I.l........I.I.....‘

Retype Password |-.-.------.-.-.------.---‘
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L2TP:

Wireless N Home Router

select Internet Connection Type
© Obtain IP autornatically (DHCP client)
 Fixed IP address

© PEPoE to abtain IP automatically

O PPPoE with a fixed IP address

© PPTP

® L2TP

 BigPond Cahble

© Russia PPPoE

O Russia PPTP

If connected to the Internet using a L2TP (DialxipSL) connection and the ISP
provides a Server IP, Account and Password infaomathoose this option and
enter the required information.

Wireless Nl Home RBouter

@ Dynamic P O Static IP
My IP 0000

Subnet Mask |0-0-0-0

Gateway |0-0-0-0

Server |IP |

L2TP Account |

L2TP Passwaord |..I........I.I........l.l|

Retype Password |----.-.-.----------------|
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Big Pond Cable(Australia):

Wireless Nl Home Houter

elect Internet Connection Type
O Obtain IP automatically (DHCP clisnt)
O Fixed IP address
© PPPOE to obtain IP automatically

O PRPoE with a fixed IP address
O PFTR

igFond Cable
O Russia PPPoE
O Russia PFTR

If your ISP is BigPond Cable, the ISP will providéJser Name, Password,
Authentication Server and Login Server IP (Optign&hoose this option and
enter the required information.

Wireless Nl Home RBouter

Set BigPond

Please set your BigFond Cable data then press Mext to continue

User Name | |

Password ‘.........................|

Yerify
Password

Auth Server

Login Server IP |
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Russia PPPoOE:

Wireless Nl Home Router

Select Internet Connection Type
O Obtain IP automatically (DHCP client)

O Fixed IP address

O PPPoE to obtain IP automatically

) PPPoE with a fixed IP address

— ) BigFond Cable
Russia FFFoE
O Russia PFTP

If your ISP is PPPOE in Russia, the ISP will prevalUser Name, Password, and
Login Server IP. Choose this option and enterdaeired information.

Wireless N Home Router

~ Set Russia PPPoE

& Dynamic P O Static P

%m\ il.l..l.l....l..l....l....i

M*’Fﬂﬁwnrﬂ; !i'---.--.-.----.--.-.--.-.-i

|
=

22



Russia PPTP:

Wireless:M Home RBouter:

Select Internet Connection Type

© Obtain P automatically (DHCP client)
O Fixed IP address
© PPPoE to obtain IP automatically
O PPPoE with a fixed IP address
O FPRTR

= O L2TP

— O BigPond Cahble

: % (?_E.Russia FiPF’oE-

@ Russia PPTF

Server IP, Account and Password information, chabse option and enter the
required information.

@ Dynamic IP O Static IP
ty IP 0000 |

| ]
rd iI.II.II.II..I.-I.-I..I'.Ii
|

H !...........I..I..........I
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Step 5: Set Wireless LAN connection

Click “Enable” to enable Wireless LAN. If user etebthe Wireless LAN, type the
SSID in the text box and select a communicatioraokl. The SSID and channel
must be the same as wireless devices attemptiognioect to the WLAN Router.

Wireless Nl Home RBouter

Set Wireless LAN Connection
Wireless LAN & Enable O Disahle

ESSID TREMDnet |

Channel

Step 6: Setup completed

The Setup wizard is now completed. The new settwdjsbe effective after the

WLAN Router restarts. Please click “Restart” toadebthe WLAN Router. If user

does not want to make any changes, please click™txquit without any changes.
User also can go back to modify the setting bykatig “Back”.

Wireless Nl Home Bouter

Setup Completed

Click "Restart" button to save the settings and restant Wireless
Router.
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Advanced configuration

Main

The screen enables users to configure the LAN & DPHServer, set WAN
parameters, create Administrator and User passwardk set the local time, time
zone, and dynamic DNS.

LAN & DHCP Server

This page allows the user to configure LAN and DH&é&perties, such as the host

name, IP address, subnet mask, and domain name. dnANDHCP profiles are
listed in the DHCP table at the bottom of the seree

Host Mame TEW-652BRF
IP Address |L92.168.101

Subnet Mask ;:255-255.255.0

DHCP Server & Enabled O Disabled

Start 1P 19216810101
162.168.10.200
Domain Name
Lease Time 1 Wek @

IP Address MAC Address

Host Name: Type the host name in the text box. The host neamequired by
some ISPs. The default host name is "TEW-652BRP".

IP Address: This is the IP address of the WLAN Router. Thead#flP address is
192.168.10.1.

Subnet Mask: Type the subnet mask for the WLAN Router in the teox. The
default subnet mask is 255.255.255.0.

DHCP Server. Enables the DHCP server to allow the WLAN Router t
automatically assign IP addresses to devices ctingeto the LAN. DHCP is
enabled by default.

All DHCP client computers are listed in the tabletlae bottom of the screen,
providing the host name, IP address, and MAC agdrEthe client.
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Start IP: Type an IP address to serve as the start of thrari§e that DHCP will
use to assign IP addresses to all LAN devices aiadd¢o the WLAN Router.

End IP: Type an IP address to serve as the end of thanderthat DHCP will use
to assign IP addresses to all LAN devices conndotéaie WLAN Router.

Domain Name: Type the local domain name of the network in #nd box. This
item is optional.

Lease Time: The lease time specifies the amount of connedtiae a network
user be allowed with their current dynamic IP addre

WAN
This screen enables users to set up the WLAN R&BX connection, specify the
IP address for the WAN, add DNS numbers, and ¢neeMAC address.

TRENDNET

WAN
Connection Type | DHCP Clizstor Fived P [1]
WANIP @ Obtain IP Automatically
) Specify IP IP Address
Subnet Mask
Diefault Gateway Eg'i"'i-'f"
DNS 1 0000 |
DNS 2 | [poon ]
oo | [1a | fat | a7 |7 ]l [w ]
MAC Address
(G )

Copyright © 2008 TRENDReE Al Rights Reserved.

Connection Type Select the connection type, either DHCP clientkeéti IP,
PPPoE, PPTP, L2TP or BigPond Cable from the droprddst.
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WAN IP: Select whether user wants to specify an IP addressually, or want
DHCP to obtain an IP address automatically. WheecByp IP is selected, type the

IP address, subnet mask, and default gateway inetktteboxes. User’'s ISP will
provide with this information.

DNS 1/2:Type up to three DNS numbers in the text boxesr'dsSP will provide
this information.

MAC Address: If required by user’'s ISP, type the MAC addresgha WLAN
Router WAN interface in this field.

Password

This screen enables users to set administrative @&l passwords. These
passwords are used to gain access to the WLAN Ruougzface.

@ TRENDNET

Administrator: Type the password the Administrator will use tg lmto the

system. The password must be typed again for ecoafion. The Administrator can
also authorize users the ability to configure theAM Router.

User: Type the password the User will use to log inhte $ystem. The password
must be typed again for confirmation.
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Time
This screen enables users to set the time andataiee WLAN Router's real-time
clock, select properly time zone, and enable aldesdaylight saving.

TRENDNET.

Year l% hanth [Ji@‘ Day [&@
ef the time

Hour IiO Minute .49 @ Second IEE_@

Daylight Enabled Disahled
Having span | Ma |3 v (S ] geg [T

Ao

Copyright S 2008 TRENDGEE, AN Bighta Reserved

Local Time: Displays the local time and date.
Time Zone: Select the time zone from the drop-down list.

Synchronize the clock with: Select the clock adjustment method form the drop
down list.

Automatic: Automatically adjust the system timenfrdlTP Server.
Manual: Manually adjust the system time when yaspitheSet Time button.

Default NTP server: The Simple Network Time Protocol (SNTP) serveowt
the WLAN Router to synchronize the system clockt®global Internet through
the SNTP Server. Specify the NTP domain name adlifess in the text box.

Set the time:Manually setting the WLAN Router system time, grédseSet Time
button to update the system time.

Daylight Saving: Enables users to enable or disable daylight satimg. When
enabled, select the start and end date for daydig¥vihg time.
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Dynamic DNS

This synchronizes the DDNS server with your curf@ablic IP address when you
are online. First, you need to register your prefie DNS with the DDNS provider.
Then, please select the DDNS address in the Séwdress and fill the related
information in the below fields: Host Name, Usemiaand Password.

@ TRENDNET e

' DDNS O Enabled @ Disabled

Server Address | DynDmorz [

= Dymamic DHS- Host Name |
- "Wireless £ User Name |

F Password |
~ "Routing = ( Cancel | [ Anely

= Access

= Management
= Tools

Wizard

- Eopyright © 2008 THENDNEL AlHighis Heserie.—
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Wireless

This section enables users to configuration theleséis communications parameters
for the WLAN Router.

Basic

This page allow user to enable and disable thelegiseLAN function, create a
SSID, and select the channel for wireless commtinits.

80211 Mode | Mited 8021 In, 302.11gand 802,110 [
Channel Width | Auo 2040 MHz [7]
SSID Broadcast & Enabled ' Disabled
WMM & Ensbled O Disshled

s

Enable/Disable:Enables or disables wireless LAN via the WLAN Raut

SSID: Type an SSID in the text box. The SSID of any {gse device must match
the SSID typed here in order for the wireless devi access the LAN and WAN
via the WLAN Router.

Channel: Select a transmission channel for wireless comaoatioins. The channel
of any wireless device must match the channel salebere in order for the
wireless device to access the LAN and WAN via theAN Router.

802.11 Mode:Select one of the following:
@302.11b only- Select if you are using 802.11b wireless cliemtly.
@302.11g only- Select if you are using 802.11g wireless cliemty.
@302.11n only- Select if you are using 802.11n wireless cliemtly.

®Mixed 802.11b and 802.11g Select if you are using both 802.11b and
802.11g wireless clients.

®Mixed 802.11n, 802.11g, and 802.11bSelect if you are using a mix of
802.11n, 11g, and 11b wireless clients.

Channel Width: Select the Channel Width:
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®Auto 20/40 - Select this option if you are using both 802.1dmd non-
802.11n wireless devices.

®20MHz — This is the default setting. Select this optibgou are not using
any 802.11n wireless clients.

SSID Broadcast:While SSID Broadcast is enabled, all wirelessntgewill be able
to view the WLAN Router's SSID. For security purpes users may want to
disable SSID Broadcast to ensure only authorizietitsl have access.

WMM: Enable the Wi-Fi Multi-Media will offer Wi-Fi netarks stable that
improve the user experience for audio, video, amdevapplications by prioritizing
data traffic.

Security

TRENDNET Wireless N Ho

Authentication Type: The authentication type default is set to openesyst
There are four options: Disabled, WEP, WPA, WPA& WPA-Auto.
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WEP Encryption

TRE“D”ET Wireless N Ho

—"Routing
[ E—
= "Tools

Wizard

SR © 200 THENDne: Alfines Acserved.

WEP: Open System and Shared Key requires the usertta S&EP key to
exchange data with other wireless clients that hbeesame WEP key..

Mode: Select the key type: ASCII or HEX

WEP Key: Select the level of encryption from the drop-doketh The WLAN
Router supports, 64 and 128-bit encryption.

Key 1 ~ Key 4:Enables users to create up to 4 different WEP .kie\ually
enter a set of values for each key. Select a keyxpeoby clicking the radio button
next to the key.

WPA/WPA2/WPA-Auto Security

@ TRENDNET

‘
hentication Type | WP |
PSK/EAP @ PSK O E

If WPA, WPA2 or WPA-Auto EAP is selected, the ab®eeeen is shown. Please
set the length of the encryption key and the patarador the RADIUS server.

Cipher Type: Select the cipher type for TKIP or AES encrypti®&elected Auto
for auto detects the cipher type.
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RADIUS Server:

1. Enter the IP address, Port used and Shared SegretebPrimary Radius
Server.

2. Enter the IP address, Port used and Shared SecitbebSecondary Radius
Server. (optional)

WPA-PSK/WPA2-PSK Security

If WPA, WPA2 or WPA-Auto PSK is selected.

i Wireless NH Rout @ Wireless N Home Router
@ TRENDNET Wireless N Rances @ TRENDNET LGl [ TRENDNET . e et
L Err

entication Type | WPA-AUTO [

Cipher Type: Select the cipher type for TKIP or AES encrypti®elected Auto
for auto detects the cipher type.

PassphraseThe length should be 8 characters at least.

Advanced
This screen enables users to configure advancediess functions.

&) TRENDNET Wi tor

= Wireless o Sl . :
: Beacon Interval 100 | (gefaui 100 msec, range:26~1000)

“-Basic"

Fi R - =
Ia%f:;ﬁg&? 346 {default: 2346, range 1500~2348ievg‘n number only) ==

Status DTIM Interval || |(defau|i:1;_range: 1~265)

s

= Access
= Management
- Tools

— "Wizard

—Bopyright O 2000 THENDAc: Al Fights Beacrved.—
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Beacon Interval: Type the beacon interval in the text box. Usersgaecify a value
from 25 to 1000. The default beacon interval is.100

RTS Threshold: Type the RTS (Request-To-Send) threshold in tkelex. This
value stabilizes data flow. If data flow is irregulchoose values between 256 anc
2346 until data flow is normalized.

Fragmentation Threshold: Type the fragmentation threshold in the text bibx.
packet transfer error rates are high, choose vabedseen 1500 and 2346 until
packet transfer rates are minimized. (NOTE: set fligmentation threshold value
may diminish system performance.)

DTIM Interval: Type a DTIM (Delivery Traffic Indication Messag#iterval in
the text box. User can specify a value betweend12&%. The default value is 1.

Wi-Fi Protected Setup
This screen enables users to configure the Wi-Gligleted Setup function.

WPS @ Enabled O Disabled [ #PRlY

Status UnCanfigured Configured
Self-PIN Number 45355503

Client PIN Number | | [ StatPIN

Push Butten ™o ppc
C guration

Authentication Encryption
izabled Kane

WPS: Enable or Disable the WPS (Wi-Fi Protected Setupgtion

Status: Display the state (Un-configured State/Configuitdte) information of
WPS.

Self-PIN Number: Display the default PIN number of the WLAN Router.

Client PIN Number: Type Client PIN number the client uses to negetiaith the
WLAN Router via WPS protocol. It is only used wheasers want their station to
join the Router's network.
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Push Button Configuration: Clicking theStart PBC button will invoke the Push
Button Configuration (PBC) method of WPS. It isynised when WLAN Router
acts as a Registrar.

Status

This selection enables users to view the statubeMWLAN Router LAN, WAN
and Wireless connections, and view logs and Stigtertaining to connections
and packet transfers.

Device Information

This screen enables users to view the WLAN RouteAbl, Wireless and WAN
configurations.

Device Information
Firmware Version: 1.00.01, Tue, 10 Jun 2008

router up time : 0 Day, 2:52:14

MAC Address 00:14:d1:47:7e:ef

Connection  DHCP Cliert Disconnes fod [ DHCPRelese ][ DHCPRenc

IP 0000
Subnet Mask 0.000

_ Default
Gateway 0000

DNS 00000000

:'_rlhep‘t\i'qil"-.BDQ.11 n AP Enable
SSID TRENDnet
] Channel &
g Authentication Dicable

. MAC Address .DD:14:d1:47:79:ee
IP Address 152 168.10.1
‘Subnet Mask 2552552650
DHCP Server Ensblsd DHCP Table

Copyright © 20087 RENDnet Al ighis-eserved. —

Firmware VerS|on Displays the latest bUI|d of the WLAN Router firrame
interface. After updating the firmware in Tools krRware, check this to ensure
that the firmware was successfully updated.

WAN: This section displays the WAN interface configigatincluding the MAC
address, Connection status, DHCP client statusdiifess, Subnet mask, Default
gateway, and DNS.

Wireless: This section displays the wireless configuratiofoimation, including
the MAC address, the Connection status, SSID, G¥amd Authentication type.
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LAN: This section displays the LAN interface configioatincluding the MAC
address, IP Address, Subnet Mask, and DHCP SetaarsSClick “DHCP Table”
to view a list of client stations currently conregttto the WLAN Router LAN
interface.

Click “DHCP Release” to release all IP addresses assigned to clietibrssa
connected to the WAN via the WLAN Router. ClidRHCP Renew” to reassign
IP addresses to client stations connected to th&lWA

Log

This screen enables users to view a running ldgaafter system statistics, events,
and activities. The log displays up to 200 entr@kler entries are overwritten by
new entries. The Log screen commands are as fallows

Click “First Pagé to view the first page of the log

Click “Last Pageéto view the final page of the log

Click “Previous Pagetto view the page just before the current page
Click “Next Pageto view the page just after the current page

Click “Clear Lod to delete the contents of the log and begin a logw
Click “Refresh to renew log statistics

[F]rstPagE ][LastPageH Previous Fage ] et Paze

Page: 1/12

Time Type Message

Wireless system with Mac address
00:18:e7 2.19:0f associated

s = Wireless system with Mac address
Jun 12182101 notice 00:18:e7:2f:19:0f authenticated open

| n 12192101 netice

Wireless systerm with Mac address
00:18:e72£:19:0f associated

: Wireless system with Mac address
;2 915:0 HERE 00:18:e7:2f:19:0f authenticated open

- < Wireless system with Mac address
dan;1 3 AL EA7 HRHRE 00:18:e7:2f:19:0f authenticated open

Wireless system with Mac address
00:18:e7:2f.19:0f authenticated open

e . Wireless system with Mac address
JafH a8 Hotice 00:18:e7:2f:19:0f authenticated open

Jun 12 19:19:04 notice

Jun 12 19:15:56 notice

Time: Displays the time and date that the log entry evaated.
Message Displays summary information about the log entry.
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Log Setting
This screen enables users to set Router Log pagesnet

SMTP Authentication ) Enabled © Disabled

SMTP Account st

SMTP Password |+

SMTP Server |

‘From Email Address :

To Email Address |

Log Type Systemn Activity
[J Debug Infarmation
Attacks
[ Dropped Packets
Matice

b

SMTP Authenication: Selected the Enabled if the SMTP server need fa
authentication, fill in account name and passwardSMTP Account field and
SMTP Password field.

SMTP Account: If the SMTP Authentication enabled, fill in the SMTaccount
name here.

SMTP Password:If the SMTP Authentication enabled, fill in the pa®rd of the
SMTP account here.

SMTP Server: Type your SMTP server address here.

Send to: Type an email address for the log to be sentliok CEmail Log Now” to
iImmediately send the current log.
Log Type: Enables users to select what items will be indudehe log:
System Activity: Displays information related to WLAN Router opeoati
Debug Information: Displays information related to errors and systen
malfunctions.
Attacks: Displays information about any malicious activity the network.
Dropped Packets: Displays information about packets that have neénb
transferred successfully.

Notice: Displays important notices by the system admiaietr
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Statistic
This screen displays a table that shows the ratpacket transmission via the
WLAN Router’s LAN, Wireless and WAN ports (in bytpsr second).

TRENDNET Wireless \ Horme Routee

Main

¥ statistic

R

Bccess
- Management
- Toals

Wizard

ﬂﬂwl!ght& 2008 TF!ENIJrlet All nghﬂa Fleaemrd

Click “Reset” to erase all statistics and begin logging staBsmgam

Wireless
This screen enables users to view information ahautless devices that are
connected to the WLAN Router.

_ TRE“D“ET Whreless N Honﬁ'lt? Flau!:er

"Miain

R

EIJ?BC.GJ‘S.?B.BQ

- Routing

Access
- Management
- Toals

Wizard

Bﬂmﬂht o ZEII] TFHENBHH: Nfﬂlﬂhtl Fleseﬁmd

Connected Time:Displays the time duration of wireless clients mection to the
WLAN Router.

MAC Address: Displays the wireless client's MAC address.
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Routing

This selection enables users to set how the WLAMNt&dorwards data: Static and
Dynamic. Routing Table enables users to view tHermation created by the
WLAN Router that displays the network interconneatiopology.

Static

It enables users to set parameters by which the M/RAuter forwards data to its
destination if the network has a static IP address.

etwork Address. |
Network Mask: |

Gateway Address

Interface | L&M |£i

Network Address: Type the static IP address the network uses tesacthe
Internet. Contact the ISP or network administréborthis information.

Network Mask: Type the network (subnet) mask of the networkhis field is left
blank, the network mask defaults to 255.255.2550hntact the ISP or network
administrator for this information.

Gateway Address:Type the gateway address of the network. Contecti$P or
network administrator for this information.

Interface: Select an interface, WAN or LAN, to connect to thiernet.

Metric: Select which metric that the user wants to appi® configuration.

Add: Click to add the configuration to the static IRdeagbss table at the bottom of
the page.

Update: Select one of the entries in the static IP addiase at the bottom of the
page, and after changing parameters, click “Update€bnfirm the changes.

Delete: Select one of the entries in the static IP addiasle at the bottom of the
page and click “Delete” to remove the entry.

Cancel: Click theCancel button to erase all fields and enter new infororati
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Dynamic
This screen enables users to set the dynamic gopirameters.

TRENDNET Wireless N Home Router

TEW-E52BRP

=T = Dynamic HELP
= | Transmit & Disabled O RP1 O RIP2 5

Receive & Dizabled O RIP1T O RIP2

€2 D

= Routing Table-
CGESS
Management =

ools —

- Gopyriohs © 2005 THENDREE. AlERights Resemied.—

Transmit: Click the radio buttons to set the desired trahgmiameters, Disabled,
RIP 1, or RIP 2.

Receive: Click the radio buttons to set the desired rec@ammeters, Disabled,
RIP 1, or RIP 2.
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Routing Table

This screen enables users to view the routing tablthe WLAN Router. The
routing table is a database created by the WLANt&oatnat displays the network
interconnection topology.

TRENDNET Wireless N Home Rout

Network Address Network Mask Gateway Address  Interface  Metric  Type
192.168.10.0 J55. 2552650 0.0.0.0 LA ] Dynami
239.000 255000 nooa LAN 0 Dynami
|~ 127000 2550.0.0 0.000 Local Laophack 0 Dynarmi

Capyrighs © 2008 TRENDrex. Al Bighis Feserved.

Network Address: Displays the network IP address of the connecteldn
Network Mask: Displays the network (subnet) mask of the conmentale.
Gateway Address:Displays the gateway address of the connected. node
Interface: Displays whether the node is connected via a VWANAN.
Metric: Displays the metric of the connected node.

Type: Displays whether the node has a static or dyn#éhazidress
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Access

This page enables you to define access restrigteisup protocol and IP filters,
create virtual servers, define access for spepiliGtions such as games, and sef
firewall rules.

Filters

Using filters to deny or allow the users to accesshe internet. Three types of
filters can be select: MAC, Domain/URL blockingdaiarotocol/IP filter.

— FEW-GS2BRE

= ] |

Wireless

TREnDnET \Wireless N Home Houter

Filters Filters are used to allow or deny LAN users from accessing the
Internet

Status
& MAC Filters
) DomainsURL Blocking

. Access O Protocol/IP Filters

Houting

(o] Disablad

O Only allow computers with MAC address listed bielow to access

the netwark
= . )
= — ) Cnly deny computers with MAC address listed below to access
Management the network

Apply

Tools

W MAC Table Name: |

wacawess| || || |||

Hame MAC Address.

“Gopyright © 20012 TRENDNeL. AlbHigts Reserved
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MAC Filters

F._i'l_t'e'[!{_ Filters are used to allow or deny LAN users fram accessing the
Internet

& MAC Filters

) Protocol/IP Filters
@ Disabled

) Only allow computers with MAC address listed below to access
the netwark

) Only deny computers with MAC address listed below to access
the network

Apply

MAC Table Name: |

MACAddress:| .| .| .| -] .| |
Undate | | Delete

MAC Address

MAC Filter: Enables you to allow or deny accessing the internet
Disable: Disable the MAC filter function.
Allow: Only allow computers with MAC address listed ie t1AC Table.
Deny: Computers in the MAC Table are denied Interneessc
MAC Table: Use this section to create a user profile whidkerimet access is
denied or allowed. The user profiles are listedha table at the bottom of the
page. (Note: Click anywhere in the item. Once lihe is selected, the fields
automatically load the item's parameters, which gau edit.)
Name: Type the name of the user to be permitted/dersedss.
MAC Address: Type the MAC address of the user's network intexfa
Add: Click to add the user to the list at the bottonthaf page.
Update: Click to update information for the user, if yoave changed any of the
fields.
Delete: Select a user from the table at the bottom oflifteand click Delete to
remove the user profile.

Cancet Click Cancel to erase all fields and enter new information.
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Domain/URL Blocking

You could specify the domains that allow usersdoeas or deny by clicking one
of the two items. Also, add the specified domamthe text box.

TRENDNET Wireless M Hal
'

Filters Filters are used to allow ar deny LAN users frorn accessing the
Internet.

' MAC Filters

& Domain/URL Blocking
- Access O Protocol/IP Filters

- Dm“ﬂ‘f‘ ¢y Disabled
Blocking
@ Allow users to access all domains list.

FEWall SIS (3 Deny usersto access all domaing list

—"Ma nagement Apply

® Disable: Disable the Domain/URL Blocking function.
® Allow: Allow users to access all domains except “Domaiss.
® Deny: Deny users to access all domains except “Domasts. L

Domains List: List Domain/URL you will Denied or Allowed.
® Delete: Select a Domain/URL from the table at the bottointhe list and
click Delete to remove the Domain/URL.
® Add: Click to Add button to add domain to the Domains list.
® Cancel: Click theCancel button to erase all fields and enter new infororati

44



Protocol/IP Filters

This screen enables you to define a minimum andimax IP address range
filter; all IP addresses falling within the range aot allowed accessing internet.
The IP filter profiles are listed in the table g tbottom of the page. (Note: Click
anywhere in the item. Once the line is selected figlds automatically load the
item's parameters, which you can edit.)

Filters Filtars are used to allow or dany LAM users from accessing the
Internet

() MAC Filters
> Domain/URL Blocking
(% Protocol/IP Filters

Enable ) Enable 2 Disabled

Name |

Management Bratacol| | ToF @

Port | - ]
IP Range | L]

[ Tipdte || Delers

Hame Protocol | Port Range IP Range
Filter FTP Any 20-21 0.0.000000
Filter HTTP Any 8080 noa0n000
Filter HTTPS  Any 443-443 0.0.000000
Filter DNS Any 5353 00000000
Filter SMTP  A&ny 25.25 0.0.0.00000
Filter POP3 11010 nooonnnn
Filter Telnet 2323 noaooooo

Enable: Click to enable or disable the IP address filter.

Name: Type the name of the user to be denied access.
Protocol: Select a protocol (TCP or UDP) to use for thewaltserver.
Port: Type the port range of the protocol.

IP Range: Type the IP range. IP addresses falling betweenvlue and the
Range End are not allowed to access the Internet.

® Add: Click to add the IP range to the table at thedmotof the screen.

® Update: Click to update information for the range if yoave selected a list
item and have made changes.

® Delete: Select a list item and click Delete to removeitam from the list.
® Cancel: Click theCancdl button to erase all fields and enter new infororati
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Virtual Server

This screen enables user to create a virtual setmaethe WLAN Router. If the
WLAN Router is set as a virtual server, remote sig@questing Web or FTP
services through the WAN are directed to local senin the LAN. The WLAN
Router redirects the request via the protocol asrdl pumbers to the correct LAN
server. The Virtual Sever profiles are listed ia tAble at the bottom of the page.

Note: When selecting items in the table at thedmojtclick anywhere in the item.
The line is selected, and the fields automaticlald the item's parameters, which
user can edit.

TRENDNET Wireless N Hor

Mai = = :
————— [} Virtual Server |

Wirel e . —
i Enable O Enable ® Disabled

Status Name | |

_Bomng = Bratocel [T @

A Private Port |

Public Port | I

LAN Server | |

Update | | Delee

. Management Hama Protocol LAN Server
— Tools I “irtual Server FTR TCR 21721 0000
— Wiad Virtual Server HTTP TCP 80/80 0000
= Virtual Server HTTPS TCP 443/443 0.0.0.0
“irtual Server DN TCP 5353 oooo
Wirtual Serer SMTP TCP 26/25 0000
“irtual Server POPS TCR 110410 oooo
Wirtual Server Telnet TCP 23723 0.0.0.0
IPSec UDP 5004500 0000
FPTR TCP 172341723 0ooo

Methleeting TCP 172041720 0.0.0.0

Enable: Click to enable or disable the virtual server.
Name: Type a descriptive name for the virtual server.
Protocol: Select a protocol (TCP or UDP) to use for thewaltserver.

Private Port: Type the port number of the computer on the LA&L ik being used
to act as a virtual server.

Public Port: Type the port number on the WAN that will be usegrovide access
to the virtual server.

46



LAN Server: Type the LAN IP address that will be assignechtirtual server,
® Add: Click to add the virtual server to the table a& bottom of the screen.

® Update: Click to update information for the virtual serviérthe user has
selected a listed item and has made changes.

® Delete: Select a listed item and cliékelete to remove the item from the list.
® Cancel Click Cancdl button to erase all fields and enter new infororati

Special AP

This screen enables users to specify special apiplis, such as games which
require multiple connections that are blocked byTNA'he special applications
profiles are listed in the table at the bottomhe page.

Note: When selecting items in the table at thedmottclick anywhere in the item.

The line is selected, and the fields automaticlald the item's parameters, which
user can edit.

nable O Enabled @ Disabled

Protocol TCP B

Part Range .

Incoming Protocol [TcP @

Port
Update: || Delete

HName
Battle. net Any B112-6112 Any 6112
Dialpad Any T175-7175 Any 51200-51201,51210
U Any 2019-2019 Any 2000-2038,2025-2051,2069,2085,3010-3030
PC-to-Phone  Any 12063-12053 Any 12120,12122,24150-24220
Quick Tirne 4 Any 554-554 Any BI70-6599

Enable: Click to enable or disable the application profi¢hen enabled, users will
be able to connect to the application via the WLRNuter's WAN connection.
Click “Disabled” on a profile to prevent users fr@ocessing the application on the
WAN connection.

Name: Type a descriptive name for the application.

Trigger: Defines the outgoing communication that determimbsther the user has
legitimate access to the application.
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® Protocol: Select the protocol (TCP, UDP, or * for TCP+UDRatt can be
used to access the application.
® Port Range: Type the port range that can be used to accesgpiieation in
the text boxes.
Incoming: Defines which incoming communications users arenitged to connect
with.
® Protocol: Select the protocol (TCP, UDP, or * for TCP+UDRatt can be
used by the incoming communication.
® Port: Type the port number that can be used for thenmog communication.
® Add: Click to add the special application profile t@ ttable at the bottom of
the screen.
® Update: Click to update information for the special apation if user have
selected a list item and have made changes.
® Delete: Select a list item and clidRelete to remove the item from the list.

® Cancel: Click Canceal button to erase all fields and enter new infororati

DMZ

This screen enables users to create a DMZ for thosguters that cannot access
Internet applications properly through the WLAN Reruand associated security
settings.

Note: Any clients added to the DMZ exposes thentéido security risks such as
viruses and unauthorized access.

DMZ Enable ) Enabled & Disabled

DMZ Host IP _U-U-U.U

Enable: Click to enable or disable the DMZ.
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DMZ Host IP: Type a host IP address for the DMZ. The computién this IP
address acts as a DMZ host with unlimited Inteaneess.

Apply: Click to save the settings.

Firewall Settings

A firewall protects your network from the outsid®nd, this screen enables users
to setup the simple firewall function on the wisseouter.

TRENDNET Wireless N H
Main 2 y e _ .

Lol UDP Endpoint Filtering

Status

-_— N%Tlf:{llﬁgzjnt ) Endpoint Independent
Bouting Eta & Address Restricted
== ) Part And Address Restricted

Access TCP Endpoint Filtering

@& Endpaint Independent

O Address Restricted
O Part And Address Restricted

= Firswall Settings

Management
Toaols

Wizard

Endpoint Independent: Any incoming traffic sent to an open port will be
forwarded to the application that opened the port.

Address Restricted: Incoming traffic must match the IP address of dlégoing
connection.

Address And Port Restriction: Incoming traffic must match the IP address anc
port of the outgoing connection
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Management

Management enables users to set up the Remote Elaead feature.
Remote Management
This screen enables users to set up remote managddssing remote management,

the WLAN Router can be configured through the WARK & Web browser. A user
name and password are required to perform remot@agesnent.

emote Management
HTTP ) Enable & Disabled
Port; | 9080 _.

Remate IF Rangs:

*
From |

& Enable O Disabled

Allow to Ping WAN
Port

UPNP Enable & Enabled O Disabled
PPTP &) Enabled O Disabled
L2TP & Enabled O Disabled

IPSec & Enabled O Disabled

HTTP: Enables users to set up HTTP access of the Porbery and Remote IP
Range for remote management.

Allow to Ping WAN Port: Type a range of Router IP addresses that canngegi
from remote locations

UPnP Enable: UPnP is short for Universal Plug and Play thatisetworking

architecture that provides compatibility among rem#ing equipment, software,
and peripherals. The WLAN Router is an UPnP-enaBledter and will only work

with other UPnP devices/software. If user does waint to use the UPNP
functionality, select “Disabled” to disable it.

PPTP: Enables users to set up PPTP access for remo@geizent.

L2TP: Enables users to set up L2TP access for remotageanent.

IPSec: Enables users to set up IPSec access for rematagaaent.
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Tools

This page enables users to restart the system,ssaVvdoad different settings as
profiles, restore factory default settings, runesup wizard to configure WLAN
Router settings, upgrade the firmware, and pingotertP addresses.

Restart

Click “Restart” to restart the system in the evém system is not performing
correctly.

TRENDNET Wireless N Harme Raue

: = = —
¥ Rostart HELR™ =
ess g

Re sta&::;_jsu-laﬁter

Copyright © 2008 THENDRE:. Alf ights Heserved.
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Settings
This screen enables users to save settings adile arud load profiles for different

circumstances. User can also load the factory dtefamitings, and run a setup
wizard to configure the WLAN Router and Router ifaee.

@ TRENDRET N

actory
ettings

Save SettingsClick “Save” to save the current configurationagsrofile that can
load when necessary.

Load Settings: Click “Browse” and go to the location of a stogwfile. Click
“Load” to load the profile's settings.

Restore Factory Default SettingsClick “Restore” to restore the default settings.

All configuration changes will lose.
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Firmware
This screen enables users to keep the WLAN Routewhre up to date.

Main

Wireless

:Llpg rade Firmware | ‘ Browe...

Status . 7

Routing

Access
Management

Tools

Wizard

Please follow the below instructions:
Download the latest firmware from the manufactsréveb site, and save it to disk.
Click “Browse” and go to the location of the downloaded firmwide

Select the file and clickUpgrade” to update the firmware to the latest release.

Ping Test
The ping test enables users to determine whethd? address or host is present on

the Internet. Type the host name or IP addredseext box and click Ping.

Main

= Wireless

Status
= PRouting
Access

= Management

Copyright © 2008 THENDRE:. Alf ighis Heserved.
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TECHNICAL SPECIFICATIONS

General
Standards IEEE 802.3u 100BASE-TX Fast Ethernet
IEEE 802.11n draft 2.0; IEEE 802.11qg; IEEE 802.11b
Protocol CSMA/CA

Radio Technology

DSSS/OFDM

Data Transfer
Rate

802.11n mode: up to 300Mbps (auto sense)

802.11g mode: up to 54Mbps (auto sense)

802.11b mode: up to 11Mbps (auto sense)

Ethernet: 10Mbps (half duplex), 20Mbps (full-duplex)

Fast Ethernet: 100Mbps (half duplex), 200Mbps (full- duplex)

Receiver 802.11n: -62dBm typical @ 300Mbps
Sensitivity 802.11g: -68dBm typical @ 54Mbps

802.11b: -85dBm typical @ 11Mbps
TX Power 18 dBm

Network Cables

10BASE-T: 2-pair UTP Cat. 3,4,5 (100 m), EIA/TIA- 568 100-
ohm STP (100 m)
100BASE-TX: 2-pair UTP Cat. 5 (100 m), EIA/TIA-568 100-ohm

STP (100 m)
Frequency Range |2412 ~ 2484 MHz ISM band
Modulation DBPSK/DQPSK/CCK/OFDM
Schemes
Security 64/128-bits WEP Encryption; WPA, WPA-PSK, WPA2, WPA2-
PSK
Channels 1~11 Channels (FCC) 1~13 Channels (ETSI)

Number of Ports

LAN: 4 x 10/100Mbps Auto-MDIX Fast Ethernet port
WAN: 1 x 10/100Mbps Auto-MDIX Fast Ethernet port

Physical and Environmental

DC inputs 5VDC 2.5A

Power

Consumption 7watts (max)

Temperature Operating: 0°C ~ 40° C, Storage: -10° ~ 70° C
Humidity Operating: 10% ~ 90%, Storage: 5% ~ 90%
Dimensions 150 x 110 x 32mm (5.9 x 4.3 x 1.26in)

EMI:

FCC, CE
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Limited Warranty

TRENDnet warrants its products against defects in material and workmanship, under normal use and service, for the following lengths of time from
the date of purchase.

TEW-652BRP 3 Years

If a product does not operate as warranted above during the applicable warranty period, TRENDnet shall, at its option and expense, repair the
defective product or deliver to customer an equivalent product to replace the defective item. All products that are replaced will become the property
of TRENDnet. Replacement products may be new or reconditioned.

TRENDnet shall not be responsible for any software, firmware, information, or memory data of customer contained in, stored on, or integrated with
any products returned to TRENDnet pursuant to any warranty.

There are no user serviceable parts inside the product. Do not remove or attempt to service the product through any unauthorized service center.
This warranty is voided if (i) the product has been modified or repaired by any unauthorized service center, (i) the product was subject to accident,
abuse, or improper use (iii) the product was subject to conditions more severe than those specified in the manual.

Warranty service may be obtained by contacting TRENDnet office within the applicable warranty period for a Return Material Authorization (RMA)
number, accompanied by a copy of the dated proof of the purchase. Products returned to TRENDnet must be pre-authorized by TRENDnet with
RMA number marked on the outside of the package, and sent prepaid, insured and packaged appropriately for safe shipment.

WARRANTIES EXCLUSIVE: IF THE TRENDNET PRODUCT DOES NOT OPERATE AS WARRANTED ABOVE, THE CUSTOMER'S SOLE
REMEDY SHALL BE, AT TRENDNET'S OPTION, REPAIR OR REPLACEMENT. THE FOREGOING WARRANTIES AND REMEDIES ARE
EXCLUSIVE AND ARE IN LIEU OF ALL OTHER WARRANTIES, EXPRESSED OR IMPLIED, EITHER IN FACT OR BY OPERATION OF LAW,
STATUTORY OR OTHERWISE, INCLUDING WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.
TRENDNET NEITHER ASSUMES NOR AUTHORIZES ANY OTHER PERSON TO ASSUME FOR IT ANY OTHER LIABILITY IN CONNECTION
WITH THE SALE, INSTALLATION, MAINTENANCE OR USE OF TRENDNET'S PRODUCTS.

TRENDNET SHALL NOT BE LIABLE UNDER THIS WARRANTY IF ITS TESTING AND EXAMINATION DISCLOSE THAT THE ALLEGED
DEFECT IN THE PRODUCT DOES NOT EXIST OR WAS CAUSED BY CUSTOMER'S OR ANY THIRD PERSON'S MISUSE, NEGLECT,
IMPROPER INSTALLATION OR TESTING, UNAUTHORIZED ATTEMPTS TO REPAIR OR MODIFY, OR ANY OTHER CAUSE BEYOND THE
RANGE OF THE INTENDED USE, OR BY ACCIDENT, FIRE, LIGHTNING, OR OTHER HAZARD.

LIMITATION OF LIABILITY: TO THE FULL EXTENT ALLOWED BY LAW TRENDNET ALSO EXCLUDES FOR ITSELF AND ITS SUPPLIERS ANY
LIABILITY, WHETHER BASED IN CONTRACT OR TORT (INCLUDING NEGLIGENCE), FOR INCIDENTAL, CONSEQUENTIAL, INDIRECT,
SPECIAL, OR PUNITIVE DAMAGES OF ANY KIND, OR FOR LOSS OF REVENUE OR PROFITS, LOSS OF BUSINESS, LOSS OF
INFORMATION OR DATE, OR OTHER FINANCIAL LOSS ARISING OUT OF OR IN CONNECTION WITH THE SALE, INSTALLATION,
MAINTENANCE, USE, PERFORMANCE, FAILURE, OR INTERRUPTION OF THE POSSIBILITY OF SUCH DAMAGES, AND LIMITS ITS
LIABILITY TO REPAIR, REPLACEMENT, OR REFUND OF THE PURCHASE PRICE PAID, AT TRENDNET'S OPTION. THIS DISCLAIMER OF
LIABILITY FOR DAMAGES WILL NOT BE AFFECTED IF ANY REMEDY PROVIDED HEREIN SHALL FAIL OF ITS ESSENTIAL PURPOSE.

Governing Law: This Limited Warranty shall be governed by the laws of the state of California.
Note: AC/DC Power Adapter, Cooling Fan, Cable, and Power Supply carry 1-Year Warranty
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Customer Support
Visit www.trendnet.com/support

Email;
support@trendnet.com

EUI‘DpE (Germany = France = Italy = Spain = Switzerland = UK)

Toll Free Telephone: +00800 60 76 76 687

English/Espanol - 24,/7
Francais/Deutsch - 11am-8pm, Monday - Friday MET

Worldwide

Telephone: +(31) (0) 20 504 05 35

English/Espanol - 24 /7
Francais/Deutsch - 1 1am-8pm, Monday - Friday MET

Product Warranty Registration

Please take a moment to register your product online.
Go to TRENDnet's website at http:/ /www.trendnet.com/ register

TRENDNET

20675 Manhattan Place
Torrance, CA 90501
USA

_—
Copyright ©2008. All Rights Reserved. TRENDnet.




