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Environment

The equipment you have purchased must not be disposed of with household waste. You
should return these to your distributor if they are to replace or dispose of them in an
approved recycling centre.

FCC Statement

This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions in this manual, may cause
interference to radio communications. This equipment has been tested and found to
comply with the limits for a Class B computing device pursuant to Part 15 of FCC rules,
which are designed to provide reasonable protection against radio interference when
operated in a commercial environment. Operation of this equipment in a residential area is
likely to cause interference, in which case the user, at is own expense, will be required to
take whatever measures are necessary to correct the interface.

CE Declaration of Conformity
This equipment complies with the requirements relating to electromagnetic compatibility,
EN55022 class B for ITE and EN 50082-1. This meets the essential protection
requirements of the European Council Directive 89/336/EEC on the approximation of the
laws of the Member States relating to electromagnetic compatibility.

Copyright Notice
All rights reserved. No part of this publication may be reproduced, transmitted, transcribed,
stored in retrieval system or translated in to any language or computer language, in any
form or by any means, electronic, mechanical, magnetic, optical, chemical, manual, or
otherwise, without the prior written permission of Company.
Company reserves the right to revise the publication and make changes from time to time
in the contents hereof without obligation of this company to notify person of such revision
or changes. The material contained herein is supplied without representation or warranty
of any kind. The Company therefore assumes no responsibility and shall have no liability of
any kind arising from the supply or use of this document or the material contained herein.

Trademarks

Windows 98/NT/2000/XP/7™ and Internet Explorer™ are registered trademarks of
Microsoft Corporation. All other company, brand and product names, like Netscape
Navigator™ are trademarks or registered trademarks of their respective owners.
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WARNING! v

1. Read these installation instructions carefully before connecting the equipment to its
power adapter.

2. To reduce the risk of electric shock, do not remove the cover from the equipment or
attempt to dismantle it. Opening or removing covers may expose you to dangerous
voltage levels. Equally, incorrect reassembly could cause electric shock on re-use of
the appliance.

3. Do not expose the equipment to fire, direct sunlight or excessive heat.

4. Do not expose the equipment to rain or moisture and do not allow it to come into
contact with water.

5. Do not install the equipment in an environment likely to present a Threat of Impact.

6. You may clean the equipement using a fine damp cloth. Never use solvents (such as

trichloroethylene or acetone), which may damage the equipement’ s plastic surface.
Never spray the equipment with any cleaning product whatsoever.

7. The equipmentis designed to work in temperatures from 0°C to 45°C (32°F to 104°F).
8. The equipment must be installed at least 1 meter from radio frequency equipment,
such as TVs, radios, hi-fi or video equipments (which radiate electromagnetic fields).

9. Do not connect the LAN/WAN port to any network other than an Ethernet network.

10.Do not attempt to upgrade your equipment in an unstable power environment. This
could cause unexpected damages.

11.Do not work on the system during lightning storms. Please disconnect all cables.

12.Children don't recognize the risks of electrical appliances. Therefore use or keep the
equipment only under supervision of adults or out of the reach from children.

13.No repair can by performed by the end user, if you experience trouble with this
equipment, for repair or warranty information, please contact your supplier.

Electrical Powering:

The IG7500 can be powered with correct power adaptor, the power adaptor must be
12V/1.5A. Any damage caused to the 1G7500 as a result of using unsupported power
adaptors will not be covered by the manufacturer’ s warranty.

Product Disposal Warning:

Ultimate disposal of this product, accessories, packing, especially the batteries should be
handled carefully for recycle and nature protection in accordance with national laws and
regulations.
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1. Introduction

The 1G7500 Gateway supports a FXS port and a FXO port, both have a separate SIP account
assigned to register to remote SIP Sever. The IG7500 also support IP networking systems.
The 1G7500 design is designed for hosted IP providers that want to provide fax services,
support PSTN failover, and managed WLAN for the customers.

ADEL Modam .

PSTHN

FaRELT | E Cell Phone

Interfaces

1 FXO port (Loop Start, for PSTN)

1 FXS port (for Analog Telephone or FAX)

1 WAN port: 10BASE-T/100BASE-TX/1000BASE-T Gigabit Ethernet port

4 LAN ports: 10BASE-T/100BASE-TX

802.11b/g/n WiFi access point

3 USB 2.0 host ports: Connects to your USB storage devices, USB printer or
3G dongle.

*0000

Basically, the Maul is required to do the following things:
(1) To understand the architecture, resources, and devices of whole environment
which will be involved with the VolP communications.

(2) To build a common setting file.
(3) To configure each interfaces and install them.
(4) And to solve the problems that users encounter during operation.
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2. Getting to Know the IG7500

2.1 Front Panel
The front panel contains several LEDs that indicate the status of the IG7500.

MOCET
@ )
POWER  WIRELESS WAN TEL LINE
II
|
0000000000000
2900000000000
0000000000000
Figure 2-1. Front Panel of IG7500
LED Name Color Status Description
POWER Blue On Power On
Off Power off
WIRELESS Blue On Wireless LAN is active
Off Wireless LAN is idle
WAN Blue On Wireless LAN is active
Off Wireless LAN is idle
TEL Blue Off Phone is idle
On Phone is active
LINE Blue Off PSTN Line is idle
On PSTN Line is active
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2.2 Rear Panel

The rear panel contains the ports for the IG7500's data and power connections.

0000000000000 0000000000
0000000000000 00DOCO0OO000D0
0000000000000 0000000000
0000000000000 000000000CO0
™ [ :[ |
000000000000V O0OOO0OOOC0O0OO0ODOO0OOC GG
C0000000000000CHOCEH0000000C0O000Q0OCC
0000000000000 00000000000000O00DO00O0COO
CO000000000000O000000D000O00QO000Q00O
o P—— ®)
P —
) oo il -®e
L | b LT L I . . N o
LINE TEL WAN LAN Las RAT ©E® FWR ‘
—— I T e I
] — | | = 1
Figure 2-2. Rear Panel of IG7500
Label Function
Line RJ-11 connector: Connects the device to your PSTN lines.
TEL RJ-11 connector: Connects the device to your analog phone.
WAN RJ-45 connector: Connects the device to your cable modem, or to your
ADSL Modem. It' s to connect to the remote network.
LAN 4 RJ-45 connector: Connects the device to your PC's Ethernet port, or to
the uplink port on your LAN's hub.
USB 2 USB ports Connects to your USB storage devices, USB printer or 3G
dongle
RST Reset button.
DC-IN Connects to the supplied power converter cable.
USB Connects to your USB storage devices, USB printer or 3G dongle
Power Power On/Off button
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3. General Features

(Some enhanced features as described will be added soon.)

3.1. FXS Application

It needs to program the FXS IP account in Web (Voice — Extension), and get the
registration well first.

3.1.1 Make an outbound call
Dial a phone number. When dialing the pound (#”) key or waiting Interdigit Timeout
(programmed in “Web — Voice — Transmission; Default: 5 seconds), the FXS IP call is
formed.

If the FXS IP line fails to reqister the SIP server:
- Ifno PSTN line is connected to FXO port, it provides Congestion Tone to FXS when

the FXS goes off-hook.

- Ifthe PSTN line is in use, it provides Congestion Tone to FXS when the FXS goes
off-hook.

- Ifthe PSTN line is idle, the call will be made through the PSTN line..

3.1.2 Receive an inbound call
When getting the inbound call from the FXS IP line, it rings the FXS phone immediately.
The call is formed when the FXS phone answers the call.

3.1.3 Fax/Modem

IG7500 supports FAX/modem tone detection and auto-fallback to G.711. IG7500 also
support to use T.38.

3.1.4 Flash — Analog Port (SLT) Flash Recognition

Flash is the momentary operation of the hook-switch at the analog device, which can be
deciphered in such a way that the previous call in progress is held, or placed in a status
of transfer awaiting further instructions from the user.

3.2. FXO Application

It needs to program the FXO IP account in Web (Voice — Extension), and get the
registration well first.

3.2.1 Receive acall from FXO IP line

If the PSTN line doesn’ t exist, the call will be rejected immediately.
If the PSTN line exists, the call between PSTN line and IP line is formed immediately.
When the caller on the IP line hears the PSTN dial tone, dials a phone number to form

the PSTN call.

3.2.2 Receive acall from PSTN line
If the FXO IP account registers well, IG7500 makes the IP call to the specified phone
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number (programmed in “Web — Voice — Extension - FXO) through the IP line
immediately.

If the FXO IP account is at Fail state, and the FXS is at idle state, the PSTN line will ring
the FXS phone.

3.2.3 Call Abandon

For PSTN call, IG7500 provides the facility to monitor the call status. If the remote party
hangs up, the ongoing call will be terminated.

The PSTN line monitor is accomplished through monitoring the loop-break signal,
polarity reversal or busy tone. The value range of loop-break signal is:
“Disable”/100/200/.../1000 ms.

3.3. System Management

3.3.1 Access Control for Web Page

IG7500 provides two Access modes for Web Page

- Administrator mode: unrestricted access and program. The mode can be used
from LAN and WAN.

(Default: admin1234/123456)

- Support Mode: allow an ISP technician to maintain and run diagnostics. It can be
used from WAN only.

(Default: support/support)
3.3.2 Default Set

Clear all settings and return the IG7500 set to the factory condition.

3.3.3 System Time & Date

The 1G7500 system provides a built-in time clock to track System Time. This clock has
the ability to automatically adjust with network NTP server through internet.

3.3.4 Auto Provisioning

WAN Management Protocol (TR-069) allows an Auto-Configuration Server (ACS) to
perform auto-configuration, provision, collection, and diagnostics to this device.
Firmware upgrade or vendor configuration file backup can be done remotely on ACS
server. Select the desired values and click "Save Settings" to configure the TR-069
client options.

IG7500 also provides an Auto Provision Server (APS) to update IG7500 FW and
Update / Retrieve 1G7500 Configuration.
3.4. Voice Features

3.4.1 Caller ID Detection/Generation

IG7500 provides the ability to detect the calling party identification provided by CO via
PSTN lines or by Uplink Server via IP lines.
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IG7500 also provide Caller ID Generation to the Caller ID equipped Single Line
Telephone.

3.4.2 PSTN Backup

In case of power failure, IG7500 automatically switches the first PSTN line to the
Single-line analog phone.
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4. Configuration

(Some enhanced configuration items as described will be added soon.)

4.1 Setup
® Connect the IG7500 to PC.
® The default LAN IP of the IG7500 is 192.168.1.1.
® The default WAN IP of the IG7500 depends on upper router's DHCP server.
[

For web login, the default user name is “adminl1234”, the default password is
“123456".

® For telnet login, the name/password is the same as web login.
4.2 Establish the Connection
Enter the IP address of IG7500 from the Web Browser.

A Dialogue Box will pop up to request the user to enter username and password. (Figure
4-1)

Connect to 172 17 215 72

2,

The server 17217 21572 at IG7500 requires a nsemame and
paszword.,

Warning: Thiz server iz reguesting that wour vsmame and.
pazord be sent in an dnsecure manner (haze authentication
without a secure connection).

User name: 7 adminl234 v

Passward; | Hokohkck

Remember my passwaord

[ oK ][ Zancel ]

Figure 4-1. Authentication

Please enter the management username/password into the fields then click the OK button
(default username/password is admin1234/123456).

When the authentication is OK, the home page “Device Info — Summary” will be displayed.
In the Web Configuration, it is divided into eight categories (Figure 4-2):

® Device Info

® Advanced Setup
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Wireless
Mobile Network
Voice
Management
Diagnostics
Logout

L pevice Info Device Info

i/ Advanced Setup
&3 Wireless Software Version: V0.1

L Voice MAC Address:  |00:19:15:5D:3E:78
= Management Systern Up Time: |0 days, 0 hours, 2 minutes

= Diagnostics
= Loaout LAN Info

LAN IP Address: | 192 168.1.1
Subnet mask: | 2552552850

WAN Info

WAN IP Address: 1721721572
Subnet mask: 256525562550
Default Gateway: 172.17.215.254

Primary DNS Server: 1722412
Secondary DNS Server: | 192.168.2.7

Connection Type: DHCP
Firewall Status: Disabled
Connection Status: Connected
Date / Time

Tuesday. 27 December 2011, 11:50:61 |

Figure 4-2.Device Info - Summery
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4.3 Device Info

This information reflects the current Status of IG7500 connection. It includes the following
topics:

® Summary

® Statistics

® Route
® ARP
® DHCP

4.3.1 Summary

In the page (Figure 4-2) you can get the information reflects the current software version
and connectionstatus. It includes Device Info, Network Info and Date/Time.

For Network Info, it includes the three parts:
® LAN Info: Ethernet LAN status
® WAN Info: Ethernet WAN status
® Secondary WAN Info: Mobile Network status; shown when it exists.
4.3.2 Statistics
It' s separated into two parts: LAN and WAN.
4.3.2.1 LAN

In this page (Figure 4-3) you can get the network statistics of the LAN and Wireless LAN
interface. Click “Reset Statistics” to clean up all network statistics.

[ Device Info Statistics -- LAN
- summa ;
Iale i | Interface Received Transmitted
I Bytes | Packets | Errors | Drops Bytes Packets | Errors | Drops
LAN 1.2 MiB | 2897 0 0 1.1 MiB 2727 0 0
WLAN 0.0B ! 0 0 0 0.0B 0 0 54T

DHCP

& Advanced Setup
& Wireless

& Diagnostics
' Logout
Figure 4-3.Device Info — Statistics — LAN

4.3.2.2 WAN

In this page (Figure 4-4) you can get the network statistics of the WAN interface. Click
“Reset Statistics” to clean up all network statistics.
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[ Device Info Statistics -- WAN
| Received Transmitted
Bytes Packets | Erors | Drops Bytes Packets | Ermors | Drops
5.4 MiB 32660 0 0 185.1 KiB 347 0 0

& Advanced Setup
LI Wireless

4 Voice

& Management

& Diagnostics

J Logout

Figure 4-4.Device Info — Statistics — WAN

4.3.3 Route
In this page you can get the IP route information of the device. (Figure 4-5)

£ Device Info Device Info -- Route
o M Flags: U - up. ! - reject, G - gateway. H - host, R - reinstate
- Statistics D - dynamic (redirect), M - modified (redirect).
Destination  Gateway Subnet Mask Flags Metric Interface
.................. 19216810 0000 2552552550 U 0
= pHep 172.17.215.0 0.0.0.0 255.255.255.0 U 0 WAN
i Advanced Setup 0.0.0.0 172.17.215.254 (0.0.0.0 UG 0 WAN

i Wireless

L Voice

L Management
= Diagnostics
= Logout

Figure 4-5.Device Info — Route

4.3.4 ARP

This page shows an ARP table which maps IP network addresses to hardware addresses
used by data link level protocol. (Figure 4-6)

& pevice Info Device Info —- ARP

= suymma
il geatistics IP address Flags HW Address Device

= LAN 172.17.215.89 Complete 00:23:54:15:3a:25 WAN
= wan
: Route

17217215254 Complete  00:20:9c:Bb:B5:1e WAN
192 166.1.254 Permanent 00:11:22:33:44:55 LAN

J= DHCP 192.168.1.143 Complete |00:19:15:b1:7cicd |LAN
L4 Advanced Setup
&' Wireless
L Voice
£ Management
&= Diagnostics
< Logout

Figure 4-6.Device Info — ARP
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4.3.5 DHCP

This page shows a DHCP Leases table which shows the all used IP addresses under
IG7500’ s DHCP Server. (Figure 4-7)

LI pevice Info Device Info -- DHCP Leases

= summa
it etietice Hostname MAC Address IP Address Expires In

=] Route 00:23:54:15:32:25 {192 166.1.178 |11 hours, 59 minutes, 44 seconds

00:1f3c:77-da:c8 [192.168.1.235 |11 hours, 56 minutes, 20 seconds

& Advanced Setu 00:19:15:b1:7cocd (192.168.1.143 11 hours, 55 minutes, 28 seconds
& Wireless

&I Voice

& Management

U Diagnostics

& Logout

Figure 4-7.Device Info — DHCP
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4.4 Advanced Setup

Advanced Setup allows system administrator to configure the following topics:

® WAN

® LAN

® NAT
- Virtual Servers
- DMZ Host

® Quality of Service

- DSCP Marking

- Bandwidth Control
Dynamic DNS

File Server

® Print Server

441 LAN

It allows you to set LAN IP and Subnet Mask for LAN interface. A DSP IP address can be
configured for FXO/FXS application. You can also enable or disable DHCP Server and
configure related settings. The “Static IP Lease List” allows to program 32 entries to have
the fixed IP address for the specified devices. If needed, it can also configure the second
IP address and Subnet Mask for the LAN interface (Figure 4-8).

L pevice Info LAM Settings
=1
= Advanced Setup The device cannot add the new slaic IF lease since eRNEr the Mac address or the IP address conflict with pravious
= em rukes
F Address 192,168.1.1
Subngt mask:  |233.2352350

D3P P Address: | 1721681254

) Disshla DHGP Saver
= Erable DHCP Server

DHCP Start: 119
OHCP Mum '._5?
DOHCP Lea=m= Minutes: |-_3:'

Statc IP Lease List (A meximum 32 entnes can be configured)
MAL Addrecs | IP Addrass I Ramove

Add Enrrias “ Remove Enmes ]

Figure 4-8. Advanced — LAN

4.4.2 WAN

There are two modes that you can give WAN IP address to 1G7500: Static IP mode and
DHCP mode. You can also enable or disable Firewall.

Network Address Translation (NAT) allows you to share one public WAN IP address for
multiple computers on your LAN side. In IG7500, NAT is default enabled and is not shown
on the page to prevert it from being disabled.

This page shows the setting of WAN interface which is Static IP mode (Figure 4-9).

-17 -



IG7500 Administration Manual

4 pavice Info IP Settings
& Advanced Setup

- Configure the IP Addrass and Subnet Mask far WanN interface "Save setings” button saves the WAN configuration
== LAN data and make the new configuration effectiva.

= Vil Servers Static 1P
= Pont Triggering IP Address [t7z 1721572
35 Subnet Mask |25 250 2550
Quialtly of Service
= DSCP Marking Gateway. |1?2 17.216.252
o LR Static DN& 1 [168.8511
- — H [ s
LI Wireless SwticDNS 2 (0000
&
[ Mnnnmgnt WAN Services
i Diagnostics Enablo Firewall | Mo Security =

= Logout

[ SaveandReboot |

Figure 4-9. Advanced — WAN (Static IP Mode)

The Dynamic Host Configuration Protocol (DHCP) is an Internet protocol for automating
the configuration of computers that use TCP/IP. DHCP can be used to automatically
assign IP addresses, to deliver TCP/IP stack configuration parameters such as the subnet
mask and default router, and to provide other configuration information.

This page shows the setting of WAN interface which is DHCP mode (Figure 4-10).
= Device Info IP Settings

Configure fie DHCR for WA inlertace "Save seitings” button saves the WAN configueation data and make the new
configuration efective

DHCP =
<= Pun Triggering HostName 157200
= DT Host
«£ Quality of Service & Automatic Assignad DHS
(== DACE Mokl 2 Sratic DNS
| ‘Bandsridih Cantrol
WAN Services

Enable Firswall| No Securty (v |

[ SavcandReboct |

Figure 4-10. Advanced — WAN (DHCP Mode)

4.4.3 NAT

It' s separated into two parts: Virtual Servers, and DMZ Host.
4.4.3.1 Virtual Servers

Virtual Server allows you to direct incoming traffic from WAN side identified by Protocol
and External port to the internal server with private IP address on the LAN side. The
“Internal Port” can be modified if the “External Port” needs to be converted to a different
port number used by the server on the LAN side. The remote IP should be specified in the
table to allow the access. A maximum 50 entries can be configured. (Figure 4-11)
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L pevice info Virtual Server Configuration

L Advanced Setup
= LaN Add a new Virtual Seever. & maximum 50 entries are allowad

~ Staius Erable: Enable |
T Serare Mame: Any W
— Wirtus| Servers ] |
E Podt Trein Local IF:

= DM Hest WIEH IF Type: lany =
= Quality of Service
= IDSCP Marking

-= Dynamic DNS
L1 Wireless

L Voice

i Management Delete Selected

Mo. | Serdce Hame | WAN IPle:aI IF | 5taius Erable  Ramove | Edit

Figure 4-11. Advanced — NAT — Virtual Servers
4.4.3.2 DMZ Host

IG7500 will forward IP packets that do not belong to any of the applications configured in
the Virtual Servers table to the DMZ host computer. Enter the computer's IP address and
click "Save Settings" to activate the DMZ host. Clear the IP address field and click "Save
Settings" to deactivate the DMZ host. (Figure 4-12)

iJ pDevice Info NAT -- DMZ Host

= pdvanced
A_ a Setu The umit will forward P packets that do nat belong to any of the applications configured in the Mifual Servers table
= LAN from the WaH to the DME host computer.

Enter the computer's IP address and click "Apphy*® to actvate the DMZ host,
Clear the 1P adoress field and click “Apply" 1o deactivate the DMZ host

DfUZ Host IP Addrass 192.168.1.3

Figure 4-12.  Advanced — NAT — DMZ
4.4.4 Quality of Service

It s separated intotwo parts: DSCP Marking, and Bandwidth Control
4.44.1 DSCP Marking

IP QoS is applied to the traffic from LAN to WAN; the traffic from WAN to LAN will not be
applied.(Figure 4-13)

If "Enable DSCP Mark” checkbox is selected, choose a default DSCP mark to
automatically mark incoming traffic without reference to a particular classifier. Click "Save
Settings" button to save it. Note: If "Enable DSCP Mark” checkbox is not selected, all QoS

will be disabled for all interfaces. The default DSCP mark is used to mark all egress
packets.

-19-



IG7500 Administration Manual

L Inf DSCP Marking

- This fealure aliacnes & DSCR walue 10 1P packels sen 1o e WAN side. A DSGF valug can e set for each type of
L advanced Setup parkst (HTP, Signaiing and Otnar)

] Enable DSCP Mak

Dedault DSGP Markc: | AF CRss2(HIon Drop)0ie 1) -
Signaling DSCF Markc: | AF Class2(High Drop)(01oi10) |
RTF DSCPMake | Best ERor{00D000) =

Sawve Setings

Figure 4-13. Advanced — Quality of Service — DSCP Marking
4.4.4.2 Bandwidth Control

Bandwidth Control allows you to control WAN port's upstream bandwidth according to your

settings, and it can ensure the highest priority IP packet traffic throughput. By default, all
voice packets have been queued in the highest IP packets, and the others have been

gueued in the normal IP packets if they have not been set in the traffic class rule.
i Device Info SR o

_ When Eandwidih Control is enabled, IP packats ioewarded from e LAN side b he WAN ske are separated
= Advanced Setup i

according fo their frafic type There are three types of traffic - RTP, Signalling and Cthers. How, the Bandwidih
propoion for the thres fypes of raffic are fed

- 1116 DANawKIEh IS resenved for RTP packels.
- 1/1G bandwidth Is reserved for Signalling

S il Sanen - TIB bandwicih I reserved fae Mitp 3nd Oihers
: Peart Triqgering Bandwidth Palicy: | Ezbis Bandwidch Contml |w
_;m Upstieam Bandwidth: | 200 = | kit
= DSER Marking Downsiraarn Blandiaidth: | LOME: _*_|| b

Zy
= Management

= Diagnosties
= Logout

Figure 4-14. Advanced — Quality of Service —Bandwidth Control
4.4.5 Dynamic DNS
The Dynamic DNS service allows you to alias a register domain name toa dynamic IP

address. It allows IG7500 to be more easily accessed from various locations on the
Internet. Click “Add” or “Remove” to configure Dynamic DNS. (Figure 4-15)
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L pevice Info Dynamic DNS

The Dynamic DHS sarvice allows you 1o allas 3 dynamic P address to 3 statie hostname In any of the many domains,
aliowing the unit to D2 more easiy accessed from vanous koations on the Intamet.

Choose Add or Remove to configure Cynamc ONS
-—' Virual Servers
S P Triggering
- M7 Hast -

o I

= DACE Warking
= Bamiwidth Coniral

Hostname l.jnumame Sarnca |Irm&rfa=:sa |Updat,ia-f:?de Remawe

Figure 4-15.  Advanced — Dynamic DNS

Now IG7500 support for two DDNS provider, DynDNS.org and TZO. Specify the register
hostname and choose the related interface. Fill in the username/password or email/’key
and click “Apply/Save”. 1G7500 will update the current IP with DDNS provider when click
“Apply/Save” or system reboot successfully. IG7500 will also update the current IP

automatically with DDNS provider in the programmed Update Cycle. (Figure 4-16, Figure
4-17)

i Device Info Add Dynamic DNS
i advanced Setup
= Lan This page allows You to add 3 Oynamic ONS address from DynDNS . ong or T20.
D-DNS provicder DYNONS. oM
= inual Servers
= Pt Triggeding gE s
= OMT Host nleface AR )|
-~ Quality of Service .
-5 DSCP Marking OymbHE Settings
=" r: Uzamame
1] Bynamiz BNS Pas=word
= Wireless
i Voice
L Management
— Diagnostics
='Logout Update Cycle on P-Address changs | |

Figure 4-16. Advanced — Dynamic DNS — DynDNS.org
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~ Device Info Add Dynamic DNS
=LA This page allows you to add a Dynamic DNS address from DynDfS.ong or T20.
= WaN e
AT D-DNS provider |T20 -
Huostname |
& DMZ Hest Interface [wan v
-~ Quality of Service
TZO Settings
Emai |
Key I |
= Logout Update Cycla | o IP-Adairess changs | = |

Figure 4-17.  Advanced — Dynamic DNS — TZO
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4.5 Wireless

Use the Wireless screen to configure the IG7500 for wireless access. It is separated into 7
parts:

® Basic

- Primary
® Security
® Advanced
® Station Info
)

Power Saving

The configurable items for each part would be described in the following.
4.5.1 Basic

4.5.1.1 Primary

This page allows you to configure the basic features of the wireless LAN interface. You can

enable or disable the wireless LAN interface, and hide the network from active scans.
(Figure 4-18)

L Davice Info Wireless — primary Network
45
=2 SUGUREIEAL Sl Thi= page allows you tn coalioure bask faahres of the wireless LAM IMterface Vol can enstis o dizabie the wireless
~ Wiraless LAM imterface, hide the network from active scans, sai the wireless network name (B0 known as 5510)
=]  Enabls Wireless

[] Hide Access Point

SEID HFT500_SDSETS

BSSD0: S0ad . DE-AC:B2:D6

Figure 4-18.  Wireless — Basic — Primary

4.5.2 Security

This page allows you to configure security features of the wireless LAN interface. You can
set the network authentication method, selecting data encryption, specify whether a
network key is required to authenticate to this wireless network and specify the encryption
strength. Click "Apply/Save" to configure the wireless security options. (Figure 4-19)

The following items will be configured in the page:
Network Authentication: Set the network Authentication method. Open and Shared

can use the WEP Encryption. WPA-PSK requires a valid WPA Pre-Shared Key to be
set.

WPA/WPA?2 Pre-Shared Key: Set the WPA/WPA2 Pre-Shared Key (PSK).
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Wireless -- Security
This page allows you bo configure secunty features of the wirsless LAN interface. You can set the network

autnenication memod, seect 0ata enc ryption. Specify wieiner a NEWOrk Key & required 1o avinenicate 1o mis
wirgless netwank and specity e entrypdion strengin

Authentication Type: | Shared -...-I

Encryption Typa: | WEF |

Encryption Strength: | 128-hit =

WEP Key 1: ® | L234567 590123 |
WEP Key 2. ) |
WER Kay 3: ] |
YUEP K=y 4 0 [

Erter 13 &SI characters or 26 hexadecimal digits for 128-bit encryption keys
Erter & A5G characters or 10 haxadecimal digis for B4-bit encryption keys

Figure 4-19.  Wireless — Security

45.3 Advanced

It allows you to configure advanced features of the wireless LAN interface. You can select
a particular channel on which to operate, force the transmission rate to a particular speed,
set the fragmentation threshold, set the RTS threshold, set the wakeup interval for clients
in power-save mode, set the beacon interval for the access point, set XPress mode and
set whether short or long preambles are used. Click "Save Settings" to configure the
advanced wireless options. (Figure 4-20)

Protocol:

Channel: Select the appropriate channel from the list provided to correspond with your
network settings. All devices in your wireless network must use the same channel in
order to function correctly.

Channel Width: User can choose 20MHz or 40MHz

Channel Extension: Specify if the extension channel should be in the “below” or
“above” sideband.

Rate: Select the basic rate that wireless clients must support.

WMM (Wi-Fi Multimedia): Feature that improves the experience for audio, video and
voice applications over a Wi-Fi network.

Fragmentation Threshold: This value should remain at its default setting of 2346. The
range is 256~2346 bytes. It specifies the maximum size for a packet before data is
fragmented into multiple packets. If you experience a high packet error rate, you may
slightly increase the Fragmentation Threshold. Setting this value too low may result in
poor network performance. Only minor modifications of this value are recommended.

RTS Threshold: This value should remain at its default setting of 2347. The range is
0~2347 bytes. Should you encounter inconsistent data flow, only minor modifications
are recommended. If a network packet is smaller than the packet RTS threshold size,
the RTS/CTS mechanism will not be enabled. The IAD sends Request of Send (RTS)
frames to a particular receiving station and negotiates the sending of a data frame. After
receiving an RTS, the wireless station responds with a Clear to Send (CTS) frame to
acknowledge the right to begin transmission.
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i Davice Info Wireless -- Advanced
o This page allows you to configure acvanced features of the wireless LA Interface. You can salect 8 particular
= Wireless channel on which 1o operale, Torce he transmission rale o & particular speed, set the ragmentation threshold, set
R, tha RTS threstald.
P! |B+G+8 =
Channal- { -
= Management Channel Vidih: | 20 [
= Diagnostics Charingl Ext- [ Delow o
= Logout =
Rats A |

Figure 4-20.  Wireless — Advanced
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4.6 Voice

Use the Voice screen to configure the IG7500’s voice related parameters. It allows system
administrator to configure the following topics:

® Extension

® Transmission

The configurable items for each part would be described in the following.
4.6.1 Extension

Use the Extension screen to configure 1IG7500’ s FXS/FXO SIP registration account to
remote Server. (Figure 4-21)

1 Device Info SIP Account
= Advanced Setup
L Wireless This page allows you bo configure the SIP Account bo register to the remote sarver.
L Voice
‘M Exigncion FXO Setting:
= Transmission
&= Management Ehona Nanber
— DU oeliCs Adth 1D il | puth Passwnn |
=iLogout e, L
SIF Prosy f |Fart | D50
Outbourd Praxy | Fort [s020
Registar Servar ' |Fart |so60
Outhourd Registrar | IPart [ 3080
SIF Domain | :
Feegister Expiras | 150 | Anawer Phone |
Figure 4-21. Voice —Extension -1
FXS Setting:
Fhone Humber | |
Auth | | Auth Password
SF Proy | |Por 5060 |
Outbound Prowy | For |susn
Regtar Sarver | |Port 5060
Oustbound Registrar | |Fon 00
SP Doman | i
Regstar Expires. | 1£0 !
PRACK:
Enabla PRACK | Ves |
Server Type:

SemerType | Mormal v_|

Save Senngs
Figure 4-22.  Voice — Extension -2
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FXO/FXS Settings:
Phone Number: It's the assigned phone number from uplink server.

Auth ID: The Account ID of registration to uplink server. It' s used for Digest
Authentication.

Auth Password: The Password of registration to uplink server. It s used for Digest
Authentication.

SIP Proxy: The position of uplink SIP proxy server. IP address and domain name are
all supported.

SIP Proxy Port: The SIP signal port of uplink registrar server.

Outbound Proxy: The address of uplink outbound proxy server. All sip request packet
will be sent to this server that will determine their next hops.

Outbound Proxy Port: The SIP signal port of uplink outbound proxy server.

Register Proxy: The position of uplink register server. IP address and domain name
are all supported.

Register Proxy Port: The SIP signal port of uplink registrar server.

Outbound Registrar: The address of uplink outbound Registrar server. All REGISTER
packets will be sent to this server that will determine their next hops.

Outbound Registrar Port: The SIP signal port of uplink outbound registrar server.
Register Expires: It's the time for IG7500 sends REGISTER to uplink register server. It
counts based on second.

RPort:
When client is behind a NAT, the rport and received filed can allow SIP proxy to append

the public IP address and port of NAT and transfer SIP message correctly. Choose
“Enable” to use this function.

Server Type:

4.6.2 Transmission

This page allows you to configure the Audio, FXS, and FXO settings. Click “ Save Settings”
button to save the new configuration. (Figure 4-23)
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e
& Device Info Audio

] =
—_— e pr=
Advanced Setup Country AT ANEEEA

RTF Packet Sixe | 10 % =

Godec G717 u-daw | Fim »
Codac G 711 a-law | Secosd =

-= Transmissian
i Management

= Diagnostics Codec G 72640 | Thd = Paylnad |76
~ Logout Codec 672632 | Fourh w Payload |7
Codec 5726-M |Ffh  w Paytosd 2 |
Codec G 72616 | Sxh =) Payiosd [35 |
RFCZ2833 Payload | 171
DTMF Type RFC2E33 @
FRS
o G711_FASS

Caller D Method | FSX Afer Ring -

Interdigit Timeout | 50 % gac
Figure 4-23.  Voice — System — Transmission — 1

Audio: It is used to set many Audio-related options. It will be applied to the all FXS and
PSTN lines.

Country: It may be used to determine not only the Caller ID detection/transmission
method but also ring/tone cadence/frequency.

RTP Packet Size: 10/20/30/40/50/60 ms.

Codec G.711 u-law, G.711 a-law, G.726-16, G.726-24, G.726-32, G.726-40: 1G7500

supports different audio priority. You can choose “None”, “First”, “Second”, “Third”,
“Fourth”, “Fifth” and “Sixth”.

RFC2833 Payload: It’ s used as the default RFC2833 payload type when making the
outbound calls.

DTMF Type: In IG7500, there are two methods for transmitting DTMF tone. Select
RFC2833 Method, the DTMF tone will be transmitted by event packet. Select SIP-INFO
Method, the DTMF tone will be represent in SIP INFO Message.

FXS: Itis used to set many FXS-related options.

Fax Support: The system supports FAX/modem tone detection with G.711 and T38
mode.

Call ID Method: The system provides the ability to detect the calling party identification
provided by PSTN lines. It also transmits the calling party identification to POTS ports.
There are four choices: NONE, DTMF Before Ring, DTMF After Ring, FSK Before Ring,
FSK After Ring.

Inter-digit Timeout: Its range is from 2 to 9 seconds.
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L pevice Info FXO

s

I Advanced Setu Loap-break Detection Time | 600 “ | ma

= Wirclese Fing Recognitien Time 00 [

&ivoice i B —

-= Extenslon Delay Ring Time 30 1) see

~ ‘= Transmission Dial 'Wait Time L % |sep

= Management ; o

- Irtardign Timeut 20 [

~ Diagnostics e

= Logout OTMF Signal On Duration | 170 % |\ mg
OTMF Signal Off Duration | 170 % | mg
Rimg Abandon Time 6 % gap
Feleaza Guard Time 10 = | =ec
Buzy Tone Detection Time 3 % | gap

l Save Settings ] l Cancel Changes ]

Figure 4-24.  Voice — System — Transmission — 2

FXO: It is used to set many central office line options.

Loop Break Detection Time: For every PSTN/FXO call, system provides the facility to
monitor the call status. If the remote party hangs up, the ongoing call must be
terminated. The PSTN line monitor is done by the loop-break signal or busy tone. The
value range is: Disable/100/200/.../1000 ms.

Ring Recognition Time: The timer determines the minimum ring duration recognized
as a valid incoming ring on a FXO port. Shorter ring signals are ignored. The timer
range is 200ms to 600ms in 40ms increments.

Delay Ring Time: The timer is to allow the Central Office to send ICLID before the call
is answered. Once the timer expires, the programmed extensions will ring and the
ICLID number will be sent to the ringing extensions. The timer range is 3 to 6 seconds
on 0.5 second increments.

Dial Wait Time: When the user seizes a PSTN/FXO line, the Stable Time delay is

needed to wait the dial tone from Central Office. The timer range is 0 to 8 seconds on 1
second increments.

Inter-digit Timeout: Its range is from 2 to 9 seconds.

DTMF Signal On/Off Duration: The on/off time duration of DTMF signal. Their ranges
are from 50 to 200 ms.

Ring Abandon Time: It specifies the maximum time between valid ring signals from the
CO/PBX. If the duration between rings exceed the Ring Abandon time, IG7500 stops
ringing the destination(s) and the port returns to idle. The timer range is 1 to 10 seconds
on 1 second increments.

Release Guard Time: The guard time to ignore the noise signal when releasing the call.
The timer range is 1.0 to 3.0 seconds on 0.5 second increments.

Busy Tone Detection Time: System detects the busy tone to monitor the call status.
When it reaches the detection time, system assumes the remote party hangs up. The

ongoing call will be terminated. When setting the time to “0”, the Busy Tone detection
will be disabled.
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4.7 Management

The system administrator can do the following functions to manage the configurations,
events, and software update of the IG7500.
® Settings
- Backup
- Update
- Restore Default
® Access Control
- Services
- Password
System Log
Time Settings
Update Software
Reboot

4.7.1 Settings

The settings area allows the administrator to create a backup, update the system, and
restore the system to factory default.

4.7.1.1 Backup

Click “Backup Settings”, you may save your IG7500’s configurations to a file on your PC.

The backup file is a compress file (.tar). It includes the internal System Configuration file,
(Figure 4-25)

Settings — Backup

This page allows you b save the configurations to a file on youwr PC.

Figure 4-25.  Management — Settings — Backup
4.7.1.2 Update

Click “Browse” to locate the setting file saved on the Local PC. The file must be a

compress file (.tar). Then, click “Update Settings” would apply the settings to the IG7500
according to the configuration file. (Figure 4-26)

L pavice Info Settings -- Update

=
Advanced Setu This page allows you lo update the configuralions using he saved sefting fie (oo far)

Step 1: Click the "Browse” Dufion 1o chooss the saved setling file

Step 2 Click e "Update Setings” bution 1o update deviee 10 the saved configurations

Satlirgs fik: | |[Erovee.. |
= s Dt

-2 Bocess Control
= Sysiém Log
= Tima Sattings
-2 Update Sofvwars
=l Buboot

= Diagnostics

= Logout

Figure 4-26. Management — Settings — Update
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4.7.1.3 Restore Default

Click “Restore Default Settings” to restore the factory default settings. This would be
helpful when the settings mass up. After IG7500 returns to factory defaut settings, the

wizard setup is invoked automatically when the administrator accesses to IG7500’s web
server. (Figure 4-27)

Settings -- Restore Default

Restore setings 1o the faciory defaults.

[ Restors Default Seftings ]

<= Rustare Defauly
Figure 4-27. Management — Settings — Restore Default

4.7.2 Access Control

This item allows you to configure some service Ports, enable/disable some services, IP
Address access control, and password for user, support, and administrator.

4.7.2.1 Service

This page allows you to enable the services from being used when “Firewall” (“Advanced
Setup” — WAN” page) is enabled. (Figure 4-28)

Services Acess Control Configuration

Add 2 mew Senvice. A madimum 50 entries are allowed

Sarice MNama-

Proiocol TCP |=
Pori

i Mo, Eannce Mame Prodocol Par I Ramowe | Edit

! !

|1 telnet top 73 | O
= Dilagnostics = -
= Logout |2 fip top s | a) Edit

| 3 ping icmp il | H| Edit

!4 1t tep & ! H|

Figure 4-28. Management — Access Control —Service Port

4.7.2.2 Password

In this page you can define the passwords for administrator, support, and user. The
Administrator has unrestricted access to change and view configuration of your 1G7500.
The Support is used to allow an ISP technician to access your IG7500 for maintenance and
to run diagnostics. The User can access the 1G7500, view configuration settings and
statistics, as well as, update the router’s software.

Use the password field to enter up to 16 characters. Note: Password cannot contain a
space. (Figure 4-29)
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[] Device Info Bccess Control -- Passwords
i pdvanced Setup

Actess i your system is controlled thnough three user accoumis. admin. SuDmot. and user. The user name
*admini234" has unrestrictad acress to change and view configuration of your device. The Lser name "Suppoi® 1S
used to allow an ISP technitlan to access your device far maintenance and ta run diagnostics. The USer name "user”
can access the device, view configuration setlings and statistics, s= wel as. updale the router's software. Use the

fieids biow 0 enter up i 16 characiers and click "ADDIYSave” fo change of Creale passwords. pode. Passwornd
tannob contain a space

Linarnarma- | admim1334 e

Ol Pangword: |snnans |

IMewy Password- LTI T

Confirn Password: lsssnnnuas |
= Aplyi5ay
= Diagnostics

~ Legout
Figure 4-29.  Management — Access Control — Password

4.7.3 System Log

This allows system administrator to view the system log. (Figure 4-30) When you configure
the system log options, The log messages can be saved in the internal memory filesystem.
The log messages can sent to the specified UDP port of the specified log server also. Click
“Apply/Save” button that you can save the new configuration.

L1 pevice Info Remote Sysiog:
= ﬁd\fﬂnﬂﬂdsﬂtﬂ P address and FI'.‘\"I of the remode h:rgging host. Leave this address blank for md remale bgglrg. The pﬂ‘l.lg <&l o 514
~ Wireless by default

Sorvor 1P Addrozs: |L72.16.15.55

Sereer Poit. _5'._¢

Syslog Marks:

Pericdic marks in your log. This parameder sets the ime in minutes between the markes. A value of [ means no mark.
...... Defaul vaiue:

Wirwdes Betwean Marks (0

= Raboat

= Diagnostics St
& Logout Whethar your log will be stored i & memory circular buttar o i & file. Bewars that files are sioned in & memony

filesystern which will be lost if you reboot yaur router. Drefault vakee: circular..

Logiypa:  Fil= e
Log Fle: | valopimessages
Log Size: & )
Figure 4-30. Management — System Log

4.7.4 Time Setting

This item allows you to configure system’s time and the Daylight Saving Time.
4.7.4.1 Internet Time

This page allows you to configure the Internet time setting. IG7500 synchronize its system
time with NTP time server automatically (Figure 4-31).
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4 Device Info Time Settings
& Advanced Setup ; i
s This page allows you bo configure the ime synchronization method of the ut.
= Wireless
=) Voice First HTF time serar tire.nisLgo -
& w ement Sacond NTP fime sener: | nopl sumemy.com «|
T‘ Sedin Third HTP time server: Mane -
sl Arcess Control [\," — 1
== i Fourth MTP bime =ener “-ﬂ.E .ﬂ-.l
— Password Fifth NTP fima sarver Mane |
<= Gystem Lo = -
5 Time Settin Time zone offeat: (EMTL05:000 Taiper |
— Update Safhwars
.= Rebol
= Diagnostics
= Logout

Figure 4-31. Management — Time Setting — Internet Time — Automatically

4.7.5 Update Software

The new released software could be upgraded from the Local PC side or remotely. Click
the “Browse” to locate the new software image file in the PC. Then, click “Update Software”
to process the software update. NOTE: The upgrade process takes about 5 minutes to
complete, and your IG7500 will reboot. (Figure 4-32)

L pevice Info Management - Update Software

 Advanced Setup Step 1: Ob¥ain an updated soffware Image fie from your system provider
Step 2: Click the "Browse” Dufion to choose the sodfware Tile

Step 2: Click tha *Update Software® bution io update the scftware.

MOTE: The update process 1akes aboul & minuies 1o compiete, and the unit will regoct.

Sotware File: | Brmmae...

= Diagnostics
~ Logout

Figure 4-32.  Management — Update Software

4.7.6 Reboot

Ll pavice Infa Management — Reboot
i Advanced Setu lick the button below te reboot the device. This process takes about 2 minutes.
= Wireless
£ Yoice
& Management
1— Sattings
.= Access Control

Rehoot

.= Services

= pdate Solwara
L= Hahnat

= Diagnostics

=~ Logout

Figure 4-33.  Management — Save/Reboot
Click “Reboot” to reboot the IG7500. The 1G7500 would automatically save the

configuration before reboot, so that modified settings would take effect after reboot. (Figure
4-33)
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4.8 Diagnostics

This page provides the following information to users: ( ! )
® The network connection information on the net.

® The status of IG7500's PSTN Line.
® The status of IG7500’s FXS.

1) Network Connection
PASS: Normally connected
FAIL: Connecting fail
DOWN: No connection

2) PSTN Line/FXS
FAILED: Connecting fail or registering failure

IDLE: The line is idle
N/A: The line is not available
Busy: The line is in use

For Refresh Mode, if user select automatically refresh, the web page will automatically
refresh for every 20 seconds.

Click “Disconnect” button will allow you release the selected trunk line or rescue the
blocked one.

Refresh Mode: O automatically & manually

Test your network connection

Test wour WaMN Connection: PASS
= Diagnostics Test your LAN Connaction: DOAYN
Ping detault gateway PAass

= Logout

Ping primary Domain Name Sereer. PASS

Test the status of PSTN Line

PSTH Line 1. I0LE

Test the status of FX5

FX5 Line 1: IDLE

4.9 Logout
Press “Logout’, you can logout the IG7500 web configuration page.
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Appendix 1: Product Summary

Hardware

1 FXO port (PSTN)

1 FXS Port (fax)

1 10/100/1000 Ethernet WAN port
4 10/100 Ethernet LAN ports
802.11n access point

3 USB 2.0 host ports

WPS button

Power plug

Reset button

Voice Features

SIP : Compliant with IETF RFC3261 standards

SDP : Compliant with IETF RFC2327 standards

Codec : G.711u, G.711a, G726-16, G726-24, G726-32 and G.726-40 (G.729a
optional)

T.168 echo cancellation, adaptive jitter buffer & T.38 fax support

TCP/IP Protocols

IP Protocol (791)
ARP (RFC 826) / RARP (RFC 903)
ICMP (RFC792)
TCP (RFC 793)
UDP (RFC 768)
SNTP

DNS

HTTP

Telnet

TFTP

RTP

Static Routing
NAT with ALGs

IP Address Assignment

Static

Dynamic

Subnet Mask

Primary and Secondary DNS
DHCP Server (RFC 2131-2132)
DHCP Client (RFC 2132)

Virtual Server

QoS
[ |

Virtual Server
DMZ

IP ToS function (RFC 1349)
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3G

Priority queues for upstream traffic based on ToS field.
Bandwidth Control

3G HSDPA dongles for WAN backup and 3G interface
Bandrich, Huawei, ZTE and D-Link dongles will be supported by default, other
dongles will be supported upon request

VolP Protocols

SIP (RFC 3261)

SDP(RFC2327, RFC3264)

Real Time Protocol (RTP ; RFC 1889)

MD5 (RFC3261 HTTP) digest authentication

G.168 Echo Cancellation

Voice Codec: G.711u, G711a, G726-16, G726-24, G726-32 and G.726-40 (G.729a
optional)

Support FAX/modem tone detection and auto -fallback to G.711

T.38

FXO/EXS SIP Account

SIP message, including INVITE, re-INVITE, ACK, CANCEL, OPTIONS, BYE,
REGISTER, INFO, REFER, SUSCRIBE/NOTIFY and REPLACE messages.
SIP Outbound Proxy, SIP Proxy and Registrar

Auto-Registration when power-on or period

Session Timer support

B Support IP address, domain nhame, user name, display name for SIP URL
Digital Audio

B Codec: G.711 a-law/p-law 64Kbps, G.726-16/24/32/40, G.729

B S|P Call Offer /Answer: Codec auto capacity exchange

B Echo Cancellation: G.168 for each voice line

B Silence Detection/Suppression

B Comfort Noise Generation

B Adaptive jitter buffer

B Different frame size support (10,20,30,40, 50, and 60ms)

B Packet loss concealment

Out-band (RFC2833) and In-band DTMF

Configuration Management

Radio -

LAN/WAN management via Telnet interface or Web-based browser interface
Firmware upgrade available by TFTP/ HTTP

Status display and event report from Web-based management

Configuration Save and Restore

Reset to factory default

WLAN

Standard : IEEE 802.11b/g/n
4 SSID with WEP, WPA and WPAZ2 personal
Frequency Range (Range depends on different country)

Remote Diagnostic
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B Syslog

B Device Diagnostic, Enable remote test following:
Test the connection to your local network,
The connection to your Internet service provider,
The status of PSTN Line,
The status of FXS

Power Requirement

H |nput: Voltage Range 90~264 VAC
B Output:12VDC/1.5A

Operating Environment

B Temperature : 0~40
B Humidity : 10 to 90%, non-condensing

Physical Specification
B Dimension : 160(W) x 220(L) x 82(D) (mm)

Notice : The changes or modifications not expressly approved by the party responsible
for compliance could void the user’ s authority to operate the equipment.

IMPORTANT NOTE:

To comply with the FCC RF exposure compliance requirements, the antenna(s)

used for this transmitter must be installed to provide a separation distance of at least 20 cm
from all persons and must not be co-located or operating in conjunction with any other
antenna or transmitter. No change to the antenna or the device is permitted. Any change to
the antenna or the device could result in the device exceeding the RF exposure requirements
and void user’ s authority to operate the device.

FCC INFORMATION

The Federal Communication Commission Radio Frequency Interference
Statement includes the following paragraph:

The equipment has been tested and found to comply with the limits for a Class
B Digital Device, pursuant to part 15 of the FCC Rules. These limits are designed
to provide reasonable protection against harmful interference in a residential
installation.  This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instruction, may cause
harmful interference to radio communication. However, there is no grantee that
interference will not occur in a particular installation. If this equipment dose cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on , the user is encouraged to try to correct the
interference by one or more of the following measures:

--Reorient or relocate the receiving antenna.

--Increase the separation between the equipment and receiver.

--Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

--Consult the dealer or an experienced radio/TV technician for help.
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