
WLS919
Wireless Key
OPERATING INSTRUCTIONS

The WLS919 wireless key allows you to arm and disarm your alarm system,
as well as perform other keypad functions, from a unit small enough to
keep in your pocket. Together with your installer, you can decide which
functions you wish to have accessible from your portable key.
To activate any one of the four selected functions, press and hold the
appropriate button for two seconds. The functions will be etched on each
button. These can be changed by the installer by placing labels on the
button that needs to be changed.

False Alarm Prevention
The WLS919 has a slide cover, used to cover 2 or all of the buttons, to prevent accidental activation. The
WLS919 is shipped with a red panic button ( ). The color difference will make this button easy to identify to
ensure the correct key is pressed in a panic situation.

 Signals will not be received if the key is not within the range of the wireless receiver.

The default functions are as follows:

Stay Arming
Press this button to arm your system in the Stay mode. All perimeter zones will be armed, such as all
window and door contacts, but the interior zones will remain inactive, allowing you to stay on the premises
without setting off an alarm.

Away Arming
Press this button to arm your system in the Away mode. Both the interior and exterior zones will be armed,
allowing you to exit the premises.

Disarm
Press this button to disarm your system. You do not have to enter your access code when you use the key
to disarm the system.

Panic
Press this button to notify your central monitoring station of a situation requiring the police, such as a break-in.

Other available functions (to be programmed by the installer):

Fire
Press this button to notify your central monitoring station of a fire condition.

Auxiliary
Press this button to notify your monitoring station of a non-medical emergency.

Quick Exit
Press this button to allow 2 minutes to exit the premises while the system is armed, without sounding the alarm.

System Test
Press this button to activate a system test. The alarm will sound for 2 seconds and a communication will be
sent to the central monitoring station, if programmed to do so.

Please discuss all WLS919 options with your installer in order to program the best possible
combination to suit your needs.©2000 Digital Security Controls Ltd.

www.dsc.com
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Testing the WLS919 Key
When any key is pressed on the WLS919 to perform a function, its battery status is sent to the receiver. If
the batteries are low, the Trouble light on your system’s keypads will turn ON. If this occurs, the key’s
batteries must be replaced.

 Do not use a Fire, Auxiliary or Panic key to test your WLS919 unit as pressing these buttons will
always notify your monitoring station of a non-medical emergency.

Replacing the Batteries
The WLS919 Wireless Key requires two lithium CR2032 batteries. To replace the
batteries, open the key’s plastic housing by inserting a flathead screwdriver along
the side of the unit and carefully twist the screwdriver to separate the top and
bottom plastic.  Once separated the batteries will be visible, simply remove the old
batteries and insert the new ones.

The polarity of the batteries must be observed, as shown in the diagram above.

FCC COMPLIANCE STATEMENT
CAUTION: Changes or modifications not expressly approved by Digital Security Controls Ltd. could void your authority to use this equipment.
This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television reception, which can be determined by turning the equipment off and on, the
user is encouraged to try to correct the interference by one or more of the following measures:
■ Re-orient the receiving antenna.
■ Increase the separation between the equipment and receiver.
■ Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
■ Consult the dealer or an experienced radio/television technician for help.
The user may find the following booklet prepared by the FCC useful: “How to Identify and Resolve Radio/Television Interference Problems”. This booklet is available from
the U.S. Government Printing Office, Washington D.C. 20402, Stock # 004-000-00345-4.
Digital Security Controls Ltd.  160 Washburn St., Lockport, NY 14094

This device complies with RSS-210 of Industry Canada. Operation is subject to the following two conditions: (1) this device may not cause interference, and (2) this device
must accept any interference, including interference that may cause undesired operation of the device.
Ce dispositif satisfait aux exigences d’Industrie Canada, prescrites dans le document CNR-210. son utilisation est autorisée seulement aux conditions suivantes: (1) il ne doit
pas produire de brouillage et (2) l’utilisateur du dispositif doit être prêt à accepter tout brouillage radioélectrique reçu, même si ce brouillage est susceptible de compromettre
le fonctionnement du dispositif.

LIMITED WARRANTY
Digital Security Controls Ltd. warrants that for a period of twelve months from the date of purchase, the product shall be free of defect in materials and
workmanship under normal use and that in fulfilment of any breach of such warranty, Digital Security Controls Ltd. shall, at its option, repair or replace the
defective equipment upon return of the equipment to its repair depot. This warranty applies only to defects in parts and workmanship and not to damage
incurred in shipping or handling, or damage due to causes beyond the control of Digital Security Controls Ltd. such as lightning, excessive voltage,
mechanical shock, water damage, or damage arising out of abuse, alteration or improper application of the equipment.
The foregoing warranty shall apply only to the original buyer, and is and shall be in lieu of any and all other warranties, whether expressed or implied and
of all other obligations or liabilities on the part of Digital Security Controls Ltd. This warranty contains the entire warranty. Digital Security Controls Ltd.
neither assumes, nor authorizes any other person purporting to act on its behalf to modify or to change this warranty, nor to assume for it any other warranty
or liability concerning this product.
In no event shall Digital Security Controls Ltd. be liable for any direct, indirect or consequential damages, loss of anticipated profits, loss of time or any other
losses incurred by the buyer in connection with the purchase, installation or operation or failure of this product.
WARNING: Digital Security Controls Ltd. recommends that the entire system be completely tested on a regular basis. However, des pite frequent
testing, and due to, but not limited to, criminal tampering or electrical disruption, it is possible for this product to fail t o perform as expected.
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