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10.6.2 FOTA 

 
 

 Field name Explanation 

1. Server address Specify server address to check for firmware updates. E.g. 
“http://teltonika.sritis.lt/rut9xx_auto_update/clients/” 

2. User name User name for server authorization. 

3.  Password  Password name for server authorization. 

4. Enable auto check  Check box to enable automatic checking for new firmware updates. 

5. Auto check mode  Select when to perform auto check function. 

6. WAN wired Allows to update firmware from server only if routers WAN is wired (if box is checked). 

 

10.7 Reboot 

 

Reboot router by pressing button “Reboot”. 

 

 

 

11 Device Recovery 

The following section describes available options for recovery of malfunctioning device. Usually device can 

become unreachable due to power failure during firmware upgrade or if its core files were wrongly modified in the file 

system. Teltonika’s routers offer several options for recovering from these situations. 
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11.1 Reset button 

Reset button is located on the back panel of the device. Reset button has several functions: 

Reboot the device. After the device has started and if the reset button is pressed for up to 4 seconds the device 

will reboot. Start of the reboot will be indicated by flashing of all 5 signal strength LEDs together with green connection 

status LED. 

Reset to defaults. After the device has started if the reset button is pressed for at least 5 seconds the device will 

reset all user changes to factory defaults and reboot. To help user to determine how long the reset button should be 

pressed, signal strength LEDs indicates the elapsed time. All 5 lit LEDs means that 5 seconds have passed and reset 

button can be released. Start of the reset to defaults will be indicated by flashing of all 5 signal strength LEDs together 

with red connection status LED. SIM PIN on the main SIM card is the only user parameter that is kept after reset to 

defaults. 

11.2 Bootloader’s WebUI 

Bootloader also provides a way to recover the router functionality when the firmware is damaged. To make it 

easier to use bootloader has its own webserver that can be accessed with any web browser. 

Procedure for starting bootloader’s webserver: 

Automatically. It happens when bootloader does not detect master firmware. Flashing all 4 Ethernet LEDs 

indicate that bootloader’s webserver has started. 

Manually. Bootloader’s webserver can be requested by holding reset button for 3 seconds while powering the 

device on. Flashing all 4 Ethernet LEDs indicates that bootloader’s webserver has started. 

Bootloader’s WebUI can be accessed by typing this address in the web browser: 

http://192.168.1.1/index.html 

Note: it may be necessary to clear web browser’s cache and to use incognito/anonymous window to access 

bootloader’s WebUI. 

 

 

 

 

12 Glossary: 

WAN – Wide Area Network is a telecommunication network that covers a broad area (i.e., any network that links 

across metropolitan, regional, or national boundaries). Here we use the term WAN to mean the external network that 

the router uses to reach the internet. 

LAN – A local area network (LAN) is a computer network that interconnects computers in a limited area such as a 

home, school, computer laboratory, or office building. 

http://192.168.1.1/index.html
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DHCP – The Dynamic Host Configuration Protocol (DHCP) is a network configuration protocol for hosts on Internet 

Protocol (IP) networks. Computers that are connected to IP networks must be configured before they can communicate 

with other hosts. The most essential information needed is an IP address, and a default route and routing prefix. DHCP 

eliminates the manual task by a network administrator. It also provides a central database of devices that are connected 

to the network and eliminates duplicate resource assignments. 

ETHERNET CABLE – Refers to the CAT5 UTP cable with an RJ-45 connector. 

AP – Access point. An access point is any device that provides wireless connectivity for wireless clients. In this 

case, when you enable Wi-Fi on your router, your router becomes an access point. 

DNS – Domain Name Resolver.A server that translates names such as www.google.lt to their respective IPs. In 

order for your computer or router to communicate with some external server it needs to know it’s IP, its name 

“www.something.com” just won’t do. There are special servers set in place that perform this specific task of resolving 

names into IPs, called Domain Name servers. If you have no DNS specified you can still browse the web, provided that 

you know the IP of the website you are trying to reach. 

ARP – Short for Adress Resolution Protocol,a network layerprotocol used to convert an IP address into a physical 

address (called a DLC address), such as an Ethernet address. 

PPPoE – Point-to-Point  Protocol over Ethernet. PPPoE is a specification for connecting the users on an Ethernet to 

the internet through a common broadband medium, such as DSL line, wireless device or cable modem. 

DSL – digital subscriber line - it is a family of technologies that provide internet access by transmitting digital data 

using a local telephone network which uses the public switched telephone network. 

NAT –  network address translation – an internet standard that enables a local-area network (LAN) to use one set 

of IP addresses for internet traffic and a second set of addresses for external traffic. 

LCP – Link Control Protocol – a protocol that is part of the PPP (Point-to-Point Protocol). The LCP checks the 

identity of the linked device and either accepts or rejects the peer device, determines the acceptable packet size for 

transmission, searches for errors in configuration and can terminate the link if the parameters are not satisfied. 

BOOTP – Bootstrap Protocol – an internet protocol that enables a diskless workstation to discover its own IP 

address, the IP address of a BOOTP server on the network, and a file to be loaded into memory to boot the machine. 

This enables the workstation to boot without requiring a hard or floppy disk drive. 

TCP – Transmission Control Protocol – one of the main protocols in TCP/IP networks. Whereas the IP protocol 

deals only with packets, TCP enables two hosts to establish a connection and exchange streams of data. TCP guarantees 

delivery of data and also guarantees that packets will be delivered in the same order in which they were sent. 

TKIP – Temporal Key Integrity Protocol – scrambles the keys using hashing algorithmand, by adding an integrity-

checking feature, ensure that the keys haven’t been tampered with. 

CCMP – Counter Mode Cipher Block Chaining Message Authentication Code Protocol – encryption protocol 

designed for Wireless LAN products that implement the standards of the IEEE 802.11i amendment to the original 

IEEE802.11 standard. CCMP is an enchanged data cryptographic encapsulation designed for data confidentiality and 

based upon the Counter Mode with CBC-MAC (CCM) of the AES (Advanced Encyprion Standard) standard. 

MAC – Media Access Control – hardware address that uniquely identifies each node of a network. In IEEE 802 

networks, the Data Link  Control (DCL) layer of the PSO Reference Model is divided into two sub-layers: the Logical Link 

http://www.google.lt/
http://www.something.com/
http://www.webopedia.com/quick_ref/OSI_Layers.asp
http://www.webopedia.com/quick_ref/OSI_Layers.asp
http://www.webopedia.com/TERM/I/IP_address.html
http://www.webopedia.com/TERM/D/DLC.html
http://www.webopedia.com/TERM/E/Ethernet.html
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Control (LLC) layer and the Media Access Control layer. The MAC layer interfaces directly with the network medium. 

Consequently, each different type of network medium requires a different MAC layer. 

DMZ – Demilitarized Zone – a computer or small subnetwork that sits between a trusted internal network, such as 

a corporate private LAN, and an untrusted external network, such as the public internet.  

UDP – User Datagram Protocol – a connectionless protocol that, like TCP, runs on  top of IP networks. Provides 

very few error recovery services, offering instead a direct way to send and receive datagrams over IP network. 

VPN – Virtual Private Network – a network that is constructed by using public wires — usually the Internet — to 

connect to a private network, such as a company's internal network. 

VRRP – Virtual Router Redundancy Protocol - an election protocol that dynamically assigns responsibility for one 

or more virtual router(s) to the VRRP router(s) on a LAN, allowing several routers on a multiaccess link to utilize the 

same virtual IP address. 

GRE Tunnel – Generic Routing Encapsulation - a tunneling protocol developed by Cisco Systems that can 

encapsulate a wide variety of network layerprotocols inside virtual point-to-point links over an Internet Protocol 

internetwork. 

PPPD – Point to Point Protocol Daemon – it is used to manage network connections between two nodes on Unix-

likeoperating systems. It is configured using command-line arguments and configuration files. 

SSH – Secure SHell - a program to log into another computer over a network, to execute commands in a remote 

machine, and to move files from one machine to another. It provides strong authentication and secure communications 

over insecure channels. 

VRRPD – Virtual Router Redundancy Protocol – it is designed to eliminate the single point of failure associated 

with statically routed networks by automatically providing failover using multiple LAN paths through alternate routers. 

SNMP –  Simple Network Management Protocol - a set of protocols for managing complex networks. SNMP works 

by sending messages, called protocol data units (PDUs), to different parts of a network.  
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13 Changelog 

Nr. Date Version Comments 

1 2017-02-01 1.26  

2 2017-08-03 1.30 Page 2 

    

    

    

    

    

    

    

    

    

    

    

    

    

    

    

 

 



 

 

FCC ID : 2AET4RUT955A 

FCC Regulations 

（15C）This device complies with part 15 of the FCC Rules. Operation is subject to the 

following two conditions: (1) This device may not cause harmful interference, and (2) this 

device must accept any interference received, including interference that may cause 

undesired operation. 

Changes or modifications not expressly approved by the manufacturer could void the user’s 

authority to operate the equipment. 

The antenna(s) used for this transmitter must not be co-located or operating in conjunction 

with any other antenna or transmitter. 

 (15B)This equipment has been tested and found to comply with the limits for a Class B digital 

device, pursuant to part 15 of the FCC Rules.  

These limits are designed to provide reasonable protection against harmful interference in a 

residential installation. This equipment generates, uses and can radiate radio frequency 

energy and, if not installed and used in accordance with the instructions, may cause harmful 

interference to radio communications. However, there is no guarantee that interference will not 

occur in a particular installation. If this equipment does cause harmful interference to radio or 

television reception, which can be determined by turning the equipment off and on, the user is 

encouraged to try to correct the interference by one or more of the following measures: 

 Reorient or relocate the receiving antenna. 

 Increase the separation between the equipment and receiver. 

 Connect the equipment into an outlet on a circuit different from that to which the receiver is 

connected. 

 Consult the dealer or an experienced radio/TV technician for help. 

 

FCC RF Exposure Intormation 
 

This device complies with FCC RF radiation exposure limits set forth for an 

uncontrolled enviroment. 

The antenna(s) used for this transmitter must not be co-located or operating in 

conjunction with any other antenna or transmitter and must be installed to 

provide a separation distance of at least 20cm from all persons. 

  



 

 

 
IC ID : 23005-RUT955A 
 

Canada Regulations: 
This device complies with Industry Canada’s licence-exempt RSSs. Operation is subject 

to the following two conditions:  
(1) This device may not cause interference; and  

(2) This device must accept any interference, including interference that may cause undesired 

operation of the device.  

Le présentappareilestconforme aux CNR d’Industrie Canada applicables aux appareils radio 

exempts de licence. L’exploitationestautorisée aux deux conditions suivantes :  

(1) l’appareil ne doit pas produire de brouillage;  

(2) l’utilisateur de l’appareildoit accepter tout brouillageradioélectriquesubi, mêmesi le 

brouillageest susceptible d’encompromettre le fonctionnement.  

This transmiter must not be co-located or operatng in conjuncton with any other antenna or 

transmiter. This 

equipment should be installed and operated with a minimum distance of 20 centmeters 

between the radiator and your 

body. 

Cet émeteur ne doit pas être Co-placé ou ne fonctonnant en même temps qu’aucune autre 

antenne ou émeteur. 

Cet équipement devrait être installé et actonné avec une distance minimum de 20 centmètres 

entre le radiateur et 

votre corps. 


