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RISK OF ELECTRIC SHOCK
DO NOT OPEN

CAUTION: TO REDUCE THE RISK OF ELECTRIC S8HOCK
DO NOT REMOVE COVER (OR BACK)
NO USER-SERVICEABLE PARTS INSIDE
REFER SERVICING TO QUALIFIED SERVIGE PERSONNEL

This lightning flash with armowhead symbol
within an equilateral triangle Is intendsd to
alert the user to the presence of uninsulated
dangerous voltage within the productis
enclosure that may be of sufficient magni-
tude to constitute a risk of electric shock to

persons.

The exclamation point within an equilateral
triangle is intended to alert the user to the
presence of important operating and maintes-
nance (servicing} instructions in the litera-
ture accompanying the product.

FGC WARNING: This equipment may generate or
use radio frequency energy. Changes or modifications
to this equipment may cause harmful interference
unless the modifications are expressly approved in the

instruction manual. The user could lose the authority
to operate this equipment if an unauthorized change
or modification is made.

REGULATORY INFORMATION: FCC Part 16

This equipment has been tested and found to comply
with the limits for a Class A digital device, pursuant to
Part 15 of the FCC Rules. These limits are designed
to provide reasonable protection against hammful inter-
ference when the equipment is operated In a commer-
cial environment.

This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and

used in accordance with the instruction manual, may
cause harmful interference to radic communications.
Operation of this equipment in a residential area is
likely to cause hanmmful interference in which case the
user will be required to comect the interference at his

OWN EXponsSo.

+ A suitable conduit eniries, knock-ouisor glands
shall be pravided in the cable eniries of this product
in the end user.

= Caution: Danger of explosion if battery is incomectly
replaced. Replaced only with the same or equivalent
type recommended by the manufacturer.
Dispose of used batteries according to the
manufactureris instructions.



* Holes In metal, through which insulated wires
pass, shall have smooth well rounded surfaces or
shall be provided with brushings.

Warning: Do not install this equipment in a confined
space such as a bookcase or similar unit.

Wamning: Wiring methods shall be in accordance with
the Naticnal Electric Code, ANSI/NFFPA 70.

Warning: This is a class A praduct. In a domestic
environment this product may cause radio interfer-
ence in which case the user may be required to take
adequate measures.

Waming: To reduce a risk of fire or electric shock, do
not expose this product to rain or moisture.

Caution: This installation should be made by a quali-
fied service person and should conformto all local
codes.

Caution: Te avoid electrical shock, do not open the
cabinet Refer servicing to qualified personnel only.
Caution: The apparatus should not be exposed to
water (dripping or splashing) and no objects filled
with liquids, such as vases, should be placed on the
apparatus.

To disconnect power from the mains, pull out the
mains cord plug. When Install the product, ensure
that the plug is easily accessible.

Disposal of your old appllance
E 1. When this crossed-out wheeled bin
symbol is attached to a preductit means
the productis covered by the European
Directive 2002/96/EC.

2. All elactrical and electronic products
should be disposed of separately from
municipal waste stream via designated
collection facilities appointed by the gov-
ermment or the local authorities.

3. The correct disposal of your old appliance
will help prevent potential negative conse-
guences for the environment and human
healtth.

4. For more detailed information about
disposal of your old appliance, please
contact your city office, waste disposal
service or the shop where you purchased
the product.

EEE Compliance with Directive.

5.
This product is manufactured to com-
C € ply with EMC Directive 2004/108/EC and

Low Volitage Directive 2006/95/EC.
European representative :
This class [B] digital apparatus complies with Canadian ICES-003

Get apparell numerique de la classa [B] est conforme a la nome
NWB-003 du canada



Important Safety Instructions

1.

Read these instructions. - All these safety and
operating instructions should be read before the
productis operated.

Keep these instructions. - The safety, operating
and use instructions should be retained for future
reference.

Heed all warnings. - All warnings on the prod-
uct and in the operating insiructions should be
adhered to.

Follow all Instructons. - All operating and use
instructions shoukd be followed.

Do not use this apparatus near water. - For
example: near a bath tub, wash bowl, kitchen sink,
laundry tub, in a wet basement; near a swimming
pool; etc.

Clean only with dry cloth. - Unplug this product
from the wall cutlst before cleaning. Do not use
liquid cleaners.

7. Do not block any ventilation openings. Install

in accordance with the manufacturer's instruc-
tions. - Slots and openings in the cabinet are
provided for ventilation, to ensure reliable opera-
tion of the product, and to protect it from over-
heating. The openings should never be blocked
by placing the product on a bed, sofa, rug or other
similar surface. This product should not be placed
in & built-in installation such as a bookcase or
rack unless proper ventilation is provided and the
manufaciurers insiructions have besn adhered to.

Do not install near any heat sources such as
radiators, heat registers, stoves, or other appa-
ratus (including amplifiers] that produce heat.



Important Safety Instructions

8. Do not defeat the safety purpose of the polar-
ized or grounding-lype plug. A polarized plug

has two blades with one wider than the other. A

grounding typs plug has two blades and a third

grounding prong. The wide blade or the third

prong are provided for your safety. If the pro- D
—

vided plug does not fit inio your outlet, consult
an electrician for replacement of the obsolete

outlet.

10. Protect the power cord from bsing walked on 13, Unplug this apparatus during lighining storms or
or pinched particularly at plugs, convenience when unused for long periods of ime.
receptacles, and the point where they exit from

14.Refer all servicing to qualified service person-
nel. Servicing is required when the apparatus

11. Only use atlachmenis/accessoriesspecified by  has been damaged in any way, such as power-
the manufacturer. supply cord or plug is damaged, liquid has

been spilled or objects have fallen into the

12 Use only with the cart, stand, iripod, bracket, apparatus, the apparatus has been exposed to
or table specified by the manufacturer, or sold rain or moisture, does not operate normally, or
with the apparatus. When a cart is used, use has been dropped.
caution when moving the cart/apparatus com-
bination to avold Injury from tip-over.

the apparatus.
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LACT10
Smar/RF Card Authentication System

H Admin, Administrator
- As a user who can entar into the terminal menu mode, hefshe can register/modify/dalate temminal
- i there Is no adminlsirator for a terminal, anyone can change the settings, 8o it s recommended
1o negister at least one administrator.

= Caution ks recpuired with regisiration and operation because an administretor has he right to
change critical ervironmential settings of the ingsrprint recognition unit.

H Authentlcation Method

- Various kinds of auihentication including RF{card) autheniication, PW (password) autherriication
or a combination of these methods
Ex) RFIPW : card or password authentication; ID&password is used for authentication if card is
not usad.
M Function keys
- [F11, [F2], [F3), [F4] are used, and they ane used for direct authentication and each key represents

W [NS] / [SN] / [NO] Mode
- [NS] Mode : When there s a live connaction to the server, authentication iz dona through the server.
H not, it B dene through the terminal.
- [BN] Mode: Even though there is a live connection to the server, authenfication is done through

the terminal and the result is forwarded 1o the server in real time. However, in the case of 1:1
authentication, if the entered user ID Is not registered in the server, authentication s done through

the scrver.

= [NO] Made : Even ihough a user is registered in the terminal, authentication is done through the
senver in any event.



1. Before using

1.1. Safety precautions

O Under no circumstances will Union Community be responsible for accidents or damages caused by
inappropriate use of the product caused by not referring to the user manual.

Do not place a fig
source near the unit.
h mey couse & e,
-
& Safety & Cautions @ The sign is a
¥ the zbove warrings are If the above cautions are o "Prohibition”
ignorad, it may in ignonad, it ey result it The sign is that user
o ey wlm“m should keep the



1. Before using
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1. Before using

1.2. Terminal description

Funoilon key Acscmmns: miods TicA moake Cafatoria mode Function oy Diessppligm
E F1 St Menu 1 - Inpat ruamiber '0" value or Meng soroll buiion
ﬁ F2 Leave L THS

- Emier menu after preasing over 2aec
(=) - Cnide [——

- Changs satting. Move t UPPar menil.
: F4 Fisium Wenu 4 Retum 1o normal mode




1. Before using

1.4. Screen description

MHebwork status with server
Doer cpanicloss status
Card daia is read
! Accans modes ia diaplaying (F1, F2, F3, F4)
50D BTNl 1 TaA made is displaying (STARTA EAVE/OUT/BACK/NORMAL)
Menu type Is displaying during caleleria mode
@——mﬂm
07 058,/25 Ph 4:58———Cummnt time
CT [17] ma an
LG ] ] & .or. |
[ e R vof Pl [l TR [t e S R
- Initial screen. = Walting for a user's 1D o be input. - Password inpul. - Authentication is successful.
an 1] ‘a@. B
AT P AR S PR DA PR [l e TR
- Authentication is failed. - Entered a non-registered user ID. - A regisiered user tried. - There le no response from the
- Connection method is [SN] and authsntication iwice time during server during the authentication process.
1:N identification is accessed even samea menu fime when ferminal is - Network 1o sarver i disconnaciad
though there ls no user allowed for cafeteria mode. during the authentication process.
1:N identification.
B0l an ‘an ] an
[vod Pl [vod Pl it [ e S R [vod Pl
- There is no user registered on - Ready stahs for card data input. - A registered user tried. = Waiting for server auihanticadion
the terminal or no connection to authanticalion when sniryesdt s
the sarver, so it is trying to connect. not alowed.
a0 ®ma
DNORCE Pl i f
- Torminal & locked. - Terminal program upgrade.
- A regiatared user tried authentication {Powar seitch should not be umed off
when this message ls displayed )

when Cafeleria time Is not dlowed.



2. Introduction

Configuration
Network configuration

CHe

T He

T HS

Standazalone configuration
Door lock system

CHE




2. Introduction

Specifications

B SPEC REMARSC
[ 1] 22BN BSC CPU
BAEADFY B SDRAM
20 FLASH (Defauh) User: 10,000 / Log: 20,000
4AM FLASH {Option) Upar: 20,000/ Log- 98,000
Amhanticstion speed < 0.2 seo.
Comremamicartion Port TCP/AP, Wisgand In&0ut

RE-232, RS-485, 2 Ralay

Temperatune £ Hurmboty

-10 — 50 / Lower thon 80% AH

LcD 126 X B4 Graphic LCD
8IFE 140X 6% X 28 mm
AG £ DG Abapiar INPUIT = Uiniviergal AC 100 - 2200
OUTPUT : DC 12V {Dption : DG 240
UL, C5A, CE Approved
Card Reader RF Card Roader {LACT10-F) EM Gad, 125kHz

Smart Card Resder (LACT10-5)

180 14443 A-type, 13.56MHz




3. Environment settings

3.1. Check items before setting the environment

3.1.1. Entering menu

( The following screen appears when the [ENT] buticn is pressed for over

2 sar.

J

1. User
2. Network
3. Option

- Press [U] to view menus not shown
in the LCD window.

- If & number cormesponding to the
menu recuired is pressad (ax. [1] for
user account), the following screen
for administrator authentication
appears.

<Input Admin ID>
1D : 0001

- Press [ENT] after entesing the:
adminisiraior's ID and the
acministrator authentication is
processed according to the previous
satting such as fingerprint
authentication or password
authentication. If authentication is
successful, sub-menus of the menu
chosen appear.

& Administrator authentication is required
only once, so all menus are accessible
until he exits from the menus altogsther.




3. Environment settings

3.1.2. Change settings

( To change settings, press the [DEL] button to delete old values and Input new values.

Press [0] to see menus not shown in the LCD window, and press the cormesponding number
to select a menu.

button to move to upper menus.

( Hold the [DEL] button for over 2 sec. fo cancel the cument seiting and move to the upper
IMenLL

( Press [ENT] for settings verification or to move to the next setting, and press the [DEL] ]




3. Environment settings

3.1.3. Save environment settings

Press the [DEL] bution in the main menu to save emircnment settings and
the following screen appears

Save?

[Y=1/N=2] :

[Press [1] to save changes. j
If not, press [2].

If there are no changes made to the settings, "Save?" does not appear, and
the initial acreen appears.

the seitings process will finksh. If there are changes made to the ssttings,

( If there Is no input for a certain period of time while setting the environment,
"Save?" appears. lf not, it does not appear and the initial screen appears.




3. Environment settings

3.2. Menu configuration

OPreas [Ent] for over 2 sec. to enter the menu.

[MemH 1. User H 2. Network H 3. Option H4.SeadirgTelnildInqu 5.mnmmnmﬂ 6. Device setting I
1} Add 1) Termingl ID 1) Application Terminal 1D =0001 1} Lock Terminal 1) System Config
2} Daleto 2 Maode [0=Accesal 1=Time Attendance/?=Cafelerial Verslbon=1001.00 | |2 Read CardNo. | |<ID Length>
) Moy [NS/SN/NCY 1. TRA made 2 Maal mode Appication=Access | | 3} nerfacing with ||| 2ngyages
4) Add Admin (| 3) Network Type | | <Applicaion> <Smt Time>  <Braskiast> <l inch> Language=ENG Beisor for fim
5} Delata Al [Btaiic IPDHGF]| | o eave Time <Momsal Time>  «<Dinnan> <Suppens Mods=NS tetsition 2) Set Fn-Key

<l Fo-Key> <Bnacks Vihout Limit> | | Natwork Type - "
<Ticket Prinker:- =Stafic{1) 3) Card Reader
B) Gaboway I idar-Address <Card Reader>
T} Server IP Vexify Oplion =D00265101111 <Card Farmal>
B) Servar port ?Stwl.hwl.b I_!‘%a.ﬁm <Dummy Mode:>
S = -
I =192.168.0.1
Subnet Mask 5) Initialize
Set Door lock
ZJNII Duration =255.255.255.0 1. Init Gonfig
<Doar Monlior Servor P 2. Delete Log
=182.168.02 3. Init Terminal
«<Door Open Alarm:- . SVR Port 3870
Card Reader =FF
4) Sound Control Card reader Version
«<Llse Voloe- iy
<Besper Volume:- . bax User =10416
[ J All User =0
5] Timn Solting All Adiviin =0
! All Log =0
63 Other Setting Max Log=20479
<LCD Backlight > Dip Switch=000000
<L C1) Brighiness> -




4. How to use the terminal

4.1. Access control
Default screen® [Ent] © [3]10ption € [1]1Application € [0JAccess control asttings

iy
f

4.1.1. Authentication mode
- o

‘ 3] =g : ‘
] OFA0ES P 458
Normal mode; F1 mode; F2 mode;
authentication with |Ent] authentication with [F1] authentication with [F2]
'\ 4 . I
re ™y Ty
-3 =i
78S P 458 070825 P 458
F3 mode; F4 mode;
authentication with [F3] authentication with [F4]
- Card authentication

Before place the cand, change the authentication mode by pressing the comesponding function key.
or place the card for authentication.

- Password authenticadion
After entering the uzer ID and changing the authentication mode by pressing the comesponding function key,
enter the password for authentication.



4. How to use the terminal

4.1.2. Card authentication
For a user who is registered as [RF], [RFIFP], or [RFIPW], when placing the card close to the
default scresn, & beep sound will be heard and the authentication result appears on the LCD.

\
- 4]
@ LG ¥ you place your cand closs o the unit, you will hear s beap.
e

Hmtm.mﬂmammmg5mﬂhh

woice message "You are auihorized”. The door open icon and the card icon fum on LCD.
The defsult screen appears afler 1-2 sec., and the door k2 cloaed when the door open xetting
time has slapsed. )

# Ermor message: An emmor message appears together with the volce message "Please try again®

During the authentication
request to the anthentication
sorver, nebwork irouble acoumed
or the ine i disconnecied.

For a user who is registered as [RF&FP] or [ID&FP | RF&FP], when placing the card close 1o the
defaut screen, a beep will be heard and the following fingerprint authentication screen appears.

F-Tai
%_ Whan 1he lght on the fingerpdnt input window tums on iogether with the voice message

"Ploase enter your fingerprint®, enter your fingarprint and hold it there until you hear a beep.
4




4. How to use the terminal

4.1.3. Password authentication

If the user ID is "D001", enier "0001 " and press the function key. You will hear 2
beeping sound and the terminal walts for the user password to be input. Enter the
password and press [Ent], and the authentication result appsars on the LCD.

i - 4l

E’_ ¥ -iha umer I 2 ' 0001, anter "0001" and preas the fundciion key.
O PMAID )

ag You will haer a beaping sound and the teminal wails for the user peseword to be input

Enter the password and press ENTL
A P dies {The password Iz diaplayed as <s> on the LCD acreen, rather than the aciual numbers.)

ap If authentication ks successiul, you will see a success message on the LCD topether with the
o voice message "You are aulhorized”. The door open icon and the card icon furn on LCD.
- The default ecreen appesrs afier 1-2 sec., and the door i= closed when the door open selting
ORI Pl 458 time has elapsad.
o J
B¢ Error measage: An emor message appaara togsthar with the volos mesaage "Plaase try again®,
s ™

AN

During the authentication reguesl to the authentication server, network trouble
occured or ihe line ls diacomneciad.

‘—_/




4. How to use the terminal

4.2. Time Attendance control

Default screen [Ent) © RlOption O [1]1Application © [11T3A (Time Attendance) settings
If the start/leave time is fixed, sst <start times, <leave time>, and <normal time:- to reduce user input emors.

4.2.1. Authentication mode

~
LG Mol nrsds; suiheniication with [Eni
(B0 GG | mo __ E |

©OLe | e @LG | o

: y, - J

[ s Leave mode; | s Outside waork mode; |
®_ LG authentication with [F2] @_Lﬁ authanfication with [F3)

S ————— o

- Card authentication

Before place the cand, change the authentication mode by pressing the comesponding function key. or place the card for authentication.

- Password authentication

Aftar entering the user ID and changing ths authanticalion mode by preasing the comesponding function key, anlar the password for authenlication.
- Worldng mode after authentication depends on <start timec-, <leave time:-, and <normal timez- settings.
The previous authentication moda is maintained if no mode is set for a specific ime period.

4.2.2. Working mode expansion using mulii-key authentication

- Same gs 4.1.2.

4.2 3. Password authentication

- Same as 4.1.3.



4. How to use the terminal

4.2.4. Working mode expansion using multi-key authentication

- If more than 5 working modes such as start, leave, outside work, retum, and general are reguired,
it can be axpanded up to 41 modes.

- After Default screen® [Ent] © [B]Option © [1]Application © [1]T8A (Time Attendance) settings
set more than one key to '0". However, the keys set to X' are not the cass.

- Because a mode Is defined with a number key, enter a number key afier entering the function key
for authentication. In the server program, authentication mode is "F3+1°,

- For example, when [F4] is set to [D] and <siart time> is set to '07:00-09:30", if 2 fingerprint usar
tries authentication "F4+1"mode

~
= 13]
@ LG In the defauit ecreen, press [F4].
P A 750
: —_<
- 13] JF 4+
@ LG Tha mede ks changsd o "F4+D". Press [T}
7000 AW 7 18
J
=
@ ‘Whan the mods s changed to "F4+1°, enbar the fingerprint.
e ————— S
) Success When authertication ie succesaiul, a MUCCAES MOBERGS BPPOAIE.
ORAE AM 7 5
/— —
T3] START]
@ LG The curnent time ks 7:58, 20 it retuns to the sht mods,
et
v,




4. How to use the terminal

4.3. Meal control

Default screen [Ent] © [31Option € [1]Application ) [2] Meal settings
- If the terminal ia st for meal control, as the tarminal ia in "lock asttingl" status during ather time

frames except for the meal times previously set, at least mors than one time frame as meal time
should he set for meal control usage.

- Basically, a single authentication is allowed for each meal per user but double authentication is

also possible Default screenC [Ent] € [310ption © [1]Application ©[2] Meal settings € <Without Limit>
4.3.1. Meal classification
- In msal control, the funciion key is just an opemtion key for authentication. There is just meal

classification with a meal time frame - there is no mode classification. The number shown in the
LCD screen means the number of authentication for a specific meal time period.

a Mt 12
@ L Total number of succesaiidl authemication is displayad.
0708725 PM 4 58

B0 ‘

J
-

In cese thet a user iries double
auihantication during the same
meal time period

@_ Noi In meal fime period

P05 Pl 458

J

4.3.2. CGard authentication
- Same as 4.1.2_, but [Eni] cannat be used ag a function key.
4.3.3. Password authentication

- Same as 4.1.3., but [Enf] cannot bs used as a function key.



