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RISK OF ELECTRIC SHOCK
DO NOT OPEN

CAUTION: TO REDUCE THE RISK OF ELECTRIC SHOCK
DO NOT REMOVE COVER (OR BACK)
NO USER-SERVICEABLE PARTS INSIDE
REFER SERVICING TO QUALIFIED SERVICE PERSONNEL,

This lightning flash with arrowhead symbol
within an equilateral triangle is intended to
alert the user to the presence of uninsulated
dangerous voltage within the productis
enclosure that may be of sufficient magni-
tude to constitute a risk of electric shock i

persans.

The exclamation point within an equilateral
triangle is imended to alert the user to the
presence of important operating and mainte-
nance (servicing} instructionsin the litera-
ture accompanying the product

FCC WARNING: This equipment may generate or
use radio frequency energy. Changes or modifications
to this equipment may cause hammiul interference
unless the maodifications are exprassly approved in the

instruction manual. The user could lose the authority
to operate this equipment if an unauthorized change
or modificationis made.

REQULATORY INFORMATION: FCC Part 15

This equipment has been tested and found to comply
with the limits for a Class A digital device, pursuant to
Part 15 of the FGC Rules. These limits are designed
1o provide reasonable protection against harmful inter-
farence whan the equipment is operated in 2 commer-
cial environment.

This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and

used in accordance with the instruction manual, may
cause harmiul interference to radio communications.
Operation of this equipment in a residential area Is
likely to cause harmful interference in which case the
user will be required to comect the interference at his

OWTT expansa.
= A suitable conduit entries, knock-outsor glands

shzll be provided in the cable entries of this product
in the end user.

« Caution: Danger of explosion if battery is incomectly
replaced. Replaced only with the same or equivalent
type recommended by the manufacturer.

Dispose of used batteries according to the
manufacturesis instructions.



* Holes in meial, through which insulaied wires
pass, shall have smooth well rounded surfaces or
shall be provided with brushings.

Wamning: Do not Install this equipment In a confined
space such as a bookcase or similar unit.

Warning: Wiring methods shall be in accordance with
the National Electric Code, ANSV/NFPA 70.

Wamning: This is a class A product. In a domestic
environment this product may cause radio interfer-
ence in which case the user may be required to take
adequate measures.

Warning: To reduce a risk of fire or eleciric shock, do
not expase this product to rain or molsture.

Caution: This Installation should be made by a quall-
fied service parson and should conform to all local
codes.

Caution: To avoid electrical shock, do not open the
cabinetl. Refer servicing to qualified personnel only.
Caution: The apparatus should not be expossd to
water (dripping or splashing} and no objects filled
with liquids, such as vases, should be placed on the
apparatus.

To disconnect power from the maing, pull out the
mains cord plug. When Install the product, ensure
that the plug is easily accessible.

Disposal of your old appliance
E 1. When this crossed-out wheeled bin
symbol is aitached to a productit means
the productis covered by the European
Directive 2002/96/EC.

2. All slectrical and electronic products
should be disposed of separately from
municipal waste stream via designated
callection facilities appointed by the gow-
ernment or the lacal authorities.

3. The correct disposal of your old appliance
will help prevent potential negative conse-
quences for the environment and human
health.

4. For more detailed information about
disposal of your old appliance, please
contact your city office, waste disposal
service or the shop where you purchased
the product.

. EEE Gompliance with Directive.

ply with EMC Directive 2004/108/EC and
Low Voltage Directive 2008/85/EC.
European representative

This class [B] digital apparatus complies with Canadian ICES-003

Giet appareil numerique de la claase [B] est conformea la norme

NMEBE-D03 du canada

5
c € This product is manufactured to com-



Important Safety Instructions

1.

Read these instructions. - All these safety and
operating instructions should bs read before the
productis operated.

Keep these Instructions. - The safety, operating
and use instructions should be retained for future
reference.

Heed all wamings. - All warnings on the prod-
uct and in the operating instructions should be
adhered to.

Follow all instructions. - All operating and use
instructions shoukl be followed.

Do not use this apparatus near water. - For
example: near a bath tub, wash bowl, kitchen sinl¢,
laundry tub, in a wet basement; near a swimming
poal; ete.

Clean only with dry cloth. - Unplug this preduct
from the wall outlet before cleaning. Do not use
liquid cleaners.

7. Do not block any ventilation openings. Inatall

in accordance with the manufacturer's instruc-
tions. - Slots and openings in the cabinet are
pravided for ventilation, to ensure reliable opera-
tion of the product, and to protect it from over-
heating. The openings should never be blocked
by placing the product on a bed, sofa, rug or other
similar surface. This produet should not be placed
in a built-in installation such as a bookcase or
rack unless proper ventilation is provided and the
manufactureris instructions have been adhered to.

Do not Install near any heat sources such as
radiators, heat registers, stoves, ar ather appa-
ratus (including amplifiers] that produce heat.



Important Safety Instructions

8. Do not defeat the safely purpose of the polar-
ized or grounding-type plug. A polarized plug
has two blades with one wider than the other. A
grounding type plug has two blades and a third
grounding prong. The wide blade or the third
prong are provided for your safety. If the pro-
vided plug does not fit into your outlet, consult
an electriclan for replacement of the cbaolete
outlet.

10. Protect the power cord from being walked on
or pinched particularly at plugs, convenience
recaptacles, and the point where they exit from
the apparatus.

11. Only use attachments/accessoriesspecified by
the manufacturer.

12. Use only with the cart, stand, tripod, bracket,
or table specified by the manufacturer, or sold
with the apparatus. When a cart is used, use
caution when moving the cart/apparatuscom-
bination to avoid injury from tip-over.

B

13, Unplug this apparatus during lighining storms or

when unused for long periods of ime.

14.Refer all servicing to qualified service person-

nel. Servicing is required when the apparaius
has been damaged in any way, such as power-
supply cord or plug is damaged, liquid has
been spilled or objects have fallen inio the
apparaius, the apparatus has been exposed to
rain or moisture, does not operate normally, or

has been dropped.



LAFP10
FAngorpint ldeniification Systom

H Admin, Administrator
- As a user who can emler Inko fhe temal nal menu mode, he can registerimodiidelete lerminal users and change the
operaiing enviconment by changing setings.
- It there ks no administraior for a femminal anyone can change the seftings. In this regand, It Is recommendad 1o reglstar
at least one adminisirkor,
= Caution i6 required with regisiration and cparaiion becauss an administrator has the fight i change critical ensircnmental
setiings of the iemminal.
H 1 to 1 Verification

- A user's veriication fingarprint (lamplats) is comparad ko the user's snmolimant fingsrprint (lemplate) previously egislensd.
The termingl performs 1:1 maiches againet tha user's enrclied tsmplais unil a maich ks found.

= Itls cslled 1 1o 1 Verfication becauwse only the fingamdn reglsiened In the user's D or cand ks used for comparison,

H 1 to N kdenfification
= The tarminal parforme madches againat multiple fingerpringe fempldos) basad aalely on ingepint information,
= Without the user’s 1D or card, the user’s ingerprint & comgeussd o fingerprints previously moisiemd.
| I-MII'D[IIHIMGIM
Relnlorees defeciion capabllity for residual fingemprints fingerprinks lefl on a sensor window due i sweat or conlaminants
on a fingar) and automatically adjusts sonsor safings to delect pood-quslity ingarprinks egartibss of the condilions
{dry or wel) af tha ingem«nte.
H Authentication level
- Dapending on the fingerprint maich rate, i is displayed from 1 o 8. Autheniicalion is successiul only if the meaich rale is
higher fhan the saf level
- Tha higher the Authendicaiion lewal, the higher the secusity. However, it requires a relsively high maich rats, eo
Autheniicaiion is vulnemable fo fallure,
= 1:1 Level: Autheniication level usad for 1:1 verliicefion.

= 13 Laval: Aulhenticetion level ueed for 72N idenilioefion.

H Authentication method
= Warious: kinds of aulhenlicaiion including FP (fingerpeini} authenticalion, PW (password) sudhenticalion,
RF {cand) authenticadion, or 3 combinaion of thess methods,
- Ex) FPIPW: ingesprint or password authenticailon; password ks used for authenticadion Hf fingerpvint auihendeation falls.
H Function keys
= [F1], [F2, [F3], [FAL, [ENTER] ans used, and they ans Usad for dinect avthenficelion and each loey
represents aach authentication mods.



1. Before using

Terminal description

Display characier message for all the operalions

[F1]: Eaant, F2] : Leave, [F3] : Ouside work, [F] : Come Dack

Input digis (18

Ener 'l or LCD memu scroll

Tarminal menu setiing (Enter imo menu mode for tanminal menu seliing
when pressed over 2 geconds)

- Clear typo whan aniering sotiings
- Move up o higher mene
- Usa when escaping from menu poliing

Usa afer esoering he scuings whon configuring the reminal ermironmont

Enfer, Cell o
@

Vishon use fhis 1o ring e inerphone el

Corweoy visliors voice o door phone

Bhorer oparaiion Situs Iles Dowsr Supply, Lock Stades sird caed conbact

Fingzarprin ingut winciore

Fingenint input

RED sensor

Penson's approach makes & sulometically lum mn buiton LED and LCD
window with 1D input screen

Card nput

Wiige ouiput




1. Before using

Screen description
== Connecied 1o nebwork server
=4 Disconnscisd o nalwork earvar

Access mode display in case of access condrol { F1, F2, F3, Fé )
T4A mode display in case of iime & alendance conirol { START, LEAVE, OUT, BACK, NORMAL )

Information masaaga
‘ LG “ ] & - |
= Inftial screen. - Wailing for & user's ID - Fingerprint input. - When a nou-mgisarad uear 1D s sntamd.
e be: input. = Whan connaction mode is S and 1:N ideniicalion is tsd

enen Though thena ks no user allowead fior TN idanilicalion.

‘= 00 00

;wlrﬂl.

- Autheniication failed. -|sm
{Power mussl vt burr OfF whin this
nrERARE B oiplaged)
e 00.00 e 00.00 = 00.00 | = 00.00
- There ks nouser registesad onthe - Walling for & raply fram tha - A registered uBer iried =Thare is no nesponse fron fhe server during e
Agmningl or no connection ks the smver ior pulhoniicstior. authesticeiion st that time when anthentication process.
server, 50 it is trying to conmect. actess i not allowed, = Mebwork to server s disconnecied during Tre
authentication process.
= Tenminal is ociherl,
= It is rvod rsaliine In case of msal

control mode.



2. Introduction

2.1. Features

[ Access control sysiem using LAN
- Communication beiween the unit and authenfication server is done through a
UTP cahle and TCPAP protacol, so an exsting LAN can be used as it k.
k guarantees network-based administration and maonitoring s well as sasy
expansion, high reliabilly, and higher speed.
[1Conveniant auto sensing function
- Simple authentication process without any key input simple fingerprint
touching is sufficient.
[ Simple authentication using fingerprints
- Fingerprint authentication tecinology prevents users from forgoiten password or
card, stolen key or card, etc., which is one of good ways o improve security level.
[1High processing capacity of terminal and server
- There Is not any Imit on management of user’s access information In case that access
sorver is used, Even in standalone operation by using local terminal, it is possible to
manage fingeiptint authentication of more than 8,000 users (in optional case).
[1Various information messages
- It ensures aasy fingsfprint recognition because voice and LCD window
information ara pravided during the authentication procass. In addition, the
bacidight installad in the LCD window helps with easy key operation in the darlk
O Deor phone
- Easy visitor identification and convenient response.
[ Tvarious and flexible access controls
- Mo risk of rert, forgery, or loss of keys ar cards.
- Perfect control by assigning different security clearances to each user or group.
- Flexibliity provided by allowing limited time for entry/exit.

= Low maintenance.
= No need to lssue viskor card for vistior.



2. Introduction

2.1. Features

OJVariaus applications including accessa control, ime & attendance, elc.
= Various aperation modes depending on the terminal menu settings.
] Enhanced security with detection of fake finger
- Adopted deteclion technology of fake finger enhances securily level.
[OVarious registration and authentication methods
- There are a total of 11 ragistraiion and authenlication methods {4 methods if the cand reader is not installed),
50 You are required to select one mathod before registering vsers and an adminlstratar,

FP

Fingerpdnt reglsiration. Fingerprinl authemticafion.

ID&FW Pasawond regieration. Password authentication after ID input.
FPiFw Fingesprini and passwond registraiion. Fingerprini or password authentication.
FPerw Emmru:mdumawwmu
RF Cord registraion. Card aufhenfication
RAFP Card ard fingapring regisiration. (Sand or fingaprint sulhanication
Cand and fingemprint rogisration.
RFaFP Fingemprint authenfication after candt suthenticaion.
RFIPW Card and passwont reglstration. Card or passerord authentication.
RFAPW Card and password reglsinstion. Password suthentcation afer cend suthentication.
inarpirFere | Gard and fingarprdnd regiatration.
Fingaaprint authentication affer ID input ar fingerprint auvthentication afler card authentication.
IDEPWIRFAPW | Card and

passwond reglstredion.
Passwond authentication aiter 10 inpud or password authenticatlion sftsr card authenticeiion,

= RF defines 125Kz Proximily Card or “13.56MHz Smart Card.



2. Introduction

2,2, Configuration

T
s




3. Configuration settings

3.1. Check items before device configuration settings

3.1.1. Entsring menu
[ The following screen appears when [+] is pressed for over 2 sec. J
1. User - Press [0] to view menus not shown
2. Network in the LCD window.
3. Option - Press a number key in order fo go
4, Terminal Info subman_u. ThB following administrator
5. Ext Function authantication allows for entry of
6. Device submenu.

. - Press [ENTER] after enlering the )
S e administrators ID, and the suminstrator
ID : 0001 authenlication is processed according to % Adminisirabor authentication is required only once
the previous setting such as fingerprint for all ir main menu, so all other menus are
autheniication or password authantication. accessible until hefshe completely exits from the
If the authentication succeeds, submenu mpdn menu.
BCIB6N Appears. y




3. Configuration settings

3.1.2. Chenging setling parameters

[ To change setting parameters, press [#] 1o delete old values and input new values.

Press [0] to eee menus not shown In the LCD window, and press the coresponding
number to sslect a menu.

and press [#] to move to upper menhus.

( Press [ENTER] for confimation of seiting parameter or 1o mowve to the next ssiling,
( Hold [#] for over 2 sec. io cancel the curent setling and move o the upper menu.

(A N U N




3. Configuration settings

3.1.3. Saving device configuration settings

Prege [#] in the main menu io save device configuration settings.
The following screen appears:

[Y=1/N=2] - _ If nol, press [2].

Save? l [Press [1] to save changes.

i thare are no changes in devica configuration seitings, it goes out of this
setfing mode without going through the above screen,

J

i there Is no Input for a certain period of ime while changing the device
configuration settings, the seiting process finishes. If there are changes in
devica configuration saltings, the above screen “Save?” appears. IT not, it
goes out of this saiting mode and the inilial screan appears,




3. Configuration settings

3.2. Menu configuration

[ Prass [#] for over 2 sac. 1o anter the manu.

1) Agd 1) Terminal 1D 1) Application [Access/Time Teminal ID=0081
2) Delels 2) Mode Aftendance] Verdon=10.51.00
3) Modilfy [NS/SN/NOY <Applications fpglicatin=Acoess
4) Add Admin 8) Network Type | | <Start Time> Languego=ENG
5) Deleie All [Stafic IPIBHCF]| | < eave Time> Mode=NS
4) |P Axddress <Normal Time Nebsork Type=
5) Subnet Mesk | | <Multi Fn-Key: Stafic{1)
8) Cobewey
7) Server IP 2) Verify Optio :!I!EMHH
B) Server port <Show User I0= 1m
<Orly Card> Catowey—182.163.0.1
<Enable 1:N>
<User ID Group> %ﬂgﬁuﬁwc;
<Verily Mulli-Fp= Sarver IP=
182.180.0.2
3) Set Doorio.c Svr-Port=0870
<Open Duration:> Cand Reader-None
<Door Monitor] FP-Sensor=FOS0H
<Door Open Afrm: 1-1 Lowel=4
1N Lovel=5
4) Sound Contjol Max User=D
<Use Voice> MAX FP=0
<Beeper Volurjie> All User=0
<Case Open Mlarm> All Admin=0
AllFP=0
5) Time Settin 1N Usar=0
1N FP=0
§) Other Settinf Al Log=0

<LCD Backlight>

1) Lock Terminal
2) Read Card No.

0TS o e
sarofer ]

<|-Caplurd>

4) Wiegarfd
<Wiegand Out>
<Site Codp>
<Bypass>|
5) SystemyConfig
<ID Length=
<Languagp>

6) Initializ
1. Init Config

2. Delete Log

3. Init Terminal
_— A




4, How to use

4.1. Access control application

[ Default screan O[] ) [3] Option > [1] Application ) [0] for access conirol application
4.1.1. Authentication mode
o ™ Ie ~
a= 0000 2 0000 = 0000
« Normal mods ; +F1 mode ; =F2 mod,a ;
authentication with authentication with [F1] authentication with [F2]
[ENTER] | |
- BN 7 S
e N ~
= I oo ’ = B on
+F3 mode ; +F4 mode ;
authentication with [F3] authentication with [F4]
"\ g v
» Fingerprint authentication

- Fingerprint authentication in the cormesponding mode by preseing a relevant funclion key;
[Ener], [F1L [F2), [F3] and [F4]. Fingenpini sutheniicalion through auto sensing without pressing any keya,
This authericaiion is performed in the cument mode displayed in the screen
* Password authentication
- After inpulting the user ID and changing the autheniication mode by pressing the comesponding kunction
kay, input the password for authenticadion.
« Card authentication affer the following sstiings are done : menu
‘6. Device’ settings © "2.Cand reader’ ) <Card Readsr> is set to [1] or over

- Pressing the function key changes just autheniication mode. For card authentication, press the
comesponding function key and then place the card close te the terminal



4, How to use

4.1.2. [1:1] fingerprint authentication

[OJWhen auto sensing is running, input ‘0001° if the user ID i '0001° and then place your finger closs 1o the fingerprint
sansor. The light on the fingerprint input window tums on to detect the fingarprint and the autheniication result is
displaysed on the LCD window,

[ If the user ID is ‘D0OT’, input '0001" and prass the funclion kay, Voice informafion like “please enter your fingerprini™
follows. When a fingerprint is inputted, the authentication result is displayad on the LCD window, is enterad,
the authentication result will be displayed on the LCD window.

~
e ﬁ I the e 11 ks 0001, Input “1” or "D00T" and prass, the funotion ey,
: J
== 00.00 Place your finger close 1o the Input window whan you hear the voice message “Please enlor your fingerprint™.
_ Do not remove your finger untll you hear 2 “ppig” buzzer sound,
A
= 0000 I sulhanticalion ie succassfully dona, & succaas maseans is displaysd on tha LCD ingadhar with a voice A
‘ massans “You ars authorized™. The door o LED turn on and door relay runa. Tha delault screan appasrs efiar
ﬁ 1~2 seconds. The door LED tume off and door relay is back agein afber mmmmmmmJ

[0 Tha following emor message appaars together with a voica message “Please try again™.

' 0000 == 0000 00.00
& &

+In case of authentication » Non-registered user 1D « During the authentication
failure request to the avthentication
sarver, network trouble
occurred or network line

was disconnected,
A i

-




4, How to use

4.1.3. [1:N] fingerprint authentication
] This authentication is allowed only for users who are registered as 1:N authenticalion sstling.
[ Iif a user places his/her fingsr close to the fingerprint sensor when auio ssnsing is
running, the light an the fingerprint input window tums on 1o detect the fingerprint and
the authentication result is displayed on the LCD window.
[0'When you press the function key, voice information like “please enter your fingerprint”
Tollows. When a fingerprint s Inputted, the authentication result ks displayed on the LCD window.

== 0000

{ .I.O In & main scresn, press the funclion key. J
— R Place your finger closs i the input window whan you hear Ihe voice
[ _ message Please snler your fingstprint™. Do not remove your fingsr

until you hear a “ppig™ buzzer sound.

I authenticalion is successiully done, 2 success meesane is displayed on the LCD
— 0000 fogelhor wilh o wice megsage "You ane autharized™. The: door LED lums on and
(@) soicess | door relay runa The default screen appears after 1-2 seconds. The door LED oms
off and door reday is back again afier the door open setling time hes clapsed.




4, How to use

4.1.4. Password authentication

If the user ID is 0V001°, input ‘0001" and press tha funciion key. The terminal waits for the user password o be
inputted after a “ppiriririck® buzzer sound. Input the relevant password and press [ENTER]. The authentication
result appears on the LCD,

’ B ﬁ i the user 1D ks V00T, snter VACT" and press the Tuncilon key.
- S
(= 2000 The isminal wails ior the usar password to bs inpulted aféer a “ppirindd buzzer sound. Inpul tha relevent
’ P password end prase [ENTER] For sacurity naason, the passwond le displayed &6 "+ on the LCD sorsan,
prrers not aciual numbers. -
( = 000 F authentlcation 15 successfully done, a success message Is displayed on the LCD together with a wolce
: Nessage “You ans alihorized”, The deor LED luing oh ahd door relay funs. The defaull screeh sppears after
12 secones, The door LED twms off snd door reke Is back agein sfier the door open setting time hes clepeed. )

[0 Ermor message: An ermor message appears together with the voice message “Please try again™

4 f 4 ™
== 00.00 ‘ == 0000 = 00:00
+In case of authentication failure « Non-registered user ID » During awrhenfication reguest to

the authertication server, network
troubla occurred or network ine
was disconnaciar,




4, How to use

4.1.5. Card authentication

[Tn casa of a user wha is registerad as [RF), [RFIFP] or [RFIPW], plece the card close
fo the terminal in main screen. After a “ppig” buzzer sound, the authentication result
appears on the LCD.

- Pﬂ)oﬂ Place your card dose bo the termninal | mekes 5 “ppig” burzer scwnd.
W,
nmummammmwmmmn\
== 0000 fogeier with a volce meseage “You ans authorized”. The door LED {uns on gng
m door relay runs. The dedault screan appsars altsr 1-2 saconds. The door LED

mwmmmhmmuumwmmmm

EIErrurn‘m An error message appears logether with the voice message “Please try again”
\
= 0000 Non- reglsteredJ Durimg authentication request

card B 0000 io the authenication server,
natwork ouble occumed or
MHI'DIHWJ

.,

[ case of a ussr who is mpistered as [RFSFP] or [IDEFP | RR&FP), plece the card cose o the isminal
nmain sereen. After a “ppig” burzer sountd, the following finperprint authenticelion strean appears:

/

= 2000 mmmmuwmmummmwmum\‘
’ _ measage ‘“Flaase enier your fingarprint”, ender your fingarprint and hold
thern untll you hsar 8 “pplg” buzzer sound.

[C1n case of a user who Is registerad as [RF&PW) or [DEPW | RFEPW], place the cand close 10 the terminal
in main ecreen. After 8 "ppig” buzzer sound, the following fingarprint authenticafion screen appears:

P‘ bs inputiag, Enter pasmword and preas [ENTER]

{ = 0000 ARor a “ppiriirick” buzzer sgund, the terminal wails for the user passeord 1o J




4, How to use

4.1.6. User ID group authentication
O User ID group authentication is performed just among users grouped with same first digit and/or above of user ID -
at least one digit This authenticalion can commaniently be used if there are oo many users and the matching time

for 1:N authentication takes 100 long. In the menu, set as below: 3. Option ©2, Verily option ©Enable 1:N
<User ID Group==1,

[ For your information, refer to the followings on how to use this authentication in more detsils, If the elevant ID fora
ueer is '1234°, emter only "12° for thie authentication. This maiching ie performed just among users having IDs of
from 1200 ta “1289" , etarting with “12". H the ID Is ‘0012", enter ‘0012" or 00" for authentication.

- P If thea user 1D is “1234°, enter “1", “T2 or 123" and then press the funotion key.
1

= 0000 When the light on the fingerprint input window iums on fopsther with the voice message
i “Please enter your fingerprint®, enter your fingerprint and held It there untll vou hear a "ppig” buzzer sound.

If autheniication ls successiully dons, a8 success message Is dsplayed on the LCD jogether with a volce:

== 00:00 message “You ane authorized”. The doar LED tums on and door relay nns.
(D) success | The detauh screen appears afier 1~2 seconds. The door LED tums off and door reley Is back again after the
door open setiing time has slapsad.

/




4, How to use

4.1.7. Multiple fingerprint authentication

[ For a door where higher securily is required, multiple fingerprints caplured from more than
wo persons are assignad to a single |D for access to the specific door. The door opens
only when all the registered fingerprinis are successfully authenticaied. In the menu, set as
below: 3. Option (2. Verify opiion C) <Enable 1:N>=0 (' <\erify Mult-FP>=1,

O For example, if the ID ‘0001" is registered with threa different fingerprinis, all three
fingerprints must be authenticated for access after ID input. A single authentication
tailure in mid courss results in overall failure and the whole authentication process
should be restarted. This terative process continues unill ai three fingerprints are

authenticated. ——
— R
== 0000
P H the ueor 1D ks O001", nput O00T" and pross the function koy.
: 0001 ) J
= 0000 Plapa your finger clogs 10 the Input window when you hear the volce message
_ “Plaasa enter your fingarprint™. Do nok ramove your ingsr unill you hear a

wmrm -

IF avihentication ia succesafully done, a “ppirrick” buzzer sounda and The
light o the fingerpeint input sindow tums on togethar with the woice message
“Please enter your ingarprint”. This Rerstive process confinuses wmil gl

Inputted tngempstms have been authanticated, J

H suthentication ks successiully done, a suctess message iz dsplayed on the LCD )
togeihar with & walce meseage “You ame authoized”. The door LED iumns on end
door relay runs. The defaull screen appears afier 1~2 ssconds. The door LED
imsnlmddnrﬁykhnkmhﬂrlndnwmaﬂmhhsdmﬁu




