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Product Reqistration Information

The serial number may be found on the label on the bottom panel near the power
connectors. Note this number below. Retain this manual, along with proof of pur-
chase, to serve as a permanent record of your purchase.

MODEL NUMBER SERIAL NUMBER PURCHASE DATE

POINT OF SALE COMPANY

DISCLAIMER: All information and statements contained herein are accurate to the best of the knowledge of Cellular Specialties, Inc. (CSI), but Cellular
Specialties makes no warranty with respect thereto, including without limitation any results that may be obtained from the products described herein or
the infringement by such products of any proprietary rights of any persons. Use or application of such information or statements is at the users sole risk,
without any liability on the part of Cellular Specialties, Inc. Nothing herein shall be construed as licence or recommendation for use, which infringes upon
any proprietary rights of any person. Product material and specifications are subject to change without notice. Cellular Specialties’ standard terms of sale
and the specific terms of any particular sale apply.

Document Purpose / Intended Users

The purpose of this document is to provide a step-by-step procedure to help the experienced technician/engineer install
and commission an in-building wireless enhancement pilot beacon system. Following the procedures outlined will minimize
risks associated with modifying a live system and prevent service interruptions. This document assumes the technician/
engineer understands the basic principles and functionality involved with the system. It is geared to the practical concerns
of the installer.

Radio and Television Interference

Changes and Modifications not expressly approved by Cellular Specialties Inc. can void your
authority to operate this equipment under Federal Communications Commission’s rules.

Application

This guide should be applied whenever a need exists to add pilot beacon capability to an existing system or when this
capability is being included with a new installation.

Safety Guidelines

The general safety information in this guideline applies to both operating and service personnel. Specific warnings and
cautions will be found in other parts of this manual where they apply, but may not appear in this summary. Failure to comply
with these precautions or specific warnings elsewhere in the manual violates safety standards of design, manufacture, and
intended use of equipment. Cellular Specialties, Inc. assumes no liability for the customer’s failure to comply with these
requirements:

Grounding
This pilot beacon system is designed to operate from 100-240 VAC and should always
be operated with the ground wire properly connected. Do not remove or otherwise alter the
grounding lug on the power cord.
Explosive Atmospheres
To avoid explosion or fire, do not operate this product in the presence of flammable
gases or fumes.
Lightning Danger
Do not install or make adjustments to this unit during an electrical storm. Use of a suitable lightning arrester, such as
CSI's model number CSI-CAP, is very strongly recommended.

No User Serviceable Parts Inside

HAZARDOUS VOLTAGES ARE PRESENT WHEN THE COVER IS REMOVED. Opening the chassis will void your
warranty. If you suspect a malfunction with this product, call your dealer or the Cellular Specialties Support Line at: (603)
626-6677, Toll Free (USA) 1-877-844-4274.

Important Safety Information

Antennas used for the purpose of radiating signals indoors are limited to a maximum gain of 3 dBi. Each antenna must be
positioned to observe minimum separation requirements from all users and bystanders. The following guidelines should be
used when considering separation distances.

INDOOR antennas must be placed such that, under normal conditions, personnel cannot come within 20 cm (~8.0 in.)
from any inside antenna. Adhering to this minimum separation will ensure that the employee or bystander cannot exceed
RF exposures beyond the maximum permissible limit as defined by section 1.1310 i.e. limits for General Population/Uncon-
trolled Exposure.
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Acronyms and Definitions

The standards body comprised of representatives of interested companies that is responsible for the
development and maintenance of the operational standards for the CDMA2000 system. Http://www.3gpp2.
org

Automatic Gain Control

Code Division (or, Domain) Multiple Access: The general term for the technology used in the CDMA2000
system as well as others. Also a shorthand reference to the CDMA2000 system and its derivatives such as
1xEV-DO

A single element, a ‘1’ or a ‘0", of the PN Sequence in a CDMA system. The chip rate for the CDMA2000
system is 1.2288 Mchips/second.

Cellular Specialties Incorporated
Distributed Antenna System
Effective Radiated Power

Even Second Tick: In the CDMA2000 cellular system all time values are referenced to the start of the even
seconds of time as indicated by GPS.

Federal Communications Commission

Field Programmable Gate Array

Global Positioning System

Intermediate Frequency

Light Emitting Diode

National Electrical Manufacturers Association
Power Amplifier

Pseudo random Number: A number chosen by some algorithm that approximates a random process. Can
be short for “PN Sequence”, “PN Number”, or “PN Offset” when discussing the CDMA2000 system.

In the CDMA2000 system only a subset of the possible PN Offsets are used for base station identification.
Each of these allowed offsets is given a unique number from 0 to 511.

In the CDMA2000 System each base station is identified by the offset in time from the EST at which the
start of the Pilot PN Sequence occurs. The offset is specified in terms of number of chips.

A sequence of pseudo random numbers. In the CDMA2000 system several such sequences are used. The
one relevant to ICEBreaker is the Pilot, or Short, sequence which is a 2'® element long sequence of ones
and zeros.

Pulse per Second: Refers the pulse repetition rate of the timing signal used as a time reference.
Radio Frequency
Single Board Computer

Timing Offset or Delay Adjustment: In the CDMA2000 system the timing of the downlink signal is required
to be aligned with the EST as it is transmitted from the antenna. Tau allows the timing of the internal PN
Sequence to be adjusted to compensate for the delays of the base station hardware such that the timing
will be correct at the antenna

Universal Serial Bus

Product Introduction

The pilot beacon generator facilitates E911 and other location based services (LBS) for in building and/or DAS based installations
of CDMA2000/1xEV-DO cellular networks. In these situations the normal methods based for location determination, direct
reception of GPS by the mobile station or triangulation using the signals from multiple base stations, do not work. Signals from
the GPS system are sufficiently weak that even if the mobile station’s GPS receiver might ultimately be able to lock on to the
satellites, the acquisition time will be too long. And since indoor service is typically provided either by a single strong local cell

or by using a repeater, there aren’t multiple signals on which to triangulate while DAS based deployments result in too many
signals with indeterminate timing. By placing a pilot signal at a known PN offset the LBS algorithm can quickly and reliably be
made aware that it is within a specific building or other location where normal location determining solutions are ineffective. This
information can be used to aid the GPS receiver in acquiring signals if they are present or be used as a position report directly
until more accurate information becomes available.
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Functional Overview

Electrical Characteristics

CHARACTERISTIC

PERFORMANCE LIMIT

MNumber of Bands per BEeacon

1

CDMA Band Class

0 (Cell], 1 [PCS) and 15 (AVVS)

Max # Simultaneous Channels/Beacon:

2 (Cell) 11 (PCS and ~AWS)

Mumber of Unigue PR Offsets/Beacon:

1

Composite TX Power: | +20 dBm
Spurious Emissions Limits: | < -45 dBc Af 75 to 1.938 MHz
< -60 dBc Af1.98t0 4.0 MHz
=< -65dBc Af4.0to 16 MHz
=< -75 dBc  Af =16 MHz

Carrier Freguency AcCcUracy .

20 Hz (.2 ppm) Cell Band
40 Hz (.2 ppm) PCS Band
45 Hz (.2 ppm) AWVVS Band
Wwhen locked to GPS

Filot Timing Jitter

= 10 nsec s, <50 nsec peak

Fho:

= 0.98

Tau Adjustment Range

-166.7 to + 166.7pseci + 25.6 CDMA chips)

Tau Adjustment Resolution

20 nsec (one 400 of a CODMA chip)

Mechanical Specifications

Parameter Specification Notes
[ pilot Beacon Size | | ]
Height 1.731in.
Width 19.00 in.
Depth 18.02 in.
Weight 8.41bs / 3.8kg
Thermal Management Fan Cooled
Surface Coating Powder Coat
Color Satin Black
AC Power Specifications

Parameter Specification Notes
AC Voltage 100 - 240 VAC External Power Supply
AC Current 1.7 Amps @ 120 VAC

0.9 Amps @ 230 VAC
AC Power Frequency 47 - 63 Hz
Heat Output 500 BTU/Hr
Environmental Requirements
Parameter Specification Notes

Temperature Range

-30° to +48°C
(-22° to +118°F)

Relative Humidity

5% to 95%

Non-condensing

Industrial Dust

<15mg/m3

Telcordia GR-63-CORE
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Mechanical Drawing
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System Set-Up Considerations

All cables should be checked for shorts and opens. Also verify that there are no cables with loose or poor connections. It is critical
that the installer contact the service provider before the system is turned on.

Mounting the Pilot Beacon

The following diagram illustrates the best method for mounting the pilot beacon to a wall in an typical installation.

Wall Mounting

,
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Rack Mounting




Warning: Power supply cable connector is keyed for proper orientation
and is designed to lock into place.

Keyed for proper
alignment, do not
force connector
into place.

Optional Accessories

A complete line of accessories is available from Cellular Specialties, Inc. Check with your CSI distributor for any additional items
needed. Below are just a few examples suitable for most in-building needs.

eInside Omnidirectional Antenna Battery backup, 4 hr Single band
Quad-band - model number: CSI-AO/700/2.7K/3 2 hour dual band - model number: CS48-985-601
eDirectional Couplers ePower Dividers
6dB - model number: CSI-DC6/700-2.7K/N 2:1 - model number: CSI-SPD2/700-2.7K/N
10dB - model number: CSI-DC10/700-2.7K/N 3:1 - model number: CSI-SPD3/700-2.7K/N
15dB - model number: CSI-DC15/700-2.7K/N 4:1 - model number: CSI-SPD4/700-2.7K/N
20dB - model number: CSI-DC20/700-2.7K/N eGrounding Kit - model number: CSI-GKIT
30dB - model number: CSI-DC30/700-2.7K/N eLightning Arrestor - model number: CSI-CAP
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Important Installation Notes

° The installer should refer to the Safety Guidelines section and the Important Safety Information section for proper

antenna selection and installation. To avoid serious injury or death and damage to the pilot beacon, do not install server
antennas near overhead power lines or high power components. Allow enough distance so that if antennas should fall
they will not come in contact with those components.

° Close proximity to the server antennas with the pilot beacon in operation may expose the user or installer to RF
fields that exceed FCC limits for human exposure.

WARNING! PILOT BEACON AND/OR HANDSET DAMAGE MAY OCCUR IF A HANDSET IS CONNECTED DI-
RECTLY TO THE PILOT BEACON OR THE COAX THAT LEADS TO THE PILOT BEACON.

Powering Up the Unit

During Power up, the pilot beacon will require approximately three minutes for the internal computer to boot up.
During this time the LED on the front panel may light and go out several times. When boot is complete and no alarm
conditions exist, the LED indicators will be illuminated green.

Do not unplug the unit while it is in the boot up process!

Local Communication Interface Ports

To allow monitoring and control, the pilot beacon is equipped with four ports that provide external communication access (1
Ethernet CAT-5, 2 DB-9 serial, and 1 USB). The Ethernet, CAT-5 port is provided as a primary communications port to the
PC. One serial interface, COM 1, provides communications to local PC. The USB interface provides a means to download
files from a memory device. The DB-9 pin assignments of COM 1 conform to the standard Electronic Industries Associa-
tion (EIA232) specification. A diagram of the pin descriptions is provided on this page for reference.

Connecting a null modem cable to the COM 1 port and using a terminal emulation program with a PC will allow communi-
cation to the control processor’s Text Menu Interface (TMI). See Text Menu Interface section for further detail.

The proprietary external GPS receiver connection is made at the port labeled “GPS”. Do not connect other devices or

non-straight-through serial extension cables to this port. Place the GPS receiver in a location with the best view of the
unobstructed sky that is possible, although a 100% open view of the sky is not necessary to achieve a stable time lock.
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EIA232 Pin Specifications

DB9 FEMALE PINOUT REFERENCE

RECEIVED LINE
SIGNAL DETECT

DCE READY
0
1

CLEAR
TO SEND

> Q

TRANSMITTED DATA ‘—\

RECEIVED DATA -

/_b

~ QO
~0

©wO
©O

TO SEND

=Q

|
|\_> REQUEST

? RING INDICATOR
SIGNAL GROUND
(j=f——— RECENED BY DEVICE
() TRANSMITTED BY DEVICE SHIELD

The diagram above is for reference only, it's intended to provide a quick source for pinout information in the event it should be

necessary to adapt your serial cable because of an unusual connector configuration. In the vast majority of cases this informa-
tion will not be needed.

USB Interface

The Universal Serial Bus (USB) interface conforms to Intel's Universal Host Controller Interface (UHCI) version 1.1 dated
March 21, 1996. This interface will support data transfer rates up to 12 Mbps and can be used for software updates.

Ethernet

The Ethernet AUI conforms to IEEE 802.3 and is capable of supporting 10/100 Mbps communications speeds. This port is
used to provide access to the Ul.

Monitoring & Alarms

There are no physical connections provided to specifically communicate system or alarm status. This information is embedded
in the information accessible via the communication ports described earlier.
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Web based GUI Session

Primary access to the unitis gained using a LAN connection and a web browser program such as Firefox by Mozilla, or Internet Ex-
plorer from Microsoft. The beacon ships with the default IP address of 192.168.1.100, but it can be changed later if required.

If connecting directly to the unit from a laptop or PC with a crossover CAT-5E cable or over a LAN the user types the IP address of
the unit into the browser address line to connect. (Note: Most users will need to update the TCP/IP settings on their computer to enable
connection to a host that has a static IP. Select “Use the following IP Address” and enter the IP Address as follows: 192.168.1.x, where
“X” = any number from 2 to 254 inclusive other than 100. The subnet mask is 255.255.255.0. Questions pertaining to these settings
should be referred to the user’s IT department or you may refer to the Additional Tips section at the end of this manual.) When con-
nection is made the user will be prompted for a user name and password. For the purpose of the GUI session, the default user name is
webuser and the password is csi1234. This can also be changed as required. Internet access is not required to use the GUI. (Note: If
you are connecting using a laptop, verify that your Ethernet port is powered. Some laptops will not allow Ethernet connection when on
battery power. If this is the case with the laptop you are using you will need to plug it in or update the power settings.)

: " AOL.com - Welcome to AOL - Mozilla Firefox
Ble Edt Wew Hsory Bockmarks Toos Help -

00X wl 192,166,100 3 +| [[Gl conc e

E} Maost Yisited ’ Getting Started  Latest Headlines ﬂ Customize Links |j ‘Windows Marketplace
J sianupctiond o Filin ) save Form o} 1-Click signn

Authentication Required

# username and password are being requested by http: /{192, 168, 1.100,The site savs) "Enter
Password"

T
User hame: | webuser |

Passiord: | sannnny| |

(o] (o]

Wating For 192.168.1.100 e
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System Status

When login is complete the user is brought to the system status page. The links shown in the

navagation box on the left are activated by clicking on them.

) System Status - Mozilla Firefox
Eile  Edit  Wiew Bookmarks

& -c

L& Most visited P Getting Started

Hiskary Tools

bele Q-

(a0 | L hitp:/}192.168.1.100 findex.coi

\J signupshield . Filkin ) 5ave Form o 1-Click Sign-in

Timestamp
System Uptime

Software Version

Serial Number

Model Number

Ttemn Number

? Transmitter Location
Street Address 1

Street Address 2

City

State, Zip Code

Latitude

Longitude

Pilot Beacon Transmitter

Pilot Beacon Settings

Channel Number

Channel-1

Channel-2

Channel-3

Channel-4

Channel-5

Channel-6

Channel 7

Channel-8

Channel -9

Channel-10

Channel-11
Pilot Beacon Alarms
Time Sync
GP'S Receiver
System Alarns
Hardware
Power Supplies
Temperature
Software

Done

CDMA Chanmel

Latest Headlines | | Customize Links | | Windows Marketplace

System Status

2010-05-20 - 16:28:21
0 days 2 hours 54 minutes
2.5.0 nightly20100513
CRISIOOTK
CSI-CPBN-C
©S16-560-221

670 I Commercial Street

Idanchester
NH

0o

00

03101

PN Offset 1
Tau 5.2 psec
Band Type CELL
Compeosite TX Power 10.0 dBm
Per Channel TX Power 10.0 dBm

Starus

0 Disahled
0 Disabled
0 Disahled

»

Local Network

If the user selects Local Network from the System Status page, the following screen is displayed and
from here network configuration can be modified as required. The default is set to Static. Check with
your IT department for explanation and approval of the DHCP and DHCP Server options you plan to

use before you select them.

File  Edit

O -c

[ Most visited e Getting Started

View History Bookmarks  Tools

) signupshietd o Filkin [} save Form 8 1-Click Sign-in

Help W -

(a0 |17 hktp:f192,168.1.100/nekconf cai

Local Network

G-

Latest Headlines | | Customize Links | ] Windows Marketplace

Boot IMode

Hostname | CRrw-C

IP Address |1
Default Gateway:
Network Mask
Broadcast Address

® Static
ODHCP

ODHCP Server

Changs Setiings
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*9 Beacon Control - Mozilla Firefox =]
Ele Edt Vew Hstory Bookmarks Ioos Hep Q) -

@ - C «i | ] http://192.168.1.100 /beaconcontrol.cgi - G- .
(5] Most visited Latest Headl '] Customize Links || Windows Marketplace

@ swrupshieid o Fin B B onsre

Beacon Control

Beacon Control

Pilot Configuration
Y S
© oFF
PN Offset: [0
Ten Delay Comrection:  [5.1 psec
Per Channel T Power Cetit |05 dBm
Composite TXPower Cell 5.3 abm
Carrier Number ~CELL BAND CDMA Channel Enable
1 384
2 [s25
3 486
a [s07 Ol
5 [sa8 O
6 |58 O
7 [0 O
8 [ Ol
© oPs 1 PPS
Time Syach Source: O GPS Even Second
© Extemal Even Second

Change Setlings

Composite T3 Fower must he between 0.0 and 19.0 dBm

Dane

The Pilot Beacon can transmit up to eight simultaneous CDMA2000 signals for a Cell band unit and eleven for a PCS band unit. The
carrier frequency for each signal is set by entering the desired CDMA channel number for that signal.

Thus, there are eight or eleven Channel Number fields, one for each of the possible signals.

The CDMA channel number is a unitless integer value with a split range of 1 to 799 and then 991 to 1023 for cell band, 1 to 1199 for PCS
band and 1-899 for AWS band. Duplicate channel numbers are not allowed.

The default values for the Cell Band are: The default values for the PCS Band are: The default values for the AWS Band are:
Signal 1: CDMA Channel 384 Signal 1: CDMA Channel 1 Signal 1: CDMA Channel 1
Signal 2: CDMA Channel 425 Signal 2: CDMA Channel 2 Signal 2: CDMA Channel 2
Signal 3: CDMA Channel 466 Signal 3: CDMA Channel 3 Signal 3: CDMA Channel 3
Signal 4: CDMA Channel 507 Signal 4: CDMA Channel 4 Signal 4: CDMA Channel 4
Signal 5: CDMA Channel 548 Signal 5: CDMA Channel 5 Signal 5: CDMA Channel 5
Signal 6: CDMA Channel 589 Signal 6: CDMA Channel 6 Signal 6: CDMA Channel 6
Signal 7: CDMA Channel 770 Signal 7: CDMA Channel 7 Signal 7: CDMA Channel 7
Signal 8: CDMA Channel 729 Signal 8: CDMA Channel 8 Signal 8: CDMA Channel 8
Signal 9: CDMA Channel 9 Signal 9: CDMA Channel 9
Signal 10: CDMA Channel 10 Signal 10: CDMA Channel 10
Signal Transmit Enables Signal 11: CDMA Channel 11 Signal 11: CDMA Channel 11

Each of the eight or eleven signals can be individually turned on or off. There is one transmit enable field for each signal.
PN Offset

The PN Offset is a unitless integer value with a range of 0 to 511. The default value is zero.
Tau (Delay Correction)

Tau is a real value in units of microseconds with a range of 0 to 5.2 pusec and two decimal places of precision. Internally the value will be
rounded to the nearest 1/40" of a CDMA chip. The test equipment reads “Tau” as follows: Positive tau means the signal is llate. Nega-
tive is opposite. The tau “setting” on the unit works as follows: Positive tau is “back to the future” which means it Creates the RF signal at
a sooner time than zero tau. Negative tau is opposite. When one sees a positive tau on the test equipment, and wishes to “zero” it, the

value of tau in the Ul must be reduced to “zero it”.

Pilot Beacon Per Channel Transmit Power

This setting controls the CDMA Channel Power output by the Pilot Beacon for each carrier. All enabled carriers are transmitted at the
same power level. The total transmit power will be the sum of the power of all enable carriers. The user must set this power level such
that the total transmit power does not exceed the specified maximum transmit power for the Pilot Beacon.

The Output Power is specified in dBm with a range of 0.5 to 19.0 and a resolution of 0.5.

Composite Transmit Power

Composite output power is a display only field. The value is calculated from the Per Channel Tx Power and the number of channels that
are enabled.

Timing Reference Selection
There are three alternatives for the timing reference source.

GPS 1 Pulse Per second (default)
GPS Even Second Sync!
External Even Second Sync
-14-



Location Information

=2 Location Information - Mozilla Firefox

File Edit Wiew History Bookmarks Tooks Help G -

@ = C ‘a0 | L] | htp:f192.168.1.100 flocationconf. cgi | ¢ - G- -
| Most visited 8 Getting Started  Latest Headlines | | Customize Links | | Windows Marketplace

Q) signupstield o Filkin ) Save Form o 1-click Sign-in

/' Do you want Firefox to remember this password? | Remember | | Never For This site | [ motnow | 8

Location Information

Street Line 1: 670 M Comrmercial Stree
Street Line 2: Jefferson Millyard buildi
City: Manchester

State: H
Zip Code:  [03107
Latitude 429974261145
Longitude: -71.4675870605
Change Settings

Dane

This page will allow the user to enter address information for the beacon and will display GPS coordinates.
Remote Network

%2 Remote Network - Mozilla Firefox

File Edit ‘iew History Bookmarks Tools Help w -

é - o 1T htepeif192.168.1. 100/remateneteonficgi 0 v G- 5

|3 tMost visited $§P Getting Started Latest Headlines ,J Customize Links J ‘indows Marketplace
w Signupshield _ﬂ, Fill-in E Save Form ﬁ 1-Click. Sign-in

Remote Network

PPPD Addvess 0000
PPP1 Addvess 0000
Modem Status  Mone Connected

O Digabled
&) Enabled

Catrier: E Unknow
L
g ———
Change Setl Sprint

Telcel
Telefonica
US Cellular
Yernzon

E wdotenzon

Status:

Cone

If the beacon includes a modem kit, click on Remote Network in the navigation box and the screen above is displayed.

Highlight the carrier on whose network the repeater and modem will be configured and click the Change Settings button. Refer to the
documentation included with the modem kit for additional information on configuring the modem.
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SNMP Configuration

FER

%) SNMP Configuration - Mozilla Firefox

File Edt Mew History Bookmarks Tools  Help W ’
@ - w0 U0 httpeff192.168.1.100 fsrmpeonf cgi - G- y
|2 Mast Visited ’ etting Started Latest Headlines ,J Custamize Links J Windows Marketplace
ﬁ SigrupShield * Fill-in E Save Form ﬁ 1-Click, Sigri-in
A
aystem Status
4 1 .| # - &
L ocal Network SNMP Configuration
Beacon Contral
Location Information SHMP Status:  ©Enabled O Disabled
- &*
Remote Metwork Traps: O0n QDE
Heatheat: (iogn Sing
SMMP Configuration Btk Betind: [ . Jsec
Fysterm Health
atatl @ LA Metwotk
Install & Upload Managsment
Fehoot Stations:
Alarm Configuration (Provide [P
addresses,
Ernail Configuration otie per line,
I fot up to 16
Log Configuration NM3's)
Change Password
Change Settings 2
Dore

To change SNMP settings click SNMP Configuration in the navigation box, the screen above will be displayed. If the user is not well
versed in Simple Network Management Protocol he or she should check with their IT professional for proper setting requirements.




System Health

By clicking System Health the current state of the repeater can be reviewed.

) System Health - Mozilla Firefox |Z||E|E|

File Edit \Miew History Bookmarks Tools  Help w .
@ w0 UL httpeff19z.168.1.100 fstatus |+ G- e
Hg-:, Maosk Wisited " zetting Started Latest Headlings l_] Cuskomize Links b
ﬁ SigriupShield i. Fill-iry E Save Form ﬁ 1-Click Sign-in
M
.
System Health
Local Metwork w
B n Cantrol Band Tvpe PILOT
Location Information Temperature 532
(Celsms)
Femote MNetwork
_ L . Cwrrent (Amps) 1.0
aMkP Configuration
ern Health Power Amphfier
_ =tatus On
Install & Upload
Current (Amps) 0n.a
X ~orf " Alarns
Alarm Contiguration
: PLLLock [N
Ermnail Configuration FPGA -
Log Configuration
Event Log
Change Passward
’ Clear Log H Trigger TestAlarm
L
Done E;

***The user may clear LED indicators, alarms and the Event Log by clicking the Clear Log button.
**** If required, the user may visit the “System Health” screen and click on “Trigger Test Alarm” and wait for confirmation that the Service
Provider representative that is responsible for monitoring the unit has been notified of the alarm. Be sure to “Clear All Logs” prior to log-
ging out of the Web Interface.
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Install & Upload

%) Install & Upload - Mozilla Firefox
Eile Edit \View History Bookmarks Tools Help w -

@ - C w0 UL htpiff192.168.1.100 finstal cgi -] I J
|j_| Most Yisited ’ Getting Started Latest Headlines ‘_] Customize Links J ‘Windows Marketplace
E SignupShisld ‘ Fill-in E Save Fatm & 1-Click Sigr-in

1M Status

Install & Upload

Erol Upload Files
Location Information
Choose an wpdate file, then click Upload. Files larger than 10 megabytes will be
Remaote Metwark rejected (the connection will be reset). Duplicate files will be overwritten. Some

N . updates are split into multiple files; all must be uploaded before installation can begin.
MQLration

I Health

=

Inst load

Jehoot M

Incomplete Updates

Upload the tnissing pottions of these updates to enable installation. They may also be deleted.

(Mo incomplete updates present, see below for complete updates)

Delete

Updates Ready for Installation

Frotn the list of previously uploaded updates, choose one to install or delete:

(Mo packages available, upload one, then it will be available for installation)

Inztall Delete
Install Via USB

Before clicking "Install”, insert a USE device containing
software install files. Installation sometines causes a systemn restart.

Are you sure you want to install from USE? @ Mo
O Yes

Install

1<

Dane

Should a software install or upgrade be needed it can be done from the Install & Upload screen shown above. As with the other
screens it can be reached by clicking the words in the navigation box. Contact CSI for updates and instructions.
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Reboot

If a reboot of the repeater becomes necessary click on the
Reboot option in the navigation box and the Reboot page is
displayed.

Alarm Configuration

The Alarm Configuration page allows the user to specify what
events will trigger an alarm.
*NOTE: Letters, numbers & hyphens are the only acceptable

nomenclature for the Location field and hyphens may not be
used as the first or last character.

) Karm Configuration - Mozilla Firefox

%) Reboot - Mozilla Firefox

Fle Edi View Hsory Bookmarks Toos Help i -
File Edt Yew History EBookmarks Tools Help u -
6 - ¢ o | bttp:f192.188. 1. 100 falarmcarf. coi = I3+ 5
¥ | ] http:}}192.168.1. 100jreboot. cgi - | |Gl e
@ c L il f e [ £ [ 8] Most Visited 8 Getting Skarted  Latest Headines | | Customize Links | | Windows Marketplace
(] Most Visited % Getting Started Latest Headlines _] Cuskornize Links J Windows Marketplace J sigrupstield o Fikin [ Save Form ol 1-Clck Sign-n
-
ﬁ SignupShield é Fill-in E Save Form ﬂ. 1-Click. Sign-in > 2 "
= Alarm Configuration
Below is the present configusation for each alam and theie associated events
Uneheck an event to prevent if from triggering its sssociated alam
Rebﬁot This operation could take several minutes to complete.
acon Contral Pilot Beacon Alarms
Time Sync Time Syne
Areyousure? @ No MP Configuration ] oPs
y System Alarms
O Yes n Health
Software Abort
Install & Upload Software Hoftweare Evor
[M] Pragerly Faihure
TR i Rebaot [ Phase Look Exrot
estart requires confirmation.
7 Alarm Configuration Husidrase FPGA Programming Faihure
Hardware Control Esror
[ Apol Setings |
Alarm Origin Tag Settings
I Location |Unknown
Save
b
- -
Donge Bona

User Maskable Alarms

Time Synch Alarm

The Time Synch Alarm is issued when the specified timing synchronization signal is lost. The alarm is disabled during the power up se-
quence of the pilot beacon, which includes a wait time for the signal to become available, to prevent extraneous alarms.

GPS Alarm

The GPS Alarm is issued when the Pilot Beacon is not receiving the expected GPS NMEA sentences. This alarm is automatically dis-
abled when the selected Time Synch Source is any choice other than “GPS 1PPS”.

Software Abort Alarm

The Software Abort is generated when there is a error with the software resources like the shared memory, message queues, sema-
phores, file mounting and un-mounting, menu interface configuration.

Software Error Alarm

The Software Error is generated when there is an error in getting or setting parameters like getting PA status, temperature or setting
filters.

Property Failure Alarm

The Property Failure Alarm is generated when there is an error in checking the file properties or opening a file.

Phase Lock Alarm

The Phase Lock Alarm is generated whenever any of the phase locked loops that generate the local oscillator for the upconverter, the
clocks for the DACs, or the FPGA clock are unable to lock.

FPGA Programming Alarm
The FPGA Programming Error is issued when the software is unable to correctly program the FPGA that performs the real time signal
processing. This error could result from either a hardware fault or a corrupted programming file.

Hardware Control Alarm
The Hardware Control Error is issued whenever the software is unable to set the hardware to the correct configuration.
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Email Configuration

nfiguration - Mozilla Firefox

Eile  Edit ¥ew History Bookmarks Toaols Help E -

@ Ll Lo | L | htepigf192,168.1,100 femailconf . cg

|48 Most Visited ’ Getting Started Latest Headlines ,j Custamize Links ,_] windows Marketplace

w SignupShield é Fill-in E Save Form & 1-Click Sign-in
Email Configuration -

Please consult your IT department before changing any values if you are not sure you undersiand how this data will
affect emails. Note: Emails will not he sent if you do not have a valid Internet connection.

The curent etmail configuration is shown below when this page is initially displayed. To change the configuration, enter
the new value and select the Save button. The configuration of a particular field will not be changed if the data ingaat is
itvvalid. Emails will not be sent if the sender information is not supplied ot is incotrect and valid data does not exist in the
cugrent ethail configuration. To wiew all values present in the system after an error ocours, select Email Configuration at

the left to redisplay this page.

Enable Emails
Email &larms O on & OFF

Sender Email Accouni Configuration
SMTF Host Address amtp. 321.net

User Account Address | waw_hsi@mailstore. 321 . net

User Account Password |(essssss

Confirm Password
Timeout (secs) |120
Post (25

Authenticate and Encrypi Configuration
Authentication Method  |login

Transport Layer Security (TLS) &) oM O OFF
TLS Certificate Check O ON ® OFF

Email Message Configuration
From Address | vawpos@list
Subject |0

Lol

Recipient Email Addresses
Email Address 1
Email Address 2
Email Address 3
Email Address 4
Email Address 5

Heartheai Email Configuration
Heartbeat Emails O ON ® oFF
Maode & Terse O Verbose
Frequency (hours) 48

Email Messages

Use the buttons below to send a test email and show the emails that are currently in the email message queue. Hote:
Test emails cannot be sent if the email alarms are disabled or if there are any errors in the email configuration data andfor

recipient email addresses.

[ Show Queued Email Messages ]

Queued Email Messages

3

Done

Email Configuration page allows the user to enter up to five Email addresses to which the repeater can send specified alarm messages
when Email Alarm Notification and Remote Networking are enabled, and the repeater is equipped with an active wireless modem.
*NOTE: In all fields the software will not allow the user to enter invalid characters.
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Log Configuration
The Log Configuration page provides the user with the means to modify three aspects of how log
files are created and stored as shown below.

og Configuration - Mozilla Firefox

Fle Edt Vew History Bookmarks Tools Help w

@ - e UL hetmef92.168.1.100 flogeonf. cai - G- y
& Most visited P Getting Started Latest Headlines _] Customize Links J Windows Marketplace

E SignupShield ‘ Fill-in E Save Form & 1-Click Sign-in

Log Configuration

ontrol

on nfo Log Rotate Frequency "BU_ ) | minutes
Remate Log Rotate File Size 100 | Kilahytes
Log Fotate File Count 10 |

Configure Logs

Dane

Change Password

By clicking on the Change Password link the user is brought to the Change Password page. From here he or she can quickly
and easily reset the password for the unit. A word of warning here be careful when setting the new password. If you forget
what you set your password to you'll need to contact CSI at 1-877-844-4274 for assistance.

£ Log Configuration - Mozilla Firefox |:HE‘E|
Fle Edt View History Bookmarks Tools Help

@ b4 e w ‘j http:/1192.168.1.100password.cqi . E J

18] Most Wisied . Getting Skarted Latest Headlines ,j Custamize Links J Windows Marketplace

Change Password

Change the password below.

Change Passwond
Account  webuger

Password
Confirm Password

Save

To end the session exit the browser, the user will be automatically logged out.
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Text Menu Interface (Local Access)

Local access to the pilot beacon TMI, also known as the console interface, is made by connecting a serial cable (optional), as shown
in figure 1, from the serial connector of the laptop the serial port on the bottom end panel of the pilot beacon. This connector is labeled
COM _ In some cases, if the gender of the connector is not the same as shown in figure 1, a null modem adapter (optional) as shown in

figure 2 may also be required.

Figure 1

Figure 2
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Many terminal emulation programs will work if properly configured. In the following description, “TeraTerm” is used to establish the TMI
session. This program is readily available via the Internet and is free from Ayera Technologies at:

http://www.ayera.com/teraterm/
TeraTerm Pro Web works on Windows 95/98, 2000, XP. Here is the latest TeraTerm Pro Web release:
Version 3.1.3, October 8, 2002. ttpro313.zip

When the program is started, the following screen is displayed.

Tera Term: New connection rz’
@ TCPjIP
Host: L]

Service: ¢ Telnet TCP port#: |23
£ 55H

™ Other

Select the Serial radio button and press OK as shown below.

Tera Term: New connection

o TCPjIP

I

NN

Note: It may be necessary, in the System Properties section of the control panel; using Device
Manager to determine what COM port your computer uses for the communications port. In this case it is COM 1. This is not to be con-
fused with the serial port on the bottom panel of the repeater labeled COM 1.
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Pressing “OK” will open up a blank dialog screen. Go to the setup dropdown menu and select Serial port to make changes to the serial
port setup.

5 Tera Term Web 3.1 - COM1 VT

Setup

Serial port, ..
SSH2...
55H2 Authentication. ..

TCR/IP. ..
General...

Save setup...
Restore setup...

Load key map...

Recurring Command. ..

Configure the terminal program for the correct COM port, in this case COM 1 and 115200 baud rate as shown below.

Tera Term: Serial port setup rg‘
Port: comi v oK
Baud rate:
Data: Cancel
Parity: none -
Stop: bt v ey
Flow control: none s

Transmit delay
’0_ msec/char ’U_ msec/line
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User Interface
Login

Once the unit has completed its boot up and link initialization phases it will display the login prompt

password is “csi1234”".

Main Menu
Upon successful login the unit displays the main menu.

Tera Term Web 3.1 - 192.168.1.100VT

. The username is “user” and the

Fil=  Edit Setup  WWeb  Conmtrol wWindowe  Help

Technologic Systoms_ Linux
=r=ion 3.07=a

dspS85-—cell-=w login: user
Fassword:
DSFz FPilot CELL HMansgsnsent Intsrfacs

Configurs
Attenuator 1
At tenuator 2
At tenuator 3

PRECOME 1
PRECOME 2

Tink Initialization Complete

{1) Set Faramsters — Disabled
{2} Get Faramsters

(32 Swvstem Commands

() Esxit

>

Copyright (o) 2008 Cellular Specialties. Inc
211 Rights Resorwed

Froprictary =nd Confidenti=l.

Waiting for Configuration Update .. . Complete

~

>

When “Set Parameters” is first selected the unit will ask for the maintenance mode login. (The default username for

the maintenance mode is “csi” and the password is “csi1234”.)

Tera Term Web 3.1 - 192.168.1.100VT

Edit Setup  wWeb Conkrol  Window  Help

(1) Maintenance Mod=s Login
(r) Return to previous menu

Enter Usernams: o=si
Enter Password:
Maintenance Mode Enabled

i1y S=t Paramsters
(23 S=t Parameter=
(3 Swv=stem Commands
(=) Exit

— .

< |

£

Once the maintenance mode login is performed successfully the main menu will be displayed again but without the “(Disabled)”

qualifier on the “Set Parameters” choice.
Set Parameters Menu

File Edit Setup ‘Web Confrol ‘Window Help

(1) Pilot Beacon Configuration
(21 Hetworking Configuration
(r) Eeturn to previous menu

||
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Pilot Beacon Configuration Menu

E Tera Term Web 3.1 - 192.166.1.100 VT
File Edit Setup ‘Web Contral ‘window Help

-
(1) Ensble Filot Beacon
(2) Di=zable Pilot Beacon
{(r) Feturn to previous nenu =
= | L

o]l b3

Z Tera Term Web 3.1 - 192.168.1.100 VT
File Edit Setup Web Control Window Help

= ~

Enter Channsl Number (1-8):1

CDMA Channel Number for Channel 1 (384) —
Enter CDEA Channel Number ((1-799) ox (991-1022)):0 A
<) |

=== Tera Term Web 3.1 -192.168.1.
File Edt Setup ‘Wweb Control Window Help

- A

PH Offset Index (1):

X Tera Term Web 3.1 - 192.168.1.100VT

Enter PN Offset Indes (0-511) ;
| 3 File Edt Setup ‘Web Control Window Help

= A
I Tera Term Web 3.1 - 192.168.1.100VT P 3
File Edit Setup Web Contral Window Help = ==
-y = M1} Pilot Beacon Control

5 ‘(2) Channel Frequency Control

Tau Adjustable(3.2 ] E
nter Taa :d]isLabl;?ﬁ‘:U 3N | v (zg gzt Eguoitﬁ?i;tizg?{
L3 i) ¥
— — ‘ E) Set Channel Enable Hask

‘(6) Set GPS Timing Reference
- | 7) Set Pilot Beacon Per Channel Tz Power
== Tera Term Web 3.1 - 192.168.1.100 VT l(8) Pilot Beacon Transmitter Location
Fle Edt Setup wieb Control Window Help {{9) Read Pilot Beacon Configuration
- A {r) Feturn to previous menu =
Channel Mask(0xF) = - b
Enter Channel Mask(0-FF)(hex): bd s
£} > &l ) >

68.1.10!
indow  Help

Pilot Beacon Configuration is entered by pressing
3 the number 1 from the Set Parameters menu and

:
i e BT the above screen is displayed. The same level
LTIt te previous menn ~ of control is available as with that described for
0| (il k]

the GUI. Examples of each selection screen is
shown to the left.

B Tera Term Web 3.1 - 192.168.1.100 VT
Fle Edt Setup Web Control Window Help
>

Enter Pilot Beacon Per Channel Powsr(0.0 - 19.0)
<

I Tera Term Web 3.1 - 192.168.1.100 ¥T
File Edt Setup Web Control Window Help

= ransmi ocation rl
Set Transmnitter Location iddr2
Set Transmitter Location City
Set Transmitter Location State
Set Transmitter Location Zip
Return to previous menu

w H LR

A L

-
|
|

=
z
]
2
E]
=
2
z
w
=
~
=
=
=
H]
-
=

File Edit Setup Web Control ‘Window Help

ICE Breaker Configuration Paramsters A

Run State Enabled

Channel Freguency CDHA Channel Ho

Channel-1 384

Channel-2 425

Channel-3 466

Channel-4 507

Channel-5 548

Channel-6 59

Channel-7 770

Channel-8 729

PN Offset Index 1

Tau 3.2

Channel Mashk Oxd

Conpozite Pover 7.01

Tining Reference GPS 1 FPS

Transmitter Location

IAddrl 670 N Commercial St

Addr2 E

City Hanchester

State HH

Zip 03101

Latitude 42 997005
-71.467484

Longitude

<@ >
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Networking Configuration Menu

E Tera Term Web 3.1 - 192.168.1.100VT
File Edit Setup Web Control Window

{1} enable

{2) di=zable

(3] set default static IF (192.168.1.100)

{r] Eeturn to previous menu =
| ¥

0 il >

= Tera Term Web 3.1 - 192.168.1.100 VT

File Edit Setup 'Web Control ‘Window Help 1) Local Hetwork Conf iguration

o T ~ 21 Remote Hetwork Configuration

TenoLe TEtwork Lonilguration 31 Hetwork Protocol Configuration

(1) enable modem 4) SHMP Conf iguratin:\n

(2} Di=zable Moden : =
{3) Got DHS Address ri Eeturn to previous menu 2
(4] Set Hodem HeartBest IpiAddress > 2
(5) Haximum PFP Start Count < | by
(6] FPF Restart Interval — —
(r) Return to previous menu =

‘: | s s The Networking configuration menu is entered by

pressing the number 2 from the Set Parameters
menu and the above screen is displayed. The
same level of control is available as with that
described for the GUI. Examples of each
selection screen is shown to the left.

2 Tera Term Web 3.1 - 192.168.1.100 VT
File Edt Setup web Control Window Help

)} Show Hetwork Protocol Config

) Configure All Hetwork Protocols

) Configure FPING Network Protocol

} Configure TELHET Hetwork Protocaol
} Configure FTP Network Protocol

} Configure FTP Upgrade Server

} REsturn to previous menu

| o o s e e
R e R e

|l
~

T Tera Term Web 3.1 - 192.168.1.100 VT
File Edt Setup Web Control ‘Window Help

(1) Show SWHMP Config

{2) enable ENHP

{3) disable SNHP

{r) Feturn to previous nenu
—>
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Telnet Session (Remote Access)

Remote access to the pilot beacon may be gained through a LAN connection and a terminal emulation program for TCP/IP. As with the
serial connection, many terminal emulation programs will work, if properly configured. In the following description, “TeraTerm” is used to
establish the Telnet session. Also, it will be required that the network configuration of the computer and the pilot beacon being controlled
be set up with the same Sub Net and Sub Net Mask in order to establish a link. In other words, the IP addresses of both the computer
used and the pilot beacon must use the same group of IP address number sets. For example, the pilot beacon ships with the default IP
address of 192.168.1.100 and a Sub Net Mask of 255.255.255.0. In order to connect, the computer to be used for the link would normally
need an IP address of something like 192.168.1.12 with a Sub Net Mask of 255.255.255.0, the same Sub Net Mask as the pilot beacon.
In this example note: the last digit of the IP address may be any number except 1,100 and 255. Configuring your PC is normally fairly
straight forward but it does vary somewhat with the operating system involved. If you require assistance, contact your IT department and
they will be able to set up your PC for you or you may review the Additional Tips Section at the end of the manual.

When the TeraTerm program is started, the following screen is displayed. Change the default host IP address to the IP address of the pi-
lot beacon to be controlled. In the case of a new install, the default address is 192.168.1.100 and has been assigned at the factory. Select
the service Telnet. The TCP Port must be 23.

Tera Term: New connection B—J
& TCPIP
Host: | 192.168.1.100| |
Service: (¢ Telnet TCP port=: |23
{ SSH
" Other
" Serial
| OK I Cancel I Help

Pressing the “OK” button will bring the user to the following screen, which will require the user to log in. The default user name is
“user”. The default password is “csi1234”.

= Tera Term Web 3.1 - 192.168.1.100 VT
Fle Edt Setup web Control Window Help

Technologic Systens Linux ~
Version 3.07a =

dsp85-cell-=sv login: user
JPassword

o

In the field after the prompt “DSP85-cell-X login;” type the user name and password. After typing the password press the enter key and
the main menu will be displayed as shown in the text menu section.

Telnet and serial sessions both provide access to the same Text Menu Interface. We have already shown many of the options available
and all are self explanatory, so they will not be repeated.
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Additional Tips

Instructions to change TCP/IP settings on your Windows computer.

Click in the Network Connections Icon in the Control Panel. See below.

¥ Control Panel CEX

File Edt View Favorites Tooks Help
€} ©Q ¥ Psern Folders  [TT7]-
Addess |3 Conkrol Panel | B unks
= p= a
oy e g
Accessiility  Add Hardware Add or Administrative AutodeskPlot  Autodesk Automatic
‘Optons Remar. Syl ansger  Floter.,  Updates
. 4
L » 8
See alsa ? e L
Corel Versions Date and Time  Display  Folder Options  Forits = Intel®
@ Windows Update Controllers Extre..,
Help and Support O w A
@& = 0 O @ L Y
Internet Keyboard Ml Mouse Phane and  Power Optians
Options Modem ..,
\ A
Printers and  QuickTime  Regional and  Scannersand  Scheduled Security  Sound Effect
Language ... Cameras Tasks Center Manager
Soundsand  Spesch  Symantec  System  Taskbarand Ussr Accolnts  Windows
Livelpdate Start Menu Firewal
)
S
Wrsass
Metwork Set. .. o
-
Connects to other computers, networks, and the Internet.
. : . « P
Right click on Local Area Connection - and select “Properties”.
"= Network Connections
Eile Edit Miew Favorites Tools  Advanced  Help
eaack * b psaarch Folders [T~
fddress &) Network Connections v Blso ks ™

B AN o Fhoh- Speed i ErTL
Metwork Tasks

[&] Create anew
connection

@ Change Windows B
Firewall settings

A,

\ Repair this connection

€ isw status of this
conrection

[#) change settings of this
connection

Realtek RTLE139/810x Family Fast Ethernst NIC

Scroll down to “Internet Protocol (TCP/IP) and click on the “Properties” button.

Thas commechion uses the followeng dems;
i Fiie ard Printer S hanng lor Miczosolt Networks -
Cal QoS Packet Soheduler
L

< >

Drezcnphion

Trarsmizson Control ProfocolAntemet Protecol The ded gk
vade alea rebwork peotocod that provides ConmLrec st
actoss drvesse Merconnecied networks.

[ Shows icor in notificstion area when d
[+] Moty e wivery thiz cormecton has inled o no connectivity

S Bioadoom Mel-ireme 57 Gigabit [ m

it (o )

Lok ][ cows
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If you are set up to use DHCP, the window shown below will be displayed.

Internet Pr el (TCPAP) Prop

Gerssl  Ansmate Confapaation

“tow cmoelle asEgned automalically § pous relwork, pappoes
Hhin capusbdty Dfustvnss, pons ressd 1o ack, pous netweork, schvemsivston fod
tre appanpnate 1P seftng:

(=1 Libtams an [P acddeess msboematicaly
73 Liges it foBowney PP skdiess:

(%) gty DS server sddiess sutomast oy
(73 Wi thes loBowang DMS perver addresses

[ ok ]| coea |

Select “Use the following IP address:” and enter “192.168.1.2.” The subnet mask should automatically populate to “255.255.255.0”.

Internet Protocol (TCPMP) Properties
fermal
o can Qe 1P semted acteed sl omatcaly i youn fetwolk sugonts
the: capabily Dthenwse, pou need ba ask yow restwark sdmanictistor fod
waewm
(1 Dibbawry an P sddiess sutomsiealy
(31 Uige the lollowng IF addiess
P ackdress: 152 TBE . 1 2
Subret mack 505.285.05. 0
Clataull gatevray |
(&1 Ligg th Io8onverg DINS senver pddeerspe
Proetemed NS serwer
Aleenate DNS e
L ox || cemem |

Nothing else will need to be chosen or entered. Click “OK”, then “OK again and retry connection.

A crossover Ethernet cable (supplied) must be used for Web Interface access. As a reminder, you must verify the Ethernet port on your
laptop is powered. If your laptop is on battery power, the Ethernet port may be inactive by default. If this is the case simply plug in the
laptop to a 110vac source or change the power settings to enable the Ethernet port when the laptop is using battery power.
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One Year Limited Warranty

Seller warrants that its products are transferred rightfully and with good
title; that its products are free from any lawful security interest or other lien
or encumbrance unknown to Buyer; and that for a period of one year from
the date of installation or fifteen months from the date of original shipment,
whichever period expires first, such products will be free from defects in
material and workmanship which arise under proper and normal use and
service. Buyer’s exclusive remedy hereunder is limited to Seller’s correc-
tion (either at its plant or at such other place as may be agreed upon be-
tween Seller and Buyer) of such defects by repair or replacement at no cost
to Buyer. Transportation costs in connection with the return of products

to Seller’s plant or designated facility shall be paid by Buyer. The provi-
sions of this warranty shall be applicable with respect to any product which
Seller replaces pursuant to it. SELLER MAKES NO WARRANTY, EXPRESS
OR IMPLIED, OTHER THAN AS SPECIFICALLY STATED ABOVE. EXPRESS-
LY EXCLUDED ARE THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR PURPOSE. THE FOREGOING SHALL CONSTITUTE ALL
OF SELLER’S LIABILITY (EXCEPT AS TO PATENT INFRINGEMENT) WITH
RESPECT TO THE PRODUCTS. IN NO EVENT SHALL SELLER BE LIABLE
FOR SPECIAL, CONSEQUENTIAL OR INCIDENTAL DAMAGES, INSTALLA-
TION COSTS, LOST REVENUE OR PROFITS, OR ANY OTHER COSTS OF
ANY NATURE AS A RESULT OF THE USE OF PRODUCTS MANUFACTURED
BY THE SELLER, WHETHER USED IN ACCORDANCE WITH INSTRUCTIONS
OR NOT. UNDER NO CIRCUMSTANCES SHALL SELLER’S LIABILITY TO
BUYER EXCEED THE ACTUAL SALES PRICE OF THE PRODUCTS PROVID-
ED HEREUNDER. No representative is authorized to assume for Seller any
other liability in connection with the products.

Industry Certifications/Registration Numbers:
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