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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the
user is encouraged to try to correct the interference by one of the following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: To assure continued compliance, (example - use only shielded interface
cables when connecting to computer or peripheral devices) any changes or
modifications not expressly approved by the party responsible for compliance could void
the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. End-users must follow the specific operating instructions for satisfying RF
exposure compliance.

This transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.
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1. Introduction

1.1 About Bluetooth Dongle

Thank you for purchasing Bluetooth USB Adapter, Bluetooth Dongle.  With the features of
small, lightweight and easy plug-and play, Bluetooth USB Adapter enables the integration of
Bluetooth technology into your personal computers.

Features:
® Bluetooth 1.1 Spec. Compliant
Data Speed of up to 1Mbps
Range of up to 10 meters
Multiple functions such as Dial-up networking, File transfer, LAN Access...
2.4 GHz FHSS technology
Easy to expand the network
Small size and easy installation
Extensive security: Authorization / Authentication / Encryption.
Supports Windows 95/98SE, ME, 2000, and XP

As aBluetooth Client, Bluetooth USB Adapter provides:
® To locate other Bluetooth-enabled devicesin the vicinity
® To discover the services of those devices
® Connect to, use, and disconnect from those services.

As aBluetooth Server, Bluetooth USB Adapter provides:
® Toinclude or exclude individual servicesin thelist of services provided to clients.

1.2 Kit Contents

® Bluetooth USB Adapter
® |[nstallation Software CDROM

1.3 Icons Used

By changing color, Bluetooth icons help you to distinguish a device or service' s status.
Deviceicons

Icons with blue-color indicates “normal” state.  Icons with green-color indicates
“Connected” state.  Icons with a check mark indicate that devices are paired with this
compulter.

Device lcon Types
Device Type

Cellular Telephone

Connected

8
Tl

Desktop Computer



Serviceicons
Icons with gray or yellow-color indicates “normal” state. 1cons with green-color indicates
“Connected” state.
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2. Step-by-Step Installation Guide

This chapter shows you in details of installing and uninstalling Bluetooth USB Adapter.

2.1 Installation

Before installation, make sure the previous version of Bluetooth USB Adapter software has

been uninstalled. See Chapter 2.2 Uninstallation.

1. Insert theinstallation software CDROM into the CDROM drive on the computer. The
auto-run option starts. ' You may manually start the setup process: click

Start>Run>setup.exe. When the Welcome screen displays, click “Next”.
BT510 Bl bedlh Soleink 1,3 = IiolBiaak] W El

L=

Welcome to the InstalShield Wizard for BTS10

Bluetooth Software 1.2

Trai Trib sl Shasich B | “iizard wall insball ETS 10 Buastooth
Softwasre 1. 700 wour computiesn. To continue, ook Mect,

WARMING: This program & proteched by copyright s and
nbemationsl kraaties.

R = R

2. Read the License Agreement and tick “I accept the termsin the license agreement”.
Click “Next”.

i ETH0 Blantocsh Toltenon | 7+ [nseliShokd Wizsed

Licerse Agreement
Flease resd the following Bcense sgreemisnt carefully.

THIE LICENSE AGREEHENT [THE "BOFTWARE™) TO H
oF ONLY ON THE CONDITION THAT TOU ACCEPT ALL
OF THE TERME IN THIE AGFEEHMENT. PLEASE READ

THE TERMS CAREFULLY. BY CLICEING OW THE "I
WCCEET THE TERME OF THIE LICENEE AGREEMENT™
BUTTON YOU ACEKNONLEDGE THAT YOU HAVE READ

IHIE AGREEHENT, UNDERETAND IT AND AGREE TO BE
BOUND BY ITE TERMS AND CONDITIONE. IF YOU DO
OT AZREE TO THESE TEEME, WE ARE UWWILLING IIDLJ

0% 1 grcapt the temmes inthe koerse agreement
1 g nct acoeps the terms in the koense agnesient

Instatshietd

& Back I ek = I Carce]




3. Enter aname for your computer, and select adevicetype. Click “Next”.
' Wi M=l

evice Information

PFinzes prber information sbout your computer &2 you wank other people in the
ystooth heighborhood to see it

4. Click “Next” toinstall to thisfolder, or click “Change’ to install to adifferent folder.

Destination Folder
Click. Pieest b ireskall o this folder, or dick Change o install bo a different folder.




5. Click “Install” to begin installation.

Ry o Install the Pregram
The wizsrd & ready bo bagn retalistion,

6. Ingtaling...

Installing BT51 0 Blustooth Softwsre 1. 2
Theit progeam Feabures you sekcted ane being instalad.




7. Installation completed. Click “Finish” to exit the Install Shield Wizard.

i BT510 Blosicoth Softears 1.7 - Instellfheeld Wesml .ﬂ

InstallShiedd wizard Completed

The IretaliShisld Wizand has sucoesdtully inctalled ETS10
Blustookh Sottware 1.2 . Jick Findch to ek Bhe wizard.

8. Click “Yes’ to restart your compulter.
jier BT510 Bluetooth Software 1.2 Installer Information ' x|

changes made ko BTS10 Blugtooth Software 1,2 ta
take effect, Click Yes ko restart now or Mo if wou plan
ko restart laker,

& You must restark your syskem For the configuration
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Additional Notesfor Windows XP:

® For thefirst timeinserting the BT510, the system will ask you to install the driver again.
Click “Next” and then “Finish”.

Found Hevs Hardware $izand

Wealcome 1o the Found New
Hardware Wizard

Thut woarsid Fealps: pou redall solivasia ol

C5R USH Blusinalh Deracn

= |11 posr hasdwane came wilh an inslallstion CD
2 o Ploppey dishk, ingeil i e

Wil do oil wasnd B wazand 1o oo

) |restadl e softvwisle SUROTahc aly [Hecorieenoiead]
£ 8 Irestadl oo o besd o il b ket (Rl diinetod |

Lkt Misd b ol i

| Pt ; || Coaniosl

Foomd e Har tvare ¥izard

Complefing the Found New
Hardware Wizard

| bt w2 P deresheend wialeng e sofbvase Ior

E CER LPEE Bhustcoln Device

Click: Finigh tn chose the wazans

® |f your laptop notebook has 2 USB ports, you have to install the driver again for the first

timeinserting BT510 into either port. Click “Next” and then “Finish”.
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2.2 Uninstallation

Two ways of uninstallation:
1. Wheninstaling an upgraded version, the InstallShield Wizard automatically uninstalls
the previous version.
2. Manualy uninstall the software:
a. Close any open applications.
From the Windows taskbar, click Start>Settings>Control Panel.
Double click “Add/Remove Programs’.
On the Add/Remove Programs window, select the Software entry.
Click “Change/Remove’. The InstallShield Wizard starts.
On the Confirm File Deletion window, click “OK” to remove the software.
Click “Restart” and then click “Finish”.

@ o a0 o
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3. Basic Operations

3.1 Finding Bluetooth Devices

Follow the steps below to use the submenu “ Search for Devices’ to find any available
Bluetooth devicesin the vicinity:

1. Double click on “My Bluetooth Places” icon [JJE3I on the desktop.

2. Double click “Entire Bluetooth Neighborhood”. The devices found are displayed.

Joighibarhaod
3. Click Bluetooth>Search for devices to search most recent available Bluetooth devices.

% My Blustooth Places
| File Edit View | Bluetooth Favorites

cearch for devices

Drevice Configuration..,

You may go to Bluetooth>Device Configuration>Discovery to make your computer to
automatically search for devices on aregular basis. Doing so can guarantee you that the

displayed list of devicesin the neighborhood is current.

fmetooth comtgueation 2] ]
Local Services | Chan dpck | Had | Watdoninks | Hobicstorn
Gemial | Accesdbly Discretty | |nfesmation Exchange

Spaciy the spesciic deracey, classes of devivar o Bypes of deacer
albm vl & olass Hhad this computer shoakd decesst and sspaorl

[ Lok for piter Busiooth devicas Every |"' T

| Fizport o8 Bbustnoth dewioes =

Flepak Dnky Seksobad Bhstooty devioes

I |
0k | cwed | ey | He |

Note! If there are some devices within connection range not found in the list, it might
because of:
1. Those devices are set to be non-discoverable. (From those unfound devices, go to
Bluetooth Configuration Panel and select “ Accessibility” tab to change the
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Settings.)

2. Your deviceis configured to search for only specific types or classes of devices.
(From your device, go to Bluetooth Configuration Panel, and select “Discovery” tab
to change the settings.)

3.2 Finding a Service

To find a service: In the Folders pane of My Bluetooth Places, double-click on the device,
or right-click on the device and select “Discover Available Services’ from the pop-up menu.

f‘ My Bluetooth Places' Entire Bluetooth Meighborhood

J File Edit Wiew Bluektooth  Fawarites  Tools  Help
J 2 Back = = - | @58arch I-E]]Folclers @History | .;’It. @‘ 7~ |_ -

] Address Ig@‘ My Bluetooth Places\Entire Bluetooth Meighborhood

g Jd B B
’ I=  Explore

Open

Discover Available Services

Pair Device

Properties

Entire Bluetooth
Meighborheod

The followings are possible available services:

Bluetooth Serial Port — allows two devicesto build a Bluetooth wireless connection.
This service provides awireless connection being used by applications asif a physical
serial cable connected the devices.

Dial-up networ king — Allows a Bluetooth client to use amodem that is attached to the
Bluetooth server.

Fax — Allows a Bluetooth client to send afax using a device that is attached to the
Bluetooth server.

File Transfer — Allows your computer to wirelessly perform file system operations
(browse, drag, open, copy, etc.) on another Bluetooth device.

I nformation Exchange — Allows two Bluetooth devices to wirelessly exchange
personal information manager data such as email messages, notes, business cards and
calendar items.

Network Access— Allows a Bluetooth client to wireless connect to aserver that is
physically connected to the LAN. If the client has user name and password for the
LAN, the wireless connection can be used as though the client were hardwired to the
LAN.

Note! Note every Bluetooth server provides all of these services.

14



3.3 Connection’s Status

Follow the steps below to open Bluetooth Connection Status dialog box that allows you to
view the connection status or to disconnect an active connection:
1. In My Bluetooth Places, highlight a device.
2. Intheright pane of My Bluetooth Places, right-click on a service name and select
“Status’ from the pop-up menu.

= e ] - wlfl &7
; | o |
B It [ - [N NI TR . - B
b [T 1y P b g vy S v g s #|
I - J = W % =2 @
| ity Sl s [ e Fals: Fulln

Foai Commect o Metwek oo Painl

The following information is provided:

® Status. Shows you the connected or disconnected status.

® Device Name: Shows you the name of the device with which this computer is
connected.

® Duration: Shows you the time it took to build the connection. The connection
may be disabled after a specific period of inactivity.

® Activity: Givesyou the number of bytes sent and received over the connection.

® Signal Strength: Shows you the signal strength — Too Weak, Good or Too Strong.

[Piosaont Consection Sttus x|
Gunenal |
Conmechon
Stains: Crammrciad
Dewicn Mama: MCE_3S0NE
Creration: 0036
— sty
Sl = o = Rucumi
Btesz o | ]
Signel Sxengih
Teo weak Gaod Too strong
e,
[ Propertes
Qo |
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To change the power transmission level of this computer:
1. Go to Bluetooth>Device Configuration>Hardware.
2. Click “Advanced”.
3. Change the setting in the Maximum Power Transmission drop-down list.

IR 2w

Thee page allcws voi o chaage hardvare conlypicalion For vour device. Selecl
{he coantry code and transramion poser setign.

Fedanofec b Cambridp Sibcos Redio
Conatry Codat [Peridh Anmricn, Enrmpe fewteml Fr |
Iaximum Trcemsson Fowar: High :I

Liewm
hiedinm

T

The following control buttons are provided:
® Properties: Click this button to display the Bluetooth Properties dialog box.
@ Disconnect: Click this button to disable this connection (see status of “Network
Access’ and “Dial-Up Networking”).
® Close: Click this button to close this dialog box.

3.4 New Connection

Connection Wizard helps you to easily set up a new Bluetooth connection with another

device. To active the connection, double-click the shortcut that is placed in the right pane

of My Bluetooth Places. Follow the steps below to set up a new connection:

1. Inthe Windows system tray, right-click on the Bluetooth icon , and select
“Services’” from the pop-up menu.  Select “Connection Wizard” from the submenu,

and the first Connection Wizard screen displays.

Connection Wizard

Business Card Exchange
Bluetooth Serial Port ’
Dial-Up Networking r
Fax 4

File Transfer

Explore

. g Setup
Information Syvachromzation

Metwork Access

Y P 0540
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2. Fromthe*Select a Service” drop-down menu, choose the type of connection that will be
established. (You may select a specific service later.)

x|
Tt vl o o ol @ st ooth Cormmcion io o Emie
device
Malk e nas gl the immode deers g dizememahin
Selert & saivica
Blustooih Savial Port =|
DLl Hslean barg i
e
Fae Trspisfe Search Deces . |

| Infizematnm Excrangs
| nfaralinr 5 inchicmg aichn
M ik Arcess lry

| s | Conicel | Hep |

3. From the “Select a device that provides the service” drop-down menu, select the device
that will provide the service. (To update the list of devices found, follow the stepsin
Chapter 3.1 Finding Bluetooth Devices.)

Thea wazsad hedper pos set up & Blastoot coneecton (o o remols
g

Mo s Hhat e pemenls GEVICE i3 ORDOETE0E

Bmieci & perors

[ Ebmtcot 5 el Poe =]

Sele] e devis thal pirrnce (he serane

(T - | Seachllewcss |

| Aegas weoue encoippied conmection

[ hets | Coce | W |

4. Select the “Require secure encrypted connection” option to enable Authentication and
Encryption for this connection.  Click “Next” to go to next screen.

5. If thereis more than one servicein the “ Select a Service” drop-down menu of the
selected device, choose the specific serviceto beused. Click “OK” to close the dialog
box. On the other hand, if there is only one service of the type selected in the drop-
down menu, the next Connection Wizard screen appears.

6. If you choose “Require secure encrypted connection”, a security screen appears.  You
need to enter your Personal ID Number in the PIN Code field of the security screen to
establish a paired relationship with the remote device. Click “Next”. However, if this
isthefirst time connection, leave the PIN Code field blank in the security screen, and
click “Next”.

17



Wt [errcs name NCE_FI5
‘x_,'ﬁ
Serve name: Bloscols Seial Por
T Faiw clicesh (D Cibibe @ SE0uE COrheckon vtk & Hlstooil

device. The paang procedus vl eshablioh & recret key which vall o=
usad o pa dals durng the oomechon

Tesialn paig row, ecle e FIN code in P bekd bekee bl chih
Thex Mest bafion

T o viortts o minle dereicn Ll lavs Ba PI cond lesiel Bdarcdc
et chick: b Nt builion,

FIN Code |

¢ Back I hieedt 1 1 Eancal | Halip |

Note! You will not see the Security screen if the devices have been paired.

7. From the last Connection Wizard screen, you can see the basic information about the
new connection (includes the name of the device providing service and the name of the
service). If theinformation isnot correct, go back to the previous screen and modify
the selection.

' Dimsacm rawrer: MR P800
H{# Servics name: Biusinoth Send Poi

Connachon Mans
||=u.-u-c.:—. Gaial Coreasclion Io bolly's Laphar]

[ Bmkoe © WCE TS The delml Bistnoth deves lor Hhisioods
Sangl P’

D, thes: Firinh buitton o closs g wassed

Tio ume Bra connoson., doabls-olic the ponrection name hom My

T e D

8. Enter aname for the connection in the “Connection Name” field. For example,
“Bluetooth Serial Connection to Molly’s Laptop”.

18



3.5 Bluetooth Tray

You can find the Bluetooth Tray in the Windows System Tray (usually in the lower-right
corner of the screen). Double click on the Bluetooth icon allows you to access “My
Bluetooth Places”.

Right click on the Bluetooth icon, you can find the following functions:

® Configuration: Go to Setup>Configuration to access the Bluetooth Configuration
Panel.

®  Security: Go to Setup>Security to access the Bluetooth Security dialog box

Explore

Becurity

ot et I BEDvicE: P

—mmrTwt)  AMO8:S

® Connection Wizard: Go to Services>Connection Wizard to active Connection

Wizard.

BEnzinese Card Exchanps
Elueicoth Serial Fart ¥
Dhal-Up Netwmorking K
Fax r
File Transde ¥
.
3

Infermation Swmchronmmbion
Hetwmerk Acces

Business Card Exchange: Go to Services>Business Card Exchange to enable

exchanging Business Cards with another Bluetooth computer.

Other services: Go to Services and choose the desired service from the submenu

(includes Bluetooth Serial Port, Dial-up Networking, Fax, File Transfer,

Information Synchronization and Network Access). Additional submenu will

appear, includes:

B Find Devices...

or

B Other Devices...and one or more device names.  The device names appear
because the computer used to use this service and connect viathis technique
before. Select the device from the additional submenu will re-initiaize the
connection.
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3.6 Pairing Devices

1. Right click on the Bluetooth icon in the Windows System Tray. Choose “ Setup” and select
“Security” from the submenu.

Explore

Recurity

Confignration

merdces P

—ErTw ) AM0S

2. Click “Refresh” button {_Eetresh i to update the list of available Bluetooth devicesin

vicinity.

EieevothSecuny 3
@ Dmm:ﬂ . mmmhnhlhn Done I

Dewipe ssarch s complede. I fhe d T Inokimng for does
Wmim*mﬂim’md s fhe

. TM350
B BC6_Sn0HE
= A Epecute Paimmg =+
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3. Fromthelist of Found Devices, click the device s name.
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4. Click “Execute Pairing” button Execute Pairing »> | .

5. When Bluetooth Passkey Request dialog box appears, enter a passkey in the Bluetooth
Passkey field. Y ou can type within 16 al phanumeric characters (for example: 0000). Click

6. From the other Bluetooth device, a message pops up informing you that a Bluetooth
request is detected.  Click the Bluetooth icon in the Windows System Tray.

7.

“OK™.

Bluetooth Paz

ey Request | ed .3

The Bluetooth pairing proced e establizhes a secret ke that iz
nzed in all fubore conmectons to anthenbicate device identitr and
encropt data.

Enter your passke:r in the field below and click the OF button
to establish a permanent paired relationship with thiz device.

Device MName: |I'ICE_38EIEII'IEI
Eluetooth Passker: I****

oKk | Camsl |  Hep |

connection

jr.! Bluetooth connection request detected:

Passke
a hbluet

In the Bluetooth Passkey field, enter the passkey. The passkey for both of the paired
devices should be the same (“*0000” in this example).

(e

v authentication is required for "MNCA_3805" ko access
ooth service, Click here bo proceed.

The Bluetaoth paiing procedure establizhes a secret key that
iz uzed in all future connections to authenticate device identity
and enciypt data.

Enter your pazskey in the field below and click the DK button
to establizh a permanent paired relationship with this device.

Device Mame: |HCE 3805 |
xxx?i |

k. ][ Cancel ]l Help ]

Bluetooth Paszzkey:
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8. After pairing, the Paired Device' s nameislisted in the Paired Devices pane.  Click “Done”
button to close the “Bluetooth Security” dialog box.

Erewat ey x|
% Mhﬁﬁm-mmhmm- |

Dewme searrh is complete. I the devics that wou eoe looking for does
ot on the bist, maks s thal 1t diwovershls and peess the

Fommd Devices: Pairsd Dewicas:

Emsﬁn [ ®Cs_zE00KE
W6_6653

_ Bateeh | _ by |

9. Devicesremain paired until the pairing relationship is terminated on BOTH devices.
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3.7 Breaking a Paired Device Relationship

1. Right click the Bluetooth icon in the Windows System Tray. Choose “ Setup” and select

“Security” from the submenu.

Explore

RecuTity

Configuration

mervices M

— ErT Y] AM 085

2. From the Paired Devices pane, select thedevice. Click “Delete”

BRI &IET
% Dm:.ﬂ'nh]:h# ; o may be ashed for s

Dievice seazch 2 compheim, 18 the dicvacs thed wou ape kooeing Tor does
Tl thes Tack, raske that 80 i e pabils arsd e
M‘iﬁu_:u.u. S b

M0 =Tce s |

=R

Befrsh I Helg |
3. Click“Dong’ [ Dome |

Eeevath Sty 2| =i
% Dmmhzﬂ . mmmhdﬂhﬂ Done I

Device sarch s complede. 1 e d T lookmg for Soss
Wmim*mﬂimﬁd s fhe

Fomd Devaes Paired Devices

. TM3a0
Bl BCE_none
= A Ewecute Paimmg =

Eefosh | -

4. Repeat Stepl~Step3 on the other Bluetooth device.
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3.8 Setting Security for Local Services

1. Right-click the Bluetooth icon in the Windows System Tray. Select “Setup” and then
“Configuration”.

Explore

Security
Configurakion

2. Click “Local Services’ tab. Double click a service nameto set its security. For example:
Bluetooth Serial Port.

Hluetooth Configuration

Garwial Arcassitdly Doy Infoimraton Eachangs

Locsl Servce: | Chenl Applicafiors | Hadwais | Versoninlo | Malificslions
Dioasbbe ik & sevce rame bo sel s secunby and sbalup poperies

Sipidy 1ha garacas hal e conmgolid will pieads 1o olhel Bluslool dinee

S W Sla A ihonzat B hahic E neayuplion:
|Inlmmstion Swchronization. Auln.. Mol Beguaed Mol Besgueed  Bot Feg
Fax fudo.. Mol Fegpaed Mol Reqgaed Mot Aeqg

Fila Tearddai fudn,. Mol Fegpaed Mol Sagaed  Not Reg
Imloamiation Exchange Ao, Mol Fegaed Mol Begued Wot Aeg
Do Helmoking Aun.. Mol Fegaed Mol Beguied Mot Aeg
Habwoet, Aocess fufn.. Mol Regpaed Mol Regpaed WotFeqg
Blushonlh Sena Fos fudo.. Mol Fegpaed Mol Rapasd Nt Aeg

L ¥

&dd Sanidl Service
Lok J| Cowest || Apob || Heb

3. Inthe*“Service Properties’ dialog box, select the check boxes of “Authorization”,
“Authentication”, “ Startup” or “Encryption”. Select aCOM Port. Click “OK”.

Service Properties E'E'
% |Bluet|:u:|th Serial Port |

&utharization Startup
Authentication [ ] Encryption
COkM Fort:
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Click “Apply” and then “OK” to save and implement the new settings.

Bliseioath Configuraiion

[imneral liccesshilty I !:Iis-n:mm' | Infoemation Exchiangs
Local Semices Cheek Spphcaions | Handwaie | Version inko | Maohfications

Doubls chck a serice name o set ks secumly and shawup popedes.
Spacaly Fe servece: Hal bhin computer vall prowide bo offer Blustooth devices:

S N Slartup  Authoizaton  Aulheniicabon  Enciapte

Infoamnstion Spnchonzaton &uto..  Nol Reguied Mot Regueed Kot Reg

.. Mol Rsguaed Mot A=gueed Kot Reg
File Transisr Mol Fsgaed HWofFegumed Mol Reg
Mol Regarad Mot Fequied Kol Reg
Mol Regured  Wof Aeguaed Mol Reg
i [ .

Driab Ll p W vk ing

=118
Sk

Infaemston E schangs Auba,. Mol Ragaed WNolFRegmed  HolReg
At

Mitwcrk Accnss S

»

| Acd Serial Service | | Deletn |

Lok [ cocd || sy |[ He |
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3.9 Connecting to a Secured Service
1. Double click the shortcut icon, My Bluetooth Places, on the desktop.

3

My Bluetooth

2. Double click “Entire Bluetooth Neighborhood”.  All available Bluetooth devices are then
listed.

wlE 2l
| e B et Ten e -
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e ek i

£|

[T ———
3. Right-click the chosen device (“NC6_3805" in this case) and select “Discover Available
Services’.
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4. Double click one service (“Bluetooth Serial Port” in this case).
T T T T

gk v o o L ek - lrddey Py DS OE &
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5. From the other device (*NC638” in this case), a message pops up informing that
“NC6_3805" istrying to connect to the secured service.

j.-" Bluetooth connection request detected:

Passkey authentication is required For "NCA_3805" to access
a bluetooth service, Click here to proceed,

-y 1% 12156 P

6. If the user of “NC638” allows this connection, he/she will click the Bluetooth icon in the
Windows System Tray and then create a Bluetooth Passkey.  You need this passkey to
access this service.

Bluetooth Passkey Request EWZ]

The Blustooth paiing procedure establishes a zecret key that
iz uzed in all future connectionz ta authenticate device identity

and encrypt data.

Enter pour paszkey in the field below and click the 0K button
to establizh a permanent paired relationzhip with thiz device.

Device Mame: INCE_3805 |

. |

Bluetooth Passkey:

k. J[ Cancel ][ Help J
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7. Once you get the permission for the connection, from your device, a message pops up asking
for the passkey.

@ Bluetooth connection request detected:

Passkey authentication is required For "MNCE33" bo access
a bluetooth service, Click here to proceed,

=
WECEREELE s
Enter the passkey and then click “OK”.

Bluetooth Passkey Request i ed

{ The Eluetooth painng procedure establizhes a secret key that
iz uzed in all future connections to authenhicate device identity
and encrypt data.

Enter pour passkey in the field below and click the O button
to establizh a permanent paired relationzhip with this device.

Device Mame: IN CE3a
Bluetooth Passhkey: Ixxx>1

Ok I Cancel | Help |

8. Click “OK” to complete the service connection.

2%

o The Bluetooth senal port COM 4 will be used when connecting ta
=3 device NCE3S

Application that uge thiz zervice must be configured to
communicate wzing COM4. [t can be started at any time.

[T Da not dizplay this message again

The “Bluetooth Seria Port” icon changes the color to green.

I.:FE?

Bluetooth
Setial Pork
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3.10 Sharing Secured L ocal Services

1. When you see a message pops up telling you that there' s one Bluetooth device (“NC6_3805"
in this case) istrying to connect to one of your secured service, click the Bluetooth icon in
the Windows System Tray.

j...' Bluetooth connection request detected:

Passkey authentication is required For "NCE_3805" to access
a blustooth service, Click here to proceed,

- - Ty

EM % Ll 'E-i r.J.;:.' L= 'i;:r:' y * 2136 PM

2. If youwould like to alow this connection, enter a passkey. (The user of “NC6_3805" will
need to know this passkey.) Click “OK”.

Bluetooth Passkey Request E“Zl

The Blustooth paiing procedure establishes a zecret key that
iz uzed in all future connectionz ta authenticate device identity
and encrypt data.

Enter pour paszkey in the field below and click the 0K button
to establizh a permanent paired relationzhip with thiz device.

Device Mame: INCE_3505 |

Bluetooth Passkey:

. |

[ k. ][ Cancel ][ Help I

3. When the message below pops up, click the Bluetooth icon.

jr..«' Bluetooth connection request detected:

Authorization is required For "NC6_3805" to access
Bhietooth Senal Bort. Click here to proceed.

e

bOX L 24PN
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4. Click “OK” to permit this connection. Or, you may click “Advanced>>" button to select the
services that the connecting deviceis allowed to access without authorization.

Bluetooth Authorization Request

@ Device Mame [NCE_3305 |
Fequest to access |Bluetcu3th Serial Port |

O] Check thiz box to ALWAYS allow thiz device o access ALL the services of pour
computer, Click the Advanced button to zelect tusted zervices.

[ Ok ] [ Cancel I I.-'-‘l.dvanced >>J [ Help

5. Click “OK™".

Bluetooth Authorization Request

@ Device Name INCB_3805 |
FRequest to access Bluetaath Senal Port |

Fl Check thiz bow to ALWAY'S allow thiz device to access ALL the services of pour
computer, Click the Advanced button to zelect tusted services.

[ (] ] [ Cancel ] l.ﬁ.dvanced <<J [ Help

5 Select the zervices that the connecting device is allowed to
w access without authonzation. Click the OF button to continue.

Y
i

[] Bluetacth Serial Paort [ File Transfer

[ial-Up Metworking [ Infarmation Synchronization
[ ] Metwork Access Fax

[1Information Exchange
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4. Client Applications

4.1 Network Access

Network Access service alows a Bluetooth client to use a Local Area Network connection
that is physically connected to another Bluetooth device (the server). Network Access
servers can be Bluetooth-enabled computers that have a hardwired Ethernet connection, or
Stand-alone Bluetooth Network Access Points.  The server must be configured to provide
the Network Access service. Once the deviceis configured as a Network Access server, it
cannot act as a Network Access client without being re-configured.

4.1.1 Networ k Access Server-side Setup (for Windows 2000)
® Click Start>Settings>Control and select Network and Dial-up Connections.
® Right-click the “Local Area Connection” icon and choose Properties.
® Choose Sharing tab. In the Local Area Connection Properties dialog box, select
“Enable Internet Connection Sharing” for this connection. Click “OK”.
® Click“Yes'.

4.1.2 Configuring the server
® Click Start>Settings>Control>Network
From Configuration tab, select TCP/IP > Bluetooth LAN Access Server Driver
Click Properties and select |P Address tab.
Select “ Specify an IP address’
Enter an IP Address and a Subnet Mask (check with the network administrator for the
value).
Click “OK” twice.
Click “Yes’ to restart the computer.

4.2 Bluetooth Serial Port

Bluetooth Serial Port service allows two devices to build a Bluetooth wireless connection.

This service provides a wireless connection being used by applications as if a physical serial

cable connected the devices. A Bluetooth serial port connection isinitiated from the client.

Follow the steps below to establish a connection:

1. Double click on “My Bluetooth Places” icon non the desktop. Double click
“Entire Bluetooth Neighborhood”.

2. Right-click anywhere except on adevice name. When the pop-up menu shows up,
select “Refresh”.

3. Right-click on the server you want to connect with.  When the pop-up menu shows up,
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select “Discover Available Services’ to update the available services|list.

4. Double-click “Bluetooth Serial Port”. The communications port number assigned to
this connection by the client is displayed in the pop-out dialog box. The application
using this connection must be configured to send data to this port.

The application on the server must use the correct communications port.

Follow the steps below to determine and configure the communications port being used by
the service:
® Ontheserver, in “My Bluetooth Places’, right-click “My Device”. When the
pop-up menu appears, choose Properties.  “Bluetooth Configuration” panel
appears.
® Click “Local Services'.
® Double-click “Bluetooth Serial Port” in the Service Name column to display its
Service Properties dialog box in which you can find the communications port the
connection is using.

To close a Bluetooth serial port connection from the client, follow the steps below:
® Ontheclient, in “My Bluetooth Places’, highlight the device providing the
Bluetooth Serial Port service.
® |n“My Bluetooth Places’, right-click “Bluetooth Serial Port”. Select
“Disconnect Bluetooth Serial Port” from the pop-up menu.

To close a connection from the server (not recommended), follow the steps below:
® Ontheserver, in “My Bluetooth Places’, right-click “Bluetooth Serial Port” and
select “Stop”. Re-start the service before it is ready to remote devices (right-
click “Bluetooth Serial Port” and select “ Start” from the pop-up menu).

4.3 Dial-Up Networking

Dial-Up Networking service allows a Bluetooth client to use a modem that is attached to the
Bluetooth server. Theclient can use the server’s modem asif it were aloca device on the
client.

Follow the steps below to establish a Dial-Up Networking session (a connection is initiated
from the client):
1. Ontheclient, in “My Bluetooth Places’, double-click “Entire Bluetooth
Neighborhood”.
2. In“Entire Bluetooth Neighborhood”, right-click anywhere except on adevice
name and choose “Refresh” from the pop-up menu.
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In “My Bluetooth Places’, right-click the server that will provide the Dial-Up
Networking service. When the pop-up menu appears, choose “Discover Available
Services’ to update the available serviceslist.

In “My Bluetooth Places’, double-click “Dial-Up Networking”.

In “Connect To” dialog box, enter your user name, password, and the phone
number to be dialed, and click “Dia”. Select the Save password check box and
then the dialog box will not appear for subsequent connections to the same phone
number.

Now you can open the web browser and connect to the Internet.

Follow the steps below to close a Dial-Up Networking connection:

1

4.4 Fax

On the client, in “My Bluetooth Places’, highlight the device that is providing the
Dial-Up Networking service.

In “My Bluetooth Places’, right-click Dial-Up Networking. When the pop-up
menu appears, select Disconnect Dial-Up Networking.

Fax service allows a Bluetooth client to send afax using a device that is physically attached
to the Bluetooth server.
Follow the steps below to send afax (the connection is initiated from the client):

1

On the client, in “My Bluetooth Places’, double-click “Entire Bluetooth
Neighborhood”.

In “Entire Bluetooth Neighborhood”, right-click anywhere except on adevice
name and choose “Refresh” from the pop-up menu.

In “My Bluetooth Places’, right-click the server that will provide the fax service.
Select “Discover Available Services’ when the pop-up menu appears. The
available serviceslist is updated.

In “My Bluetooth Places’, double-click Fax.

Open or create the document to be faxed. Use “Print” or “Send to Fax Recipient”
option available in most applications.

The Fax connection will be closed automatically after the transmission is complete.

4.5 File Transfer

File Transfer service allows your computer to wirelessly perform file system operations
(browse, drag, open, copy, etc.) on another Bluetooth device.

Follow the steps below to perform an operation on afolder or file (on the device from
which the File Transfer service will be used):
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1. In“My Bluetooth Places’, double-click “Entire Bluetooth Neighborhood”.

2. In“Entire Bluetooth Neighborhood”, right-click anywhere except on a device name.
Choose “Refresh” from the pop-up menu.

3. In*My Bluetooth Places’, right-click the device you want to transfer files with.
Choose “Discover Available Services’ when the pop-up menu appears.

4. In*“My Bluetooth Place’, click “+” in front of Public Folder to expand that folder. If
there are additional foldersinside the expanded folder, those folders may have to be
expanded.

4.5.1 File Transfer Operations

In the right pane of “My Bluetooth Places’, right-click on afolder item, and choose an
option from the pop-up menu. A dialog box displays. The status line (in the bottom of
the dialog box) shows the operational step that is being carried out.
There are 8 types of operations can be accomplished: Open, Print, Send to, Cut, Copy,
Delete, Rename and Properties.
Other options may be avail able (depends on the context the menu appearsin):

® Update updates afolder’s contents

® New Folder: creates anew folder on the server

® Abort FTP Operation: aborts an in-process File Transfer operation

4.6 I nfor mation Exchange

Information Exchange service allows two Bluetooth devices to wirelessly exchange
personal information manager data such as email messages, notes, business cards and
calendar items.
Three types of operations are available: Send, Receive and Exchange.
The supported Outlook items are:

® Businesscards (~.vcf, ~.vcd)

® Caendar entries (~.vcs)

® Notes (*.vnt)

® Messages (~.vmg)
In the Bluetooth Configuration Panel, you can configure the default location for placing
your business card and receiving items.
To send/receive/exchange an item, you can right-click the Inbox icon of the remote device
(from “My Bluetooth Places’), and choose an option from the pop-up menu.
To send Calendar Items, Notes, and M essage, navigate to that folder and select the item.
Click “Open”.



4.7 Information Synchronization

Information Synchronization service enables the information synchronized between a
Bluetooth client and a Bluetooth server.

For the first time using Information Synchronization service with a new application may
take afew minutes to synchronize the database. The data from both devices must be
merged. After deleting duplicate entries, the updated database will be copied back to both
devices. From the second time using this service with the same application will be much
faster, because it exchanges only those changes that have been made since the database
were synchronized last time.

Follow the steps below to use Information Synchronization service:

1. Ontheclient, in “My Bluetooth Places’, double-click “Entire Bluetooth
Neighborhood”.

2. In“Entire Bluetooth Neighborhood”, right click anywhere except on a device name.
Select “Refresh” when the pop-up menu appears.

3. In“My Bluetooth Places’, right-click the server that will be synchronized with and
choose “ Discover Available Services’ from the pop-up menu, which will update
the available services list.

4. In*“My Bluetooth Places’, double-click “Information Synchronization”.

When the process is complete, adialog box displays and shows you that synchronization
has successfully completed, and then the connection closes automatically.
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5. Local Services

Local Services are services that a Bluetooth server can provide, including Bluetooth Serial Port,
Dial-Up Networking, Fax, File Transfer, Information Exchange, Information Synchronization
and Network Access.
The server might not be able to provide al displayed services. For example, without afax
modem, Fax service cannot be executed.
The services are set to be started automatically once the Bluetooth USB Adapter isinitialized.
However, the automatic start-up can be turned off for individual services, and the services can be
started manually by right-clicking the service and selecting “ Start” from the pop-up menu.
To terminate alocal service, you can right-click the service and choose “ Stop” from the pop-up
menul.
When a Local Deviceis selected, the Details view of Explorer provides the following basic
information of each local service:
® Service: shows the name of the service
® Startup: has 2 options (Automatic or Manual)
® Status
B Started (COM): means that the service is running and ready to use COM#
B Not Started: means that the service is not running (not available for use by clients)
B Connected (COM#): meansthat the serviceisin use, and the local port is COM#
® Devicename (if connected):
B Empty field: indicates that the service is not connected
B A device name and/or Bluetooth Device Address. shows the name and the address
of the device that is using the service.
Two ways to interrupt a connection from the server:
® Right-click thelocal service. Choose “Stop” from the pop-up menu.
® Right-click thelocal service. Choose “Start” from the pop-up menu to restart the
service.
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6. Configuration Panel

Bluetooth Configuration Panel allows you to view or modify the settings for Bluetooth services,
hardware and security and for event notification.

To access the Configuration Panel, click Start>Settings>Control>Bluetooth Configuration, or
right-click the Bluetooth icon in the Windows System Tray and select Setup>Configuration.

6.1 Accessibility Tab

From Accessibility tab, you can specify which remote devices to access this computer. The
security settings (in General, Local Services and Client Applications tabs) will aso affect
which devices can access to this computer.

Bluetooth Configuration 2=
Local Services l Client &pplications I Hardware | Werzion [hfo Maotifications
General Accessibiliby Discoven | |nformation Exchanoe I

‘ﬁ% Specify which individual devices have acceszs to thiz computer.

Let ather Blustooth devices discover this computer. v

Allaes | Al devices to connect. _'_l
Mo devices bo connect.

All devices to connect.
Only paired devices to connect.
Only devices listed below to connect.

ad Deyine | [relste |

Ok I Cancel | Apply I Help |

To permit other Bluetooth devices to find and report this computer: select “Let other
Bluetooth devices discover this computer”.
To allow only specific type of devicesto connect to this computer
From the Allow drop-down menu, there are 4 options as follows:
® No devicesto connect: no remote devices are allowed to initiate a connection with
thiscomputer. The computer can initiate connections (as a client) with remote
Bluetooth devices.
® All devicesto connect: allows all remote devices to connect to this computer.
® Only paired devicesto connect: allows devices been paired with this computer
can connect to this computer.
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®  Only devices listed below to connect: allows only the listed devices to connect to
this computer.

6.1.1 Adding and Deleting Devices
To alow only specific remote devices to access to your computer: from Bluetooth menu,
choose “Device Configuration”, click “Accessibility” tab, and select “Only devices listed
below to connect” from “Allow” drop-down menu.
To add an unfound device to the list of devices:
® From Bluetooth Configuration Panel, select “ Accessibility” tab, and select “ Only
devices listed below to connect” from “Allow” drop-down menu. Click “Add
Device’, and “Devices with access...” dialog box displays.
® From the“Devices with access...” dialog box, select the devices and click “OK”.
(Use “Shift + click” or “Ctrl + click” to select multiple devices at the same time.)
To delete adevice from the list of devices allowed for connection:
® From “Bluetooth Configuration Panel”, choose “Accessibility” tab
® Inthelist of devices, click the name of the device and click “Delete”’ to remove
that device.
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6.2 Discovery Tab

Discovery Tab allows you to modify the settings of your computer:
® Tolook for other Bluetooth devices automatically
® How often it looks
® What type of devicesit looks for

Bluetooth Configuration ; 2| x|
Lozal Services I Client Applications | Hardware | “erzion Info Matifications I
General | Acceszibility Discoverny I Infarmation Exchange I

Specify the zpecific devices, clazzes of devices or types of devices
.ﬂﬁ. within a clasz that thiz computer should dizcover and report.

v Look for other Bluetooth devices  Every |'||:I rifutes

iHepu:urt all Bluetooth devices ;I

Filter Tupe | Dietails

Sdd Device | [elete |

il I Cancel | Apply | Help |

To perform a periodic Search for Device: Select “Look for other Bluetooth devices’.
Highlight the existing time and enter anew time.  The time can be an integer from 1 to 60
minutes. For thefirst time opening “My Bluetooth Places’ (even when “Look for other
Bluetooth devices’ is not enabled) the computer automatically searches for devices.

You have two options to report the devices:
® Report all Bluetooth devices
® Report only selected Bluetooth devices.
You can modify the settings to report only specific devices, specific classes of devices, or
specific types of deviceswithin aclass.
To report only specific devices.
® In Bluetooth Configuration Panel, choose “Discovery” tab, and select “ Report
only selected Bluetooth devices’ from the drop-down menu. Click “Add
Device'.
® Inthe“Discoverable devices...” dialog box, select the device to be discovered.
Click “OK”.  You can choose multiple devices at the same time.
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To report only a specific class of device:

In Bluetooth Configuration Panel, choose “Discovery” tab, and select “ Report
only selected Bluetooth devices’ from the drop-down menu. Click “Add
Device”, and “Discoverable devices...” dialog box displays.

From the “ Discoverable devices...” dialog box, select “Allow this computer to
discover al devices of a specific class or a specific type of device within a
specific class’.

Select a class of devices to be discovered from the “ Class’ drop-down list, and
click “OK”.

To report only a specific type of device within aclass:

In Bluetooth Configuration Panel, choose “Discovery” tab, and select “ Report
only selected Bluetooth devices’ from the drop-down menu. Click “Add
Device'.

From the “ Discoverable devices...” dialog box, select “ Allow this computer to
discover specific devices or types of deviceswithinaclass’.

Select aclass of devicesto be discovered from the “Class’ drop-down list.

From the “ Discoverable devices...” dialog box, select the specific type of devices
to be reported from the “ Type” drop-down menu, and click “OK”.

To temporarily override the discovery of specific devices: From Bluetooth Configuration
Panel, select “ Discovery” tab, and choose “Report al Bluetooth devices’.

To re-enable specific device discovery: re-select “Report only selected Bluetooth devices”'.
When all devices are deleted and “ Report all Bluetooth devices’ is not selected, an error

message appears.
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6.3 General Tab

In “Genera” tab, you may view or modify the settings of “ Computer Name”, “Computer

type” and “ Security mode”.

Bluetooth Configuration ; 2=
Local Services I Client &pplications | Hardware | Yerzion ko Maotifications
General | Accessibility i Dhzcoven | Infarmation Exchange I

— Identity

----- Enter a unique name in the Computer Hame field. Thiz name will be
dizplayed to ather Bluetooth devices in the area.

Computer name: |N|:E_3EEIEIN B

Carmputer type: | Desktop LI

— Security
High: All Bluetooth devices attempting to connect bo any service provided

b b thiz computer must provide a pazsword before the connection
\gh proceads, All data exchanged between thiz computer and the connecting
Blugtooth device iz encrypted.

Mediur: [ndividual zervices provided by thiz computer can be configured
ta require a passward before allowing the connechion to procesd.
Encmption can be enabled on a service-by-service basiz. Securty for
individual zervices can be configured from the Local Services tab of the
Bluetonth Canfiguration Panel.

Security mode: |[EEEY

Ok I Cancel | Apply | Help |

Computer Name: Enter a unique name for this computer. Thisfield cannot be | eft
blank.

Computer type: From the drop-down menu, you may choose either “Desktop” or
“Laptop”.

Security mode: “Medium” isthe default setting.  In Medium security mode, the
security is configured at the service-level, which means that each individua service
must have its security settings set independently. “High” security mode requires
Bluetooth devices to authenticate before allowing a connection to be built. The data
exchange between your computer and the connected Bluetooth device is done through
security settings.

If the “Medium” security mode is selected and service-level security is not configured,
any Bluetooth devicesin the range will be able to discover your computer and useit’s
services.
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6.4 Hardware Tab

To view basic information about the Bluetooth hardware installed on this computer, choose
“Hardware” tab from the Bluetooth Configuration Panel.

Bluetooth Configuration 2 x|
General I Accessibility | Dizcoverny | Infarmation Exchange
Local Semvices I Client &pplications Hardware I Yerzion [nfo | Motifications I
[Devices:
Mame | Tupe |_

— Device Froperties
b4 anufacturer: na

Firmware Rewizion:  na

Device Status: na
Device Addiezz:  na
HCl Version, na

HCl Revizion:  na
LMP%ersion: na
LMP Sub Verzsion: na

Advanced |
0k I Cancel | Apply | Help |

® Devices:
B Name: shows the name of the device.
B Type showsthe type of the device
® Device Properties:
B Manufacturer: shows the name of the company that manufactured the device
selected in the Devices section of this dialog box.
B Firmware Revision: shows the manufacturer’s firmware version number.
B Device status: shows that the device is operating properly or that there'sa
conflict.
B Device Address: shows the Bluetooth Device Address programmed into this
device when it was manufactured.
B HCI Version: shows the version number of the Bluetooth Specification that the
Host Controller Interface complies with.
B HCI Revision: shows the revision number of the Bluetooth Specification that the
Host Controller Interface complies with.
B LMP Version: shows the version number of the Bluetooth Specification that the
Link Manager Protocol complies with.
B LMP Sub Version: shows the sub-version number of the Bluetooth Specification
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that the Link Manger Protocol complies with.

Advanced: Clicking on “Advanced” displays the Advanced Settings dialog box, and
from which you can select the country code and transmission power settings. This
option is not available on all systems. However, the “ Advanced” button my not be
present depends on the country where the hardware is sold.

You may choose one country code from 2 options:

B North America, Europe (except France), and Japan

B France and China

Three options of Maximum Transmission Power are available: High, Medium and
Low.

Click “Apply” to save and implement the modification of the settings. A message
appearsto inform you that this computer must to be reset to allow the changes take
effect.

Click “Yes’ to reset the Bluetooth device, and al open Bluetooth connections will be
closed.
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6.5 Infor mation Exchange Tab

Bluetooth Configuration i 2=
Local Services I Client &pplications I Hardware | Yerzion [nfo I Motifications I
General | Accessibility I Dizcoven Information Exchange
~ File Tranzfer

ty Shared Directony:

]
: |cuments and SettingziMollyhBluetooth Softwarehiph Browsze. . |

~Send Business Card—
* Send Buzineszs Card on Bequest

My Business Card:

| Browse. ..

~Receive Busingss Card— _
* Save Objectz in Perzonal Information Manager

My Inbox Directan:
|D:'\Ducuments and Settingzi M ollyhBluetooth Softwa

Browse...

Accept Buziness Cards
Accept Calendar ltems
Accept Email Meszages

?I?ITI‘{I\_ Lk \_ L1

Accept Notes

o]

Cancel | Apply | Help |

Settings in “Information Exchange’ tab of Bluetooth Configuration Panel configure:

The highest-level directory on this computer that a remote device has permission to
access - My Shared Directory

The directory configured in this section and its sub directories are displayed in the
remote device's My Bluetooth Places. Click “Browse” to choose a directory that will
be used as My Shared Directory.

The path to your electronic business card - My Business Card

Select “ Send Business Card on Request” to allow remote devices to obtain your
businesscard. Click “Browse’ to choose a directory that contains your business card.
The path to the directory that will be used to save incoming - My Inbox Directory:

B Busnesscards

B Calendar items

B Emall Message

B Notes

Select the types of items you wish to accept, and then click “Browse” to choose a
directory where they will be saved. Select “ Save Object in Persona Information
Manager” to save incoming objects directly in the PIM.



6.6 Local Services Tab

The settings in this tab determine the configuration of the services provided by your
computer to remote devices. The Loca Service namesinclude: Bluetooth Seria Port,
Dial-Up Networking, Fax, File Transfer, Information Exchange, Information
Synchronization and Network Access. Each service can be configured individually for

security, name and other settings.

Bluetooth Configuration -

General | Accessibiliby I Dizcovery I Infarmation Exchange

Lozal Services

[Double cick a zervice name to zet itz zecunty and start-up properties.

Specify the zervices that this computer will provide to other Bluetooth devices.

| Service Name Statup | Authorization | Authentication | Enciypti
Information Synchronization  &uto.. Mok Bequired Mot Required ot Re
Fax Auto..  MotRegquired Mot Reguired Mot Rec
File Tranzfer Auto.. Mot Reguired Mot Beguired Mot Rec
Infarmation Exchange Auta..  MaotRequred Mot Reguired Mot Rec
Dial-Up Metworking Auto... Mot Required MotReguired Mot Rec
Metwork Access Auto..  MotReguired MotReguired Mot Rec
Bluetooth Serial Port Auto..  MotRegquired MotReguired Mot Rec
1 | |

Add SerialSewicel [elete |

21

| Client &pplications | Hardware I Wersion [nto I Matifications

o]

Cancel | Apply | Help

Property setting which are common to all of the local services

All local services have settings for:
® Service Name
® Startup
® Authorization
® Authentication
® Encryption
Some services have their specific additional setting:

® Network Access service has an additional setting for the maximum number of

connections alowed at any time.

® Dial-Up Networking service has an additional setting for selecting the modem

that will be used by the service.

® [ax service has an additional setting for selecting the modem that will be used by

the service.

® Bluetooth Serial Port has an additional setting for selecting the communications
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1

that will be used by the service.

Adding an additional Bluetooth Serial Port

In Bluetooth Configuration Panel, choose “Local Services’ tab, and click “Add
Serial Service”. The Service Properties dialog box displays.

Enter a unique name.

Select the appropriate security settings.

Select “ Startup” if you want the service to start automatically when Bluetooth
connection initializes.

Choose a communications port that is not assigned to any other service from the
COM Port drop-down menu.

Removing a user-defined Bluetooth Serial Port
From Bluetooth Configuration Panel, choose “Local Services’ tab. Highlight the port
to be removed, and click “Delete”.
To change alocal service' s properties. from Bluetooth Configuration Panel, choose
“Local Services’ tab and double-click the service name.
Select or clear the appropriate check boxes and click “OK”.

The service properties that can be changed include:

Startup: The default setting isenabled. If Startup is not enabled, the service
can still be started manually.

Authorization: when this option is selected, the server operator requires a
confirmation before a remote deviceis alowed to connect to this service.
When Authorization is enabled, Authentication is automatically enabled.

The default of Authorization setting is disabled.

Encryption: When this option is selected, the data exchanged by the
Bluetooth server and the Bleutooth client isencrypted.  Encryption affects
only those data exchanged through Bluetooth connection. Data exchanged
through modem, Local Area Network, etc., will not be affected by this
setting. When Encryption is enabled, Authentication is automatically
enabled.

Authentication: When this setting is enabled, a passkey or Link Key is
required. The default setting isdisabled. Devices are paired automatically
when authentication is complete.

Service Name: Enter aservice namein thisfield. Although in most cases
the default service name will serve, you may customize the service name
when there’ s more than one device of the same type or one device provides
more than one service of the same type in the environment.
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6.7 Notifications Tab

Bluetooth Configuration ; 2=

General I Accessibility | Digzoveny | Infarmation Exchange |
Local Services | Client &pplications | Hardware I Yerzion Info Motifications

M ctify

Eventz

OOOO000om

— Sound
Marne:

FIM Code Authentization Reguired

Bluetooth Port access

Dial-Up zervice access

Remate device ties to send Fied using pour moden
Remote device tres to create network connection
Femate device ties ho acceszs your files

Femate device ties to zend you infarmation items
Remate device ties to send synchronize infarmation items

I[Nu:une] j LI Browse I

0. I Cancel | Apply | Helm |

In this tab, you can associate a sound (~.wav file) with specific Bluetooth events such as:
® \WhenaPIN codeisrequired
® \When aremote device attempts to access:

Files on this computer

A Bluetooth port

The Dial-up network service
The LAN Access service
The Fax service

® When aremote device attempts to send information items or Synchronization
information.
Follow the steps bel ow to associate a sound with a Bluetooth event:

1
2.

4.

In Bluetooth Configuration Panel, choose “Notifications’ tab

Select the check box associated with the event from the Notify column of the
eventslist.

In the Sound area of the Notifications tab, click “Browse” to navigate to the sound
file (~.wav) to beused. Click play button to preview the sound file.

Click “OK” to close Bluetooth Configuration Panel.

Note! The sound will not play even though it has been assigned, unless the Notify
check box is selected.

47



6.8 Version Info Tab

You may view the name and version number of the software components from Version Info
tab.

Bluetooth Configuration il ed |

General I Accessibilie I Dizcovery | Information Exchange
Local Semvices I Client &pplications I Hardware erzion Info | Matfications
BT500 Bluetooth Software 1.0 component verzions:

todule Mame | YWerzion | -

widcomrmsdk. di 1524

wibtapi.dil 1.311

frmnuipor. sy 1.00

ceh.dil 200,033

btupshell. di 1.0.0.1

btwush. ey 15439

btwwpimif dll 1.33

Btwdndiz. svs 254

bittran. exe 2583 o

btstackszerver exe 165

btelboep.ays 1.25

btsendta_affice.dl 1.0.4

btzendto_natez.dl 1.0.3

btgendto_explorer.exe 1.01

btzec.dl 1.1.4

btrez dil 1.214

btpart. sy 1.210

btasi ol.dl 1.06 =l

. I Cancel Apply | Help |
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7. Security
Each service the server provides can be configured to require “ Authorization”, “ Authentication”
and “Encryption”. The default setting for Authorization, Authentication and Encryption is
disabled.

7.1 Authentication

Authentication is used to verify identify which requires a passkey or Link Key from the
remote device. Thelocal operator can open adialog box that provides “ The user-friendly
name of the device attempting access’ and “A place for the local operator to enter a
Bluetooth passkey”.

The operator of the remote system has to enter the identical passkey, otherwise the access
will be denied.

If the notification isignored, accessis denied after a preset timeout. When devices are
“paired”, those devices automatically exchanged a Link Key and Authentication is carried
out without operator intervention.

7.2 Authorization

The server operator will see or hear awarning when aremote device is attempting to
connect. The server operator responds by clicking the Bluetooth icon in the Windows
system tray to open a dialog box that displays “The user-friendly name of the device
attempting to connect” and “ The local service to which the remote device is attempting to
connect”. By clicking an on-screen button, the server operator may grant or deny accessto
the service. If the server operator ignores the Authorization notification access will be
denied after a preset timeout.

7.3 Encryption

Encrypting translates data into an unreadable format with a secret key or password. To
decrypt the data, the same key or password that was used to encrypt arerequired. The
passkey or Link Key of encryption is based on those for Authentication. Therefore, if
Authentication is not enabled, the key is not available and encryption will not take place.
Follow the steps below to enable Encryption for service:

1. Right-click a service name and the pop-up menu displays. Select Properties to

display the Bluetooth Properties dialog box.
2. Select Encryption.
3. Click “OK” to close the dialog box.
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7.4 Levelsof Security

The configuration options include:

® Startup-Automatic or Manual

® Authorization

® Authentication

® Encryption
To access the security settings for alocal service, select “Loca Services’ tab from
Bluetooth Configuration Panel, and double-click the service name.

75Link Key

A Link Key isan accesscode. When devices are paired or when Authentication is enabled,
the Link Keys are generated automatically. Combining “ The Passkey”, “The Bluetooth
Device Address’ and “An internally generated random number” creates link Keys.

7.6 Pairing Devices

“Pairing” can avoid entering access information each time a connection is attempted.

Paired devices share a unique Link Key that is exchanged when connecting.

The mate of paired devices will always appear in “My Bluetooth Places’, even if the mate is
not turned on or is out of connection range. Paired devices remain paired even when that
one of the devicesis not powered up, or a service connection is interrupted, or the service
stopped or one or both devices are rebooted.

Follow the stepsin Chapter 3.6 and Chapter 3.7 to pair devices and break a paired device
relationship.

7.7 Passkey

A passkey can be anumber of up to 16 charactersin length. Passkeys are used in the
Authentication and Encryption process.

7.8 Security Request Dialog Box

When either Authorization or Authentication is enabled, a“Bluetooth Authorization” or
“Bluetooth Passkey Request” dialog box may appear when a connection is attempted.
In the dialog box, you can find:

® Device Name: Shows the name of the device attempting to connect.

® Reguest to access. Shows the service the remote device is attempting to access.
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Click “OK” to alow the connection, or click “Cancel” to deny the connection. You may
select the check box to grant the connecting device accessto all of the services on this
computer.

Hlveioalh Aufhorization Hequesi

ﬁ Device b ams WCE_3805
i Recpies! bo atoess: B hstonnt S aqial Pt

s i Whi: baes B ALWAYS allow this desvice 1o access ALL Hee senaces of pow
= pomputer. Chok the Advanosd buthorn bo select usted senices

[ ok || Coesl | |Advaresdss| [ Heo

7.9 Authorization Request Dialog Box, Advanced Button

The check box on the main page of Bluetooth Authorization dialog box, when selected,
allows the device attempting to connect to access al services on this computer when
attempting to connect in the future.

Follow the steps below to limit the services the connecting device may use:

1. Click “Advanced’.

2. From the expanded dialog box, select the services that the connecting deviceis
allowed touse. Once selected, the service will not require authorization in the
future.

3. Click “OK”.

Bluetooth Authorization Request

@ Device Name NCE_3805 |
Request to acoess iBIuetu:uuth Serial Port |

] Check this bos bo ALWSYS allow thiz device to access ALL the services of pour
computer, Click the ddvanced button to zelect busted services.

[ OF. ] [ Cancel ] lAdvanced <<J l Help
. Select the services that the connecting device is allowed ta
% access without authonzation.  Click the OF button to continue.
[] Bluetaath Serial Part [ File Transfer
Dial-dp Metwarking [ Intarmation Synchronization
[] Metwork Access Fax

[ Information Exchange
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8. BlueMux

BlueMux is a software that allows two or more Client PCs, using their own keyboards and mice,
to wirelessly operate the Server PC asif using Server PC’s keyboard and mouse. When

“ Accept multiple connection” is selected (described below), you can connect seven Client PCs at
the same time to the Server PC.  Once connected, any one of the seven Client PCs can operate
the Server PC.

Using BlueMux:
1. From BOTH the Server PC and Client PC(s), click Start>Programs>BT510>BlueM ux.

L AN ED e
2. From the Windows System Tray, double-click the BlueMux icon.

L FLE L ¥
3. From thetoolbar of the BlueMux Management window, click the Inquiry Button to search

52



vicinity Bluetooth devices.

e Trapuns fempes” i B banoe W et g ey oy d ook o 'l o devars sebir w0 mamabBe HIT codac e

4. From the device list, double-click the Server PC to build the connectivity between the Client
and the Server.

DI po-E
]
RBEETD
| fawicn Haaw | ik, Siddrum | Svpe |
IRg BB _ss BEE0 5 D aR I megm
_._l'll. THHD LR BRI ELRR L Ta ragm
\Bg BOH_ARS: B 57004 Al T3 g

e it e w10 BONCE T sttt gy 7 d ook chel 8 vt it 1 oMb RED AT ot i

5. From the Client PCs, you have 4 ways to turn on the remote control function:

(1) PressCtrl + F1

(2) From the Windows System Tray, right-click on the BlueMux icon & and sdlect “HID
Switch”.

(3) From the Toolbar of the BlueMux Management window, click “HID Switch” button.

(4) Enable Automatic Switch. From the Toolbar of the BlueMux Management window,
click “Configuration” button, and select “ Enable Automatic Switch”. If the Client
PC(s) is set to enable “ Automatic Switch”, when the cursor reaches the border of the
screen, it automatically switches on the remote control function. If the remote control
function is on and both the Client and Server are set to enable “ Automatic Switch”,
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when the cursor reaches the border of the Server’s screen border, it automatically
switches off the remote function.

=
[ Devive Rume @ [ Bttt Ak [ Toe |
| SR O EES Tn Caage
e T D0 5741 03 05 T
B e _es DO =TALEL 3] In poage

Tt = |
[ Erakl Auloraks S

fr Acoapt mulbpds coremciom

[T ] Cesal

Frao: “Teqres cavien ™ tood b befior i il sapery co dockle chek o dreos seres o arsbnd HID conrmerion

Note! You can only turn on or off the remote control function from the Client PCs, not
from the Server PC.

Configuring BlueM ux:

1

Automatic Switch: Click Configuration button and select “Enable Automatic Switch” from
the drop-down menu. If the Client PC(S) is set to enable “ Enable Automatic Switch”, when
the cursor reaches the border of the screen, it automatically switches on the remote control
function. If the remote control function is on and both the Client and Server are set to
enable “Enable Automatic Switch”, when the cursor reaches the border of the Server’s screen
border, it automatically switches off the remote function.

Multiple Connection: From the Server PC, click Configuration button and select “ Accept
multiple connection” to allow up to seven Client PCs to connect to the Server PC, otherwise
only one Client PC is allowed for the connection. When this function is disabled, the
connected Client PCswill remain connected until they decide to exit.



9. Connection with Mobile Phone T68

Pairing and connecting Bluetooth USB Adapter with Sony Ericsson’'s mobile phone T68:

Iy
i

Press the “ Function Key” of your T68.

. Select “Connect” from the display and press“Yes'. -

Connect

. Select “Bluetooth” from the display and press “Yes’.

1. Infrared port

2. Bluetooth

3. Synchronization
4, Networks

5. Data comm..

. Select “Discover” from the display and press“Yes’. *“Searching” is displayed.
Bluetooth

1. Discoverable

2. Paired devices
3. Discover

4. Operation mode

. The T68 seeks all Bluetooth™ devices in the vicinity and displays all available devices.
Select the desired device to connect with and press“Yes”'.

. Select “Add to paired” and press*“Yes'.

Enter aPasskey (e.g. ‘1234'), and press “Yes’.

From your laptop computer, double click the Bluetooth icon on in the Windows System Tray.
A “Bluetooth connection request detected” message might pop up.
@ Bluctooth connection mmguest detected: @ ;

| Fasther anthentication iz requirec for "THE" to arcess a
Huctooth srviee. Clicl here to proceed.

‘B  aM09:50
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9. Inthe Bluetooth Passkey field, input the same number as that entered for T68 (‘1234 in this
example). Click “OK”.

Efretoots Paskey Regusit e

ﬁ T Blemieoth piorang P e esablihes o el ke it i
. nted Ty comaechons B erfenbeale devios dEnaty and
ey sk
Enleg wonr pazshey i e Beld below and ok the OF Toton
o ecblizh & permanenl pared mleborahip with this devies

Dierwnes Mums: I"EEEI
Bleigath Pakey: [#ha=

[ok ] cewal | gk |

10. “Pairing succeeded” is displayed on T68.
11. On T68, click “Yes’ to add this pairing into thelist. “Added to Paired Devices’ is

displayed.

12. On the desktop of your laptop computer, double click the Bluetooth icon .
13. From your laptop, double click “Entire Bluetooth Neighborhood”.
14. From your laptop, double click the T68 icon. “@
TiR=
15. On your laptop computer, double click “Dial-Up Networking”.
16. T68 dials the number wirelessly transmitted from your laptop computer.  (You can seethe
dia-up number displayed on your T68).

Note: If “Discover” function of T68 is disabled, please follow the steps below to
turn on the function.

1. Press Function Key of your T68.

2. Select “Connect” from the display and press“Yes’. -
3. Select “Bluetooth” from the display and press “Yes’.

Connect

1. Infrared port

2. Bluetooth

3. Synchronization
4, Networks

5. Data comm..

4. Select “Operation mode”’ from the display and press “Yes'.
Bluetooth

1. Discoverable

2. Paired devices
3. Discover

4. Operation mode

5. Select “On” and press “Yes'.
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10. Specifications

Hardware
Host Interface

Input Voltage / Current
Current Consumption (Typical)

Data Transfer Rate
Antenna

RF

Frequency Range
Channel Spacing
Power Class

Tx Power (Typical)
Rx Sensitivity
Antenna Load

Software

Operation System
Core Protocol Stack

Profile Pack

USB ver.1.1

DC5V/ 150 mA (Typical)

- Standby mode, Ista: 30mA

- Transmission mode, Itx: 120mA
1.0 Mbps (Max)

Meander IFA

2.402 GHz ~ 2.480 GHz
1 MHz

Class 2

0dBm

0.1% BER/Pin: -70dBm
50 Ohm

Windows™ 95/98SE, ME and Windows™ 2000, XP
-HCI (Host Control Interface)

-L2CAP (Logical Link Control and Adaptation Protocol)
-RFCOMM (RS232 Serial Cable Emulation Profile)
-SDP (Service Discovery Protocol)

-OBEX (Object Exchange)

-GAP (General Access Profile)

-SDGP (Service Discovery Application Profile)
-SPP (Seria Port Profile) Client & Server

-LAN Access Client & Server

-DUN (Did-Up Networking) Client & Server

-FAX Profile Client

-GOEP (Generic Object Exchange Profile)

-FTP (File Transfer Profile) Client & Server

-OPP (Object Push Profile) Client & Server

-SYNC (Synchronization Profile)
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