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P 1. Limited Warranty

EXI Wireless Systems Inc. (“EXI”) hereby warrants the product(s) accompanying this limited warranty
(the “Product(s)”) to be free of defectsin materials and workmanship for a period of two years (excluding
any batteries that may be added to or used in conjunction with the Products(s)) from the date of delivery
of the original purchase of the Product(s) subject to the limiting conditions set forth below, provided that
EXI has received notification of such defects no later than 30 days after expiration of the applicable war-
ranty period and provided further that EXI has received a fully completed registration card (below)
within 30 days from the date of original purchase of the Product(s).

The responsibility of EXI under this warranty is and shall be limited to repairing or replacing the Prod-
uct(s) or any part thereof determined by EXI in its sole discretion to be defective in workmanship or ma-
terial.

The installation of the Product(s) shall be deemed as acceptance by the original purchaser and any subse-
guent purchaser of the Product(s) (collectively the “Purchaser”) of the terms set out in this limited war-
ranty including the following further limiting conditions:

(8 EXI shal not be responsible for any repair or replacement of any Product(s) which has been found,
upon inspection, to have been subjected to abuse, misuse or negligence, or any damage attributable to ac-
cident, lightning, power surge, brown-out, leaking, damaged or inoperative batteries or to have been in-
stalled, altered or repaired contrary to factory designated procedures without the prior written consent of
EXI;

(b) It is understood, and the Purchaser agrees further to so inform any user of the Product(s) that the
Product(s) is not, nor can it be, infallible in the detection of wandering patients, the prevention of infant
abduction, the prevention of theft of assets or any other contemplated use of the Product(s). The Pur-
chaser will warn all usersand acknowledges on it’s own behalf that it hasread and understandsthe
above-mentioned limitations of the Product(s). The Purchaser further acknowledges that the Prod-
uct(s) are solely intended to provide an additional safeguard in notifying staff and accordingly do not
guarantee the prevention of wandering patients or the attempted abduction of an infant or the theft of as-
Sets,

(o) Itisfurther agreed by the Purchaser that the Purchaser has received no additional promises or state-
ments of fact from EXI or its agents relative to the Product(s) upon which the Purchaser might have re-
lied in purchasing the Product(s);

(d) The warranty set out above excludes and isin lieu of all other express or implied warranties, condi-
tions or obligations, and no person is authorized to give any further representation or warranty or assume
any further obligation on behalf of EXI. Although the Purchaser may have other rights, as they may vary
from State to State or Province to Province, where it is legally possible to do so any statutory warranty is
hereby expressly excluded. The warranty is subject to the domestic laws of Canada and the Purchaser
agrees to attorn to the jurisdiction of the courts of competent jurisdiction in the Province.

(e) EXI shall not be liable for any damages, whether direct or, indirect, incidental, consequentia or
arising out of contact or tort with the sole exception of the warranty set out above and any rights ex-
pressly created by applicable statute.

THISWARRANTY ISVALID ONLY IN THE USA AND CANADA

% EXI Wireless Systems Inc. 5 May 2000
Revision 1.0



EX1 ASSETRAC User Manual 980-000005-000

P 2. Record of Changes

May 2000 Revision 1.0 Initial Release
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P 3. FCC Regulations

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) This device may not cause harmful interference, and (2) This device must accept any interference re-
ceived, including interference that may cause undesired operation.

This equipment has been tested and found to comply with the limits for Class B Digital Device, pursuant to
Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful inter-
ference in aresidential installation. This equipment generates and can radiate radio frequency energy and, if
not installed and used in accordance with the instructions, may cause harmful interference to radio communi-
cations. However, there is no guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the interference by one or more of
the following measures.

Reorient or relocate the receiving antenna

Increase the separation between the equipment and receiver

Connect the equipment into an outlet on a circuit different from that to which the receiver is connected
Consult the dealer or an experienced radio/TV technician for help

Any changes or modifications not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment.

EXI1 Wireless Systems Model No.: Patient Tag
CANADA: 287710217261A FCC ID: HE7 PTG

* This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two rules: (1) This device may not cause harm-
ful interference, and (2) This device must accept any interference re-
ceived, including interference that may cause undesired operation.

Made in Canada
EXI1 Wireless Systems Model No.: Halo Infant/ECO
tag
CANADA: TBD FCC ID: HE7 ETG

* This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two rules: (1) This device may not cause harm-
ful interference, and (2) This device must accept any interference re-
ceived, including interference that may cause undesired operation.

Made in Canada
EXI1 Wireless Systems Model No.: Halo Asset tag
CANADA: TBD FCC ID: HE7 ATG

* This device complies with Part 15 of the FCC Rules. Operation is
subject to the following two rules: (1) This device may not cause harm-
ful interference, and (2) This device must accept any interference re-
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ceived, including interference that may cause undesired operation.
Made in Canada

P 4. System Maintenance

ASSETRAC is designed to assist staff in providing a higher degree of safety for their equipment . It
isnot intended as the sole means of protection in preventing an item from leaving the premises.
Regular checks to verify that your ASSETRAC system is operational is highly recommended.

SYSTEM MAINTENANCE SHOULD INCLUDE THE FOLLOWING STEPS:

All Tags should be checked for physical damage after each cleaning, disinfecting or steriliza-
tion procedure.

Each Tag should be tested for correct operation before being attached to an infant. The
ASSETRAC software prompts for testing of Tags prior to their deployment. Please refer to the
appropriate section in this manual for the instructions.

The warrantee on Tags is 3 years, and the batteries within the Tags are expected to last in ac-
cess of the warranty period depending on the usage pattern. Do not leave Tags in the detection
field for long periods of time, and store them in the foil bags supplied. Failure to do so will
result in false alarms, and will reduce battery life.

Set up a regular system check schedule to verify that the Controllers, Receivers and Tags are
operational. Controllers should have the “Ready” light illuminated to show that they are pow-
ered. Check the operation of the Controller daily by starting a bypass or triggering an alarm
using a Tag to ensure that it is fully operational and protecting the egress point where it is lo-
cated.

Check each Receiver on a regular basis to ensure that it can receive signals from Tags in the
“Tag Removal” condition. Failure to regularly check for this operation may lead to failure to
detect a Tag that is removed from an infant, and therefore compromising protection for the
infant.

Whenever you see a known wandering patient, look for the Tag on their person to verify they
are still wearing it. This may require special knowledge as to the placement of the Tag.

Condiict frenuent back-1ins of Activitv | oas for future reference.

Intended Audience

This manual is intended for system users (typically duty nurses) and supervisory level users who manage
the system and the system users.

Scope

This manual will provide step by step instructions for users and supervisors who administer the usage of
the system. The Assetrac system features a very simple user interface that steps the user through and pro-
vides instructions at each step.

% EXI Wireless Systems Inc. 5 May 2000
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About Assetrac Protection System

Assetrac is a premium asset protection system. Assetrac works in conjunction with the EXI Asset tag
transponder that is capable of sensing if it has been removed from a piece of equipment. Assetrac is an
electronic system, which, in conjunction with staff diligence, creates a secure perimeter to deter asset

theft .

Assetrac will detect if an asset is near a controlled exit and invoke countermeasures. The system will
identify the asset, the location and the time. Alarms must be accepted by staff using password access to
the system. The system maintains alog of all activity.

Access Levels

The Assetrac system has three separate access levels:

User
Supervisor
Dealer
Level Password Functions Access M anagement
required
User Yes Enter Asset Access controlled by
Delete Asset Supervisor or Dealer
] level users
Accept/Silence alarms
Toggle between floor plans (No
Password required)
Supervisor Yes All user functions The first Supervisor is
Manage user list setup bytheinstalli_ng
. dealer. This Supervisor
Assign usernames and passwords may add more assigned
View and annotate activity logs SUPErVisory access.
Add/Delete tags from fleet
Initiate System Data Backups
Print logs
Exit the Assetrac system
Dealer Yes All user/Supervisor functions Controlled by EXI
System Diagnostics
System modifications
Importing floor plans

% EX| Wireless Systems Inc.
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System Conventions

Each user in the system has a unique identity (username) and password. The Supervisor assigns both the
username and password. It is suggested that both be kept between 4-8 characters to provide sufficient se-
curity and allow users to easily enter and remember their system access codes. For example:

A user named Barbara Smith would have a username such as bsmith or barbs. Note that that each user
should have a unique name.

The system prompts the user for any text entry such as usernames or infant names etc. To navigate from
one field to the next, the user may press tab or place the mouse cursor over the field and Click the left
button.

System Support

For system service or support contact your installing dealer. Your dealer is:

Name:

Phone:

Or contact:

EXI1 Wireless Systems
100-13551 Commerce Parkway
Richmond, BC
Canada VeV 2L1
Ph: 1-800-667-9689
Fax: 604-207-7760
Web:  www.exi.com

% EXI Wireless Systems Inc. 5 May 2000
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1. System Introduction

1.1. System Components

ASSETRAC Software: Primary user interface that assist in the assignment and tracking of Trans-
ponders, and displays alarms and other activitiesin graphical format. Also stores
and allows printing of all system events that have been logged.

Controllers: Controls an egress point and reports any Tag presence at the egress point to the
computer. Depending on system configuration, Controllers may control door
locks and local alarms, allow keypad input for door bypass, and offer a “ Staff
Saver” and “Loiter” feature. The “Staff Saver” feature eliminates nuisance
alarms by not setting off an alarm when the presence of a Tag is detected and the
door is sensed as closed. In the event that the door is open, or is opened when
the Tag is at the egress point, the system will alarm. The “Loiter” feature sounds
an alarm if a Tag detected at a door remains at that door for a period of time, re-
gardless of the fact that the door may be sensed as closed.

Controllers will also detect a“Tag Removal” condition in its area, as does a Re-
ceiver.

Receivers: Detects “Tag Remova” condition when a Tag is removed from an asset, and re-
ports this activity to the computer.

Transponders: Also referred to as “Tags’, these devices are attached to each asset. Tags initiate
two different kinds of alarm conditions as follows:

Tag-initiated-Communications (TIC)

This alarm is initiated in the event that a Tag is removed from a piece
of equipment. This occurs due to the fact that the Tag tamper switch is
no longer attached to an asset.

Tag-in-field Communications (TIF)

This alarm is initiated when a Tag enters an area protected by a Con-
troller. The Controller emits a constant field of radio waves which is
picked up by the Tag when in the proximity of the Controller. The Tag
reports its presence to the Controller, and therefore the system, when it
senses this RF field.

1.2. Computer Display Conventions

The computer displays various types of information, which is color coded to differentiate between the
Dealer, Supervisor and User modes. In addition, the “Icons’ that display the locations of the various
system components such as the Controllers and the Receivers, and the on-screen “buttons’” may also
change color to indicate their status.

% EXI Wireless Systems Inc. 5 May 2000
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The figure below shows atypical user screen and identifies its components.

Floor Plan area.

Controllers shown as half-filled square icons

Receivers shown as half-fll!ed Ci r(.:ule:r |(':0ns Asset Enter and Delete buttons
Elevators shown as square icon with “X

Blue: Normal, Yelow: Pre-Alarm condition,

Flashing Red: Full Alarm condition

Arrow points at device(s) corresponding to se-

lected dlarm in Active Alarm field

Flesd Plana | Aga 25 Tl 158532 Entor Aseet Dininte Aeset 2.m
Host PC Dame Floor Plan Q"'i-__mm
pirn
T a - -
. 1A WEE M Legerd
& South Daor
B Morth Dosor
E C. Morth Wagt Hall
ELE O. Morth EastHall
E. Sauh Wiest Hal
F  South Eest Hal
| . Elevater
- S a4
; FE F izahy cre |
— N
DEMD T Floor 2
ArSve Alanms jset]
" . | =t J By B p
HpEEwar!
| ; e !
real Tad ol Welinebens Symtom) e “1-HI]I.'|=-BBJ'-HH

Active dlarms field
Red: Normal alarm color

Floor Plan Buttons Blue Selected alarm
Green: Normal
Blue: Indicates that the cursor is positioned Alarm Silence and Accebt field.
over button
Yellow: Indicated Pre-alarm condition on Normally grayed characters.
floor - . “Silence” button is active upon selecting an
Red: Alarm condition on this floor alarm from the Active Alarm field.

“Accept Alarm” button is active after valid
Username and Password are entered.
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2. User Level

The Assetrac system provides a simple, intuitive user interface. After each step, the system will auto-
matically take you to the next until the task is complete.

2.1. Entering an Asset

1. Selectthe _ button on the top right of the screen.

Finar Pans | g 5 S 158 Enfer ael.. ekt Ranel a1
Hast PC Deme Floor Plan m
I | - -
- Cha HEE B Send
A, Seuth Doar
= borth Do
C. Horth West Hal
E O Horth EastHal
= E. SouthwastHal
F. Sayth B Hall
L Ekrssinr
- e r
l " F ey e
—H
EMT | Floar 2
| Rt it e 1
APy sams iy 1_ Prmiie | 1 l
[ el T . gt Ty
| : i rma i bl e 3 BT

M'ain Screen - User Level

2. The system will ask for your Username and Password. Typein your Username as as-

signed by your supervisor.
I

Ener Aaul
The e kerense will help yau eater 3 new fcent s the
dalakene.
Enier yum and g ad fu d

LT R I '

Pasawand:

[wme | cose
3. Pressthe e key on the keyboard
—»
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4. Typeinyour Password
S

Enter Aaael

Thess sormone will help vou ester 3 nee Sseol s e
dstahasn,

Entar waur and p i o p

L & Mt~ Latl

Faawet; [~

et 2 Taweel

5. Press Enter < key on the keyboard, or click on the Next button

6. The system will now ask you to choose a tag. Select the Tag Serial Number corre-
sponding to the tag you wish to use.

EEE———
[ITER 5ccot o lng b Bt st Mom Bst
om B et

[
D07
DnnsEE

Dongss

Mesd I Clecel

Note: Each asset tag has a unique serial number on the side of the tag. The
system will list all of the available tags registered in the system but
not yet assigned to an asset.

7. The system will ask if you wish to test the tag. Select Yes if you wish to do so. The
system will navigate you through the process.

Tk wamwish in test @ tag?

Wea | [
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Note: During this test, the system is verifying the tag serial number, testing
the tag removal alarm and generating an activity log entry to docu-
ment the test.

Hint: Ensure the bottom of the tag is held stable on a flat surface during
the test for about 10 seconds prior to removing. If the test fails, try it
once more on vour Wrist.

Once the tag is verified, the system will automatically take you to the next
step in the admit process.

8. Enter the Asset Name in any format you wish. Click

I
[EI AT

Axeal Infe: [eame, sental F, vic.g
h g F Fid

[T Carecsl |

9. Choose when you would like the tag removal alarm to be activated by selecting the ap-
propriate Activation delay box. Select Finish. Delays apply to sensing “tag removal”
or TIC alarms only. Tag will still initiate alarms and control at egress points

IS
ACTTETHIN
L T T P SRy s S ———
T brang ooy
F b misutes Sm e
T A5 e e s
M miraies e paw

b "y b g et 18 A etien

T

10. You have now admitted the infant. If you wish to admit another, select Yes. If not, se-
lect No.

‘Wanhd s ks w0 cater seother sasc) of Wi At
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2.2. Deleting an Asset

1. Seect the button on the top right of the screen.

2. Thesystem will ask for your User name and Password. Type in your username as as-
signed by your supervisor.

3. Pressthe w || key on the keyboard

EXI Wireless Systems Inc. 5 May 2000
Revision 1.0
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4. Typeinyour Password

Heleis Sasgi
Wherstin oo bt ' i Fulein yoomi Fomarie o v i i ifes
dninbersc.

Ervicn your usetesm snd puareend a pracecd.

Parrwond I""_
o] o

5. Pressthe || ¢, J || key onthe keyboard, or click on the Next button.

6. Select the Asset you wish to delete. Select Next.
IS

Sebect e snsel 30 b rmmoved Irom [Fs) b,

Faybeard 456 {Tag &000808
Lapbap #0871 [Taq &:000807)
Soay Digital Camera 81231 [Tog $:00000%)

[ Mot | canen |

7. The system will redisplay the Asset Name for you to verify. Select Finish if thisis the

Plestn chinck Hsd Shin in Be coenect sssol o be
remynd from Hse dalabase. shon olick “Fimésh™ I not.
ok "ot

Aieni bds name, sorisd &, oic,|;
o Primaer 5220
TAG & DR0002

lﬁﬁ Cancel

The system will continue to respond to a tag detected at an egress point, such as
a doorway or elevator, and control that egress point even after the tag has been

discharged.

correct infant. If it is not the infant you wish to discharge, select Cancel and start from
step 1 again.
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2.3. Silencing and Accepting Alarms

The Assetrac system will alarm when:

An assigned asset tag has been removed from an asset (tag removal or TIC)
When an asset tag is detected near a controlled egress area (In field or TIF)

When an alarm occurs, the system will:

I dentify the asset associated with the detected tag
Identify the location by flashing an icon and expressing the location name

Identify the alarm type as atag removal or egress area detection
Sound an audible alarm at the computer.

Main Screen - User Level

i 2 E0N (i lEE Enier Azart.. Deieie Azt 2

Frun e |
Host PC Demo Fioor Plan O Asating

s el

T4

A G Do
Haort Coor
Hori Wae st Hal
Horh Exst Hal
Sauth Wiost Hall
South Eael Hal

"' " Elsyator

mmoam

i 5]

Agr 2B 2CAN 0021 Cornrmasicwtians Tra sbic sd fooelsre FLK [0 Oxil Techricsl Suagerd. AI arm
Acceptance
: Area
acmame: £ E7 Baies! I & 14 %l
Prikrint | Aegiatcred Tad | o Wil cas Bysico Inc. Elenon s
During an alarm, the alarm acceptance area becomes active.
5 May 2000
Revision 1.0
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Silencing an alarm

P"

=

To silence the audible alarm, select Silence in the alarm acceptance area.

Note: You must accept the alarm to clear the alarm condition. Silencing simply silences
the audible alarm while the incident is investigated.

Accepting an alarm

To accept an alarm, select the alarm condition in the active alarms field. If only one alarm
exists, it will automatically be selected.

Lovwer Floor Upper Floor  Uppe
Wl ‘Wiest E

1. Typeinyour Username Username: Noes: ]_
Pagawnd: Ii

2. Press "
—»

3. Typeinyour Password

4. Press e

5. Enter anote in the Notes field (optional)

Accept Alarm |
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The system will log the following incident details:

Alarm type (tag removal or egress alarm)
Asset name

Tag number

Time

ID of staff member accepting the alarm

Staff member notes on alarm incident

The Assetrac system is usually set up to create multiple detections of an alarm for security
purposes. When multiple system devices see the same tag in alarm, the system will condense
thisinto one incident for the staff member to accept.

When multiple alarms occur, the staff member much accept each alarm before the system will
clear the alarms. This normally means more that one infant tag alarmed simultaneously.

All alarms are maintained in alog for supervisor review.

2.4. "Staff Saver” and “Loitering” Features

If the system isinstalled with the " Staff Saver” feature, Tags detected at egress points which are se-
cured will not set off nuisance alarms. A Tag detected near a door that is closed will result in the
floor button on the computer screen turning yellow (pre-alarm), and the icon associated with that
door also turning yellow. If a bypass keypad is installed at the door, it will flash alight and emit pe-
riodic “beeps’ to indicate the presence of the Tag. This event is logged into the computer as “Tag
detected at location xxx”, but will not create an alarm condition. An alarm is initiated if the door
was to be opened while the Tag was still present at the door. For this feature, the door has to be
equipped with a magnetic switch to sense whether it isin the closed or open position.

If the tag remains at the door for a period of one minute or more, an egress alarm will be initiated
and the button on the screen and the icon will turn to red. Thisisthe “Loitering” feature.

Mo Pla | g TE TN BYIRTY [T T Dhabein . n

Host PC Dema Foor Fian -!"";;;

Pre-Alarm = Alarm

s
(Yellow)—— / (Red)
ra L o, I /

e L | | M'
Ll | [y PR TS -y o |
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3. Supervisor Level

3.1. Accessing Supervisor Level

1. Pressthe gnd keys on the keyboard simultaneously.
Alt

2. The system will ask for your Username and Passwor d.

FPlease erer your asermame and passward:

Usernmme: |dealer
Pas sward: l

41 seconds left

221 ITI Cancel j

3. Enter you Username

4. Pressthe — key on the keyboard

TAB

5. Enter your Password

6. Select OK. The Supervisor screen will appear as shown below.

Supervisor Tabs
K_H
s Pwwy |ty | B | iin | Lt TR l:un::-__._mm"; F1
Hest 2L Demo Fioar Plan A trac
o = -
iz} o
=]
5 5 -
3N
_H.'. [
I s
T i O - L
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Once in Supervisor mode, three Supervisor function tabs appear:

Activity
Tags
Users
Supervisor Level Functions
Supervisor tab Access Functions
Activity Supervisor only View activity logs
Annotate activity logs
Print logs
Tags Supervisor only Add or delete tags
View registered tag list
Disable atag
Unassign atag
Edit Asset information for tag
View current asset population
Users Supervisor only Add or delete a user
Disable or Activate a user
Change user passwords

3.2. Exiting Supervisor Level

To exit the Supervisor level, select the | Backto User Mode | button at the bottom of the
screen.
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4. Activity Log Management

4.1. Activity Logs

The system allows supervisors the ability to search the historical activity log in the system. The sys-

tem will record:

Asset admission and discharge

Alarm events including acceptance parameters

System diagnostics

Entry and Deletion of new tags and users

Warning of unassigned tags or tags not in the database

Door

bypass activity

To enter the activity log area, you must first be in the Supervisor access area (See section 3.1). To
view the activity log, select Activity L og from the Supervisor function tabs.

Activity Screen - Supervisor Level
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The system will show the system activity log.

Each screen will display one page of alarm activity.
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The activity log screen will display:

Thetime and day of activity

The type of activity

Description of the activity

The user name associated with the activity

The user notes.

4.2. Navigating the activity log

To find a particular activity event, first navigate to the day of interest by selecting the “Day” buttons.

To step one day back, select -
To step one day forward, select -

The date you are viewing will appear in the leftmaost column.

4.3. Adding a Supervisor annotation to an alarm

To add a Supervisor annotation, select the particular alarm you wish to annotate by highlighting it.
You may highlight the alarm by navigating the mouse pointer anywhere on the alarm line and
clicking the left mouse button on the activity of interest.

2. Enter the note

3. Sdect OK

2 EX| Wireless Systems Inc. 5 May 2000
Revision 1.0



EX1 ASSETRAC User Manual

980-000005-000

4.4. Backing up Activity Logs

The system is capable of storing 14,000 events in the Activity Logs. Remember that all system ac-
tivities, including alarm conditions, pre-alarm conditions, door access and bypass activity are

logged.

After the 14,000 events are captured, subsequent events displace the first log in the list. That is,
events are purged on afirst-in first-out basis after the 14,000 limit is reached.

Activity Logs may be backed up on the computer Hard Drive while in Supervisor mode. To initiate a

back-up, simultaneously press the

Alt

and

B

keys on the Keyboard.

The back-up log fileis stored under the “ Assetrac” directory on the Hard Drive of the computer. The
fileis date stamped to identify the different back-up files. If it is desired to make copies of these files
for archiving, you will need to exit the ASSETRAC Console application and manually copy the
back-up file to the removable back-up media (such as a ZIP Disk) using the Windows Explorer pro-

gram.
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5. Managing Tags

5.1. Tags

Your system requires each asset to have an Asset Tag. Y ou should have a fleet of tags on hand that
exceeds your peak demand. Each tag has a unique serial number that is on the side of the tag.

The tag management tab allows a Supervisor to:
Add new tags to the system
Delete tags from the system
View the existing tag fleet and edit the properties of each
Disable or Unassign atag
Edit asset information for an assigned tag.
Print the list of tags in the fleet.
To manage tags, you must be in the Supervisor level of the system.

Select the Tags button on the top left of the screen.

\ Tag Management Screen - Supervisor Level
Floar Plans | aciivity Tags | Users | Apr 25 2040 185352 Enter Assed,.. Deleie fs e, 28
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-
Y IWutes AtroptAr al
| gwmpd Back to Uz er Mode

I Pt I_ I
Registersd Tod bl Wircbess Systemes lac, Sileace w]n;;;{-l-ﬁr;_\:;‘xﬂu;
% EXI Wireless Systems Inc. 5 May 2000

Revision 1.0



EX1 ASSETRAC User Manual 980-000005-000

5.2. Adding a new Asset-Tag to the system

To add anew Asset-Tag to the system, you must first navigate to the Tags screen in Supervisor level
area. You may add Asset-Tag's manually or by using the Assetrac network to read them.

To add manually:

1. Select Add...

2. Sdect Manual...

3. Enter in the serial number of the new tag \ T

Flegie enied B ey 0 of 16y 0D range te add in e
mysinm.

Tag I Erar) ]— ™ ddd 2 e
4. Select OK [ i ]

| OF, | Cuncai

To use the system to read the tagsin:

1. Select Add...

2. Select the nearest device in the system from the list shown on the left of the “Add
Tags’ panel. After selecting the device and clicking on “OK”, a “Reader Mode” alarm
for the device will appear in the Active Alarm Field. This indicates that the device se-
lected has entered Reader Mode and is not available for normal alarms, and is therefore

in bypass state.
Seil 130 P eootied M)

[nz -1 Belect e raede b hé sied bor

TER=E] rearding in fhn s Gag =) Node

n4-c1-e Thet this nnfe will il e e

] aluame doring thie procmda:

07 = Feea

182 FA

Wi e thir butien

2?' T m ulerhl_t:

26 - Trie Fecshved mima by
Afanas...

3. Wave the tag in the air ensuring you are not contacting the bottom of the tag. The tag
should read in automatically.

4. Clear the “Reader Mode’ alarm to ensure that the device comes back on line and is
ready to report alarms.

Note:  The automatic reader mode uses the Controller or Receiver closest to the
computer that you are working on to enable the reading of the Tag serial
number. Ensure you clear “Reader Mode” alarm to re-enable this device.

% EXI Wireless Systems Inc. 5 May 2000
Revision 1.0



EX1 ASSETRAC User Manual

980-000005-000

5.3. Deleting an Asset-Tag from the system

To delete an Asset-Tag, you must first navigate to the Tags screen in Supervisor level.

Tags Screen - Supervisor Level

Fler Flans | aothvity Tegs | Users | [ Apr 26 2000 186502 Ener Asaet.,, [heless Anaed,,. 20
L | it LS | Sams | aschgeedBy | bbbt UL o
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|- Usemame s ] ACEEpEakarm &'
| LB Registered Te: ekl Waeless Systems inc. Brack ta User Made ] Eileace L e Z

To delete atag:

1-H0-6ET-3603

1. Select the tag you wish to delete by navigating the mouse pointer anywhere on the line cor-

responding to the tag on the screen.

Note: Thelinewill change color when you have selected it (See example above)

2. Select

Delete
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5.4. Disabling an Asset-Tag

To disable an Asset-Tag, you must first navigate to the Tags screen in Supervisor level.

Note: Y ou may only disable tags that are currently assigned to an infant.

To temporarily disable the Asset-Tag in the system:

1. Select the tag to be disabled by navigating the mouse pointer anywhere on the line corre-
sponding to the tag on the screen.

2. Select Disable

Note: The tag disabling allows for removal of the tag from the asset without an alarm.
The asset is not actually discharged from the system. Once you have disabled the

tag you are responsible to enable it again or remove the infant from the system in
user mode or supervisor mode. This event is captured in the Activity log.

5.5. Unassigning an Asset-Tag

As a supervisor, you may unassign an Asset-Tag. To unassign an Asset-Tag, you must first navigate
to the Tags screen in Supervisor level.

Note: Once atag is unassigned, the asset name will be removed from the system.

To unassign atag:

1. Select the tag to be unassigned by navigating the mouse pointer anywhere on the line corre-
sponding to the tag on the screen.

2. Sdect

Unassign

The tag will automatically be unassigned.
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5.6. Editing an Asset-Tag Record

An Asset-Tag record may be edited if the tag is assigned to an asset. The edit function alows a Su-
pervisor to edit the name associated with the tag serial number. To edit an Asset-Tag record you
must be in the Tags area in the Supervisor level. To edit an Asset-Tag parameter listing:

1. Select the tag to be edited by navigating the mouse pointer anywhere on the line corre-
sponding to the tag on the screen.

2. Seect Edit

The system will now display the name currently assigned to the tag. You may edit the name by se-
lecting the name and typing in the edits.

5.7. Printing

Hard copy printing is supported for al the primary logs. It is necessary for a printer to be connected
to the Assetrac computer to be able to print hard copies of the logs.

To initiate printing, click on the - button. A preview of the print-out will appear as
shown below.

Click on Print to proceed with printing, or on Close to abort.

Flonr Plasy Ml“’" |'-"""“I I Apr 75 2ONB REGEG3 Esfar Awent... | Dheloin feeel | 20

£

L

|0 AR AR

[ e pint_| | eemtos | ‘
(e Minles | ! R
Penaml Fagistsed Te: u_iiuwi-ui'uén’:ay_m-m'n. ‘Binck ta Lnkr Mode I Shence T
EXI Wireless Systems Inc. 5 May 2000

Revision 1.0



EX| ASSETRAC User Manual 980-000005-000

6. Managing System Users
As a supervisor, you control who has access to the system. Every activity in the system requires a user-
name and password that is assigned and entered into the system by a supervisor.
To manage users, you must have accessed the Supervisor level of the system (See section 4.1)

Select Usersin the top left-hand corner of the screen using the mouse.

User Management Screen - Supervisor Level

The user management screen displays:
The current authorized users
The usernames
Status (Active or Disabled)
The identity of the Supervisor assigning the user
The last date of user file edit or entry

The access level of the user

EXI Wireless Systems Inc. 5 May 2000
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6.1. Adding a new user to the system

To add a new user, you must first navigate to the Users screen in Supervisor level.

1. Select Add...

2. The system will then ask you to enter in a username, password and real name.

Piease enter she details for the user:

Uisermamees |" ikl Prssward E

Real M ]Jan-

& Wgnr 7 Suporviser

ok | cancel |

3. Enter in the username you wish to assign to the user, followed by the

4. Press the w— || key on the keyboard

B
—

5. Enter in the password assigned to the new user

6. Pressthe — key on the keyboard.

TAB

—

7. Enter in the common name for the user (usually their full name)

8. Pressthe key on the keyboard.
TAB

—

9. If the user isto have Supervisor level access select Super visor

10. Select OK

Note: It is suggested that supervisor access be carefully controlled. Any supervisor
may assign, delete or edit another supervisors access level.
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6.2. Deleting a user from the system

To delete a user from the system, you must first navigate to the user area in the Supervisor level.

1. Select the user you wish to delete by clicking anywhere on the line corresponding to the
user on the screen

2. Select Delete

Caution!: Ensure you have selected the correct user prior to selecting delete. This step
cannot be undone.

6.3. Disabling a system user

The user disable function allows a user to temporarily disable the user access of a particular user.
This may be useful when a nurse is on leave of absence but is expected to return. Instead of deleting

and re-entering all of the nurses information, a Supervisor may leave the user in the system but dis-
able access.

To disable a user, you must first navigate to the user areain the Supervisor level.

1. Select the user you wish to disable by clicking anywhere on the line corresponding to the
user on the screen.

2. Select Disable

The user status field should now read “disabled” for that user.

6.4. Editing a system user access

A Supervisor may change a user’s password or name associated with the system username. This may
be useful for surname changes etc. To edit a user file, you must first navigate to the Supervisor level
and user area.

1. Select the user you wish to edit

2. Sdect Eilit

Note: You may change a users password and “real” name. The system username is fixed. If
you wish to change the username, you will have to delete and then add the user into
the system again.
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7. Dealer Only Screen

7.1. Accessing the Dealer Level

1. Pressthe Alt D keys on the keyboard simultaneously.

2. Enter your Username and Password and click OK.

Dealer Login

Please enter your username and password:

Username: Idealer
Passwaord: I |

42 seconds left

MI (0] 4 | Cancel |

7.2. Dealer Access Levels

The Dealer has accessto all levels of the Assetrac system and is mainly responsible for:

Level Password Functions Access M anagement
required
Dealer Yes - System Configurations EXI & Dealers

Floor Plan Editor

Assign usernames and
passwords

View and annotate ac-
tivity logs

Add/Delete tags from
fleet

Initiate System Data
Backups

Exit the Halo system
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7.3. Floor Plan Edit

The top right of the Dealer Floor Plan screen has a Dealer Toolbar panel that allows floor plans to be
added or removed, and also enables icons for available system devices to be placed on the floor plan.

P P | ooy o | s | e e iy | Wi e D 1 [ vl den, im
i P D Pl Pl P
= il Dealer Toolbar
e :
- & [
cxa iy o L ]
d @
= o o 1
o8 ,
i
- = a
B i el
T
- s Recsiver | Consols
’-wr-—- - Delete lcon |
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In order to add a floor plan, one has to be created in the BMP (Bitmap) format. The maximum allowable
size for afloor plan is 1010 pixels in the horizontal plane, and 660 pixels in the vertical plane. Thisim-
age should be stored along with other floor plan images in the directory named “C:\Program
Files\eXI\Assetrac\floor plans\” which isthe default directory for floor plans set up at the factory.

Once a bitmap has been stored in the above location, click on the “Add” button in the Dealer Toolbar. A
panel appears as shown below. Type in the name of the floor, and then click on the “Browse" button to
locate the floor plan in the default directory described above. The floor plan will be placed under a new
button that has the name of the floor as you had entered.

2dd Poarpn 5 [l Select Flooe Pl Bitmap Fie =[]
Mew Floor Plan Name: ] Luok i IJ = i _I .ﬂl ﬂ E@
MOTE: Eeep this string small so it will fit ente a hutton E::;f:ﬁ;:
Mew Floor Plan File Path:
NOTE: Use Browse bution 1o peint al a hitmap
[BMF] file containing an image of the floor plan Browse...
[presdansby editedfscaled] j
Fila peime: DOpen
ok I Cancel
| Filss of g [Windtonws Bitman Fies |* b = Lereel 7
a .
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7.4. Adding System Devices

The final screen isthe “Dealer Only” screen, which is unique to the Dealer mode. This screen contains a
list of all devices present on the Assetrac network, and allows the addition and deletion of devices as well
as the setting up of the communications parameters of the network. The communications port default
value of “COM2", and the baud rate of “57600" bits per second should never need to change, and are
there only for future considerations.

Floor plans can be re-arranged in any order by clicking the “ Re-order” button.

Filter Door Events is defaulted “ON”, this means the system will ignore all door open and closure ac-
tivities and will not display in the activity log. (Recommended)

TIC Notice & TIF Notice Alarms are defaulted “ON”
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New System Devices such as Controllers, Receivers and Elevator Controllers can be added to the system
if necessary. Remember that all devices in the original installation plan are aready added into the appli-
cation at the factory, and therefore there should be very little need to add more in the field. This may only
become necessary because of substituting a RIM device, or adding more nodes. (Refer to Install Manual)

In order to add devices, click on the “Dealer Only” tab and click on “Add”. Fill in the appropriate infor-
mation in the “Add Node to System” panel and click on “OK”. Note that the “Node Number” is the serial
number of the RIM associated with the device added.

Add Hode to System

Please enter the details of the node you would like to
add to the system:

Node 1D: II]!] Node Number: |G12345

Node Name: ISuuth Door

& Controller ¢ Elewvator  Beceiver

0K Cancel |

The node that was just entered will need to be placed on the appropriate floor and at the physical location
of the device that the icon represents. Select the appropriate icon from the Dealer Toolbar and drag it to
the correct location on the floor plan. An “Add Icon” panel will show you the list of nodes available for
placement. Highlight the appropriate node and click “OK” to complete the placement.

Add lcon B

TR SZelect the node to he associaled
|l]5 SR D with this icon from this list:
07 . B F

ok | camcel |
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8. Shutting and Restarting the System

8.1. Shutting down

If you wish to shut down the system, you must first enter the Supervisor level (See Section 2.1). Once in Su-
pervisor level, Press the and keys twice on the keyboard simultaneously. Enter user name

At Q

and password to shut down.

Caution!: Once you have exited the software, the system will no longer log events. The
door units will remain active and lock the exit doors if your system is designed to
do so. It is recommended that the system is shut down only for servicing.

8.2. Restarting the system

To restart the system, you may:

1. Cyclethe power on the computer. (Assetrac will automatically launch)

2. While in the Windows 98 operating system, double click on the “Assetrac Console” icon
on the desktop, or you can select Start — Programs — Assetrac, and click on Asset Protec-
tion System.

d B focet Pratection Systemn Console I

Note: If your system requires restarting more than once a week, contact your dealer
and have them investigate the problem.
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