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Preface:

Dear customer, thank you for choosing to purchase and use our IP camera
products. This series of IP monitoring product is the integrated IP network
camera which is researched for network video surveillance monitoring. The
series includes network bullet camera, network IR bullet camera, and network
dome camera, etc. High performance, monolithic SOC chip is utilized as media
processor which integrates video capture, compress and transmission. Standard
H.264 main profile encoding algorithm ensures more clear and smooth video
transmission. Embedded web server allows user to view real-time footage and
remote control via IE browser. This series of IP camera is well suited for home
and small business, as well as any situation which needs to apply remote network
transmission and remote network control. It's easy to install and operate.

Statement:

The content in this manual may be different from the product version you are
using. If you met any problem which can't be solved according to this manual,
please contact our tech-support or product supplier.

The content will be updated time to time. Our company reserves the right to
update without notice.

Intended Reader:

This manual is mainly suitable for below kinds of engineer:

System planner

Onsite tech-support and maintenance personnel

Administrator for system installation, configuration and maintenance
Users for business operation on product functions

Terms in this manual:

IP Camera or IPC in this manual means network camera including network bullet
camera, network dome camera, network PT camera, and network IR camera, etc.
Click: Click with left button of mouse.

Double Click: Double click with left button of mouse.

Right click: Right click with right button of mouse.

The[ Jsymbol indicates the windows name, menu name, or data table; such as
[Download Address].
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1Product Introduction

1.1Brief Introduction

This product is digitally monitored with a traditional analog camera and web video
service. Efficient Linux system, code in flash and small size that's reliable and
steady.

Power §
~- Network.
y Reset
Figure 1-1 Network IP Camera Figure 1-2 Camera Cable Ports

1.2 Main Features

* The highest pixels for 30 W, 2M frame rate, real-time image

* Advanced video compression standard, high compression rate and flexible
operation

*1/4”CMOS sensor, fluid motion pics

* Automatic snapshot in all circumstance

* One key rescue system, dual stream and mobile phone live monitor

* Build-in WEB browser supports |E access

* Support multiple user simultaneously, multi-level management ensures high
system security.

* Support motion detection alarm (area, sensitivity configurable) and e-mail alert
function

* Support online system upgrade by remote control

* Automatic recovery function when the system temporarily loses internet
connection.

* Support PPPOE, DDNS, LAN, and Internet (ADSL, Cable Modem)

1.3 Installation Statement

During installation and operation, please pay attention to the following items:
1.When you received the package product, please check the equipment and
accessories according to the packing list inside the packing case.
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2.Before installation please carefully read this user manual.

3.When you install the IP camera, please close the power source of all the related
devices.

4.Check the voltage of the power source, to prevent device damage by
mismatching of voltage.

Installation environment: please do not use equipment under high humidity or
temperature. Make sure there is good ventilation and no blocking of air-vent.
Place it on a flat floor. Do not install it under violent vibration.

1.4 Network IP Camera Connection

-

PC
IPC Wireless .
192. 168. 3. 10 - The same segment with IPC
&
‘ . Router/Switch/Hub
IPCWired 192.168. 3.1 ~.
=" Laptop
192, 168. 2. 10

Figure 1-3 Device Connection of Network IP Camera
Step one: Connect the IP Camera to your router or NVR using a network LAN
cable.
Step two: Connect the related power adapter to the IP Camera so that the
camera powers on.
Step three: Insert the Software CD into the PC computer that is connected to the
same local network as the IP Camera.
Note: It can also apply the way of IP Camera directly connecting with PC.
Note: When using IE browser to visit IP Camera, the IP of local PC should
be in the same segment with the IP of the IPC.

2Login

When using IE (Internet Explorer) to visit IP camera for the first time, you have to
set the security level for ActiveX controls.

Set security level: Open Internet Explorer, enter the IE Tools menu [Tools/Internet
Options/Security Settings/Custom Level...], Enable the “Active X Controls and
Plugins” and set the IP address of the IP Camera as “Trusted sites”.



Intemet Options '\iﬁ’l rity Setting Internet Zone

General | secunty | Privacy | Content | Connectons | Programs | Advanced
Home page
(’ To create home page tabs, type each address on ity own ine.
M e I
= @, Intisize and script ActiveX controls not marked as safe for 5
© Disable {recommended)
[ useamrent || Usedefouit | [ usebiank O (,':;m,)
Browsing history ®
I Delete semoorary fles, history, cookies, saved passwords, @) Orly allow spproved domains to use ActiveX withaut prompt
) and web form nformaton. O Disatle
) Delete browsing history on eadt ® Enable
v R and plugens
[ odete.. |[ sewngs | O A e
== O Disable
p Change search defauits. Setings. 2 E’:‘t -
o | w 5 W
= *Takes effect after you restart Internet Explorer
[ Change how weboages
g are dsplayedin Setings
= Resat custom settings
Appearance
Bosetto: | padum-high (defaul) v
[ omor | [umumoes [ rons ] [ acometir |
Cancel

Figure 2-1 Security Level Setting
Install ActiveX and plugins: Type the network camera IP address in the IE browser
address bar, and press [Enter] to pop out dialog box of install ActiveX. Click [OK]
to install.
Log in and Preview: In Login screen, type in network camera username,
password, choosing language and click [OK] to enter the video preview interface.
Default:
IP Address: 192.168.0.100
UserName: admin Password: 111111

00 Ememem

W e e s Sois WPoe.

Figure 2-2 Safety Dialog box Figure 2-3 Login Interface
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Figure 3-1 Real-time Preview Interface
In the real-time preview interface, the user can control the video channel switch,
record, snapshot, full screen preview, image process, image color, direction
configuration, and PTZ control.
[Video Channel] Double Click the channel number to open the video channel to
view image, right click and choose “Close” to close the video channel.
[Video Stream] Right Click the channel number to choose stream type(main
stream or sub stream)
[Record] Right click the image, choose “record” check to start record, remove
“record” check to stop record, the video is kept in file catalogue set by video
capture.
[Capture] Right click the image, choose “capture” to capture photos, the capture
photo is kept in catalog set by video capture.
[Full screen preview] Double click the image to full screen preview, double click
once again to go back to the original image size.
[Image process] The object of image processing includes brightness E ,
contrast , saturation fal , use mouse to drag the slider to set these
items, as figure 3-2. The “Reset” button to recover the default configuration.
[Color and Direction Configuration] Image color can be black and white or color,
the image can be mirrored or reversed as figure 3-3 , NSTC or PAL also can be
set in this section.
[PTZ control] PTZ control to Upward, downward, left, right, the lens operation
includes vary magnification, vary focus, vary iris, etc. as shown in figure 3-4.
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Figure 3-2 | Figure 3-3 Figure3-4
mage parameter adjustment Color and direction control PTZ control

[System parameter setting] Click this button m to enter into system parameter

setting interface.
[Reboot device] Click this button to reboot the device.

4 System Setting

4.1 Local Configuration
Device Parameters » ]
I Leca Configuration

Local Video Store Settings
Video fies packaged tme: |30 x| mns
Video/Capture fie storage deectory:  [D:WDNVS|

Remote Configuration

Figure 4-1 Local Configuration
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[Video files Packing time] Set the file size record time.

[Video/Captured file Storage path] Set file path for local recording and capture.
After configuration is finished, click [Submit] button, the configuration will take
effect immediately.

4.2 Remote configuration

4.2.1 Video Setting
-On Screen Display (OSD) control

Device Parameters —— e - i)

— -
Character Overlay | VideoCode |  VideoBlock |

Time Format  [MMjdd/yyyy HH:mm:ss | W

=]

Advanced Settings

Figure 4-2 OSD control setting
[Title] Name of video channel will be shown on the up left of the image, maximum
16 characters. Click the check box and it will display OSD. Un-check the check
box, and it will not display the title.
[Time format] You can choose whether to display title , date and time, and also
you can choose the time format.
After setting the date and time, click the [Submit] button, the setting will take
effect immediately.



-Video

Device Parameters . iy
Local Conf: i Character Overlay ~ Video Code VideoBlock |
Main Stream Sub Stream
F F

Video Qualty |Very Good = [very Good =

The bype of stream  [cer =l [ver =l

Resolution  [VGA =l favea =l

FrameRate [30 =] [2 =l

Figure 4-3 Video coding setting
[Video Quality] The user can choose the appropriate desired image quality: Best,
Very Good, Good, Common, Not Good.
[Stream Type] Two types: CBR(Constant bit rate)and VBR(Variable bit rate) to
choose, CBR enables constant bit rate coding, VBR enables variable bit rate
coding.
[Resolution] Sets the image resolution: main stream VGA(640%480=307200
pixel), sub stream QVGA(320%240=76800 pixels).
[Frame rate] set coding frame rate per second. Under not satisfying network
situation, you can reduce the frame rate to control the coding bit rate, to ensure
the smoothness and continuity of the moving footage.
After setting parameters, click the [Submit] button, the setting will take effect
immediately.



-Video shield
Device Parameters. v [t

Figure 4-4 Video shield setting
[Video shield switch] Enable or disable the video shield functionality
[Shield area setting] User can set shield area by dragging mouse with left key
pressed, and cancel the shield box on the shield area by right clicking the mouse.
You can choose to shield the whole image, or only shield the part of the image. It
can mask up to four areas.
After setting parameters, click the [Submit] button, the setting will take effect
immediately.



4.2.2 Network Parameter
-‘Wired Setting

Device Parameters ]

I Local Configuration | WredSettngs | wireless Settngs | Listening Port | PPPOE | UPNP(Port automatically maps) | Emad | FTP | DONS |

Renote Configuration

oHCP
PAdr | 192 . 168 . 2 . 10
SubnetMask | 255 . 255 . 255 . O

Gateway 192 . 168 . 2 . 1

MaC  [00:02:04:06:08:22
Preferred DNS Addr 8 .8 .8 .38

Alternate DNSAddr | 202 . 96 . 128 . 166

Figure 4-5 wired network setting
[DHCP] If the router allows DHCP functionality, select DHCP. The IP Camera will
obtain IP address automatically from the router. If the router does not allow for
DHCP functionality, then the IP address must be obtained manually.
[IP Address] Set wired cable IP address of IP camera device.
[Subnet mask] Default: 255.255.255.0 (suggest user not to change this)
[Gateway] Set gateway IP of IPC, for example if IPC access public network
through router, the gateway IP need to be set as the router IP which has
accessed the public network.
[Physical address] MAC address of IP camera (suggest user not to change this)
[DNS address] If the user has a DDNS account, the DNS address needs to be
set as DNS address of the place where the device is belonging to.
After setting parameters, click the [Submit] button, the setting will take effect
immediately.

If it is applied in LAN, please make sure IP address does not conflict with
the IP address of other devices or computer in the same LAN.
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-WIFI setting
[ Device Parameters L e

Local Configuration

Wired Settings  Wireless Settngs | Listening Port | PPPOE | UPNP(Port automatically maps) | Emad | FTP | Dos |

Whether to use WIFI

Whether touse DHC? [
Al [ 192 .18 . 3 . 10
SubnetMask | 255 . 255 . 255 . 0

Gateway | 192 . 168 . 3 . 1

MAC [7€:00:90:08:40:41
> > . 8
hemtand o

Refresh Hotspot
MHMT‘) Elsm’l'u:cm:d 57‘/- Encrypted
amodooem Disconnected 6% Encrypted
D-nk_DIR-600M  Disconnected 8% Unencrypted

Sarial Port Settings

Figure 4-6 IPC WIFI network setting
[Whether to use WIFI] Select this check to open the wifi network function of IPC.
[Whether to use DHCP] If the router allows DHCP function, select this type, IP
camera will obtain IP address automatically from router.
[IP address] Set wireless IP address of IP camera.
[subnet mask] Set IP address of the current wireless gateway( router/AP), such
as 192.168.0.1
[Hotspot adding] After switch to Wifi setting, it will automatically search the
hotspot. When hotspot is searching; the name of the wireless router, signal
intensity, and the encryption will be listed on the screen. Click on “add hotspot”
or double click on an existing hotspot, open” wifi hotspot setting” dialog box as
below figure shown:
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WIFI Hotspot Settings & . - ﬁ

Hotspot ITP LINK_4A2DDC

Authentication Mode |\‘.'PA PSK Encrypted

WEP Index  [WEP key 1

L L L

Key Format |ASCU

Password I“-““M1

Establish Connection | Exit

Figure 4-7 Wifi Hotspot setting

If entered this screen by double clicking, hotspot will be assigned automatically;
if entered this screen by clicking “Add hotspot”, user has to type in hotspot,
corresponding encryption mode and password. Click [Connect], close the dialog
box, and connected or not will be list on the search results list.

If connected, “Connected” will appear after hotspot name; if not, please click
“Refresh” to refresh connection status or click this button to search device again.
After saving all parameters, click the [Exit] button, the setting will take effect
immediately.

Now pull out network cable, you can access the IP network camera via Wifi.
Note: WIFI setting only works to those types with WIFI function.

WIFI mode supported by IP Camera:

802.11b/g protocol (small power WiFi type)

802.11a/b/g/n protocol (large power WiFi type)

To use the wireless function of IP camera, a wireless router is needed such
as D-link.
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-Listener port (LPRT)

Device Parameters ’ ]

Local Configuration | Wired Settngs | Wireless Settings Listening Port | ppeoE | LPNP(Port automatically maps) | Emai | FTP | DONS |

web Listening Port  [80
Video Listering Port (8000
Mable phone Listening Port [5000

Figure 4-8 LPRT setting

[Web LPRT] The default port 80(port 80 is recommended), port for download
active X, if necessary to change, it should add port number behind IP address
during web visit http://ip:port/, such as http://192.168.0.100:/81 .

[Video LPRT] default 8000 (8000 is recommended).

[Mobile phone LPRT] default 9000 (9000 is recommended).

After setting all parameters, click the [submit] button, the setting will take effect
immediately.

Note: LPRT can be selectable during range of 1024~65535, can't be
repeated. Web LPRT can be 80.
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‘PPPOE

Device Parameters o ot

Wred Settngs | Wireless Settings | Listening Part  PPPOE | Up(Port automatically maps) | Emad | FTP | DN |

Figure 4-9 PPPOE parameters setting
[Switch] Set to open or close PPPOE dial-up function
[User name] The ADSL dial-up account, obtain from internet service provider

[Password] Password of ADSL dial-up account, obtain from internet service
provider

After setting all parameters, click the [submit] button, the setting will take effect
immediately.
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‘UNPN (Auto port mapping)

Device Parameters ’ =]

Local Configuration | Wired Settings | wireless Settings | Ltening Port | PepOE  UPNP(Port automaticaly mops) [Emad | FTP | DONS |

Switch
webMappngPort [300
VdeoMappngPort [001

Mabie Phone Mapping Port (3003

s |

Figure 4-10 UNPN port mapping setting
[Switch] If in LAN it has server with UPNP functionality, enable this function, the
server will automatically forward the set port to public network.

[web mapping port] Set the web port which will be mapping to the server.
[digital mapping port] Set the digital port which will be mapping to the server.

[Mobile phone mapping port] Set the mobile phone port which will be mapping to
the server.

After setting all parameters, click the [submit] button, the setting will take effect
immediately.

Note: port mapping can be selectable between 1024~65535. It can't be
repeated.
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-Email

Device Parameters . =]

Local Configuration | Wired Settings | Wireless Settngs | ListeningPort | pPPOE | icaly maps) Emal |FTP | DONS |

Remota Configuration

SMTP Server [smip.gmai.com

Figure 4-11 Email parameters setting
It is used to set Email address and related parameter of alarm email.
[SMTP Server] send email server address, different email service provider
provides different email server address, such as SMTP server of Google email
box: smtp.gmail.com
[Email receiving address] Email address to receive the email.
[Email sending address] Email address to send email.
[SMTP password] Log in password for the email box.
[Email title] The title of sending email.
[SMTP Port] Port of SMTP Server, different email server has different port, such
as Gmail email server port as 465, enables SSL.
After setting all parameters, click the [submit] button, the setting will take effect
immediately.
Common email server configurations:
Yahoo Email server:
SMTP Server: smtp.mail.yahoo.com
SMTP User name:username@yahoo.com
SMTP Port: 465
SSL: Enabled
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FTP

Ll

Device Parameters =]
i Wired Settings | Wireless Settings | Listering Port | PPPOE | UPNP(Port automaticaly meps) | Emal  FTP | poNs |

FTPServer [192.168.2.250
FTPPort |21
User [root

Password |

Figure 4-12 FTP parameters setting
FTP services will send the alarm triggered recording file or captured photo via
FTP to certain FTP server.
[FTP server] IP address or HTTP network address of FTP server.
[FTP port] Port of FTP server, default port is 21.
[User] User name of the FTP Server.
[Password] Password of the FTP Server.
After setting all parameters, click the [Submit] button, the setting will take effect
immediately.
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‘DDNS

Device Parameters . =]
i Wired Settings | Wireless Settings | g Port | PPPOE | UPHP(P maps) | Emsi | FP DONS |
Switth 7
Sever [1322.09 -

Figure 4-13 DDNS parameter setting

Dynamic DNS setting, through this setting it can bond device with a fixed domain,
no matter how public network IP varies, it can visit the device via this domain.
User can register a DDNS account on website of 3322.org.

[Switch] Setting open or close DDNS function.

[Server] 3322.0rg or dynDDNS.org selectable.

[DNS] The device domain which is set by user, such as zmodo.3322.org.
[User] The user name which you registered on DDNS server.
[Password] The password which you registered on DDNS server.

After setting all parameters, click the [Submit] button, the setting will take effect
immediately.
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4.2.3 Alarm setting

Device Parameters L=

Figure 4-14 Motion detection setting
[Protection time setting] Set the protection time of motion detection. It can set
detail time period of everyday, up to four time periods. Select the time and click
the [Save] button, then the time period selection will take into force.
[Motion detection switch] Set open or close of motion detection,enable this switch
to edit the motion detection area.

[Motion detection setting] After enable motion detection switch, the setting
interface will appear grid line. User only needs to click the little cube on the image
to set the motion detection area. Right click the little cube to cancel related area
detection.

[Alarm action mode] Set linkage output format after triggered alarm. Sending
email is sending motion detection alarm information via email to user, the detailed
Email parameter see chapter 4.2.2. There will be no Email alert if user didn't set
email parameter previously.

[Sensitivity] The sensitivity of motion detection includes three levels: High, Little
high, Mid, and Low.

[Output delay] Set delay time of alarm linkage, time range is limited between
0~30.

After setting all parameters, click the [submit] button, the setting will take effect
immediately.
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4.2.4 System Information

Device Parameters

Devcetame [ZDISvorMew
wic [ooozosoeoszz
Hardware Verson [V.10.0020120418
SoftwareVerson  [V.10.002012048
deoChamnelrumber [T

Audio Channel number [0
Alarm Access number IU—
Aamostut o
Wether to support the intercom Im—
Wiether to support Local storage INO—

Figure 4-15 Version Information

Device Parameters

Local Configuration | Version SystemTme |

System Time

Date [20120607 |  ime [0:35:47 - ¥

===

Serial Por

Figure 4-16 System time setting
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[Version] Display device name, system version, video/audio channel number,
sensor/alarm input/output, local storage.

[Time Setting Switch] Enable this switch to manually set the system date and
time; disable this switch then the system date and time will be synchronized with
local PC only to check the status and can't be configured to disable this switch.
After setting all parameters, click the [Sync time] button, the setting will take effect
immediately.

4.2.5 Advanced setting
‘User management

Device Parameters L2

N Locad Configuration | User Management | Regular Maintenance | Software Update |

vt

E User li Add
Password Del |
Video Settings
Usertypes  [Root rivicges - Moy
I I
Network Parwn
- UsersList
%) Humber [User [ user Privieges ]
Alun Settings 1 admin ok
H user Root
3 user1 Ordnary User

Advanced Settings

Sarial Port Settings

Figure 4-17 User management interface

Each IP camera can be set up to have up to 15 users. Admin is the system
default super user and cannot be deleted, but the admin password can be
changed. User's authority is as following:

Super-User authority: operate and set all the function and parameter of IP camera
Common user authority: The common user is allowed to view video, adjust their
password and delete their own account. Common users are not granted any
additional authorities.

Note: the default user after leaving factory is admin, the password is 111111.
Both user names and passwords are case sensitive.
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-Periodic maintenance

Device Parameters . L2 ]
Local Configuration | User Management Regular Mantenance | software Update |
e

™ Mon I~ Tues
I~ wed I~ Thues
I Fri I sat

Fatwork Parem

= ¥ sun

Alarm Settings
= P —
System Info
Restore Factory Settngs Reboot Device:

Serial Port Saf

Figure 4-18 Periodic maintenance setting
[Periodic Maintaining] Choose to open periodic maintenance and set
maintenance time, detailed maintenance time on everyday can be configured.
After setting all parameters, click the [submit]
[Restore factory setting] Click this button to recover all the setting of the device
back to factory setting.
[Reboot Device] Click this button to reboot the device.
Note: Periodic maintenance and reboot the device will need to wait for 30
seconds to restore video surveillance.
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-Software update

Device Parameters.

Local Configuration | User Management | Regular Maintenance Software Update | |

Renote Configuration

= s [ L]

(Get fle nformation

y k upgrade succeeded!

Figure 4-19 Software Update

[Update File] Click “.” to browse for the correct update file (application file: REL-
APP, Please not change the file name), click “Update”. During the update, it

will display update information. After update finished, IP Camera will reboot
automatically. Log into the device once again and enter the software update
interface to check whether the system version has been updated.

Note: During updating, please do not disconnect the camera from its power
source or from the internet connection.
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4.2.6 Serial port set up

Device Parameters =
Serial port settings |
el [1 7]
PTZ Parameters
PTZ Protocol Peico_D bt
beast [8 |
Baudate [®00 <]
Parity Bt [N/A =
sepmt [ ]
Speed 31 -
| — '

Serial Port Settings

Figure 4-20 Serial port setting

When IP camera has external RS485 communication or control device (such as
a PTZ controller) the user needs to set the RS 485 parameter according to the
setting of these external devices. The channel, address, speed, protocol, and
bit rate need to be set accordingly. Only all these are set correctly, the external
communication device can be used to control the camera.

[Channel] Select the channel of device.

[PTZ protocol] The communication protocol setting, the user can choose Pelco_D
or Pelco_P. The protocol is the same as that of the PTZ device.

[PTZ speed] Ranging from 1~64

[PTZ address] Ranging from 1~255

[Data Format] The setting of RS485 communication data format includes bite
rate, date position, check digit and stop bit.

After setting all parameters, click the [submit] button, the setting will take effect
immediately.
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5 Appendix

Appendix 1 Specification

VGA Network Camera

Sensor

1/4”CMOS sensor

Pixel

640(H)x 480(V)

Picture procession

Brightness, contrast, saturation, hue

Power

12V DC @ 300 mA

Camera Network interface

RJ45 10/100M

Indicator light

Power indicator light /Status Indicator light

Antenna

Wifi antenna seat

Reset button

Hold pressing the RESET button 5
seconds, the system will clear user’s data
automatically and restore factory setting

Physical parameters Temperature -10-50°C
Humidity 20%-80%
Video compression  |H.264/JPEG
Video Video code 640x480/320x240
Parameters Sub video code 320x240

Frame rate

1~30fps Selectable

-Appendix 2 System default parameter

User name: admin

password: 111111

Wired cable network

IP address:192.168.0.100

Subnet mask:255.255.255.0

Gateway:192.168.0.1

DHCP: Close

Wireless network

IP address:192.168.0.101

Subnet mask 255.255.255.0

Gateway:192.168.0.1 DHCP: Close
Port
Web LPRT:80 Web mapping port:3000

Video LPRT:8000

Video mapping port:3001

Mobile phoneLPRT:9000

Mobile phone mapping poprt:3003

Appendix 3 Apply for DDNS domain service

IP Camera DDNS brief introduction

DDNS dynamic DNS means real-time analysis to a fixed domain and dynamic
public network IP address of IP camera. All internet users can visit this IP camera
through a certain fixed domain, as shown:
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analysis domain
E] N as IP address
===

hY
‘.“ @ /’ DDNS server group

by
‘\. ADSL or other
AN broadband /Update of dynamic IP address

Visit successfully \‘ I,

i

& = I Client-side
L

Network IP camera

IP Camera DDNS Analysis process
If you would like to assign a DDNS service to your IP Camera, please contact product support
for a recommended current DDNS service. Recommended DDNS services will periodically
change as a result of support developments or cost changes. Product support will be happy to
recommend a current DDNS service.
Log in client-side software — Remote configuration — Network parameter —
DDNS setting
Apply for No-IP Domain
The website address of No-IP is: http://www.No-IP.com/
The website interface as following:

T Tome " “Download ~ Services Support Company
- User Login

Managed DNS
No-IP Plus, The cc nagec of 49’ ——

Easy 1o use interf Complete control over your domain,

TTogin~
FREE dynanm update chient 0 hosts/sub domains
dditional Services

“
. e
SignUpt" More Info ‘ '!‘
/i -
ng\mwonrnumin Byl ~Soarch |
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If you have registered in this website, directly input user name and password,
click login enter the website.

If you have not registered, click Create Account, choose Free DNS, enter the
registration interface

Step one Registration:

-IP is Free, Sign up Now!

+ Create Your No-IP Account
W you aiready have an account then you can

i) About You:
First Name:
Last Name:

Email

&p Account Information:

Con

Follow the step one by one, and fill in the required blank, click the "I Accept,
Create my Account” button, then your account has been created, activate your
account in your email box, Now you can enter your account in NO-IP website

Step two: enter your own account, input domain application information

HostsRedirects NS Hosting Domain Registration Mail S5 Certificates Monitoring Backup DNS. RenewlActvate
[o ]
e pr—— @ Your No-IP
-3 for your mail sarver?

You have successhully logged into No-P's member saction. To start using NodP's senices select an icon below or chooss

‘ !-x::;;um an tem from the nanagation above
-Q Need Help? Q e g ﬁa d

wm.mm... By - |

come to your No-IP! Last Login: 201112-14 18:06:07 PDT from IP 115.236.89.138

+ Owna domain name? A Your NoIP nlents
N FIE m Use your own domain name with our DNS system. You o not have any notices a1 TS Bme
5ot o e o o o1 Piona a0 Check s spot o mporant fonnatin regarting you

account such as expining senices and troubls tickts
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After enter your own space, you need to apply for your own free domain, now
click the button Hosts/Redirects, enter into host management.

DNS Hosting Domain Registration  Mail  SSL Certificates

Hosts/Redirects

Choose Add a Host

SSL Certificates  Monitoring Backup NS RenewiActvote

Cusrent Hosts: 0 of 3 Need More Hosts? Enhance Your Account! (TR Roe

@ Hosts &y Domain

3 for your mall server? No Hosts.

g4 Serv onitoeng

Enter the interface of host application:

[ [—
&Add a host

Fill out the following fields to conigure your host Ater you are dons

+ Gwn a domain neme?
JOUT GOMain NAME AGW Of F63d More 1of pricng and

T Need redundancy
ST
[T prm— . S
247 Server Monitoring Host Type:  ® DN Host(4) © ONS Host (Round Re ONS Alas (CNANE ™
and Fallover
ASSIN 10 GIoUm: No Group - @
@

Enable Wikdcard:  Wildcards are a Plus / Enhanced fealure

Hostname: the domain name you are applying

Host Type: please choose DNS Host

IP Address: you're outer net IP

Assign to Group: Group distribution (you can choose default value)

Enable Wildcard: you can choose default value

Other parameters choose default value
Application finished. If the following interface showed up it means application is

successful, as following
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For example, this is the free domain which is just applied successfully: jerry123.

zapto.org.

[PRSCWNSEE  OhSHosty  DomanRegisiaon Mol SSCerticates  Mowionng  BackupDNS  RenowiAcivale
g Manage Hosts

+ Manage Groups Q'”'-' -

* Downioad Cllent

 Unorade o Ennanced
Currenthosts: 1 013 Need More Hosts? Enhance Your Account  ((EIEEIRCRID

T Nood rdundincy

4 tox your mai sever? o PURL Action

@ Hosis By Domain

S ServrMonitceing tapto.ceg
and Faiover

jemy1232308m 019 o o X
[ Addavost ]
2 Nood Help?
R
Step Three: DDNS setting
Device Parameters =2
Local Configuration | Wired Settings | Wireless Settngs | Listening Part | PPPOE | LPNP(Port maps) | Emai | FTP DONS |

~
No-IP.com -
ljerry123.zapto.org

user [jerry123

Password

E|

Adjust the IP address of device, the IP address needs to be LAN IP of the router
which means the network segment when you enter into the internet in ordinary
time.
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Device Parameters. 3 [

Local Configuration | Wired Settngs | wireless Settings | Listening Port | PPPOE | UPNP(Port automatcally maps) | Emal | FTP | DoNs |

Renots Configuration

[
Padr | 92 .18 . 2 . 1
SubnetMask | 255 . 255 . 255 . O
Gateway 192 . 18 . 2 . 1
mac [0zosos0EE
Preferred DNS Addr 8 .8 .8 .8

Atemate DNSAddr | 202 . 96 . 128 . 166

(=

Port mapping setting of D-Link router
Type in the IP address of router in browser, to log in the main interface of router
management.

Ay 1 =
3 LAS G
High-Speed 2.4GHz Wireless Router

[__tome JIWCITUCUIN Tools  Status __Help |

Virnual Se
Virtusl Server is used to allow Internet users access to LAN senvices

© Enabled © Disabled
Hame | T
Private IF 1
Protocol Typs [T6F B
Private Por [
Public Part —
Schedule & Anways
© Fram time [00 5] - [0 5] [AM5] 1o [00 2] - [00 = [A ]
day [Sun =] ta [Sun =]

2 9 O

Virtual Servers List Apply Cancel Help
Name Private I Protacel Schedule

I Virtual Server FTP 0000 TCP 21721 atways ] ]
= Virtual Server HTTE 0000 TCP 80D atways =]
= Vinual Server HTTES 0000 TCP 4834443 atways =]
[ Virtual Sarver NS 6000 UDP 5353 ahiape =
F Virtual Server SMTP 0000 TCP 2525 ahways [t
I Virtual Server POP3 0000 TCP 1104110 atways el
I Witual Serves Telnet 0000 TCP 23723 abways =
= IPSec 0000 UDP 500/500 abways [EL7]
= PPTP o000 TCP 17231723 atways =]
= NotMeoting o000 TCP 17201720 atways =]
= DCs-1000 0000 TCP B0/ED atways =W
© DCs-2000 0000 TCP 80/80 ahways =]
= Dwe-1000 0000 TCR 172001720 ahways =



To reach port forwarding on a D-Link router, first navigate to the advanced tab.
Then, on the left hand side, select virtual server.

Under name, you can just put down DVR

The private IP is the IP address of the DVR

The private and public ports should be set to the same value, which is the port
you're trying to forward.

Be sure to choose always, and hit apply.

Repeat as necessary until all ports are forwarded.

If successfully set DDNS in “network setting” of the IP camera, then you can
visit the IP camera by typing your DDNS domain name into an Internet Explorer
browser.

The statements should be displayed in the user manual:

This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits
are designed to provide reasonable protection against harmful interference
in aresidential installation. This equipment generates, uses and can radiate
radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation.

If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on,

the useris encouraged to try to correct the interference by one or more of the
following measures:

--Reorient or relocate the receiving antenna.

--Increase the separation between the equipment and receiver.

--Connect the equipment into an outlet on a circuit different from that to which
the receiveris connected.

--Consult the dealer or an experienced radio/TV technician for help.

Changes or modifications not expressly approved by the party responsible for
compliance could void the user’s authority to operate the equipment.

31



Your Security - Our Priority



	页 1
	页 2
	页 3
	页 4
	页 5
	页 6
	页 7
	页 8
	页 9
	页 10
	页 11
	页 12
	页 13
	页 14
	页 15
	页 16
	页 17
	页 18
	页 19
	页 20
	页 21
	页 22
	页 23
	页 24
	页 25
	页 26
	页 27
	页 28
	页 29
	页 30
	页 31
	页 32
	页 33
	页 34

