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Foreword

General

This manual introduces the functions and operations of the Face Recognition Access Controller
(hereinafter referred to as the "Access Controller"). Read carefully before using the device, and keep
the manual safe for future reference.

Safety Instructions

The following signal words might appear in the manual.

Signal Words Meaning

Indicates a high potential hazard which, if not avoided, will result in
DANGER death or serious injury.

Indicates a medium or low potential hazard which, if not avoided,
WARNING could result in slight or moderate injury.

Indicates a potential risk which, if not avoided, could result in
A CAUTION property damage, data loss, reductions in performance, or

unpredictable results.

C}“-— TIPS Provides methods to help you solve a problem or save time.

m NOTE Provides additional information as a supplement to the text.

Revision History

Version Revision Content Release Time

V1.0.0 First Release. June 2022

Privacy Protection Notice

As the device user or data controller, you might collect the personal data of others such as their face,
fingerprints, and license plate number. You need to be in compliance with your local privacy
protection laws and regulations to protect the legitimate rights and interests of other people by
implementing measures which include but are not limited: Providing clear and visible identification
to inform people of the existence of the surveillance area and provide required contact information.

About the Manual

e The manual is for reference only. Slight differences might be found between the manual and the
product.

e We are not liable for losses incurred due to operating the product in ways that are not in
compliance with the manual.

e The manual will be updated according to the latest laws and regulations of related jurisdictions.
For detailed information, see the paper user’s manual, use our CD-ROM, scan the QR code or visit
our official website. The manual is for reference only. Slight differences might be found between
the electronic version and the paper version.

e All designs and software are subject to change without prior written notice. Product updates




might result in some differences appearing between the actual product and the manual. Please
contact customer service for the latest program and supplementary documentation.

There might be errors in the print or deviations in the description of the functions, operations
and technical data. If there is any doubt or dispute, we reserve the right of final explanation.
Upgrade the reader software or try other mainstream reader software if the manual (in PDF
format) cannot be opened.

All trademarks, registered trademarks and company names in the manual are properties of their
respective owners.

Please visit our website, contact the supplier or customer service if any problems occur while
using the device.

If there is any uncertainty or controversy, we reserve the right of final explanation.




Important Safeguards and Warnings

This section introduces content covering the proper handling of the Access Controller, hazard
prevention, and prevention of property damage. Read carefully before using the Access Controller,
and comply with the guidelines when using it.

Transportation Requirement

A\

Transport, use and store the Access Controller under allowed humidity and temperature conditions.

Storage Requirement

A\

Store the Access Controller under allowed humidity and temperature conditions.

Installation Requirements

A WARNING

e Do not connect the power adapter to the Access Controller while the adapter is powered on.

e Strictly comply with the local electric safety code and standards. Make sure the ambient voltage
is stable and meets the power supply requirements of the Access Controller.

e Do not connect the Access Controller to two or more kinds of power supplies, to avoid damage
to the Access Controller.

e Improper use of the battery might result in a fire or explosion.

A\

e Personnel working at heights must take all necessary measures to ensure personal safety
including wearing a helmet and safety belts.

Do not place the Access Controller in a place exposed to sunlight or near heat sources.
Keep the Access Controller away from dampness, dust, and soot.

Install the Access Controller on a stable surface to prevent it from falling.

Install the Access Controller in a well-ventilated place, and do not block its ventilation.
Use an adapter or cabinet power supply provided by the manufacturer.

Use the power cords that are recommended for the region and conform to the rated power

specifications.

e The power supply must conform to the requirements of ES1 in IEC 62368-1 standard and be no
higher than PS2. Please note that the power supply requirements are subject to the Access
Controller label.

e The Access Controller is a class | electrical appliance. Make sure that the power supply of the

Access Controller is connected to a power socket with protective earthing.

Operation Requirements

A\

e Check whether the power supply is correct before use.
e Do not unplug the power cord on the side of the Access Controller while the adapter is powered




on.

Operate the Access Controller within the rated range of power input and output.

Use the Access Controller under allowed humidity and temperature conditions.

Do not drop or splash liquid onto the Access Controller, and make sure that there is no object
filled with liquid on the Access Controller to prevent liquid from flowing into it.

Do not disassemble the Access Controller without professional instruction.

This product is professional equipment.
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1 Overview

1.1 Introduction

The access controller is an access control panel that supports unlock through faces, passwords,

fingerprint, cards, QR code, and their combinations. Based on the deep-learning algorithm, it

features faster recognition and higher accuracy. It can work with management platform which meets

various needs of customers.

1.2 Features

The housing is built of PC and ABS material, making it ideal for use indoors.

4.3 inch glass touch screen with a resolution of 480 x 272.

2-MP wide-angle dual-lens camera with IR illumination and DWDR.

Multiple unlock methods including fingerprint, face, IC card and password. You can also combine
them to create your own personal unlock methods.

Supports mask detection.

Supports visitor QR code with DSS Pro Platform.

Recognizes faces 0.3 m to 1.5 m away (0.98 ft-4.92 ft), and detects persons between the height of
1.1 mand 2.0 m (3.61 ft-6.56 ft) when the camera is installed at 1.4 m (4.5 ft).

Supports 3,000 users, 3,000 faces, 3,000 passwords, 5,000 cards, 5,000 fingerprints, 50
administrators, and 300,000 records.

Liveness detection has a face recognition accuracy rate of 99.9% and the 1:N comparison time is
0.2 s per person.

Supports an RS-485 card reader, Wiegand card reader (26, 34, 66), exit button, door status
detector, and a 100 Mbps Ethernet port.

Up to 128 periods can be configured, along with 128 holiday plans, normally open period,
normally closed periods, remote unlock periods, and first user unlock periods.

Offers multiple types of alarms such as duress, tamper, intrusion, unlock timeout, and excessive
use of illegal card.

Supports general users, patrol users, blocklist users, VIP users, guest users, and the other users
Features anti-passback, multiple verification methods, remote unlock, first user unlock, and
supports videos being viewed on the platform.

For improved security and to protect against the device being forcefully opened, security module
expansion is supported.

TCP/IP and Wi-Fi connection, auto registration, P2P registration, and DHCP.

Supports making video calls and using the app to receive alarm notifications, remotely unlock
doors and to perform other tasks.

Supports customization of voice prompts.

Online update and update through USB.

Works while offline, and communicates with the management platform when connected to a
network.

Supports watchdog to protect the system from software and hardware failures.




e Supports SDK.
o Connects to DSS Pro and SmartPSS Lite.

1.3 Application

It is widely used in parks, communities, business centers and factories, and ideal for places such as
office buildings, government buildings, schools and stadiums.

Figure 1-1 Networking

Management

Platform Client

Lock Exit button Card reader




2 Local Operations

2.1 Basic Configuration Procedure

Figure 2-1 Basic configuration procedure

S Network Access

Set admin Configure unlock
e SetIP Add users modes
Set E-mail

Sub-task

2.2 Common Ilcons

Table 2-1 Description of icons

Icon Description

4 Main menu icon.

Confirm icon.

e Turn to the first page of the list.
51 Turn to the last page of the list.
Hor E Turn to the previous page of the list.
Ho B Turn to the next page of the list.
Return to the previous menu.
o) Turned on.

(@ | Turned off.

B Delete

Search

2.3 Standby Screen

You can unlock the door through faces, passwords, and QR code. You can also make calls through

the intercom function.




e If there is no operation in 30 seconds, the Access Controller will go to the standby mode.
e This manual is for reference only. Slight differences might be found between the standby screen

in this manual and the actual device.

Figure 2-2 Homepage

Look at the camera

Table 2-2 Home screen description

No. Name Description

1 Status display Displays status of Wi-Fi, network and USB, and more.

2 Date and time Displays the current date and time.

3 Verification methods Displays available verification methods.
Enter user password or administrator password to

4 Password
unlock the door.

5 OR code Tap the QR code icon and scan QR code to unlock the
door.
When the Access Controller functions as a server, it can
call the VTO and VTH.

6 Intercom When the DSS functions as a server, The Access
Controller can call the VTO, VTS and DSS. Tap the icon,
enter the room number to call the home owner.

2.4 Initialization

For the first-time use or after restoring factory defaults, you need to select a language on Access
Controller, and then set the password and email address for the admin account. You can use the

admin account to log in to the main menu of the Access Controller and the webpage.
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e If you forget the administrator password, send a reset request to your registered e-mail address.
e The password must consist of 8 to 32 non-blank characters and contain at least two types of
characters among upper case, lower case, number, and special character (excluding'"; : &).

2.5 Logging In

Log in to the main menu to configure the Access Controller. Only admin account and administrator
account can enter the main menu of the Access Controller. For the first-time use, use the admin
account to enter the main menu screen and then you can create the other administrator accounts.
e admin account: Can log in to the main menu screen of the Access Controller, but has no door
access permission.
e Administration account: Can log in to the main menu of the Access Controller and has door
access permissions.
Step1  Press and hold the standby screen for 3 seconds.
Step2 select a verification method to enter the main menu.
e Face: Enter the main menu by face recognition.
e Fingerprint: Enter the main menu by using fingerprint.

Fingerprint function is only available for the fingerprint model of Access Controller.
e (Card Punch: Enter the main menu by swiping card.

[

Card Punch function is only available for the card swiping model of Access Controller.
e PWD: Enter the user ID and password of the administrator account.
e admin: Enter the admin password to enter the main menu.

2.6 Network Communication

Configure the network, serial port and Wiegand port to connect the Access Controller to the

network.

[

The serial port and the wiegand port might differ depending on models of Access Controller.

2.6.1 Configuring IP

Set IP address for the Access Controller to connect it to the network. After that, you can log in to the
webpage and the management platform to manage the Access Controller.

Step1  Onthe Main Menu, select Connection > Network > IP Address.

Step2 Configure IP Address.




Figure 2-3 IP address configuration

(— ' IP Address

P Address

Subnet Mask

Gateway [P Address

DHCP

P2P

Table 2-3 IP configuration parameters

Parameter Description

IP Address/Subnet Mask/Gateway The IP address, subnet mask, and gateway IP address
Address must be on the same network segment.

It stands for Dynamic Host Configuration Protocol.

DHCP When DHCP is turned on, the Access Controller will
automatically be assigned with IP address, subnet mask,
and gateway.

P2P (peer-to-peer) technology enables users to manage
P2P devices without applying for DDNS, setting port mapping
or deploying transit server.

2.6.2 Active Register

You can turn on the automatic registration function to access the Access Controller through the
management platform.

A\

The management platform can clear all personnel configurations and initialize the Access Controller.
To avoid data loss, keep the management platform permissions properly.
Step1  On the Main Menu, select Connection > Network > Active Register.




Figure 2-4 Auto register

e | ﬂ‘ Active Register

Server I[P Address

Port 7000

Device D

Enable

Step2  Turn on the automatic registration function and set the parameters.

Table 2-4 Auto registration

Parameter Description
Server Address The IP address of the management platform.
Port The port No. of the management platform.

Enter the device ID (user defined).

[

Device ID When you add the Access Controller to the management
platform, the device ID on the management platform must
conform to the defined device ID on the Access Controller.

Step3  Enable the active register function.

2.6.3 Configuring Wi-Fi

You can connect the Access Controller to the network through Wi-Fi network.

|

Wi-Fi function is only available for certain models of the Access Controller.

A
D

Step1  On the Main Menu, select Connection > Network > WiFi.

Step2  Turnon Wi-Fi.
Step3 Tap [® to search available wireless networks.
Step4  Select a wireless network and enter the password.
If no Wi-Fi is searched, tap SSID to enter the name of Wi-Fi.
Step5 Tap M

2.6.4 Configuring Serial Port

Step1  On the Main Menu, select Connection > Serial Port.
Step2  Selecta port type.




e Select Reader when the Access Controller connects to a card reader.
e Select Controller when the Access Controller functions as a card reader, and the Access
Controller will send data to the Access Controller to control access.
Output Data type:
¢ Card: Outputs data based on card number when users swipe card to unlock door;
outputs data based on user's first card number when they use other unlock
methods.
¢ No.: Outputs data based on the user ID.
e Select Reader (OSDP) when the Access Controller is connected to a card reader based
on OSDP protocol.
e Security Module: When a security module is connected, the exit button, lock will be not
effective.

2.6.5 Configuring Wiegand

The access controller allows for both Wiegand input and Output mode.
Step1  Onthe Main Menu, select Connection > Wiegand.
Step2  Select a Wiegand.
e Select Wiegand Input when you connect an external card reader to the Access
Controller.
o Select Wiegand Output when the Access Controller functions as a card reader, and you
need to connect it to a controller or another access terminal.

Figure 2-5 Wiegand output
<« N Wiegand Cutput

‘Wiegand Cutput Type ‘Wiegand34
Fulse Width 200 us

Pulse Interval 1000 us

Cutput Cata Type Card Mo .

Table 2-5 Description of Wiegand output

Parameter Description

Select a Wiegand format to read card numbers or ID numbers.
e Wiegand26: Reads three bytes or six digits.

Wiegand Output Type
9 putiyp e Wiegand34: Reads four bytes or eight digits.
e Wiegand66: Reads eight bytes or sixteen digits.
Pulse Width Enter the pulse width and pulse interval of Wiegand output.




Parameter Description

Pulse Interval

Select the type of output data.

Output Data Type e User ID: Outputs data based on user ID.

e Card No.: Outputs data based on user's first card number,
and the data format is hexadecimal or decimal.

2.7 User Management

You can add new users, view user/admin list and edit user information.

[

The pictures in this manual are for reference only, and might differ from the actual product.

2.7.1 Adding New Users

Step1  Onthe Main Menu, select User > New User.
Step2  Configure the parameters on the interface.

Figure 2-6 New user (1)
- Mew User

User [

Marme

FP

Figure 2-7 New user (2)
-~ Mew User

Lser Level
Pericd
Holiday Plan

YWalid Crate

User Type




Table 2-6 Description of new user parameters

Parameter

Description

User ID

Enter user IDs. The IDs can be numbers, letters, and their combinations,
and the maximum length of the ID is 32 characters. Each ID is unique.

Name

Enter name with at most 32 characters (including numbers, symbols,
and letters).

FP

Register fingerprints. A user can register up to 3 fingerprints, and you
can set a fingerprint to the duress fingerprint. An alarm will be
triggered when the duress fingerprint is used to unlock the door.

[

Only certain models support fingerprint unlock.

Face

Make sure that your face is centered on the image capturing frame,
and an image of the face will be captured and analyzed automatically.

Card

A user can register five cards at most. Enter your card number or swipe
your card, and then the card information will be read by the access
controller.

You can enable the Duress Card function. An alarm will be triggered if
a duress card is used to unlock the door.

[

Only certain models support card unlock.

PWD

Enter the user password. The maximum length of the password is 8
digits.

User Level

You can select a user level for new users.
e User: Users only have door access permission.

e Admin: Administrators can unlock the door and configure the
access controller.

Period

People can unlock the door only during the defined period.

Holiday Plan

People can unlock the door only during the defined holiday plan.

Valid Date

Set a date on which the access permissions of the person will be
expired.

User Type

e General: General users can unlock the door.

e Blocklist: When users in the blocklist unlock the door, service
personnel will receive a notification.

e Guest: Guests can unlock the door within a defined period or for
certain amount of times. After the defined period expires or the
unlocking times runs out, they cannot unlock the door.

e Patrol: Patrol users will have their attendance tracked, but they
have no unlocking permissions.

e VIP: When VIP unlock the door, service personnel will receive a
notice.

e Others: When they unlock the door, the door will stay unlocked for
5 more seconds.

e Custom User 1/Custom User 2: Same with general users.

Step3 Tap B

10




2.7.2 Viewing User Information

You can view user/admin list and edit user information.
Step1  Onthe Main Menu, select User > User List, or select User > Admin List.
Step2 View all added users and admin accounts.

Figure 2-8 Admin list

(— | ﬁ Admin List Q ﬁi

User ID Name Verify User Type

a
E gn General

2

[B: Unlock through password.
B Unlock through swiping card.
B3 Unlock through face recognition.

Bl Unlock through fingerprint.

Related Operations
On the User screen, you can manage the added users.
e Search for users: Tap [®1 and then enter the username.
e Edit users: Tap the user to edit user information.
e Delete users
o Delete individually: Select a user, and then tap &
¢ Delete in batches:
o Onthe User List screen, tap @ to delete all users.
o Onthe Admin List screen, tap @ to delete all admin users.

2.7.3 Configuring Administrator Password

You can unlock the door by only entering the admin password. Admin password is not limited by
user types. Only one admin password is allowed for one device.
Step1  Onthe Main Menu screen, select User > Administrator PWD.

11



Figure 2-9 Set admin password

(_ ' ﬂ' Administrator PWD

Administrator PWD

Enable

Step2 Tap Administrator PWD, and then enter the administrator password.

Step3 Tap &
Step4  Turn on the administrator function.

2.8 Access Management

You can configure door access parameters, such as unlocking modes, alarm linkage, door schedules.

2.8.1 Configuring Unlock Combinations

Use card, fingerprint, face or password or their combinations to unlock the door.
Unlock modes might differ depending on the actual product.

Step1  Select Access > Unlock Mode > Unlock Mode.

Step2  Select unlocking methods.

[

To cancel your selection, tap the selected method again.

Step3 Tap +And or /Or to configure combinations.
e +And: Verify all the selected unlocking methods to open the door.
e /Or: Verify one of the selected unlocking methods to open the door.

12



Figure 2-10 Element (multiple choice)

= Unlock Mode

Elerment (Multiple Choice]

= )

Card Ace P

Combination

fCr

Result: Card/FP/Face/PWE

Step4 Tap to save changes.

2.8.2 Configuring Alarm

An alarm will be triggered when abnormal access events occur.
Step1  Select Access > Alarm.
Step2  Enable the alarm type.

Figure 2-11 Alarm

< ) ﬁ Alarm

Anti-passhback
Duress
Intrusion

Door Sensor Timeout

Door Sensor On
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Table 2-7 Description of alarm parameters

Parameter Description

Users need to verify their identities both for entry and exit; otherwise an
alarm will be triggered. It helps prevents a card holder from passing an
access card back to another person so they gain entry. When anti-
passback is enabled, the card holder must leave the secured area
through an exit reader before system will grant another entry.

Anti-passback e If a person enters after authorization and exits without
authorization, an alarm will be triggered when they attempt to enter
again, and access is denied at the same time.

e If a person enters without authorization and exits after
authorization, an alarm will be triggered when the they attempt to
enter again, and access is denied at the same time.

An alarm will be triggered when a duress card, duress password or

D . oo
uress duress fingerprint is used to unlock the door.

When door sensor is enabled, an intrusion alarm will be triggered if the

Intrusion .
door is opened abnormally.

A timeout alarm will be triggered if the door remains unlocked longer
Door Sensor Timeout | than the defined door sensor timeout, which ranges from 1 to 9999
seconds.

Intrusion and timeout alarms can be triggered only after door sensor is

Door Sensor On enabled.

2.8.3 Configuring Door Status

Step1  Onthe Main Menu screen, select Access > Door Status.
Step2  Setdoor status.
e NO: The door remains unlocked all the time.
® NC: The door remains locked all the time.
o Normal: If Normal is selected, the door will be unlocked and locked according to your

settings.

2.8.4 Configuring Lock Holding Time

After a person is granted access, the door will remain unlocked for a defined time for them to pass
through.
Step1  Onthe Main Menu, select Access > Lock Holding Time.
Step2  Enter the unlock duration.
Step3 Tap M to save changes.

2.9 Attendance Management

You can turn on the time attendance function, and employee can make their attendance tracked by

14



the Access Controller at the same time when they unlock the door.

Prerequisites
On the main menu screen, tap Attendance, and then turn on the time & attendance function.

Procedure
Step1  Onthe main menu screen, select Attendance > Mode Set.

Figure 2-12 Attendance mode

<« ‘ﬂ' Attendance

Auto/Manual Mode

Auto Mode

Manual Mode

Fixed Mode

Table 2-8 Attendance mode

Parameter Description

After you punch in/out, you can manfully select the attendance
Auto/Manual Mode status or the screen displays the time attendance status
automatically.

The screen displays attendance status automatically after you punch

Auto Mode in/out.

Punch in/out and then tap Attendance status to manfully select the

Manual Mode
ual Mod attendance status.

When you punch in/out, the screen will displays the pre-configured

Fixed Mode attendance status all the time.

Step2 Select an attendance mode.
Step3  Configure the parameters for the attendance mode.

15
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Figure 2-13 Auto Mode/manual mode
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Figure 2-14 Fixed mode
&= ‘ﬂ' Fixed Mode
Check In

Break Cut
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Check Cut
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Table 2-9 Attendance mode parameters

Parameters Description

Check In Punch in when your normal workday starts.

Break Out Punch out when your leave of absence ends.

Break In Punch in when your leave of absence starts.

Check Out Punch out when your normal workday starts.

OT-In Punch-in when your overtime working hours starts.
OT-Out Punch out when your overtime working hours ends.
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2.10 System

2.10.1 Configuring Time

Configure system time, such as date, time, and NTP.
Step1  Onthe Main Menu, select System > Time.
Step2  Configure system time.

Figure 2-15 Time
24=hour System
Date Setting 2022-05-27
Time 16:58:28

Date Format YY-MWM-DD

DST Setting

NTP Check

Time Zone GMT+08:00

Table 2-10 Description of time parameters

Parameter Description
24-hour System The time is displayed in 24-hour format.
Date Setting Set up the date.
Time Set up the time.
Date Format Select a date format.
1. Tap DST Setting
2. Enable DST.
DST Setting 3. Select Date or Week from the DST Type list.
4. Enter start time and end time.
5. tap &

17



Parameter Description

A network time protocol (NTP) server is a machine dedicated as
the time sync server for all client computers. If your computer is
set to sync with a time server on the network, your clock will
show the same time as the server. When the administrator
changes the time (for daylight savings), all client machines on
the network will also update.

1. Tap NTP Check.

2. Turn on the NTP check function and configure parameters.

e Server IP Address: Enter the IP address of the NTP
server, and the Access Controller will automatically sync

NTP Check

time with NTP server.
e Port: Enter the port of the NTP server.
e Interval (min): Enter the time synchronization interval.

Time Zone Select the time zone.

2.10.2 Configuring Face Parameters

Step1  Onthe main menu, select System > Face Parameter.
Step2 Configure the face parameters, and then tap 4.

Figure 2-16 Face parameter (01)
AR Face Parameter
Face Threshold
Max. Angle of Face

Pupillary Cistance

Recognition Timeout (5)

Invalid Frompt Interval (5]

Anti-fake Threshold General
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<) N

EeautyEnable

Mask mode

Figure 2-17 Face parameter (02)

Face Parameter

Mot detect

Mask Recognition Threshold

Multi-face Recognition

Table 2-11 Description of face parameters

Name

Description

Face Threshold

Adjust the face recognition accuracy. Higher threshold means higher
accuracy.

Max. Angle of Face

Set the maximum face pose angle for face detection. Larger value
means larger face angle range. If the face pose angle is out of the
defined range, the face detection box will not appear.

Pupillary Distance

Face images require desired pixels between the eyes (called pupillary
distance) for successful recognition. The default pixel is 45. The pixel
changes according to the face size and the distance between faces
and the lens. If an adult is 1.5 meters away from the lens, the pupillary
distance can be 50 px-70 px.

Recognition Timeout (S)

If a person with access permission has their face successfully
recognized, the Access Controller will prompt face recognition
success. You can enter the prompt interval time.

Invalid Face Prompt
Interval (S)

If a person without access permission attempts to unlock the door
for several times in the defined interval, the Access Controller will
prompt face recognition failure. You can enter the prompt interval
time.

Anti-fake Threshold

Avoid false face recognition by using a photo, video, mask or a
different substitute for an authorized person's face.

e Close: Turns off this function.

e General: Normal level of anti-spoofing detection means higher
door access rate for people with face masks.

e High: Higher level of anti-spoofing detection means higher
accuracy and security.

e Extremely High: Extremely high level of anti-spoofing detection
means extremely high accuracy and security.

BeautyEnable

Beautify captured face images.

19




Name Description

[ ]
Mask mode:

¢ No detect: Mask is not detected during face recognition.

¢ Mask reminder: Mask is detected during face recognition. If
the person is not wearing a mask, the system will remind

Mask Parameters them to wear masks, and access is allowed.

¢ Mask intercept: Mask is detected during face recognition. If a
person is not wearing a mask, the system will remind them to
wear masks, and access is denied.

e Mask Recognition Threshold: Higher threshold means higher
mask detection accuracy.

Supports detecting 4 face images at the same time, and the unlock
Multi-face Recognition combinations mode become invalid. The door is unlocked after any
one of them gain access.

2.10.3 Setting Volume

You can adjust the volume of the speaker and microphone.
Step1  On the Main Menu, select System > Volume.
Step2 Select Beep Volume or Mic Volume, and then tap or [l to adjust the volume.

2.10.4 (Optional) Configuring Fingerprint Parameters

Configure fingerprint detection accuracy. Higher value means that higher threshold of similarity and
higher accuracy.

[

This function is only available on Access Controller that supports fingerprint unlock..
Step1  Onthe Main Menu, select System > FP Parameter.
Step2 Tap [ or B to adjust the value.

2.10.5 Screen Settings

Configure screen off time and logout time.
Step1  Onthe Main Menu, select System > Screen settings.
Step2 Tap Logout Time or Screen Off Timeout, and then tap [l or [ to adjust the time.

2.10.6 Restoring Factory Defaults

Step1  Onthe Main Menu, select System > Restore Factory.
Step2  Restore factory defaults if necessary.
e Restore Factory: Resets all configurations and data.
o Restore Factory (Save user & log): Resets configurations except for user information
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and logs.

2.10.7 Restart the Device

On the Main Menu, select System > Reboot, and the Access Controller will be restarted.

2.10.8 Configuring the Language

Change the language on the Access Controller.
On the Main Menu, select System > Language, select the language for the Access Controller.

2.11 USB Management

You can use a USB to update the Access Controller, and export or import user information through
USB.

[

e Make sure that a USB is inserted to the Access Controller before you export data or update the
system. To avoid failure, do not pull out the USB or perform any operation of the Access
Controller during the process.

e You have to use a USB to export the information from an Access Controller to other devices. Face
images are not allowed to be imported through USB.

2.11.1 Exporting to USB

You can export data from the Access Controller to a USB. The exported data is encrypted and cannot
be edited.

Step1  Onthe Main Menu, select USB > USB Export.

Step2  Select the data type you want to export, and then tap OK.
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Figure 2-18 USB export

SE Export

a =

Face Info Card Cata

Record

2.11.2 Importing From USB

You can import data from USB to the Access Controller.
Step1  Onthe Main Menu, select USB > USB Import.
Step2  Select the data type that you want to export, and then tap OK.

Figure 2-19 USB import

USE Import

& B

Face Info Card Cata

2.11.3 Updating System

Use a USB to update the system of the Access Controller.

Step1  Rename the update file to "update.bin”, put it in the root directory of the USB, and then
insert the USB to the Access Controller.

Step2  On the Main Menu, select USB > USB Update.

Step Tap OK.
The Access Controller will restart when the updating completes.

w N
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2.12 Configuring Features

On the Main Menu screen, select Features.

&

Figure 2-20 Features
‘ﬁ Features

Frivacy setting
Card Mo, Reverse
Coor Sensor

Result Feedback successfFailure

Recognition Shortcut )

Table 2-12 Description of features

Parameter

Description

Private Setting

o PWD Reset Enable: You can enable this function to reset
password. The PWD Reset function is enabled by default.

e HTTPS:
Hypertext Transfer Protocol Secure (HTTPS) is a protocol for
secure communication over a computer network.
When HTTPS is enabled, HTTPS will be used to access CGl
commands; otherwise HTTP will be used.

[

When HTTPS is enabled, the access controller will restart
automatically.

e (CGl: Common Gateway Interface (CGl) offers a standard
protocol for web servers to execute programs similarly to
console applications running on a server that dynamically
generates web pages.

The CG lis enabled by default.

e SSH: Secure Shell (SSH) is a cryptographic network protocol
for operating network services securely over an unsecured
network.

e Capture Photos: Face images will be captured automatically
when people unlock the door. The function is enabled by
default.

e (lear Captured Photos:Delete all automatically captured
photos.
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Parameter Description

When the Access Terminal connects to a third-party device
through Wiegand input, and the card number read by the Access
Terminal is in the reserve order from the actual card number, you
need to turn on the Card No. Reverse function.

Card No. Reverse

NC: When the door opens, the circuit of the door sensor circuit is
closed.

NO: When the door opens, the circuit of the door sensor circuit is
open.

Door Sensor

Intrusion and overtime alarms are triggered only after door
detector is turned on.

e Success/Failure: Only displays success or failure on the
standby screen.

e Only Name: Displays user ID, name and authorization time
after access granted; displays not authorized message and
authorization time after access denied.

e Photo&Name: Displays user's registered face image, user ID,

Result Feedback name and authorization time after access granted; displays

not authorized message and authorization time after access

denied.

e Photos&Name: Displays the captured face image and a
registered face image of a user, user ID, name and
authorization time after access granted; displays not
authorized message and authorization time after access
denied.

Select identity verification methods on the standby screen.

e Password: The icon of the password unlock method is
displayed on the standby screen.

® QR code: The icon of the QR code unlock method is
displayed on the standby screen.

e (all: Theicon of call function is displayed on the standby
screen,

Recognition shortcut e Call Type:

¢ Call Room: Tap the call icon on the standby mode and
enter the room number to make calls.

o Call Management Center: Tap the call icon on the
standby mode, and then call the management center.

¢ Custom call room: Tap the call icon to call the defined
room number. You need to define the number of room
first on the Recognition shortcut screen.

2.13 Unlocking the Door

You can unlock the door through faces, passwords, fingerprint, cards, and more.
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2.13.1 Unlocking by Cards

Place the card at the swiping area to unlock the door.

2.13.2 Unlocking by Face

Verify the identity of an individual by detecting their faces. Make sure that the face is centered on the
face detection frame.

2.13.3 Unlocking by User Password

Enter the user ID and password to unlock the door.

Step1 Tap [ on the standby screen.

Step2 tap PWD Unlock, and then enter the user ID and password.
Step3 Tap Yes.

2.13.4 Unlocking by Administrator Password

Enter only the administrator password to unlock the door. The access controller only allows for one
administrator password. Using administrator password to unlock the door without being subject to
user levels, unlock modes, periods, holiday plans, and anti-passback except for normally closed door.
One device allows for only one admin password.

Prerequisites
The administrator password was configured. For details, see "2.7.3 Configuring
Administrator Password".

1

Administrator password cannot be used to unlock the door status is set to NC.

Procedure
Step1 Tap [Z] on the standby screen.
Step2 Tap Admin PWD, and then enter the admin password.

Step3 Tap &

2.13.5 Unlocking by QR code

Step1  Onthe standby screen, tap .
Step2  Place your QR code in front of the lens.

2.13.6 Unlocking by Fingerprint

Place you finger on the fingerprint scanner. This function is only available on the Access Controller
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that supports fingerprint unlocking.

2.14 Viewing Unlock Logs

View or search door unlocking logs.
On the main menu, tap Record.

2.15 System Information

You can view data capacity and device version.

2.15.1 Viewing Data Capacity

On the Main Menu, select System Info > Data Capacity, you can view storage capacity of each data
type.

2.15.2 Viewing Device Version

On the Main Menu, select System Info > Data Capacity, you can view the device version, such as
serial No., software version and more.
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3 Web Operations

On the webpage, you can also configure and update the Access Controller.

Web configurations differ depending on models of the Access Controller.

3.1 Initialization

Initialize the Access Controller when you log in to the webpage for the first time or after the Access
Controller is restored to the factory defaults.

Prerequisites
Make sure that the computer used to log in to the webpage is on the same LAN as the Access
Controller.
Set a password and an email address before logging in to the webpage for the first time.
Step1 Open a browser, go to the IP address (the default address is 192.168.1.108) of the Access
Controller.

1

We recommend you use the latest version of Chrome or Firefox.
Step2  Set the password and email address according to the screen instructions.

[

e The password must consist of 8 to 32 non-blank characters and contain at least two
types of the following characters: upper case, lower case, numbers, and special
characters (excluding '"; : &). Set a high-security password by following the password
strength prompt.

e Keep the password safe after initialization and change the password regularly to
improve security.

3.2LoggingIn

Step1  Open a browser, enter the IP address of the Access Controller in the address bar, and press
the Enter key.
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Figure 3-1 Login

WEB SERVICE

Usemame:

Password:

Forget Password?

Step2  Enter the user name and password.
[1]

e The default administrator name is admin, and the password is the one you set up
during initialization. We recommend you change the administrator password regularly
to increase security.

e [f you forget the administrator login password, you can click Forget password? For
details, see "3.3 Resetting the Password".

Step3  Click Login.

3.3 Resetting the Password

Reset the password through the linked e-mail when you forget the admin password.
Step1  Onthelogin page, click Forgot password.

Step2 Read the on-screen prompt carefully, and then click OK.

Step3  Scan the QR code, and you will get the security code.
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Figure 3-2 Reset password

Reset Password (1/2)

t
t
t

wn |\ |
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Step 7

Please scan QR i Note:

code:
Please send the scan result to

support_rpwd@

Security code will be sent to your email:

Please input
security code:

e Up to two security codes will be generated when the same QR code is scanned. If the
security code becomes invalid, refresh the QR code and scan again.

e After you scan the QR code, you will receive a security code in your linked e-mail
address. Use the security code within 24 hours after you receive it. Otherwise, it will
become invalid.

e If the wrong security code is entered in a row, the administrator account will be frozen
for 5 minutes.

Enter the security code.

Click Next.

Reset and confirm the new password.

The password should consist of 8 to 32 non-blank characters and contain at least two of
the following types of characters: upper case, lower case, number, and special character
(excluding'"; : &).

Click OK.

3.4 Configuring Door Parameter

Configure the access control parameters.

Step 1
Step 2

Log in to the webpage.
Select Door Parameter.
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Figure 3-3 Door parameter

Door Parameter

Name poort Duress Alarm

State  Nommal - Door Sensor

. Intrusion Alarm
Opening Method  ynlock Mode v b

Overtime Alarm
Combination oy v
Anti-passback Alarm
Element (Multiple » Card & FP & Face Recognition & PWD

Choice)

Hold Time (Sec.) 130 (0.2-600)
Mormally Open Time  pisable

MNormally Close Time  pisable

Timeout (Sec) g0 (1-9999)

Open time with remote  pisaple
verification

Remote Verification

Default

Table 3-1 Description of door parameters

Parameter Description

Name Enter a name of the door.

Set the door status.
e NO: The door remains unlocked all the time.
o NC: The door remains locked all the time.

State
e Normal: If Normal is selected, the door will be unlocked
and locked according to your settings.
e Unlock by Period: Set different unlock methods for
different periods.
Opening Method e Group Combination: The user can unlock the door only

after defined users or user groups grant access.
e Unlock Mode: Set unlock combinations.

After a person is granted access, the door will remain
Hold Time (Sec.) unlocked for a defined time for them to pass through. It
ranges from 0.2 s to 600 s.

Normally Open Time

The door remains open or closed during the defined period.
Normally Close Time

A timeout alarm will be triggered if the door remains

Timeout (Sec) unlocked for longer time than this value.

Set the remote verification door opening period. After users
gain access on the Access Controller, they must also be
granted access from the management platform before the
door unlocks.

Open with remote verification
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Parameter

Description

Duress Alarm

An alarm will be triggered when a duress card or duress
password is used to unlock the door.

Door Sensor

Intrusion and overtime alarms can be triggered only after
Door Sensor is enabled.

Intrusion Alarm

When Door Sensor is enabled, an intrusion alarm will be
triggered if the door is opened abnormally.

Overtime Alarm

A timeout alarm will be triggered if the door remains
unlocked for longer time than the Timeout (Sec).

Anti-passback Alarm

Users need to verify their identities both for entry and exit;
otherwise an alarm will be triggered. It helps prevents a card
holder from passing an access card back to another person so
they gain entry. When anti-passback is enabled, the card
holder must leave the secured area through an exit reader
before system will grant another entry.

e If a person enters after authorization and exits without
authorization, an alarm will be triggered when they
attempt to enter again, and access is denied at the same
time.

e If a person enters without authorization and exits after
authorization, an alarm will be triggered when the they
attempt to enter again, and access is denied at the same
time.

Step3  Configure the opening method.

e Unlock by Period

1. In the Opening Method list, select Unlock by Period, and then click [l

Sunday
+ Enable
« Enable
+ Enable

Enable

Monday

Time Section

Time Section

Time Section

Time Section

Apply to the whole week

Figure 3-4 Time section parameter

Tuesday Wednesday Thursday Friday Saturday

00:00:00

00:00:00

00:00:00

23:59:59 Opening Method Card/Fingerprint/Password/
00:00:59 Opening Method = Card/Fingerprint/Password/
00:00:59 Opening Method = Card/Fingerprint/Password/

Opening Method Card/Fingerprint/Password/

2. Configure the time and the opening method for a time section. You can configure

up to four time sections for a single day.

3. Select Apply to the whole week to copy the defined time to the rest of days.

e Group Combination

1. Inthe Opening Method list, select Group Combination, and then click [l
2. Click Add.
3. Select an unlocking method in the Opening Method list., and enter the number of

valid users.

If the number of valid users is 2, and there are 3 users in the defined user list. Two

users in the list are required to grant access.
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Figure 3-5 Group Combination

Add
Opening Valid User
Method

User List

1. 7849947784 2. 47884954

3. | 4344905|

Add User

4. Inthe User List area, click Add User, enter the user ID of existing users.
[1]

¢ VIP, patrol, and blocklist users cannot be added.
o Valid users in all groups must verify their identities to grant access in the group
order.
5. Click OK.
e Unlock mode
1. Inthe Opening Method list, select Group Combination, and then click [
2. In the Combination list, select Or or And.
¢ And means you must use all the selected methods to open the door.
¢ Or means you can open the door with any of the selected methods.
3. Inthe Element list, select the unlock method.
Step4  Configure other parameters.
Step5 Click OK.

3.5 Intercom Configuration

The Access Controller can function as a door station to realize video intercom function.

3.5.1 Configuring SIP Server

When connected to the same SIP server, all VTOs and VTHSs can call each other. You can use the
Access Controller or other VTOs or the management platform as the SIP server.

[ 1]

When the Access Controller functions as the SIP server, it can connect up to 500 access control
devices and VTHs.

Step1  Select Intercom > SIP Server.

Step2  Selecta server type.
o Use the Access Controller as the SIP server.
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Turn on SIP Server and keep other parameters as default.

Figure 3-6 Use the Access Controller as the SIP server

SIP Server

SIP Server &

Server Type  Exp

IP Address Alternate IP Addr.
Port Alternate Username
Username  gop Alternate Password
Password . = Alternate VTS IP Addr.
SIP Domain v Alternate Server Enable
SIP Server Username

SIP Server Password

Default

e Use another VTO as the SIP server:
1. Do not enable SIP server. Select VTO from the Server Type.
2. Configure the parameters, and then click Save.

Figure 3-7 Use VTO as the SIP server
SIP Server

SIP Server Enable

Server Type
IP Address
Port
Username

Password

SIP Domain

SIP Server Username

SIP Server Password

Default

Table 3-2 SIP server configuration

Parameter Description
IP Address IP address of the platform.
Port ® 5060 by default when VTO work as SIP server.
or
e 5080 by default when the platform works as SIP server.
Username
Leave them as default.
Password
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Parameter

Description

SIP Domain

VDP.

SIP Server Username

SIP Server Password

The login username and password of the SIP server.

e Use the DSS Express or DSS pro as the SIP server.

Do not enable SIP server. Select Express/DSS from the Server Type.

Figure 3-8 Use DSS Express or DSS pro as the SIP server

SIP Server

SIP Server

Server Type

IP Address

Port

Username

Password

SIP Domain

SIP Server Username

SIP Server Password

Enable

Express/DSS

Alternate IP Addr.

Alternate Username

Alternate Password

Alternate VIS IP Addr. goopo

Alternate Server Enable

Default

Table 3-3 SIP server configuration

Parameter Description
IP Address IP address of the platform.
Port ® 5060 by default when VTO work as SIP server.
or
e 5080 by default when the platform works as SIP server.
Username
Leave them as default.
Password
SIP Domain Leave it as default.

SIP Server Username

SIP Server Password

The login username and password of the platform.

Alternate IP Addr.

The alternate server will be used as the SIP server when DSS Express or
DSS pro does not respond. We recommend you configure the alternate
IP address.

[L]

e If you turn on the Alternate Server function, you will set the Access
Controllers the alternate server.

e |f you want another VTO to function as the alternate server, you
need to enter the IP address, username, password of the VTO. Do
not enable Alternate Server in this case.

e We recommend you set the main VTO as the alternate server.

Alternate Username

Alternate Password

Used to log in to the alternate server.
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Parameter Description

Enter the IP address of the alternate VTS. When the management
Alternate VTS IP Addr. | platform does not respond, the alternate VTS will be activated to make
sure VTO, VTH and VTS can still realize video intercom function.

Step3  Click OK.

3.5.2 Configuring Basic Parameters

Configure the basic information of VTO, such as device type and device number.
Step1  Select Talkback > Local.
Step2 Configure the parameters.

e Use the Access Controller as the SIP server.

Figure 3-9 Basic parameter

Local

Device Type | unit Door Station Centre Call No.

VIO No.  g001

Group Call

ransmission Mode

Refresh Default

Table 3-4 Basic parameter description

Parameter Description
Device Type Select Unit Door Station.
VTO No. The number of the VTO, which cannot be configured.
When you turn on the group call function, the VTO calls the main VTH
Group Call . .
and the extensions at the same time.
The default phone number is 888888+VTS No. when the VTO calls the
Centre Call No. VTS. You can check the number of the VTS from the Device screen of
VTS.
Transmission Mode Mode 1 is selected by default.

e Use other VTO as the SIP server.
Figure 3-10 Basic parameter

Local

Device Type | Unit Door Station Centre Call No.

VTO No. 8001

Transmission Mode

Refresh Default

Table 3-5 Basic parameter description

Parameter Description

Device Type Select Unit Door Station.
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Parameter

Description

VTO No.

[

repeated.

The number of the VTO.

e The number must have four digits. The first two digits are 80, and
the last two digits start from 01. Take 8001 for example.
e [f multiple VTOs exist in the one unit, the VTO No. cannot be

Centre Call No.

Keep it as default.

The default phone number for the management center is 888888.

Transmission Mode

Mode 1 is selected by default.

e Use the Platform (DSS Express or DSS Pro) as the SIP Server.

Local

Device Type

Building No.
Unit No.
VTO No.

Transmission Mode

Figure 3-11 Basic parameter

Fence Station

Refresh Default

Centre Call No. gssass

Table 3-6 Basic parameter description

Parameter

Description

Device Type

Select the device type based on the installation position.

Building No.

Select the checkbox and
then enter the number
of the building where
the unit door station is
installed.

Unit No.

Select the checkbox and
then enter the number
of the unit where the
unit door station is
installed.

VTO No.

The number of the unit
door station.

[1]

If multiple VTOs exist in
the one unit, the VTO
No. cannot be repeated.

If building and unit are enabled on DSS, enter
the building number and unit number on the
web page. The building number, unit number
and VTO number must conform to the
configured parameters on DSS.

[

Take room 1001, unit 2, and building 1 as an
example. If building number is enabled on the
DSS and the unit is not enabled, the room
number is "1#1001". If building and unit are
both enabled, the room number is "1#2#1001".
If building is not enabled, and unit is not
enabled either, the room number is "1001". For
details, see the user manual of DSS.

Centre Call No.

default.

The default phone number is 888888 when the VTO calls the VTS. Keep it as

Transmission
Mode

Mode 1 is selected by default.

Step 3

Click Confirm.
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3.5.3 Adding the VTO

When the Access Controller functions as the SIP Server and you have other VTOs, you need to add
other VTOs to the SIP server to make sure they can call each other.

Step1  Onthe webpage of the Access Controller, select Talkback setting > VTO No.

Management.

Step2 Click Add, and then configure the VTO.

Figure 3-12 Add VTO

Rec No.

Register Password

Build No.
Unit No.
IP Address
Usemnmame

Password

Table 3-7 Add VTO configuration

Parameter

Description

Rec No.

The number of the added VTO. You can check the number from the
Device page on the webpage of the VTO.

Registration

Keep it default.

Password
Build No.
Cannot be configured.
Unit No.
IP Address The IP address of the added VTO.
Username The username and password used to log in to the webpage of the added
Password VTO.

Step3 Click OK.

3.5.4 Adding the VTH

When the Access Controller functions as the SIP Server, you can add all VTHs in the same unit to the
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SIP server to make sure they can call each other.

Background Information

[L]

e When there are main VTH and extension, you need to turn on the group call function first and
then add main VTH and extension on the VTH Management page. For how to turn on the group
call function, refer to "3.5.2 Configuring Basic Parameters".

e Extension cannot be added when the main VTHs are not added.

Step1  Onthe home page, select Talkback setting > Room No. Management.

Step2 Addthe VTH.

e Add individually
1. Click Add.
2. Configure parameters, and then click OK.

Figure 3-13 Add individually

First Name
Last Name
Nick Name
Room No.

Register Type

Register Password
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Table 3-8 Room information

Parameter Description

Enter the room number of the VTH.

e The room number consists of 1-5 digits, and must
conform to the configured room number on the VTH.

o When there are main VTH and extensions, the room
number of main VTH ends with -0 and the room number

Room No. . . :
of extension ends with -1, -2 or -3. For example, the main
VTH is 101-0, and the room number of the extension is
101-1,101-2...

e If the group call function is not turned on, room number

in the format of 9901-xx cannot be set.

First Name

Last Name Enter the name of the VTH to help you differentiate VTHs.

Nick Name

Register Type

Keep them as defaults.
Registered Password

e Add in batches
1. Click Batch Add
2. Configure the parameters.

Figure 3-14 Batch add

Unit Layer Amount 5 Room Amount in One Layer

4

First Floor Number 101 Second Floor Number

Table 3-9 Batch add

Parameter Description

Unit Layer Amount The number of floors of the building (ranging from 1-99).
Room Amount in One Layer The number of rooms on each floor, which ranges from 1-99.
First Floor Number The first room on the first floor.

The first room on the second floor, which equals the first
Second Floor Number room on the first floor plus the number of rooms on each
floor.

3.5.5 Adding the VTS

When the Access Controller functions as the SIP Server, you can add VTSs to the SIP server to make
sure they can call each other.
Step1 Onthe Homepage, select Talkback setting > VTS Management.
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Step2  Click Add and set parameters.

Figure 3-15 VTS management

VTS No.

Register Password

IP Address

Step3 Click OK.

3.5.6 Viewing Device Status

When the Access Controller works as the SIP Server, you can view the status of devices that are
connected the SIP server.
On the Homepage, select Talkback setting > Status.

3.5.7 Viewing Call Logs

View all the record of outgoing calls and incoming calls.
On the Homepage, select Talkback setting > Call.

3.6 Configuring Time Sections

Configure time sections and holiday plans, and then you can define when a user has the permissions
to unlock doors.

3.6.1 Configuring Time Sections

You can configure up to 128 groups (from No.0 through No.127) of time section. In each group, you
need to configure door access schedules for a whole week. A user can only unlock the door during
the scheduled time.

Step1 Loginto the webpage.

Step2  Select Time Section > Time Section.

Step3  Click Add.
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No.

Period Config

Sunday

Enable
Enable

Enable

Figure 3-16 Time section parameters

Monday

Time Section:

Time Section:

Time Section:

Time Section:

Tuesday Wednesday  Thursday Friday Saturday

00:00:00 - 23:59:59

Apply to the whole week

wn
—
N

Enter No. and name for the time section.

e No.: Enter a section number It ranges from 0 through 127.

o Name: Enter a name for each time section. You can enter a maximum of 32 characters

(contain number, special characters and English characters).

v N |
—+ |+ |+
N IO [

Click OK.

[92]
—~
co

Configure time sections for each day.
You can configure up to four time sections for a single day.
(Optional) Click Apply to the whole week to copy the configuration to the rest of days.

3.6.2 Configuring Holiday Groups

Set time sections for different holiday groups. You can configure up to 128 holiday groups (from

No.0 through No.127). and up to 16 time sections for a single holiday group. Users can unlock doors

in the defined time sections.

Step1 Loginto the web page.

Step2 Select Time Section > Holiday Group > Config.

Step3 Click Add.

Holiday Name

Figure 3-17 Add a holiday group

Time Section

national day

2022-06-08 2022-06-09

Step4  Set the name and the time for the holiday group.

e Holiday Name: Enter the name of the holiday group. Enter a name for each time
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section. You can enter a maximum of 32 characters (contain numbers, special

characters and English characters).

o Time Section: Select the start time and end time of the holiday.

Step5 Click OK.
[1]

You can add multiple holidays in a holiday group.

Step6  Click OK.

3.6.3 Configuring Holiday Plans

Assign the configured holiday groups to the holiday plan. Users can only unlock the door in the

defined time in the holiday plan.

Step1 Login to the webpage.

Step2  Select Time Section > Holiday Plan Config.

Step3 Click Add.

No.

Holiday Group No.

Holiday Period

"

"

Enable

Enable

Figure 3-18 Add holiday plan

Time Section:

Time Section:

Time Section:

Time Section:

23:59:59

00:00:00

Step4  Enter a number and name for the holiday plan.

e No.: Enter a section number. It ranges from 0 through 127.

e Name: Enter a name for each time section. You can enter a maximum of 32 characters

(contain numbers, special characters and English characters).

Step5 Inthe Holiday Group No. list, select the number of the defined holiday group.

[

Select 255 if you do not want to select a holiday group.

Step6 In the Holiday Period area, configure time sections in the holiday group. You can

configure up to four time sections.

Step7 Click OK.

3.7 Data Capacity

You can see how many users, cards and face images that the Access Controller can store.
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Log in to the webpage and select Data Capacity.

3.8 Configuring Video and Image

Configure video and image parameters, such as stream and brightness.
[1]

We recommend you use the default parameters in this section.

3.8.1 Configuring Video

On the home page, select Video Setting, and then configure the video stream, status, image and

exposure.

e Video Standard: Select NTSC.

e Channel Id: Channel 1 is for configurations of visible light image. Channel 2 is for configurations
of infrared light image.

e Default: Restore to defaults settings.

e Capture: Take a snapshot of the current image.

[

PAL video standard is 25 fps and the NTSC video standard is 30 fps.

3.8.1.1 Configuring Channel 1

Step1 Select Video Setting > Video Setting.
Step2  Select 1 from the Channel No. list.
Step3  Configure the date rate.

Figure 3-19 Date rate
Video Setting

Video Standard
Channel Id

Audio
Collection Enable

» Diti Rate Main Format

Video Format
» Image
Frame Rate 30
» Exposure

Bitrate 2Mbps

Extra Format

Video Format

Capture Frame Rate 30

Bitrate 1024Kbps
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Table 3-11 Date rate description

Parameter

Description

Main Format

Video Format

[

When the Access Controller functions as
the a VTO and connects the VTH, the
acquired stream limit of VTH is 720p.When
resolution is changed to 1080p, the call
and monitor function might be affected.

Frame Rate

The number of frames (or images) per
second. The frame rate range is 1-25 fps.

Bitrate

It indicates the amount of data transmitted
over an internet connection in a given
amount of time. Select a proper bandwidth
based on your network speed.

Sub Stream

Video Format

The sub-stream supports D1, VGA and
QVGA.

Frame Rate

The number of frames (or images) per
second. The frame rate range is 1-25 fps.

Bitrate

It indicates the amount of data transmitted
over an internet connection in a given
amount of time.

Step 4

Video Setting

Configure the image.

Figure 3-20 Image

Video Standard NTSC

Channel Id

Audio
Collection

» Data Rate
» Image

» Bxposure

1

Enable
Brightness
Contrast
Hue

Saturation

SceneMaode

Day/Night
Mode

BackLight Mode

Auto

Colorful

Wide dynamic

Enable
Enable
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Table 3-12 Image description

Parameter

Description

Contrast

Contrast is the difference in the luminance or color that makes an
object distinguishable. The larger the contrast value is, the greater
the color contrast will be.

Hue

Refers to the strength or saturation of a color. It describes the color
intensity, or how pure it is.

Saturation

Color saturation indicates the intensity of color in an image. As the
saturation increases, the appear stronger, for example being more
red or more blue.

[

The saturation value does not change image brightness.

Scene Mode

The image hue is different in different scene mode.
e Close: Scene mode function is turned off.
e Auto: The system automatically adjusts the scene mode based
on the photographic sensitivity.
e Sunny: In this mode, image hue will be reduced.
o Night: In this mode, image hue will be increased.

Day/Night

Day/Night mode affects light compensation in different situations.

e Auto: The system automatically adjusts the day/night mode
based on the photographic sensitivity.

e Colorful: In this mode, images are colorful.

e Black and white: In this mode, images are in black and white.

Backlight Mode

e Close: Backlight compensation is turned off.

e Backlight: Backlight compensation automatically brings more
light to darker areas of an image when bright light shining from
behind obscures it.

o Wide dynamic: The system dims bright areas and compensates
for dark areas to create a balance to improve the overall image
quality.

e Inhibition: Highlight compensation (HLC) is a technology used
in CCTV/IP security cameras to deal with images that are
exposed to lights like headlights or spotlights. The image
sensor of the camera detects strong lights in the video and

reduces exposure in these spots to enhance the overall quality
of the image.

Mirror

When the function is turned on, images will be displayed with the
left and right side reversed.

Flip

When this function is turned on, images can be flipped over.

Step5 Configure the exposure parameters.
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Figure 3-21 Exposure

Video Setting

Video Standard NTSC
Channel Id 1

Audio
Collection Enable v

» Data Rate Anti-flicker Outdoor

Exposure Mode YEE v
» Image

Shutter Customized Rang: v
» Exposure

Shutter 0 ~ 20 (0~3333)ms

Gain 0 ~ 80 (0~100)
Exposure Comp 5o
3D NR Disable

Grade 50

Table 3-13 Exposure parameter description

Parameter Description

Set anti-flicker to reduce flicker and decrease or reduce uneven colors or
exposure.

e 50Hz: When the mains power supply is 50 Hz, the exposure is
automatically adjusted to prevent the appearance of horizontal

Anti-flicker lines.

® 60Hz: When the mains power supply is 60 Hz, the exposure is
automatically adjusted to reduce the appearance of horizontal lines.

e Outdoor: When Outdoor is selected, the exposure mode can be
switched.

You can set the exposure to adjust image brightness.

e Auto: The Access Controller automatically adjusts the brightness of
images.

o Shutter Priority: The Access Terminal will adjust image brightness
according to shutter exposure range. If the image brightness is not
enough and the shutter value has reached its upper or lower limit,
the Access Controller will adjust the gain value automatically for

Exposure Mode ideal brightness level.
e Manual: You can configure gain and shutter value manually to

adjust image brightness.
[L]

¢ When you select Outdoor from the Anti-flicker list, you can
select Shutter Priority as the exposure mode.

¢ Exposure mode might differ depending on different models of
Access Controller.
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Parameter Description
Shutter is a component that allows light to pass for a determined
Shutter period. The higher the shutter speed, the shorter the exposure time, and
the darker the image.
Gain When the gain value range is set, video quality will be improved.
Exposure You can make a photo brighter or darker by adjusting exposure
Compensation compensation value.
3DNR When 3D Noise Reduction (RD) is turned on, video noise can be reduced
to ensure high definition videos.
Grade You can set its grade when this function is turned on.

3.8.1.2 Configuring Channel 2

Step1 Select Video Setting > Video Setting.

Step2 Select 2 from the Channel No..

Step3  Configure the video status.

We recommend you turn on the WDR function when the face is in back-lighting.

Video Setting

Figure 3-22 Image

Video Standard NTSC
Channel Id 2

Audio
Collection Enable

» Image Brightness

Contrast

» Exposure

BackLight Mode Wide dynamic v

Table 3-14 Image description

Parameter Description
. Brightness is the relative lightness or darkness of a particular color.
Brightness . . - .
The larger the value is, the brighter the image will be.
Contrast is the difference in the luminance or color that makes an
Contrast object distinguishable. The larger the contrast value is, the greater
the color contrast will be.
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Parameter

Description

Backlight Mode

e Close: Back-light compensation is turned off.

e Backlight: Black-light compensation automatically brings
more light to darker areas of an image when bright light
shining from behind obscures it.

e Wide dynamic: The system dims bright areas and
compensates for dark areas to ensure to create a balance to
improve the overall image quality.

e Inhibition: Highlight compensation (HLC) is a technology
used in CCTV/IP security cameras to deal with images that are
exposed to lights like headlights or spotlights. The image
sensor of the camera detects strong lights in the video and
reduce exposure in these spots to enhance the overall quality
of the image.

Step4  Configure the exposure parameters.

Video Setting

Figure 3-23 Exposure parameter

Video Standard NTSC
Channel Id 2

Audio
Collection Enable

Anti-flicker
» Image

Exposure Mode
» Exposure
Exposure Comp 50

3D NR Disable

Grade 50

Table 3-15 Exposure parameter description

Parameter

Description

Anti-flicker

Set anti-flicker to reduce flicker and decrease or eliminate uneven
colors or exposure.

e 50Hz: When the mains power supply is 50 Hz, the exposure is
automatically adjusted to prevent the appearance of
horizontal lines.

e 60 Hz: When the mains power supply is 60 Hz, the exposure is
automatically adjusted to reduce the appearance of horizontal
lines.

e Outdoor: When Outdoor is selected, the exposure mode can
be switched.
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Parameter

Description

Exposure Mode

You can set the exposure to adjust image brightness.
e Auto: The Access Controller automatically adjusts the
brightness of images.
o Shutter Priority: The Access Terminal will adjust image

brightness according to shutter exposure range. If the image
brightness is not enough and the shutter value has reached its
upper or lower limit, the Access Controller will adjust the gain

value automatically for ideal brightness level.
e Manual: You can configure gain and shutter value manually
to adjust image brightness.

[

¢ When you select Outdoor from the Anti-flicker list, you
can select Shutter Priority as the exposure mode.

¢ Exposure model might differ depending on different
models of Access Controller.

Shutter is a device that allows light to pass for a determined

Shutter period. The higher the shutter speed, the shorter the exposure
time, and the darker the image.
Gain When the gain value range is set, video quality will be improved.

Exposure Compensation

You can make a photo brighter or darker by adjusting exposure
compensation value.

3DNR When 3D Noise Reduction (RD) is turned on, video noise can be
reduced to ensure high definition videos.
Grade You can set its grade when this function is turned on.
3.8.2 Setting Volume

You can adjust the volume of the speaker.

tep1 Login to the webpage.

v N [
~ |+
w N

Click OK.

w
—
N

Select Video Setting > Volume Setting.
Drag the slider the adjust the volume.

3.9 Configuring Face Detection

You can configure human face related parameters on this interface to increase the accuracy of the

face recognition.

Step1 Login to the webpage.
Step2 Select Face Detect.
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Figure 3-24 Face detect

Face Detect

r\'

T

Target Filter ~ Min Size
Draw Target Remove All

Detect Region Remove All

Step3  Configure the parameters.

Face Recognition Threshold

Max. Angle of Face Recognition
Anti-fake Threshold

Recognition Timeout (S)
Invalid Prompt Interval (S)
Pupillary Distance
Channel Id

Exposure (Face)

Face Target Brightness
Exposure Time (Face)(S) 10
Mask mode  Not detect

SafeHat Enable Enable
Exposure (QR code)

QR Code Brightness
Exposure Time (QR code)(S)

Multi-face Recognition Enable

OK Refresh Default

Table 3-16 Description of face detection parameters

Parameter

Description

Face Threshold

Adjust the face recognition accuracy. Higher threshold
means higher accuracy.

Max. Angle of Face

Set the maximum face pose angle for face detection. Larger
value means larger face angle range. If the face pose angle
is out of the defined range, the face detection box will not
appear.

Anti-fake Threshold

Avoid false face recognition by using a photo, video, mask
or a different substitute for an authorized person's face.

e Close: Turns off this function.

e General: Normal level of anti-spoofing detection means
higher door access rate for people with face masks.

e High: Higher level of anti-spoofing detection means
higher accuracy and security.

e Extremely High: Extremely high level of anti-spoofing
detection means extremely high accuracy and security.

Recognition Timeout (S)

If a person with access permission has their face successfully
recognized, the Access Controller will prompt face
recognition success. You can enter the prompt interval
time.
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Parameter

Description

Invalid Face Prompt Interval (S)

If a person without access permission attempts to unlock
the door for several times in the defined interval, the Access
Controller will prompt face recognition failure. You can
enter the prompt interval time.

Pupillary Distance

Face images require desired pixels between the eyes (called
pupillary distance) for successful recognition. The default
pixel is 45. The pixel changes according to the face size and
the distance between faces and the lens. If an adult is 1.5
meters away from the lens, the pupillary distance can be 50
px-70 px.

Channel Id

1 is for the white light camera and 2 is for the IR light
camera.

Exposure (Face)

After face exposure is enabled, human faces will be clearer
when the Access Controller is installed outdoors.

Face Target Brightness

The default value is 50. Adjust the brightness as needed.

Exposure Time

After a face is detected, the Access Controller will give out
light to illuminate the face, and the Access Controller will
not give out light again until the interval you set has passed.

Mask Mode

e No detect: Mask is not detected during face
recognition.

e Mask reminder: Mask is detected during face
recognition. If the person does not wear a mask, the
system will give them a reminder to wear masks, and
access is allowed.

e Mask intercept: Mask is detected during face
recognition. If a person is not wearing a mask, the
system will give them a reminder to wear masks, and
access is denied.

Exposure (QR code)

QR code Brightness

When the Access Controller is installed outdoors, the QR
code will be clearer based on the defined QR code
brightness when you scan it.

Exposure Time (QR code) (S)

After a QR code is scanned, the Access Controller will give
out light to illuminate the QR code, and the Access
Controller will not give out light again until the defined
exposure time has passed.

Multi-face Recognition

Supports detecting 4 face images at the same time, and the
unlock combinations mode become invalid. The door is
unlocked after any one of them gain access.

Step4 Draw the face detection area.

1. Click Detect Region,

2. Right-click to draw the detection area, and then release the left button of the mouse to

complete drawing.

The face in the defined area will be detected.

Step5 Draw the target size.
1) Click Draw target

2) Right-click to draw the face recognition box to define the minimum size of detected

face.
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Only when the size of the face is larger than the defined size, the face can be detected
by the Access Controller.
Step6  Click OK.

3.10 Configuring Network

3.10.1 Configuring TCP/IP

You need to configure IP address of Access Controller to make sure that it can communicate with
other devices.

Step1  Select Network Setting > TCP/IP.

Step2  Configure parameters.

Figure 3-25 TCP/IP

TCP/IP

IP Version
MAC Address

Mode
IP Address

Subnet Mask

Default Gateway

Preferred DNS Server

Alternate DNS Server

Default

Table 3-17 Description of TCP/IP

Parameter Description
IP Version IPv4
MAC Address MAC address of the Access Controller.

e Static: Manually enter IP address, subnet mask, and gateway.
e DHCP:

It stands for Dynamic Host Configuration Protocol.

Mode
When DHCP is turned on, the Access Controller will
automatically be assigned with IP address, subnet mask, and
gateway.

IP Address If you select static mode, configure the IP address, subnet mask

Subnet Mask and gateway.
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Parameter Description

Default Gateway IP address and gateway must be on the same network segment.

Preferred DNS Set IP address of the preferred DNS server.

Alternate DNS Set IP address of the alternate DNS server.

Step3 Click OK.

3.10.2 Configuring Port

You can limit access to the Access Controller at the same through web, desktop client and phone.
Step1  Select Network Setting > Port.
Step2  Configure port numbers.

Figure 3-26 Configure ports

Max Connection 4000 {(1~1000)

TCP Port 37777 (1025~65535)
HTTP Port  gg (1~65535)
HTTPS Port 443 (1~65535)

RTSP Port 5 (1~65535)

Refresh Default

Except Max Connection and RTSP Port, you need to restart the Access Controller to make
the configurations effective after you change other parameters.

Table 3-18 Description of ports

Parameter Description

You can set the maximum number of clients (such as web,
Max Connection desktop client and phone) that can access the Access
Controller at the same time.

TCP Port Default value is 37777.
Default value is 80. If you want to change the port number,
HTTP Port add the new port number after the IP address when you log
in to the webpage.
HTTPS Port Default value is 443.
RTSP Port Default value is 554.
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Step3 Click OK.

3.10.3 Configuring Automatic Registration

The Access Controller reports its address to the designated server so that you can get access to the
Access Controller through the management platform.

Step1  Onthe home page, select Network Setting > Register.

Step2 Enable the automatic registration function and configure the parameters.
Figure 3-27 Register

Register

Enable

Host IP

Port 7000

Sub-device ID  pope

OK Refresh

Table 3-19 Automatic registration description

Parameter Description
Host IP The IP address or the domain name of the server.
Port

The port of the server used for automatic registration.

Enter the sub-device ID (user defined).

[

When you add the Access Controller to the management platform,
the sub-device ID on the management platform must conform to
the defined sub-device ID on the Access Controller.

Sub-Device ID

Step3  Click Apply.

3.10.4 Configuring Cloud Service

The cloud service provides a NAT penetration service. Users can manage multiple devices through

DMSS. You do not have to apply for dynamic domain name, configuring port mapping or deploying
server.

Procedure

Step1  Onthe home page, select Network Setting > Cloud Service.
Step2 Turnon the cloud service function.
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Figure 3-28 Cloud service

Offline

Refresh

Step3  Click OK.

Related Operations
Download DMSS and sign up, you can scan the QR code through DMSS to add the Access Controller
toit.

3.10.5 Configuring Serial Port

Step1  Onthe home page, select Network Setting > Wiegand serial port setting.
Step2  Selecta port type.
Figure 3-29 Serial port

RS-485 Settings

External Device Reader
Baud Rate 9600

Data Bit 8

Stop Bit 1

Parity

Refresh

o Select Reader when the Access Controller connects to a card reader.
e Select Controller when the Access Controller functions as a card reader, and the Access
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Controller will send data to the Access Controller to control access.
Output Data type:
¢ Card: Outputs data based on card number when users swipe card to unlock door;
outputs data based on user's first card number when they use other unlock
methods.
¢ No.: Outputs data based on the user ID.
o Select Reader (OSDP) when the Access Controller is connected to a card reader based
on OSDP protocol.
e Security Module: When a security module is connected, the exit button, lock will be not
effective.

3.10.6 Configuring Wiegand

The Access Controller allows for both Wiegand input and Output mode.
Step1  Onthe Main Menu, select Connection > Wiegand.
Step2  Select a Wiegand.

Figure 3-30 Wiegand output

Wiegand Wiegand Input

Wiegand Output Type  wiegand34

Pulse Width(us) 200 (20 ~ 200)

Pulse Interval(us) 1000 {200 ~ 5000)

Qutput Data Type No.

Refresh

e Select Wiegand Input when you connect an external card reader to the Access
Controller.

o Select Wiegand Output when the Access Controller functions as a card reader, and you
need to connect it to a controller or another access terminal.

Table 3-20 Description of Wiegand output

Parameter Description

Select a Wiegand format to read card numbers or ID numbers.
e Wiegand26: Reads three bytes or six digits.

Wiegand Output Type X . .
e Wiegand34: Reads four bytes or eight digits.

e Wiegand66: Reads eight bytes or sixteen digits.

Pulse Width

Enter the pulse width and pulse interval of Wiegand output.
Pulse Interval

Select the type of output data.
Output Data Type e No.: Outputs data based on user ID.
e Card No.: Outputs data based on user's first card number.
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3.11 Safety Management

3.11.1 Configuring IP Authority

Step1 Loginto the webpage.
Step2 Click Safety Mgmt. > IP Authority.
Step3  Select a cybersecurity mode from the Type list.
e Network Access: Set allowlist and blocklist to control access to the access controller.
e Prohibit PING: Enable PING prohibited function, and the access controller will not
respond to the Ping request.
e Anti Half Connection: Enable Anti Half Connection function, and the access
controller can still function properly under half connection attack.

3.11.1.1 Network Access

Step1  Select Network Access from the Type list.
Step2  Select the Enable check box.

Figure 3-31 Network access

IP Authority

Type Network Access
Enable v

Mode Block List
Allow List Block List

IP Address MAC Address Modify Delete

Add

Default  Refresh OK

Step3  Select Allow List or Block List.
Step4 Click Add.
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Figure 3-32 Add IP

Type IP Address

IP Version

IPv4

All Ports

Device Start Port

Device End Port

Step5 Configure parameters.

Table 3-21 Description of adding IP parameters

Parameter Description

Type Select the address type from the Type list.

IP Version IPv4 by default.

All Ports Select All Ports check box, and your settings will apply to all
ports.

Device Start Port If you clear All Ports check box, set the device start port and

Device End Port device end port.

Step6 Click Save, and the IP Authority interface is displayed.
Step7 Click OK.

e Click [l to edit the allowlist or blocklist.

e Click [l to delete the allowlist or blocklist

3.11.1.2 Prohibit PING

Step1 Select Prohibit PING from the Type list.
Step2  Select the Enable check box.
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Figure 3-33 Prohibit PING
IP Authority

Type Prohibit PING

Enable v

Default Refresh OK

Step3 Click OK.

3.11.1.3 Anti Half Connection

Step1 Select the Anti Half Connection from the Type list.
Step2  Select the Enable check box.
Step3  Click OK.

3.11.2 Configuring System

Step1 Login to the web interface.
Step2  Select Safety Mgmt. > System Service.
Step3  Enable or disable the system services as needed.

Figure 3-34 System service

System Service

Audio and Video Transmission Encryption
RTSP Over TLS
HTTPS

«

Auth Method Compatible Mode

Password Expires in  Never

Create Server Certificate Download Root Certificate
Details Delete

OK Refresh Default
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Table 3-22 Description of system service

Parameter

Description

SSH

Secure Shell (SSH) is a cryptographic network protocol for operating
network services securely over an unsecured network.

When SSH is enabled, SSH provides cryptographic service for the data
transmission.

PWD Reset Enable

If enabled, you can reset the password. This function is enabled by
default.

cal

Common Gateway Interface (CGlI) offers a standard protocol for web
servers to execute programs similarly to console applications running
on a server that dynamically generates web pages.

When CGl is enabled, CGl commands can be used. The CGl is enabled
by default.

ONVIF

Enable other devices to pull the video stream of the VTO via the ONVIF
protocol.

Audio and Video
Transmission

If this function is enabled, audio and video transmission is automatically
encrypted.

Encryption

If this function is enabled, audio and video transmission is encrypted via
RTSP OverTLS THE RTSP protocol.

Hypertext Transfer Protocol Secure (HTTPS) is a protocol for secure
HTTPS communication over a computer network.

When HTTPS is enabled, HTTPS will be used to access CGI commands;
otherwise HTTP will be used.

Compatible with
TLSv1.1 and earlier
versions

Enable this function if your browser is using TLS V1.1 or earlier versions.

Emergency
Maintenance

Enable it for faults analysis and maintenance.

Auth Method

We recommend you select the security mode .

Step4  Click OK.

3.11.2.1 Creating Server Certificate

Configure HTTPS server to improve your website security with server certificate.

[

o If you use HTTPS for the first time or the IP address of the Access Controller is changed, create a

server certificate and install a root certificate.

e If you use another computer to log in to the webpage of the Access Controller, you need to

download and install the root certificate again on the new computer or copy the root certificate

to theiit.

Step1  Onthe System Service page, click Create Server Certificate.

Step2  Enterinformation and click OK.

The Access Controller will restart.
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Figure 3-35 Create Server Certificate

Create Server Certificate

Region
Province
Location

Cragnization

Oragnization Unit

IP or Domain Mame

3.11.2.2 Downloading Root Certificate

Step1  Onthe System Service page, click Download Root Certificate.
Step2 Double-click the file that you have downloaded, and then click Open.

Figure 3-36 File download

Open File - Security Warning

Do you want to open this file?

Mame: n
ﬁ' Publisher: Unlknown Publisher
Type: Security Certificate

From: = om FEEEE s CTEE B N

Open Cancel

[] Always ask before opening this file

I While files from the Internet can be useful, this file type can potentially
i l'j,l harm your computer. If you do not trust the source, do not open this
i software. What's the risk?

Step3  Click Install Certificate.
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Figure 3-37 Certificate information

s Certificate *

Gereral Details Certification Path

@ﬁ Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Root Certification
Authorities store.

Issued to: 19

Issued by: 3

valid from 3/7/2017 to 3/6/2027

Install Certificate... | | Issuer Statement

Step4  Select Current User or Local Machine, and then click Next.

Figure 3-38 Certificate import wizard (1)

= Certificate Import Wizard

Welcome to the Certificate Import Wizard

This wizard helps you copy certificates, certificate trust lists, and certificate revocation
lists from your disk to a certificate store.

A certificate, which is issued by a certification authority, is a confirmation of your identity
and contains information used to protect data or to establish secure network
connections. A certificate store is the system area where certificates are kept.

Store Location

@ Current User

() Local Machine

To continue, dlick Mext,

Mext Cancel

Step5  Select the appropriate storage location.
1) Select Place all certificates in the following store.
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2) Click Browse to import the certificate to the Trusted Root Certification Authorities
store, and then click Next.

Figure 3-39 Certificate Import Wizard (2)

>
& L¥ Certificate Import Wizard
Certificate Store

Certificate stores are system areas where certificates are kept.
Windows can automatically select a certificate store, or you can specify a location for
the certificate.

(®) Automatically select the certificate store based on the type of certificate

(") Place all certificates in the following store

Certificate store:
Browse...
Mext Cancel
Step6  Click Finish.
Figure 3-40 Certificate import wizard (3)
*

& oF Certificate Import Wizard

Completing the Certificate Import Wizard

The certificate will be imported after you dick Finish,

You have spedfied the following settings:

g et e ek Automatically determined by the wizard
Content Certificate
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3.12 User Management

You can add or delete users, change users' passwords, and enter an email address for resetting the
password when you forget your password.

3.12.1 Adding Users

You can add new users and then they can log in to the webpage of the Access Controller.

Procedure

Step1  Onthe home page, select User Mgmt. > User Mgmt..
Step2 Click Add, and enter the user information.

e The username cannot be the same with existing account. The username consists of up
to 31 characters and only allows for numbers, letters, underscores, midlines, dots, or @.
e The password must consist of 8 to 32 non-blank characters and contain at least two
types of the following characters: Upper case, lower case, numbers, and special
characters (excluding'"; : &).
Set a high-security password by following the password strength prompt.

Figure 3-41 Add user

Username

Password

Low Medium High

Confirm Password

Remark

Step3 Click OK.

[

Only admin account can change password and admin account cannot be deleted.

3.12.2 Adding ONVIF Users

Open Network Video Interface Forum (ONVIF), a global and open industry forum that is established
for the development of a global open standard for the interface of physical IP-based security
products, which allows the compatibility from different manufactures. ONVIF users have their
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identities verified through ONVIF protocol. The default ONVIF user is admin.

Procedure
Step1  Onthe home page, select User Mgmt. > Onvif User.
Step2 Click Add and then configure parameters.

Figure 3-42 Add ONVIF user

Username

Password

Llow Medium High

Confirm Password

Group

Step3 Click OK.

3.12.3 Viewing Online Users

You can view online users who currently log in to the webpage.
On the home page, select Online User.

3.13 Configuring Voice Prompts

Set voice prompts during identity verification.

Step1  Onthe home page, select Audio Custom.

Step2  Select a prompt message from the Type list

Step3  Click Browse to select an audio file, and then click Upload.

3.14 Maintenance

You can regularly restart the Access Controller during the idle time to improve its performance.
Step1 Loginto the webpage.
Step2  Select Maintenance.
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Figure 3-43 Maintenance
Maintenance

Auto Reboot Tuesday 02:00

Reboot Device

OK Refresh

Step3  Set the time, and then click OK.
Step4  (Optional) Click Reboot Device, the Access Controller will restart immediately.

3.15 Configuration Management

When more than one Access Controller need the same configurations, you can configure parameters
for them by importing or exporting configuration files.

3.15.1 Exporting/Importing Configuration Files

You can import or export the configuration file of the Access Controller. When you want to apply the
same configurations to multiple devices, you can import the configuration file to them.

Step1 Login to the webpage.

Step2  Select Config Mgmt. > Config Mgmt..

Figure 3-44 Configuration management

Config Mgmt.

Import configuration file Import configuration

Export configuration

Step3  Export orimport configuration files.
e Export configuration file.
Click Export Configuration to download the file to the local.

IP will not be exported.

e Import configuration file.
1. Click Browse to select the configuration file.
2. Click Import configuration.
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1

Configuration file can only be imported to the device with the same model.

3.15.2 Restoring Factory Defaults

A\

Restoring the Access Controller to default configurations will cause data loss. Please be advised.
Step1  Select Config Mgmt. > Default
Step2  Restore factory defaults if necessary.
e Restore Factory: Resets configurations of the Access Controller and delete all data.
e Restore Factory (Save user & log): Resets configurations of the Access Controller and
deletes all data except for user information and logs.

3.16 Upgrading System
VAN

e Use the correct update file. Make sure you get the correct update file from the technical support.
e Do not disconnect the power supply or network, or restart or shut down the Access Controller
during the update.

3.16.1 File Update

Step1  Onthe home page, select Upgrade.
Step2 Inthe File Upgrade area, click Browse, and then upload the update file.

[

The upgrade file should be a .bin file.
Step3 Click Update.
The Access Controller will restart after update completes.

3.16.2 Online Update

Step1  Onthe home page, select Upgrade.
Step2 Inthe Online Upgrade area, select an update method.
e Select Auto Check, the Access Controller will automatically check whether the its latest
version is available.
e Select Manual Check, and you can immediately check whether the latest version is
available.
Step3  Update the Access Controller when the latest version is available.
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3.17 Viewing Version Information

On the home page, select Version Info, and you can view version information, such as device model,
serial number, hardware version, legal information and more.

3.18 Viewing Logs

View logs such as system logs, admin logs, and unlock records.

3.18.1 System Logs

View and search for system logs.

Step1 Loginto the webpage.

Step2  Select System Log > System Log.

Step3  Select the time range and the log type, and then click Query.
Click Backup to download the system log.

3.18.2 Admin Logs

Search for admin logs by using admin ID.

Step1 Loginto the webpage.

Step2  Select System Log > Admin Log.

Step3  Enter the admin ID, and then click Query.

3.18.3 Unlocking Logs

Search for unlock records and export them.
Step1 Login to the webpage.

Step2  Select System Log > Search Records.
Step3  Select the time range and the log type, and then click Query.
You can click Export Data to download the log.
3.18.4 Alarm Logs

View alarm logs.
On the home page, select System Log > Alarm Log.
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4 Smart PSS Lite Configuration

This section introduces how to manage and configure the Access Controller through Smart PSS Lite.
You can also configure time attendance rules on the platform, such as shifts, modes, schedules and
more. For details, see the user's manual of Smart PSS Lite.

4.1 Installing and Logging In

Install and log in to Smart PSS Lite. For details, see the user manual of Smart PSS Lite.

Step1  Get the software package of the Smart PSS Lite from the technical support, and then install
and run the software according to instructions.

Step2 Initialize Smart PSS Lite when you log in for the first time, including setting password and
security questions.

[

Set the password is for the first-time use, and then set security questions to reset your
password when you forgot it.
Step3  Enter your username and password to log in to Smart PSS Lite.

4.2 Adding Devices

You need to add the Access Controller to Smart PSS Lite. You can add them in batches or

individually.

4.2.1 Adding Individually

You can add Access Controller individually by entering their IP addresses or domain names.
Step1 Loginto Smart PSS Lite.

Step2 Click Device Manager and click Add.

Step3  Enter the device information.
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Figure 4-1 Device information

Device Mame: Method to add:
Access Terminal IP -
IP: Port:
= = 37T
User Mame: Password:
*  admin |' I-l-llllll| |

Add and Continue Add

Table 4-1 Device parameters Description

Parameter Description

Enter a name of the Access Controller. We recommend you

Device Name . o .
name it after its installation area.

Method to add Select IP to add the Access Terminal by entering its IP Address.
IP Enter IP address of the Access Controller.

Port The port number is 37777 by default.

User Name/Password Enter the username and password of the Access Terminal.

Step4 Click Add.
The added Access Controller displays on the Devices page. You can click Add and
Continue to add more Access Controllers.

4.2.2 Adding in Batches

We recommend you use the auto-search function when you add want to Access Controllers in
batches. Make sure the Access Controllers you add must be on the same network segment.
Step1 Loginto Smart PSS Lite.
Step2 Click Device Manager and search for devices.

e Click Auto Search, to search for devices on the same LAN.

e Enter the network segment range, and then click Search.
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Figure 4-2 Auto search

Auto Search X

#) Auto Search Device Segment: 1 - W = s m

@® Modify IP % Initialization Search Device Number: 1
No. IP Device Type MAC Address Port Initialization Status
1 iamx DSsS Ve C 443 " Initialized

EEN EZR

A device list will be displayed.

1

Select a device, and then click Modify IP to modify its IP address.

Select the Access Controller that you want to add to Smart PSS Lite, and then click Add.
Enter the username and the password of the Access Controller.

You can view the added Access Controller on the Devices page.

[

The Access Controller automatically logs in to Smart PSS Lite after being added. Online is

displayed after successful login.

4.3 User Management

Add users, assign cards to them, and configure their access permissions.

4.3.1 Configuring Card Type

Set the card type before you assign cards to users. For example, if the assigned card is an ID card, set

card type to ID card.

Log in to Smart PSS Lite.
Click Access Solution > Personnel Manager > User.
On the Card Issuing Type and then select a card type.

[

Make sure that the card type is same to the actually assigned card; otherwise, the card
number cannot be read.
Click OK.
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4.3.2 Adding Users

4.3.2.1 Adding Individually

You can add users individually.

Step1 Loginto Smart PSS Lite.
Step2 Click Access Solution > Personnel Manger > User > Add.
Step3  Click Basic Info tab, and enter the basic information of the user, and then import the face
image.
Figure 4-3 Add basic information
Basic Info Certification Permission configuration
UserlD: ~ Mext
Name: | *
Department: | Default Company -
User Type: = General -
Valid Time: 2022/8/9 0:00:00
2032/6/9 23:59'59 3654 Days T Hisps ol
Upload Picture
MNumber of use:  Limitless Image Size:0 ~ 100KB
Details
Genderr @ Male O Female ID Type: | ID -
Title: | Mr hd ID No
DOB 1985/3/15 = Company
Tel: Occupation
Email: Entry Time: | 2022/6/8 20:18:31
Mailing Address: Resign Time: | 2031/6/9 20:18:31
Administrator:  @=)
Remark:
=n
Step4  Click the Certification tab to add certification information of the user.

e Configure password: The password must consist of 6-8 digits.

e Configure card: The card number can be read automatically or entered manually. To
read the card number automatically, select a card reader, and then place the card on
the card reader.

1. Onthe Card area, click [l and select Card issuer, and then click OK.
2. Click Add, swipe a card on the card reader.
The card number is displayed.
3. Click OK.
After adding a card, you can set the card to main card or duress card, or replace the
card with a new one, or delete the card.
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e Configure fingerprint.
1. Onthe Fingerprint area, click [l and select Fingerprint Scanner, and then click
OK.
2. Click Add Fingerprint, press your finger on the scanner three times in a row.

Figure 4-4 Add password, card, and fingerprint

Add User x

Step 5
Step 6

Password aAdd @&

Basic Info Certification Permission configuration

For the 2nd-generation access controller, it is the personnel password; otherwise it is card

* password.
Card Add ‘& The card number must be added if not the 2nd generation access controller is used. o]
Fingerprint o
& Add
Fingerprint Mame Operation

Configure permissions for the user. For details, see "4.3.3 Assigning Access Permission".
Click Finish.

4.3.2.2 Adding in Batches

You can add users in batches.

Step 1
Step 2
Step 3

Log in to Smart PSS Lite.
Click Personnel Manger > User > Batch Add.
Select Card issuer from the Device list, and then configure the parameters.
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Figure 4-5 Add users in batches

e =a
Card issuer -

Start No.: Quantity:
1 * 30 |

Department:
Default Company -

Effective Time: Expired Time:
2022/4/1 0:00:00 2032/411 23:59:59

|ssue Card
D Card Mo.

1

10

11

Table 4-2 Add users in batches parameters

Parameter Description

Start No. The user ID starts with the number you defined.
Quantity The number of users you want to add.

Department Select the department that the user belongs to.

Effective Time/Expired Time | The users can unlock the door within the defined period.

K

Step Click Issue.
The card number will be read automatically.

Step5 Click OK.
Step6 Onthe User page, click || to complete user information.

4.3.3 Assigning Access Permission

Create a permission group that is a collection of door access permissions, and then associate users
with the group so that users can unlock corresponding doors.
Step1 Logintothe Smart PSS Lite.
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Step 7
Step 8

Click Access Solution > Personnel Manger > Permission configuration.
Click+ .

Enter the group name, remarks (optional), and select a time template.
Select the access control device.

Click OK.

Figure 4-6 Create a permission group

Add Access Group x

Basic Info

Group Name: Remark:

Permission Group3 1

Time Template: | All Day Time Template v 2

All Device Selected (0) i
| Q
v 1 Default Group
v [Ely 1 3
[E Door 1

Click 2+ of the permission group you added.
Select users to associate them with the permission group.
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Figure 4-7 Add users to a permission group

Add Person >

Permission Group?2

Person list Selected (1) ]
Q D YT Mame
v [m 5L Company(10) 10 10

v & DepartmentB(3)
5

Step9 Click OK.
Users in the permission group can unlock the door after valid identity verification.

4.4 Access Management

4.4.1 Remotely Opening and Closing Door

You can remotely monitor and control door through Smart PSS Lite. For example, you can remotely
open or close the door.

Procedure
Step1  Click Access Solution > Access Manager on the Home page.
Step2 Remotely control the door.
e Select the door, right click and select Open or Close.
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Figure 4-8 Open door

Organizations

Q
v (B % Default Group
v B E
E2 [E Door1,
Cipen
Close
Fename |

e Click B or E toopen or close the door.

Related Operations
e Eventfiltering: Select the event type in the Event Info, and the event list displays the selected

event type, such as alarm events and abnormal events.
e Eventrefresh locking: Click 5 to lock the event list, and then event list will stop refreshing.

Click & to unlock.
e Eventdeleting: Click 1 to clear all events in the event list.

4.4.2 Setting Always Open and Always Close

After setting always open or always close, the door remains open or closed all the time.
Step1 Click Access Solution > Access Manager on the Home page.
Step2 Click Always Open or Always Close to open or close the door.

Figure 4-9 Always open or close

Organizations B Aways .. B]Always €3 Normal
= Q I 1 Door 1
v [ JiDetault Group ._JIH
! )
21" =50 o E
|E] Docr 1

The door will remain open or closed all the time. You can click Normal to restore the
access control to normal status, and then the door will be open or closed based on the

configured verification methods.

4.4.3 Monitoring Door Status

Step1  Click Access Solution > Access Manager on the Home page.

Step2  Select the Access Controller in the device tree, and right click the Access Terminal and then
select Start Real-time Event Monitoring.
Real-time access control events will display in the event list.
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[1]
Click Stop Monitor, real-time access control events will not display.

Figure 4-10 Monitor door status

Crganizalions B Always Close 1 Abways Open i Normal

Event Inlo Al B Alarm Abnormal 8 Nonmad

Evont Canfigusalian
Teng Event Dascnpson |

| [

| 20220408 17:37:36 HifDoor 1 Ooor & lecked

11/ Doar 1 ET3IFC

111/Dgar 1

St Online

Show All Door: Displays all doors controlled by the Access Controller.
Reboot: Restart the Access Controller.
Details: View the device details, such as IP address, model, and status.
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Appendix 1 Important Points of Intercom
Operation

The Access Controller can function as VTO to realize intercom function.

Prerequisites

The intercom function is configured on the Access Controller and VTO.

Procedure
Step1  Onthe standby screen, tap
Step2  Enter the room No, and then tap [
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Appendix 2 Important Points of QR Code

Scanning

e Access Controller (with QR code scanning module): Place the QR code on your phone at a
distance of 3 cm - 5 cm away from the QR code scanning lens. It supports QR code that is larger
than 30 mm X 30 mm -5 cm X 5 cm and less than 100 bytes in size.

QR code detection distance differs depending on the bytes and size of QR code.

Appendix Figure 2-1 QR code scanning

m
2050y
Pk

With QR code

° Without OR code
scanning madule

scanning module
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Appendix 3 Important Points of Fingerprint

Registration Instructions

When you register the fingerprint, pay attention to the following points:

e Make sure that your fingers and the scanner surface are clean and dry.

e Press your finger on the center of the fingerprint scanner.

e Do not put the fingerprint sensor in a place with intense light, high temperature, and high
humidity.

e If your fingerprints are unclear, use other unlocking methods.

Fingers Recommended

Forefingers, middle fingers, and ring fingers are recommended. Thumbs and little fingers cannot be
put at the recording center easily.

Appendix Figure 3-1 Recommended fingers
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How to Press Your Fingerprint on the Scanner
Appendix Figure 3-2 Correct placement

0

Appendix Figure 3-3 Wrong placement
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Appendix 4 Important Points of Face
Registration

Before Registration

e Glasses, hats, and beards might influence face recognition performance.

e Do not cover your eyebrows when wearing hats.

e Do not change your beard style greatly if you use the access controller; otherwise face
recognition might fail.

e Keep your face clean.

o Keep the access controller at least two meters away from light source and at least three meters
away from windows or doors; otherwise backlight and direct sunlight might influence face
recognition performance of the access controller.

During Registration

e You can register faces through the Access Controller or through the platform. For registration
through the platform, see the platform user manual.

e Make your head center on the photo capture frame. The face image will be captured
automatically.

[

e Do not shake your head or body, otherwise the registration might fail.
e Avoid two faces appear in the capture frame at the same time.

Face Position

If your face is not at the appropriate position, face recognition accuracy might be affected.
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Appendix Figure 4-1 Appropriate face position

Good Too Close Too Far
24m
v x X
) B | | |
09m - . -
: - 5 s 5
1 < 1 = 5 -
- - - e
05m-1.2m <05m >1.2m
Too Short Too Tall
X X

>24m

14m
14m

>09m

05m-1.2m 05m-1.2m

Requirements of Faces

o Make sure that the face is clean and forehead is not covered by hair.
Do not wear glasses, hats, heavy beards, or other face ornaments that influence face image

recording.
With eyes open, without facial expressions, and make your face toward the center of camera.

When recording your face or during face recognition, do not keep your face too close to or too

far from the camera.

84



Appendix Figure 4-2 Head position

Good Inclined Profile Down

cL 288

Appendix Figure 4-3 Face distance

Good Too Close Too Far
v

X X

i

e When importing face images through the management platform, make sure that image
resolution is within the range 150 x 300 pixels—600 X 1200 pixels; image pixels are more than 500
X 500 pixels; image size is less than 100 KB, and image name and person ID are the same.

e Make sure that the face takes up more than 1/3 but no more than 2/3 of the whole image area,
and the aspect ratio does not exceed 1:2.
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Appendix 5 Cybersecurity Recommendations

Mandatory actions to be taken for basic device network security:

1.

Use Strong Passwords

Please refer to the following suggestions to set passwords:

o Thelength should not be less than 8 characters.

e Include at least two types of characters; character types include upper and lower case
letters, numbers and symbols.

e Do not contain the account name or the account name in reverse order.

e Do not use continuous characters, such as 123, abg, etc.

o Do not use overlapped characters, such as 111, aaa, etc.

Update Firmware and Client Software in Time

® According to the standard procedure in Tech-industry, we recommend to keep your device
(such as NVR, DVR, IP camera, etc.) firmware up-to-date to ensure the system is equipped
with the latest security patches and fixes. When the device is connected to the public
network, it is recommended to enable the “auto-check for updates” function to obtain
timely information of firmware updates released by the manufacturer.

e We suggest that you download and use the latest version of client software.

"Nice to have" recommendations to improve your device network security:

1.

Physical Protection

We suggest that you perform physical protection to device, especially storage devices. For
example, place the device in a special computer room and cabinet, and implement well-done
access control permission and key management to prevent unauthorized personnel from
carrying out physical contacts such as damaging hardware, unauthorized connection of
removable device (such as USB flash disk, serial port), etc.

Change Passwords Regularly

We suggest that you change passwords regularly to reduce the risk of being guessed or cracked.
Set and Update Passwords Reset Information Timely

The device supports password reset function. Please set up related information for password
reset in time, including the end user's mailbox and password protection questions. If the
information changes, please modify it in time. When setting password protection questions, it is
suggested not to use those that can be easily guessed.

Enable Account Lock

The account lock feature is enabled by default, and we recommend you to keep it on to guarantee
the account security. If an attacker attempts to log in with the wrong password several times, the
corresponding account and the source IP address will be locked.

Change Default HTTP and Other Service Ports

We suggest you to change default HTTP and other service ports into any set of numbers between
1024-65535, reducing the risk of outsiders being able to guess which ports you are using.
Enable HTTPS

We suggest you to enable HTTPS, so that you visit Web service through a secure communication
channel.

MAC Address Binding

We recommend you to bind the IP and MAC address of the gateway to the device, thus reducing
the risk of ARP spoofing.

Assign Accounts and Privileges Reasonably

According to business and management requirements, reasonably add users and assign a
minimum set of permissions to them.

Disable Unnecessary Services and Choose Secure Modes

If not needed, it is recommended to turn off some services such as SNMP, SMTP, UPnP, etc., to
reduce risks.

If necessary, it is highly recommended that you use safe modes, including but not limited to the
following services:
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10.

11.

12.

13.

e  SNMP: Choose SNMP v3, and set up strong encryption passwords and authentication
passwords.

®  SMTP: Choose TLS to access mailbox server.

o  FTP: Choose SFTP, and set up strong passwords.

o AP hotspot: Choose WPA2-PSK encryption mode, and set up strong passwords.

Audio and Video Encrypted Transmission

If your audio and video data contents are very important or sensitive, we recommend that you

use encrypted transmission function, to reduce the risk of audio and video data being stolen

during transmission.

Reminder: encrypted transmission will cause some loss in transmission efficiency.

Secure Auditing

e  Check online users: we suggest that you check online users regularly to see if the device is
logged in without authorization.

o Check device log: By viewing the logs, you can know the IP addresses that were used to log
in to your devices and their key operations.

Network Log

Due to the limited storage capacity of the device, the stored log is limited. If you need to save the

log for a long time, it is recommended that you enable the network log function to ensure that

the critical logs are synchronized to the network log server for tracing.

Construct a Safe Network Environment

In order to better ensure the safety of device and reduce potential cyber risks, we recommend:

e Disable the port mapping function of the router to avoid direct access to the intranet devices
from external network.

e The network should be partitioned and isolated according to the actual network needs. If
there are no communication requirements between two sub networks, it is suggested to use
VLAN, network GAP and other technologies to partition the network, so as to achieve the
network isolation effect.

e  Establish the 802.1x access authentication system to reduce the risk of unauthorized access
to private networks.

e Enable IP/MAC address filtering function to limit the range of hosts allowed to access the
device.
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1.2.51.32.15210-001
. V200
Legal and Regulatory Information

Legal Considerations

Video surveillance can be re?ula(ed by laws that vary from country to country.
Check the laws in your local region before using this product for surveillance
purposes,

Disclaimer

Every care has been taken in the preparation of this document. Please inform
your nearest Dahua office of any inaccuracies or omissions. Dahua Technology
shall not be held responsible for any technical or tydpographlcal errors and
reserves the right to make changes to the product and manuals without prior
notice. Dahua eohnologzl makes no warrang any kind with re%ard to the
matenal contained within this document, including, but not limited to,

rranties of merchantability and fitness for a particular purpose. Dahua
Technology shall not be liable or responsible for incidental or consequential
damages in connection with the furnishing, performance or use of this material.
This product is only to be used for its intended purpose.

Intellectual Property Rights

Dahua Technol retains all intellectual property rights relating to technolo;
embodied in lheogrodum described in this dgcu?neg - g i

Equipment Modifications

This equipment must be installed and used in strict accordance with the
instructions gbven in the user documentation. This equipment contains no
user-serviceable components. Unauthorized equipment changes or modifications
will invalidate all appllcable regulatory certifications and approvals.

Trademark Acknowledgments

i e mcv' IMOLE 5 registered trademarks or
trademark appllcatlons of Dahua Technology in various jurisdictions. All other
company names and products are trademarks or registered trademarks of their
respective companies.

Regulatory Information

European Directives Compliance

C E This product complies with the applicable CE marking directives and
standards:.

« Low Voltage (LVD) Directive 2014/35/EU.
« Electromagnetic Compatibility (EMC) Directive 2014/30/EU.

01

Privacy Protection Notice

As the device user or data controller, you might collect personal data of others
such as face, fingerprints, car plate number, Email address, phone number,

and so on. You need to be in compliance with the local privacy protection laws
and regulations to protect the legitimate ri and interests of other people by
implementing measures, |nc|ud|ng but not limited to: providing clear and visible
identification” to inform data subject the existence of surveillance area and
providing related contact.

About the Manual

« The manual is for reference only. If there is |nocns|stency between the manual
and the actual ?mduct the actual product shall pre
Yr\IIe are no( liable for any loss caused by the cperatlons thatdo not comply with
e manual.
The manual would be updated according to the latest Iaws and regulations of
related jurisdictions. For detailed information, refer to ?aper manual,
M, QR code or our official website. If there is |ncons|s ency between
paper manual and the electronic version, the electronic version shall prevail
All'the designs and software are subject o change without prior written notice.
The product updates might cause some differences between the actual
produci and the manual. Please contact the customer service for the latest
gram and supplementary documenta(lon
here still lata, and operations
de: scn?non or errors in print. If there is any doubt or d|spu(s we reserve the
[ljghl final explanation.
pgrade the reader software or try o(her mainstream reader software if the
manual (in PDF format) cannot be open
All trademarks, registered trademarks and the company names in the manual
are the properties of their respective owners.
Please visit our website, contact the supplier or customer service if there is
problem occurring when using the device.
If here is any uncertainty or controversy, we reserve the right of final
explanation.

.

.

Support

Should you require any technical assistance, please contact your Dahua
distributor. If your questions cannot be answered immediately, your distributor will
forward your queries through the a['.:proprlats channels to ensure a rapid response.
If you are connected to the Intemet, you can:

Download user documentation and soﬂware updates.

« Search by product, category, or phra:

Report problems to Dahua support slaff by logging in to your private support

Chal with Dahua sl#)porl staff.
Visit Dahua Support at www. dahuasecunﬂcom/sugport

Contact Information

ZHEJIANG DAHUA VISION TECHNOLOGY CO., LTD
Address: No.1199, Bin'an Road, Binjiang District, Hangzhou, P.R. China

05

Signalord Beskrivelse

FiN FARE
&\ Angiver middel eller lav risiko, som, hvis den ikke undgas,
ADVARSEL | kan medfgre lettere til moderat personskade.

Angiver hgj risiko, som, hvis den ke undgas, kan medfere
ded eller alvorlig personskade

resultere i skade pa ejendom, tab af data, reduceret ydelse

! Angiver mulig risiko, som hvis den ikke undgas, kan
EoRSICHIC eller uforudsigelige resultater.

« Restrictions of Hazardous Substances (RoHS) Directive 2011/65/EU and
its amending Directive (EU) 2015/863.

A copy of lhe original declaration of conformity may be obtained from Dahua
Technology.

The most up to date copy of the signed EU Declaration of Conformity (DoC) can
be from: www.dat i t/notice/

CE-Electromagnetic Compatibility (EMC)
This digital equipment is compliant with Class B according to EN 55032;

CE-Safety

This product complies with [EC/EN/UL 60950-1 or IEC/EN/UL 62368-1, Safety of
Information Technology Equipment.

Declaration of Conformity CE
(Only for the product has RF function)

Hereby, Dahua Technology declares that the radio eﬁulpment is compliant with
Radio Equipment Directive (RED) 2014/53/EU. The full text of the EU declaration
of conformity is available at the following internet address;
www.dahuasecurity.com/support/notice/

USA Regulatory Compliance
FCC

This device compi\es with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference.

(2) This device must accept any interference received, including interference that
may cause undesired operation.

Attention that changes or modification not expressly aﬁpmved by the party
responslblts for compliance could void the user’s “authority to operate the
equipmen

Note: This product has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed
o provide reasonable protection against harmful interference in a residential
installation. This ﬁ)roduct generates, uses, and can radiate radio frequency energy
and, if not installed and used in accordance with the |nstrucl|ons may cause
harmful interference to radio communications. Juarantee
that interference will not occur in a particular installation. If thls ro uc1 does
cause harmful interference to radio or telewslon reception, be
determined by turning the equipment off and o user is encuuraged to try to
correct the inferference by one or more of the followlng measures:

« Reorient or relocate the receiving antenna.
« Increase the separation between the equipment and receiver.

« Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

o Consult the dealer or an experienced radio/TV technician for help.
SDOC  Statement can be downloaded from:

FCC
https://u:
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Postcode: 310053

Tel: +86-571-87688883

Fax: +86-571-87688815

Email: overseas@dahuatech.com
Website: www.dahuasecurity.com

English

Important Safeguards and Warnings

This Chapter describes the contents covering pmper handling of the device,
hazard prevention, and prevention of pvoperl¥1 lamage. Read these contents
carefully before using the device, comply with them when using, and keep it well
for future reference.

Safety Instructions

The 1olllowing categorized signal words with defined meaning might appear in the
manua

Signal Words Meaning

@ Indicates a high polentlﬂl hazard which, if not avoided,
OANGER will result in death or serious injury.
@ Indicates a medium or low potential hazard which, if not
JAFPING | avoided, could result in slight or injury.
Indicates a potential risk which, if not avoided, could
Z:! result in property damage, data loss, lower
CAUTON performance, or unpredictable result.

=2 e ;rgv‘lg:es methods to help you solve a problem or save

m Provides additional information as the emphasis and
ne o the text.

Safety Requirement

« Abide by local electrical safety standards to ensure that the voltage is stable
and complies with the power supply requirement of the device.

o Transport, use, and store the device under the allowed humidity and
temperature conditions. Refer to the corr technical
device for specific working temperature and | humldlly

« Do not place the device in a location exposed to dampness, dust, extreme hot
or cold, strong electronic radiation, or unstable lighting condtions.

« Do not install the device in a place near the heat source, such as radiator,
heater, fumace, or other heat generating device to avoid fire.

. Prevant Ilquld from flowing into the device to avoid damge to internal

mponent
. Ins!all the device horizontally or install on the stable place to prevent it from

falling.
. Ins(all the device in a well-ventilated place, and do not block the ventilation of
the device.
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Térkeitd varotoimenpiteitd ja varoituksia
Tassa luvussa kuvataan laitteen asianmukainen kasittely,
omalsuusvahmko;en estaminen. Lue tama sisaltd huolellisesti_ennen laitteen
{(ﬁyﬂ% 1?1 ja noudata naita ohjeita, kun kaytat laitetta. Sailytd ohjeet tulevia
arpeita varten.

Turvallisuusohje

vaarojen torjunta ja

Indeholder forslag, som hjzelper dig med at Izse et problem

TIPS eller sparer tid.
Indeholder yderligere oplysninger, som understreger og
BEMARK supplerer teksten.
Sikkerhedskrav

Falg lokale standarderfor elsikkerhed for at sikre, at spaendingen er stabil og i
med p krav til stremforsyning.

. Transportev. brug og upbevar produktet i henhold tll de tiladte klimatiske

forhold (ter og Se tekniske

for specifik temperatur og Imﬁ'ug!lghed ved drift.

Placér ikke produktet et sted med fugt, stav, steerk varme eller kulde, staerk

elektronisk udstraling eller ustabile lysforhold.

Installér ikke produktet i nserheden af en varmekilde, sdsom en radiator, et

varmeapparat, et centralfyr eller andre varmeafgivende enheder, for at undga

ildebrand.

Undga, at vaeske lgber ind i produktet og dermed forarsager skade pa de

indvendige komponenter.

;:séaller produktet vandret eller installér det et stabilt sted for at undga, at det

Installér produk(et et sted med god udluftning, og blokér ikke produktets

ventilationsabninger.

Adskil ikke produktet.

Undga steerkt tryk, kraftige vibrationer og gennembladning under transport,

opbevanng og installation. Produktet skal veere fuldt emballeret under

transpot

e Brug fabrlksemballagen eller tilsvarende til transporten.

Batteri

Lav batterispeending pavirker driften af realtidsuret og far uret til at nulstille, hver
gang produktet teendes. Der vlses en logbesked i produktets serverrapport, nar

atteriet skal udskiftes. Se konfigurationssiderne til produktet, eller” kontakt
Dahuas supportteam for at fa flere oplysninger om serverrapporten.

.

.o

&\ ADVARSEL

Der er risiko for eks losion, hvis batteriet udskiftes forkert

Udskift kun med et tilsvarende batteri eller et batferi, der anbefales af Dahua.
Bortskaf bmgle banener i overensstemmelse med lokale bestemmelser eller
batteriproducentens anvisninger.
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CnasgaliTe MeCTHUTEe CTaHAapTU 3a eneKkTpuyecka GaaonacHocT 3a J:la

.

ocurypute Har
3axpaHsaHe Ha ycrpoucrsow

. #iTe  yCTPOWCTBOTO  Npu
yKkasaHuTe ycnoaum Ha ana»(uocr v| Temneparypa. Hanpasete cnpaska B
CLOTBETHATE Té Ha ycTp! 3a KOHKpeTHaTa
paGoTHa TemnepaTypa u anaxHocT.

o He Ha MSCTO, Ha Bnara, npax, MHOrO

BACOKA WIM HACKA TEMNEPATYPA, CLC CHTHO EMEKTPOHHO MANLUBAHE Wi Ha
MSCTO C npameunvlao QCEBTHBHME

e He ycTp 6rm3o oo Ha TONMMHa, kaTto paavarop,
HarpesaTer, new Uiu ApYro YCTPOMCTBO 3a feHepupaHe Ha TonnuHa, 3a fa
u3berHeTe noxap.

« He ponyckaiiTe B yCTPOWCTBOTO Aa NONaaHe TEYHOCT, 3a ia He Ce NoBpensT
BbTPELHUTE KOMNOHEHTH.

e MoHTupaiite ycTpoi
MSICTO, 3a ia He nagHe.

o MoHTupaiiTe yCTpOCTBOTO Ha AoGpe NPOBETPUBO MSICTO U He Griokupaiite
BEHTUNALMSTA Ha YCTPOMCTBOTO.

o He paar

Vabsreaiite cUnHO Haroaapaaue BMOPaLMM M HAMOKPsHE NO Bpeme Ha

TpaHCNopTUpaHe, CbXpaHeH e 1 MoHTax. pu TpaHcnopTUpaHe criesa Aa ce

0onakoBa HanbrHo.

WnmM ro nocTas Ha cTabunHo

. e 3a TP pTUP abpt a unu nofo6Ha.
BaTepusa

Huckara BIusie Ha p Ha B peanHo

Bpeme (RTC), koem Boﬂu RO HynMp: npu BCSKO . Korato 6arepl

TpsiGBa Aa Obaie CMeHeHa, B OTYETA Ha CbPBbPa HAa NPOAYKTA LWE Ce NOKaME
choblieHre. 3a noeeye MHAOPMALWs OTHOCHO OT4YETa Ha CbpBbPa BUXKTE
CTpaHuULTe 33 HACTPOKa Ha NPOJIYKTa UMM Ce CBbPXETE C exuna Ha Dahua

fh HPEJIYUPEXKIEHUE

* Axo e Henp: nma puck ot

« CMexsifTe CaMo CbC ChLLATa MNW BaTepwsi, npenopbyaka ot Dahua.

e WaxebpnsaiiTe wu3nonaeaHute 6GaTepuu B CbOTBETCTBME C MECTHUTE
wn e Ha ensi Ha

Romaénesc

Masuri de siguranta si Atentionari
Acest capitol descrie indicatiile de utilizare corecta a Dispoaitivului , prevenirea
Bencdulul si prevenirea distrugerii proprietatil.Cititi aceste randuri inaintea folosirii
ispozitivului
Instructiuni de siguranta
Urmatoarele semne categorizate potaparea in Ghid,

Signal Words Meaning

APERICOL

Indica un risc potential ridicat care, dacé nu este
evitat, va duce la deces sau vatamari grave.

luokitellut huomi kuvatulla i a esiintyd
__CDpaassa
limaisee suuren potentiaalisen vaaran, joka johtaa
A anra tai loukkaantumiseen, jos sité ei

vélteta.

limaisee i en tai pienen lisen vaaran, joka
{Es saattaa johtaa lievéan tai kohtalaiseen loukkaantumiseen,
ALLTI jos sita ei valteta.

limaisee mahdollisen vaarallisen tilanteen, joka saattaa
1 johtaa  omaisuusvahinkoon,  tietojen  menetykseen,
HUOMIO i il i tai iin tuloksiin,

t
jos sita ei valteta.
Tarjoavat apua ongelmien ratkaisemiseen tai saastavat
akaa.

FAVINKIT

HUOMAUTUS | Tarjoaa lisétietoa, joka korostaa tai taydentaa tekstia.

Turvallisuusvaatimus

« Noudata paikallisia séhkéturvallisuusstandardej et{a varmlstaaksesl, etta jannite
on vakaa ja vastaa laitteen virtalahteelle asetettuja vaatimuksia.
. Kul jeta, k,a yta ja sailyta laitetta sallituissa kosteus- j: 1Ia lampotilaolosuhteissa.
o laitteen emylnen kayttolampétilaja -kosteus laitteen vastaavista
kkmslsla(ledols a.
la sumta laitetta pankkaar\. 5 ssa se altistuu kosteudelle pélxlle enltam
maile tal kyimalle lampotil
valalstusolosu iteille.
= Ala asenna laitetta lahelle |4 f
uunia tai muuta lampaa tuottavaa laitetta, tullpalon valttamiseksi.

» Valta nestee laitteen sisélle
vahlngomumlsen estamiseksi.

« Asenna tai asenna se estaaksesi sen
kaalurmsen

= Asenna laite hyvin ilmastoituun paikkaan &l&ka peit4 laitteen tuuletusaukkoja.
« Ala pura laitetta omavaltaisesti.
= Vilta kovaa rasitusta, voimakasta tarinaa ja kosteutta kuljetuksen, séilytyksen
{2 asennuksen aikana. Kuljstus vaati taydellisen pakkaamisen
ayta tehtaan tai

Paristo

Alhainen pariston t RTC:n) toimi nollaten
sen jokaisella kaynnlstyskerralla Loklvles(l ilmestyy tuotteen palvelinraporttiin,
kun ~ paristo on vaihdettava. Lisdtietoa palvefinraportista saat tuotteen
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Signal Words Meaning

&. AVERTIZARE
&ATENTIE

SFATURI

Indica un pericol potential mediu sau scézut care,
daca nu este evitat, poate duce la rani ugoare sau

Indica un risc potential care, dacé nu este evitat,
ar putea duce la daune materiale, pierderi de
date, performante mai scdzute sau rezultate
imprevizibile.

Oferéa metode care sé va ajute sa rezolvati o
problema sau sa economisiti timp.

Ofera informatii suplimentare ca accent si
[HINOTA supliment la text.

Cerinte de siguranta

« Respectati standardele Iocale de siguranta electricd pentru a vé asigura ca
tensmnea este stabila si respect cerintele de alimentare ale dispozitivului.

« Transportati, utilizati i dspozntagl dispozitivul sub conditile de umiditate si
temperaturd admise. Consultati” specificatiile tehmced o&larespunzéware ale

e
o Nu asezafi drsepozltlvul ntr-o Iogatle expusa la umezeald, dpmf extrem de
caltdaéb isau rece, de radiaii electronice puternice sau de conditii de iluminare
instabile.
« Nu instalati dlsrozmvul intr-un loc in apropierea sursei de caldurd, cum ar fi
radlatorul incélzitorul, cuptorul sau alt dispozitiv generator de caldurs, pentru
incendiul.
. ? mpiedicafi curg"et;erfna lichidului in dispozitiv pentru a evita deteriorarea

o Instalati dISJJOZIﬂVul in pozme orizontald sau instalati-1 pe un loc stabil pentru a
reveni ca stuia.
. nsmla i aparatul intr-un loc blne ventilat $i nu blocati ventilatia

RF exposure warning
(Only for the product has RF communication function)

This equipment must be installed and operated in accordance with provided
instructions and the antenna(s2 used for this transmitter must be installed to
provide a separation distance of at least 20 cm from all persons and must not be
co-located or operating in conjunction with any other antenna or transmitter.
End-users and installers must be provided with ‘antenna installation instructions
and transmitter operating conditions for satisfying RF exposure compliance.

This equipment should be installed and operated with a minimum distance 20cm
between the radiator and your body.

Canada Regulatory Compliance

ICES-003

This Class B digital apparatus complies with Canadian ICES-003.

Cet appareil numérique de la classe B est conforme a la norme NMB-003 du

Thls device complies with Industry Canada licence-exempt RSS standard(s)
Operation is subject to the following two conditions:

(1) This device may not cause interference, and

(2) This device must accept any interference, including interference that may
cause undesired operation of the device.

Le présent appareil est conforme aux CNR d'Industrie Canada applicables aux
appareils radioexempts de licence. L'exploitation est autorisée aux deux
conditions suivantes:

(1) l'appareil ne doit pas produire de brouillage, et

(ZA I'utilisateur de I'appareil doit accspter tout broullla?e radioélectrique subi,
me si le brouillage est p

RF exposure warning
(Only for the product has RF communication function)

This equipment should be |nsta||ed and operated with a minimum distance 20cm
between the radiator and your bod:

Cet équipement doit étre installé et ullllse a une distance minimale de 20 cm entre
le radiateur et votre corps.

Under Industry Canada regulations, this radio transmitter may only operate using
an antenna of a type and maximum (or lesser) gain approved for the transmitter
by Industry Canada. To reduce potential radio interference to other users, the
antenna type and its gain should be so chosen that the equivalent isotropically
radiated power (eir.p.) is not more than that necessary for successful
communication.

Conformément a la réglementation d'Industrie Canada, le présent émetteur radio
peut fonctionner avec une antenne d'un type et dun gain maximal (ou inférieur)
approuvé pour |'émetteur par Industrie Canada. Dans le but de réduire les risques
de brouillage radioélectrique & lintention des autres utilisateurs, il faut choisir le
type d'antenne et son gain de sorte que la puissance isotrope rayonnée
équivalente (p.i.r.e.) ne dépasse pas lintensité nécessaire a I'établissement d'une
communication satisfaisante.
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« Do notdisassemble the device arbitrarily.

Avoid heavy stress, violent vibration, and soaking during during transportation,
storage, and installation. Complete package is necessary during the
transportation.

« Use the factory package or the equivalent for transportation.

.

Battery

Low batte power affects the operation of the RTC, causing it to reset at every
power-up.. When the battery needs replacing, a log message will appear in the
product’s server report. For more information about the server report, see the
product’s setup pages or contact Dahua support.

WARMNING
« Risk of explosion if the battery is incorrectly replaced
« Replace only with an identical battery or a battery which is recommended by
Dahua.
« Dispose of used batteries according to local regulations or the battery
manufacturer's instructions,

Polski

Wazne srodki ostroznosci i ostrzezenia
Nlnle!’szy rozdziat opisuje Sci ia, sposoby
zapa iegania zagrozeniom, a takze sposoby zapobneganlﬂ uszkodzemu mienia.

Przed rozpoczeciem korzystania z urzadzenia zapoznaj si¢ doktadnie z tymi
informacjami i zachowaj je na przyszlos¢ do celéw referencyjnych.
Instrukcje dot. bezpieczeristwa

W podrgczniku mogg pojawi¢ sig nastepujgce symbole. Ich znaczenie wyjasnia
ponizsza tabela.

Symbol Znaczenie

Oznacza Ine zagrozenie wysoki stopnia,
As ktérego nieuniknigcie moze skutkowa¢ powaznymi
ZAGROZENIE urazami lub $miercig.

Oznacza potencjalne zagrozenie $redniego Iub

‘ niskiego stopnia, ktérego nieuniknigcie moze
OSTRZEZENIE skutkowa¢ pomniejszymi lub $rednimi urazami.
A UWAGA

Oznacza potencjalne zagrozenie, ktérego
nieuniknigcie moze skutkowac zniszczeniem mienia,
ulrata danych spadklem wydajnosci lub mie¢ inne

niepr
Oznacza na
WSKAZOWKI problemu lub oszczednoéé czasu.
UWAGA Oznacza informacje uzupetniajgce tekst gtowny.
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asetussivuilta tai ottamalla yhteytta Dahuan tukeen.
& VAROITUS

. a, jos paristo

. Val da vain samanlaiseen 1 pari

o Havitd kaytetyt paristot ja akut palkalllsten rnaaraysten tal valmlsta]an
ohjeiden mukaisesti.

Magyar

Fontos 6vintézkedések és figyelmeztetések

Ajelen Fejezet leirja az Eszk6z 6. és
a vagyoni karok megel6zését. Az Eszkdz haszndlata elﬁtl olvassa el fi igyelmesen,
a hasznalata soran tartsa be, és 6rizze meg jol jovobeni hivatkozas céljara.

Biztonsagi utasitasok

Az Utmutatéban az alabbi j biré
jefenhetnek meq,
Figyelmeztetés Jelentés

Nagy potencialis veszélyt jelez, amely, ha nem kerdili
el, halalt vagy stlyos sériilést okoz.

AVESZELY
AFIGYELEM

Kézepes vagy kis potencidlis veszélyt jelez, amely, ha
nem keriili el, enyhe vagy mérsékelt sériilést okozhat.

Olyan potencidlis kockazatot jelez, amely, ha nem

i kerli el vagyoni kért adatvesztést, alacsonyabb

VIGYAZAT jesi vagy eredményt
okozhat.

TIPPEK Olyan modszereket biztosit, amelyek segitenek

megoldani a problémajat vagy id6t takaritanak meg.

Tovabbi informacickat biztosit a szoveg kiemelésével

MEGJEGYZESEK | o \iooesaitesével,

Biztonsagi kovetelmények

o Tartsa be a helyi biztonsagi annak _bi
i stabil és az eszkdz aramellatasi

kovelslményénekymegfelslé legyen.

Az eszkozt a megengeden paralartalom és hdémérséklet viszonyok kozott

széllitsa, haszndlja, ja. A konkrét (zemi hémérsékletet és

paratartalmat megtalél]a az eszk6z miszaki lefrasaban.

« Ne tegye az eszkézt olyan helyre, ahol nedvessegnek pornak, rendkivili
melegnek vagy hidegnek, er8s elektronikus sugarzasnak, vagy instabil

fényviszonyoknak van kitéve.

A tliz elkeriilése érdekében ne telepitse az eszkdzt héforras, mint példaul

radiator, hdsugérzé, kemence, vagy mas hotermeld eszkéz kozelében 1évé

helyre.
o Abels kéir as elkerlilése ly meg,
hogy folyadék folyjon az eszkdzbe.
« A 4 az eszkozt vizszir telepitse,
1"
Cestina

Dulezitad bezpecnostni opatieni a varovani
Tato kapitola poplsu}e obsah vztahu][cl $e na spravnou manj ulacl se zafizenim,
prevenci nebezpeéi_a prevenci skod na majetku. Pecli tyto informace
pro fed pouZitim zaﬂzenl b&hem pouilvén[ zaﬂzen[ je dodrZujte
a uschovejte je pro budouci pouZiti’
Bezpeé&nostni pokyny
Tato pfirucka miZe obsahovat nasledujici kategorie signélnich slov.

Signalni slova Vyznam |

pokud by mu nebylo zamezeno, muze mit za
smrt nebo vaZné zranéni.

Oznacuje moznost stfedné nebo malo zavazného

nebezpegi, které, pokud by mu nebylo zamezeno,

mize mit za nasledek lehké nebo nepfilis

zévazné zranéni.

Oznaduje mozné riziko, které pokud by mu

Oznacuje moZnost zavazného nebezpeél které, |

-‘i& NEBEZPECI

éh VAROVANI

i nebylo mize mit za Skodu
UPOZORNENI na majetku, ztratu dat, snlien[ vykonu nebo
nsoﬁekévany vysledek.

TIPY Uvadi metody, které vam pomohou vyi‘e§|t|
problém nebo vam usetfi ¢as.
Poskytuje dodatecné informace formou dirazu
POZNAMKA a doplnéni textu.

s}

. Evmi loviturile pl'}ézmloe wbratule violente si umiditatea n timpul
transnonulul , depozitarii gi instaldrii. Este necesar un pachet complet in timpul
ransportulul

« Utilizati pachetul de fabrica sau echvalent in timpul transportului.

Bateriile

Puterea redusa a bateriei afecteaza functionarea RTC, determinand resetarea la
fiecare pomire. Cand bateria are nevoie de mIocuwe n raportul serverului
produsului va apérea un mesaj de jumal. antru mai multe mformagll despre
raportul serverului, paginile de le

asistenta Dahua.

& AVERTIZARE

FISC de explozie daca bateria este Inlocuitd incorect

nlocum numai cu o baterie identicé sau cu o baterie recomandat& de Dahua.

o Aruncati baterile uzate in conformitate cu reglementérile locale sau cu
instructiunile producatorului bateriei

14

Dodrzujte mistni_normy pro elektrickou bezpe&nost pro zajisténi stabilniho
ti @ dodrzeni pozadavkid na napéjenl zafizeni.

Za izeni prepravujte, ljte pfi i teplot& a vihkosti.
Konkrétni_pracovni (eplolu avlhkost Vpu' y
specifikacich zarizeni.

eumlstjbe zarizeni tam, kde bude vystaveno vihkosti, prachu, extrémnimu
horku nebo chladu silnému  elektronickému  zafeni nebo’ nestabilnim
svételnym podmin|
Neinstalujte zai‘lzenl V blizkosti zdroju tepla, jako je radiator, ohfivag, kotel
nebo jiné zafizeni l?tensrujk:[ teplo, aby nedoslo k pozaru.
Zamezte pmér;lkn i kapalin do zafizeni, aby nedo$lo k poskozeni jeho

vn||l‘nlch
Zarizel misté, aby bylo
chrénéno pl‘sd padem. ;
Zarize) misté a zafizeni.

na dobfe
Zal‘lzen[ svévolng nedemontu te.
B&hem pfepravy, skladovan alnstalace zamezte sllr;)érlnu tiaku, prudkym

nebo je i jete na

vibracim a namogeni. Pfi pfepravé je nezbytné Upiné zal
» Pfi pfepravé pouzijte obal z vyroby nebo 0 dobny obal.
Baterie
Nizké nabiti baterie ovliviiuje fi hodin ve Case a

Japan Regulatory Compliance
vccl

These Froducts comply with the requirements of VCCI Class B Information
Technology Equipment.

Batteries
Correct disposal of batteries in this product

;‘- This marking on the battery indicates that the batteries in this product
should not be disposed of with other household waste at the end of their working
life. Where marked, the chemical symbols Hg, Cd or Pb indicate that the battery
contains mercury, cadmium or lead above the reference levels in Directive
2006/66/EC and its amending Directive 2013/56/EU. If batteries are not properly
disposed otf these substances can cause harm to human health or the
environment

AcauTion

Risk of explosion if battery is replaced by an incorrect type. Dispose of used
batteries according to the instructions,

safety

product  complies wnh IEC/EN/UL  60950-1, Information Technoloal
Equ é)menl— Safety — Part 1: General Requirements; or complies with [EC/EN/\

368-1, Audio/video, information and it —
Part 1 Safety requlrements

If the power su@ply to the J)roduct is from external power adaptor wnhoul
connecting to Malns an the product is not shipped with power adaptor,
customers’ are re& external power adaptor that must fuffill lhe
Eﬁg\g;ements for Safety Ex(ra Luw Voltage &ELV) Limited Power Source

Waste Electrical and Electronic i (WEEE)
Disposal and Recycling

When this product has reached the end of its useful life, dispose of it according to
local laws and regulations. For information about your nearest designated
collection point, contact your local authority responslble for waste disposal. in
accordance with local N, may b for incorrect
disposal of this waste,

—

A,

=== This symbol means that the |groduct shall not be disposed of together with

household or commercial waste. Directive 2012/19/EU on waste electrical and

electronic equipment (WEEE) is applicable in the European Union member state:

To prevent putermal harm to humar:’ health and the enwronmen! the product mgsl
cess. For

information about Your nearest designated oolleoﬁon poml oonfact your local

authority responsible for waste dlstposal Businesses should contact the product

supplier for mformatlon about how rrectly.

o dispose of this product col
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Wymogi dot. Bezpieczeristwa
. Przestrzega] Iokalnych standardéw bezpieczeristwa elektrycznego celem
wnienia  sig, Ze 6dto naplecla ]es stabilne i zgodne z wymogami
o reslonymi dla uuqdzem

dozwolonym p02|om|e wilgotnosci i temperﬂtury Szcz%% we informacje na
temat_wilgotnosci | temperatury roboczej znalez¢ mozna w odpowiedniej
ﬂ;ecyﬁkacn technicznej urzadzenia.

na wﬂgoé, kurz,

, silne
warunk] owietleniowe.
Nie mstallg urzadzenia w Poblliu Zrédet ciepla, takich jak kalolgfe
plsoe bad inne urzadzenia generujace ciepto, aby zapobiega wyslaplenlu

bezplecz 3 ie przed iem sie do jego wnetrza cieczy,
0 uszkodzenie
Zamontuj urzadzenie pozwmo lub wybierz stabilné miejsce, tak aby
wyeliminowaé ryzyko upadku
. w dol b miejscu i upewnij sig, Ze jego
otwory w=nty1acyjne nle sq zablokowane.

ﬂ

Nie
Chron urzadzenie ed du2ym| obcigzeniami i naprezeniami, silnymi
Mbraclam?%raz zalanlem Zaréwno podczaag traggportu ppreghowywama gkl
mori(lazu Na potrze
el

uzywaj i ia lub innego zapewniajgcego
° podobny poziom ochrony. 9 laceg

Akumulator

Niski p02|orn na!adowanla akumulatora wplywa na dzmlame zegara czasu
rzeczywisf go pcwoduj wigczeniu. Gdy
maga w raporcie serwerowym dla produktu pcuam sle

slosowna madomoéc Aby 6 wie %efj mformaql na_ temat n&o
rwerowego, zapoznaj sig z |nstruk jami kol |guracj| urzgdzenia lub skontaktuj
S|e z personelem pomocy techniczne] firmy Dahua.

AOSTRZEZENIE
j wymiany wystepuje zag
w%bmulalor nalezy zast'gpowac wytgcznie takim samym typem lub innym
%gem zalecanym przez Dahua.
umulatory nalezy utyhzawac zgodnie z lokalnymi regulacjami Iub

Dansk

Vigtige sikkerhedsanvisninger og advarsler
Kapitlet beskriver korrekt héndtean af produktet, undgdelse af risici og
undgdelse af skader p: ®s kaFntIel omhyggeligt, fer du brugei
produktet, overhold alle anwsnlnger og advarsl
senere brug

Sikkerhedsanvisninger
Folgende signalord med beskrivelse kan forekomme i vejledningen,
Signalord Beskrivelse
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ler under brugen, og gem kapnle? il

vagy stabil helyre lelegltse
Az eszkdzt j6l szell6z6 helyre telepitse, és ne blokkolja az eszkoz szellzését.
Onkényesen ne szerelje szét az eszkozt.

A szallités, tarolas és telepités soran kerilljie a nagy igénybevételt, erés
rezgést, és az elaztatast. Aszallitas soran a teljes csomagolasra szilkség van
« A i gyéri vagy azzal egy hasznaljon.

Az alacsony elem toltottségi szint hatassal van az RTC mikodésére, minden
bekapcsolaskor alaphelyze(be all. Amikor az elemet cserélni kell, egy naplé
uzenet jelenik meg a termék szerver jelentésében. A szerver Jelsnlésrol tovabbi
informéaciékat talal a termék bedllitdsi oldalain, vagy forduljon a Dahua
tamogatashoz.

& FIGYELEM

« Robbanasveszély, ha az elemet nem megfelelére cseréli.
. Csak ugyanolyan elemre vagy a Dahua altal ajanlott elemre cserélje
. lemet a helyi el6irasok vagy az elemgyart6 utasitasai szerint

értalmatlanllsa
Byvnrapckwu

BaxHu npegna3Hu MepKu U npeaynpexXaeHus
Taau rnasa ONUCBA MHCTPYKUMUTE 33 NpasunHa excnnoarauun Ha yCTPOWCTBOTO,
3a npefloTBpaTsBaHe Ha or
BHVIMaTel'IHO TeM MHU!'DYKLIVIVI npeau Aa VII!I’!GJ'K!BBTE ycT om:TEoTo, cnassaire
npy 'bAELUM CNPaBKu.

MHCTpyKuuK 3a 6esonacHocT
Py YOG ChbIa CHEAHNTE LY.

CHrEaTHHAYMH 3navenne

Mokassa BMCOKA NOTEHUMANHA ONACHOCT, KOSITO, Ko

!I\D He 6bpe w3berHaTa, we Aoseae A0 CMBPT UM
e CepUO3HO HapaHSBEHE .
@ [Moka3Ba cpefHa W HUCKa NOTEHLMANHa onacHocT,

KOAITO, ako He Gbae waberHata, Moxe Aa fosese A0
NPEAYIPIKIEHUE | neku niv yMepeHu HapaHsiBaHus.

i \N——

Mocoysa noTeHUManeH puck, koiTo, ako He Gbae
n3berHat, MOXe Aa AoBeae [0 MaTtepuanku ety
3ary6a Ha [aHHM, NO-HUCKA NPOM3BOAMTENHOCT MM
Henpezickasyem pesynrar.

OBo3HauziBa HauMHW, KOWTO Aa BW NOMOrHaT Aa

St pa3apelumTe NPoGIeM Ui 4a cnecTuTe Bpeme.
MpenoctaBs  AONbIHATENHA WHCGOPMAaUMs  KaTto
e aKUEHT 1 AONBIHEHNE KbM OCHOBHMSI TEKCT.
3a T

Ze se pfi kazdém spusteni resetujl. V pfipade, e je tfeba baterii vymenit, s
Vv serverové zprév produktu zobr‘azl zpréva protokolu. Dalsi mformace
0 serverové og V& produktu, pfipadné
kontaktujte podporu spolecnosti Dahua

fh VAROVANI

« Nebezpeti vybuchu v pﬂgadé nespravné vymény baterie.
. Vyme te pouze za totoznou baterii nebo baterii doporuéenou spoleénosti

. bPc’uzltré baterie likvidujte v souladu s mistnimi pfedpisy nebo pokyny vyrobce

EAANV L KkG

ZnpavTikég Alaopalioeig kai Mpoeidotronoeig

AUt To Ke@AQIO TTEPIYPAQPE! TO TTEPIEXGUEVO TTOU KAAUTITEI TO 0UIOTO XEIPIOUO
mne Zuukwni v TPOANYN TWV KIVBUVWY KaI TNV TIPAANYN TNG KATACTPOPNG TNG
1810kTNaiag. I0TE TTPOCEKTIKG TA QVAYPAQPOUEVA TIPIV XPNOIOTIOINOETE TN
SUOKEeUN, TNPIAOTE Ta KaTa Tn xprion Kal Kpa'rﬁmt Ta KaAd yia psl)\o\ﬂlxﬂ Xpfon.

0dnyieg AopaAciag
Ta akéhouba Kmnvoplunolnpévu o(gtmu € AEEeig Exouv kaBopiopévn onpacia
ko £wBiéyeTan va epeavifovrar omg Oonyieg i(gg ong.

Ipara pe AEE Snuaoia
ADeixver évav uywnA6 duvnTiké kivouvo, o
& omoiog, edv Sev unoq)suxeel 6a E)(EI wg
KINATNOZX arorté wuu Bdvaro
TPaUPATIOPS.

Ymodekviel évav pecaio f  xapnAd

& BuvnTiké nqv&uvg(l 0 omoiog, av dev

aToPeuXBE uTopoUcE  va

NPOEIAONOIHZH "POKUA%(gEI_ eAa@pu i HETPIO
TPAUATIOHO.

A:vacl évav mBavé kivbuvo, o omoiog,
Sev_amogpeuxBei, Ba pmopoloe va
npoxul\wu WG agmv  10lokTnoia,
QamwAeIa IEVWV, xu NAGTEPN
amédoon f a-rrpoé‘)\mo aToTEAETHA.

$ NIPOZOXH

rlapt: €l peBddoug Tou  Ba  oag
ETMBOTAEZ Bonei %gouv va emAUOETE éva TTPBANUA
1] VO EEOIKOVOUIOETE XPOVO.

Mapéxe TIP6aBeTEG TTANPOPOpiE
Sivoviag éugaon kai auunhn%m\?mg
TO KEipEvo.

CIXHMEIQZH

ATraiTioeig ac@aAeiog
« TnprioTe Ta ToTikd TTPGTUTIA NAEKTPIKAS aopaAeiag yia va BERaIWBEITE 6T n
160N €ival oTaBEPr| Kal CUPHOPQWVETAl PE TNV aTIaimon Tpogodooiag TG
OUOKEU
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