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I. Product Information

I-1. Package Contents
Before you start using this product, please check if there is anything missing in
the package, and contact your dealer to claim the missing item(s):

BR-6208AC CD-ROM Ethernet Cable

=

Quick Installation Guide Power Adapter



I-2. LED Status

0 Oo000q0

|

® . & ®
14 |
LED Color | LED Status | Description
Power On BR-6208AC is on.
White
o Off BR-6208AC is off.
On Internet connection is ready.
Internet
Blue Factory default state, or Ethernet
@7 Flashing cable not connected, or no
Internet connection.
o on 2.4GHz Wi-Fi wireless activity
2.4GHz Wi-Fi I (transferring/receiving data).
Blue . . .
@ Flashing 2.4GHz WPS is active.
Off 2.4GHz Wi-Fi not active.
o on 5GHz Wi-Fi wireless activity
SGHz Wi-Fi a) (transferring/receiving data).
ue
= Flashing 5GHz WPS is active.
®

off

5GHz Wi-Fi not active.




I-3. Back Panel

Antenna x 3

Reset/WPS Button

Bt fWES

Qo

Power Port

Wireless Radio
ON/OFF Switch LAN Ports 1-4 Internet/WAN

Port



I-4. Safety Information

In order to ensure the safe operation of the device and its users, please read
and act in accordance with the following safety instructions.

1.

2.

The device is designed for indoor use only; do not place it outdoors.

Do not place the device in or near hot/humid places, such as a kitchen or
bathroom.

. Do not pull any connected cable with force; carefully disconnect it from the

BR-6208AC.

. Handle the device with care. Accidental damage will void the warranty of

the device.

. The device contains small parts which are a danger to small children under

3 years old. Please keep the device out of reach of children.

. Do not place the device on paper, cloth, or other flammable materials. The

device may become hot during use.

. There are no user-serviceable parts inside the device. If you experience

problems with the device, please contact your dealer of purchase and ask
for help.

. The device is an electrical device and as such, if it becomes wet for any

reason, do not attempt to touch it without switching the power supply off.
Contact an experienced electrical technician for further help.



Il. Installation

1. Plug the included power adapter into the device’s DC power port and the
other end into an electrical socket.

M ' ' )
\ , J

2. Ensure that the Wi-Fi On/Off switch is set to on and that three LEDs
(power, 2.4GHz & 5GHz Wi-Fi) display on.




3. Use a Wi-Fi device (e.g. computer, tablet, smartphone) to search for a
Wi-Fi network with the SSID “edimax.setup” and connect to it.

iOS 4 or Android 4 and above are required for setup on a
&% smartphone or tablet.

4. Open a web browser and if you do not automatically arrive at the “Get
Started” screen shown below, enter the URL http://edimax.setup and click
“Get Started” to begin the setup process.

l’.Dim AC750 Multi-Function
Dual-Band Wi-Fi Router

If you cannot access http.//edimax.setup, please make sure your

&% Wi-Fi device is set to use a dynamic IP address. This is a simple
procedure and step-by-step instructions to do this on a computer
can be found in |V Appendix.

5. Choose if you want to use your BR-6208AC in its default Wi-Fi router
mode or in a different mode.
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The BR-6208AC’s five available modes are outlined below:

Wi-Fi Router Mode

The device connects to your modem and provides
2.4GHz and/or 5GHz Internet (wireless and
Ethernet) access for your network devices.

Access Point Mode

The device connects to an existing router via
Ethernet cable and provides 2.4GHz and/or 5GHz
Internet (wireless and Ethernet) access for your
network devices.

Range Extender
Mode

The device connects wirelessly to your existing
2.4GHz and/or 5GHz network and repeats the
wireless signall(s).

Wireless Bridge Mode

The device connects to a network device for
example: TV, gaming console, or media player via
Ethernet cable and acts as a wireless receiver,
allowing the network device to join your Wi-Fi
network.

WISP Mode

The device connects wirelessly to your Wireless
Internet Service Provider and provides 2.4GHz
and/or 5GHz Internet (wireless and Ethernet)
access for your network devices.

6. Follow the on-screen instructions to complete setup. For more
information, please refer to the appropriate following chapter:




II-1. Wi-Fi Router Mode

1. Select whether to use the iQ Setup wizard (recommended) to detect your
Internet connection type, or enter the settings manually.

ey Manual configuration is only recommended for advanced users.

EDIMAX W ot
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2. Connect the blue Internet port of your BR-6208AC to the LAN port of your
modem using an Ethernet cable, and then click “Next”.

L] .
EDMAax W1-F: Reuni




3. Please wait a moment while the BR-6208AC tests the connection.

EDIMAX WYLFi Rossa

Connecting fo Intermst
16%

4. Click “Next” to continue and configure the device’s wireless network.

Enimax WA R

TRl RS DO T

Flanes clok “Hewi™ fo configurs your sve b neiarr

5. Enter a name and password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.
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6. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

EimRaax Wil e
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If you wish to backup the device’s settings, click “Backup this
configuration” to open a new window and save your current
configuration to a .txt file.

10



File Dawnload e

o -

Do you want to open or save this file?

Mame: router.tut
Type: Text Document, 149 bytes
From: edimax.setup

Cpen l[ Save l [ Cancel ]

" "~| ‘While files from the Intemet can be useful, some files can potentially
g ham your computer. f you do not trust the source, do not open or
= save this file. What's the risk?

7. Please wait while the BR-6208AC applies your settings.

Froiseax e

Applying youi settings, pledie walt,
18%

8. Afinal congratulations screen will indicate that setup is complete. You can
now connect to the device’s new SSID(s) which are shown on the screen
then close the browser window.

11
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9. The BR-6208AC is working and ready for use. Refer to IV-2. Connecting to

a Wi-Fi network if you require more guidance.

12



I1-2. Access Point Mode

1. Select “Access Point” from the top menu and click “Next”.

T e LR i e i AR
IS T ST

You hevs selected ditmmn Pomi Mods

Ty greiihy B doprean B Lo wne oonglir wia Elbweesn? @ gdpw g poorprides, iidpe =nf @ wnd e yeep comvmulor
ENENpRanEL 180 Sl Bivy vl Adratdh Sl B
o
x > & |
1 ] e R |

2. Connect the LAN port of your BR-6208AC to the LAN port of your
existing router using an Ethernet cable, then click “Next”.

awrec T are e of wn Trheeeer ©ahls @ e eadctiog rmoer amd conneso e pifesr ard ta

3. Select whether to use the 5GHz wireless frequency, 2.4GHz wireless
frequency or both. If you are not sure, select both.

13
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4. select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6208AC. If you are using a static IP, enter the IP
address, subnet mask and default gateway. Click “Next” to proceed to the
next step.

Flwam =l T8 IF aodeeas of e soom poEr

® Citbain w1 ' sddrmos sismetcEly

i the telkising iF wkine

“Obtain an IP address automatically” is the recommended setting
for most users. For more guidance on static IP addresses, please
refer to IV-1. Confiquring your IP address.

3
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5. Enter a name and password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.

&
EDIMAX Acsews Srich
Faam bl peur WF rerteemh merie DRSI0Y aral WA gradisied
B T it by e o 3 A0 willage FAG ALITCH
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ot bl & charncinn

6. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

XoimAax Accens Paind
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B g i el

If you wish to backup the device’s settings, click “Backup this
configuration” to open a new window and save your current
configuration to a .txt file.
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File Download M

. == — .

Do you want to open or save this file?

Mame: access point.tut
Type: Text Document, 148 bytes
From: edimax.setup

Cpen ]I Save |l Cancel J

ham your computer. ff you do not trust the source, do not open or

I '2 1 While files from the Intemet can be useful, some files can potertialhy
t save this file. What 's the risk ?

7. Please wait a moment until the BR-6208AC is ready.

EDIMAX Wl Pl

Apglhying your petiings, please wail
15%

8. Afinal congratulations screen will indicate that setup is complete. You can
now connect to the device’s new SSID(s) which are shown on the screen
then close the browser window.

16
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9. The BR-6208AC is working and ready for use. Refer to IV-2. Connecting to

a Wi-Fi network if you require more guidance.

17



II-3. Range Extender Mode

1. sSelect “Range Extender” from the top menu and click “Next”.

Yaou Teew mecisd Rings Coendar Moda.

The srElart connecis wirdealy o ywa sinnyg remare e ssiena T weslaes signal rasg=

%)
0]

2. Please ensure your BR-6208AC is within Wi-Fi range of your existing
wireless router. Click “Next” to continue.

FDIMAX P

— ' i
—
=

1Riu netan meerd will amisl @ to sriua @ el cormeciios tawe the renge sederale ard
pinad o m brlig vbule? . Plaald Dyl sargs fulidudid (L3 Th T ardm sbiaid yies Wl W leril pi
el bl aleme seare e rargs asiereder o sl stihin B coeeragge renge o oo eainling

rabety ik

3. Select whether to use the 5GHz wireless frequency, 2.4GHz wireless
frequency or both. If you are not sure, select both and then click “Next”.

18
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4. select the Wi-Fi network name (SSID) which you wish to connect to for
the specified frequency and click “Next” to continue.

'y If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.

. F
EDIMAX P S
HEH Wik She Suresy
' range exerde s surwreng all svsl s rouie e, Msass ssierl i oote youwteh o comeset o
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“heiug ewEnder manualy
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ORI N T
T el T
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mrinks ey
LTU-AE s

To connect to a hidden SSID, check the “Setup extender manually”
#%. box and enter the details manually on the next page, as shown
below.

19



EDIMAX Range Extand
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5. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.

EDIMAX e Ebir
FhHe Wiralem Ene Sorvey
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m

6. Wait a moment while the BR-6208AC tests the wireless connection.

20



Testing wirsl=ss connectian
0%

7. Select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6208AC. If you are using a static IP, enter the IP
address, subnet mask and default gateway. Click “Next” to proceed to

the next step.

~ “Obtain an IP address automatically” is the recommended setting
ik for most users. The IP address will be displayed in brackets.

EDIMAX

[ [

Mgrgdn Ealir=vis

8. If you selected to use both 2.4GHz and 5GHz wireless frequencies in
step 3, then repeat steps 4 — 7 for the 2.4GHz wireless frequency.

21
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9. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.

A The device will use the same wireless password/security key as
the existing wireless network.

FenaAX Rargs Laturdi
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If you wish to backup the BR-6208AC’s settings, click “Backup this
configuration” to open a new window and save your current
configuration to a .txt file.
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File Download Iﬁ

Do you want to open or save this file?

Mame: range extender.tut
Type: Text Document, 251 bytes
From: edimax.setup

| Cpen ][ Save ] l Cancel J

hiam your computer. f you do not trust the source, do not open or

I 2' While files from the Intemet can be useful, some files can potentialhy
= save this file. What = the nsk 7

10. Please wait a moment until the BR-6208AC is ready.

Applying your setting, please walt
EE ]

11. Afinal congratulations screen will indicate that setup is complete. You
can now connect to the device’s new SSID(s) which are shown on the
screen then close the browser window.
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12. The BR-6208AC is working and ready for use. Refer to IV-2. Connecting

to a Wi-Fi network if you require more guidance.
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lI-4. Wireless Bridge Mode

1. Select “Wireless Bridge” from the top menu and click “Next”.
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2. Please ensure your BR-6208AC is within Wi-Fi range of your existing
wireless router. Click “Next” to continue.
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3. Select the frequency (2.4GHz or 5GHz) of your existing wireless network.

In wireless client mode, the BR-6208AC can only connect to one

i wireless network/frequency i.e. 2.4GHz or 5GHz.
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4. select the Wi-Fi network name (SSID) which you wish to connect to and
click “Next” to continue.

'y If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.
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To connect to a hidden SSID, check the “Setup extender manually”
#%. box and enter the details manually on the next page, as shown
below.
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5. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.
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6. Wait a moment while the BR-6208AC tests the wireless connection.
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EDIMAX wrelass Bridgs

Testing wireless connection
20%

7. Select “Obtain an IP address automatically” or “Use the following IP
address” for your BR-6208AC. If you are using a static IP, enter the IP
address, subnet mask and default gateway. Click “Next” to proceed to the
next step.

~ “Obtain an IP address automatically” is the recommended setting
ik for most users. The IP address will be displayed in brackets.

EDIMAX yermp—

8. a summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.
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If you wish to backup the BR-6208AC’s settings, click “Backup this
configuration” to open a new window and save your current
configuration to a .txt file.

Fiie Download - e

- il -

Do you want to open or save this file?

1 Mame: wireless bridge.tut
| Type: Text Document, 255 bytes
From: edimax.setup

Cpen Il Save I [ Cancel ]

I--' %z While files from the Intemet can be useful, some files can potentialhy
,gj ham your computer. ff you do not trust the source, do not open or
= savethis file. What's the risk ?

9. Please wait a moment until the BR-6208AC is ready.
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EDIMAX Wi

Apphding yoair settings, please wait
5%

10. Afinal congratulations screen will indicate that setup is complete.
Please close the browser window.

EDIMAX Skt
Congratidetion!
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11. The BR-6208AC is working and ready for use. You can now connect
the BR-6208AC to your network device using an Ethernet cable and connect
to your network as usual.
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II-5. WISP Mode

1. Select “WISP” from the top menu and click “Next”.

EDIMAX
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2. Please ensure your BR-6208AC is within Wi-Fi range of your WISP network
and click “Next” to continue.
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3. Select whether to use the iQ Setup wizard (recommended) to detect your
Internet connection type, or enter the settings manually.
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ey Manual configuration is only recommended for advanced users.

&

EinAaN WF
T 1 Betnip mdnare con halp Sevech por Inhermas cnomartnn Teps, el walk pial op gk BRtU TIRY- By TR
OF o SR pehp g devios marsaliy

St aurd
nhg ol

4. select the wireless frequency (2.4GHz or 5GHz) of your WISP network.
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5. Select the WISP SSID which you wish to connect to and click “Next” to
continue.

'y If the Wi-Fi network you wish to connect to does not appear, try
clicking “Refresh”.
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To connect to a hidden SSID, check the “Setup extender manually”
#3. box and enter the details manually on the next page, as shown
below.
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6. Enter your existing wireless network’s security key/password in the
“Security Key” field and click “Next” to continue.

33



24Tk Wirglsar Ter Turssy

7. Wait a moment while the BR-6208AC tests the wireless connection.

Testing wirelew connection
1%

8. Click “Next” to continue your Internet service type configuration.
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9. Wait a moment while the BR-6208AC connects to the Internet.

Connecting to Intemet
4%

10. When the Internet is connected, click “Next” to configure your
wireless network.
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11. Enteranameand password for your 2.4GHz & 5GHz wireless networks,
then click “Next” to continue.
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12. A summary of your configuration will be displayed, as shown below.
Check that all of the details are correct and then click “Next” to proceed.
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If you wish to backup the device’s settings, click “Backup this
configuration” to open a new window and save your current
configuration to a .txt file.

File Download ]

- i L L |

Do you want to open or save this file?

MName: wisp. bt
| Type: Text Document, 141 bytes
From: edimax.setup

(] () o]

| -"‘-l While files from the Intemet can be useful, some files can potentialhy
@ harm your computer. if you do not trust the source, do not open or
- save this file. What s the rsk?

13. Please wait a moment until the BR-6208AC is ready.
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Applying your setiings, please walt.
463

14. Afinal congratulations screen will indicate that setup is complete. You
can now connect to the device’s new SSID(s) which are shown on the
screen then close the browser window.
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15. TheBR-6208ACis working and ready for use. Refer to IV-2. Connecting

to a Wi-Fi network if you require more guidance.
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II-6. WPS Setup

If your wireless device supports WPS (Wi-Fi
Protected Setup) then you can use this
method to connect to the BR-6208AC’s Wi-Fi
network.

1. Press the WPS button on the BR-6208AC
for 2 — 5 seconds to activate WPS. The
WLAN LED will be lighted on to indicate

QITTTs
that WPS is active. 3| alee l” 4
2. Within two minutes, press the WPS - ,.,.,.f‘-‘
button on the wireless device/client to “’] ( _1;.“
activate its WPS. ‘

3. The devices will establish a connection.
Repeat for additional wireless devices.

Please check the instructions for your wireless device for how long
you need to hold down its WPS button to activate WPS.

II-7. Reset to Factory Default Settings

If you experience problems with your BR-6208AC, you can reset the device
back to its factory settings. This resets all settings back to default.

1. Press and hold the WPS/Reset button found on the back panel for at least
10 seconds, until the power LED begins to flash.

2. Release the button when the power LED is flashing.

3. Wait for the BR-6208AC to restart. The BR-6208AC is ready for setup when
the power LED, 2.4GHz Wi-Fi and 5GHz Wi-Fi LEDs display on.
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Ill. Browser Based Configuration Interface

After you have setup the BR-6208AC as detailed in Il. Installation or the
included Quick Installation Guide, you can use the browser based
configuration interface to configure advanced settings.

Please ensure that your computer is set to use a dynamic IP
address. Refer to |V-1. Confiquring your IP address for more
information.

llI-1. Login

1. To access the browser based configuration interface enter
http://edimax.setup into the URL bar of a browser on a network device
connected to the same Wi-Fi network as the BR-6208AC.

*" -'ﬂ_'* & | http://edimax.setup

If you can not access http://edimax.setup, connect the device to a
computer using an Ethernet cable and try again.

2. You will be prompted for a username and password. The default
username is “admin” and the default password is “1234”.
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Connect to edimax.geh_:lhp_‘
i

The server edimax.setup at Default Mame:admin
Password: 1234 reguires a username and password.

Warning: This server is reguesting that your username and
password be sent in an insecure manner (basic authentication
without a secure connection).

User name: € admin

Password: seus

[T Remember my password

3. You will arrive at the “Status” screen. Use the menu down the left side to
navigate.
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llI-2. Save Settings

1. After you configure any settings, click the “Save Settings” button at the
bottom of the screen to save your changes.

)

The device needs to restart in order to bring any changes into

effect.

ik

2. Then, click “click here to restart” in order to restart the device and bring
the changes into effect.

Settings have been saved. PleaE click here to ’E@E ~outer and bring the new settings into effect.

3. To make several changes at once, use the “Save Settings” button after
each change and then click “click here to restart” after your final change.
Only one restart is necessary as long as each change is saved with the “Save
Settings” button.

After you click “click here to restart”, all saved changes will come
into effect.
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Il-3. Main Menu

The main menu displays different options depending on your device’s
operating mode.

ﬁ. For Range Extender mode: WPS please refer to 2.4GHz Wireless &
& 5GHz Wireless = WPS

Wi-Fi Router Access Point Range Extender
» Setup Wizard » Setup Wizard » Setup Wizard
» Internet » LAN » WPS
» LAN » 2.4GHz Wireless » Administration
» 2.4GHz Wireless » S5GHz Wireless
» S5GHz Wireless » Advanced
» Firewall » Administration
» QoS
» Advanced
» Administration

Wireless Bridge wispP
» Setup Wizard » Setup Wizard
» Administration » WISP

» LAN

» 2.4GHz Wireless
» 5GHz Wireless
» Firewall

» QoS

» Advanced

» Administration

43



I11-3-1. Status

_ The “Status” page displays basic system information
2 Status . . .
about the device, arranged into categories.

& Screenshots displayed are examples.The information shown on

&% your screen will vary depending on your configuration.
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llI-3-2. Setup Wizard

| sewp Wizard_

You can run the setup wizard again to reconfigure the
basic settings of the device, or you can run a wizard to

help you switch the device to a different operating mode. Select “Setup
Wizard” or “Switch to Router/Access Point/Range Extender/Wireless
Bridge/WISP mode” and then click “Run Wizard” to begin.

Setup Wizard

@ Setup Wizard

This setup wizard is an intelligent and easy tool for you to complete the basic settings of the device

quickly.

Switch to Router/Access Point/Range Extender/Wireless Bridge/WI5F mode

This setup wizard w

guide you to switch the device to another mode.

|_Run Wizard |

Setup Wizard

This wizard will help you to set up the basic
functions and settings of the device. For
guidance about using the setup wizard, please
refer to ll. Installation.

mode

Switch to Router/Access | This wizard will help you to switch the device
Point/ Range Extender/ |to a different operating mode: Wi-Fi router
Wireless Bridge/ WISP mode, access point mode, range extender,

wireless bridge, or WISP mode (see below).

Switch to Router/Access Point/ Range Extender/ Wireless Bridge/ WISP

mode:

1. Follow the on-screen instructions to back up your current settings and
then reset the device back to its factory default settings.

2. After the device has reset you will see the screen below. Close your
browser and open it again.
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3. Follow the on-screen wizard to setup your device in a different mode.
Refer to ll. Installation Step 3 onwards for help if needed.

If you don’t see the “Get Started” screen, try reconnecting to the
edimax.setup SSID and go to http://edimax.setup in a web
browser.
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11-3-3. Internet/WISP

WAN Setup

DDNS

WAN Setup
DDNS

The “Internet” menu provides access to WAN and
DDNS settings. Click on an item from the submenu to
view and/or configure the settings.

iy In WISP mode, the screen below will be displayed:

Dicable ¥ Enable

FREE Wi-Fi
@ 214G isG |
L

WA Pre-ghared Key e |
N EA [TEEY W wpAd AET)
Passphrase sl |

12335ET8

_ Save etiings

Enable / Disable

Enable or disable your WISP connection.

SSID

The name of the WISP network which your
BR-6208AC is connected to. Manually enter
an SSID if you wish or use “Site Survey”
below.

Site Survey

Select wireless frequency and click “Select
Site List” to open a new window and select
your WISP network.

Security Setting

Please refer to I1l-3-5-1. Basic for a
description of security settings.
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l1-3-3-1. WAN Setup

Select a Wide Area Network (WAN) connection mode and configure the
settings. If you are unsure about your connection type, contact your ISP.

A In WISP mode, only Dynamic IP, Static IP & PPPoE are available for
WAN Connection Mode.

WAN Commection NMods

rnamic IF

1-3-3-1-1. Dynamic IP

Select “Dynamic IP”. If your Internet service provider assigns IP address
automatically using DHCP (Dynamic Host Configuration Protocol).

Limsarmale 1

EIifalsSi18cE ! J

% Obtain an 1P address automatcally

U=e the following [P sddress

[1500 [5120= I a5

® Dizable | Cnable

o]
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Host Name Enter the host name of your computer.

MAC Address For some applications, you may need to
designate a specific MAC address for the
router. Please enter the MAC address here. If
you are connecting the router to a computer,
press “Clone Mac” to automatically enter
your computer’s MAC address.

DNS Address Select “Obtain an IP address automatically” or
“Use the following IP address”. Check with
your ISP if you are unsure.

DNS Address 1,2 & 3 | Enter the DNS address(es) assigned by your
ISP here.

MTU Enter the maximum transmission unit (MTU)
value of your network connection. The
default value is 1500.

TTL Enable/Disable time to live (TTL) function
which limits the lifespan of network data to
improve performance.

-3-3-1-2. Static IP

Select “Static IP” if your ISP provides Internet access via a fixed IP address.
Your ISP will provide you with such information as IP address, subnet mask,
gateway address, and DNS address.

ORI
Q00
oaoD
oaonp

1500
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Fixed IP Address

Input the IP address assigned by your ISP
here.

Subnet Mask

Input the subnet mask assigned by your ISP
here.

Default Gateway
Address

Input the default gateway assigned by your
ISP here. Some ISPs may call this “Default
Route”.

MAC Address

For some applications, you may need to
designate a specific MAC address for the
router. Please enter the MAC address here.
If you are connecting the router to a
computer, press “Clone Mac” to
automatically enter your computer’s MAC
address.

DNS Address 1,2 & 3

Enter the DNS address(es) assigned by your
ISP here.

MTU Enter the maximum transmission unit (MTU)
value of your network connection. The
default value is 1500.

TTL Enable/Disable time to live (TTL) function

which limits the lifespan of network data to
improve performance.

50




l1-3-3-1-3. PPPoE

Select “PPPoE” if your ISP is providing you Internet access via PPPoE
(Point-to-Point Protocol over Ethernet).

NN

® e e 0 addren sulomaticsly

Ui the foligweng & psicheys

User Name

Enter the user name assigned by your ISP
here.

Password

Enter the password assigned by your ISP
here.

MAC Address

For some applications, you may need to
designate a specific MAC address for the
router. Please enter the MAC address here. If
you are connecting the router to a computer,
press “Clone Mac” to automatically enter
your computer’s MAC address.

DNS Address

Select “Obtain an IP address automatically”
or “Use the following IP address”. Check with
your ISP if you are unsure.

DNS Address 1,2 & 3

Enter the DNS address(es) assigned by your
ISP here.

TTL

Enable/Disable time to live (TTL) function
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which limits the lifespan of network data to
improve performance.

Service Name

Give this Internet service a name (optional).

MTU

Enter the maximum transmission unit (MTU)
value of your network connection. The
default value is 1392.

Connection Type

Specify a connection type:

1. “Continuous”: Connected all the time.

2. “Connect on Demand”: Connect when
you initiate an Internet connection.

3. “Manual”: Connect/disconnect manually
using the “Connect” and “Disconnect”
buttons.

Idle Time Out

Specify the amount of time the router waits
before shutting down an idle connection.
Only available when “Connect on Demand”
(above) is selected.

Enable Dual-WAN
Access

Enable/disable dual WAN access. When you
enable dual WAN access, select an IGMP
source and enter a “Host Name” and “MAC
Address”.
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-3-3-1-4.  PPTP

Select “PPTP” if your ISP is providing you Internet access via PPTP
(Point-to-Point Tunneling Protocol). Then select “Obtain an IP address
automatically” or “Use the following IP address” depending on your ISP.
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Host Name Enter the host name of your computer here If
required.
MAC Address For some applications, you may need to designate a

specific MAC address for the router. Please enter
the MAC address here. If you are connecting the
router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC address.

Static IP Address

Input the IP address assigned by your ISP here.

Subnet Mask

Input the subnet mask assigned by your ISP here.

Default Gateway
Address

Input the default gateway assigned by your ISP
here. Some ISPs may call this “Default Route”.

MAC Address If your ISP filters access by MAC addresses, enter
your computer’s MAC address here. Click “Clone
MAC” to automatically enter your computer’s MAC
address.

DNS Address Select “Obtain an IP address automatically” or “Use

the following IP address”. Check with your ISP if you
are unsure.

DNS Address 1,2 & 3

Enter the DNS address(es) assigned by your ISP
here.

Enable Dual-WAN
Access

Enable/disable dual WAN access. When you enable
dual WAN access, select an IGMP source and enter
a “Host Name” and “MAC Address”.

User ID Input the user name assigned by your ISP here.
Password Input the password assigned by your ISP here.
PPTP Gateway Input the PPTP gateway assigned by your ISP here.
Connection ID Specify a reference name/ID for the connection.
MTU Enter the maximum transmission unit (MTU) value

of your network connection. The default value is
1392.

BEZEQ-ISRAEL

Check the “Enable” box if you are using BEZEQ
network services (Israel users only).

Connection Type

Specify a connection type:

1. “Continuous”: Connected all the time.

2. “Connect on Demand”: Connect when you
initiate an Internet connection.

3. “Manual”: Connect/disconnect manually using
the “Connect” and “Disconnect” buttons.

Idle Time Out

Specify the amount of time the router waits before
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shutting down an idle connection. Only available
when “Connect on Demand” (above) is selected.

l1-3-3-1-5. L2TP

Select “L2TP” if your ISP is providing you Internet access via L2TP (Layer 2
Tunneling Protocol).

DTN

i uias |

% Ohtain an 1P address sdnmatcly

Lur the Followmng 1T sddrmn

Host Name Enter the host name of your computer here If
required.
MAC Address For some applications, you may need to designate a

specific MAC address for the router. Please enter
the MAC address here. If you are connecting the
router to a computer, press “Clone Mac” to
automatically enter your computer’s MAC address.

55



Static IP Address

Input the IP address assigned by your ISP here.

Subnet Mask

Input the subnet mask assigned by your ISP here.

Default Gateway
Address

Input the default gateway assigned by your ISP
here. Some ISPs may call this “Default Route”.

MAC Address If your ISP filters access by MAC addresses, enter
your computer’s MAC address here. Click “Clone
MAC” to automatically enter your computer’s MAC
address.

DNS Address Select “Obtain an IP address automatically” or “Use

the following IP address”. Check with your ISP if you
are unsure.

DNS Address 1,2 & 3

Enter the DNS address(es) assigned by your ISP
here.

Enable Dual-WAN
Access

Enable/disable dual WAN access. When you enable
dual WAN access, select an IGMP source and enter
a “Host Name” and “MAC Address”.

User ID Input the user name assigned by your ISP here.
Password Input the password assigned by your ISP here.
L2TP Gateway Input the L2TP gateway assigned by your ISP here.
Connection ID Specify a reference name/ID for the connection.
MTU Enter the maximum transmission unit (MTU) value

of your network connection. The default value is
1392.

Connection Type

Specify a connection type:

1. “Continuous”: Connected all the time.

2. “Connect on Demand”: Connect when you
initiate an Internet connection.

3. “Manual”: Connect/disconnect manually using
the “Connect” and “Disconnect” buttons.

Idle Time Out

Specify the amount of time the router waits before
shutting down an idle connection. Only available
when “Connect on Demand” (above) is selected.
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l1-3-3-2. DDNS

Dynamic DNS (DDNS) is a service which provides a hostname-to-IP service for
dynamic IP users. The changing nature of dynamic IPs means that it can be
difficult to access a service provided by a dynamic IP user; a DDNS service
though can map such dynamic IP addresses to a fixed hostname, for easier
access. The router supports several DDNS service providers, for more details
and to register for a DDNS account please visit the DDNS providers website(s),
examples of which are listed below.

DDNS
Enable / Disable Enable @ Disable
Provider DynDNS
Domain Mame
Account / E-ma
Password / Key
| save settings |
Enable/Disable Enable or disable DDNS
Provider Select DDNS service provider.
Domain Name Enter the domain name provided by the
DDNS provider.
Account/Email Please enter the DDNS registration
account/email.
Password/Key Enter the DDNS service password/key.

The following DDNS services are supported:

3322 http://www.3322.0rg

DHS http://www.dhs.org

DynDNS http://www.dyndns.org

ODS http://ods.org

TZO http://www.tzo.com

GnuDIP http://gnudip2.sourceforge.net
DyNS http://www.dyns.cx/

ZoneEdit http://www.zoneedit.com
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DHIS http://www.dhis.org/

CyberGate  http://cybergate.planex.co.jp/ddns/
NS2GO http://www.ns2go.com/

NO-IP http://www.noip.com/
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11-3-4. LAN

< D

You can configure your Local Area Network (LAN) on
this page. You can enable the router to dynamically
allocate IP addresses to your LAN clients, and you can

modify the IP address of the device. The device’s default IP address is

192.168.2.1.

You can access the browser based configuration interface using
the device’s IP address instead of using the URL
http://edimax.setup.

LAMN IF

103 1683 1
J55 15521550
Diawhle
Imahie W

OfE P kL

IP Address

Specify the IP address here. This IP address
will be assigned to the BR-6208AC and will
replace the default IP address.

Subnet Mask

Specify a subnet mask. The default value is
255.255.255.0

802.1d Spanning
Tree

Select “Enable” or “Disable” to enable/disable
802.1d Spanning Tree. This creates a tree of
connected layer-2 bridges (typically Ethernet
switches) within a mesh network, and
disables those links that are not part of the
tree, leaving a single active path between any
two network nodes.

DHCP Server

Enable or disable the DHCP server.

Lease Time

Select a lease time for the DHCP leases here.
The DHCP client will obtain a new IP address
after the period expires.

Your device’s DHCP server automatically assigns IP addresses to computers on its
network, between a defined range of numbers.
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LHL P SEinesy
192 168 3 100

192 168.2 300

Start IP Enter the start IP address for the DHCP
server’s |IP address leases.

End IP Enter the end IP address for the DHCP
server’s |IP address leases.

Your device’s DHCP server can be configured to assign static (fixed) IP addresses to
specified network devices, identified by their unique MAC address.

—— —
Static DHCP Leasa Tahle

oI E3char s 1971.158.2.110

Enable Static DHCP |Enable/disable static DHCP leases. This must

Leases be enabled in order to assign any network
device a static IP address.

MAC Address Enter the specified network device’s MAC
address here.

IP Address Assign a fixed IP address for the specified
network device here.

Add Add the information to the “Static DHCP
Leases Table”.

Clear Clear the MAC address and IP address fields.

Delete Selected / Delete selected or all entries from the table.

Delete All

The LAN IP page will be displayed as below when your device is
set to access point mode. You can set theBR-6208AC to obtain an
IP address automatically or you can specify an IP address.

i
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LAN IP

@ Obtain an IP address automatically

) Use the following IP address

IP Address  [192.168.2.1 |

SubnetMask (2552552550 |

Default Gateway Address | |
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111-3-5. 2.4GHz Wireless & 5GHz Wireless

» 24GHz Weless

Basic

Guest

WPS

Access Control
Schedule

- 5Giiz Wireless

Basic

Guest

WPS

Access Control
Schedule

The “2.4GHz Wireless” & “5GHz Wireless” menu allows
you to configure SSID and security settings for your
Wi-Fi network along with a guest Wi-Fi network. WPS,
access control and scheduling functions can also be
managed from here.

Access Point Mode:

Basic Basic

Multiple SSID Multiple SSID
WPS WPS

Access Control Access Control
Schedule Schedule

Py In Access Point mode, the “Guest” feature in the menu is replaced
by “Multiple SSID”.

I1I-3-5-1. Basic

The “Basic” screen displays settings for your primary 2.4GHz or 5GHz Wi-Fi

network.

Disable Wireless

Check the box to disable the wireless function
of your device.

Mode

Keep the default “AP” value for the device to
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act as a standard wireless access point, or
select “AP Bridge-WDS” for the device to
function in WDS mode (see below).

Band

Displays the wireless standard used for the
BR-6208AC’s “2.4GHz (B+G+N)” means that
802.11b, 802.11g, and 802.11n wireless
clients can connect to the BR-6208AC.

Wireless Network
Name (SSID)

This is the name of your Wi-Fi network for
identification, also sometimes referred to as
“SSID”. The SSID can consist of any
combination of up to 32 alphanumerical
characters.

Broadcast SSID

Enable or disable SSID broadcast. When
enabled, the SSID will be visible to clients as
an available Wi-Fi network. When disabled,
the SSID will not be visible as an available
Wi-Fi network to clients — clients must
manually enter the SSID in order to connect.
A hidden (disabled) SSID is typically more
secure than a visible (enabled) SSID.

Enable Wireless
Clients Isolation

Check the box to enable wireless clients
isolation. This prevents wireless clients
connected to the BR-6208AC from
communicating with each other and improves
security. Typically, this function is useful for
corporate environments or public hot spots
and can prevent brute force attacks on
clients’ usernames and passwords.

Channel Number

Select a wireless radio channel or use the
default “Auto” setting from the drop-down
menu.

Site Survey

Click “Select Site List” to display a new
window showing information about the
surrounding wireless environment. This
information is useful to select an effective
wireless channel number.

Wireless Clients

Click “Show List” to display a new window
showing information about wireless clients.
Please disable any pop-up blockers if you
have difficulty using this function.
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AP Bridge-WDS:

Mode AP Bridge-WDS [ |
AP

Band =
AP Bridge-WDS

Wireless Distribution System (WDS) can bridge/repeat access points together
in an extended network. WDS settings can be configured as shown below.

When using WDS, configure the IP address of each access point to
be in the same subnet and ensure there is only one active DHCP
server among connected access points, preferably on the WAN
side.

WDS must be configured on each access point, using correct MAC addresses.
All access points should use the same wireless channel.

MaAC Address 1 Q00000000000
MAC Address 2 Q00000000000
MAC Address 3 Q00000000000
MAC Address 4 Q00000000000

MAC Address 1 -4 Enter the correct MAC address for other
access points in WDS mode.

Set Security Click “Set Security” to open a new window
and enter the security settings for WDS
(shown below). Click “Save” when finished.

Please ensure you setup and save wireless security settings before
you click “Set Security” to set WDS security settings.
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AP Bridge-WDS Security Setting

Encryption  WPAPre-shared Key -
WPA Unicast Cipher Suite @ wWPA2 [AES)
Pre-shared Key Format | Passphrase

Pre-shared Key

Wireless Security:
Wireless Security
WEP [=]
6d-bit | =]

Hax (10 characiers) |=|

T T T & Higle

Select an encryption type from the drop-down menu:

A “WPA Pre-shared Key” is the recommended and most secure
encryption type.

A In WISP mode, WPA RADIUS is unavailable for the wireless band
that is used to connect to WISP’s AP.

Dizable - |
WEPRP

WPA Pre-shared Key
WA RADILIS
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1l-3-5-1-1. Disable

Encryption is disabled and no password/key is required to connect to the
BR-6208AC.

Disabling wireless encryption is not recommended. When
disabled, anybody within range can connect to your device’s SSID.

Enable 802.1x Check the box to enable the 802.1x
Authentication authentication. A RADIUS server is required to
perform 802.1x authentication: enter the
RADIUS server’s information in the relevant

fields (below).
V| Enable 802.1x Authentication
RADIUS Server IF address
RADIUS Server Port 1812
RADIL erver Passwo I:I
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l1-3-5-1-2. WEP

WEP (Wired Equivalent Privacy) is a basic encryption type. For a higher
level of security consider using WPA encryption.

|I.l.I|F: -
Bk |
HMax (10 characters] | =

SRR EEE ¥ | Hida

Key Length Select 64-bit or 128-bit. 128-bit is more secure
than 64-bit.
Key Format Choose from “ASCII” (any alphanumerical

character 0-9, a-z and A-Z) or “Hex” (any
characters from 0-9, a-f and A-F).

Encryption Key

Enter your encryption key/password according
to the format you selected above. A complex,
hard-to-guess key is recommended. Check the
“Hide” box to hide your password from being
displayed on-screen.

Enable 802.1x
Authentication

Check the box to enable the 802.1x
authentication. A RADIUS server is required to
perform 802.1x authentication: enter the

RADIUS server’s information in the relevant
fields (below).

¥| Enable 802.1x Authentication

RADIUS

R

Server IP address

ADIUS Server Port 1812

RADIUS Server Password
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l1-3-5-1-3. WPA Pre-Shared Key

WPA pre-shared key is the recommended and most secure encryption

type.
fEs f
WP Pre-shared Koy |=|
& WRA KPS O WRAR (AES) O) WRAR Mixed
Pasaphrase -
| Hilde
WPA Unicast Select from WPA (TKIP), WPA2 (AES) or WPA2
Cipher Suite Mixed. WPA?2 (AES) is safer than WPA (TKIP),

but not supported by all wireless clients. Please
make sure your wireless client supports your
selection. WPA?2 (AES) is recommended
followed by WPA2 Mixed if your client does not
support WPA2 (AES).

Pre-shared Key
Format

Choose from “Passphrase” (8-63
alphanumeric characters) or “Hex” (up to 64
characters from 0-9, a-f and A-F).

Pre-shared Key

Please enter a key according to the format you
selected above. A complex, hard-to-guess key

is recommended. Check the “Hide” box to hide
your password from being displayed on-screen.
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11-3-5-1-4. WPA Radius

WPA RADIUS is a combination of WPA encryption and RADIUS user
authentication. If you have a RADIUS authentication server, you can
authenticate the identity of every wireless client against a user database.

Wireless Socunty

WPA RADIUS -

& WPA (TKIP) WRAZ (AESY WPAZY Mixed

1812

WPA Unicast Select from WPA (TKIP), WPA2 (AES) or WPA2

Cipher Suite Mixed. WPA?2 (AES) is safer than WPA (TKIP),
but not supported by all wireless clients. Please
make sure your wireless client supports your
selection. WPA2 (AES) is recommended
followed by WPA2 Mixed if your client does not
support WPA2 (AES).

RADIUS Server IP Input the IP address of the RADIUS

address authentication server here.

RADIUS Server Port

Input the port number of the RADIUS

authentication server here. The default value
is 1812.

RADIUS Server
Password

Input the password of the RADIUS
authentication server here.
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l1I-3-5-2. Guest/ Multiple SSID

You can setup an additional “Guest” Wi-Fi network so guest users can enjoy
Wi-Fi connectivity without accessing your primary network. The “Guest”
screen displays settings for your guest Wi-Fi network.

The guest network is separate from your primary network. The
settings for your primary network can be found in the “Basic”
menu.

In access point mode, the “Guest” feature in the menu is replaced

#4%. by “Multiple SSID”. The BR-6208AC supports up to four additional
SSIDs for each wireless band in access point mode.

pichmax 1

[

4 G (EEgn)

Diaable

802.1x authentication is unavailable in WISP mode for the
&% wireless band that is used to connect to WISP’s AP.

Enable Guest SSID | Check/uncheck the box to enable/disable the
guest Wi-Fi network.

Wireless Guest Enter a reference/ID name for your guest
Name wireless network.

Enable Wireless Check the box to enable wireless clients
Clients Isolation isolation. This prevents wireless clients

connected to the BR-6208AC from
communicating with each other and improves
security. Typically, this function is useful for
corporate environments or public hot spots
and can prevent brute force attacks on clients’
usernames and passwords.

Band Displays the wireless standard used for the
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BR-6208AC’s frequency band:

2.4GHz (B+G+N): Allows 802.11b, 802.11g, and
802.11n wireless clients to connect to the
BR-6208AC.

Channel Number Channel number for the guest network is the
same as the main SSID and cannot be adjusted
independently.

Encryption Please refer to llI-3-5-1. Basic: Wireless
Security for details about security settings.

A WPA RADIUS encyrption type is not available for the guest
network.

MULTIPLE SSID:
The BR-6208AC supports up to four additional SSIDs for each wireless band in

access point mode. Once configured, these SSIDs are displayed in the
“Multiple SSID Status” table as shown below. Use the “Multiple SSID Basic
Settings” box to configure additional SSIDs.

Multiple S50 Statws
. ediman. 1 I:Ils.ublz BO-1F-O3-EDIFZ-02
- Billmax X o WiPAZ LAES) B IF DT EDRFE0]
3 WLAN 1 WikAD [APL) BAFOIFDFT04
& [ L T 1] Digakble BCC1F 0 EDFT D5

Muttiple 5510 Baslc Settings
1 bl

edimas. 1

2.4 GHz (breg+ni
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Multiple SSID

Use the drop down menu to select which SSID
( numbered 1 — 4) to configure.

Wireless Network
Name (SSID)

Enter a reference/ID name to separate your
wireless network.

Enable Multiple
SSID

Check/uncheck this box to enable/disable the
specified SSID. Must be checked for the SSID to
function.

Enable Wireless
Clients Isolation

Check the box to enable wireless clients
isolation. This prevents wireless clients
connected to the BR-6208AC from
communicating with each other and improves
security. Typically, this function is useful for
corporate environments or public hot spots
and can prevent brute force attacks on clients’
usernames and passwords.

Band

Displays the wireless standard used for the
BR-6208AC’s frequency band:

2.4GHz (B+G+N): Allows 802.11b, 802.11g, and
802.11n wireless clients to connect to the
BR-6208AC.

Channel Number

Channel number for the guest network is the
same as the main SSID and cannot be adjusted
independently.

VLAN ID

Set a VLAN ID for the specified SSID (see
below).

A VLAN is a local area network which maps workstations virtually
instead of physically and allows you to group together or isolate
users from each other. VLAN IDs 0 — 4094 are supported.
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-3-5-3. WPS

Wi-Fi Protected Setup is a simple way to establish connections between WPS
compatible devices. WPS can be activated on compatible devices by pushing a
WPS button on the device or from within the device’s firmware/configuration
interface. When WPS is activated in the correct manner and at the correct
time for two compatible devices, they will automatically connect. PIN code
WPS includes the use of a PIN code between the two devices for verification.

Contigured
GELREZST
edimax_I.8G_EDF10]
WPA Pre—shiarea £y

sbcol 234

Enable WPS Check/uncheck this box to enable/disable
WPS.
WPS Status Displays “Configured” or “unConfigured”

depending on whether WPS and SSID/security
settings for the device have been configured or
not, either manually or using the WPS button.

Self PIN Code Displays the WPS PIN code of the device.

SSID Displays the SSID of the device.

Authentication Displays the wireless security authentication

Mode mode of the device.

Authentication Key | Displays the wireless security authentication
key.

Configuration The configuration mode of the device’s WPS

Mode setting is displayed here. “Registrar” means

the device acts as an access point for a wireless
client to connect to and the wireless client(s)
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will follow the device’s wireless settings.

Configure via Push | Click “Start PBC” (Push-Button Configuration)
Button to activate WPS on the access point. WPS will
be active for 2 minutes.

Configure via Client | Enter the wireless client’s PIN code here and
PIN Code click “Start PIN” to activate PIN code WPS.
Refer to your wireless client’s documentation if
you are unsure of its PIN code.

I1I-3-5-4. Access Control

Access Control is a security feature that can help to prevent unauthorized
users from connecting to your wireless router.

This function allows you to define a list of network devices permitted to
connect to the BR-6208AC. Devices are each identified by their unique MAC
address. If a device which is not on the list of permitted MAC addresses
attempts to connect to the BR-6208AC, it will be denied.

To enable this function, check the box labeled “Enable Wireless Access
Control”.

Brcpws Control
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MAC address Select a PC name from the drop-down list and
click “>>” to add enter it into the blank field to
the right.

Click “Refresh’ in the drop-down menu to
refresh the list of available MAC addresses. If
the address you wish to add is not listed, enter
it manually.

Enter a MAC address of computer or network
device manually without dashes or colons e.g.
for MAC address ‘aa-bb-cc-dd-ee-ff’ enter

‘aabbccddeeff’.

Comment Enter a comment for reference/identification
consisting of up to 16 alphanumerical
characters.

Add Click “Add” to add the MAC address to the

MAC address filtering table.

MAC address entries will be listed in the table as shown below. Select an entry
using the “Select” checkbox.

| MaCAddes | Devielame | WaAddes | Commest | Select |

00 BBk dchi AABCBOCHC-E T304 1511683 101

Delete Selected/ Delete selected or all entries from the table.
Delete All
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I11-3-5-5. Schedule

The schedule feature allows you to automate the wireless radio to switch
on/off at specified times. Multiple schedules can be configured.
Check/uncheck the box “Enable Schedule Settings” to enable/disable the
wireless on/off scheduling function.

.ﬂ, The BR-6208AC must remain connected to the Internet and use an
NTP server for the schedule feature to function correctly.

Wireless Scheduls

Sunad Morsd oy Tendmy Wiednasoay
Thusrsday Fridey oyt r ey
Hour (@ (w| Minute |00 w=|
W ireless On _-_-
Al :|

Manday, Tuesday, Wedresday Thotsday Friday Ll R wirelpgs oft
Monday, Tuesday 'Wednesday, Thursdey, Fridey fal:5n v} wirelegs on
----- Frpam 1T i, J—r\.-—'i] e -]

iy Wireless scheduling can save energy and increase the security of
your network.

1. Use the checkboxes to select which day(s) to include in the schedule.

2. Specify a time (hour and minute) for the schedule using the drop-down
menu.

3. Select which command applies to this schedule from the drop-down menu,
either “Wireless On” or “Wireless Off”.
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Add Add the schedule to the table of active
schedules.

Active schedules will be displayed in the table as shown below. Select an entry
using the “Select” checkbox.

__mm

Klonday Tuestey, Wednesday, Thursday Friday 0100 wireless off
flornday, Tussdary, Wedneaday, Thuadeay Frday fnl Be v worelesy on

el ik hars S rmidmes fhe

Delete Selected/ Delete selected or all entries from the table.
Delete All
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I11-3-6. Firewall

_ ~—_1 The “Firewall” menu provides access to URL blocking,
< access control, DMZ and DoS functions to improve

URL Blocking the security of your wireless network.
Access Control
DMZ
DoS
Firawall
AF% fiewall @ Enanle O Disable
SPI firewall Enable or disable the Stateful Packet

Inspection (SPI) firewall.

llI-3-6-1. URL Blocking

This function can block Internet access by either specific URLs or keywords.
Check/uncheck the “Enable URL Blocking” box to enable/disable URL blocking.

URL BMacking

¥ Enable URL Blocking

e URL / Keyword | Seleat |
i v Bliot kedwebs e com
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URL/Keyword Enter the URL or keyword to be blocked.

Add Add the URL or keyword to the blocked table.

Blocked URLs/keywords entries will be listed in the table as shown below.
Select an entry using the “Select” checkbox.

w0 | umkewed | selea |
1 wwn blorkedwebsite.com
| SaweSettings |

Delete Selected / Delete selected or all entries from the table.
Delete All
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I1I-3-6-2. Access Control

ﬁ. Access Control (MAC filtering) can also be configured from
- 11I-3-5-4. Access Control.

Access Control is a security feature that can help to prevent unauthorized
users from connecting to your wireless router.

This function allows you to define a list of network devices permitted or
denied to connect to the BR-6208AC. Devices are each identified by their
unique MAC address or IP address. Specific services can also be
allowed/denied for IP addresses.

Check/uncheck the “Enable MAC Filtering” and/or “Enable IP Filtering” box to
enable/disable MAC filtering and/or IP filtering.

Sccess Control
M Enabls WAL Filtering Deny = sllow

| ChentPe MACAddees | ComputerMame | Commemt |
Bl e — 5]
WAL FMering Table
1 MACBODK-9T 2984 00 1k6T el 42 b5 i
Deieie Selected | relete AN

| Enable 1# Filering Tebie Deny & Allow

F Ferikering Tabls
Ellemt PLC et M P
Pescrigtinn Addeew

WOARW, E-mail Sending. Mews Forumes, E-mail Aeceiving,
Secute HTTP, File Transfer

L Laptog 192 1663 . 505

e EEvpd. Piease Ciack bere 10 FRETATT e router and Bring T Aew EIITIRGS iRt
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MAC Filtering:

Enable MAC Check the box to enable MAC filtering and

Filtering select whether to “Deny” or “Allow” access for
specified MAC address.

Client PC MAC Enter a MAC address of computer or network

Address device manually without dashes or colons e.g.
for MAC address ‘aa-bb-cc-dd-ee-ff’ enter
‘aabbccddeeff’.

Computer Name Select a computer name from the drop-down

list and click “<<” to add its MAC address into
the “Client PC Mac Address” field.

Click “Refresh’ in the drop-down menu to
refresh the list of available MAC addresses. If
the address you wish to add is not listed, enter

it manually.

Comment Enter a comment for reference/identification
consisting of up to 16 alphanumerical
characters.

Add Click “Add” to add the MAC address to the

MAC address filtering table.

MAC address entries will be listed in the table as shown below. Select an entry
using the “Select” checkbox.

mmmmm

MACEDCH -87 7034 o inEScnachs

Delete Selected / Delete selected or all entries from the table.
Delete All
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IP Filtering:

Enable IP Filtering

Check the box to enable IP filtering and select
whether to “Deny” or “Allow” access for
specified IP address.

Add PC

Opens a new window to add a new IP to the
list, to deny or allow access/services according
to above.

Access Control Add PC

This page allows users to define service limitations of client PCs, including IP address and service type.

Access Control Add PC :

Client PC Descriptiocn  Laptop

Client PC IP address  192.168.2.101

Client PC Service :

Www
E-mail Sending
Mews Forums
E-mail Receiving
Secure HTTP
File Transfer
MSN Messenger
Telnet Service
AlM
NetMeeting
DNS
SHMP
VYPN-PPTP
VPN-LZTP
TCR
unp

User Define Service :

HTTP, TCP Port 80, 3128, 8000, 8080, B081
SMTP; TCP Port 25

MNTP, TCP Port 119

POP3, TCP Port 110

HTTPS, TCP Port 443

FTP, TCP Port 21, 20

TCP Port 1863

TCP Port 23

AQL Instant Messenger, TCP Port 5190
H.323, TCP Port 389,522,1503,1720,1731
UDP Port 53

UDP Port 161, 162

TCP Port 1723

UDP Port 1701

All TCF Port

] T T 5 5 5 5 R S B

All UDP Port

Protoco '_Eru:rth El

Port Range
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Client PC Enter a description for reference/identification
Description of up to 16 alphanumeric characters.

Client PC IP address | Enter a starting IP address in the left field and
the end IP address in the right field to define a
range of IP addresses; or enter an IP address in
the left field only to define a single IP address.
Service Name Various services are listed here with a short
description. Check/uncheck the box for each
service you wish to select.

Protocol Select protocol “TCP” or “UDP” or “Both” for a
service not included in the “Client PC Service”
list.

Port Range Enter the port range for the service not

included in the “Client PC Service” list.

Enter a single port number e.g. 110, a range of
port numbers e.g. 110-120, or multiple port
numbers separated by a comma e.g.
110,115,120.

Add Click “Add” to add selected services or a user
defined service to the IP filtering table.

IP filtering entries will be listed in the IP filtering table shown below.

Enable IP Filtering Table : & Deny @ allow

P Filtering Table :

Cient P(‘ Client PC IP Pnrl:

WWW, E-mail Sending, News Forums, E-mail Receiving,

Lapiop el el I Secure HTTP, File Transfer

Delete Selected/ Delete selected or all entries from the table.
Delete All
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ll-3-6-3. DMZ

A Demilitarized Zone (DMZ) is an isolated area in your local network where
private IP addresses are mapped to specified Internet IP addresses, allowing
unrestricted access to the private IP addresses but not to the wider local
network.

You can define a virtual DMZ host here. This is useful for example, if a
network client PC cannot run an application properly from behind an NAT
firewall, since it opens the client up to unrestricted two-way access.

& Dynamic P Sesgbon 1=

Siatle Ip

Curment DME Tabls

| W0 | computerName | Publc PaAdden | hestPC Padden | select |

il ety 28 |

Enable DMZ Check/uncheck the box to enable/disable the
device’s DMZ function.
Public Select “Dynamic IP” or “Static IP” here.

For “Dynamic IP” select an Internet connection
session from dropdown menu.

For “Static IP” enter the IP address that you
want to map to a specific private IP address.

Client PC Enter the private IP address that the internet IP
address will be mapped to.
Computer Name Select a computer name from the list and click

“<<” to enter its IP address into the “Client PC”
field (above).

Add Click “Add” to add the client to the “Current
DMZ Table”.
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DMZ entries will be displayed in the table shown below:

Current DMVE Table

W0 | ComputeiName | Public WAddrem | Clent R agiven | select |

Delete Selected/
Delete All

Delete selected or all entries from the table.

l11-3-6-4. DoS

Denial-of-Service (DoS) is a common form of malicious attack against a
network. The router’s firewall can protect against such attacks.

If you are not familiar with these functions, it is recommended you keep the

default settings.
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Ping of Death Specify the frequency of ping of death packets
which will trigger the router’s DoS protection

function.
Discard Ping from | Check this box and the router will not answer
WAN ping requests from the Internet.
Port Scan Intruders use “port scanners” to detect open

Internet IP address ports. Check each type of
port scan to prevent.

Sync Flood Specify the frequency of sync flood packets
which will trigger the DoS protection function.
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l1-3-7. QoS

~Qs

QoS
1QoS

Quality of Service (QoS) is a feature to manage
Internet bandwidth efficiently. Some applications
require more bandwidth than others to function
properly, and QoS allows you to ensure that sufficient

bandwidth is available. Minimum or maximum bandwidth can be guaranteed
for a specified application.

A QoS can improve the BR-6208AC’s performance. QoS is
recommended to optimize performance for online gaming.

-3-7-1. QoS

Check/uncheck the box “Enable QoS” to enable/disable the QoS function.
Click “Add” to open a new window and setup a QoS rule. The “Current QoS
Table” displays all QoS rules.

e Sarttings |
Total Download Enter your total download bandwidth limit
Bandwidth from your Internet service provider (ISP) in
kbits.
Total Upload Enter your total upload bandwidth limit from
Bandwidth your Internet service provider (ISP) in kbits.
Add Opens a new window to add a new QoS rule
to the current QoS table.
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QoS

This page allows users to add/modify the QoS rule's settings.
Rule Mame
Bandwidth | Download [=] kbits | Guarantee |
Local IF Address
Local Port Range
Remote |IP Address
Remote Port Range
Traffic Type  |None ]
otocel | TCP |=|
| save |
Rule Name Enter a name for the QoS rule for
reference/identification.
Bandwidth Set the bandwidth limits for the QoS rule:

Bandwidth : | Download Kbps |guarantee |»
(1) (2) (3)
1. Select “Download” or “Upload” for the

QoS rule.
. Enter the bandwidth limit.
. Select whether the bandwidth is a

“Guarantee” (minimum) or “Max”
(maximum).

Local IP Address

Enter the IP address range to which the QoS
rule will be applied.

Enter a starting IP address in the left field
and the end IP address in the right field to
define a range of IP addresses; or enter an IP
address in the left field only to define a single
IP address.
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Local Port Range Enter the port range to activate the QoS rule.
Enter a single port number e.g. 110 or a
range of port numbers e.g. 110-120

Remote IP Address Enter the remote IP address range which will
activate the QoS rule.

Enter a starting IP address in the left field
and the end IP address in the right field to
define a range of IP addresses; or enter an IP
address in the left field only to define a single
IP address.

Remote Port Range Enter the remote port range to activate the
QoS rule.

Enter a single port number e.g. 110 or a
range of port numbers e.g. 110-120

Traffic Type Select traffic type as an alternative to
specifying a port range above.

Protocol Select a “TCP” or “UDP” protocol type.

Save Click ‘add’ button to add a new QoS rule

(detailed instructions will be given below).

QoS rule entries will be listed in the “Current QoS Table” as shown below.
Select a rule using the “Select” checkbox.

When using the “Edit” button only one rule can be selected each
time.

QoS rules will be processed in the order that they are listed i.e.
the rule at the top of the list will be applied first, and then the
second rule etc. The order can be adjusted using the “Move
Up/Down” buttons.

Sl | Befere Salemeil | belede 8 | suvstp | oo B |

Edit Edit a selected rule.

Delete Selected/ Delete selected or all entries from the
Delete All table.

Move Up/Down Move selected rule up or down the list.
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lI-3-7-2. iQoS

iQoS is a more intuitive and automated tool to manage internet bandwidth
than manually configuring the settings using QoS. For online gamers or users
with bandwidth requirements for audio/video, iQoS is a useful function.

A iQoS cannot be used in conjunction with QoS and vice-versa.
When one is enabled, the other is automatically disabled.

e

Check/uncheck the box “Enable iQoS” to enable/disable the iQoS function,
and then enter your bandwidth limits and arrange the network application
icons in priority order in the “Current iQoS Table”. Icons with higher priority
will be assigned bandwidth more efficiently for better performance.

Total Download Enter your total download bandwidth limit

Bandwidth from your Internet service provider (ISP) in
kbits.

Total Upload Enter your total upload bandwidth limit from

Bandwidth your Internet service provider (ISP) in kbits.
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The icons represent the following categories:

Internet Browsing
P2P/BT Downloads
FTP

Multimedia

Online Gaming

The iQoS table is ordered left to right, high to low priority. Click a small icon
below the table to insert it into the table, and click a large icon in the table to
remove it. All spaces in the priority table must be filled.
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111-3-8. Advanced

Advanced features of the BR-6208AC can be configured

= .
v Advanced from the “Advanced” menu.
Static Routing

Port Forwarding
Virtual Server
2.AGH: Wireless
5GHz Wireless
IGhP

UPnP

llI-3-8-1. Static Routing

Static routing is a method of configuring path selection of routers,
characterized by the absence of communication between routers regarding
the current topology of the network. The opposite of static routing is dynamic
routing, sometimes also referred to as adaptive routing.

You can configure static routing and manually add routes to the routing table
shown below.

Static Routlng
................
| Destinalion LAN P | subestMabh | Defult Getewsy | Hop Cowit | itiertace |
AN |
[ |

L[] Mestination LAN 1M Suhinet Mack Detui Gt g Cosimb interinge Lednid
| By
.l .-.F.I|-I Il! .!l l
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Enable Static Routing

Check/uncheck the box to enable/disable
static routing.

Destination LAN IP

Enter the destination network’s IP address.

Subnet Mask

Enter the subnet mask of the destination
network.

Default Gateway

Enter the default gateway of the destination
network.

Hop Count Enter the hop count (the distance between
destination network and this broadband
router) here.

Interface Enter the interface which leads to
destination network.

Add Add the route to the current static routing

table.

Static Routing Table entries will be displayed in the table shown below:

_Drlerte Sebecrod | Debete 10 |

Delete Selected/
Delete All

Delete selected or all entries from the table.

llI-3-8-2. Port Forwarding

This function allows you to redirect a single port or consecutive ports of an

Internet IP address to the same port of a local IP address. The port number(s)

of the Internet IP address and local IP address must be the same.

If the port number of the Internet IP address and local IP address is different,

please use the “Virtual Server” function instead.
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Pt Fonwarding

mmm

=

Sripct LI !lgh_]

| Add |

(W0 | computeriame | mhatew | Type | Forttame | Commeot | sels |

| $owe Setting |

Private IP

Enter the IP address of the computer on the
local network.

Computer Name

Windows computers on the local network
will be listed here — select a computer from
the list and click << to automatically add the
IP address to the “Private IP” field.

Type

Select the type of connection, “TCP”, “UDP”
or “Both”.

Port Range

Input the starting port number in the left
field, and input the ending port number in
the right field. If you only want to redirect a
single port number, only enter a port
number in the left field.

Comment

Enter a comment for reference or
identification.

Port Forwarding Table entries will be displayed in the table shown below:

rifing Takd

mmmm

Delete Selected/
Delete All

Delete selected or all entries from the table.
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I11-3-8-3. Virtual Server

This function allows you to set up an internet service on a local computer,
without exposing the local computer to the internet. You can also build
various sets of port redirection, to provide various internet services on
different local computers via a single internet IP address.

Virtual Sereer

| Priwate® | Computer Name | PrivetePort | Type | PublicPort | Comment |
=] Bath =

o —select— |=)

i |

W1w.l E“_"_P-:*H!a_,--!

Private IP

Specify the IP address of the computer on
your local network.

Computer Name

Select the name of a Windows computer
from the drop-down menu and click 2 to
auto-input its IP address in the “Private IP”
field.

Private Port

Specify the private port you wish to use on
the computer in your local network.

Type Select the type of Internet Protocol.

Public Port Specify a public port to access the computer
on your local network.

Comment Enter a comment for reference or

identification.

Current Virtual Table entries will be displayed in the table shown below:

CisrrEn® Wirtieel e ruer Tabis
[ 0 | computer Mame | privats e | prhatetort | fyee | Publeport | Comment | Seiect |
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Delete Selected/ Delete selected or all entries from the table.
Delete All

I11-3-8-4. 2.4GHz Wireless

These settings are for experienced users only. Please do not change any of the
values on this page unless you are already familiar with these functions.

Enabile

23458 | 256-E345)

& Short Freamdie Long Preambls

BLtD Bluaves W Nong

e Settings

Fragment Threshold | Set the Fragment threshold of the wireless
radio. The default value is 2346.

RTS Threshold Set the RTS threshold of the wireless radio.
The default value is 2347.

Beacon Interval Set the beacon interval of the wireless radio.
The default value is 100.

DTIM Period Set the DTIM period of wireless radio. The
default value is 3.

Data Rate Set the wireless data transfer rate. The
default is set to Auto.

N Data Rate Set the data rate of 802.11n. The default is
set to Auto.
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Channel Width Select wireless channel width (bandwidth
used by wireless signals from the device) —
the recommended value is Auto 20/40MHz.

Preamble Type Set the wireless radio preamble type. The
default value is “Short Preamble”.
CTS Protect Enabling this setting will reduce the chance

of radio signal collisions between 802.11b
and 802.11g wireless access points. It's
recommended to set this option to “Auto”.
Tx Power Set the power output of the wireless radio.
You may not require 100% output power.
Setting a lower power output can enhance
security since potentially malicious/unknown
users in distant areas will not be able to
access your signal.

WMM WMM (Wi-Fi Multimedia) technology can
improve the performance of certain network
applications, such as audio/video streaming,
network telephony (VolP) and others. When
WMM is enabled, the device will prioritize
different kinds of data and give higher
priority to applications which require instant
responses for better performance.

I1-3-8-5. 5GHz Wireless

These settings are for experienced users only. Please do not change any of the
values on this page unless you are already familiar with these functions.
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5GHz Wireless

eless Module Enable
Fragment Threshold 2345 {256-2546)
RTS Threshold 2347 (0-2347)
Beacon Interva 100 {20-1024 ms)
DTIM Period 3 {1-10)
Data Rate Auto [ |
N Data Rate Auto =
Channel Width @) 20/40/80 MHZ () 20/40 MHZ 20 MHZ
reamble Type @ Short Preamble Long Preamble
CTS Protect Auto Always @ None
xPower  |100% |w]
WRIM @ Auto
| save settings |
Fragment Threshold | Set the Fragment threshold of the wireless
radio. The default value is 2346.
RTS Threshold Set the RTS threshold of the wireless radio.

The default value is 2347.

Beacon Interval

Set the beacon interval of the wireless radio.
The default value is 100.

DTIM Period

Set the DTIM period of wireless radio. The
default value is 3.

Data Rate Set the wireless data transfer rate. The
default is set to Auto.

N Data Rate Set the data rate of 802.11n. The default is
set to Auto.

Channel Width Select wireless channel width (bandwidth
used by wireless signals from the device) —
the recommended value is 20/40/80MHz.

Preamble Type Set the wireless radio preamble type. The

default value is “Short Preamble”.
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CTS Protect

Enabling this setting will reduce the chance
of radio signal collisions between 802.11b
and 802.11g wireless access points. It’s
recommended to set this option to “Auto”.

Tx Power

Set the power output of the wireless radio.
You may not require 100% output power.
Setting a lower power output can enhance
security since potentially malicious/unknown
users in distant areas will not be able to
access your signal.

WMM

WMM (Wi-Fi Multimedia) technology can
improve the performance of certain network
applications, such as audio/video streaming,
network telephony (VolP) and others. When
WMM is enabled, the device will prioritize
different kinds of data and give higher
priority to applications which require instant
responses for better performance.
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ll-3-8-6. IGMP

IGMP is a communications protocol used to establish multicast group
memberships. It allows for a more efficient use of resources and better
performance for applications such as IPTV video streaming.

IGMF

GMP Snooping @ Enahle Disahkle

GMP Proxy @ Enahble Disable

|_save settings |

IGMP Snooping IGMP snooping monitors traffic between
hosts and multicast routers to facilitate
bandwidth conservation. Select enable or
disable.

IGMP Proxy IGMP proxy enables intelligent multicast
forwarding based on IGMP snooping
information. Select enable or disable.

It is recommended to set “IGMP Snooping” and “IGMP Proxy” to
“Enable”.
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111-3-8-7. UPnP

Universal plug-and-play (UPnP) is a set of networking protocols which enables
network devices to communicate and automatically establish working
configurations with each other. Select “Enable” or “Disable”.

fnable '® Dizable
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111-3-9. Administration

( *3 Various administrative functions can be accessed from
the “Administration” menu.

Time Zone

Password

Remote Access
Backup / Restore
Upgrade

Restart

Logs

Active DHCP Client

Statistics

11-3-9-1. Time Zone

(G TjGreermwich Mean Time: Dublin, Edinbirgh, Lisban, London -:
poal.rMporg -
Enehle Function
To
Set Time Zone Select the time zone of your country or
region.

Time Server Address | The travel router supports NTP (Network
Time Protocol) for automatic time and date
setup. Input the host name of the IP server
manually.

Daylight Saving If your country/region uses daylight saving
time, please check the “Enable Function”
box, and select the start and end date.
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I1I-3-9-2. Password

You can change the password used to login to the browser-based
configuration interface here. It is advised to do so for security purposes.

Please make a note of the new password. In the event that you
forget the password and are unable to login to the browser

#% based configuration interface, see lI-7. Reset to factory default
settings for how to reset the device.

| Apply |
Current Password Enter your current password.
New Password Enter your new password.
Confirmed Password | Confirm your new password.
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I11-3-9-3. Remote Access

Check “Enabled” to enable the remote access feature and then enter the
appropriate values.

v Setting |

Host IP Address Specify the IP address which is allowed remote
access.

Port Specify a port number (0-65535) used for
remote access.
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l11-3-9-4. Backup/Restore

Hrererda |

Backup Settings

Click “Save” to save the current settings on your
computer as config.bin file.

Restore Settings

Click “Browse” to find a previously saved
config.bin file and then click “Upload” to replace
your current settings.

Restore to
Factory Default

Click “Reset” to restore settings to the factory
default. A pop-up window will appear and ask
you to confirm and enter your log in details.
Enter your username and password and click
“Ok”. See below for more information.

l1I-3-9-5. Upgrade

The upgrade page allows you to upgrade the system firmware to a more
recent version. You can download the latest firmware from the Edimax
website. After the upgrade, the system will restart.

Do not switch off or disconnect the device during a firmware
upgrade, as this could damage the device. It is recommended that
you use a wired Ethernet connection for a firmware upgrade.

Jpgrade

Browse
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I11-3-9-6. Restart

In the event that the router malfunctions or is not responding, then it is
recommended that you restart the device.

Hesbart

in the eyerd fank the wyxtem ziopa responding coereckly or stogs fenctioning, you can periorm = oyst=m
resinrt Your settngs will not be changed T resta i, ok ooy the SFELY buson bedmm Yow will e ssied o

cordirm your decimion. The restar wall be compiel=s wher the Interpet LED light s3ooc Biinking

1-3-9-7. Logs

You can view the system log and security log here. Use the drop down menu
in the top-right corner to select which log to view.

lan 1 000008 {none] svilag inls dvilogd aterted. BusyBes v1.11.1

Mdar 13 07: 3484 [nore] user debug sysbog: Debu: bulidific: interfece fo Addr: 12700001, Flags: e

hfar 13 073444 [nore] user debug sysiog: Debu: buildifvc: Interface sthl Addr: 192163 10143,

bdar 13 073444 (nore] user debug svilog: Debu; buildifVe: infedecs bvD Addr, 102 168 1 1, Flag

Mfmr 13 073444 (more] user notice syslogp Nofe: sdding WIF, idx=0 Fl flags=0=d 1P=192.1682.1 b
Mdar 13 07:34-£4 [nore] user notice syslog Nofe: adding WIF, idw=1 A flags=0wd 1P=192. 168 10. 1«

System Log

Socurity Log

[1970-01<01 DO00:22): ssart Dynasmic 1P -
[1870-01-01 D000 24]: [SNTP]: connect bo TimeSerner 59,124 196 68

[20E&-03- 13 07:34°33} |SNTP]: connect succers!

[2084-03-13 0734 33] [SNTP]: st Rirma 12 3014-03-13 0T 34:33 |n
[FEA4-05-13 07 54:34). [Fireiweall] WANT 0P s 192 16810 045

[2014-05-15 OF :F4:54]: [Frewall]: WANI IP is 5.0.0.0

[2004-03-1% OF :34:34]- [Firmwesi ] WANA P is Dol

[2004-00-13 97:34:34]: [Firevasli]: setting Firesall

[2012-03-13 O7:34-36] [SNTF|: connect to TimeSenser 59 134 196 B2 -
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Save Click “Save” to save the log on your computer
as .txt file.
Clear Click “Clear” to clear/erase the existing log.
Refresh Click “Refresh” to refresh the log and update any
activity.

I11-3-9-8. Active DHCP Client

Information about active DHCP clients is shown in the table, which displays
the DHCP server assigned IP address, MAC address and time expired for
each computer or device on the local network.

Active DHCP Client

Time apired (sec
192 168.2.101 00:1b:63:ch:dc:bs forever

I11-3-9-9. Statistics

Displays sent and received packet network statistics.

atalishics

i et Pachets 1745

PAGH: Wirebew i
Sant Packets 517

Raeivee Fackets 55878

Sent Packets 1244

Recerved Packess 1868

St Packets 1624

Received Packens 5075
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IV. Appendix

IV-1. Configuring your IP address

For first time access to the URL http://edimax.setup please ensure your
computer is set to use a dynamic IP address. This means your computer can
obtain an IP address automatically from a DHCP server. You can check if your
computer is set to use a dynamic IP address by following IV-1-1. How to check

that your computer uses a dynamic IP address.

Static IP users can also temporarily modify your computer’s IP address to be
in the same IP address subnet e.g. 192.168.2.x (x = 3 — 254) as the BR-6208AC
in order to access http://edimax.setup.

44 The BR-6208AC(’s default IP address is 192.168.2.1.
The procedure for modifying your IP address varies across different operating

systems; please follow the guide appropriate for your operating system in
IV-1-2. How to modify the IP address of your computer.

Static IP users please make a note of your static IP before you
change it.

You can assign a new IP address to the device which is within the subnet of
your network during setup or using the browser based configuration interface
(refer to 111-3-4. LAN). Then you can access the URL http://edimax.setup in
future without modifying your IP address.

Please remember to change your IP address back to its original
value after the device is properly configured.
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IV-1-1. How to check that your computer uses a dynamic IP address

Please follow the instructions appropriate for your operating system.

IV-1-1-1. Windows XP

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Double-click the “Network and
Internet Connections” icon, click “Network Connections”, and then
double-click “Local Area Connection”. The “Local Area Connection Status”
window will then appear, click “Properties”.

"

-k Local Area Connection Properties [EJ[E|

General | Authentication | Advanced)

Connect using:

; 2 AMD PCMET Farily PCI Ethernet Ad

Thiz connection uses the following items:

¥ % Client for Microsoft Metworks

Cro== 1)

Tranzmizzion Control Protocol/nternet Protocol. The default
wide area network pratocal that provides communication
acrozs diverse interconnected netwiorks.

Dezcription

[] 5how icon in notification area when connected
Matify me when this connection haz limited or no connectiviy

[ ok J|_ Cancel ]

2. “Obtain an IP address automatically” and “Obtain DNS server address
automatically” should be selected.
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T

Internet Protocol (TCP/IP) Properties r?lgl |

General | Alternate Configuration |

Y'ou can get IP zettings assigned automatically if your network, supparts
thiz capability. Othemwize, you need to azk your network. adriniztratar for
the appropriate [P settings.

C®

o

Ohbtain DMS zerver addrezs automaticall

) Use &r addresses:

[__ Ok ][ Cancel ]
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IV-1-1-2. Windows Vista

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Click “View Network Status and
Tasks”, then click “Manage Network Connections”. Right-click “Local Area
Network”, then select “Properties”. The “Local Area Connection Properties”
window will then appear, select “Internet Protocol Version 4 (TCP / IPv4)”,
and then click “Properties”.

.. Local Area Connection Properties x |
Networking I
Connect using:
| L¥ Intel(R) PRO/1000 MT Network Connection

This connection uses the following items:

V] 9% Client for Microsoft Networks
v QQOS Packet Scheduler

v .@ File and Pnrlter Shanng for Mlcrosoft Netv\orks
Vi loia

G . lntemet Pmtoool Versuon 4 (T CP/IPv4)

i Link- Layer Topology Discovery Responder

Install... | instal ‘ Properties | >
v

i~ Description
Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

oK | Cancel |

2. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.
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General | Alternate Configuration |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

IP address: |
Subnet mask; |
Default gateway: I

Preferred DNS server: I

Alternate DNS server; I
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IV-1-1-3. Windows 7

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”.

- .

ﬂ Detting Started

a Wdows Media Center Fdamar

Documents

’] Cabculator

Picture

Sticky Notes

% Snipping Teel
.'f Fant

h‘ fiemote Desktop Connecion

'.% Magnfier

Control Parel
Devices and Prorten
"‘ Soltmre

Def adt Prograrm:

Help and Suppont

AGYa YOUl COMOUTEY § ReIUNgs - fagey *
vatem wdd Secur iy
a vt poes L aTRuN | Al
“tne
Pactwyd aend [1iter e *
-t -
Hastvare aval > ( Lllxull?lJl)
ﬁ T ) o apt arss
L
T @

e “ﬁ'.

2
™
s E
v
3

ﬁ

3. Click “Local Area Connection”.
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View your basic network information and set up connections

E&f e Tfm R 9 See full map

TS-WINT Home network Internet
(This computer)
View your active networks Connect or disconnect
Access type: Mo Internet access
Home network
= HomeGroup:

Home network

Conneclons: B Local Area Connection

4. Click “Properties”.

5. Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.
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This cormacton uses ire lodowing bema

[ % % it for Mormsch hetworks

| B G0 Packer Scheduer

| W P Fle ] Peiilar Sty bor Microeohl Ratwerks
| v irfmmest Proboool Version d [TCF/1Pwd)

| M i L L Topoigy Oiscenery

TCRAP verson & The bebest vemion of Tre nbemesl proboood
that prosades communication sooss dverss meconnecisd

6. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.

Intarnat Protocal Wersien 4 (TCR/IPW) Properte:

Yol oo gt 1P settings acsgned sstomatically I vour nehwor SLppors
thes capabality, Othérwse, you nesd o &5k your nebveork aderairahor

for the sporopnate = s=tengs.
1: Dhlae & P SSadi aulomabosly ,
F ackires 193 868 . 3 . 10
Codwiet mask: 255 . 355 .55, 0
Defaust gartemay:

LtyEamr [N s scioiesrs o bar ol

| Prfrred DS server;

Alernabe DMNS serae:

[ ¥akdate settrgs upon ot Advancad.. |
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IV-1-1-4. Windows 8

1. From the Windows 8 Start screen, you need to switch to desktop mode.
Move your curser to the bottom left of the screen and click.

2. In desktop mode, click the File Explorer icon in the bottom left of the
screen, as shown below.

3. Right click “Network” and then select “Properties”.
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4. |nthe window that opens, select “Change adapter settings” from the left
side.
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5. Choose your connection and right click, then select “Properties”.
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7. Select “Obtain an IP address automatically” and “Obtain DNS server
address automatically” should be selected.
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IV-1-1-5. Mac OS

1. Have your Macintosh computer operate as usual, and click on “System
Preferences”.

2. In System Preferences, click on “Network”.

Internet & Metwark
| fﬁ r ot
— e ﬁ (LT
s e Ml QuilckTime Shaifg

3. Click on “Wi-Fi” in the left panel and then click “Advanced” in the lower
right corner.
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4. select “TCP/IP” from the top menu and “Using DHCP” in the drop down
menu labeled “Configure IPv4” should be selected.
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IV-1-2. How to modify the IP address of your computer

Please follow the instructions appropriate for your operating system. In the
following examples we use the IP address 192.168.2.10 though you can use
any IP address in the range 192.168.2.x (x = 3 — 254) in order to access iQ
Setup/browser based configuration interface.

#4 Please make a note of your static IP before you change it.

IV-1-2-1. Windows XP

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Double-click the “Network and
Internet Connections” icon, click “Network Connections”, and then
double-click “Local Area Connection”. The “Local Area Connection Status”
window will then appear, click “Properties”.

3

M
—4- Local Area Connection Properties @[g|

General | authentication | Advanced |

Connect uging:

| B8 AMD PCHET Family PCl Ethernet Ad

Thiz connection uzes the following ez

| El Client for Microsoft Metworks
v .@ File and Printer Sharing for Microsoft Mebworks

Ingtall... & ' Properties ’

Dezcription

Transmizsion Control Pratocal/intermet Protocol, The default
wide area network, pratocol that provides communication
acrozs diverse interconnected network s,

[] 5how izon in notification area when connected
Matify me when this connection haz limited or no connectiviby

[ ok Jl Cancel ]

2. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:
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Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP
address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-2. Windows Vista

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”. Click “View Network Status and
Tasks”, then click “Manage Network Connections”. Right-click “Local Area
Network”, then select “Properties”. The “Local Area Connection Properties”
window will then appear, select “Internet Protocol Version 4 (TCP / IPv4)”,
and then click “Properties”.

. Local Area Connection Properties x |
Networking I
Connect using:
| ¥ Intel(R) PRO/1000 MT Network Connection

This connection uses the following items:
V] 9% Client for Microsoft Networks

=) QoS Packet Scheduler
W] .';9 File and Printer Sharing for Microsoft Networks

B s Tonlocy Discaue @pper |/O Driver
[V .2 Link-Layer Topology Discovery Responder

Install... - < | Properties >

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

oK | Cancel |

2. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

~ Your existing static IP address will be displayed in the “IP address”
&4 field before you replace it. Please make a note of this IP address,
subnet mask, default gateway and DNS server addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-3. Windows 7

1. Click the “Start” button (it should be located in the lower-left corner of
your computer), then click “Control Panel”.
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3.cClick “Local Area Connection”.

View your basic network information and set up connections

ﬂlk: m N S Q See full map

TS-WINT Home network Internet
(This computer)
View your active networks Bm—gjcccnnect
Access f:_',rpe:
o Bt HomeG Ready to creat
omeGroup: eady to create
a9 Home network 4 ¥

Connections: B Local Area Connection

4. Click “Properties”.
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5.select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.

J Local Area Connection Propertie:
Hebworrg

Ciormnash usng

& Froadcon Hl 100100 ntsgrstsd Corirller

Lorfeguae

g

cornection uses the tofowng bems
& bt for Microsoht Metworks
s Foche Soneauer
Fla ared Peirlar Sy bor Mecrescl] Rstwarka

-
o
e
-
"
-
-

TCR AP verson & The lebast wersion of The inbsmest protoool
that prosades communicahion o drverse meroonnecisd
A

6. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

b Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP
address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-4. Windows 8

1. From the Windows 8 Start screen, you need to switch to desktop mode.
Move your curser to the bottom left of the screen and click.

2. In desktop mode, click the File Explorer icon in the bottom left of the
screen, as shown below.
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3. Right click “Network” and then select “Properties”.
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4. Inthe window that opens, select “Change adapter settings” from the left

side.
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6. Select “Internet Protocol Version 4 (TCP/IPv4) and then click “Properties”.
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7. Select “Use the following IP address” and “Use the following DNS server
addresses”, then input the following values:

ﬂ, Your existing static IP address will be displayed in the “IP
=" address” field before you replace it. Please make a note of this IP

address, subnet mask, default gateway and DNS server
addresses.

IP address: 192.168.2.10
Subnet Mask: 255.255.255.0
Preferred DNS Server: 192.168.2.1

Click ‘OK’ when finished.
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IV-1-2-5. Mac

1. Have your Macintosh computer operate as usual, and click on “System

Preferences”

2. In System Preferences, click on “Network”.

Internet & Metwark

il |

MieEmeMe

®\NQ @
Ml QuilckTime Shaifg

3. Click on “Wi-Fi” in the left panel and then click “Advanced” in the lower

right corner.
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4. select “TCP/IP” from the top menu and select “Manually” from the drop
down menu labeled “Configure IPv4”, then click “OK”.
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Your existing static IP address will be displayed in the “IP
address” field before you replace it. Please make a note of this IP

address, subnet mask, default gateway and DNS server

addresses.

5. Inthe “IPv4 Address” and “Subnet Mask” field enter IP address
192.168.2.10 and subnet mask 255.255.255.0. Click on “OK”.
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6. Click “Apply” to save the changes.

[ [ b W15 st i s | Advanced.. | (7]
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IV-1-3. How to Find Your Network Security Key

To find your network security key, please follow the instructions appropriate
for your operating system.

.ﬁ, If you are using Windows XP or earlier, please contact your ISP or
== router manufacturer to find your network security key.

IV-1-3-1. Windows 7 & Vista

1. Open “Control Panel” and click on “Network and Internet” in the top
menu.

": .\ ¥ Control Pandg » Metwork andlntemet

File Edit View Tools Advanced Help

Organize ¥

- )

o %I“‘
X & il
Local Area Wireless
Connection Network

Connection
19

2. Click on “View network status and tasks” which is under the heading
“Network and Sharing Center”.
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3. clickon “Manage wireless networks” in the left menu.
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4. You should see the profile of your Wi-Fi network in the list. Right click on
your Wi-Fi network and then click on “Properties”.

Add Remove Movedown  Adapter properties  Profile types

Metworks you can view, modify, and reorde

= | HomeNetwork Security: WPAZ-Personal
X s

" Remove network
Mawve down

5.cClick on the “Security” tab, and then check the box labeled “Show
characters”. This will show your network security key. Click the “Cancel”
button to close the window.

Security type: | wpa2-Personal -

Encryption type: [AES v]

Metwork security key 1234567330
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IV-1-3-2. Mac

1. Open a new Finder window, and select “Applications” from the menu on
the left side. Open the folder labeled “Utilities” and then open the
application “Keychain Access”.

B 0o (5l Applications
2] M = ERERIre q
FTAYORITES Hame Date Mosdilied 5|I1E
7 TextEdin 20021212 F¥708 11.1 MA
el Time Machine 20127272 FT:08 I79 KH
2012/2/2 TF3:32 i
BrLaty Monitor 2002122 Fyr.08 10,6 MBE
AdrPort Urihivy 200252/2 TF 708 33.5 Mi
4 AppleScript Editor 200125212 F¥ 708 12.5 MB
™ Audio MIDN Setup 20027272 T T:08 11.E MB
BEVICES « Bluetooth File Exchange 20012131 T T 08 1.6 MB
L 10.6 & Boot Camp Assistant 20121212 T 7.08 13,7 MB
d B ColorSync Uailiny 2012/2/2 F¥F.08 17 MB
B Console 20121252 F¥ 708 1.5 MB
o DigitalColor Merer 200272/2 T T:08 2.2 MB
2= Disk Unility 2002 r2r2 TFE 08 27 Ml
= Grab 20021272 9708 3.5 ME
® Grapher 2012[212 T 708 37.3 mb
o= dguy Pre (= 1] 20017 ILT ES 1054 T19 KB
= Keychain Aocess 2024202 08
T My A55iEtant 2002122 FET.08 .7 MB
e R o LR ANEE AT T AT TR & EER

2. Select “Passwords” from the sub-menu labeled “Category” on the left side,
as shown below. Then search the list in the main panel for the SSID of your
network. In this example, the SSID is “EdimaxWireless” —though your SSID
will be unique to your network.
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Wit ifeet Today, T25:4%

Chtw Mz Aned
FOL2FFILY EFLOLE2S  lagin
20127116 F5 51520 bosgin

:ﬁ, Apele 1D AutRenbiiten appliestion pasiwerd
fy Apple Perscnent Sace Encrypoon application password

;ﬁu_ (DX G4 Alrfor neteork pasiweid S13FL? ERIV0E0D  login
BRI BIFFOM APTSOIL astwed 20124827 ES10:24:59  login
E ‘Kirfor netwnrk pasywed Today, FELE5 lagin
. applicaion passwoed 2012711 CFLELE2T  lagin
L Rirfon netenre gapwd Today, 55T lggin

Ao netenns Saiieesd

:.ﬁ. FP-&574- Damo 20127/ FRRILAD lagin
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T Een
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3. Double click the SSID of your network and you will see the following

window.
8 006 _EdimaxWireless
Access Control |
Name: IEdi‘maxW Nireless I

Kind: IAirPurt netwerk password |

Account: | AirPort |

Where: | com.apple network.wlan.ssid. EdimaxWireless |

Comments:

|| Show password: ?

| Sawe Changes |

4. Check the box labeled “Show password” and you will be asked to enter
your administrative password, which you use to log into your Mac. Enter
your password and click “Allow”.
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F— Keychain Access wants to use your
- oy confidential information stored in

| % “EdimaxWireless” in your keychain.

To allow this, enter the “login® keychain password.

Password: ||
| Always Allow | | Deny .

Comments:

Gshnw pas 5@ v

Save Changes

Your network security password will now be displayed in the field next to
the box labeled “Show password”. In the example below, the network
security password is “edimax1234”. Please make a note of your network
security password.

e 00 _EdimaxWireless

BNEETELE  Access Control |

Name: | EdimaxWireless

Kind: |AirPort network password

Account: | As rPu_rt

Where: com.apple.network.wlan.ssid. EdimaxWireless

Comments:

C ™ show password: ‘edimax1234 > ' E

Save Changes
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IV-1-4. How to Find Your Router’s IP Address

To find your router’s IP address, please follow the instructions appropriate for
your operating system.

IV-1-4-1. Windows XP, Vista & 7

1. Goto “Start”, select “Run” and type “cmd”, then press Enter or click “OK”.
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2. Anew window will open, type “ipconfig” and press Enter.
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IV-1-4-2. Windows 8

1. From the Windows 8 Start screen, move your curser to the top right
corner of the screen to display the Charms bar.

2. Click “Search” and enter “cmd” into the search bar. Click the “Command
Prompt” app which be displayed on the left side.
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4.Your router’s IP address will be displayed next to “Default Gateway”.
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IV-1-4-3. Mac
1. Launch “System Preferences” and click on “Network”.

2. If you are using an Ethernet cable to connect to your network, your
router’s IP address will be displayed next to “Router”.

= f] Metwork

| S All 0,

Loscation Auiomatic

O Status; Connected
Ermes it o Curveilly MTree il has e P

g Firewe address 192 16810172

i H = Canfigure Bl | Mancally

i USB Nu._ torface o IP Addresy: | 192,168.9.20
Suhrest M ]

g Buetooth PAN 9
192 168, 10.254

DMS Server

Search Damamns

Advancad T

‘ -i Click the logk bo preven furksr changss Azgist me Hat'w@rT Ay

3. if you are using Wi-Fi, click “Wi-Fi” in the left panel, and then “Advanced”
in the bottom right corner.
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4. cClick the “TCP/IP” tab and your router’s IP address will be displayed next
to “Router”.
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IV-2. Connecting to a Wi-Fi network

For help connecting to your device’s Edimax.Setup SSID for initial setup, or to
connect to your device’s new Wi-Fi network (SSID) after setup is complete,
follow the guide below:

& Below is an example of how to connect using Windows Vista — the
% process may vary slightly for other versions of Windows.

1. Click the network icon (-,“or) in the system tray and select “Connect
to a network”.

Mot Connected

ﬁ-‘ Wireless networks are available.
.q’

)

BEvH wu . rsoen

2. Search for the SSID of your BR-6208AC and then click “Connect”. If you set
a password for your network, you will then be prompted to enter it.

Sedect a neteeork bo connect o

e | A - ey
h A hrfart-2 40 b by e bed nsteoei -u'ﬂ
-
h ehmids iriup Limsariiresd merarh \ﬂ1l
&" EIHAAAE F Lam-2 40 Shoumty-snabiled netword _.“_l
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3. After correctly entering your password, you will be successfully connected
to the BR-6208AC’s wireless network.

Successiully connected 1o edimaxsetup

¥ Save ths netwark

¥ Seart this connection sutomatcally
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IV-3. Troubleshooting

1. In range extender mode, is my BR-6208AC dual-band?

a. Yes. The BR-6208AC can extend 2.4GHz & 5GHz Wi-Fi signals concurrently, but
you must connect your BR-6208AC to each (2.4GHz & 5GHz) network separately
during iQ setup. During iQ Setup, you will be asked to select both a 2.4GHz &
5GHz Wi-Fi network to extend, as well as specify a new SSID (name) and
password for each of the networks that your BR-6208AC’s will
broadcast/extend.

You can disable either 2.4GHz or 5GHz Wi-Fi during iQ setup if
there is no appropriate source network available, or if you do not
wish to use it. If either the 2.4GHz or 5GHz frequency band is
disabled, wireless clients/devices on the same frequency band will
be unable to connect to your range extender.

2. In range extender mode, if my BR-6208AC is set up as a dual-band
extender, what happens when | connect a wired Ethernet client?

a. When you connect a network device to your BR-6208AC in range extender mode
via Ethernet cable, by default the network device will connect to the 5GHz
network. If there is no 5GHz network available, the network device will connect
to the 2.4GHz network instead.

3. In range extender mode, how do | connect to a network which
has a hidden SSID?

a. During iQ Setup, you can manually enter a SSID in the “Wi-Fi network name”
field as shown below, for either/both 2.4GHz and 5GHz, along with the relevant
encryption information.
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Wi-Fi network name | Enter the SSID (network name) of your existing,
hidden network.

Range extender SSID | Enter an SSID for the BR-6208AC or leave it blank
to use a default which consists of your existing
router’s SSID (above) +" 2EX".

Encryption Select and enter the encryption information for
your existing, hidden network.

4. What do the LEDs mean?
The LEDs can be identified by icons on the underside of the BR-6208AC.
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LED Color | LED Status | Description

Power On BR-6208AC is on.
White
Q) off BR-6208AC is off.
On Internet connection is ready.
Internet
Blue Factory default state, or Ethernet
@7 Flashing cable not connected, or no

Internet connection.
2.4GHz Wi-Fi wireless activity

2.4GHz Wi-Fi I On (transferring/receiving data).
= BlU€ I Elashing | 2.4GHz WPS is active.
" Off 2.4GHz Wi-Fi not active.

5GHz Wi-Fi wireless activity

SGHz Wi-Fi ) On (transferring/receiving data).
ue
i Flashing 5GHz WPS is active.
L]
Off 5GHz Wi-Fi not active.

5. 1 can’t access the Internet.

a.
b.

Ensure that all cables are connected properly. Try a different Ethernet cable.
Check if you can access the web based configuration interface. If not, please
ensure your Wi-Fi device is set to use a dynamic IP address. If you are unsure
how to do this, try using a computer and refer to the user manual for guidance.
Login to the web based configuration interface and go to Internet > WAN Setup
and check that the connection type is correct. If you are unsure which internet
connection type you have, please contact your Internet Service Provider (ISP).

. Connect a computer directly to your modem and check if you can access the

internet. If you can’t, please contact your Internet service provider for
assistance.

6. | can’t open the web based configuration interface.
. Please ensure your Wi-Fi device is set to use a dynamic IP address. If you are

unsure how to do this, try using a computer and refer to IV-1-1. How to check
that your computer uses a dynamic IP address.

7. How do | reset my device to factory default settings?

. Toreset the device back to its factory default settings, press and hold the

WPS/Reset button for over 10 seconds, until the white power LED begins to
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flash. Please wait a few minutes for the product to restart. When the device
restarts, all settings will be reset. Default settings are displayed on the product
label on the bottom of the device, as shown below:

R OWCe Compies Wil part LS of Dhe FOC Ruses
ORrton 5 i 0 The dowag Nve CoNTONS

(1) Oewne ™y Mot Gause Nl mererence and
{273 dewie st s00mt any terierence received,
dng mosrierence that may Cuse undesined aperation

Power SVDC

Fe No. BR-6208AC
L ID:NDDSS62081312

Router Logia: hitp:/ /edimax.setup
semame/Password: admin/ 1234

W Netwers Name (SSH0): edimax.setup

IHIM T ll

37CB00010
MADE IN CHINA (V1.0A)

(000 O A
MAC:801F02BBS77F

PIN CODE:58484470

Router Login Enter this URL in a web browser to run iQ Setup or
configure advanced settings. You must be
connected to the device by Wi-Fi or Ethernet
cable.

Username/Password | This is the default username and password to
access the browser based configuration interface
when you go to the “Router Login” URL (above).

Wi-Fi Network This is the default Wi-Fi network name for the

Name device. Search for this name (SSID) and connect to
it in order to access the “Router Login” URL
(above).

MAC A MAC address is unique to every device and is

used for identification within a network. Your
device’s unique MAC address is displayed here.
PIN CODE This is your device’s PIN code for Wi-Fi Protected
Setup (WPS).

8. | forgot my password.

a. Reset the router to its factory default settings and use the default username
admin and default password 1234. Default settings are displayed on the product
label on the bottom of the device, as shown above.
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9. My BR-6208AC has a weak wireless signal.

Weak signals are usually caused by interference from other devices or obstacles
blocking the BR-6208AC’s wireless signal:

a. Keep the device away from other radio devices such as microwaves or cordless
phones.

b. Do not put the device in the corner of a room or under/nearby metal.

c. Ensure there are as few obstacles as possible between the BR-6208AC and your
wireless network device.

In range extender mode, the BR-6208AC’s weak wireless signal may be in turn
caused by a weak signal from your existing router. It’s important to choose a good
location for the BR-6208AC in relation to your existing wireless router. The best
location is roughly in the middle between your existing wireless router and the area
you would like to be covered by the BR-6208AC. If you are too far away from your
existing router, then it is difficult for the BR-6208AC to receive a wireless signal.

10.Do the Internet and LAN ports work the same when the device is
in different modes?
No, the Internet and LAN ports have slightly different functions depending on
the operating mode of the device.

a. In Wi-Fi router mode, the Internet port is for a direct connection to your xDSL
modem. The LAN ports are for wired network clients.

b. In access point mode, the Internet port is not functional. Connect your existing
router to the device’s LAN port, and the other LAN ports can connect wired
network clients.

c. In range extender mode, the Internet port is not functional and the all of LAN
ports are for wired network clients. Do not connect your existing router to the
device’s Internet or LAN ports, as this can cause the device to malfunction.

d. In wireless bridge mode, the Internet port is not functional and the all of LAN
ports are for wired network clients.

e. In WISP mode, the Internet port is not functional and the all of LAN ports are for
wired network clients.

11. A firmware upgrade failed and the BR-6208AC isn’t working.
Firmware upgrade failures can happen occasionally due to power cuts or
unstable connections. In this scenario, you need to first connect a computer to
one of your BR-6208AC’s LAN ports using an Ethernet cable. Then you need to
modify your computer’s IP address to 192.168.2.x where x is any value between
3 and 254. Refer to IV-1-2. How to modify the IP address of your computer if you
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need guidance to do so.

From there, you need to go to 192.168.2.1 in a web browser, and you will see
the page below:

Firmware Recovery Mode
Please select the correct firmware file than click Upload once and wait

for the next screen to display that the upgrade is in progress.

Click “Browse” to locate the firmware file on your computer and then click
“Upload” to upload the new firmware. It may take several minutes to complete,
please wait and follow the instructions on screen.
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V. Glossary

Default Gateway (Wireless bridge): Every non-access point IP device needs to
configure a default gateway’s IP address. When the device sends out an IP
packet, if the destination is not on the same network, the device has to send
the packet to its default gateway, which will then send it out towards the
destination.

DHCP: Dynamic Host Configuration Protocol. This protocol automatically gives
every computer on your home network an IP address.

DNS Server IP Address: DNS stands for Domain Name System, which allows
Internet servers to have a domain name (such as www.Broadbandaccess
point.com) and one or more IP addresses (such as 74.125.128.104). A DNS
server keeps a database of Internet servers and their respective domain
names and IP addresses, so that when a domain name is requested (as in
typing "Broadbandaccess point.com" into your Internet browser), the user is
sent to the proper IP address. The DNS server IP address used by the
computers on your home network is the location of the DNS server your ISP
has assigned to you.

DSL Modem: DSL stands for Digital Subscriber Line. A DSL modem uses your
existing phone lines to transmit data at high speeds.

Ethernet: A standard for computer networks. Ethernet networks are
connected by special cables and hubs, and move data around at up to 10/100
million bits per second (Mbps).

IP Address and Network (Subnet) Mask: IP stands for Internet Protocol. An IP
address consists of a series of four numbers separated by periods, that
identifies a single, unique Internet computer host in an IP network. Example:
192.168.2.1. It consists of 2 portions: the IP network address, and the host
identifier.

The IP address is a 32-bit binary pattern, which can be represented as four
cascaded decimal numbers separated by “.”: aaa.aaa.aaa.aaa, where each
“aaa” can be anything from 000 to 255, or as four cascaded binary numbers
separated by “.”: bbbbbbbb.bbbbbbbb.bbbbbbbb.bbbbbbbb, where each “b”

can either be O or 1.
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A network mask is also a 32-bit binary pattern, and consists of consecutive
leading 1’s followed by consecutive trailing 0’s, such as
11111111.11111211.11111111.00000000. Therefore sometimes a network
mask can also be described simply as “x” number of leading 1’s.

When both are represented side by side in their binary forms, all bits in the IP
address that correspond to 1’s in the network mask become part of the IP
network address, and the remaining bits correspond to the host ID.

For example, if the IP address for a device is, in its binary form,
11011001.10110000.10010000.00000111, and if its network mask is,
11111111.11111111.11110000.00000000

It means the device’s network address is
11011001.10110000.10010000.00000000, and its host ID is,
00000000.00000000.00000000.00000111. This is a convenient and efficient
method for access points to route IP packets to their destination.

ISP Gateway Address: (see ISP for definition). The ISP Gateway Address is an
IP address for the Internet access point located at the ISP's office.

ISP: Internet Service Provider. An ISP is a business that provides connectivity
to the Internet for individuals and other businesses or organizations.

LAN: Local Area Network. A LAN is a group of computers and devices
connected together in a relatively small area (such as a house or an office).
Your home network is considered a LAN.

MAC Address: MAC stands for Media Access Control. A MAC address is the
hardware address of a device connected to a network. The MAC address is a
unique identifier for a device with an Ethernet interface. It is comprised of
two parts: 3 bytes of data that corresponds to the Manufacturer ID (unique
for each manufacturer), plus 3 bytes that are often used as the product’s
serial number.

NAT: Network Address Translation. This process allows all of the computers
on your home network to use one IP address. Using the broadband access
point’s NAT capability, you can access the Internet from any computer on
your home network without having to purchase more IP addresses from your
ISP.
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Port: Network Clients (LAN PC) uses port numbers to distinguish one network
application/protocol over another. Below is a list of common applications and
protocol/port numbers:

Application |Protocol Port Number

Telnet TCP 23
FTP TCP 21
SMTP TCP 25
POP3 TCP 110
H.323 TCP 1720
SNMP UCP 161
SNMP Trap UDP 162
HTTP TCP 80
PPTP TCP 1723

PC Anywhere TCP 5631
PC Anywhere UDP 5632

Access point: A access point is an intelligent network device that forwards
packets between different networks based on network layer address
information such as IP addresses.

Subnet Mask: A subnet mask, which may be a part of the TCP/IP information
provided by your ISP, is a set of four numbers (e.g. 255.255.255.0) configured
like an IP address. It is used to create IP address numbers used only within a
particular network (as opposed to valid IP address numbers recognized by the
Internet, which must be assigned by InterNIC).

TCP/IP, UDP: Transmission Control Protocol/Internet Protocol (TCP/IP) and
User Datagram Protocol (UDP). TCP/IP is the standard protocol for data
transmission over the Internet. Both TCP and UDP are transport layer protocol.
TCP performs proper error detection and error recovery, and thus is reliable.
UDP on the other hand is not reliable. They both run on top of the IP (Internet
Protocol), a network layer protocol.

WAN: Wide Area Network. A network that connects computers located in
geographically separate areas (e.g. different buildings, cities, countries). The

Internet is a wide area network.
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Web-based management Graphical User Interface (GUI): Many devices
support a graphical user interface that is based on the web browser. This
means the user can use the familiar Netscape or Microsoft Internet Explorer
to Control/configure or monitor the device being managed.
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FDIMAX

COPYRIGHT

Copyright © Edimax Technology Co., Ltd. all rights reserved. No part of this publication
may be reproduced, transmitted, transcribed, stored in a retrieval system, or translated
into any language or computer language, in any form or by any means, electronic,
mechanical, magnetic, optical, chemical, manual or otherwise, without the prior written
permission from Edimax Technology Co., Ltd.

Edimax Technology Co., Ltd. makes no representations or warranties, either expressed or
implied, with respect to the contents hereof and specifically disclaims any warranties,
merchantability, or fitness for any particular purpose. Any software described in this
manual is sold or licensed as is. Should the programs prove defective following their
purchase, the buyer (and not this company, its distributor, or its dealer) assumes the
entire cost of all necessary servicing, repair, and any incidental or consequential damages
resulting from any defect in the software. Edimax Technology Co., Ltd. reserves the right
to revise this publication and to make changes from time to time in the contents hereof
without the obligation to notify any person of such revision or changes.

The product you have purchased and the setup screen may appear slightly different from
those shown in this QIG. The software and specifications are subject to change without
notice. Please visit our website www.edimax.com for updates. All brand and product
names mentioned in this manual are trademarks and/or registered trademarks of their
respective holders.
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part
15 of FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses, and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning the equipment
off and on, the user is encouraged to try to correct the interference by one or more of the following measures:

1. Reorient or relocate the receiving antenna.

2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
4. Consult the dealer or an experienced radio technician for help.

FCC Caution

This device and its antenna must not be co-located or operating in conjunction with any other antenna or
transmitter. This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) this device may not cause harmful interference, and (2) this device must accept any interference
received, including interference that may cause undesired operation. Any changes or modifications not expressly
approved by the party responsible for compliance could void the authority to operate equipment.

Federal Communications Commission (FCC) Radiation Exposure Statement

This equipment complies with FCC radiation exposure set forth for an uncontrolled environment. In order to avoid
the possibility of exceeding the FCC radio frequency exposure limits, human proximity to the antenna shall not be
less than 2.5cm (1 inch) during normal operation.

Federal Communications Commission (FCC) RF Exposure Requirements

This EUT is compliance with SAR for general population/uncontrolled exposure limits in ANSI/IEEE
C95.1-1999 and had been tested in accordance with the measurement methods and procedures specified in
OET Bulletin 65 Supplement C. The equipment version marketed in US is restricted to usage of the channels
1-11 only.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE 1999/5/EC OF THE EUROPEAN PARLIAMENT AND
THE COUNCIL of March 9, 1999 on radio equipment and telecommunication terminal equipment and the mutual
recognition of their conformity (R&TTE). The R&TTE Directive repeals and replaces in the directive 98/13/EEC
(Telecommunications Terminal Equipment and Satellite Earth Station Equipment) As of April 8, 2000.

Safety

This equipment is designed with the utmost care for the safety of those who install and use it. However, special
attention must be paid to the dangers of electric shock and static electricity when working with electrical
equipment. All guidelines of this and of the computer manufacture must therefore be allowed at all times to
ensure the safe use of the equipment.

EU Countries Intended for Use

The ETSI version of this device is intended for home and office use in Austria, Belgium, Bulgaria, Cyprus, Czech,
Denmark, Estonia, Finland, France, Germany, Greece, Hungary, Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta,
Netherlands, Poland, Portugal, Romania, Slovakia, Slovenia, Spain, Sweden, Turkey, and United Kingdom. The ETSI
version of this device is also authorized for use in EFTA member states: Iceland, Liechtenstein, Norway, and
Switzerland.

EU Countries Not Intended for Use
None
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EU Declaration of Conformity

English:
Frangais:
Cestina:
Polski:
Romana:
Pycckuii:
Magyar:
Tirkge:

YKpaiHCcbKa:
Slovencina:

Deutsch:
Espaiiol:

Italiano:
Nederlands:

Portugués:
Norsk:

Svenska:
Dansk:

Suomi:

This equipment is in compliance with the essential requirements and other relevant
provisions of Directive 1999/5/EC, 2009/125/EC.

Cet équipement est conforme aux exigences essentielles et autres dispositions de la
directive 1999/5/CE, 2009/125/CE.

Toto zafizeni je v souladu se zakladnimi pozadavky a ostatnimi pfisluSnymi ustanovenimi
smérnic 1999/5/ES, 2009/125/ES.

Urzadzenie jest zgodne z ogdlnymi wymaganiami oraz szczegélnymi warunkami
okreslonymi Dyrektywa UE 1999/5/EC, 2009/125/EC.

Acest echipament este in conformitate cu cerintele esentiale si alte prevederi relevante ale
Directivei 1999/5/CE, 2009/125/CE.

3710 060pyAOBaHNE COOTBETCTBYET OCHOBHbIM TPEOOBAHMAM M NOMOKEHMAM ANpPEKTUBDI
1999/5/EC, 2009/125/EC.

Ez a berendezés megfelel az alapvetd kdvetelményeknek és mas vonatkozé irdnyelveknek
(1999/5/EK, 2009/125/EC).

Bu cihaz 1999/5/EC, 2009/125/EC direktifleri zorunlu istekler ve diger hikimlerle ile
uyumludur.

O6nagHaHHA BigNoBigae BMmoram i ymosam gupektmsmn 1999/5/EC, 2009/125/EC.

Toto zariadenie spifia zakladné poZiadavky a dalsie prislu$né ustanovenia smernic
1999/5/ES, 2009/125/ES.

Dieses Gerat erfillt die Voraussetzungen gemaR den Richtlinien 1999/5/EC, 2009/125/EC.
El presente equipo cumple los requisitos esenciales de la Directiva 1999/5/EC,
2009/125/EC.

Questo apparecchio € conforme ai requisiti essenziali e alle altre disposizioni applicabili
della Direttiva 1999/5/CE, 2009/125/CE.

Dit apparaat voldoet aan de essentiéle eisen en andere van toepassing zijnde bepalingen
van richtlijn 1999/5/EC, 2009/125/EC.

Este equipamento cumpre os requesitos essénciais da Directiva 1999/5/EC, 2009/125/EC.
Dette utstyret er i samsvar med de viktigste kravene og andre relevante regler i Direktiv
1999/5/EC, 2009/125/EC.

Denna utrustning ar i 6verensstammelse med de vasentliga kraven och 6vriga relevanta
bestammelser i direktiv 1999/5/EG, 2009/125/EG.

Dette udstyr er i overensstemmelse med de vaesentligste krav og andre relevante
forordninger i direktiv 1999/5/EC, 2009/125/EC.

Tama laite tayttaa direktiivien 1999/5/EY, 2009/125/EY oleelliset vaatimukset ja muut
asiaankuuluvat maaraykset.

FORUSEN @O DOOOD
cococosssase (COFA T

WEEE Directive & Product Disposal

At the end of its serviceable life, this product should not be treated as household or general waste. It
should be handed over to the applicable collection point for the recycling of electrical and electronic
mmmmm cquipment, or returned to the supplier for disposal.
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Declaration of Conformity

We, Edimax Technology Co., Ltd., declare under our sole responsibility, that the
equipment described below complies with the requirements of the European R&TTE
directives.

Equipment: AC750 Multi-Function Dual-Band Wi-Fi Router
Model No.: BR-6208AC

The following European standards for essential requirements have been followed:

Directives 1999/5/EC

Spectrum . ETSIEN 300 328 V1.8.1 (2012-06);
ETSI EN 301 893 V1.7.1 (2012-06)
EMC : EN 301 489-1 V1.9.2 (2011-09);
EN 301 489-17 V2.2.1 (2012-09);
Safety (LVD) : |EC 60950-1:2005 (2" Edition);Am 1:2009

EN 60950-1:2006+A11:2009+A1:2010+A12:2011

Recommendation19 99/5/EC
EMF : EN62311:2008

Directives 2006/95/EC
Safety (LVD) . |EC 60950-1:2005 (2nd Edition);Am 1:2009
EN 60950-1:2006+A11:2009+A1:2010+A12:201 1

Edimax Technology Co., Ltd.
No. 3, Wu Chuan 3" Road,
Wu-Ku Industrial Park,
New Taipei City, Taiwan

Date of Signature: March, 2014

CEQ = i

Printed Name: Albert Chang
Title: Director
Edimax Technology Co., Ltd.
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