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Informagoes importantes do usuario

Leia este documento ¢ os documentos listados na se¢ao recursos adicionais sobre a instalagao, configuragao e operagao
deste equipamento antes de instalar, configurar, operar ou fazer a manutengao deste produto. E necessério que os usudrios
se familiarizem com instrugoes de instalacio e fiagao, além de requisitos de todos os cddigos aplicaveis, lei ¢ normas.

Atividades incluindo a instalagao, os ajustes, colocando em servigo, utilizagao, montagem, desmontagem ¢ manutengao
devem ser realizadas por pessoal adequadamente treinado em conformidade com o cédigo aplicvel de préticas.

Se este equipamento for usado de uma maneira nao especificada pelo fabricante, a protecio fornecida pelos equipamentos

pode ser prejudicada.

Em nenhum caso a Rockwell Automation, Inc. serd responsavel por danos indiretos ou resultantes do uso ou da aplicagao
deste equipamento.

Os exemplos e diagramas contidos neste manual destinam-se unicamente a fins ilustrativos. A Rockwell Automation, Inc.
nio se responsabiliza pelo uso real com base nos exemplos e diagramas, devido a variagdes e requisitos diversos associados

a qualquer instalagao especifica.

Nenhuma responsabilidade de patente serd considerada pela Rockwell Automation, Inc. em relagio ao uso de
informagdes, circuitos, equipamentos ou softwares descritos neste manual.

E proibida a reprodugio do contetido contido neste manual, integral ou parcial, sem permissao escrita da
Rockwell Automation, Inc.

Ao longo do manual, sempre que necessario, serdo usadas notas para alerta-lo sobre tépicos relacionados a seguranga.

ADVERTENCIA: Identifica informagdes sobre praticas ou circunstancias que podem causar um explosdo em uma drea
dlassificada, 0 que poderia levar a ferimentos pessoais ou morte, dano a propriedade ou perda econdmica.

ATENCAO: Identifica informacdes sobre préticas ou circunstancias que podem levar a ferimentos pessoais ou morte,
prejuizos a propriedades ou perda econdmica. A atencdo ajuda a identificar e evitar um risco e reconhecer a consequéncia.

>

IMPORTANTE  Identifica informacdes que sao criticas para a aplicacao bem sucedida e o entendimento do produto.

As etiquetas também podem estar sobre ou dentro do equipamento para fornecer precaugdes especificas.

PERIGO DE CHOQUE: As etiquetas podem estar no equipamento ou dentro dele, por exemplo, um inversor ou um motor,
para alertar as pessoas que pode estar presente uma tensao perigosa.

PERIGO DE QUEIMADURA: As etiquetas podem estar no equipamento ou dentro dele, por exemplo, um inversor ou um
motor, para alertar as pessoas que superficies podem atingir temperaturas perigosas.

PERIGO DE ARCO ELETRICO: As etiquetas podem estar sobre ou dentro do equipamento, por exemplo, um centro de
controle de motores, para alertar as pessoas de potencial arco elétrico. Arco elétrico causara grave lesdo ou morte. Vista 0
equipamento protetivo pessoal (PPE). Siga TODAS as especificagdes de requlamentagdo para as préticas de trabalho sequro e
equipamento protetivo pessoal (PPE).

B> B >
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Resumo das alteragoes

Esta publicacio contém informagdes novas e atualizadas conforme indicado na
tabela a seguir.
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Incluida a nota de rodapé ‘Disponivel na versao do firmware 30’ sobre o cédigo de catélogo 15,19,20,25, 55,
1769-L37ERMOS. 71,75, 81,163
Relocado o pardgrafo introdutdrio na se¢do Sistema de controle Compact GuardLogix 5370 19

para a primeira pagina do Capitulo 1.

Feitas as sequintes mudancas na Tabela 1: 19
« Incluida a linha 1769-ERMOS

« Incluidas informagdes sobre a fonte de alimentagao embutida
« Atualizada a descricao do botdo de reset

« Incluidas as notas de rodapé 1e 2

Incluidas linhas para novos cddigos de catdlogo e nds Ethernet correspondentes na Tabela 7. 7
Incluido contetido no pardgrafo introdutério na subsecdo Versao do firmware compativel. 168
Incluida nota de rodapé na tabela na secao Download. 17
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Observacoes:
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Prefdcio

Este manual descreve as tarefas necessdrias para instalar, configurar, programar
¢ operar um controlador CompactLogix 5370. Este manual ¢ destinado a
engenheiros de automagao e desenvolvedores de sistemas de controle.

Os controladores CompactLogix 5370 sao projetados para oferecer solugoes
em aplicagdes de pequeno e médio porte.

Terminologia A tabela a seguir define os termos usados neste manual.
Abreviacao Termo completo Definicao
1002 Um de dois Refere-se ao projeto comportamental de um sistema de seguranca de multicontroladores.
ae Protocolo Industrial Comum Protocolo de comunicagao criado para aplicacdes de automacdo industrial.
Seguranca CIP Protocolo Industrial Comum — Certificado de SIL 3/PLe versdo classificada de CIP.
Seguranga
DC Abrangéncia do diagndstico Arelagdo de taxa de falha detectada no total.
DLR Anel de nivel de dispositivo (lij prtitocolo de comunicacdo que permite dispositivos multiportas EtherNet/IP operarem em topologia
e anel.
EN Norma Europeia Norma europeia oficial.
Gsv Obter valor do sistema (GSV) gm? instrucdo que recupera informacdes de status de controlador especificadas e as posiciona no tag de
estino.
- Multicast A transmissdo de informagdes de um emissor para vérios receptores.
NAT Conversdo de endereco de rede A conversao de um endereco Internet Protocol (IP) para um enderego IP diferente em outra rede.
PFD Probabilidade de falha na demanda Probabilidade média de um sistema falhar ao executar sua funcdo de projeto quando solicitado.
PFH Probabilidade de falha por hora A probabilidade que um sistema tem de uma falha perigosa ocorrer por hora.
PL Nivel de desempenho (lassificacdo de seguranga 150 13849-1.
RPI Intervalo do pacote requisitado E ataxa esperada no tempo de producéo de dados ao se comunicar em uma rede.
SNN Ndmero da rede de seguranca Ndmero exclusivo que identifica uma se¢do de uma rede de seguranca.
SV Set System Value (Definir Valor do Sistema) Uma instrucdo que configura os dados do sistema do controlador.
- Padrao Um objeto, uma tarefa, um tag, um programa ou componente no seu projeto que nao é um item
relacionado a segurana.
- Unicast A transmissdo de informagdes de um emissor para um receptor.
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Prefacio

Recursos adicionais

Esses documentos contém mais informagoes sobre produtos relacionados da

Rockwell Automation.

Recurso

Descricao

Manual de referéncia de sequranca dos sistemas de controle GuardLogix 5570 e
Compact GuardLogix 5370, publicacdo1756-RM099

Oferece informacgdes sobre requisitos de aplicativos de sequranca para o controlador
GuardLogix 5570 e Compact GuardLogix 5370 nos projetos com Studio 5000 Logix Designer.

Instrugdes de instalacdo dos controladores Armor Compact GuardLogix,
publicagdo 1769-IN022

Fornece informagdes sobre como instalar, montar e conectar controladores Armor Compact
GuardLogix a uma rede.

Manual do usudrio do médulo scanner DeviceNet 1769-SDN,
publicagdo 1769-UM009

Descreve como usar 0 mddulo scanner 1769-SDN com controladores Compact GuardLogix.

Manual do usudrio do médulo contador de alta velocidade Compact,
publica¢do 1769-UM006

Descreve a operacdo de contador de alta velocidade para médulo unitério 1769-HSC quando
usado com controladores Compact GuardLogix.

Instrugdes de instalacdo do mdédulo Scanner DeviceNet Compact 1/0™,
publicagdo1769-IN060

Descreve como instalar médulos Compact /0.

Instrugdes de instalacdo de fontes de alimentacdo de expansdo Compact /0,
publicagao 1769-IN028

Descreve como fazer a fiagdo da fonte de alimentacdo Compact 1/0 1769.

Instrucdes de instalacdo dos médulos Compact I/0,
publicagdo 1769-IN088

Descreve como instalar médulos Compact 1/0 1769 com qualquer controlador Compact
GuardLogix.

Dados técnicos das especificagdes dos controladores CompactLogix™,
publicagdo 1769-TD005

Formece especificacdes do controlador GuardLogix para todos os controladores Compact
GuardLogix.

Guia de seledo do sistema CompactLogix,
publicagdo 1769-5G001

Descreve informagdes sobre produtos usados em um sistema de controle CompactLogix para
auxilid-lo a projetar uma solucdo de controle.

Manual de referéncia sobre considerades de design de Ethernet,
publicagdo ENET-RM002

Descreve os sequintes conceitos que vocé deve considerar ao projetar um sistema de controle
que inclua uma rede EtherNet/IP:

- visdo geral EtherNet/IP

« infraestrutura Ethernet

«protocolo EtherNet/IP

Guia de aplicacdo da tecnologia de comutador incorporado a EtherNet/IP,
publicagdo ENET-AP005

Descreve como usar a topologia de rede DLR.

Técnica de aplicagdo de interface de soquete EtherNet/IP,
publicagdo ENET-AT002

Descreve as aplicagdes da interface de soquete.

Manual de referéncia de instrugdes do tempo de execugdo e uso de meméria do
controlador Logix5000™, publicagdo 1756-RM087

Explica como estimar o uso da a meméria e o tempo de execucdo de logica programada, e como
selecionar de diferentes opdes de programacdo.

Técnica de aplicagdo de configuracdo CIP Sync e Arquitetura integrada®,
publicacdo |A-AT003

Descreve tecnologia CIP Sync e como sincronizar reldgios no sistema de Integrated Architecture™
Rockwell Automation.

Manual do usudrio de configuracdo e inicializacdo de movimento integrado na
rede EtherNet/IP, publicagao MOTION-UM003

Descreve como configurar um Movimento Integrado por meio de aplicacdo de movimento
EtherNet/IP e inicializar essa solugdo de movimento em um sistema de controle Logix5000.

Manual do usudrio dos Servo-Drives Kinetix® 5500,
publicagdo 2198-UM001

Fornece informagdes sobre como instalar, configurar, inicializar e fazer a localizagdo de falhas
para o sistema servo-drives Kinetix 5500. Também inclui requisitos para uso de inversores
Kinetix 5500 em aplicacdes de seqguranca.

Manual do usuario dos Servo-Drives Kinetix 5700,
publicagao 2198-UM002

Fornece informagdes sobre como instalar, configurar, inicializar e fazer a localizacdo de falhas
para o sistema servo-drives Kinetix 5700. Também inclui requisitos para uso de inversores
Kinetix 5700 em aplicacdes de seguranca.

Manual de programacgo de procedimentos comuns aos controladores
Logix5000, publicacdo 1756-PM001

Guia todos os niveis de usuario no desenvolvimento de projetos para controladores Logix5000 e
fornece links para guias individuais com informagdes sobre topicos como importagdo/
exportagdo, mensagens, sequranqa e programacao em diferentes linguagens.

Manual de referéncia sobre consideracdes de design dos controladores
Logix5000, publicacdo 1756-RM094

Proporciona aos usudrios avangados diretrizes para otimizacao e informagdes para escolhas do
projeto do sistema.

Manual de referéncia de instrugdes dos controladores Logix,
publicagdo 1756-RM009

Fornece informagao sobre a definicao de instrucdo Logix5000 que inclui instrugdes gerais, de
movimento e de processo.

Manual de referéncia de instru¢des de movimento dos controladores
Logix5000, publicacdo MOTION-RM002

Detalhes sobre como programar os controladores para aplicacdes de movimento.

Manual de programacao de cartdes de memdria ndo voldtil dos controladores
Logix5000, publicagao 1756-PM017

Explica a energizacdo do controlador e situagdes de memdria corrupta.

Manual de referéncia do conjunto de instrucdes de inversores/controles de
processo de controladores Logix5000, publicagdo 1756-RM006

Detalhes sobre como programar o controlador para aplicagdes sequenciais.
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http://literature.rockwellautomation.com/idc/groups/literature/documents/in/1769-in088_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/td/1769-td005_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/sg/1769-sg001_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/enet-rm002_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/ap/enet-ap005_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/at/enet-at002_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm087_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/at/ia-at003_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/um/motion-um003_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/um/2198-um001_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/um/2198-um002_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/pm/1756-pm001_-en-e.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm094_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm009_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/motion-rm002_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/pm/1756-pm017_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm006_-en-p.pdf

Prefacio

Recurso

Descri¢ao

Manual do usudrio da unidade CA de frequéncia ajustavel PowerFlex® 527,
publicagao 520-UM002

Fornece informagdes sobre como instalar, inicializar e fazer a localizacao de falhas no drive CS de
frequéncia ajustavel da série PowerFlex 520.

Orientacdo sobre fiacdo de automacdo industrial e aterramento,
publicacdo 1770-4.1

Fornece orientagdes gerais para instalar um sistema industrial Rockwell Automation®.

Site de certificacao de produto,
http://www.rockwellautomation.com/global/certification/overview.page

Fornece declaragdes de conformidade, certificados, e outros detalhes de certificacdo.

Vocé pode visualizar ou descarregar publicagdes em

heep://www.rockwellautomation.com/global/literature-library/overview.page.

Para solicitar copias impressas da documentagao técnica, entre em contato com
o distribuidor local Allen-Bradley ou o representante de vendas da
Rockwell Automation local.
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Observacoes:
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Os controladores Compact GuardLogix® 5370 oferecem controle,
comunicagio e elementos de E/S de tecnologia de ponta, em um pacote de
controle distribuido. Esta familia de produtos inclui os seguintes controladores
Compact GuardLogix:

e 1769-L30ERMS

e 1769-L33ERMS

e 1769-L33ERMOS

e 1769-L36ERMS

e 1769-L36ERMOS

e 1769-L37ERMOS™

O controlador Armor™ Compact GuardLogix (1769-L33ERMOS, 1769-
L36ERMOS ou 1769-L37ERMOS!) combina um controlador Compact
GuardLogix com uma fonte de alimentagao em um gabinete classificado IP67
para montar em uma méquina. Para obter informagoes sobre como instalar o
controlador Armor Compact GuardLogix, consulte Armor Compact

GuardLogix Controllers Installation Instructions, publicagao 1769-IN022.

Para uma descri¢ao completa dos componentes e funcionalidade do sistema de
controle CompactLogix 5370, consulte Tabela 1 e Tabela 2, respectivamente.

(1) Disponivel na versao do firmware 30.
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Requisitos da aplicacao
de seguranca

16

O controlador Compact GuardLogix 5370 ¢ certificado para uso em aplicacoes
de seguranca até e inclusive o nivel de integridade de seguranca (SIL) 3 ¢ o nivel
de desempenho (PL)e, em que o estado desenergizado ¢ o estado seguro. As
especificagdes para a aplicagao de seguranca incluem a avaliagio de probabili-
dade de taxas de falha (PFD e PFH), as configurac¢oes de tempo de reagio do
sistema e os testes de verificagio de funcionamento que atendem critérios

SIL 3/PLe.

Para as especificagoes do sistema de seguranga SIL 3 e PLe, inclusive os intervalos
de teste de validagao de funcionamento, tempo de reacao do sistema e calculos
PFD/PFH, consulte o Manual de referéncia de seguranga dos sistemas de controla-
dores GuardLogix 5570 e GuardLogix 5370, publicagio 1756-RM099. E preciso
ler, entender e satisfazer esses requisitos antes de operar um sistema de seguranga

SIL 3, PLe.

As aplicagoes de seguranga SIL 3/PLe baseadas no requerem o uso de pelo
menos um SNN (ntimero da rede de seguranca) e uma Assinatura de tarefa de
seguranca. Elas afetam a configuragao do controlador e da E/S, bem como a
comunicagio de rede.

Para obter mais informagoes, consulte o Manual de referéncia de seguranga dos
sistemas de controladores GuardLogix 5570 ¢ Compact GuardLogix 5370,
publica¢aol756-RM099.

Niimero da rede de seguranca

O SNN precisa ser um niimero exclusivo que identifique sub-redes de segu-
ranca. Cada subrede de seguranca que o controlador usa para comunicagio de
seguranca deve possuir um SNN unico. Cada dispositivo de Seguranga CIP
deve também ser configurado com o SNN de subrede de seguranga. O SNN
pode ser atribuido automdtica ou manualmente.

Para obter informagées sobre a atribui¢io do nimero da rede de seguranca

(SNN), consulte Gerenciamento do niimero da rede de seguranca (SNN) na
pagina 64.

Assinatura de tarefa de seguranca

A assinatura da tarefa de seguranga ¢ composta por um niimero de
identificagao, data e hora que identificam exclusivamente a parte de seguranca
de um projeto. Isto inclui a 16gica, dados e configuragao de seguranca. O
sistema utiliza a assinatura da tarefa de seguranca para determinar a integridade
do projeto ¢ para que seja possivel verificar se fez-se download do projeto
correto no controlador desejado. Criar, registrar e verificar a assinatura da tarefa
de segurancga ¢ um item obrigatdrio do processo de criagio de uma aplicagio de
seguranga.

Consulte Gerar uma assinatura de tarefa de seguranca na pagina 158 para obter

mais informacoes.
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Diferenca entre
componentes padrao e
de seguranca

Os slots no backplane Compact GuardLogix nao utilizados pela fun¢ao de
seguranca podem ser populados por outros médulos CompactLogix certifica-
dos para Baixa Tensao e Diretivas EMC.

Veja as certificagoes do produto em http://www.rockwellautomation.com/

global/certification/overview.page para encontrar a certificagio CE paraa
familia de produtos de controle programével — CompactLogix e determinar
quais médulos sao certificados.

E necessério criar e documentar uma diferenga clara, légica e visivel entre as
partes padrio e de seguranga do projeto do controlador. Para ajudar na criagao
dessa distingdo, a aplicagao Logix Designer fornece icones de identificagao de
seguranga para indicar a tarefa de seguranca, programas, rotinas e componentes
de seguranga. Além disso, a aplicagio Logix Designer utiliza um atributo de
classe de seguranga que ¢ visivel sempre que a tarefa, os programas, a rotina ou
as propriedades das instrugoes adicionais de seguranga forem exibidas.

O controlador nao permite gravar dados de tags de seguranca em dispositivos
de IHM externos ou por meio de instrugdes de mensagem de controladores
peer. A aplicagio Logix Designer pode gravar os tags de seguranga quando o
controlador estiver desbloqueado por seguranga, nao tiver uma assinatura de
tarefa de seguranca e estiver operando sem falhas de seguranca.

Dispositivos HMI

Os dispositivos de IHM podem ser usados com controladores Compact
GuardLogix. Os dispositivos de IHM podem acessar tags padrao da mesma
forma que qualquer controlador padrio. No entanto, os dispositivos de IHM
nio podem gravar em tags de seguranga, pois elas sao somente leitura para os
dispositivos de IHM.
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Recursos de fluxo de dados Figura 1 explica os recursos de fluxo de dados padrio e de seguranca do
do controlador Compact GuardLogix controlador.

Figura 1- Recursos de fluxo de dados

Compact GuardLogix Controller

Padrao Seguranca

Tarefas de seguranga
Tarefas padrao

Programas de seguranca

Programas padrao
| Rotinas padréo
| | |-}

Dados do programa E

Tags do controlador padrdo

Nim. | Descricao

1 0s tags padrdes e l6gicos comportam-se da mesma forma que na plataforma Logix padrao.

2 0s dados dos tags padrdo, do programa ou do controlador, podem ser compartilhados com dispositivos de
IHM externos, microcomputadores e outros controladores.

3 Compact GuardLogix os controladores sdo controladores integrados com a habilidade de mover (mapear)
dados do tag padrao dentro dos tags de seguranca para uso na tarefa de seguranca.

ATENGAO: Estes dados ndo devem ser usados para controlar diretamente
uma saida SIL 3/PLe.

4 0s tags de seguranca do controlador podem ser lidos diretamente por uma légica padréo.
5 0s tags de seguranca podem ser lidos ou escritos pela l6gica de seguranca.
6 Tags de seguranca podem ser trocadas entre controladores de sequranca em uma rede Ethernet, incluindo

os controladores GuardLogix 5570 e Compact GuardLogix 5370.

7 0s dados de tag de seguranca do programa ou do controlador podem ser lidos por dispositivos externos,
como dispositivos de IHM, microcomputadores e outros controladores padrao.

IMPORTANTE | Uma vez que estes dados sdo lidos, eles sdo considerados dados padréo e ndo
dados SIL 3/PLe.
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Sistema de controle

Compact GuardLogix 5370

Tabela 1 descreve os componentes usados em um sistema de controle

Compact GuardLogix 5370 tipico.

Tabela 1 - Componentes do sistema

Componente do Descricao
Sistema
Controller Um dos controladores documentados nesta publicacdo

Fonte de alimentacao

Uma das sequintes fontes de alimentacao 1769 Compact I/0:

1769-PA2
1769-PB2@
1769-PA4
1769-PB4

Componentes das
redes de comunicacdo

Qu

aisquer dos seguintes:

Rede EtherNet/IP via portas de rede EtherNet/IP incorporadas (comunicagao de
seguranca e padrao)

Rede DeviceNet via modulo 1769-SDN (apenas para comunicacao padréo)(3)
Conexdo USB para programagdo e upgrades de firmware apenas

Software

« Aplicativo Logix Designer, versdo 28.00.00 ou posterior

Software RSLinx® Classic, versdo 3.80.xx ou posterior
Software RSNetWorx™ para DeviceNet, versao 25.00.00 ou posterior

(artdo Secure Digital

« (artdo 1784-SD1 — Sai de fabrica com o controlador Compact GuardLogix 5370 e

(SD) para Meméria oferece 1 GB de memdria
Externa Nao Volatil « (artdo 1784-SD2 — Disponivel para compra em separado e oferece 2 GB de memdria
Modulos de /5" Mddulos de expanséo locais — Mddulos 1769 Compact 1/0

E/S distribuida — Linhas maltiplas de produto de mddulos de E/S em redes DeviceNet e
EtherNet/IP

Botao Reiniciar

Se

pressionado e mantido assim quando o controlador é ligado, este botao limpa o

programa do usudrio da memdria interna do controlador e do parceiro de sequranca
interno.

(1) Sistemas de controle Armor Compact GuardLogix ndo suportam E/S dentro de seus gabinetes classificados IP67.

Para obter E/S, vocé deve se conectar via EtherNet/IP a E/S distribuidas.
(2) Sistemas de controle Armor Compact GuardLogix tém esta fonte de alimentacéo dentro de seus gabinetes classificados IP67.
(3) Para comunicacdo de seguranca, é necessario um mddulo de ponte que va do Ethernet ao DeviceNet, ver pdgina 100.

Funcionalidade Tabela 2 descreve a funcionalidade disponivel com controladores
Compact GuardLogix 5370.
do Controlador P 8
Tabela 2 - Funcionalidade de Controlador CompactLogix 5370
Faixade | Tamanho de Meméria
distan- | de Usuario On-board
Tarefas de | Programas dada
Controla- | suporta- | Solucao de Arma- fontede Suporte local | Eixosde
dor Supor- | dos por zenamentode | Suporte a Topologiade | alimen- Segu- dos Modulos | movi-
Ne. Num. tadas tarefa Energia Interna Rede EtherNet/IP tacao Padrao ranca Compactl/0 | mento
1769-L30ERMS i) 100 Sim — Eliminandoa | Suporta as seguintes 4 1 0.5 Até 8 4
S — necessidade deuma | topologias: -
1769-L33ERMS bateria « Anel em nivel de 2 1 Até 16 8
P equipamento (DLR)
1769-L33ERMOS o linear -
1769-L36ERMS - Estrela tradicional 3 15 | At30 16
1769-L36ERMOS -
1769-L37ERMO0S!")
(1) Disponivel na versao do firmware 30.
(2) Inclui uma tarefa de sequranca.
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Requisito de programagao Use Tabela 3 para identificar a ferramenta de programacio e as versoes para o

uso com seus Compact GuardLogix controladores 5370.

Tabela 3 - Versées de software

Versao de
Ambiente software
Ne. Num. Studio 5000° RSLinx Classic
1769-L30ERMS 28.00.00 ou 3.80 ou posterior

1769-L33ERMS posterior
1769-L33ERMOS
1769-L36ERMS
1769-L36ERMOS
1769-L37ERMOS™"

(1)  Disponivel na versao do firmware 30.

As rotinas de seguranga incluem instrugoes de seguranca que sio um
subconjunto do conjunto de instrugoes de logica ladder padrao e das instrugoes
de aplicagdo de seguranca. Programas agendados de acordo com a tarefa de
seguranga sio compativeis somente com a légica ladder.

Tabela 4 — Recursos suportados

Aplicacao
Studio 5000 Logix Designer

Tarefa de Tarefa
Recurso seguranca padrao

Alarmes e eventos

Armazenamento no controlador

(artao de meméria

Conexdes unicast para médulos de E/S de seguranca em redes EtherNet/IP
Conexdes unicast para tags de sequranca produzidos e consumidos

Conversao de enderego de rede (NAT)

Dados de controle de acesso

Exportacdo e importacdo on-line de componentes de programacéo
FBD (Diagramas de Blocos de Funcdes)

Instrucdes adicionais X
Ldgica ladder
Movimento Integrado

Rotinas de Fase de Equipamento

Rotinas SFC (Controle Seqiiencial de Funcdes)
Seguranga e conexdes padrao

Supervisor de firmware X
Tarefas de Evento
Texto estruturado
Troca de idiomas X

Para obter mais informagdes sobre como usar estes recursos, consulte o Manual
de Programagao de Procedimentos Comuns dos Controladores Logix50007,
publica¢ao 1756-PMOO1 as publica¢des listadas em Recursos adicionais na
pdgina 12, e a ajuda online.
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A\

ATENCAO: Ambiente e gabinete

Este equipamento foi projetado para utilizacdo em ambientes industriais de
Grau de Poluicdo 2, em aplicagdes de sobretensao de Categoria Il (conforme
definido na publicacao IEC 60664-1), em altitudes de até 2000 metros
(6562 pés), sem redugao de capacidade.

Este equipamento é fornecimento como um equipamento do “tipo aberto”.
Ele deve ser montado junto a um gabinete que seja adequadamente
projetado para essas condi¢des ambientais especificas que estarao presentes
e devidamente projetado para evitar ferimentos pessoais resultantes da
acessibilidade a partes sob tensao. 0 gabinete deve ter propriedades a prova
de fogo para impedir ou minimizar as chamas, de acordo com a classificacdo
de 5 VA, ou ser aprovado para a aplicagdo se ndo for metdlico. O interior do
gabinete deve ser acessivel somente pelo uso de uma ferramenta. Secdes
subsequentes desta publicagdo podem conter informagdes adicionais com
relacdo aos graus de protecao do gabinete especificos que sdo necessarios
para atender determinadas certificacdes de sequranca do produto.

Além desta publicado, consulte:

+ Industrial Automation Wiring and Grounding Guidelines, publicacao
1770-4.1, para obter especifica¢des adicionais de instalacdo

« Asnormas NEMA 250 e IEC 60529, conforme aplicével, para obter
explicagdes sobre os graus de protecao de diversos tipos de gabinetes
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Aprovacao Norte-Americana para Uso em Areas Classificadas

The following information applies when operating this equipmentin
hazardous locations.

As informac0es a sequir destinam-se a operacao deste equipamento
em dreas classificadas.

Products marked “CL1, DIV 2, GP A, B, C, D" are suitable for use in
(lass | Division 2 Groups A, B, C, D, Hazardous Locations and
nonhazardous locations only. Each product is supplied with markings
on the rating nameplate indicating the hazardous location
temperature code. When combining products within a system, the
most adverse temperature code (lowest “T” number) may be used to
help determine the overall temperature code of the system.
Combinations of equipment in your system are subject to
investigation by the local authority having jurisdiction at the time of
installation.

0s produtos identificados “CL1, DIV 2, GP A, B, C, D" sdo adequados
para uso em dreas classificadas Classe | Divisdo 2 Grupos A, B, C, D,
areas ndo classificadas apenas. Cada produto é fornecido com
indicacdes na placa de identificagdo informando o cédigo de
temperatura da drea classificada. Ao combinar produtos dentro de
um sistema, o c6digo de temperatura mais adversa (nimero “T”
mais inferior) pode ser usado para ajudar a determinar o cddigo de
temperatura geral do sistema. As combinagdes de equipamentos em
seu sistema estdo sujeitas a fiscalizacdo pela autoridade local
competente no momento da instalacao.

WARNING: EXPLOSION HAZARD
A + Do not disconnect equipment unless power has
been removed or the area is known to be
nonhazardous.

+ Do not disconnect connections to this equipment
unless power has been removed or the area is
known to be nonhazardous. Secure any external
connections that mate to this equipment by using
screws, sliding latches, threaded connectors, or
other means provided with this product.

Substitution of components may impair
suitability for Class I, Division 2.

« I this product contains batteries, they must only
be changed in an area known to be
nonhazardous.

ADVERTENCIA: RISCO DE EXPLOSAQ
A «Ndo desconecte o equipamento a menos que nao
haja energia ou a drea ndo apresente risco.

«Nao remova conexdes deste equipamento a
menos que nao haja energia ou a drea nao
apresente risco. Fixe as conexdes externas
relativas a este equipamento usando parafusos,
travas corredicas, conectores rosqueados ou
outros meios fornecidos com este produto.

+ Asubstituicao de componentes pode prejudicar a
adequacao com a Classe I, Divisdo 2.

«  Este produto contém baterias que devem ser
trocadas em uma drea conhecida por nao ser
classificada.

22
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Aprovacao de areas classificadas europeias

0 seguinte se aplica a produtos marcados com @ 13 G. Tais médulos:

- Sao equipamentos do Grupo II, equipamentos Categoria 3 e em conformidade com as Especifica¢des de Sequranga e Satide Essenciais
relacionadas ao projeto e construgdo de tais equipamentos, dadas no Anexo Il da Diretiva 94/9/EC. Consulte a declaracdo de conformidade EC
em http://www.rockwellautomation.com/global/certification/overview.page para detalhes. 0 tipo de protecao usada é “Ex nA ICT5 G¢” de

acordo com EN60079-15. 0 cédigo de temperatura especifico estd marcado no produto.

- Foram projetadas para o uso em dreas nas quais atmosferas explosivas causadas por gases, vapores, umidade, ar ou misturas de poeira sao
dificeis de ocorrer, ou passiveis de ocorrer ocasionalmente e por pouco tempo. Tais localizacdes correspondem a classificacao de zona 2, de
acordo com as diretrizes ATEX 1999/92/EC.

- Podem ter cddigos de catdlogo que terminam em ‘K’ para indicar revestimento isolante.
« Em conformidade com os padrdes EN60079-0:2002+A11:2013, EN 60079-15:2010, nimero de certificado de referéncia DEMKO 15ATEX1388X

Este equipamento deve ser instalado em um gabinete certificado ATEX com uma taxa de protecdo de entrada minima de

c ADVERTENCIA: Condides especiais para o uso sequro:

IP54 (conforme definido em IEC60529) e usado em um ambiente ndo acima de Grau de Poluicao 2 (conforme definido em
[EC/EN 60664-1) quando aplicado em ambientes de Zona 2. 0 gabinete deve utilizar uma porta ou tampa removivel por
ferramenta.

Este equipamento deve ser usado dentro das suas taxas de especificacao definidas pela Rockwell Automation.

Deverao ser tomadas medidas para prevenir que a tensdo nominal seja excedida por disturbios transientes de mais de 140%
da tensdo nominal quando aplicados em ambientes de Zona 2.

Este equipamento deve ser usado apenas com backplanes da Rockwell Automation com certificacao ATEX.

Fixe as conexdes externas relativas a este equipamento usando parafusos, travas corredicas, conectores rosqueados ou
outros meios fornecidos com este produto.

Nao desconecte o equipamento a menos que nao haja energia ou a drea nao apresente risco.

Pegas do Controlador Estes niimeros de pega estao inclusos na caixa quando vocé pedir o seu

Compact GuardLogix 5370

controlador:
¢ Controlador — Numero de catédlogo especifico varia por ordem
o 1784-SD1 cartao Secure Digital (SD) com 1 GB de memoria para

armazenamento

Um cartao SD 1784-SD2 com 2 GB de meméria para armazenamento,
ou dois cartdes SD 1784-SD1 adicionais, também estao disponiveis caso
vocé precise de memoria adicional.

IMPORTANTE A expectativa de vida de midia flash é altamente dependente do
numero de ciclo de gravacdes que sao realizados. Midia nao volatil
utiliza uma técnica de nivelamento de utilizagdo, ou tecnologia para
prolongamento do tempo de servico, mas deve-se evitar gravagdes
frequentes.

Evitar gravacdes frequentes quando carregar os dados
Recomendamos que vocé grave dados em um buffer na meméria do
seu controlador e limite o niimero de gravacdes dos dados na midia
removivel.
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O controlador CompactLogix 5370 ¢ enviado da fabrica com o cartio

1784-SD1 SD instalado.

Complete estas etapas para reinstalar um cartdo SD removivel no controlador
ou um novo cartio SD no controlador.

Recomenda-se deixar o cartao SD no controlador, mesmo quando ele nio for
usado. Se o controlador sofrer uma falha grave irrecuperédvel, informagées sobre
falhas adicionais sio salvas no cartio.

ADVERTENCIA: Ao inserir ou remover o cartdo SD enquanto a alimentacio
estiver ligada, um arco elétrico pode ocorrer. Isto pode causar uma explosao
em instalacdes reconhecidas como drea classificada.

Antes de continuar, certifique-se de que ndo haja energia ou que a drea nao
apresenta risco

1. Verifique se o cartido SD esta travado ou destravado de acordo com a sua
preferéncia. Considere isso ao decidir como travar o cartao antes da
instalacao:

— Se o cartio esta destravado, o controlador pode gravar dados nele ou
ler dados a partir dele.

Destra-
vado (artdo SD Travado

2. Abraa porta para o cartio SD (A).

7
£

—

3. Insira o cartio SD no slot do cartio SD.

Vocé pode instalar o cartio SD em uma orientagio apenas. O canto em
relevo deve ficar no topo. Um logo de orientagio estd impresso no cartao.

Se vocé sentir resisténcia ao inserir o cartio SD, puxe-o para fora e mude
a orientagao.

4. Pressione gentilmente o cartao até que clique no lugar (B).

5. Feche a porta do cartio SD (C).

Recomendamos que vocé mantenha a porta do cartao SD fechada durante a
operagio normal do sistema. Para obter mais informagdes sobre o cartio SD,

consulte Capitulo 13.
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Planejar o sistema

Quando vocé planejar o seu sistema controlador Compact GuardLogix 5370,
considere o seguinte:

¢ O controlador ¢ 0 equipamento mais para a esquerda no banco local.
e Apenas um controlador pode ser usado em um CompactBus 1769 local.
O controlador suporta o banco local e até dois bancos mais.

e O controlador tem uma faixa de distincia da fonte de alimentagao de
quatro. Esta classificagao significa que o controlador deve estar dentro de
quatro slots da fonte de alimentagio. Vocé pode instalar até trés médulos
entre a fonte de alimentagio e o controlador, como mostrado no gréfico

a seguir.
Controlador Compact
GuardLogix 5370 Médulos Compactl/0  Fonte de alimentagdo Terminagao
LONAT] ¢ LONA] rlOlJWOWlOWlOW [1TO
== |22 O =

«O e

=i

(&) Ation-Bradisy

[

AT emoians | ||| sgenis)

T UoeT - LY Ly Loy O LT
e Os controladores sao compativeis com os vdrios médulos de expansao
local em multiplos bancos de E/S.

Ne. Num. Mddulos de expansao local compativeis, max.
1769-L30ERMS 8

1769-L33ERMS 16

1769-L33ERMOS -

1769-L36ERMS 30

1769-L36ERMOS -

1769-L37ERMOS"

(1) Disponivel na versao do firmware 30.

e Cadabanco de E/S requer a sua prépria fonte de alimentagao.

e Vocé precisa eliminar o final do tltimo banco em um sistema de controle
CompactLogix 5370 Vocé pode usar como terminal um banco a direita
ou a esquerda de outro banco, dependendo do design de seu sistema.

Uma terminagio 1769-ECx ¢ necessdria para terminar o final do dltimo
banco no sistema de controle.

Por exemplo, se um sistema de controle CompactLogix 5370 usa um
banco tnico, vocé precisa usar uma terminagao direita 1769-ECR para
eliminar a terminacao direita do banco.

Consulte Posicionamento fisico de médulos de E/S na pégina 89

para especificagoes relacionadas aos médulos de expansio locais

Compact I/0.
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Para exemplos de sistemas de controle Compact GuardLogix 5370 que
usam um banco ou multiplos bancos, consulte Montar o sistema na

pagina 27.

ATENCAO: Os sistemas de controlador CompactLogix 5370 néo

A suportam remocdo e insercao sob alimentacao (RIUP). Estes eventos
ocorrem quando o Sistema Controlador Compact GuardLogix 5370
estd sob energia:

« Qualquer interrupcdo na conexao entre a fonte de alimentacdo e o
controlador, por exemplo, removendo a fonte de alimentacao,
controlador, ou um mddulo de E/S, pode sujeitar os circuitos Idgicos
a condicdes transientes acima dos limites normais de projeto e
podem resultar em danos aos componentes do sistema ou
comportamento inesperado.

« Remover uma terminacdo final ou um mddulo de E/S causa uma
falha no controlador e pode resultar também em dano aos
componentes do sistema.

Montar o sistema Vocé pode engatar um médulo Compact I/O™ adjacente ou fonte de
alimentagio Compact I/O 1769 a um controlador CompactLogix 5370 antes
ou depois da montagem. Para instru¢des de montagem, consulte Dimensoes do

sistema na pégina 29 ou Monte o controlador em um Painel na pigina 30.

ATENCAO: Nao remova ou substitua este médulo enquanto a alimentacéo
estiver aplicada. Interrupcdo do backplane pode resultar em operacao ou

movimento da mdquina ndo intencionais.

ADVERTENCIA: Desenergize antes de remover ou inserir este médulo. Se
vocé inserir ou remover 0 modulo enquanto a alimentagdo estiver ligada, um
arco elétrico pode ocorrer. Isto pode causar uma explosao em instalagoes
reconhecidas como drea classificada.

Antes de continuar, certifique-se de que ndo haja energia ou que a drea nao
apresenta risco

Complete estes passos para instalar o controlador. Este exemplo descreve como
montar uma fonte de alimenta¢io Compact I/O 1769 ao controlador.

1. Verifique se a alimentagio estd desligada.

2. Use os seus dedos ou uma chave de fenda
pequena para empurrar a alavanca do
barramento da fonte de alimentacio
1769 Compact I/O para tras levemente
para limpar a trava de posicionamento.

Alavanca de
barramento

Trava de

3. Movaaalavanca de barramento para a
direita da aba de posicionamento de
modo a ficar na posi¢ao destravada.
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Montar o sistema

. Use os seus dedos ou uma chave de fenda

. Mova alavanca de barramento da fonte

Use os slots macho e fémea superior e inferior para firmar o controlador
e a fonte de alimentagio juntos.

Slots

<—
N macho e fémea
superiores

gﬁ Slots

X macho e fémea
inferiores

u

. Mova a fonte de alimentagio para trés ao longo dos slots macho e fémea

até que os conectores do barramento estejam alinhados uns com os
outros.

Alavanca de

para empurrar a alavanca do barramento barramento

da fonte de alimentagio para trés
levemente para limpar a trava de

Trava de
posiciona-

posicionamento.

de alimentagio para a esquerda da guia
de posicionamento até que se ouga um
clique, certifique-se de que estd travada.

. Caso seu sistema nio utilize médulos de

expansao local, use os slots macho e fémea descritos anteriormente para
engatar uma terminagio Compact I/O 1769 no tltimo médulo do
sistema.

IMPORTANTE  E necessério instalar uma terminacdo na lateral direita do sistema
do CompactLogix 5370 na extremidade do controlador ou na
extremidade de qualquer mddulo de expansao local que possa estar
instalado no controlador.

Faca o cabeamento da fonte de alimentagao 1769 Compact I/O de
acordo com as orientagdes nas instru¢des de instalagio de fontes de

alimentagao na expansiao Compact I/O, publicagio 1769-IN028.

Se vocé estiver usando mddulos de expansao locais, consulte Médulos de

Expansao Locais na pagina 81.

aterrada como uma chapa de metal. Conexdes adicionais de aterramento das
presilhas de montagem ou do trilho DIN da fonte de alimentagdo (se usado)
nao sao necessarias, a menos que a superficie de montagem nao possa ser
aterrada.

c ATENCAO: Este produto destina-se a ser montado em uma superficie bem

Consulte Orientacdes de Fiacdo e Aterramento para Automacao industrial,
Publicacao Rockwell Automation 1770-4.1, para informagdes adicionais.
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Orientagdo Horizontal

Vocé pode montar um sistema controlador Compact GuardLogix 5370 em um

painel ou em um Barramento DIN.

ATENGAO: Durante a montagem em trilho DIN ou em painel de todos os
A equipamentos, certifique-se de que detritos (como lascas de metal ou

pedacos de fio) sejam impedidos de cair no controlador. Detritos que caiam no

controlador podem causar dano enquanto o controlador estiver energizado.

Um sistema de controle CompactLogix 5370 precisa ser montado de modo que os
mddulos estejam na horizontal, um em relagio do outro. Se vocé separar médulos
em bancos multiplos, os bancos podem ser verticais ou horizontais um em relacao

a0 outro.

Figura 2 mostra exemplos de sistemas com médulos de expansio locais incluidos.

Figura 2 - Exemplo de bancos e configuragdes de sistema

= o pizelinntel unrel
R (== e —
jD Terminacao
@ aracsasy -
1769-ECR
o U oo o ~ U T e Lo ~ oo T b :
Banco 1 Banco 2 Banco3
(Cabo x1769-CRL (Cabo x1769-CRL
Orientacdes verticais
X o paelinurel ol e '#| ra
== e ==
- Lt @ ot
b
FRT O e O T oo
Banco 1 (abo x1769-CRR Banco1 Caho x1769-CRL 1769-ECR
terminagdo
T o T Y v oy oy oy
Cabo Banco 2 Banco 2
x1769-CLL
Tabela 5 - Cabos de Expansao de Barramento de
Comunicac¢ao Compact 1/0
1769-ER Ne.Nim. | Tipo de cabo
terminagdo
1769-CLLx | Expansao de banco esquerdo para banco esquerdo
i 1769-CRRx | Expansdo de banco direito para banco direito
o7y
Banco 3 1769-(RLx | Expansdo de banco direito para banco esquerdo
Para obter mais informacdes sobre estes cabos, consulte as Instrugdes de
Instalacdo de Cabos de Expansao de Barramento de Comunicagdo 1769
Compact I/0, publicagdo 1769-IN014.
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Espacamento Minimo

Mantenha o espagamento de paredes do gabinete, condutores e equipamentos
adjacentes. Permita 50 mm (2 pol.) de espago em todos os lados, como
mostrado. Isso fornece ventilagio e isolamento elétrico.

\
50 mm
(2 pol.)
LONA] | TTOLYMTOITOL 1Tl [11O
e | | )| ] —
E | |=| |l [ =]
50 mm —'Ejj 50mm
(2pol.) (2pol.)
>l @M - -
el
Ay EerlisyP Lsaers] Pl i B_J
AN a N VAV e LINALLN]
50mm
(2 pol.)
(
Dimensodes do sistema
Este gréfico mostra as dimensdes do sistema.
Vista lateral Vista frontal
<——— 114mm —> 89mm 70 mm | 35mm >| 18mm |«
(4,49 pol.) (3,5pol.) (2,76 pol.) | (1,38 pol.) (0,71 pol.)
[ OA~] 11O [TTOLITOIT1ITOL
JH] Conpod GuardLogh K H \;
—— wmD e o = =
o B ind =@“ i l: :} l
o« e
118 mm =
(4,65 pol.)
132mm &) Aven-Braiey
I (5,20 pol.)
il \ |
\ ATy EtherNeu®” [ ]
Fal - U sl I\
U Yy U [ LI LAy ng L
44 mm 61mm ! 35mm ! 35mm ! 35mm 35m
(1,74 pol.) (24 pol.) (1,38 pol.) ~ (1,38pol.) ~ (1,38pol.) ~ (1,38 pol.)
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Monte o controlador em um Painel

Use dois parafusos com cabeca em forma trapezoidal M4 ou #8 para montar o
controlador. Os parafusos de fixacao sao necessdrios em todos os médulos. Use
este procedimento para usar os médulos montados como padrao para fazer
furos no painel.

IMPORTANTE  Devido a uma tolerancia de furo de montagem para médulo, é importante sequir

estes procedimentos.

. Em uma superficie de trabalho limpa, monte no maximo trés mddulos.

. Usando os médulos montados como um gabarito, marque

cuidadosamente o centro de todos os furos de montagem do médulo no
painel.

. Retorne os médulos montados 4 superficie de trabalho limpa, incluindo

qualquer médulo montado previamente.

. Perfure e faca a rosca dos furos de montagem para o parafuso M4 ou

#8 recomendado.

. Coloque os médulos de volta no painel e verifique o devido alinhamento

do furo.

DICA Quando 0 mddulo esta montado no painel, a placa de aterramento (onde
vocé instala os parafusos de montagem) aterra-se ao médulo.

. Use os parafusos de fixa¢ao para prender os médulos ao painel.

DICA Se vocé estd montando mais mddulos, monte apenas o Gltimo deste grupo
e coloque os outros de lado. Isto reduz o tempo de remontagem quando
vocé estd perfurando e rosqueando o proximo grupo de modulos.

. Repita os passos 1a6 para quaisquer mddulos faltantes.

Monte o controlador em um trilho DIN

Vocé pode montar o controlador GuardLogix 5370 nos seguintes trilhos DIN:
e ENS50022-35x7,5mm (1,38 x 0,30 pol.)
e ENS0022-35x 15 mm (1,38 x0,59 pol.)

um trilho DIN de aco cromado amarelo revestido de zinco para garantir o
aterramento adequado. O uso de trilho DIN de outros materiais (por
exemplo, aluminio ou pldstico) que possam corroer, oxidar ou sejam maus
condutores pode resultar em aterramento incorreto ou intermitente. Fixe o
trilho DIN a superficie de montagem a cada 200 mm (7,8 pol.)
aproximadamente e use postes adequadamente.

c ATENCAO: Este controlador esté aterrado ao rack através do trilho DIN. Use

1. Antes de montar o controlador num trilho DIN, feche as travas do trilho

DIN.

2. Pressione a drea de montagem do trilho DIN do controlador contra o

trilho DIN.

As travas momentaneamente abrem € travam-s¢ no lugar.
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Conecte Energia ao Sistema A maneira que vocé conecta a energia no sistema de controlador Compact
de Controle GuardLogix 5370 ¢ baseada na fonte de alimentagio Compact I/O 1769 que

seu aplicativo usa. Para obter mais informagdes sobre a conexao de energia ao
seu sistema, consulte as Instru¢oes de instalacao de fontes de alimentagao de

expansio Compact I/O, publicagao 1769-IN028.

Conecte ao Controlador O controlador GuardLogix 5370 tem uma porta USB que usa um receptaculo
via um Cabo USB Tipo B. A porta é compativel com USB 2.0 e opera a 12 Mbps.

Use um cabo USB para conectar o seu computador a porta USB. Com esta
conexao, vocé pode fazer upgrade de firmware e fazer download de programas
para o controlador diretamente do seu computador.

ATENCAO: A porta USB destina-se apenas a fins de programacéo local
tempordria e ndo para conexao permanente.

ADVERTENCIA: Nao use a porta USB em areas classificadas.

A 0 cabo USB nao deve exceder 3,0 m (9,84 pés) e nao pode conter hubs.

Plugue o cabo USB no controlador CompactLogix 5370 como mostrado.
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Conecte o Controlador a Uma - , ——
ADVERTENCIA: Se vocé conectar o cabo de comunicagdo com alimentagdo

Rede EtherNet/IP aplicada a este mddulo ou a qualquer equipamento na rede, um arco
elétrico pode ocorrer. Isto pode causar uma explosdo em instalagdes
reconhecidas como area classificada.

Antes de continuar, certifique-se de que ndo haja energia ou que a drea nao
apresenta risco

Conecte o conector RJ45 do cabo Ethernet a uma das portas Ethernet no
controlador. As portas estao no fundo do controlador.

porta Ethernet. Comportamento indesejavel ou dano a porta pode

c ATENCAO: Nao plugue um cabo de rede DH-485 ou um cabo NAP numa
acontecer.

Fundo do Controlador
Porta1- L
Frente P
Porta2 - L
Traseira .

IMPORTANTE  Este exemplo mostra como conectar o controlador a rede por uma porta.
Dependendo da sua aplicacao de topologia de rede, vocé pode conectar
ambas as portas do controlador a rede EtherNet/IP.

Para mais informagdes sobre topologias de rede EtherNet/IP, consulte
Comunicacao de Rede EtherNet/IP na pdgina 70.

Conectando a Diferentes Topologias de Rede EtherNet/IP

Os controladores CompactLogix 5370 tém tecnologia de chave incorporada e
duas portas EtherNet/IP que permitem que vocé os use em diversas topologias
de rede EtherNet/IP:

e Topologia de rede de anel em nivel de equipamento — Ambas as portas
no controlador estao conectadas a rede com especificagdes sobre como as
conexdes sao feitas.

¢ Topologia de rede linear — Ambas as portas no controlador estao
conectadas 4 rede com requerimentos sobre como as conexdes sao feitas.

¢ Topologia de rede em estrela — Uma porta no controlador estd conectada
A rede.

Para obter mais informacoes, consulte Comunicacio de Rede EtherNet/IP na

pagina 70.
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Completar a configuracao do controlador

Topico Pagina
Defina o endereco IP 33
Mudar o enderego IP 4
Carregar o firmware do controlador 45
Selecione 0 modo de operacao do controlador 53

Para concluir as tarefas descritas neste capitulo, ¢ necessdrio que o software

descrito na tabela a seguir esteja instalado em seu computador.

¢ RSLinx® Classic
e Ambiente Studio 5000°

e Servidor BOOTP-DHCP (instalado com RSLinx Classic)

o Software ControlFLASH™ (instalado junto com o ambiente

Studio 5000)

Controladores CompactLogix” 5370 requerem um endereco de rede de
Protocolo de Internet (IP) para operarem em uma rede EtherNet/IP.

O endereco IP identifica exclusivamente o controlador. O endereco IP estd na
forma xxx.xxx.xxx.xxx onde cada xxx ¢ um nimero de 000 a 254 com algumas
excegdes para valores reservados. Estes niimeros sao exemplos de valores

reservados que vocé nio pode usar:
o 000.xxx.xxx.5x%
o 127 xxx.xxx.2x%

o 224 a255.66x.6XX.XXX

Alguns outros valores especificos sao reservados com base em uma frequéncia

aplicagio a aplicagio.
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Vocé pode completar uma dessas tarefas dependentes das condig¢oes do sistema.

e Defina o enderego IP para um controlador que jd esteja com um
endereco IP atribuido a ele.

e Mude o enderego IP para um controlador que jé esteja com um enderego
IP atribuido a ele.

IMPORTANTE  Os controladores Compact GuardLogix 5370 tém duas portas de
EtherNet/IP para se conectar a uma rede EtherNet/IP; vocé ndo pode
instalar nenhuma porta adicional nestes controladores.

As portas carregam o mesmo tréfego de rede como parte da chave
incorporada do controlador. Porém, o controlador usa apenas um
endereco IP.

Vocé deve configurar um enderego IP de controlador CompactLogix 5370
quando o controlador ¢ energizado pela primeira vez, ou seja, a0 montar o
controlador pela primeira vez. Vocé nao ¢ requerido a configurar um enderego
IP cada vez que a alimentagao for enviada ao controlador.

E possivel utilizar estas ferramentas para definir o enderego IP em um
controlador CompactLogix 5370:

e protocolo Servidor Bootstrap (BOOTP)

o servidor de Protocolo de Configuragao de Host DinAmico (DHCP)
¢ software RSLinx Classic

e Logix Designer

e cartio SD

Use o servidor BOOTP para configurar o endereco IP

Protocolo Bootstrap (BOOTP) ¢ um protocolo que permite ao controlador
comunicar-se com um servidor BOOTP. O servidor também pode ser usado
para atribuir um enderego IP. E possivel utilizar um servidor BOOTP para
definir o enderego IP em um controlador CompactLogix 5370.

Considere estes pontos ao usar o servidor BOOTP:

e O servidor BOOTP esta instalado automaticamente quando vocé
instala software RSLogix 5000 ou RSLinx Classic no seu computador.
O servidor BOOTP configura um enderego IP ¢ outros pardmetros de
Protocolo de Controle de Transmissiao (TCP).

¢ Um controlador enviado da fibrica sem um endereco IP ¢ BOOTP
habilitado.

e Esta se¢ao descreve como usar um servidor BOOTP/DHCP Rockwell
Automation. Se vocé usa um servidor BOOTP/DHCP diferente,
contate o seu administrador de rede para verificar que vocé esteja
usando-o corretamente.

e Parausar o servidor BOOTP, o seu computador e o controlador devem
estar conectados & mesma rede EtherNet/IP.

e Se o controlador estiver com 0 BOOTP desabilitado, vocé nao pode usar
o servidor BOOTP para configurar o enderego IP.
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H4 duas condig¢es nas quais os controladores Compact GuardLogix 5370
usam servidores BOOTP para configurar o endereco IP do controlador:

e Energizagao inicial — Porque o controlador CompactLogix 5370 sai de
fibrica com 0o BOOTP habilitado, quando ele ¢ energizado pela
primeira vez, o controlador envia um requisito para um enderego IP na
rede EtherNet/IP. Vocé pode usar o servidor BOOTP para configurar o
endereco IP, como descrito posteriormente nesta se¢io.

o Energizacao apds a operacao do controlador ter comegado — Quando
a tensdo de comando ¢ passada apds a operagio ter comegado, o servidor
BOOTP/DHCP configura o enderego IP se cada uma destas condigoes

existir:

- Controlador estiver com BOOTP habilitado — Vocé configura o
endere¢o IP manualmente com o servidor BOOTP.

- Controlador estd com DHCP habilitado — O enderego IP ¢
configurado automaticamente via o servidor DHCP.

Acesse o utilitirio BOOTP/DHCP de um destes locais:
e Inicio>Programas>Software Rockwell >Servidor BOOTP-DHCP

Se vocé nao instalou o utilitario, pode fazer download dele e instalé-lo de
http://www.ab.com/networks/ethernet/bootp.html.

e Diretério Ferramentas no CD de instalagio do software de programacio

IMPORTANTE  Antes de iniciar o O~ LOAA]

utilitario BOOTP/ Compact GuardLogit SAFETY GPU E
DHCP, certifique-se = S

de quevocé tenha o M=

endereco de

hardware (MAC) do =

controlador. —

0 enderego de

hardware estd na Allen-Bradisy

frente do @;

controlador e usa &

um endereco em

formato similar ao 3| OGO0BCIERDFS

seguinte: AN GEET EwensyE” LSAERIE | | o

00:00:BC:2E:69:F6 o] U

Use o servidor DHCP para configurar o endereco IP

O Servidor de Protocolo de Configuragao de Host Dindmico (DHCP) atribui
automaticamente enderegos IP a estagoes de clientes conectadas a uma rede
TCP/IP. O DHCP ¢ baseado em BOOTP e mantém alguma compatibilidade
retroativa. A principal diferenga ¢ que BOOTP permite configuragio manual
(estatica), enquanto DHCP permite tanto alocagio estatica quanto dinimica dos
enderecos de rede e configuracoes a controladores recém-anexados.
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Seja cuidadoso ao usar o servidor DHCP para configurar um controlador. Um
cliente BOOTP, como os Controladores CompactLogix pode comegar de um
servidor DHCP apenas se o servidor DHCP for especificamente escrito para
também lidar com solicitagdes BOOTP. Isto ¢ especifico do servidor DHCP
usado. Consulte o seu administrador de sistema para ver se um servidor DHCP
suporta comandos BOOTP e alocagio de IP manual.

GuardLogix 5370. 0 endereco IP deste controlador ndo deve ser fornecido

c ATENCAO: Atribui um endereo de rede fixo aos Controladores Compact
dinamicamente.

A inobservancia dessa precaugao pode resultar em movimento involuntdrio da
maéquina ou perda de controle do processo.

Se vocé usa o servidor BOOTP ou DHCP da Rockwell Automation em uma
subrede com uplink onde um servidor DHCP exista, um controlador pode pegar
um endereco do servidor da empresa antes que o utilitirio Rockwell Automation
perceba o controlador. Desconectar-se do link superior para definir o endereco e
configurar o controlador para reter seu endereco esttico antes de se reconectar
ao link superior, se necessério.

Use o software RSLinx Classic para configurar o endereco IP

E possivel utilizar o software RSLinx para definir o endereco IP em um
controlador CompactLogix 5370.

IMPORTANTE  Esta secdo explica como atribuir um enderego IP a um controlador Compact
GuardLogix que ainda nao possui um.

Para atribuir um endereco IP a um controlador Compact GuardLogix via
software RSLinx, é necessario estar conectado ao seu controlador através da
porta USB.

Completar estas etapas para definir o enderego IP do controlador com software
RSLinx.

IMPORTANTE  Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se também a outros controladores CompactLogix 5370 com
pequenas variagoes nas telas.

1. Certifique-se de que um cabo USB esteja conectado ao seu computador
e ao controlador.

2. Inicie o software RSLinx.
Apos vérios segundos, caixa de didlogo RSWho ¢ exibida.

3. Seacaixa de didlogo RSWho nio aparecer, a partir do menu
Comunicagoes, escolha RSWho.

Cammunicakions el p R el ] =

‘ Configure Drivers. ..

Configure Shortouts, ..
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A caixa de didlogo RSWho aparece ¢ inclui o driver USB.

4. Clique com o botao direito do mddulo EtherNet/IP e escolha

Configuragio do Médulo.
& & 518 8| ¥
5 RSWho - 1
W Auobowss  Reliesh | |_'—l _|!| Not Browsing
[ 1) Workstation, USMAYCAMCKELVI
@85 Linx Gateways, Ethemet ﬁ m
-2 AB_ETH-1, Ethemet ABthemet CompactBus
B85 AB_ETH-2, Ethemet Compactl..

B2 AB_ETH-Local, Ethemet
&9 £8_VBP-1, 1789-A17/A Virtual Chassis

B4 USB
B [g 16, 1769-L36ERMS LOGDGI36ERM SAFETY, P

25 A Ethemet

-1 CompactBus, CompactLogix System Configure Driver
Upload EDS file from device
Security..
Device Properties
Module Statistics

‘ Module Configuration |

A caixa de didlogo Configura¢io de M6dulo aparecerd.

5. Clique na guia configuragio da Porta.

USB\16 1769-L36ERMS/A LOGIX5336ERMSAFETY Configuration

General| Port Configuration | Advanced Port Configuration | Network |
Network Configuration Type
@% O Dynamic
Use DHCP to obtain network configuiation.

@ Use BOOTP to obtain network configuration.
IP Address: [192 . w8 . 1 . 3 |
Network Mask: [[25 . 255 . 25 . 0 |
Gateway Address: [1s2 . 8 1 1|
Primary Name a0 Y 0
Seiver. [ 0 .0 .0 0 l
Secondary Name
Seiver: [ 0 0 0 0 l
Domain Name: [ I
Host Name: { ]
Status: :Neiwofk Interface Configured I

[ ok J[ Cancel |  aoob

6. Para Tipo de configuragio de rede, clique em Estatico para atribuir
permanentemente essa configuragio  porta

IMPORTANTE Se vocé clicar em Dinamico, ao desligar e ligar novamente, o
controlador limpa a configuracdo IP atual e volta a enviar
solicitacdes BOOTP.

7. Digite o novo enderego de IP e a mascara de rede

8. Clique em OK.
Como com todas as mudangas de configuracao, se desejado, certifique-se de
que vocé esteja usando o cartio SD de um modo que nao sobrescreva o

enderego IP no préximo ciclo de alimentacio do controlador.

Para obter mais informagoes sobre o uso do cartao SD, consulte Capitulo 13.
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Use o ambiente Studio 5000 para configurar o endereco IP

E possivel utilizar o aplicativo Logix Designer para definir o enderego IP em
um controlador CompactLogix 5370. Para configurar o enderego IP através da

aplicagio, ¢ necessario estar conectado ao seu controlador através da porta
USB.

Completar estas etapas para definir o enderego IP do controlador.

IMPORTANTE  Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se a outros controladores CompactLogix 5370 com pequenas
variagoes nas telas.

1. Inicieo aplicativo Logix Designer.

2. Clique em RSWho |&| para especificar o caminho do controlador.
Y| T TE W pumue LY OF LD NA A

Path: P@_

— ]
"ﬁ"'
C H o AE W AU A »

B || < >[\Favorites { Ada-On £ Safety £ Aarms £ BR A TimerC

A caixa de didlogo RSWho ¢ exibida.
3. Navegue na rede USB e selecione o controlador Compact GuardLogix.
4. Clique em Definir caminho do projeto.

Frosgpe

(] Autobrowse Refresh

==} Workstation, APSGSGPDP44Q32
-2 Linx Gateways, Ethernet

i

i5-69 AB_VBP-1, 1789-A17/A Virtual Chassis Uload
3B 1] 16, 1769-L36ERMS LOGIXS336ERM SAFETY, CompactLogix_Project

Update Fimware...

¥
g

Path: USB\16
Path in Project: <none>

Clear Project Patt
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5. Clique em Download.

& Who Active
[¥] Autobrowse Refresh
== Workstation, APSGSGPDP44Q32 Go Online

Path: USB\16 Set Project Path
Path in Project: <none>

Elaqs Linx Gateways, Ethernet
E|- AB_VBP-1, 1789-A17/A Virtual Chassis

B-# USB Download

1%} 16, 1769-136ERMS LOGIX5336ERM SAFETY, CompactLogix_Project

I Clear Project Faﬂ-w ]

6. Clique em Download novamente.

;i Download offline project 'CompactLogix_Project’ to the controller.
Connected Controller:

Name: L36ERMSEmpty

Type: 1769-L36ERMS /A Compact GuardLogix® 5370
Path: AB_ETH-Local\192. 168.1.36

Serial Number: 604AF725

Security: No Protection

_5 DANGER: This controller is the system time master. Servo axes in
synchronized controllers, in this chassis or other chassis, may be
turned off.

DANGER: The controller image stored in nonvolatile memory might be
out of date following the download. Failure to update the contents
of nonvolatile memory could result in running old logic following a
power up or corrupt memoary condition.

_ﬁ DANGER: Unexpected hazardous motion of machinery may occur.

Some devices maintain independent configuration settings that are
not loaded to the device during the download of the controller.
Verify these devices (drives, network devices, 3rd party products)
have been properly loaded before placing the controller into run
mode.

Failure to load proper configuration could result in misaligned data
and unexpected equipment operation.

‘& Time Synchronization is disabled.
Axes in the motion group will not function.

["]Enable Time Synchronization

Cancel | Hebp

O novo projeto ¢ baixado para o controlador e o projeto entra online, em
programa remoto ou modo de programa.

7. Com o botao direito, clique no nome do controlador e escolha

Propriedades.

[ER=1Controller CompactLogix_Proje

= S Tasks
$ 43 MainTask | Properties Alt+Enter

| .08 MainDranram

Controller Tags & Verify
-3 Controller Fault Handler

-3 Power-Up Handler

Generate Report...
Print 4
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8. Na caixa de didlogo Propriedades do Controlador, clique na guia
Protocolo Internet.

Os valores de configuragio de parimetro de IP mostram que o
controlador nao tem endereco IP associado.

) Controller Properties - CompactlLogix_project =]
General \ Major Faults ‘ Minor Faults I Date/Time | Advanced ‘ SFC Execution | Project | Safely
Nonvolatile Memory ‘ Memory Internet Protacol Port Configuration I Network | Security | Alarm Log

Internet Protocol (IP] Settings

IP settings can be manually configured or can be automatically configured
if the network supports this capability.

Manually configure IP settings
Obtain IP settings automatically using BOOTP
Obtain IP settings automatically using DHCP

IP Settings Configuration

9. Clique e Manualmente configure os ajustes de IP.

10. Insira o endereco IP desejado e outras informagoes de configuragao e
clique em OK.

51 Controller Properties - CompactLogix_project (= [@])=]

General | MajorFauts | MinorFauts | Date/Time | Advanced | SFCEsecuton | Project | Safey
Nonvolatile Memory l Memory Intemet Protocal” Port Configuration [ Network | Securily [ Alam Log

Internet Protocol [IP) Settings
IP settings can be manually configured or can be automatically configured
if the network supports this capability.

(® Manually configure IP settings |
) Obtain IP settings automatically using BOOTP
() Obtain IP settings automatically using DHCP

IP Settinas Confiquration -
|lPAddress: 192 168 . 1 . 33 Subnet Mask: | 255.285.285. 0

Gateway Addiess: | 0 u

| Primary DNS Server
Domgin Name: e | 0.0.0.0
. Secondary DNS
Host Name: Saracr Addist 0.0.0.0

[ ok ][ Comeol || ey || tHep |

11. Quando perguntado para confirmar a configura¢io do enderego IP, diga
Sim.

Logix Designer J

DANGER: Connection Interruption.

Changing connection parameters online will interrupt connections to
or from this controller.

Apply changes?

O controlador agora usa o enderego IP recém-configurado.
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Use o servidor cartao SD para configurar o endereco IP

E possivel utilizar um cartio SD para definir o enderego IP em um controlador
CompactLogix 5370. Usar o cartao SD para carregar endereco IP eliminaa
necessidade para um software completar esta tarefa.

IMPORTANTE A configuracdo do endereqo IP de um cartdo SD ndo requer software durante
0 processo de energizacdo. Entretanto, é necessario ter gravado o projeto
anteriormente no carto SD.

0 endereco IP do Controlador Compact GuardLogix 5370 é automaticamente
configurado quando se inicia a alimentacao, desde que vocé tenha um
endereco IP configurado, guardado o programa em um controlador e
definido o cartdo SD no parametro de carregamento de imagem definido no
inicio da alimentacao.

A opgao para configurar um endereco IP de controlador CompactLogix 5370
através de um cartdo SD na energizagdo é apenas uma parte do processo de
carregar um projeto inteiro para o controlador a partir do cartao SD.

Use esta opcao cuidadosamente. Por exemplo, o cartao SD pode conter um
endereco IP desejavel como parte de um projeto indesejavel, por exemplo,
um projeto mais antigo que o projeto atualmente usado no controlador.

E possivel utilizar um cartao SD para definir o endere¢o IP em um controlador

CompactLogix 5370:
¢ Um projeto deve ser armazenado no cartao SD.

¢ O projeto que estd guardado no cartio SD estd configurado com o
pardmetro Carregar Imagem definido para durante a inicializagao.

Especificagoes adicionais aplicam-se para projetos de seguranca. Consulte

Capitulo 13 e 0 Manual de referéncia de seguranca dos controladores
GuardLogix 5570 ¢ Compact GuardLogix 5370, publica¢aol756-RM099.

Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016 L


http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm099_-en-p.pdf

Capitulo3  Completar a configuracao do controlador

Mudar o endereco IP

E possivel mudar o enderego IP em um controlador CompactLogix 5370
depois de ter comegado a operagao do sistema. Neste caso, mude o endereco IP
para um controlador que ji esteja com um enderego IP atribuido a ele, mas vocé
deve alterar este enderego IP.

Vocé pode usar estas ferramentas para mudar um enderego IP de controlador:
e software RSLinx Classic
e aplicacio Studio 5000 Logix Designer

e cartio SD

IMPORTANTE  Vocé ndo pode usar nenhuma destas ferramentas para mudar um
endereqo IP de controlador:

Protocolo Servidor Bootstrap (BOOTP)
« Servidor de Protocolo de Configuracao de Host Dindmico (DHCP)

Considere estes fatores ao determinar como mudar um enderego IP de
controlador:

e Isolamento de rede de, ou integrando-se a, rede da planta/empresa

e Tamanho da rede — Para redes grandes, isoladas, pode ser mais fécil e

seguro usar um servidor BOOTP/DHCP do que um RSLogix 5000 ou
software RSLinx Classic. Um servidor BOOTP/DHCP limita a
possibilidade de atribuir enderegos IP duplos.

Porém, Vocé pode usar o servidor BOOTP/DHCP apenas para

configurar o endereco IP do controlador e nao para muda-lo. Se vocé
decidir mudar o enderego IP do controlador e quiser usar um servidor
BOOTP/DHCP para limitar a possibilidade de atribuir enderecos IP

duplos, vocé precisa primeiro limpar o enderego IP.

Apés limpar o enderego IP, use os passos descritos em Use o servidor
BOOTP para configurar o endereco IP na pagina 34 ou Use o servidor
DHCP para configurar o endereco IP na pégina 35 para configurar o
endereco IP do controlador.

Politicas da empresa e procedimentos relativos a instalagao e
manutengao da rede do chao de fibrica

Nivel de envolvimento por pessoal de TT em instala¢io e manutengao de

rede de chio de fabrica

Tipo de treinamento oferecido para controlar engenheiros e pessoal de
manutengao
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Mudar o endereco IP com o software RSLinx

Completar estas etapas para mudar o endereco IP do controlador.

IMPORTANTE  Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se a outros controladores CompactLogix 5370 com pequenas
variagoes nas telas.

1. Certifique-se de que um cabo USB esteja conectado ao seu computador e ao
controlador.

2. No organizador do controlador, clique com o botio direito do mouse no
controlador e escolha Configuragao do Médulo.

| 3 5| S8 Blie| x|
| 2
& RSWho - 1
W Aucbowse _Achicsh | |35 fll]  NetBiowsing
& 3 Workstation, USMAYCRMCKELVT —
@& Linx Gateways, Ethemnet ﬁ i
@-F5 AB_ETH-1, Ethernet AEthernet CompactBus
@85 AB_ETH-2, Ethernet Compactl...

@-F5 AB_ETH-Local, Ethernet
-89 AB_VBP-1, 1783-A17/A Virtual Chassis

= UsB
SR E:] 16, 1769-L36ERMS LOGIXS336ERM SAFETY, s
B35 A, Ethemet
©-{30 CompactBus, CompactLogix System Configure Driver

Upload EDSfile from device

Security...
Device Properties
| Module Statistics
‘ Module Configuration
T

3. Clique na guia Configuracio da porta.

USB\16 1769-L36ERMS/A LOGIX5336ERMSAFETY Configuration

| General | Port Configuration | Advanced Port Configuration | Network ) i
Network Configuration Type
@3&@ O Dynamic
2 Use DHCP to obtain network configuration.

®) Use BOOTP to obtain network configuration.
IP Address: [192 . 188 . 1 B |
Network Mask: 255 . 255 . 255 . 0 |
Gateway Address: [[192 . 188 . 1 1]
Primary Name
Seiver. [ 0 .0 .0 .0 l
Secondaty Name
Server. [ 0.0 .0 .0 l
Domain Name: [ l
Host Name: [ ]
Status: lNalwo«k Interface Configured l

[ ok ][ Coel | somy

O controlador tem um enderego IP vilido e Tipo de Configuragio de

Rede.
4. Digite o novo endereco de IP e a méscara de rede.

5. Para Tipo de configuragio de rede, clique em Estético para atribuir
permanentemente essa configuracao a porta.

IMPORTANTE Se vocé clicar em Dindmico, ao desligar e ligar novamente, o
controlador limpa a configuracdo IP atual e volta a enviar
solicitacoes BOOTP.

6. Clique em OK.
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Mudar o endereco IP com o software Logix Designer

E possivel mudar o enderego IP em um controlador Compact GuardLogix
5370 via aplicativo Logix Designer com uma conexao USB ou EtherNet/IP.

Completar estas etapas para mudar o endereco IP do controlador.

IMPORTANTE  Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se a outros controladores CompactLogix 5370 com pequenas
variagoes nas telas.

1. Verifique que o seu computador esteja conectado ao controlador.
2. Verifique se o projeto estd on-line.

3. Com o botao direito, clique no nome do controlador ¢ escolha
Propriedades.

Controller Organizer > & X Hl
=]Controller CompactlLogix_Proj

& Controller Tags

-3 Controller Fault Handler

L& Power-Up Handler

& Verify

Generate Report...

l »
=) S Tasks Print
= f@ MainTask I Properties Alt+Enter |
.8 MainDraaram -
DICA Vocé poderia também clicar com o botdo direito no n6 Ethernet na

secdo configuracdo de E/S e escolher Propriedades.

A caixa de didlogo Propriedades do controlador aparece na guia
Protocolo de Internet.

4. Mudar o enderego IP para o controlador.

5. Faga outras mudangas onde necessario.

51 Controller Properties - CompactLogix_project = (@)=

General | MajorFauks | MinorFauls | Date/Time | Advanced | SFCExecuton | Project | Safety
Norwolatile Memory | Memory Intemet Protocal” Port Configuiation | Network | Secuity | Alam Log

Internet Protocol [IP) Settings
IP settings can be manually configured or can be automatically configured
if the network supports this capability.

(®) Manually configure IP settings
() Obtain IP settings automatically using BODTP
() Obtain IP settings automatically using DHCP

IP Settinas Confiquration
P Address: 192 . 168 . 1 . 33 Subnet Mask: 255 .256 . 255 . O

Gateway Address: 0.0.0.0

. . Primary DNS Server
Domgin Name: Aiddies: g.0.0.0
. Secondary DNS
Host Mame: Garver Addisss: 0.0.0.0

oK || Cancel Apply Help

6. Clique em OK.
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Carregar o firmware
do controlador

Mudar o endereco IP com um cartao SD

E possivel utilizar um cartdo SD para alterar o endereco IP em um controlador
Compact GuardLogix 5370 quando se reinicia. Usar o cartio SD para carregar
endereco IP elimina a necessidade para um software completar esta tarefa.

IMPORTANTE A configuracdo do endereqo IP de um cartdo SD ndo requer software durante
0 processo de energizacdo. Entretanto, é necessario ter gravado o projeto
anteriormente no cartdo SD.

E possivel utilizar um cartao SD para alterar o endereco IP em um controlador

CompactLogix 5370:
e Ha um projeto armazenado no cartio SD.

e O projeto que estd armazenado no cartao SD inclui outro endereco IP
para o controlador Compact GuardLogix 5370 que nio o enderego IP
atualmente usado no controlador fisico que leva o cartio SD.

e O projeto que estd guardado no cartdo SD estd configurado com o
parAmetro Carregar Imagem definido para durante a inicializagao.

e Alimentacio ¢ fornecida ao controlador com o cartao SD instalado.

Especificagoes adicionais aplicam-se para projetos de seguranga. Consulte
Capitulo 13 e 0 Manual de referéncia de seguranga dos controladores
GuardLogix 5570 ¢ Compact GuardLogix 5370, publica¢iao 1756-RM099.

Vocé precisa descarregar o firmware atual antes de usar o controlador Compact

GuardLogix 5370.

IMPORTANTE  Nao interrompa um upgrade de firmware enquanto estiver em processo.
Ainterrupcao da atualizacao do firmware pode fazer com que a revisao
controlador Compact GuardLogix reverta-se ao seu nivel de revisao padrdo,
ou seja, 1.-xxx.

Para carregar firmware, vocé pode usar qualquer um dos seguintes:
e Software ControlFlash que ¢ instalado com o aplicativo Logix Designer

¢ AutoFlash que roda pela aplicacao quando vocé faz download de um
projeto ¢ o controlador nao tem a revisao de firmware compativel

e Cartio SD (cédigos de catdlogo 1784-SD1 ou 1784-SD2) com imagem
j4 armazenada no cartao
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Se vocé usa utilitarios ControlFLASH ou AutoFlash, vocé precisa de uma
conexao de rede EtherNet/IP ou USB ao controlador.

IMPORTANTE A revisdo de firmware do controlador que foi carregada através do software
ControlFLASH ou da opcao AutoFlash pode ser substituida depois de ciclos
de alimentacao futuros se existirem as condi¢des descritas em Usar o cartao
Secure Digital para carregar firmware na pagina 52.

O firmware esta disponivel com o aplicativo ou vocé pode fazer o download no
site de suporte do Centro de download e compatibilidade do produto Rockwell

Automation (PCDC) em http://www.rockwellautomation.com/global/
support/pcdc.page.

Usar o software ControlFLASH para carregar firmware

Usar o software ControlFLASH para carregar firmware através de uma
conexdo USB ou de conexao de rede EtherNet/IP. Recomendamos o seguinte
quando vocé carregar firmware por meio do utilitdrio ControlFLASH:

e Use uma conexio USB para carregar o firmware.

e Seum estiver instalado no controlador, remova o cartao SD.

Complete estas etapas para usar o utilitdrio ControlFLASH para carregar
firmware.

IMPORTANTE  Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se também a outros controladores CompactLogix 5370 com
pequenas variagoes nas telas.

1. Verifique que uma conexao exista entre o seu computador e o
controlador CompactLogix 5370.

2. Escolha Inicio>Programas>Ferramentas de programagao
FLASH>ControlFLASH.

T MOCKYWER SOTOware i |

| 'l-g Programs @ FLASH Programming Tools m
2 Documents » % ControlFLASH Help
= README. TXT
D{‘ Settings 3
,;)' Search 3
@9 Help and Support (9o
=] Run..
@ shut Down...

EEREEPEEE P EY L
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3. Quando a caixa de didlogo Bem-vindo aparecer, clique em Préximo.

Welcome to ControlFLASH

Welcome to ControlFLASH, the firmware:

update tool. ControlFLASH needs the

following information from you before it can
4 begin updating a device.

Lﬂn!rﬂl 1.The Catalog Number of the target device.

2.The Network Configuration parameters

(optional).
3.The Network Path to the target device.
4.The Firmware Revision for this update.

< Back | Nm{t:b_ | Cancel | Help |
R

4. Escolha o cédigo de catdlogo de controlador apropriado e clique em
Préximo.

Catalog Number ]

Enter the catalog number of the target device:
|1769.L36ERMS

Control BIEEYEREDE &
1769L30ER
1769.L30ER-NSE
1769.L30ERM
1769.L31
1769132C
1769.132E
1763L33ER
1769-L33ERM
1769.L35CR
1769.L35€
1763 36ERMS

1784-PMO2AE
1784-PM16SE S

< Back I Nﬂi)hl Cancel | Help

5. Expanda a rede até que vocé veja o controlador.
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6. Escolha o controlador na primeira instincia em que aparece, conforme
mostrado abaixo, e clique em OK.

Select the 1769-L36ERMS device to update and click DK

V¥ Autobrowse IQT; [iEI Not Browsing
=B Workstation =
B-#s Linx Gateways, Ethemet % i]lp
=& AB_ETHIP-1, Ethernet A Ethernet  CompactBus
ﬁ 192,168.1.10, CompactL 1769 Bus

| ‘) 192.168.1.4, 1756-EN2T
#-E9 AB_VBP-1, 1789-A17/A Virtt
B3 USB

CompactLogix Proces

|EI—I$I Cancel J

7. Escolha o nivel de revisio para o qual vocé quer atualizar o controlador ¢
clique em Préximo.

Firmware Revision

Catalog Number.  1763-L36ERMS
Serial Number: FFFFFFFF
CurrentRevision:  1.001.11

Selectthe new revision for this update:

About Info

Revision

280011

Current Folder.
c\program files (x86)\controlfiash _|

<Back | Next> Cancel | Help |

8. Parainiciar a atualizagao do controlador, clique em Terminar e entao
clique em Sim.

— ControlfLASH o
PE— o

DANGER:  The targetmodule is aboutto be
update with new firmware. During the update the
module il be unable to perform its normal control

function. Please make sure that all processes pP— .
affected by ths equipmenthave been suspended \ Are you sure you want to begin
and that all safety criical functions are not * -

aflected. To abortthis fimware update, press ‘&' updating the target device?

Cancel now. To begin the update now. press Finish

Catalog Number. ~ 1769-36ERMS
SerialNumber.  FFFFFFFF

CurrentRevision:  1.001.11
NewRevision: 28,0011

More Info

<Back Finish Cancel Help
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Antes que o upgrade de firmware comece, vocé vé a seguinte caixa de
dialogo. Toma a agao apropriada para a sua aplicagao. Neste exemplo, o
upgrade continua quando vocé clica em OK.

Attention! I the Secure Digital card is locked and set to load on

\ power-up, this update may be overwritten by firmware on the SD card.
Refer to the "Before you update your system” section of the release
notes before updating. Do you wish to continue?

Apos o controlador ter sido atualizado, a caixa de didlogo de status exibe
a mensagem Atualiza¢o completa.

Update Status

Catalog Number. 1769-L36ERMS
Serial Number.  FFFFFFFF

Current Revision:  28.001.1
New Revision: 28.001.1

Status:

[yl |
Help
__ Bepeat |

Bepeat

9. Clique em OK.

10. Para fechar o software ControlFLASH, clique em Cancelar ¢ depois em
Sim.

Usar o utilitario AutoFlash para carregar firmware

Usar o utilitdrio AutoFlash para carregar firmware através de uma conexao USB
ou de rede EtherNet/IP.

Deixe a atualizacdo ser concluida sem interrupgoes. Caso uma atualizagio de
firmware que esteja em curso seja interrompida, vocé seréd alertado de que um
erro ocorreu. Neste caso, desligue e ligue a alimentagao ao controlador. O nivel
de revisio de firmware volta ao nivel de revisio l.xxx e vocé pode comecar o
processo de upgrade novamente.
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50

Complete estas etapas para usar o utilitirio AutoFlash para carregar firmware.

IMPORTANTE

Estes passos mostram um controlador 1769-L36ERMS. Os mesmos passos
aplicam-se também a outros controladores CompactLogix 5370 com

pequenas variagoes nas telas.

1. Certifique-se de que a conexao de rede apropriada tenha sido feita e o
seu driver de rede esteja configurado em software RSLinx Classic.

2. Criagao de um projeto do controlador.

3. Clique

em RSWho para especificar o caminho do controlador.

V] & TE IR Umcie LN OF "\‘-’\J

0J

« H ol ke AF 4 W 4 >
< > [\ Favorites £ Add-On A Safely A Alarms X BR_A Tmerc

A caixa de didlogo RSWho ¢ exibida.

4. Navegue na rede Ethernet e selecione o controlador Compact

GuardLogix.

[¥] Autobrowse

Refresh

-5

&

Path:

‘Workstation,

& Linx Gateways, Ethernet

Z= AB_ETHIP-1, Ethernet

ﬂ 192.1681.217, 1756-EN2TR, 1756-EN2TR/A
ﬂ 192.168.1.41, 1756-EN2T, 1756-EN2T/A
- 192168142, 1756-EN2T, 1756-EN2T/A

S8 §192.1681.7, 1769-136ERMS LOGIX5336ERM, 1769-136ERM/Z

- CompactBus, 1769 Bus

AB_ETHIP-1\192.168.1.7

Set Project Path

Path in Project: AB_ETHIP-1\192.168.1.7

5. Clique
DICA

Clear Project Path

em Download.

Vocé pode clicar em Atualizar Firmware ao invés de em Download para

completar este processo. Se fizer isso, pule para passo 6.
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Uma caixa de didlogo aparece indicando que a revisio do projeto e a
revisio do firmware do controlador sio diferentes.

6. Clique em Atualizar Firmware.

Download to Controller

Condition:  Unable to download to controller. The revision of the offline project and the
controller's firmware are not compatible.

Controller:
Controller Name:  <None>
Controller Type: DB_1763-L36ERMS/A L3yS_24_10_831
Comm Path: USB\16
Serial Number: FFFFFFFF
Firmware Revision: 01.01
Security: No Protection

Offline Project.
Controller Name:  C31
Controller Type: ~ 1769-L36ERMS Compact GuardLogix®
File: _clidesk_NoAONC31_desk_NoAOILACD
Serial Number. <none>
Firmware Revision: 28.1
Security: No Protection

i To download to this controller you must either:
Ay Update the controller's firmware

Ay Modify the project revision to be compatible with the firmware

SelectFile [ Cancel ] Help J

7. Use a caixa de selecio ¢ o menu para escolher o seu controlador e revisao
de firmware.

8. Clique em Atualizar.

[ | Update Module Firmware =]
\ Firmware Revision \
Module Name ParentName : Module Address |Module Type [ InModule ] Update To |
[c31 Local0 [1769-L36ERMS Compact GuardL... | 11 | 2811 [*|[Browse. ]
« [ G
Select Al Clear A [ Update | Cancel [ Hep |

9. Quando a caixa de didlogo Atualizar firmware aparecer, clique em Sim.

Update Firmware mrye

(=

|1 Updating the module's firmware from 1.1t0 28.1.1

A, DANGER: This confroller is the Coordinated System Time master.
Servo axes in synchronized confrollers in this chassis. or other chassis
using SynchLink. will be turned off.

A Allcommunications to this controller will be lost including this workstation
and any communications bridged through this controller.
A\ Updating the firmware may affectthe size and performance of projects

downloaded to this controller. For details. see the release notes for the
controller

Proceed with the firmware update?

Yes I No ] [ Help ]

Antes de iniciar a atualizagio do firmware, pode ser que vocé seja avisado
sobre a auséncia do cartdo SD do seu controlador. Toma a agio apropriada,
geralmente clique OK.

O upgrade de firmware comega.
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10. Quando a atualizacio do firmware estiver completa, a caixa de didlogo
Quem estd Ativo se abre. Neste exemplo, o projeto ¢ baixado para o
controlador quando vocé clica em Download.
: Download offline project 'L3yS_at_Desk to the controller.
— Connected Controller:
Name: <no name>
Type: 1769-L36ERMS}A Compact GuardLogix® 5370
Path: AB_ETH-1110.116.38.47
Serial Number: 00000033
Security: No Protection
(i) Project documentation, extended and custom properties will not be
downloaded. Refer to help for more information.
1\, DANGER: This controller is the system time master. Servo axes in
synchronized controllers, in this chassis or other chassis, may be
turned off.
1\ DANGER: Unexpected hazardous motion of machinery may occur.
Some devices maintain independent configuration settings that are
not loaded to the device during the download of the controller.
Yerify thase devices (drives, network devices, 3rd party products)
havde been properly loaded before placing the controller into run
moae.
Failure to load proper configuration could result in misaligned data
and unexpected equipment operation,
Download I Cancel Help
Usar o cartao Secure Digital para carregar firmware
E possivel utilizar um cartao SD para carregar o firmware em um controlador
Compact GuardLogix 5370. Usar o cartdo SD para carregar firmware elimina a
necessidade para um software completar esta tarefa.

IMPORTANTE  Um cardo SD instalado faz a atualizacao automatica do firmware do
controlador Compact GuardLogix 5370 se o cartdo SD estiver configurado
com o parametro de carregar imagem ajustado para o fazer no inicio da
alimentacao.

Sua aplicagao exige o seguinte para carregar o firmware de um cartao SD na
energizacao:
o E necessério ter gravado o projeto no cartio SD antes do ciclo de energia.
e A revisio do firmware no projeto armazenado no cartao SD ¢ diferente da
revisio do firmware no controlador CompactLogix 5370.
Especificacoes adicionais aplicam-se para projetos de seguranga. Consulte
Capitulo 13 e o Manual de referéncia de seguranca dos controladores
GuardLogix 5570 e Compact GuardLogix 5370, publica¢dol756-RM099.
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Selecione 0o modo de
operacao do controlador

A\

ADVERTENCIA: Quando vocé muda configuracdes de chave enquanto a
energia esta ligada, uma arco elétrico pode ocorrer. Isto pode causar uma
explosao em instalaces reconhecidas como drea classificada.

Antes de continuar, certifique-se de que ndo haja energia ou que a drea nao
apresenta risco

O seguinte grafico mostra o comutador de modo do Controlador Compact
GuardLogix 5370. Usar o comutador de modo no controlador para definir o
modo de operagio.

RUN

REM
PROG

Reinicializar —»-(0)

O A~

FOAA]

[/

Compact GuardLoglx
AUN ) [Twns
FoRCE[[_| [CTum v
w[[ [CTun 2
o[ ImmiE
==
@ Cl
o

Allen-Bradley

oz

AN oy, EtherNetIR"

SAFETY CPU
e )

L3CERMS
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IMPORTANTE  Restricdes aplicam-se para projetos de sequranca. Consulte Capitulo 9, Desenvolver aplicacfes de sequranca e o Manual de
referéncia de sequranca dos sistemas de controladores GuardLogix 5570 e Compact GuardLogix 5370, publicacdo_1756-RM099
para informacdes detalhadas sobre restri¢des de programacdo.

Posicao da

Chave de Modo | Descricao

Run Vocé pode realizar estas tarefas:

- Carregar projetos.

« Executar o programa e habilitar saidas.
Vocé ndo pode realizar estas tarefas:

« Atualizar o firmware do controlador.

« (riar ou apagar tarefas, programas, ou rotinas.

« (Criar ou apagar tags ou editar online.

« Importar um programa para o controlador.

« Alterar a configuracdo da porta do controlador, configuracdo de porta avangada, ou ajustes de configuracdo de rede.

« Mudar parametros de configuracao do controlador diretamente configurados para operagao em uma topologia da rede de anel em nivel de equipamento
(DLR).

Prog

Vocé pode realizar estas tarefas:

« Atualizar o firmware do controlador.

- Desabilitar saidas.

« Fazer upload/download de projetos.

- Criar, modificar e apagar tarefas, programas, ou rotinas.

- Alterar a configuracdo da porta do controlador, configuragdo de porta avangada, ou ajustes de configurado de rede.
Vocé ndo pode realizar estas tarefas:

«Usar o controlador para executar (fazer uma varredura de) tarefas.

Rem

Vocé pode realizar estas tarefas:

« Fazer upload/download de projetos.

« Alterar a configuracdo da porta do controlador, configuragdo de porta avangada, ou ajustes de configuracdo de rede.
« Alterar entre Programa remoto, Teste remoto e modos de Operacdo remota através da aplicacdo.

Operacéo Remota « 0 controlador executa (faz uma varredura de) tarefas.
« Habilita saidas.
« Edicdo online.

Programa Remoto « Atualizar o firmware do controlador.

+ Desabilitar saidas.

« (Criar, modificar e apagar tarefas, programas, ou rotinas.

« Baixa projetos.

« Edicdo online.

« 0 controlador ndo executa (faz uma varredura de) tarefas.

Teste Remoto « Executa tarefas com saidas desabilitadas.

« Edicdo online.
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do controlador
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Habilitar a sincronizacdo de tempo 62
Configurar um controlador de sequranca de peer 62

Para conﬁgurar € programar seu controlador, siga estas etapas para criar e
gerenciar um projeto para o controlador com o aplicativo Logix Designcr.

1. Clique no botio Novo B na barra de ferramentas principal para criar

um projeto.

2. Clique duas vezes no controlador de seguranga GuardLogix* 5370 para

expandir a lista de op¢des de controlador.

3. Escolher um Controlador Compact GuardLogix 5370:

e 1769-L30ERMS
e 1769-L33ERMS
o 1769-L36GERMS

e 1769-L37ERMOS()

g

New Project ?

Project Types

5 Logix

4 Compact GuardLogix® 5370 Safety Controller

1769-L30ERMS Compact GuardLogix® 5370 Safety Controller
1769-L33ERMS Compact GuardLogix® 5370 Safety Controller
1769-L36ERMS Compact GuardLogix® 5370 Safety Controller
1769-L37ERMOS Compact GuardLogix® 5370 Safety Controller

Compact GuardLogix® 5380 Safety Controller
I CompactLogix™ 5370 Controller
I CompactLogix™ 5380 Controller

4 »

Name:

Location: | C:\Users\UserlD\Documents\Studio 5000\Proj¢

Cancel

4. No campo nome, digite o nome do projeto.

(1) Disponivel na versao do firmware 30.
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5. Clique em Procurar para especificar a pasta para armazenar o projeto do
controlador de seguranca.

6. Clique em Proximo.

7. No menu de revisao, escolha a revisio principal de firmware para o
controlador.

1769-L36ERMS Compact GuardLogix® 5370 Safety Controller
SafetyProject

Revision: 28 ¥

Security Authority: [ No Protection "

Use only the selected Security Authority for authentication and
autherization

Secure With: Logical Name <Controller Name>

Permission Set v

Description:

8. No menu autoridade de seguranga, escolha uma op¢ao de autoridade de
seguranga.

Para obter informagoes detalhadas sobre seguranga, consulte o
Manual de programagio de seguranga dos controladores Logix50007,

publica¢io 1756-PMO016.

9. Marque a caixa abaixo de autoridade de seguranca se vocé deseja usar a
protecio selecionada para autenticagio e autorizagio.

10. No campo Descrigao, digite uma descrigao do projeto.

11. Clique em Terminar.
A aplicagao Logix Designer cria automaticamente uma tarefa de seguranga e

um programa de seguranga. Uma rotina de seguranga de légica ladder
denominada MainRoutine também ¢ criada no programa de seguranca.
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Figura 3 — Tarefa de seguranca no organizador do controlador

Controller Organizer

+ o X

FjTasks
a'—:’\--f:@ MainTask
‘;\-I:E MainProgram

- Contraller CompactLogix_project

=51 SafetyTask
=-£8 SafetyProgram

% MainRoutine

[ Parameters and Local Tags

Uma barra vermelha abaixo do icone diferencia os programas e as rotinas de
seguranca dos componentes-padrio do projeto no organizador do controlador.

Quando um novo projeto de seguranca ¢ criado, a aplicacao Logix Designer
também cria automaticamente um niimero da rede de seguranga (SNN)

baseado na hora.

Este SNN define a EtherNet/IP no qual o controlador reside como uma
subrede de seguranga. Pode-se ver e modificar na guia Geral na caixa de didlogo

Propriedades do controlador.

Na maioria das aplicagdes, o SNN automdtico baseado na hora ¢ suficiente.
No entanto, existem casos quando ¢ necessério inserir um SNN especifico.

Figura 4 — Niimero da rede de seguranca

@ Controller Properties - CompactLogix_project

= e

Revision: 280

Name: CﬂmpﬂﬁLﬂglxjﬂf;]Ed

Description:

18 1ype. <none>

Slot 0 s Safety Parner Slot: <internal>

[ Nonvolstile Memary [ Memory | IntemetFrotocal | PortConfiguistion | Network [ Secwity | Alamleg |
General | MajorFaults | MinorFaults [ Date/Time [ Advanced SFCExgcuion | Project [ Sefety |
Vendor: Allen-Bradley
Type: 1769-L36ERMSE Compact GuardLogix® 5370 Safety Controller Change Controller...

Safety Network

FhiniBet 3ET1_03F1_DE73

&=

713/2015 1:23:00.723 PM

Tabela 6 — Recursos adicionais

Recurso

Descri¢ao

Capitulo 9, Desenvolver aplicaces de
sequranca

de seguranga

Contém mais informacdes sobre a tarefa, os programas e as rotinas

Capitulo 5, Comunique-se pelas redes

Fornece mais informagdes sobre como gerenciar o SNN
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Definir senhas para travade  Vocé pode bloquear o controlador para ajudar a proteger contra modificages
seguranca e desbloqueio as componentes do controle de seguranca. Somente componentes de

seguranga, como a tarefa de seguranga, programas, rotinas e tags de seguranga
sao afetados. Componentes padrao nao sao afetados. E possivel bloquear ou
desbloquear a seguranga do projeto do controlador quando estiver on-line ou

off-line.

A funcao de bloqueio e desbloqueio de seguranga utiliza duas senhas distintas,
que sdo opcionais.

Siga estas etapas para configurar as senhas:

1. Clique em Ferramentas > Seguranca > Alterar senhas.

2. No menu Qual Senha, escolha Trava de seguranga ou Desbloqueio de

seguranga.
Change Passwords ﬂ
What Password: Safety Lock v
0Old Passwaord:

New Password:

Confirm New Password:

Cancel . Help

Digite a senha antiga, se houver uma.
4. Digite e confirme a nova senha.

5. Clique em OK.

As senhas podem conter de 1 a 40 caracteres ¢ nao diferenciam
maitsculas e minusculas. As letras, os nimeros e os simbolos a seguir

podem ser usados: ‘~ 1@ #$% A& * () _+,-={}|[]\:;2/.
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Proteger aassinaturada Vocé pode impedir que a assinatura de tarefa de seguranca seja gerada ou

tarefa de se gurancano mo do excluid-a enquanto o controlador estd no mod(.) de’operagﬁ.o ou modorde
- operagio remoto, independentemente se a aplicagio de seguranca estd
de opera¢ao bloqueada ou desbloqueada.

Siga estas etapas para proteger a assinatura de tarefa de seguranga:

1. Abraa caixa de didlogo Propriedades do Controlador.

2. Clique na guia Seguranga.
3. Verificar Proteger a assinatura em modo de operagio.
4. Clique em OK.
& Controller Properties - CompactLogix_project o |- @
Nonvolatile Memory Memary Internet Protocol Poit Configuration Network Security Alarm Log
General Major Faults Minor Faults Date/Time Advanced SFC Execution Project Safety”

Safety Application: Unlocked
Safety Status:

Safety Signature:

D €
| [¥] Protect Signature in Run Mode
when replacing Safety 1/0:
(®) Configure Only When Mo Safety Signature Exists
) Configure Always
oK Cancel Apply Help
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Codificacao eletronica

60

O chaveamento eletronico reduz a possibilidade de que vocé use o dispositivo
incorreto em um sistema de controle. Ele compara o dispositivo definido em
seu projeto para o dispositivo instalado. Se o chaveamento falhar, ocorre uma
falha. Esses atributos sao comparados.

Atributo Descri¢ao

Fornecedor Fabricante do dispositivo.

Tipo de dispositivo | O tipo geral do produto, por exemplo, médulo de E/S digital.

(ddigo de produto | O tipo especifico do produto. Codigo do produto é mapeado para um niimero de catélogo.

Revisao principal

Um niimero que representa as capacidades funcionais de um dispositivo.

Revisdo secundaria

Um ndmero que representa mudancas de comportamento no dispositivo.

As seguintes opgdes de chaveamento eletronico estio disponiveis.

Opgao de Descricao
codificacao
Mddulo Permite que o dispositivo instalado aceite a chave do dispositivo que é definido no projeto
compativel quando o dispositivo instalado pode emular o dispositivo definido. Com o médulo compativel,
vocé pode geralmente substituir um dispositivo por outro dispositivo que tenha as sequintes
caracteristicas:
« Mesmo ndmero de catdlogo
+ Revisao principal igual ou superior
« Revisdo secundaria da sequinte forma:
— Searevisao principal é igual, a revisao secunddria deve ser a mesma ou superior.
— Searevisdo principal for maior, a revisdo secundaria pode ser qualquer nimero.
Correspondéncia | Indica que todos os atributos de codificacdo devem combinar para estabelecer comunicagéo.
exata Se qualquer atributo nao corresponder precisamente, a comunicacdo com o dispositivo ndo

ocorre. A correspondéncia exata é necessaria se vocé estd usando o Firmware do Manager.

Com cuidado, considere as consequéncias de cada op¢io de codificagio quando

selecionar uma.

IMPORTANTE

A alteracdo online de parametros de chaveamento eletronico interrompe conexdes
com o dispositivo e todos os dispositivos que estao conectados por meio dele.
Conexdes de outros controladores também podem ser interrompidas.

Se uma conexdo de E/S para um dispositivo for interrompida, o resultado pode ser
uma perda de dados.

Para obter informagoes mais detalhadas sobre codificacao eletronica, consulte
Codificacao Eletronica na Técnica de aplicagao de sistemas de controle

Logix5000, publicagaio LOGIX-AT001.
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0pg6es de su bst|tu|gao gx %ui-a Seguranga da claiga dﬁ c(1iiz'1logo Probpr%ed.ac%es ((iio cotlt.rolad-o.r lh; pEr/I;l;te
do diSpOSitiVO de E/S efinir como o controlador lida com a substitui¢ao de um dispositivo de o

sistema. Essa opgido determina se o controlador ajusta o niimero de rede de
seguranca (SNN) de um dispositivo de E/S ao qual ele esteja conectado ¢ tenha

dados de configuragio, para quando uma assinatura de tarefa de seguranga(l)
existir.

Siga estas etapas para configurar como o controlador lida com a substitui¢io de
um dispositivo de E/S do sistema.

1. Abraa caixa de didlogo Propriedades do Controlador.

2. Clique na guia Seguranca.

3. Selecione a opg¢ao configurar para o controlador para usar quando
substituir a E/S de seguranca.

4. Clique em OK.

Figura 5 — Op¢oes de substituicao do dispositivo de E/S

o Controller Properties - CompactLogix_project =0
Nonvolatile Memory Memory Internet Pratocol Poit Configuration Network. Security Alarm Log
General Maijor Faults Minor Faults Date/Time Advanced SFC Execution Project Safety”

Safety Application: Unlocked

Safety Status:

Safety Signature: Generate €

D «
[#] Protect Signature in Run Mode
when replacing Safety 1/0:
(@) Conligure Only When No Safety Signature Exists
(_) Conlfigure Always
OK Cancel Apply Help

ATENCAO: Habilite a funcionalidade Configurar Sempre somente se 0
sistema de controle de sequranca CIP inteiro rotedvel nao precisar manter o
SIL 3 durante a substituicdo e o teste de funcionamento de um dispositivo.

Para obter mais informacdes, consulte Capitulo 5, Comunique-se pelas redes na
pégina 63.

(1) Aassinatura da tarefa de seguranga é um niimero usado exclusivamente para identificar a ldgica, os dados e a configuracdo de

cada projeto, protegendo assim o nivel de integridade de seguranca do sistema (SIL). Consulte Assinatura de tarefa de seguranca
na pagina 16 e Gerar uma assinatura de tarefa de sequranca na pagina 158 para obter mais informacdes.
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Habilitar a sincronizacao
de tempo

Configurar um controlador
de seguranca de peer

Em um sistema do controlador Compact GuardLogix 5370, um controlador
deve ser designado como o mestre para o tempo de sistema coordenado (CST).
A opgao Sincronizagio de tempo oferece um mecanismo padrio para
sincronizar rel6gios em uma rede de dispositivos distribuidos.

IMPORTANTE  Asincronizacdo de tempo € necesséria para aplicativos de movimento.

Slga estas ctapas para conﬁgurar o controlador parase tornar o mestre CST.

1. Abraa caixa de didlogo Propriedades do Controlador.
2. Clique na guia data/hora.

3. Marque Habilitar a sincronizagao de tempo

4

Clique em OK.

Figura 6 — Guia Date/Time

-

1 Controller Properties - Safety o =)
Nonvolatile Memory Memory Intemet Protocol Port Configuration Network Security Alarm Log
General Major Faults Minor Faults Date/Time* Advanced SFC Execution Project Safety

ation local time

Date and Time: Change Date and Time...

Time Zone: €

Time Synchronize

&\ DANGER. I time synchronization is
disabled online, active axes in any
controller in this chassis. or any other
synchronized device, may expenence
unexpected motion

Enable Time Synchronization

2 Is the system time master

) Is a synchronized time slave

O Duplicate CST master detected
) CST Mastership disabled

(3 No CST master Advanced...

ok || cancel Apply Help

E possivel adicionar um controlador de seguranga de peer  pasta Configuragio
de E/S de seu projeto de seguranca para permitir que as tags padrao ou de
seguranca sejam consumidas. Para compartilhar dados de seguranca entre
controladores peer, vocé produz e consome tags de seguranga com escopo no
controlador.

Para obter detalhes sobre a configuragao dos controladores de seguranga de
peer e a produgio e o consumo de tags de seguranca, consulte Tags de seguranca

produzidas/consumidas na pagina 146.
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Todos os controladores CompactLogix” 5370 suportam estas tarefas por meio
de uma rede EtherNet/IP:

¢ Controles distribuidos de E/S para ambas conexdes de seguranga e
padrao.

¢ Envio/recebimento de mensagens para/de outros equipamentos na
mesma rede ou outra rede

e Produzir/consumir (interbloquear) dados entre controladores.

o Interface de soquete

Todos os controladores CompactLogix® 5370 suportam estas tarefas por meio
de uma rede EtherNet/IP:

o Controles distribuidos de E/S apenas para conexdes padrao.

e Envio de mensagens para equipamentos na mesma rede: o controlador
nao pode receber mensagens de outros equipamentos na rede.

Todos os controladores CompactLogix 5370 também suportam conexdes
tempordrias a partir do seu computador por meio de uma conexao USB.

O protocolo CIP Safety é um protocolo de seguranga de né final a né final que
permite o roteamento de mensagens CIP Safety de e para dispositivos CIP
Safety por meio de pontes, chaves e dispositivos de roteamento.

Para manter a alta integridade durante o roteamento por pontes, chaves ou
dispositivos de roteamento padroes, cada né final dentro de um sistema de
controle CIP Safety rotedvel precisa apresentar uma referéncia exclusiva. Essa
referéncia ¢ a combinagao de um SNN (Safety Network Number, ntimero da
rede de seguranca) com o Enderego de N6 do dispositivo de rede.
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Gerenciamento do numero da rede de seguranca (SNN)

O SNN atribuido aos dispositivos de seguranca em um segmento de rede
precisa ser exclusivo. Vocé deve certificar-se de que apenas um SNN esteja
indicado para cada rede CIP Safety que contenha dispositivos de seguranga.

O SNN atribuido aos dispositivos de seguranga em um segmento de rede
precisa ser exclusivo. Vocé deve certificar-se de que apenas um SNN esteja
indicado para cada rede CIP Safety que contenha dispositivos de seguranca.

DICA  Varios nimeros de rede de sequranca podem ser atribuidos a uma sub-rede CIP
Safety ou a um rack ControlBus™ contendo vérios dispositivos de seguranca.

O SNN pode ser atribuido ao software (baseado em tempo) ou atribuido ao
usudrio (manual). Os dois formatos de SNN serio descritos nas préximas
segoes.

SNN com base na hora

Se o formato com base na hora for selecionado, o valor do SNN gerado
representard a data e hora nas quais o nimero foi gerado, de acordo com o
microcomputador que executa o software de configuragao.

Figura 7 — Formato com base na hora

Safety Network Number ﬂ

Format:

Generate
10/23/2015 4:16:46.402 PM
() Manual
(Decimal)
Number:
3EB1_0459_FD42 (Hex) Copy

0

OK Cancel Help
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SNN manual

Se o formato manual for selecionado, 0 SNN sera representado pelos valores

inseridos de 1 2 9999 decimal.

Figura 8 — Formato SNN com base manual

Safety Network Number H

Format:

() Time-based

0 (Decimal)

Number:
0004_0000_0000 (Hex) Copy

Uninitialized Safety Network Number.

0K Cancel Help

Atribuicao do numero da rede de seguranca (SNN)

Vocé pode permitir que a aplicagao Logix Designer atribua automaticamente
um SNN ou vocé pode atribuir o SNN manualmente.

Atribui¢do automdtica

Quando um novo controlador ou médulo é criado, um SNN baseado na hora é
atribuido automaticamente pelo software de configuracao. As adi¢oes
subsequentes do novo médulo de seguranca & mesma rede CIP Safety sao
atribuidas a0 mesmo SNN definido no endereco mais inferior da rede CIP
Safety.

Atribui¢do manual

A opgao manual destina-se a sistemas CIP Safety rotedveis nos quais o nimero
de sub-redes da rede e redes de interconexao ¢ pequeno e aos quais os usudrios
podem querer gerenciar e atribuir o SNN de forma légica de acordo com a
aplicagio especifica.

Consulte Alteracio do nimero da rede de seguranca (SNN) na pégina 66.

IMPORTANTE  Se um SNN for atribuido de forma manual, certifique-se de que a expansao
do sistema nao resultaré em duplicagdo de combinacbes de SNN e enderego
dené.

Um erro de verificacao ocorre se seu projeto contém SNN e combinagdes de
endereco do n duplicados. Vocé ainda pode verificar o projeto, mas a
Rockwell Automation recomenda que vocé resolva as combinagoes
duplicadas.
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Automatico vs. manual

Para usudrios comuns, a atribui¢io automadtica de um SNN ¢ suficiente.
Todavia, a manipulagao manual do SNN ¢ necessaria se o seguinte for verdade:

e Sao utilizados tags consumidas de seguranca.

e O projeto consome dados de entrada de seguranga de um médulo cuja
configuragio pertence a outro dispositivo.

e Um projeto de seguranga ¢ copiado em uma instalagio de hardware
diferente dentro do mesmo sistema CIP Safety rotedvel.

Alteracao do nimero da rede de seguranca (SNN)

Antes de mudar o SNN, ¢ necessario fazer o seguinte:

e Se o projeto estd com trava de seguranga, entdo ¢ necessario destrava-lo.

Consulte Bloqueando o controlador com trava de seguranca na
pagina 156.

e Seexiste uma assinatura de tarefa de seguranga, entio ¢ necessario
exclui-la.
Consulte Excluir a assinatura da tarefa de seguranca na pagina 159.

Mudar o enderego SNN do controlador

1. No organizador do controlador, clique com o botio direito do mouse no
controlador e escolha Propriedades.

2. Naguia General da caixa de didlogo Propriedades do Controlador,

clique | .. adireita de nimero da rede de seguranca para abrir a caixa de
didlogo Numero da rede de Seguranga.

Safety Network
ol 3569_0347_EB13
6/8/2009 10:17:24.833 AM
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3. Clique em Baseado no tempo e em Gerar.

Safety Network Number H

| Generate

10/23/2015 4:16:46.402 PM
(O Manual
EtheiNet/IP, (Decimal)
Number:
3E81_0459_FD42 (Hex) Copy
Paste

T

4. Clique em OK.
Altere SNN dos mddulos de E/S de sequranga nas redes CIP Safety

No organizador do controlador, fazer duplo clique no primeiro médulo
de E/S de seguranga na rede Ethernet para ver a guia Geral.

Clique em | .. | direita do nimero da rede de seguranga para abrir a
caixa de didlogo Ntimero da rede de Seguranca.

-
| New Module &
General* | Cannection | Sefety [ Module ifo | Intemet Protocol | Port Configuration | Input Caniiguretion | Test Qutput
Type: 1791ES-IB16 16 Point 24 VDC Sink Safety Input
Vendor: Allen-Bradley Ethernet Address
Parent: Local
i g ") Private Network: 182,168.1.
Name:
o OF Addvess: 192 . 168 . 10 . 25
Descrigtion: ~
" Advanced...
Madule Definition
! Safety Network 3E0F_D2E2_6ECE -
Series: A Change ... Nurrber : I [:]
RetbEO? 1.001 7/1/2015 8:26:33.838 &AM
Electronic Keying: ~ Compatible Module
Input Data Safety
Input Status: Pt. Status
Output Data: Test
Data Format: Integer
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3. Escolha Baseado no tempo e clique em GeneraGerarcriar um novo SNN
referente a rede EtherNet/IP.

Safety NetworkNumber ~ IES |

% Generate
10/23/2015 4:16:46.402 PM
O Manual
(Decimal)
Number:
3EB1_0459_FD42 (Hex) Copy

OK Cancel Help

4. Clique em OK.

5. Clique em Copiar para copiar o novo SNN para a 4rea de transferéncia
do Windows.

6. Abraa guia Geral da caixa de didlogo Propriedades do Médulo do
proximo médulo de E/S de seguran¢a no médulo EtherNet/IP.

7. Clique em | .. |adireita do nimero da rede de seguranga para abrir a
caixa de didlogo Numero da rede de Seguranca.

8. Escolha Baseado no tempo e clique em Colar para colar o SNN da rede
EtherNet/IP neste dispositivo.

9. Clique em OK.

10. Repita as etapas 6 a 8 para os moédulos de seguranga de E/S
remanescentes sob o0 médulo de comunicagio EtherNet/IP.

11. Repita as etapas 2 a 8 para quaisquer médulos de comunicagio de rede
remanescentes sob a arvore de Configuragao E/S.
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Copiar e Colar um SNN

Se a configuragao do médulo pertencer a um controlador diferente, serd
necessario copiar e colar o SNN do proprietario da configuragio no médulo na
sua arvore de configuracio E/S.

1. Na ferramenta de configuragao de software do proprietério da
configuragio do médulo, abra a caixa de didlogo Ntimero da Rede de
Seguranga do médulo.

2. Clique em Copiar.

Safety Network Number H

| |
( Generate
10/23/2015 4:16:46.402 PM
O Manual
(Decimal)
Number:
3E81_0459_FD42 (Hex) Copy
Ca - |
OK Cancel Help

3. Clique na guia General da caixa de didlogo Propriedades do Médulo do
modulo de E/S na arvore Configuragio de E/S do projeto do
controlador consumidor.

O controlador consumidor nao ¢ o proprietério da configuragao.

4. Clique em | .. adireita do nimero da rede de seguranga para abrir a
caixa de didlogo Numero da rede de Seguranga.

5. Clique em Paste.
6. Clique em OK.
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Comunicacao de
Rede EtherNet/IP

70

A rede EtherNet/IP oferece um conjunto completo de servigos de controle,
configuracio e coleta de dados através de camadas do Protocolo Industrial
Comum (CIP) através dos protocolos internet padroes, como TCP/IP e UDP.
Esta combinag¢ao dos padroes mais aceitos oferece a capacidade necessaria
suportar troca de dados de informacio e aplicacoes de controle.

Controladores CompactLogix 5370 usam interfaces de soquete e comunicagio
convencional sobre a rede Ethernet/IP para comunicagio com equipamentos
Ethernet que nao suportam o protocolo de aplicagao EtherNet/IP.

Para mais informagoes sobre transagoes de interface de soquete, consulte
Interface de soquete na pagina 75.

Software disponivel

O software listado na seguinte tabela ¢ usado com um controlador
CompactLogix 5370 em uma rede EtherNet/IP.

Software Versao Requerida Fungdes Necessario
Studio 5000° | 28.00.00 ou posterior « Configura o projeto CompactLogix™ Sim
ambiente « Define a comunicagdo EtherNet/IP

+Muda o endereco IP para equipamentos na rede,
incluindo o controlador CompactLogix 5370.

RSLinx® Classic | 3.80 ou posterior « Atribui ou mude enderecos IP para equipamentos
em uma rede EtherNet/IP.

- Configura os dispositivos de comunicacdo.

« Fornece diagnsticos.

« Estabelece comunicagdo entre os dispositivos.

BOOTP/DHCP | A maioria das versdes Atribui enderegos IP a dispositivos em uma rede Néo
utilitario atuais estd instalada com | EtherNet/IP

instalacdo de software

RSLinx Classic

Funcionalidade EtherNet/IP

Os controladores CompactLogix 5370 oferecem esta funcionalidade de rede
EtherNet/IP:

e DPortas de rede EtherNet/IP incorporadas duplas
e Suporte s seguintes topologias de Rede EtherNet/IP:
- topologia de Rede de Anel em Nivel de Equipamento
- topologia de rede linear
— topologia da rede de estrela
e Suporte para protocolo de seguranga CIP
¢ Suporte a Movimento Integrado por uma rede EtherNet/IP

e Interface de soquete para comunica¢io com equipamentos Ethernet que
nao suportam o protocolo de aplicacao EtherNet/IP
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e Detecgio de endereco IP duplicado

¢ Comunicacio unicast e multicast

e Suportam envio de mensagem, tags produzidos/consumidos, IHM ¢ E/S
distribuida

e Interface via cabos de par trancado RJ45

e suportam operagao de transmissao half/full-duplex de 10 Mbps ou de
100 Mbps.

¢ Suportam chaves-padrio.

e Nio requerem sequenciamento de rede

¢ Naio requerem tabelas de roteamento

Nos em uma Rede EtherNet/IP

Ao configurar o seu sistema de controle CompactLogix 5370, é necessério

contar com o nimero de nds Ethernet a serem incluidos na se¢ao Configuragao
de E/S do seu projeto. Controladores CompactLogix 5370 tém limites no
nimero de nés que eles suportam na segio de configuragio de E/S.

Tabela 7 - Orientagoes de N6 Ethernet de Controlador Compact GuardLogix 5370

Ne. Num. Nos Ethernet Suportados
1769-L30ERMS 16
1769-L33ERMS 32
1769-L33ERMOS

1769-L36ERMS 48
1769-L36ERMOS

1769-L37ERMOS™ 64

(1) Disponivel na versao do firmware 30.

IMPORTANTE

Enquanto os controladores CompactLogix 5370 oferecem a op¢ao de usar
contagem de né Ethernet para efetivamente e eficientemente projetar um
sistema de controle, os controladores ndo tém limites de conexdo em uma
rede EtherNet/IP.

Para mais informagdes sobre como projetar uso de rede EtherNet/IP no seu
sistema de controle CompactLogix 5370, consulte estes recursos:

A Ferramenta de Capacidade EtherNet/IP disponivel em
http://www.rockwellautomation.com/global/products-technologies/
integrated-architecture/tools/overview.page.

A Ferramenta de Capacidade EtherNet/IP lhe ajuda no layout inicial da
sua rede EtherNet/IP.

«Manual de referéncia sobre consideracdes de design de Ethernet,
publicacdo ENET-RM002.
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Equipamentos Excluidos da Contagem de Nds

Ao considerar a limitagao de nés Ethernet de um controlador CompactLogix
5370, vocé nao conta dispositivos Ethernet que existam na rede EtherNet/IP
mas nio estejam adicionados a se¢ao Configuracio de E/S do projeto.

Os seguintes dispositivos nao sao adicionados a se¢ao Configuragio de E/S do
seu projeto e nio sao contados entre o nimero total de nds:

e Computador

e Equipamentos IHM que nio sao incluidos na se¢io de configuragao de
E/S, por exemplo, terminais PanelView™ Plus

o Instru¢io MS
e Dispositivos com os quais os controladores Compact GuardLogix 5370

usam uma IIltCl'félCC dC SOuntC parasc comunicar.

Por exemplo, os seguintes equipamentos requerem comunicagio via uma
interface de soquete:

- Equipamento Modbus TCP/IP

- Scanners de cddigo de barras

Topologias de Rede EtherNet/IP

Os controladores CompactLogix® 5370 suportam tipos de rede EtherNet/IP:
o Topologia de Rede de Anel em Nivel de Equipamento (DLR)

o Topologia de rede linear

o Topologia da rede de estrela

Cada uma destas topologias de rede EtherNet/IP suporta aplicagdes que usam
Movimento Integrado por meio de uma rede EtherNet/IP, se requerido.

Topologia de Rede de Anel em Nivel de Equipamento (DLR)

Uma topologia da rede DLR ¢ uma rede em anel com tolerancia para falha
tinica destinada 4 interconexao de equipamentos de automagao. Uma rede
DLR ¢ composta de n6s Supervisor (Ativo e Backup) e de Anel.

Topologias de rede DLR automaticamente convertem-se a topologias de rede
lineares quando uma falha é detectada. A conversao a uma nova topologia de
rede mantém a comunicag¢io de dados na rede. A condicao de falha ¢
tipicamente facilmente detectada e corrigida.
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Controladores Compact GuardLogix 5370 conectam-se diretamente a uma
topologia de rede DLR, ou seja, sem requerer um grampo 1783-ETAP para
conectar-se a rede. Os controladores podem funcionar em qualquer um dos
papéis em uma topologia da rede DLR, ou seja, né supervisor ativo, nd
supervisor de backup ou né de anel.

IMPORTANTE  Os gréficos de topologia mostrados nesta secao sao exemplos de aplicacdes
que usam apenas topologias de rede DLR.
Recomendamos que vocé tome cuidado ao considerar projetar uma aplicacao

que inclua conexdo de uma topologia DLR com uma topologia de rede linear
ou em estrela.

Para obter mais informagoes sobre como usar uma topologia de rede DLR,
consulte o Guia de aplicagio de tecnologia de comutagio integrada EtherNet/

IP, publicacio ENET-AP00S5.

Figura 9 mostra um exemplo de sistema de controle 1769-L33ERMS usando
uma topologia de rede DLR.

Figura 9 — Exemplo de sistema de controle 1769-L33ERMS usando uma topologia de rede DLR

1783-ETAP

« Kinetix® 350
« 1783-ETAP

J- ) PanelView Plus

« 1783-ETAP

B

Kinetix 5500 T %
(N0

1794-AENT FLEX™ /0

1734-AENTR POINT I/0™

Topologia de rede linear

Uma topologia de rede linear ¢ uma colecio de equipamentos que sio
conectados em formato de ligagio em cadeia por uma rede EtherNet/IP.
Equipamentos capazes de conectarem-se em uma topologia de rede linear usam
tecnologia de chave incorporada para eliminar qualquer necessidade para uma
chave separada, como requerido em topologias de rede de Estrela.

Figura 10 mostra um exemplo de sistema de controle 1769-L33ERMS usando
uma topologia de rede linear.
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Figura 10 — Exemplo de sistema de controle 1769-L33ERMS usando uma topologia de rede
linear

i 1734-AENTR POINT I/0

==
o 1794-AENT
- 1783-ETAP

i ]

PanelView Plus

Kinetix
5500

|
1769-L33ERMS = HH

N Y

« PowerFlex® 525
« 1783-ETAP

Topologia da rede de estrela

Uma topologia de rede de estrela ¢ uma rede EtherNet/IP tradicional que
inclui multiplos equipamentos conectados um ao outro por meio de um
comutador Ethernet.

Figura 11 mostra um exemplo de sistema de controle 1769-L33ERMS usando
uma topologia de rede de estrela.

Figura 11 — Exemplo de sistema de controle 1769-L33ERMS usando uma topologia de rede de
estrela

F

Stratix 6000™

Kinetix 6500

PanelView Plus

1734-AENTR POINT I/0

PowerFlex 525

il

Publicagdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016



Comunique-se pelasredes  Capitulo 5

Conexoes de Rede EtherNet/IP

Controladores CompactLogix 5370usam conexdes para gerenciar a
comunica¢io na rede EtherNet/IP Uma conexao ¢ um mecanismo de
comunicagio ponto a ponto usado para transferir dados entre um transmissor ¢
um receptor. Conexdes podem ser logicas ou fisicas.

Vocé determina de forma indireta o nimero de conexdes que o controlador usa
ao configurar o controlador para comunicar-se com outros equipamentos no

sistema. As conexdes sao alocagdes de recursos que fornecem comunicagao mais
confidveis entre os equipamentos se comparados as mensagens nao conectadas.

Todas as conexdes EtherNet/IP sao nao programaveis. Uma conexio nao
programavel ¢ uma transferéncia de mensagem entre os dispositivos que ¢
disparada pelo intervalo do pacote requisitado (RPI) ou pelo programa, como
uma instrugio MSG. O envio de mensagem nao agendada permite enviar e
receber dados quando necessério.

Tabela 8 - Especificacdes de porta de rede EtherNet/IP de controlador
Compact GuardLogix 5370

Capacidade de Taxa de Pacote
As conexoes (pacotes/segundo)( Tags produzidos/consumidos
Mensagens Suporte
Desconectadas SNMP Unicast
CIP (backplane (senha Suporte Numero de Tags Disponi-
Ne. Num. Controller | TCP | CIP + Ethernet) E/S IHM/MSG requerida) | deMidia | Multicast, max. vel
1769-L30ERMS 256 120 | 256 256 6000 a 400 mensagens/ Sim Par + 32tags produzidos Sim
D T ——— 500 bytes/ sa 20% fatia de Trancado em multicast
1769-L33ERMS pacote com. no tempo . 128tags
produzidas em

1769-L33ERMOS Unicast
1769-L36ERMS
1769-L36ERMOS
1769-L37ERMOS!"

(1) Disponivel na versao do firmware 30.
(2) Capacidade de taxa de pacote total = Tag produzida de E/S, max + HMI/MSG, taxa de pacote méxima varia dependendo do tamanho do pacote. Para especificagdes mais detalhadas, consulte a secdo
de capacidade do arquivo EDS para o cédigo de catdlogo especifico.

(3) Estes sdo os nimeros maximos de conexdes de E/S CIP.

Interface de soquete

O controlador CompactLogix 5370 pode usar interfaces de soquete para
comunicagio com equipamentos Ethernet que nao suportam o protocolo de
aplicacio EtherNet/IP.

Exemplos de equipamentos que nao suportam o protocolo de aplicagio
EtherNet/IP mas podem ser usados em uma aplicac¢io de controlador
CompactLogix 5370 incluem os seguintes:

¢ Equipamento Modbus TCP/IP
e Scanners de cddigo de barras
e Leitores RFID
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Comunicacao de
Rede DeviceNet
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A interface de soquete ¢ implementada por meio do Objeto Soquete.
Controladores CompactLogix 5370 comunicam-se com o Objeto de Soquete
por meio das instrugées MSG. Todos os controladores CompactLogix 5370
devem utilizar instru¢des MS desconectadas com interfaces de soquete.

Para mais informagoes sobre interface de soquete, consulte o seguinte:

e Manual do usuirio dos Controladores CompactLogix 5370,
publicagao 1769-UMO021

¢ Técnica de Aplicagio de Interface de Soquete EtherNet/IP,
publicagioENET-AT002

Conexdes de Qualidade de Servi¢o (QoS) e de Modulo de E/S

Controlador Compact GuardLogix 5370 suportam a tecnologia Quality of
Service (QoS) A QoS permite que o controlador dé prioridade ao trifego de
rede EtherNet/IP. Por padrio, os controladores CompactLogix 5370 ficam
com QoS habilitado. O QoS pode ser desabilitado configurando uma instrugio
de mensagem no aplicativo Logix Designer.

Alguns equipamentos EtherNet/IP nao suportam tecnologia QoS a menos que
o firmware do equipamento seja atualizado para um nivel de revisio minimo
exigido do firmware. Por exemplo, 0 médulo de comunicagio ControlLogix
1756-ENBT precisa usar a revisio de firmware 4.005 ou posterior para
suportar tecnologia QoS.

Para certificar-se de que a comunicagio entre controladores CompactLogix
5370 ¢ m6dulos de E/S ¢ mantida, verifique que os equipamentos EtherNet/IP
usem a revisao de firmware minima requerida pelo produto para suportar

tecnologia QoS.

Para obter mais informagées sobre o seguinte, veja a Nota Técnica 66325
da Base de Conhecimentos da Rockwell Automation® (disponivel em

hteps://rockwellautomation.custhelp.com/):

e Niveis minimos de revisao de firmware dos dispositivos EtherNet/IP
para suportarem tecnologia QoS

e Habilitar/Desabilitar QoS

Os controladores CompactLogix 5370 comunicam-se com outros dispositivos
por meio de uma rede DeviceNet através de um mddulo scanner DeviceNet
1769-SDN Compact I/O. A rede DeviceNet usa o protocolo industrial
comum (CIP) para fornecer os recursos de controle, conexio e aquisi¢ao de
dados para os dispositivos industriais.

IMPORTANTE  Controladores Compact GuardLogix suportam conexdes padrao com a rede
DeviceNet. Redes de seguranca CIP sobre DeviceNet nao sao suportadas.
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Software disponivel

As aplicagoes de software listadas nesta tabela sao necessdrias ao usar um
controlador CompactLogix 5370 em uma rede DeviceNet.

Software Versao Requerida Fungdes

Studio 5000 28.00.00 ou posterior Configura o projeto CompactLogix

ambiente

RSLinx Classic | 3.80 ou posterior - Configura os dispositivos de comunicagao.

- Fornece diagnésticos.
« Estabelece comunicagdo entre os dispositivos.

RSNetWorx™ | 25.00.00 ou posterior se usada com as - (Configura equipamentos DeviceNet
para versdes de ambiente Studio 5000 acima Define a lista de varredura para a rede DeviceNet
DeviceNet

.

Figura 12 mostra um exemplo de sistema de controle 1769-L33ERMS usando
uma rede DeviceNet.

Figura 12 — Exemplo de sistema de controle 1769-L33ERMS usando uma rede DeviceNet

« 1769-L33ERMS
« Scanner 1769-SDN DeviceNet

1606-XLDNET Relé de Sorecarga E3  1734-ADN POINT1/0

Scanner DeviceNet Compact 1/0 1769-SDN

Conecte um controlador CompactLogix 5370 a uma rede DeviceNet por meio
de um médulo scanner DeviceNet 1769-SDN Compact I/O para

comunicacao padrio.

IMPORTANTE  Aseguranca CIF ndo é suportada em uma rede DeviceNet com scanner
1769-SDN. Os mddulos de E/S de sequranca DeviceNet nao podem ser
conectados a um sistema controlador Compact GuardLogix 5370 através
de um scanner 1769-SDN
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(onsideragoes

Antes de instalar o médulo scanner, considere o seguinte:

e Vocé pode conectar o mdédulo scanner a um controlador, fonte de
energia ou médulo de E/S adjacente.

o Vocé precisa considerar estas duas exigéncias em conjunto:
- Classificacao de distancia da fonte de alimentacio; consulte
pagina 78
- Capacidade de corrente em sistemas de controle Compact

GuardLogix; consulte pdgina 80

¢ O mddulo scanner, como um mestre, pode gerenciar até 63 ndés de E/S
escravos.

e Outro mestre DeviceNet pode ser proprietério de um scanner que ¢
simultaneamente um mestre ¢ um escravo.

Recursos do scanner

O scanner tem a seguinte funcionalidade:
e suporta mensagem a equipamentos, no de controlador a controlador

e suporta rede de nivel de controle a rede em nivel de equipamento para
programagao, configuragio, controle ou coleta de dados

o compartilha uma camada de aplicagio comum com redes EtherNet/IP

e oferece diagndsticos para melhor aquisi¢io de dados e detecgio de

falhas.
(lassificagdo de distdncia da fonte de alimentacéo

Sistemas de controle CompactLogix 5370 permitem que vocé instale scanners
1769-SDN como mddulos de expansao local. O mddulo scanner 1769-SDN
possui uma faixa de distancia da fonte de alimentagio que deve ser considerada
antes de sua instalagao.

A faixa de distincia da fonte de alimentagio ¢ o nimero de slots de distincia da
fonte de alimentac¢io a qual um médulo scanner 1769-SDN pode ser instalado.
O mddulo scanner 1769-SDN tem uma faixa de distincia da fonte de
alimentagdo de quatro. Portanto, seu sistema de controle CompactLogix 5370
pode incluir até 3 médulos entre 0 médulo scanner 1769-SDN e a fonte de
alimentagao.

Os sistemas de controlador CompactLogix 5370 nio possuem médulos de E/S
incorporados. Comece a contar os slots de expansao local com o primeiro
moédulo Compact I/O instalado préximo a fonte de alimentagao quando for
determinar o local de instalagao de um scanner 1769-SDN e atender a faixa de
distancia da fonte de alimentagao.

Em sistemas de controle do CompactLogix 5370, ¢ possivel instalar médulos
scanner 1769-SDN i esquerda ou direita da fonte de alimentagio. E possivel
também utilizar bancos adicionais ou locais nos sistemas de controle

CompactLogix 5370, cada um permitindo a inclusio de um médulo scanner

1769-SDN.
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No banco local, o controlador deve ser o dispositivo localizado 4 extrema
esquerda no sistema e ¢ possivel instalar no méximo trés médulos entre o
controlador e a fonte de alimentagao. Portanto, quaisquer médulos scanner
1769-SDN que sejam instalados a esquerda da fonte de alimentagio no banco
local estao em um slot que atende as especificagoes de faixa de distancia da
fonte de alimentacio.

Os sistemas do Controlador Compact GuardLogix 5370 também suportam o
uso de bancos extra para os médulos de expansio local do sistema. Cada banco
adicional exige uma fonte de alimenta¢ao Compact I/01769. O banco pode
ser projetado com médulos de expansio local em qualquer lado da fonte de
alimentagao.

Neste caso, ¢ necessério instalar o médulo 1769-SDN com nao mais de trés
moddulos Compact I/0 entre o scanner ¢ a alimentagao, independente se os
modulos estao instalados 4 esquerda ou direita da fonte de alimentagao.

Figura 13 na pdgina 79 mostra os scanners 1769-SDN que estao instalados em
um sistema de controle 1769-L36ERMS que estio de acordo com a
classificagao de distancia da fonte de alimentag¢io do médulo.

Figura 13 — Exemplo de classificacdo de distancia da fonte de alimentacdo para um scanner
1769-SDN

Banco
Local

AR Bt

TUTAY

[0

Controlador Compact \

GuardLogix 5370 Fonte de alimentacao Scanner 1769-SDN DeviceNet
Scanner 1769-SDN DeviceNet

Banco
extra
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(apacidade de corrente em sistemas de controle Compact GuardLogix 5370

Em um banco adicional ou local, os médulos instalados em ambos os lados da
fonte de alimentagao nao podem consumir mais corrente do que a fonte de
alimentacdo pode fornecer. Esta exigéncia parcialmente dita a colocagio de
madulos no banco.

Por exemplo, se um banco usa uma fonte de alimentagio Compact I/0 1769-
PA2, cadalado do banco tem uma capacidade atual de 1 A em 5 Vece 0,4 A em
24 Vce. Como o scanner 1769-SDN tem uma corrente de consumo de 440 mA
a5 Vec e 0 mA a 24 Ve, s6 se pode instalar até dois scanners em cada lado da
fonte de alimentagio no banco, neste caso.

Para obter mais informagoes sobre capacidade de corrente maxima da fonte de
alimentagio 1769 Compact I/O e célculos que vocé pode usar para projetar os
modulos usados em bancos locais ou adicionais, consulte Calcule o consumo de

energia do sistema na pagina 87.
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Adicionar e configurar médulos de E/S padrao

Topico Pagina
Selecione médulos de E/S 81
Valide o Layout de E/S padrao 84
Configurar E/S padrao 9%
Configure Médulos de E/S Distribuida por meio de uma Rede EtherNet/IP 9%
Configure Médulos de E/S Distribuida por uma Rede DeviceNet 98
Monitorar os médulos de E/S padrao 101

Sistemas de controle Compact GuardLogix” 5370 oferecem estas opgoes de

modulos de E/S padrao:
e Moddulos de Expansio Locais
e Modulos de E/S Distribuida padrio por meio de uma Rede EtherNet/IP
o Moddulos de E/S Distribuida em uma Rede DeviceNet

Modulos de Expansao Locais

Sistemas de controlador CompactLogix 5370 suportam o uso de médulos
Compact I/O™ como mdédulos de expansio local juntamente com o backplane do
CompactBus.

Considere o seguinte ao usar médulos de expansao locais:

¢ Os controladores suportam este tanto de médulos Compact I/O através
de no maximo trés bancos de E/S, ou seja, o banco local e dois bancos
adicionais.

Ne. Nim. Mddulos de expansao local compativeis, max.
1769-L30ERMS 8

1769-L33ERMS 16

1769-L33ERMOS -

1769-L36ERMS 30

1769-L36ERMOS | —
1769-L37ERMOS

(1) Disponivel na versao do firmware 30.
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¢ Quando possivel, use médulos Compact I/O especificos para atender as
especificagoes de aplicagao tnicas.

o Considere o uso de um sistema de fiagao 1492 para cada médulo de E/S
como uma alternativa ao borne que vém com o médulo.

e Use médulos PanelConnect™ 1492 e cabos se vocé estiver conectando
modulos de entrada a sensores.

Instalar mddulos de expansdo local

Siga estes passos para adicionar um médulo Compact I/O ao seu sistema de
controle CompactLogix 5370 e configura-lo.

1. Prenda os médulos de E/S ou de comunicagio Compact 1769 conforme
descrito nestas publicagoes:

e Instrucdes de instalagao dos M6édulos Compact I/O, publicagio
1769-IN088

e Instru¢oes de instalagao do médulo Scanner Compact I/O
DeviceNet, publicagao 1769-IN060
2. Se o seu sistema usa um banco local apenas, siga estes passos.

a. Use os slots macho e fémea para engatar uma terminagio
Compact I/O 1769-ECR no tltimo médulo do sistema.

b. Mova a alavanca do terminador do barramento terminal totalmente
para a esquerda até clicar para travar o terminador do barramento
terminal.

3. Se o seu sistema usa bancos adicionais, siga estes passos.

a. Instale um cabo de expansao de barramento de comunicagao

Compact I/O 1769-CRx no lado direito do banco local.
b. Conecte o cabo 1769-CRx adequado ao banco adicional se

necessario.

Ou seja, como vocé conecta o primeiro banco adicional — do lado
direito ou esquerdo do banco, determina o cabo de expansao que ¢
instalado no terminal do banco local. Consulte pdgina 91 para
exemplos de como conectar um banco local a bancos adicionais.

c. Complete a instalagao dos bancos restantes no seu sistema.

IMPORTANTE  Certifique-se de que vocé instale uma terminacdo no final do
dltimo banco no seu sistema.

Figura 2 na pdgina 28 mostra exemplos de sistemas com mddulos de expansao
locais incluidos.

(Cabear os mddulos de expansdo local

Faca a fiacao de cada médulo Compact I/O usado como um médulo de
expansio local de acordo com a documentagio técnica daquele médulo.
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Médulos de E/S Distribuida padrao por meio de uma Rede
EtherNet/IP

Vocé pode incluir médulos de E/S distribuida por meio de uma rede EtherNet/
IP no seu sistema de controle CompactLogix 5370. Considere o seguinte ao
usar moédulos de E/S distribuida por meio de uma Rede EtherNet/IP:

o Cada adaptador EtherNet/IP remoto incluso no sistema precisa ser
contado entre o numero maximo de nés EtherNet/IP do controlador.

Para obter mais informagoes sobre o niimero méximo de nés EtherNet/

IP, consulte Nés em uma Rede EtherNet/IP na pagina 71.

e Os ajustes de parAmetro configurdveis de RPI variam dependendo de
quais médulos de E/S distribuida sao usados no sistema.

Figura 14 a seguir mostra um exemplo de sistema de controle 1769-L33ERMS
que usa mdédulos de expansao locais e médulos de E/S distribuidos padrao por
meio de uma rede EtherNet/IP.

Figura 14 — Exemplo do sistema de controle 1769-L33ERMS com médulos em uma rede
EtherNet/IP

Controlador
Compact ‘_
GuardLogix 5370

Méddulos de Expanséo Locais u

Madulos de E/S Distribuida em uma Rede DeviceNet

Vocé pode incluir mdédulos de E/S distribuida por meio de uma rede
DeviceNet no seu sistema de controle CompactLogix 5370.

IMPORTANTE  Aseguranca CIF ndo é suportada no DeviceNet com médulo 1769-SDN.
0s médulos de E/S de sequranca DeviceNet ndo podem ser conectados a um
sistema Compact GuardLogix através de um médulo 1769-SDN
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Valide o Layout de E/S padrao

84

Considere o seguinte ao usar moédulos de E/S distribuida por meio de uma
Rede DeviceNet:

e Ambiente Studio 5000 — Consulte Configure Médulos de E/S

Distribuida por meio de uma Rede EtherNet/IP na pigina 96 para obter

mais informagoes.

Software RSNetWorx™ para DeviceNet — Para obter mais informagdes,

consulte Comunicac¢io de Rede DeviceNet na pégina 76.

Para obter informagoes sobre como adicionar médulos de E/S
distribuida ao seu sistema de controle Compact GuardLogix 5370,

consulte Configure M6édulos de E/S Distribuida por uma Rede
DeviceNet na pagina 98.

Figura 15 mostra um exemplo de sistema de controle 1769-L33ERMS que usa
modulos de expansao locais e médulos de E/S distribuidos padrao por meio de
uma rede DeviceNet.

Figura 15 — Exemplo do sistema de controle 1769-L33ERMS com médulos em uma rede
DeviceNet

[

Mddulos de

Expansao Locais
Rede DeviceNet

|

6du|os de E/S distribuidas padéo

Apds voct ter selecionado os seus médulos de E/S, vocé precisa validar o sistema

que vocé quer projetar. Considere estes pontos ao validar o posicionamento de

layout de E/S:

Estimar o intervalo do pacote requisitado

Falhas de médulo relacionadas a estimativas de RPI
Calcule o consumo de energia do sistema

Faixa de distincia da fonte de alimentagao

Posicionamento fisico dos médulos de E/S
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Estimar o intervalo do pacote requisitado

O intervalo do pacote requisitado (RPI) define a frequéncia em que o
controlador envia dados para os médulos de E/S e recebe dados dos mesmos.
Vocé define uma taxa de RPI para cada médulo de E/S do seu sistema.

Os controladores CompactLogix 5370 sempre tentam varrer um médulo

de E/S na taxa RPI configurada. Para médulos de E/S individuais, uma falha de
adverténcia ocorre se houver a0 menos um médulo de E/S que nao possa ser
alimentado dentro do seu tempo de RPL

Os parimetros de configuragao especificos para um sistema determinam o
impacto nas taxas RPI reais. Estes fatores de configuragio podem ter impacto
na frequéncia de varrimento efetiva para qualquer médulo individual:

o Taxas as quis as taxas RPI sao ajustadas para outros médulos

Compact I/O
e Numero de outros médulos Compact I/O no sistema
¢ Tipos de outros médulos Compact I/O no sistema

e DPrioridades de tarefa de usudrio nas aplicagoes

Tabela 9 - Orientagées do Intervalo do Pacote Requisitado

Tipo do Orientagées(”
Médulo

Todos digitais As sequintes orientagdes se aplicam:
+Ta2médulos podem ser varridos em 0,5 ms.
« 3 a4 mddulos podem ser varridos em 1 ms.
5230 mddulos podem ser varridos em 2 ms.

Mistura de As sequintes orientacdes se aplicam:
digital e +1a2médulos podem ser varridos em 0,5 ms.
analégico ou +3a4moddulos podem ser varridos em 1 ms.

todos analdgicos | « 5a 13 mddulos podem ser varridos em 2ms.
« 14230 médulos podem ser varridos em 3 ms.

Especialidade As sequintes condicdes se aplicam:

- Para cada mddulo 1769-SDN no sistema, aumente o RPI de cada outro médulo em 2 ms.
- Para cada mddulo 1769-HSC no sistema, aumente o RPI de cada outro modulo em 1 ms.
« Para cada mddulo 1769-ASCll no sistema, aumente o RPI de cada outro médulo em 1 ms.
- Para cada mddulo 1769-SM2 no sistema, aumente o RPI de cada outro mddulo em 2 ms.

(1)  As orientagdes nesta tabela ndo é um fator nos seguintes itens, que afetam o carregamento da CPU do controlador Compact
GuardLogix 5370:

« Cronometragem RPI de E/S ndo afeta a tarefa de prioridade. Tarefas eventuais e periédicas tém maior prioridade que tarefas
de usudrio e de E/S.

« 10T (Instrugdo de saida imediata)
«  Mensagem

« Navegacdo CompactBus como o acesso de rede DeviceNet através do 1769-SDN com conexdo Ethernet ou USB Compact
GuardLogix 5370

As diretrizes do médulo RPI podem exigir ajustes (aumentar T ms ou mais) se o aplicativo controlador Compact GuardLogix 5370
incluir um ou mais dos listados nesta tabela. Monitorar falhas menores no controlador para determinas se ocorreram
sobreposi¢des do médulo RPI.

Vocé pode configurar as taxas RPI de médulos Compact I/O individuais mais
altas que as taxas listadas em Tabela 9. O RPI mostra quao rapidamente
modulos podem sofrer varredura, e niao o quao rapidamente uma aplicagao
pode usar os dados. O RPI ¢ assincrono a varredura do programa. Outros
fatores, como duragio da execugio do programa, afetam o tréfego de E/S.
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Falha de modulo relacionada a estimativas de RPI

Ao seguir as orientagdes descritas na Tabela 9, a maioria dos sistemas de
controle Compact GuardLogix 5370 opera como esperado. Alguns sistemas
que seguem as orientagoes podem apresentar uma falha secundria de

sobreposi¢ao de médulo RPI descrita em Tabela 10.

Tabela 10 — Falha de sobreposicao de RPI do médulo

Informacoes

Nome | sobreafalha Condicao Em Que a Falha Ocorre

Sobre- | FalhadeE/S Esta falha é iniciada quando a atualizacdo da RPI atua de um mddulo de E/S

posicdo | (Tipo 03) sobrepde-se com a atualizagdo anterior de RPI. A guia Falhas secunddrias na caixa

deRPL | (Codigo 94) de didlogo Propriedades do Controlador indica qual RPI do médulo esta

do Sobreposigiodo | sobrepondo.

Médulo | RPI do modulo Se multiplos mddulos de E/S sofrerem a falha, a aplicacdo indica que a falha
detectado ocorreu no primeiro destes médulos de E/S. Tipicamente, é um mddulo de E/S
SlotdoModulo= | com grandes tamanhos de vetor de Entrada/Saida. Exemplos de médulos que
X, onde xé o usam grandes tamanhos de vetor de Entrada/Saida incluem mddulos 1769-SDN e

ndmero de slot do
médulo de E/S na
secdo de
configuracdo
deE/S

1769-HSC. Nestes casos, recomendamos que vocé ajuste o RPl do médulo para
remover a falha.

Uma vez a falha tendo sido eliminada do primeiro médulo de E/S, o aplicativo
indica o préximo médulo que esta com a falha. Este padréo continua até a falha
ser eliminada de todos os mddulos de E/S afetados.

Para evitar esta falha, configure a taxa RPI dos médulos de E/S para valores
numéricos mais altos. Recomendamos a utilizagdo de um valor RPI que ndo seja
um miltiplo comum de outros valores RPI de médulos, como 2,5 ms, 5,5 ms ou
7ms

+ Recomendamos que vocé ndo coloque em operagao sistemas de controle
CompactLogix 5370 com falhas de Sobreposicao de RPI de Médulo.

« Umsistema que experiencie muitas falhas de Sobreposicdo de RPI de Médulo
pode ndo operar corretamente porque dados de E/S ndo sdo amostrados na
taxa esperada, determinada pelas configuracdes de RPI.

« Quando se faz download do projeto ou um valor de RPI de médulo de E/S é
ajustado, espera-se que uma falha de adverténcia ocorra. Falhas sob estas
condigdes sdo transitdrias. Limpe a falha e espere para que esta reapareca
antes de ajustar o valor RPI ou as prioridades de tarefa.
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Calcule o consumo de energia do sistema

As fontes de energia Compact I/O 1769 fornecem energia a bancos locais ¢
adicionais CompactLogix. A alimentagao fornecida ¢ medida em capacidade de
corrente.

Considere estes pontos quando projetar seus bancos do sistema controlador

Compact GuardLogix 5370:

e Fontes de energia Compact I/O 1769 tém dois requisitos maximos de
capacidade de corrente que afetam como vocé projeta e configura um
banco unico.

Estes a seguir sao os requisitos de capacidade de corrente méxima:
- Capacidade de corrente méxima para um banco tnico
- Capacidade de corrente méxima para cada lado da fonte de

alimentagao

Capacidade de Corrente para Banco Unico

(apacidade de Corrente Fonte de~ (apacidade de Corrente
para Lado do Banco alimentagdo para Lado do Banco

rHOWlH\OW

[TTOL[TTOL [TT0
i

@ szt

K
DI eer = f u i Y p) )
s N VRV LI LT T LT L g LY

e Os requisitos de capacidade méxima de corrente variam de acordo com a
fonte de alimentacio usada no banco.

(Cat.dafontede
alimentacao Capacidade de Corrente, max. Capacidade de Corrente, max. para Cada
Nim. para Banco Unico Lado do Banco(")
1769-PA2
2Aa5Vece0,8Aa24 Ve TAa5Vece0,4Aa24 Ve
1769-PB2
1769-PA4
4Aa5Vece2Aa24 Ve 2Aa5Vece1Aa24 Ve
1769-PB4

(1)  Especificagdes para bancos com equipamentos em ambos os lados esquerdo e direito da fonte de alimentacdo.
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Calcule o Consumo de Energia em um Banco Adicional

IMPORTANTE  Um banco requer controladores Compact GuardLogix 5370 para poder residir
no slot mais a esquerda. No minimo, vocé precisa calcular o consumo de

energia do controlador do lado esquerdo da fonte de alimentacao.
Se existirem mddulos adicionais no lado esquerdo da fonte de alimentagdo,
vocé precisa calcular o consumo de energia para esses modulos também.

Se existirem mddulos adicionais instalados a direita da fonte de
alimentacao, vocé precisa calcular o consumo de energia para esse lado
separadamente.

Use esta tabela para calcular o consumo de energia em um banco.

Tabela 11 - Calculo de Consumo de Energia de Modulo para um Banco Local

Corrente Calculada =
(Numero de Mddulos) x (Especificacoes
i Especificacoes de Corrente do Modulo | de Corrente do Médulo)
Lado da Fonte Numero de
de Energia (at. do dispositivo Num. modulos a5Vcc(emmA) a24Vcc(emmA) | a5Vec(emmA) a24Vcc(emmA)
Esquerda - 1769-L30ERMS 1 500 225 500 225
Exigido 1769-L33ERMS
1769-L36ERMS
Esquerda — Especificas de Mddulo de E/S Até3 Especificas do Especificas do
Opcional Médulo Médulo
Corrente total necessaria”:
Direita Especificas de Mddulo de E/S Até8 Especificas do Especificas do
IMPORTANTE: Insira uma sequéncia Médulo Médulo
separada neste calculo para cada médulo de
E/s.
Corrente total necessaria'®:
Corrente total requerida para banco tinico se forem instalados médulos em ambos os lados da fonte de
alimentacao .

RS

1) Este nimero ndo pode exceder a capacidade de corrente da fonte de alimentacdo para o banco.
Este nimero ndo pode exceder a capacidade de corrente da fonte de alimentagdo para este lado do banco.
No banco local, vocé pode instalar no méximo trés mdulos a esquerda da fonte de alimentacdo porque os controladores CompactLogix 5370 possuem uma faixa de disténcia da fonte de alimentacao

de quatro é necessério que estejam dentro de quatro slots da fonte de alimentacdo Compact I/0. Do lado direito da fonte de alimentagao no banco local e em ambos os lados da fonte de alimentacdo
em bancos adicionais, é possivel instalar até oito mddulos se as faixas de distancia para os mddulos validarem o projeto do sistema.

88

Calcule o Consumo de Energia em um Banco Adicional

IMPORTANTE

Em bancos adicionais, vocé pode instalar médulos de E/S para o lado
esquerdo, direito, ou ambos os lados da fonte de alimentagdo.

0 projeto do sistema determina como usar a tabela abaixo.

Use Tabela 12 para calcular o consumo de energia em um banco adicional.
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Tabela 12 — Calculo de consumo de energia de médulo para um banco adicional

Corrente Calculada =
(Numero de Mddulos) x (Especificacoes
. Especificacoes de Corrente do Médulo | de Corrente do Médulo)
Lado da Fonte Numero de
de Energia (at. do dispositivo Nim. médulos® | a5Vec (emmA) a24Vcc(emmA) | a5Vec(emmA) a24Vcc(emmA)
Esquerda — Méddulos de E/S Até8 Especificas do Especificas do
Opcionalemum | |MPORTANTE: Insira uma sequéncia Madulo Madulo
banco adicional separada neste calculo para cada médulo de
E/S.
Corrente total necessaria:
Direita — Opcional | Médulos de E/S Até8 Especificas do Especificas do
em um banco IMPORTANTE: Insira uma sequéncia Médulo Médulo
unico separada para cada médulo de E/S.
Corrente total necessaria'®:

Corrente total requerida para banco se forem instalados médulos em ambos os lados da fonte de aIimentagéo(”:

(1) Este ndmero ndo pode exceder a capacidade de corrente da fonte de alimentagdo para o banco.
(2) Este nimero ndo pode exceder a capacidade de corrente da fonte de alimentagédo para este lado do banco.
(3) Epossivel instalar até oito médulos em bancos adicionais se as faixas de distancia da fonte de alimentacdo para os médulos validarem o projeto do sistema.

Posicionamento fisico de modulos de E/S

Dependendo do cédigo de catdlogo do controlador, controladores
CompactLogix 5370 suportam entre 8 ¢ 30 médulos de E/S. Para obter mais
informagoes sobre cddigos de catdlogo, consulte Médulos de Expansio Locais

na pagina 81.

Considere estes fatores ao determinar o posicionamento fisico dos médulos

de E/S:

e Vocé pode instalar médulos de E/S em bancos locais e adicionais.

e Vocé pode instalar médulos de E/S a esquerda e a direita da fonte de

alimentagio.

Quando um sistema exige vérios bancos, vocé pode instalar os bancos
adicionais horizontalmente ou verticalmente, como mostrado em

Figura 2 na pagina 28.

Cada médulo de E/S também tem uma faixa de distAncia de fonte de

alimentagao e corrente de consumo maxima especificas. Consideradas
em conjunto, faixas de distincia e correntes de consumo determinam

onde os médulos de E/S podem ser posicionados em um banco e qual
configuragio de médulos pode ser instalada no banco.

Para obter mais informagdes sobre classificacoes de distincia da fonte de
alimentacao, consulte Classificacio de distAncia da fonte de alimentacio
na pagina 91. Para obter mais informagoes sobre consumo de energia do

sistema, consulte Calcule o consumo de energia do sistema na pégina 87.
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Banco Local

Para validar o projeto de banco local, confirme que o projeto atenda estas
especificacoes:

O controlador ¢ 0 equipamento mais para a esquerda no banco local.

Nao mais do que trés médulos estio instalados entre o controlador ¢ o
lado esquerdo da fonte de alimentagao.

Nao mais do que oito mddulos estao instalados para a direita da fonte de
alimentacio.

O consumo de energia dos médulos em cada lado da donte de
alimentagio nio excede a capacidade da fonte naquele lado.

O consumo de energia total por todos os médulos no banco nao excede
a capacidade da fonte de alimentagao para o banco todo.

Moédulos estao instalados de modo que as especificagoes de faixa de
distancia e consumo de energia do sistema sao atendidas.

Por exemplo, o médulo scanner 1769-SDN tem uma faixa de distancia
da fonte de alimentacio de quatro. Se o projeto inclui a instalagio de um
scanner 1769-SDN com mais do que trés médulos entre ele ¢ a fonte de
alimentagio, o design ¢ invilido.

IMPORTANTE  (om relagdo a faixas de distancia da fonte de alimentacdo, se vocé
instalar um médulo que viole sua especificacao de faixa de
distancia, o sistema pode parecer operar normalmente por um
periodo de tempo, mas pode experienciar problemas operacionais
a0 longo do tempo, como falhas de E/S.

O grafico de exemplo abaixo mostra um banco local.

Controlador Fonte de Energia
1769-L36ERMS  Mddulos Compact 1/0 Compact /0 1769 Méddulos Compact 1/0 Terminagdo

|
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Bancosadicionais

Se a sua aplicagao pedir doze ou mais médulos de E/S, no minimo, vocé deve
instalar os médulos em bancos multiplos adicionais. As condi¢oes de cada
aplicagao determinam o nimero de bancos adicionais.

Uma vez que o projeto do banco local tenha sido validado, vocé precisa validar
o projeto para quaisquer bancos adicionais. Para validar projetos de bancos
adicionais, confirme que o projeto atenda estas especificagoes:

o Cabos de expansio de barramento de comunicagio Compact I/O sejam

usados apropriadamente.

DICA (abos de expansao Compact |/0 tenham as mesmas dimensdes que as
terminacdes independentemente de se elas serao instaladas no lado direito
ou esquerdo do barramento de comunicagao.

¢ Nao mais do que oito mddulos estejam instalados para qualquer lado da
fonte de alimentacio.

e O consumo de energia dos médulos em cada lado da donte de
alimentagio nio excede a capacidade da fonte naquele lado.

e Modulos estao instalados de modo que as especificagoes de faixa de
distancia sao atendidas.

e Asterminagdes estao devidamente instaladas, como mostrado no
seguinte grafico.

Banco Local

Terminagdo

Banco extra
nutelpute Minstell
PR RS o

Classificacao de distancia da fonte de alimentacao

Os sistemas de controlador CompactLogix 5370 nio possuem médulos de E/S
incorporados. Comece a contar os slots de expansao local com o primeiro
mddulo Compact I/O instalado préximo a fonte de alimentagao quando for
determinar o local de instalagio de um mddulo Compact I/O e atender 4 faixa
de distAncia da fonte de alimentagao.

Em sistemas de controle do CompactLogix 5370, ¢ possivel instalar médulos
Compact I/O i esquerda ou direita da fonte de alimentagio. E possivel também
utilizar bancos adicionais ou locais nos sistemas de controle CompactLogix
5370, cada um permitindo a inclusao dos médulos Compact I/0.
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Banco Local

No banco local, o controlador deve ser o dispositivo localizado a extrema
esquerda no sistema e ¢ possivel instalar no maximo trés médulos entre o
controlador ¢ a fonte de alimentagao. Portanto, quaisquer médulos Compact
I/O que sejam instalados & esquerda da fonte de alimentagao no banco local
estao em um slot que atende as especificagoes de faixa de distincia da fonte de
alimentacio.

Bancos adicionais

Os sistemas do Controlador Compact GuardLogix 5370 também suportam o
uso de bancos extra para os médulos de expansao local do sistema. Cada banco
adicional exige uma fonte de alimenta¢io Compact I/O 1769. O banco pode
ser projetado com médulos de expansio local em qualquer lado da fonte de
alimentagao.

A maioria dos médulos Compact I/O possui valores de faixa de distAncia da
fonte de alimentagio que permitem sua instalagio em qualquer slot em ambos
os lados da fonte de alimentagao em bancos adicionais. Alguns médulos
Compact I/O tém classificagdes de distAncia da fonte de alimentagao que
afetam o local em que podem ser instalados no sistema de controle Compact

GuardLogix 5370.

Por exemplo, os médulos do contador de alta velocidade 1769-ASCII
Compact ASCII e 1769-HSC Compact possuem uma faixa de distAncia de
quatro. Esses médulos podem ser instalados nos slots de 1 a 3 dos médulos de
expansio local.

Neste caso, ¢ necessario instalar o médulo 1769-ASCII ¢ 0 médulo do
contador de alta velocidade 1769-HSC com nio mais de trés médulos
Compact I/O entre o médulo e a alimentagao, independente se os médulos
estao instalados 4 esquerda ou direita da fonte de alimentagao.
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Este gréfico mostra os médulos do contador de alta velocidade 1769-HSC que
sdo instalados em um sistema de controle 1769-L36ERMS que estd de acordo
com a faixa de distncia da fonte de alimenta¢io do médulo.

Banco Local

Y |lLsnzawie)

il ] —— Jni——
TUT UU=D Lo Uy LY LY L

pdl

Méddulos do contador de alta velocidade 1769-HSC instalados em um sistema de controle
1769-L36ERMS que satisfaz as especificacdes de classificacdo de distancia de fornecimento
de energia do mddulo contador de alta velocidade

Banco extra

| —]
NG|

Para obter mais informagoes sobre a classificagao de distincia da fonte de
alimentagio para um médulo Compact I/O, consulte o guia de Selecio

CompactLogix™, publicagio 1769-SG001.
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c°nfigurar E /S pad rao Siga estes passos para adicionar um médulo Compact I/O ao seu sistema de

controle CompactLogix 5370 ¢ configura-lo.

1. No Organizador do Controlador, selecione e clique com o botao direito
no barramento 1769-AENT em Configuragao de E/S, ¢ entio escolha

Novo Médulo.

Controller Organizer -2 x|
E2} & Controller CompactLogix_project
H-E3Tasks
S Motion Groups

SlData Types

-~ Trends

. Logical Modlel

£ E31/0 Configuration

LR WNGW Module... |
=55 EtH Discover Modules

2. Selecione o médulo de E/S desejado e clique em Criar.

Select Module Type

Catelog |Madule Discovery | Favorites

Enier Search Text for Module Type... CleorFilters HideFilters &
Module Type Category Filters - Module Type Vendor Fiters |
[~ Analog Allen-Eradley

ﬂ Communication = || | Advanced Micro Controls Inc. (AMC)
[¥] Digital | Hewdy Instruments, Inc |
@] Other « | [ ProsottTachnology Ll
~ Cotnlog Number | Description Vendor Caregory |

1769-ASCIl 2 Channel RS232/422/485 ASCIl Allen-Bradley  Specialty

1763-Boolean & Point Input 4 Point Output, 24 DC Combo..,  Allen-Bradley  Specialty

1769-HSC High Speed Counter Allen-Bradley  Specialty

Alen Bradey

17691481 & PointIsolated 120% AC Input Allen-Bradley  Digital

1763-F4 4Channel Curren/Valtage Analog Input Allen-Bradley  Analog

176HFAFR0F2F 4 Channel Input2 Channel Qutput FastAnal..  Allen-Bradley Analog > ||
42 of 58 Module Types Found Add to Favorites

| Closs on Creste Create | Close | [ Help ]

A caixa de didlogo Novo Médulo aparecerd.

3. Configure o novo médulo de E/S como necessério ¢ clique em OK.

# | New Module ﬂ

General* | Connection |

Type: 1769-1A416 16 Point 1200 AC Input

Wendor. Allen-Bradley

Parent Local

Name: Digital_Input_module] Slot
Description: =

Module Definition

Revision: 1.001
Electronic Keying: Compatible Module
Connection: Input
Data Format: Integer
Status: Creating [ 0K ] I Cancel I [ Help
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Parametros de Configuracao Comuns

Enquanto as op¢oes de configura¢io variam de médulo para médulo, existem
algumas op¢oes comuns que vocé configura tipicamente ao usar médulos
Compact I/O em um sistema de controle Compact GuardLogix 5370, como

descrito na Tabela 13.

Tabela 13 - Parametros de configuracao comuns

Opcao de configuracao

Descricao

Intervalo do pacote requisitado (RPI)

0 RPI especifica o intervalo em que os dados séo transmitidos ou recebidos por uma conexdo. Para médulos de E/S Locais Compact 1769,
dados sdo transmitidos ao controlador de acordo com o RPI.

Quando varridos no barramento local ou por meio de uma rede EtherNet/IP, mddulos de entrada sofrem varredura de acordo com o RPI
especificado na configuragdo do médulo. Tipicamente, vocé configura um RPI em milissegundos (ms). Para médulos de E/S, a faixa é de
0,5a750 ms.

Ao serem varridos por uma rede DeviceNet, mddulos de entrada distribuidas sofrem varredura na taxa suportada pelo médulo adaptador
DeviceNet conectando os médulos de entrada a rede. Por exemplo, a taxa de varredura para POINT 1/0™ 1734 distribuidos por DeviceNet
pode ocorrer apenas tao rapidamente quanto o adaptador DeviceNet 1734-ADN puder transmitir os dados.

Definicdo do médulo

Conjunto de parametros de configuracdo que afetam a transmissao de dados entre o controlador e 0 médulo de E/S. Os pardmetros
incluem o seguinte:
« Séries — Séries de hardware do médulo.
Revisao — Niveis de revisdo de firmware principal e secunddrio usados no médulo.
« (odificacdo eletronica — Consulte LOGIX-AT001 para informacdes sobre codificacdo eletronica.
« (Conexdo — Tipo de conexdo entre o controlador gravando a configuragdo e o médulo de E/S, como Output.
Formato de dados — Tipo dos dados transferidos entre o controlador e 0 médulo de E/S, e quais tags sdo gerados quando a
configuragdo é concluida.

Falha de Mddulo no Controlador Se a
Conexdo Falha Enquanto no Modo de
Operacao

Esta op¢do determina como o controlador é afetado se a conexdo a um madulo de E/S falhar durante o modo de operacdo. Vocé pode
configurar o projeto para que uma falha de conexdo cause uma falha grave no controlador, ou néo.

A configuracdo padrdo é para esta opgdo estar habilitada, ou seja, se a conexdo a um mddulo de E/S falhar no modo de Operagao, uma
falha grava ocorrerd no controlador.

Conexoes de E/S

Unm sistema Logix5000™ usa conexdes para transmitir dados de E/S, como
descrito em Tabela 14.

Tabela 14 — Conexoes de Modulo de E/S

Conexao

Descri¢ao

Direta

Uma conexdo direta é um link de transferéncia de dados em tempo real entre o controlador e um médulo de E/S. O controlador mantém
e monitora a conexdo. Qualquer quebra na conexdo, como uma falha de médulo, faz com que o controlador configure bits de status de
falha na drea de dados associada ao mddulo.

Tipicamente, médulos de E/S analégicos, médulos de E/S de diagnéstico, e médulos especializados requerem conexdes de tipo direto.

Otimizadas para rack

Para médulos de E/S digitais, vocé pode selecionar comunicagao otimizada para rack.

Esta opcdo é usada com mddulos de E/S distribuida e a selecdo de conexao com Otimizagdo para Rack é feita ao configurar o adaptador
remoto. Por exemplo, se vocé quiser usar uma conexao otimizada para rack com mddulos de E/S digital em um sistema POINT 1/0 1734
remoto, vocé configura o médulo 1734-AENT(R) para usar um tipo de conexdo de otOptimizadinhoRack.

Uma conexdo otimizada para rack consolida uso de conexdo entre o controlador e todos os médulos de E/S digital em um rack remoto ou
em um trilho DIN tinico. Ao invés de ter conexdes individuais, diretas a cada médulo de E/S, existe uma conexao para todo o rack (ou
trilho DIN).
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Configure Médulos de E/S
Distribuida por meio de uma
Rede EtherNet/IP

O seu sistema de controle CompactLogix 5370 pode usar médulos de E/S
distribuido por meio de uma rede EtherNet/IP.

IMPORTANTE

Ao acrescentar mddulos de E/S distribuida, lembre-se de contar o adaptador
Ethernet remoto para manter dentro da limitagao do nimero mdximo de
nos de rede EtherNet/IP para o seu controlador especifico.

0s médulos de E/S remota conectados ao controlador por meio do
adaptador Ethernet ndo sdo contados para o limite maximo de nés Ethernet
para o controlador.

Para obter mais informac6es sobre limitagdes de nés, consulte N6s em uma

Rede EtherNet/IP na pdgina 71.

Complete estas etapas para configurar médulos de E/S distribuidos por meio
de uma rede EtherNet/IP.

1. No Organizador do Controlador, selecione e clique com o botao direito
em 1734-AENT em Ethernet, e entio escolha Novo Médulo.

Controller Organizer

*  New Module.. [

-3 Contraller CompactLogix_p
- S Tasks

}J-{E\Notion Groups % cut Ctrl+¥
iMsDatalypes Capy Cul+C
L Trends 4

T Logical Modlel & Paste Cal+V
£-E31/0 Configuration Delete Del

=10 1769 Bus
! & [0] 1769-L33ERMS € Cross Reference Cul+E

=& Ethemet - -
EF 1769-L33ERMS Com  pyine '

=
=

Discover Modules

9 (11 1769-1A16/A Dig Properties Alt+Enter

[] 1734-AENTR/B Rem Gic_r i i _ vl

B3 PointO 4 Slot Chassis

2. Selecione o adaptador Ethernet desejado e clique em Criar.

Select Module Type

Catolog | Module Discovery | Favorites |

Enfer Search e Type. Clear Filters HideFiters = |
ar Module Type Category Filtars al Module Type Vendor Filtars - |
B, \iog B ser-Bradiey 5|

[¥] Communication ] EndresssHauser
| Controller FANUC Corporation
| Digital | 7] FANUC Robotics America &l

w CatalogMumber  Description Vendor Category -

1715AENTR 1715 Ethemet Adapter, Twisted Pair Media Allen-Bradley  Communication £
1734-AENT 1734 Ethernet Adapter, Twisted-Pair Media Allen-Gradley  Communication
1734 Ethernet Adapter, 2-Fort Twisted Pair . Allen-Bradley  Communication
1738-AENT 1738 Ethernat Adapter, Twisted-Pair Media  Allen-Bradley  Communication
1738-AENTR 1738 Ethernet Adapter, 2-Port Twisted Pair..  Allen-Bradley  Communication
1747-AENTR 1747 Ethemnet Adapter, 2-Port Twisted-Pair... Allen-Bradley  Communication
1756-EM2F 1756 107100 Mbps Ethernet Bridge, FikerM..  Allen-Bradley  Communication
1756-EM2T 1756 10/100 Mbps Ethernet Bridige, Twisted-..  Allen-Bradley  Communication
1786-EN2TR 1756 104100 Mops Ethernet Bridge. 2-Port T Allen-Bradley  Communication =
106 of 424 Madule Types Found Add to Favorites
| Close on Create Create ‘ ‘ Close ‘ | Help I
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A caixa de didlogo Novo M6dulo aparecerd.

3. Configure o novo adaptador Ethernet como necessério e clique em OK.

0| Module Properties: Local:0 (1734-AENTR 5.001) = =
General | Cannection | Moduls Info | Intemet Pratocal | Port Canfiguration | Netwark | Chassis Size
Type: 1734-AENTR 1734 Ethemet Adaptar. 2-Port. Twisted Pair Media
Vendor: Allen-Bradley
Parent 'neal Ethemet Address
Name: Remote_POINT_IO_Ethemet_adaptar Q@) Private Network: 1921681, 5]
pesenpion - 1P Address:

(©) Host Name:
Madule Definition

Slat 0 -
Rewision: 5001
Electronic Keying: Campatible Module
Connection: Rack Optimization
Chassis Size: 4
Status: Offline [ ok ] [[cancel | [ Apply ] [ Help ]

4. No Organizador do Controlador, clique com o botio direito na pasta
Tarefas e escolha Nova Tarefa.

9] New Module.. |

&3 Controller Compactlogix_p
S Tasks
£ Motion Groups

Discover Moclules..

& & Cut Cul+X
“SData Types
B Co Ctrl+C
3 Trends Py +
1, Logical Model B Paste Ctrl+V
=-831/0 Configuration Delete Del

=10 1769 Bus
& [0] 1769-L33ERMS C Cross Reference Cul+E
~ 8 [1] 1769-1416/A Dig
-85 Ethernet

- 1769-L33ERMS Com  print »

E Il 1734-AENTR/B Rem Gic_r v _i
B3 PointlO 4 Slot Chassis

S. Selecione o0 médulo de E/S desejado e clique em Criar.

Properties Alt+Enter

Select Module Type

| Catelog |Module Discovery | Favorites|

Erver Search Text for Module Type Hide Fiters &

Module Type Category Fillers Module Type Vendor Fiters

~

™ neiog |2 AlerBraciey

Digjital = |71 Advanced Micro Controls Inc. (AMC)

] other ] Spectum Controls, Inc.

[ safety -

+ CatalogNumber  Description Vendor Category -
17344 4Point10v-28v DC Input Seurce Allen-Bradley  Digitel
17348 8 Point 10v-28v DC Input. Source Allen-Bradley  Digital

1734-0A2

A 2 Foin Output Allen-Bradiey  Digital
1734-084

4Point 120V AC Output AllenBradley  Digital
1734082 2 Point Relay Output MO /N.C. Allen-Bradley  Digital =
1734-0B2E 2 Point 10V-28Y DC i Fused Ou. Allen-Bradley  Digital
1734-0B2EP 2 Point 10V-28Y DC Electronically Fused Pr..  Allen-Bradley  Digital
1734-084 4 Point Relay Output MO /MN.C. AllerBradley  Digital
1734-0B4E 4 Point 10¥-28Y DC Electronically Fused Ou..  Allen-Bradley  Digital -
30 of 54 Module Types Found
] Close on Create Create | [ Cose | [ Hep |
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Configure Modulos de E/S
Distribuida por uma Rede
DeviceNet

98

A caixa de didlogo Novo Médulo aparecera.

6. Configure o novo mddulo de E/S como necessario e clique em OK.

# | New Module ﬁ

General* ‘Cnnneclion | Module Info | Fault/Program Action

Type 1734-0A2 2 Point 120% AC Output

Vendor Allen-Bradley

Parent: Remote_POINT_IO_Ethernet_adapter

Name: VFiemnlefuulpuLmudule\ Slot |4 =
Description: =

Module Definition
Series: (o3

Revision: 3.001
Electronic Keying:  Compatible Module

Caonnection Rack Optimization
Data Format Integer
{ Change ...
Status: Creating OK [_C;chl l [ qup ]

7. Repita estas etapas para adicionar todos os médulos desejados de E/S
distribuida.

O griéfico a seguir ¢ um exemplo de um sistema de controle 1769-L36ERMS
que usa mdédulos de E/S distribuida por meio de uma rede EtherNet/IP.

1734-AENTR POINT 1/0 Controlador 1769-L36ERMS

o
i3

= I —-

iE

PanelView™ Plus

1794-AENTR FLEX 1/0 05
1732E-IB16M12R

O seu sistema de controle CompactLogix 5370 pode usar médulos de E/S
distribuido por meio de uma rede DeviceNet.

Complete estas etapas para configurar médulos de E/S distribuidos por meio
de uma rede DeviceNet.

1. Sevocé nio tiver feito isso ainda, instale um mddulo scanner DeviceNet

Compact I/O 1769-SDN no banco local do seu sistema de controle
CompactLogix 5370.
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2. No Organizador do Controlador, selecione e clique com o botio direito
no barramento 1769-AENT em Configuragio de E/S, e entio escolha
Novo Médulo.

=3 Controller CompactLogix_project
& Controller Tags

(3 Controller Fault Handller

L.3 Power-Up Handler

S Tasks

(£ Motion Groups

#-E3 Data Types

-3 Trends

M. Logical Model

=S1/0 Configuration

B i::I:ql_.‘:]_l*lew Modlule... —I

Elfs Eth Discover Maodlules...

LR
2 Paste Ctrl+V

Print L

3. Selecione o médulo scanner 1769-SDN e clique em Criar.

Select Module Type

Catalog | Module Discovery | Favorites

Enfer Saarch Taxt for Mooluls Typs HideFilers &
a Module Type Category Filters o - Module Type Vendor Filters -
d,—.ma\ng ¥ Allen-Bradiey

[¥] Communication =117 Advanced Micro Controls Inc. (AMCY)

[] Digital T Hardy Instruments, Inc. bl
] Other < | [C] Prosoft Technology -
~ CatalogNumber  Description Vendor Category |

1769-5DN 1768 Scanner DeviceNet Allen-Bradley  Communication

1 0t 58 Madule Types Found
[] Close an Create [ creale | [ close | [ Hep |

4. Escolha uma Revisao Principal e clique em OK.

Select Major Revision e S

Select major revision for new 1769-SDN
module being created,

Major |4 v]
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A caixa de didlogo Novo Médulo aparecera.

5. Configure o novo scanner 1769-SDN como necessério e clique em OK.

New Module - XS
Type: 1769-SDN/B 1769 Scanner DeviceNet
Vendor: Allen-Bradley
Name: DeviceMNet_module Slot 2 =
Description: - Input Size: 90 = (32-bit)
- Output Size: 30 2 (32biy
- 1
Revision: 4 001 = Electronic Keying: ICUmpallble Keying v
[] Open Module Properties [ oK ] [ Cancel j l Help ]

6. Use software RSNetWorx™ para DeviceNet para definir a lista de
varredura no médulo scanner 1769-SDN para comunicar dados entre os
equipamentos e o controlador, por meio do mddulo scanner.

O griéfico a seguir ¢ um exemplo de sistema de controle 1769-L36ERMS que
usa médulos de E/S distribuida padrao em uma rede DeviceNet.

+ 1769-L36ERMS

Guard 1/0 - Scanner 1769-SDN

Rede EtherNet/IP

Rede DeviceNet

1734-ADN POINT 1/0 1794-ADN FLEX 1/0
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Monitorar os modulos de E/S

padrao

de E/S dos seguintes modos:

e Painel de Visualizagio Rdpida (QuickView™ Pane) no organizador do
controlador

e Guia Conexio na caixa de didlogo Propriedades do Médulo

Com controladores CompactLogix 5370, vocé pode monitorar médulos

¢ Programando aldgica para monitorar dados de falha para que vocé possa
tomar as agoes apropriadas

Quando uma falha ocorre em um médulo de E/S, um tridngulo amarelo na

aparéncia do médulo no organizador do controlador alerta a falha.

&:eﬂ /O Configuration
=88 1769 Bus
0] 1769-L36ERMS CompactLogix_project

) [1] 1769-OB16/B Localsource_output

O seguinte grafico mostra o painel de visualizagio ripida, que indica o tipo de

falha.

‘‘‘‘‘‘ £ Module Defined Tags
-3 Locat1:l
& Locat1:0
-l Local1:C

Description

Status

10 Faulted

Module Fault

(Code 16#0118) Electronic Keying Mismatch...

Para visualizar a descri¢do da falha na guia Conexao na caixa de didlogo
Propriedades do Médulo, siga esses passos.

1. No Organizador do Controlador, selecione e clique com o botao direito

no médulo em falha em Configuragio de E/S, e entao escolha

propriedades.

=010 Configuration

&80 1769 Bus
i -@R[0] 1769-L36ERMS CompactLogix_project

- SEE R New Module.,

Discover Modules...

& Cut Col+X
Copy Cul+C
2 Paste Ctrl+V

Delete Del

Cross Reference Cal+E

Properties Alt+Enter
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2. Na caixa de didlogo Propriedades do Médulo, selecione a guia Conexio.

Na se¢ao Falha no médulo, use a descri¢ao da falha para diagnosticar o

problema.

5] Module Properties: Local1 (1769-0B16 2.1) o -2 =3
General| Connection

Requested Packet Interval (RPI): 2005 ms(05-750.0)

[T Inhibit Module
Major Fault On Controller f Connection Fails While in Run Mode

Module Fault
(Code 16#0116) Blectronic Keying Mismatch: Major and/or Minor revision invalid or incomect.

Status: Faulted I 0K [}J I Cancel J Apply

-

3. Clique em OK para fechar a caixa de didlogo e corrigir o problema.

Deteccao de terminagao e falhas de modulo

Detecc¢ao de terminacio ¢ realizada por meio do ultimo médulo em um
Barramento 1769. Se esse médulo experienciar uma falha que o impega de
comunicar-se com o Barramento 1769, os eventos a seguir ocorrem:

e Deteccao de terminacio falha

e Falhas do controlador
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Adicionar dispositivos de E/S

de seguranca

Adicao, configuracao, monitoracao e
substitui¢ao de dispositivos de E/S de
seguranca CIP

Topico Pagina
Adicionar dispositivos de E/S de sequranca 103
Configurar dispositivos de E/S de sequranca 104
Configure o endereqo IP por meio da conversao de enderegos de rede (NAT) 105
Definir 0 nimero da rede de seguranga (SNN) 106
Conexdes Unicast em redes EtherNet/IP 106
Definir o limite de tempo de reacdo de conexao 107
Entender a assinatura de configuracdo 110
Reinicializar a propriedade do dispositivo de E/S de sequranca m
Enderego de dados de E/S de sequranca m
Monitorar o status do dispositivo de E/S de sequranca 112
Reinicializar o dispositivo de E/S de seguranca para sua condi¢do original m
Substituir um dispositivo de E/S de sequranca 14

Quando vocé adicionar um dispositivo de E/S de seguranga para o sistema, vocé

deve definir a configuragao para o dispositivo, inclusive o seguinte:

Endereco de IP para redes EtherNet/IP

Para ajustar o enderego IP, vocé pode ajustar as chaves rotativas no
dispositivo; usar o software DHCP (disponivel na Rockwell
Automation); usar a aplicagio do Logix Designer; ou recuperar o
endereco padrio da memoria nao voldtil.

Numero da rede de seguranga (SNN); consulte pdgina 106 para

informagoes sobre a configuragio do SNN

Assinatura de configuragio; consulte pagina 110 para obter informagoes
sobre quando a assinatura de configuragao ¢ definida automaticamente e
quando ¢ necessdrio defini-la

Limite do tempo de reagao; consulte pigina 107 para informagoes sobre
configuragio do limite do tempo de reagao

Parimetros de teste, ¢ entrada e saida de seguranga completam a configuragao
do médulo

Vocé pode configurar dispositivos de E/S de seguranca através do controlador
Compact GuardLogix® usando o aplicativo Logix Designer.

DICA Os dispositivos de E/S de sequranga sao compativeis com os dados padrdo e de

seguranca. A configuracao do dispositivo define quais dados estdo disponiveis.
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c°nfigurar dispositivos Adicione o dispositivo de E/S de seguranca a0 médulo de comunicacio na
de E/S de seguranga pasta Configuracio de E/S do projeto do controlador.

DICA Nao é possivel adicionar ou excluir um dispositivo de E/S de seguranca enquanto
online.

1. Clique com o botio direito na rede Ethernet e selecione Novo médulo.

EJ‘SI I/0 Configuration
=-E0 1769 Bus
£ [0]1769-L36ERMS SafetyDicer

[5 =% Ethernet 4—

L@ 1769-L36ERMS SafetyDicer

2. Na guia de catalogo, selecione o dispositivo de E/S de seguranca.

DICA Use os filtros para reduzir a lista de mddulos para escolher.

Select Module Type 1

Catalog [Module Discovery [ Favorites|

Enter Search Text for Moduie Type.. ClearFilters HideFilters 2

Module Type Category Filters -1 Module Type Vendor Filters =
[7] PowerMonitor 5000 Series V| Allen-Bradley =
Proarammable Logic Controller Engress+rauser
[] Safety =|| ] FANUC CORPORATION
SCANport Drives on EtherNet/IP + | ] FANUC Robotics America -
~ CatalogNumber  Description Vendor Category -
1791ES-1B16 16 Point 24 VDC Sink Safety Input Allen-Bradley  Safety.Digital
i 1791ES-BEX0BV4 8 Point 24 VDC Sink Safety Input. 8 Point24 .. Allen-Bradley _ Safety Digital
2094-EN02D-M01-S1  Kinetix 6500 Single Axis Ethernet Safe Spee...  Allen-Bradley ~ Safety.Drive Motion N
I 2198-HO03-ERS2 Kinetix5500. 1A 195-528 Volt. CIP Safe Torq.. Allen-Bradley  Drive Motion Safety -

2198-HO08-ERS2 Kinetix 5500, 2. 5A, 195-528 Volt, CIP Safe To.. Allen-Bradley Drive Motion Safety
2198-H015-ERS2 Kinetix 5500, 5A. 195-528 Volt CIP Safe Torq... Allen-Bradley Drive.Motion.Safety
2198-H025-ERS2 Kinetix 5500, 8A. 195-528 Volt, CIP Safe Torg.. Allen-Bradley Drive Motion Safety
2198-H040-ERS2 Kinetix 5500, 13A, 195-528 Volt, CIP Safe Tor.. Allen-Bradley  Drive Motion.Safety
2198-HO70-ERS2 Kinetix 5500, 23A. 195-528 Volt. CIP Safe Tor.. Allen-Bradley Drive Motion.Safety

ETUEOMET.SAEE  Gonnda Sofoh: Chor |
12 of 372 Module Types Found Add o Favorites
I
Close on Create Ceate | | Close | [ Help

Clique em criar.
4. Digite um nome para o novo dispositivo.

S. Para modificar as configuragdes de defini¢io de mddulo, clique em
alterar (se necessario).

6. Introduza o endereco de IP para redes EtherNet/IP.

-
8 | New Module &
General" | Connection | Satety | Module Info | Intemet Protacol | Port Coriiguration | Input Configuration | Test Output|
Type: 1791ES-IB16 16 Point 24 VDC Sink Safety Input
Vendor: Allen-Bradley Ethernet Address
Parent: Local
_)Private Network: 192.168.1.
Name: |
_ | O Address: 192 . 168 . 10 . 25 |
Descrigtion: ~
g Advanced... |
Module Definition
! Safety Network 3EOF_02E2_6EEE
Revialon: 1.001 7/1/2015 8:26:33.838 AM
Electronic Keying:  Compatible Module
Input Data: Safety
Input Status: Pt. Status
Output Data: Test
Data Format: Integer

Se sua rede usa a conversio de endereco de rede (NAT), consulte
Configure o endereco IP por meio da conversio de enderecos de rede

(NAT) na pagina 105.
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Configure o endereco IP por
meio da conversao de
enderecos de rede (NAT)

7. Para modificar o nimero de rede de seguranca, clique no botao | ...

(se necessario).
Consulte pdgina 106 para obter detalhes.

Para definir o Limite do tempo de reagao de conexao, acesse a guia
Seguranga.

Consulte pdgina 107 para obter detalhes.

Para concluir a configuragio do dispositivo de E/S de seguranca,
consulte a ajuda online da aplica¢io do Logix Designer ¢ a sua
documentagao do usudrio.

NAT converte um enderego IP para outro endereco IP através de um
comutador ou um roteador NAT configurado. O comutador ou roteador
converte os enderecos de fonte e destino dentro de pacotes de dados & medida
que o trifego passa entre sub-redes.

Este servigo ¢ util se vocé precisa reutilizar os enderegos IP ao longo de uma
rede. Por exemplo, NAT torna possivel para os dispositivos serem segmentados
em vérias sub-redes particulares idénticas mantendo identidades tnicas na sub-
rede publica.

Se vocé estd usando NAT, siga estas etapas para ajustar o enderego IP.

1. No campo endereco IP, digite o enderego IP que o controlador usard.

Esse geralmente ¢ o endereco IP na rede publica quando usando NAT.

# | New Module ﬁ
General* | Connection I Safety ‘ Module Info [ Internet Pratocol | Port Canfiguration | Input Configuration | Test Output|
Type: 1791ES-IB16 16 Point 24 VDC Sink Safety Input
Vendor: Allen-Bradley Ethernet Address
Parent: Local
Private Metwork: 192,168.1.
Name:
- @I Address: 192 . 168 . 10 . 5
Description:
Advanced...
Module Definition =
Sorles: " » Safyiieteai SE0F_02E2_GECE
. [ change ... Nurrber :

Revialon: 1.001 7/1/2015 8:26:33.838 AM

Electronic Keying:  Compatible Module

Input Data: Safety

Input Status: Pt. Status

Output Data: Test

Data Format: Integer

Status: Creafing [ oK ] [ Cancel Help

2. Clique em avangado para abrir a caixa de didlogo Configuragoes

avancadas de Ethernet.
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Definir o numero da rede de
seguranca (SNN)

Conexoes Unicast em redes
EtherNet/IP

3. Marque a caixa de sele¢io para indicar que este médulo e o controlador
comunicam através de dispositivos NAT.

Advanced Ethernet Settings ﬂ

17)iThis module and the controller communicate through Network Address Translation (NAT)
ﬂ; ice(s)

Module address used by the controller: 192 . 168 . 10 . 25

Actual module address:

192.168.10.25 m
NAT Router
Controller This Module
I oK ] Cancel Help

4. Digite o endereco do médulo real.

DICA Se vocé tiver configurado o endereqo IP usando as chaves rotativas, esse é o
endereqo que é definido no dispositivo. Como alternativa, o endereco do
médulo real é o mesmo endereco mostrado na guia de protocolo de Internet
do dispositivo.

5. Clique em OK.

O controlador usa o enderego convertido, mas protocolo de seguranca CIP
exige o endereco real do dispositivo.

A atribui¢ao de um SNN ¢ automética quando novos dispositivos de E/S de
seguranca sio adicionados. As adi¢oes subsequentes do dispositivo de
seguranga a mesma rede sao atribuidas a0 mesmo SNN definido no enderego
mais inferior da rede CIP Safety.

Na maioria das aplicagoes, o SNN automdtico baseado na hora ¢ suficiente.
Porém, hé casos nos quais ¢ necessaria a manipulagio de um SNN.

Consulte Atribuicio do nimero da rede de seguranca (SNN) na pdgina 65.

As conexdes Unicast s2o conexdes ponto a ponto entre uma fonte ¢ um né de
destino. Nao ¢ preciso inserir uma faixa RPI minima ou médxima ou valor-
padrao para este tipo de conexao.

Para configurar as conexdes unicast, escolha a guia Conexio e selecione Use
Conexao Unicast sobre Ethernet/IP.
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Definir o limite de tempo
de reacao de conexao

O limite de tempo de reagao de conexao ¢ a idade maxima dos pacotes de
seguranca na conexao associada. Se o periodo dos dados usado pelo dispositivo
em consumo exceder o limite de tempo de reagio da conexio, ocorrerd uma
falha de conexao. Esse Limite ¢ determinado pelas seguintes equagoes:

Limite de tempo de reacao da conexdo de entrada =
entrada RPI x [multiplicador de tempo limite + multiplicador de atraso da rede]

Limite de tempo de reacdo da conexao de entrada =
periodo de tarefa de sequranca x [Multiplicador de tempo limite + Multiplicador de
atraso da rede — 1]

O limite de tempo de reagao de conexio ¢ exibido na guia Seguranga da caixa

de didlogo Propriedades do Médulo.

Figura 16 — Limite do tempo de reacao de conexao

General i Connection | Safety ;Medu\eln!n | Internet Protocol ‘ Port Configuration | Input Configuration | TestOulput;

Connection | Requested Packe || Connection Reaction || Max Observed

Type Interval (RPI) (ms)||  Time Limit (ms)  ||Metwork Delay (ms) 5 .
Safety Input 102 40.1 | Reset Advanced..
Safety Output 2 60.0 | Reset T

Especificar olntervalo do pacote requisitado (RPI)

A RPI especifica o periodo que os dados sdo atualizados através de uma conexao. Por exemplo,
um modulo de entrada produz dados no RPI atribuido.

Para conexodes de entrada de seguranca, ¢ possivel definir o RPI na guia
Seguranga da caixa de didlogo Propriedades do médulo. O RPI ¢ inserido em
incrementos de 1 ms, com um intervalo de 1 a 100 ms. O padrio ¢ 10 ms.

O limite de tempo de reagao da conexio ¢ ajustado imediatamente quando o
RPI ¢ alterado por meio da aplicagio Logix Designer.

Figura 17 — intervalo do pacote requisitado

General i Connection | Safety ;Medu\eln!n | Internet Protocol ‘ Port Configuration | Input Configuration | TestOulput;

Connection

Type

Requested Packet
Interval (RP) (ms)

Connection Reaction
Time Limit (ms)

Max Observed .
MNetwark Delay {ms)

Safety Input

103

401

\ Reset

Safety Outpu

20

60.0

| Reset

Advanced..

Para conexdes de saida de seguranga, o RPI ¢ fixado no periodo da tarefa de
seguranca. Se o limite de reacio do tempo de conexio correspondente nao for

satisfatdrio, vocé pode ajustar o periodo da tarefa de seguranga na caixa de
didlogo Propriedades de tarefa de seguranca.

Consulte Especificacio do periodo da tarefa de seguranca na pagina 140 para

obter mais informagoes sobre o periodo da tarefa de seguranca.

Para aplicagdes normais, o RPI padrio ¢ normalmente suficiente. Para
requisitos mais complexos, use o botao Avangado para modificar os parAmetros
do limite de tempo de reagio de conexio, conforme descrito na pagina 108.
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Ver o atraso maximo de rede observado

Quando o controlador Compact GuardLogix recebe um pacote de seguranca,
o software registra o atraso de rede maximo observado. Para entradas de
seguranga, o atraso méximo de rede observado mostra o atraso completo do
modulo de entrada ao controlador e reconhece o médulo de entrada. Para
saidas de seguranca, ele mostra o atraso completo do controlador para o
modulo de saida e o reconhecimento do controlador. O atraso maximo de rede
observado ¢ exibido na guia Safety da caixa de didlogo Module Propriedades.
Quando online, clique em Reinicializar para reiniciar o atraso de rede maximo
observado.

Figura 18 — Reiniciar o Atraso maximo de rede observado

Generel ] Connection| Safety IMudu\elﬂlu | Internet Protocal ‘ ﬁ’ortICunl-ig_uru.iiun | lnput.Conﬁgurulion | TastOulpu.té

Connection | Requested Packet | Connection Reaction|  Max Observed -
Type Interval (RPI) (ms) Tirne Limit (ms) | Metwork Delay (ms) .
Safety Input 102 401 34.5' Reset | Advanced
Safety Qutput 20 60.0 26.3]  Resel

IMPORTANTE 0 atraso de rede maximo real do produtor para o consumidor € inferior ao
valor exibido no campo atraso de rede maximo na guia sequranca. Em geral,
0 atraso real maximo da mensagem é aproximadamente metade do valor
de atraso de rede méaximo que € exibido.

Definir os parametros do limite de tempo de reacao de conexao
avancado

Configure os parimetros de conexdo como o multiplicador de tempo-limite e
multiplicador de atraso de rede na caixa de didlogo Limite do tempo de reagao
de conexao avancado.

Figura 19 — Configuracdo avancada

i Advanced Connection Reaction Time Limit Configuration [ﬂ_hj
Input
Requested Packet Interval (RPI): W = ms (6 -500)
Timeout Multiplier: 22 (1)
Network Delay Multiplier: 2002 % (10-600)
Connection Reaction Time Limit 401 ms
Output
Requested Packet Interval (RP1): 20 ms (Safety Task Period)
Timeout Multiplier: ]
Network Delay Multiplier: 200.= % (10-600)
Connection Reaction Time Limit 60.0 ms
oK | l Cancel | Help
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Multiplicador de tempo-limite

O campo Multiplicador de Tempo Limite determina o nimero de RPIs a
aguardar por um pacote antes de declarar o tempo-limite de conexao. Isto ¢
traduzido no nimero de mensagens perdidas antes da confirmagio de um erro
de conexio.

Por exemplo, o multiplicador de tempo-limite 1 indica que as mensagens
precisam ser recebidas durante cada intervalo RPI. O Multiplicador de Tempo-
limite 2 indica que uma mensagem pode ser perdida contanto que, pelo menos,
uma seja recebida em duas vezes no RPI (2 x RPI).

Multiplicador de atraso de rede

O campo Multiplicador de atraso de rede define o tempo de transporte da
mensagem imposto pelo protocolo de seguranga CIP. Esse multiplicador
especifica o atraso do desarme completo do produtor ao consumidor ¢ o
conhecimento de volta ao produtor. Vocé pode usar o Multiplicador de atraso
de rede para reduzir ou aumentar o Limite do tempo de reacao de conexao em
casos onde o tempo de transporte de mensagens reforcadas ¢ significantemente
menor ou maior que o RPL Por exemplo, ajustar o multiplicador de atraso de
rede pode ser util quando o RPI de uma conexao de saida é o mesmo que o de
um periodo da tarefa de seguranca

Quando os RPIs de entrada ou de saida forem relativamente lentos ou répidos
se comparados ao tempo de atraso da mensagem imposto, o multiplicador de
atraso de rede pode ser aproximado por meio de um dos dois métodos.

Método 1: Use a razao entre o RPI de entrada ¢ o perfodo da tarefa de
seguranga. Utilize este método somente quando todas as seguintes condigoes se
aplicarem:

e se o caminho ou atraso for quase igual a0 caminho ou atraso de saida.

o 0 RPIdeentrada for configurado de forma que o tempo de transporte da
mensagem de entrada real s¢ja inferior ao RPI de entrada.

e o periodo da tarefa de seguranca for lento em relagio ao RPI de entrada.

Nessas condi¢oes, o Multiplicador de Atraso da Rede de Saida pode ser
estimado da seguinte forma:

Multiplicador de atraso da rede de entrada x [entrada RPI - periodo da tarefa de

sequranga]
EXEMPLO Calculo aproximado do multiplicador de atraso da rede de
saida
Se:

Entrada RPI = 10 ms
Multiplicador de atraso da rede de entrada = 200%
Periodo da tarefa de sequranca = 20 ms

Portanto, o multiplicador de atraso da rede de saida serd igual:
200% x [10+20] = 100%
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Método 2: Use o atraso maximo de rede observado. Se o sistema for executado
por muito tempo em condi¢des problemdticas de carregamento, o campo
Multiplicador de atraso de rede poderd ser definido de acordo com Atraso
Maiximo Observado na Rede. Este método pode ser usado em uma conexao de
entrada ou saida. Apds o sistema ser executado por muito tempo em condi¢oes
adversas de carregamento, registre o Atraso Mdximo Observado na Rede.

O campo Multiplicador de atraso de rede pode apresentar um valor aproximado
de acordo com a seguinte equagao:

[Atraso méaximo de rede observado + Margin_Factor] + RP

EXEMPLO Calcule o multiplicador de atraso maximo de rede
observado a partir do atraso de rede observado
Se:
RPI=50 ms
Atraso méximo observado na rede = 20 ms
Margin_Factor =10
Portanto, multiplicador de atraso da rede serd igual a:
[20 + 10] + 50 = 60%

Entender a assinatura Cada dispositivo de seguranga tem uma assinatura de configuragio tinica que

. = define a configura¢ao do médulo. A assinatura de configuragio ¢ composta de
de conflguragao um numero de ID, data e hora e ¢ utilizada para verificar a configuracao do
mddulo.

Configuracao por meio da aplicacao Logix Designer

Quando o médulo de E/S ¢ configurado por meio da aplicagao Logix Designer, a
assinatura de configuragio ¢ gerada automaticamente. E possivel visualizar e
copiar a assinatura de configuracio na aba de Seguranga na caixa de didlogo

Propriedades do médulo.

Figura 20 - Visualize e copie a assinatura de configuracao

Configuration Signatures;

D Jdcd_44i5 (Hex) Copy
Diate: Br20/2015
Time:  11:38:25 AM 51 M me

Proprietario de configuracao diferente (conexao em modo de
escuta)

Quando a configuragio do dispositivo de E/S ¢ propriedade de outro
controlador, ¢ necessério copiar a assinatura de configuragio do médulo do
projeto do seu proprietério e cold-la na guia Seguranga da caixa de didlogo

Propriedades do Médulo.

DICA Se o dispositivo é configurado para entradas apenas, é possivel copiar e colar a
assinatura de configuracdo. Se o dispositivo tiver saidas de seguranca, elas sdo
controladas pelo controlador que possui a configuragdo e a caixa de texto da
assinatura de configuracao nao esta disponivel.
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Reinicializar a propriedade
do dispositivo de E/S de
seguranca

Endereco de dados de E/S de
seguranca

Quando o projeto do controlador esta online, a guia Seguranca da caixa de
didlogo Propriedades do Médulo exibe a atual propriedade de configuragao.
Quando a configuragio pertence ao projeto aberto, Local ¢ exibido. Quando a
configuragio pertence a um segundo dispositivo, Remoto ¢ exibido, com o
numero da rede de seguranca (SNN) ¢ 0 enderego de né ou o nimero de slot do
controlador da configura¢ao. A mensagem de erro de comunicagio ¢ exibida
quando a leitura do dispositivo falha.

Quando estiver on-line, clique em Reinicializar
propriedade para reiniciar o dispositivo na sua
configuragio original.

Configuration Ownership:

Reset Ownership

DICA Néo é possivel reinicializar a propriedade quando houver edicdes pendentes nas
propriedades do mddulo, quando houver uma assinatura de tarefa de sequranca ou

quando estiver com bloqueio de seguranca.

Quando vocé adiciona um dispositivo a pasta de configuragio de E/S, a
aplicagao Logix Designer cria automaticamente tags de escopo do controlador
para o dispositivo.

As informagoes de E/S sdo apresentadas como um conjunto de tags. Cada tag

utiliza uma estrutura de dados, de acordo com o tipo e as fungoes do dispositivo
de E/S. O nome de uma tag ¢ baseado no nome do dispositivo no sistema.

Formato do endereco dos mddulos de E/S de seguranca

Um médulo de E/S de seguranga este exemplo

EXEMPLO Modulename:Type.Member

Tabela 15 — Formato de endereco de dispositivo de E/S de seguranca

Onde E
Modulename 0 nome do dispositivo de E/S de sequranca
Tipo Tipo de dados Entrada: E
Saida: S
Membro Dados especificos do dispositivo de E/S

Modulename:l.RunMode
Modulename:l.ConnectionFaulted
Modulename:l.Input Members

Modulo somente de
Entrada

Mddulo somentede  Modulename:l.RunMode
Saida Modulename:l.ConnectionFaulted
Modulename:0.0utput Members

Modulename:l.RunMode
Modulename:l.ConnectionFaulted
Modulename:l.Input Members
Modulename:0.0utput Members

Combinacdo de E/S

Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016 m



Capitulo7  Adicdo, configuragdo, monitoragdo e substituicdo de dispositivos de E/S de sequranca CIP

Monitorar o status do
dispositivo de E/S de
seguranca

112

Formato de endereco de unidade Kinetix 5500, Kinetix 5700 e

PowerFlex 527

Um endereco de unidade Kinetix” 5500, Kinetix 5700, e PowerFlex® 527 segue

este exemplo.

EXEMPLO DriveName:Type.member

Tabela 16 — Formato de endereco de dispositivo de E/S de seguranca de inversor

Onde E

DriveName 0 nome da unidade Kinetix ou PowerFlex

Tipo Tipo de dados. Entrada: SI
Saida: SO

Membro Dados especificos do dispositivo de E/S

Mddulo somentede  Drivename:SI.ConnectionStatus

Entrada Drivename:SI.RunMode
Drivename:SI.ConnectionFaulted
Drivename:S|.Status
Drivename:S|.TorqueDisabled
Drivename:S|.SafetyFault
Drivename:SI.ResetRequired

Médulo somentede  Drivename:SO0.Command

Saida Drivename:S0.SafeTorqueOff
Drivename:S0.Reset
Tabela 17 — Mais recursos
Recurso Descri¢ao
(apitulo 9, Desenvolver aplicacdes de sequranca Contém informacdes sobre como monitorar dados de
tags de seguranca
Manual dos controladores de E/S Logix5000 e de Fornece informages sobre 0 enderecamento de
Programacao de Dados de Tag, publicagdo 1756-PM004 | dispositivos de E/S padrao

E possivel monitorar o status do dispositivo de E/S de seguranga por mensagem
explicita ou por indicadores de status nos dispositivos de E/S.

Estas publica¢oes fornecem informagoes sobre localizagao de falhas no médulo

de E/S:

e Manual do usudrio dos mddulos de seguranca Guard I/O™ EtherNet/IP,
publicagio 1791ES-UMO001

e Manual do usudrio e de instalagio dos médulos de seguranga POINT
Guard I/O”, publicagao 1734-UMO013

¢ Manual do usudrio dos servo-drives Kinetix 5500,
publica¢do 2198-UMO001

¢ Manual do usuério dos servo-drives Kinetix 5700,
publicagao 2198-UM002

¢ Manual do usuério da unidade CA de frequéncia ajustavel

PowerFlex 527, Publicagao 520-UM002
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Reinicializar o dispositivo de
E/S de seguranca para sua
condi¢ao original

Se um mddulo Guard I/0O foi usado anteriormente, exclua a configuragao
existente antes de instald-lo em uma rede de seguranga reiniciando o médulo para
a sua condigao “original”

Quando o projeto do controlador estd online, a guia Seguranga da caixa de
didlogo Propriedades do M6dulo exibe a propriedade de configuragio atual.
Quando a configuragio pertence ao projeto aberto, Local ¢ exibido. Quando a
configuracio pertence a um segundo dispositivo, Remoto ¢ exibido, com o
ntiimero da rede de seguranca (SNN) ¢ 0 enderego de né ou o nimero de slot do
controlador da configuragio. A mensagem de erro de comunicagao ¢ exibida
quando a leitura do médulo falha.

Se a conexio for local, deve-se inibir a conexao do médulo antes de reiniciar a
propriedade. Siga estes passos para inibir o dispositivo.

1. No organizador do controlador, clique com o botio direito do mouse no
controlador e escolha Propriedades.

2. Clique na guia Conexao.

3. Marque Inibir conexao.

4. Clique em Aplicar e entao OK.

Siga estas etapas para reiniciar o médulo até a sua configuragao original quando
estiver on-line.

1. No organizador do controlador, clique com  copnfiguration Ownership:
o botao direito do mouse no controlador ¢
escolha Propriedades. Reset Ownership

2. Clique na guia Seguranca.

3. Clique em Reinicializar Propriedade.
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Substituir um dispositivo de  Pode-se usar a aplicagio Logix Designer para substituir um dispositivo Guard
E/S de se guranca I/O em uma rede Ethernet. Se vocé estiver considerando uma parte do sistema

de seguranga CIP para manter o comportamento SIL 3 durante a substituigio e
o teste funcional de um dispositivo, a fun¢ao Configurar Sempre nio pode ser
usada. V4 para Substituicio com “Configurar somente quando nio existir

assinatura de seguranca” habilitada na pigina 114.

Se o sistema de controle CIP Safety inteiro rotedvel nao precisar manter o
SIL 3/PLe durante a substitui¢io ¢ o teste de funcionamento de um médulo, a
fungao Configurar Sempre podera ser usada. VA para Substitui¢ao com

« /

Configurar Sempre” habilitada na pigina 118.

A substituicio do dispositivo de seguranca de E/S ¢ configurada na Guia de
seguranga do controlador Compact GuardLogix.

Figura 21 - Substituicao de dispositivo de E/S de seguranca

IS

‘ﬁ(onb’oﬂer Properties - CompactLogix_project o || [ 2|
Nonvolatile Memory J Memory l Intemet Protocol [ EnrtCnnfigVurﬁtion”[ Network I Security Jﬁlrajmrl:qg””
General l Major Faults | Minar Faults | Date/Time | Advanced | SFC Execution | Project \ Safety
Safety Application:  Unlocked Safaty Lock/Unlack.

Safety Status:
Safety Signature: Generate *
Ty
De €

[] Protect Signature in Run Mode

‘When replacing Safety |fO:
@ Configure Only When No Safety Signature Exists
Canfigure Always

ok [ cemesl | [ amply  |[ Hew

Substituicao com “Configurar somente quando nao existir
assinatura de seguranca” habilitada

Quando um dispositivo de E/S de seguranga ¢ substituido, ¢ feito o download
da configuragao a partir do controlador de seguranca se o DevicelD do
dispositivo novo combina com os originais. O DeviceID ¢ uma combinagio do
endereco IP/do né e o Numero de Rede de Seguranga (SNN) e ¢ atualizado
sempre que o SNN for ajustado.

Se o projeto estiver configurado para ‘configurar somente quando nao existir
assinatura de seguranga, siga as etapas apropriadas em Tabela 18 para substituir
um dispositivo de E/S de seguranga com base em seu cendrio. Uma vez que vocé
completou as etapas corretamente, o DevicelD ira combinar com o original,
habilitando o controlador de seguranca para fazer download da configuracio
de dispositivo adequada e restabelecer a conexio de seguranga.

114 Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016



Adicdo, configuragdo, monitoragao e substituicdo de dispositivos de E/S de sequranca CIP

Capitulo 7

Tabela 18 — Substituir um médulo

Existe assinatura
de seguranca Condicao de
Compact substituicao de
GuardLogix mdédulo Acdo necessaria
Nao Sem SNN Nenhuma O dispositivo estd pronto para o uso.
(fora da caixa)
Sim ou ndo 0 mesmo SNN Nenhuma O dispositivo estd pronto para o uso.
conforme a
configuracdo de
tarefa de
segurana original
Sim Sem SNN Consulte Situacdo 10 dispositivo de substituicao estd Original e a
(fora da caixa) assinatura de seguranca existe na pagina 115.
Sim Consulte Situacao 2 — 0 SNN do dispositivo de substituicao é
SNN diferenteda | diferente do original e a assinatura de sequranga existe na pdgina
configuracdo de 116.
Nao tarefa de Consulte Situacdo 3 — 0 SNN do dispositivo de substituicao é

seguranca original

diferente do original e a assinatura de seguranca ndo existe na
pdgina 118.

Situagdo 1— 0 dispositivo de substituicdo estd Original e a assinatura de sequranga existe

1. Remogio do dispositivo de E/S antigo e instalagio de um novo

dispositivo.

2. Clique com o botao direito no dispositivo de E/S de seguranca de

substitui¢ao e escolha Propriedades.

3. Cliqueem | ..

| adireita do numero da rede de seguranca para abrir a

caixa de didlogo Numero da rede de seguranga.

General | Connection [ Salelryrl Module Info | Intemet Protacol I Pant Configuration ‘ Input Configuration | Test Output|

Type: 1791ES-IB16 16 Point 24 VDC Sink Safety Input
Vendor: Allen-Bradley Ethernet Address
Parent: Local =
Q) Private Network: 192.168.1, 25 =
MName: EnetModule
e 1P Address:
Description: A

Advanced...

Module Definition

s s A ~ ~ Saffety Network 3E75_0408.5F20 [, |
SHIES Change ... MNumber ;

Revision: 1.001

10/11/2015 1:47:37.504 PM

Electronic Keying:  Compatible Module

4. Clique em Configurar.

Safety Network Number
Format:
®) Time-based Generate
/2172

Manual

theMet/IP (Decimal)
Number:

3E7F_02E9_838F (Hex)

oK Cancel || Hep
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5. Verifique que o indicador de status de rede (NS) esteja alternando
vermelho/verde no dispositivo correto antes de clicar em Sim na caixa de
didlogo de confirmagio para ajustar o SNN e aceitar o dispositivo de

substituicao.

Set Safety Network Number in Module X

DANGER. Setting Safety Network Number in module.

Netwerk status indicator on medule’s front panel is alternating red and
green to help validate module addressing.

If two or more controllers are attempting to configure module, setting
Safety Network Number will result in configuration ownership being
granted te first controller that successfully configures module.

If twe or more controllers are attempting to connect to outputs of
module, setting Safety Network Number will result in output ownership
being granted to first controller that successfully connects to outputs,

Set Safety Network Number?

], . .!es i No Help

6. Siga os procedimentos descritos pela empresa para testar a
funcionalidade do dispositivo e sistema de E/S substituido e autorizar o

sistema para uso.

Situagdo 2 — 0 SNN do dispositivo de substituicdo é diferente do original e a assinatura de
seguranga existe

1. Remogao do dispositivo de E/S antigo e instalagio de um novo
dispositivo.

2. Clique com o botao direito em seu dispositivo de E/S de seguranga e
escolha Propriedades.

3. Clique na guia Seguranca.

| General l Connection | Sefety ‘Mndu\elnfn | Internet Protocol | Port Configuration l Input Configuration [Taleulputi

Connection | Requested Packet | Connection Reaction|  Max Obsened -
Type Interval (RPI) (ms) Time Limit (ms) | Metwork Delay (ms)
Safety Input 102 401 5] Reset Advanced
Safety Output 20 60.0 26.3| Reset

Configuration Ownership:

Reset Ownership | *

Configuration Signature:

ID: [34c4_445 (Hex) Copy |
Date: 10/1172015

Time:  1:47:37 PM =1 604 s

4. Clique em Reinicializar Propriedade.
5. Clique em OK.

6. Com o botdo direito no dispositivo e escolha Propriedades.
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7. Clique em | .. |4 direita do niimero da rede de seguranga para abrir a
caixa de didlogo Numero da rede de seguranga.

General | Connection I Saletyl Module Info | Intemet Protacol I Port Configuration [ Input Configuration | Test Output

Type: 1791ES-IB16 16 Point 24 VDC Sink Safety Input
Vendor: Allen-Bradley Ethernet address
Parent: Local
(@) Private Network: 192.168.1, 25 =
MName: EnetModule
o (C)IP Address:
Description: =

_

Safety Network 3E75_0408_5F20
Mumber : = = E]

Module Definition
Series: A

Revision: 1.001 10/11/2015 1:47:37.504 PM

Electronic Keying:  Compatible Module

8. Clique em Set.

Safety Network Number ﬂ

Format:
®) Time-based enerate
10/21/20 3 h
Manual
Et (Decimal)
Number:
3E7F_02E9_838F (Hex)

9. Verifique que o indicador de status de rede (NS) estd alternando
vermelho/verde no dispositivo correto antes de clicar em Sim na caixa de
didlogo de confirmagao para ajustar o SNN e aceitar o dispositivo de
substituicao.

Set Safety Network Number in Module “

DANGER. Setting Safety Network Number in module,

Network status indicator on medule's front panel is alternating red and
green to help validate module addressing.

If two or more contrellers are attempting to configure module, setting
Safety Network Number will result in configuration ownership being
granted te first controller that successfully configures module.

If twe or more controllers are attempting to connect to outputs of
module, setting Safety Network Number will result in output ownership
being granted to first contreller that successfully connects to outputs.

Set Safety Network Number?

No Help

10. Siga os procedimentos descritos pela empresa para testar a
funcionalidade do dispositivo e sistema de E/S substituido e autorizar o
sistema para uso.
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Situagdo 3 — 0 SNN do dispositivo de substituicdo é diferente do original e a assinatura
de sequranga ndo existe

1. Remocio do dispositivo de E/S antigo e instalagio de um novo
dispositivo.

2. Clique com o botao direito em seu dispositivo de E/S de seguranca e
escolha Propriedades.

3. Clique na guia Seguranca.

General ’\ Connection | Sefety | Module Info | Internet Prolon:ul| Port Configuration | Input Configuration ‘ Teleulputf

Cannection | Requested Packet [ Connection Reaction|  Max Obserwed

Type Interval (RPI) (ms) |  Time Limit {ms) | Network Delay (ms) a3 .

Safaty Input 102 40.1 345 Reset Advanced..
Safety Qutput 20 60.0 263 Reset T
Configuration Ownership

-
Configuration Signature:
ID: 34cd_44f5 (Hex) Copy
Date:  10/11/2015
Time:  1:47.37 PM S04 ms

4. Clique em Reinicializar Propriedade.

5. Clique em OK.

6. Siga os procedimentos descritos pela empresa para testar a
funcionalidade do dispositivo e sistema de E/S substituido e autorizar o
sistema para uso.

Substituicao com “Configurar Sempre” habilitada
ATENCAO: Habilite a funcionalidade ‘Configurar Sempre’ somente se 0
sistema de controle de sequranca CIP inteiro rotedvel ndo precisar manter o
comportamento SIL 3 durante a substituicdo e o teste de funcionamento de
um dispositivo.
Nao cologue mddulos que estiverem na condi¢ao pronto para uso em uma rede
de sequranca CIP quando a fungdo Configurar Sempre estiver habilitada, exceto
a0 sequir esse procedimento de substituicdo.
Quando a fungao “Configurar Sempre” estiver habilitada no projeto do
controlador, o controlador verificard automaticamente e se conectard a um
dispositivo de substituicao que atenda a todas as especificagoes a seguir:
e O controlador tem dados de configuragao de um dispositivo compativel
no enderego de rede.
o O dispositivo esta na condi¢io pronto para uso ou tem um SNN que
combina com a configuragio.
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Se o projeto for configurado para “Configurar Sempre”, siga as etapas
apropriadas para substituir um dispositivo de E/S de seguranga.

1. Remogio do dispositivo de E/S antigo e instalagio de um novo
dispositivo.
a. Se o dispositivo estiver na condi¢io original, v4 para a etapa 6.
Nenhuma agao ¢ necessdria para que o controlador Compact
GuardLogix tome a propriedade do dispositivo.

b. Seum errode combinagéo SNN ocorrer, v4 para a proxima etapa para
reiniciar o médulo para a condicao pronto para uso.

2. Clique com o botao direito em seu dispositivo de E/S de seguranca e
escolha Propriedades.

3. Clique na guia Seguranca.

Genaral ] Conneciion| Safety [podule Info | Internet Prnlo:nl| Pont Cnni:g_urninon | Input.Cnnﬂgyrmion ‘_Tesl.Ouipu.tE

Connection | Requested Packet| Connection Reaction|  Max Obsemwed -
Type Interval (RPI) (ms) Time Limit (ms) | Netwark Delay (ms) .
Safety Input 10 % 40.1 34.5‘ Reset Advanced
Safety Output 20 60.0 263 Reset

Configuration Ownership

Reset Ownership | €

Configuration Signature:

1D: 34cd_44f5 (Hex) Copy |
Date:  10/11/2015
Time:  1:47:37 PM = 504 ms

4. Clique em Reinicializar Propriedade.
5. Clique em OK.

6. Siga os procedimentos descritos pela empresa para testar funcionalmente
o dispositivo e sistema de E/S substituido e autorizar o sistema para uso.
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Observacoes:
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Elementos de uma aplicacao de controle

Topico Pagina
Tarefas 122
Programas 126
Rotinas 128
Tags 129
Linguagens de programacéo 132
Instrucdes add-on 133
Acesse o objeto do médulo 134
Fatia de tempo de atraso do sistema 136

Uma aplicagio de controle consiste em vérios elementos que exigem
planejamento para execucio eficiente da aplicagio. Elementos de aplicagao
incluem o seguinte:

o Tarefas
e Programas
e Rotinas

e Parimetros e tags locais
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Tarefas

122

Figura 22 - Aplicacao de controles

Manipulador de falhas do controlador

Tarefa 1
Configuracdo
\ | Watchdog
| \
Programa 1
Programa (tags
Rotina principal locais e
parametros)
Rotina de falha

Outras rotinas

Tags (globais) Dados de E/S Dados compartilhados pelo
do controlador sistema

™

Um controlador Logix5000
programar e priorizar a execugio de seus programas com base em critérios.
Estas multitarefas alocam o tempo de processamento do controlador entre as
diferentes operacoes de sua aplicaco:

permite que vocé use varias tarefas para

¢ O controlador executa somente uma tarefa por vez.
o Uma tarefa pode interromper outra execugio ¢ assumir o controle.

¢ Em qualquer tarefa, multiplos programas podem ser usados. Entretanto,
somente um programa pode ser executado por vez.

o Vocé pode exibir tarefas nas visualizagoes do controlador ou do
organizador légico, conforme a necessidade.
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Figura 23 — Tarefa em uma aplicacao de controle

Aplicagdo de controles

Manipulador de falhas do controlador

Tarefa 1
Configuracdo
\ | Watchdog
| \
Programa 1
Programa (tags
Rotina principal locais e
parametros)
Rotina de falha

Outras rotinas

Tags (globais) Dados de E/S Dados compartilhados pelo
do controlador sistema

Figura 24 — Tarefas em aplicacao

Organizador do controlador Organizador l6gico
| Controller Organizer >~ o x | Logical Organizer 3
=+ Controller develop_applications 1% Tarefa =&l Logical Model develop_applications
- Controller Tags inci +-C& MainProgram
(3 Contoller Fault Handler pnna{pal A 3
L3 Power-Up Handler (continua) KL SEDRE= BTCON AT
&3 Tasks =8 safetyProgram
= @MainTask Tarefa de =S Lagic and Tags
Tarefa €8 MainProgram seguranca [&} Parameters and Local Tags
principal A param eters and Local Tags By MainRoutine
continua EbMainRoutine =18 Secondary_Program
=18 Secondary_Program L e &5 Lodic and Tads
& Parameters and Local Tags H - ? S a9
B Secondary_L Parameters and Local Tags
Tarefade  ===gp> 1 S SafetyTask - EdSecondary_1
sequranca =128 SafetyProgram Tarefa 2 —' =B Task_2_Program _1
& Parameters and Local Tags (peri6dica) =S Logic and Tags
| -BMainRoutine (&) Param eters and Local Tags
Iaref;fdz, ) ’ T @_Ef:f-zk . . EdTask_2_Routine_L
periodica =) ask_2_Program_ i 3 =
i & Parameters and Local Tags Iarefaf)_' o ;gshsfp ogrem. L
: ~EdTask_2 Routine_1 - evento B Lagic and Tags
Tarefa 3—} =63 Task_3_Event_Task [ Parameters and Local Tags
(evento) = €8 Task_3 Program_1 "EdTask_3_Routine_L
{2 Parameters and Local Tags

-EnTask_3_Routine_1
= & Unscheduled
=) €8 Reserve_Program
& Parameters and Local Tags
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Uma tarefa proporciona agendamento ¢ informagdes de prioridade para um
conjunto de um ou mais programas. Configurar tarefas como continuas,
periddica, ou evento utilizando a caixa de didlogo Propriedades da Tarefa.

Figura 25 - Configuracao do tipo de tarefa

@ Task Properties - MainTask = IEI
General | Configuration ‘ Program / Phase Schedule I Mon'rtur‘
Type: Continuous .
Watchdog: Percdic
Ewent
[ Disable Automatic Gutput Processing Te Reduce Task Overhead
[ Inhibit Task
[ ok ][ concet | App Help

Esta tabela explica os tipos de tarefas que vocé pode configurar.

Tabela 19 - Tipos de tarefa e frequéncia de execucao

Tipo de
tarefa

Execucao da tarefa

Descri¢ao

Continuo

Sempre

A tarefa continua opera no plano de fundo. Qualquer tempo da CPU ndo alocado para outras operagdes (como movimento,

comunicagdo e outras tarefas) é usado para executar os programas na tarefa continua.

- Atarefa continua é executada constantemente. Quando a tarefa continua completa uma varredura total, ela reinicia
imediatamente.

- Um projeto ndo precisa de uma tarefa continua. Se usado, pode haver apenas uma tarefa continua.

Periddica

+ Emumintervalo
estabelecido, por exemplo, a
cada 100 ms

« Tempos miltiplos na
varredura da sua outra
I6gica

Uma tarefa periédica realiza uma funcdo em um intervalo especifico.

+ Sempre que o tempo da tarefa periddica expirar, a tarefa interrompe todas as tarefas de prioridade mais baixa, executa
uma vez e devolve o controle de onde a tarefa anterior parou.

« Vocé pode configurar o periodo de 0,1 a 2.000.000,00 ms. O padrao é 10 ms. Ele também depende da configuracdo e do
controlador.

+ 0 desempenho de uma tarefa periédica depende do tipo do controlador Logix5000 e da I6gica na tarefa.

« Atarefa periddica processa os dados de E/S dos controladores CompactLogix, FlexLogix, DriveLogix e SoftLogix com as
seguintes consideragdes:

Para controladores CompactLogix, FlexLogix e DriveLogix, opera na prioridade 6

Para controladores SoftLogix, opera em Windows prioridade 16 (Inativo)

As tarefas de maior prioridade tém preferéncia sobre a tarefa de E/S e podem ter um impacto no processamento

Executa no RPI mais rdpido que vocé programou para o sistema.

Executa o tempo que leva para varrer os modulos de E/S configurados.

Evento

Imediatamente quando um
evento ocorre

Uma tarefa de evento realiza uma funcdo apenas quando um evento (acionamento) ocorre. 0 disparo para a tarefa de evento
pode ser o seguinte:

+ Um disparo de tag consumido

« Umainstrucao de EVENTO

« Um disparo de eixo

« Um disparo de evento de movimento

+ Mudanga de Estado dos Dados de Entrada do Médulo
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O controlador CompactLogix 5370 suporta até 32 tarefas, somente uma das
quais pode ser continua.

Uma tarefa pode ter até 100 Programas separados por tarefa, cada um com suas
proprias rotinas executéveis e tags com escopo de programa. Uma vez que uma
tarefa ¢ acionada (ativada), todos os programas atribuidos a tarefa executam na
sequéncia em que foram agrupados. As Tarefas Multiplas nao podem
compartilhar Programas e Programas aparecem apenas uma vez no
Organizador do controlador.

Prioridade de tarefa

Cada tarefa no controlador tem um nivel de prioridade. O sistema operacional
usa o nivel de prioridade para determinar qual tarefa executar quando diversas
tarefas sao disparadas. Uma tarefa com prioridade mais alta interrompe
qualquer uma com prioridade mais baixa. Uma tarefa de evento periddica
interrompe uma tarefa continua, que tem prioridade mais baixa.

E possivel configurar tarefas periddicas para executar a partir da prioridade
mais baixa de 15 até a prioridade mais alta de 1. Configure a prioridade de
tarefas utilizando a caixa de didlogo Propriedades da Tarefa.

Figura 26 — Defina a prioridade da tarefa.

.@ Task Properties - Task_2 ?@
Generzl | Configuration | Program / Phase Schedule | Munitc:r|
Type: [Pen‘odic: -r]
Penod: 10.000 ms
| Priority: 10 = | {Lower Mumber Yields Higher Friority}l
Watchdog K00 000 ms

[] Disable Automatic Output Processing To Reduce Task Overhead
] Inhibit Task

oK || camcel || Aopn Help
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Program as O sistema operacional do controlador ¢ um sistema multitarefas preventivo que
estd em conformidade com a IEC 1131-3. Esse sistema oferece o seguinte:
e programas para agrupar dados e légica
e rotinas para encapsular cédigos executdveis gravados em uma linguagem
de programagao
Cada programa contém o seguinte:
e tagslocais
e parimetros
e uma rotina principal executével
e outras rotinas
e uma rotina de falha opcional
Figura 27 — Programa em uma aplicacao de controle
Aplicagdo de controles
Manipulador de falhas do controlador
\
\
\
\
Tarefa 1
Configuracao
| | Watchdog
\
\
Programa 1
Programa (tags
Rotina principal locais e
pardmetros)
Rotina de falha
Outras rotinas - L
Tags (globais) Dados de E/S Dados compartilhados pelo
do controlador sistema
Figura 28 — Programas em aplicacao
Organizador do controlador Organizador l6gico
2-E3 Tasks =-3 Logical Model develop_applications
E% MainTask -8 MainProgram
TR SR Tags
Parameters and Local Tags
o E}j MainRoutine
.., Reserve_Program
B Secondary_Program
H - ogic and Tags
Parameters and Local Tags
Eﬁ MainRoutine
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Programas programaveis e nao programaveis

Os programas programéveis em uma tarefa sio executados até sua conclusao
comecando do primeiro ao ultimo. Os programas que nao estao anexados a
nenhuma tarefa aparecem como programas nao programaveis.

Os nao programdveis em uma tarefa sao baixados ao controlador juntamente
com todo o projeto. O controlador verifica os programas nao programéveis mas
nao os executa.

E necessario agendar um programa em uma tarefa antes que o controlador possa
fazer uma varredura no programa. Para agendar um programa nao programavel,
use a guia Agendamento de Programa/Fase da caixa de didlogo Propriedades da

Tarefa.

Figura 29 — Agendando um programa nao programavel

@' Tack Properties - MainTaszk =] @
General | Corfiguration | Program / Fhase Schedule | Monitor
Unscheduled: Scheduled:

Secondary_Program

S

o
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Rotinas Uma rotina ¢ um conjunto de instrugdes ldgicas em uma linguagem de
programacio, como diagrama ladder (16gica ladder). As rotinas fornecem um
cédigo executdvel para o projeto em um controlador.

Cada programa tem uma rotina principal. Esta é a primeira rotina a ser
executada quando o controlador dispara a tarefa associada e chama o programa
associado. Use légica, como a instrugao Avangar para Subrotina (JSR), para
chamar outras rotinas.

Também ¢ possivel especificar uma rotina de falha de programa opcional.
O controlador executa esta rotina se encontrar uma falha de execucio-instrugao
em qualquer uma das rotinas no programa associado.

Figura 30 — Rotinas em uma aplicacao de controle

Aplicacdo de controles

Manipulador de falhas do controlador
\
\
\
T ‘ if
arefa 1
Configuragao
‘ | | L Watchdog
\
Programa 1
Programa (tags
Rotina principal locais e
pardmetros)
Rotina de falha
Outras rotinas = L
Tags (globais) do Dados de /S Dados compartilhados
controlador pelo sistema

Figura 31 - Rotinas em aplicacao

Designer do controlador Designer I6gico
=53 Tasks =7 Logical Model develop_applications
: E £8 MainTask Eﬂ MainProgram
g @ MainProgram e-53 Logic and Tags

Parameters and Local Tags Parameters and Local Tags

. -2 Secondary_Program .3 Reserve_Program

[ Parameters and Local Tags -8 Secondary_Program
-8 Logic and Tags
i#) Parameters and Local Tags
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Tags Com um controlador Logix5000, usa-se uma tag (nome alfanumérico) para
enderegar os dados (varidveis). Nos controladores Logix5000, no h4 formato
numérico fixo. Por exemplo, conforme mostrado abaixo, ¢ possivel utilizar o
nome de tag north_tank_mix em vez de um formato numérico, como N7:0.0.

O préprio nome do tag identifica os dados. A tag permite que vocé faga o
seguinte:

o Organize seus dados para refletir suas maquinas

¢ Documente sua aplicagio conforme seu desenvolvimento.

Figura 32 mostra as tags de dados criadas dentro do escopo do Programa

Principal do controlador.

Figura 32 — Exemplo de tags
Organizador do controlador — Pardmetros do programa principal e tags locais

=453 Tasks
: E% MainTask
PG £8 MainProgram
[ Pararneters and Local Tags
En MainRoutine
|3 78 Secondary_Pragram
| Pararmeters and Local Tags

Eﬂ Secondary_1

Janela de tags do programa — principais tags do programa

Scops: C@MainProgmm  »  Show: All Tags - Ve
Name =5 | Usage Alias For Base Tag Data Type Description Extemal Access | Constant | Style
north_tank_mix |Local BOOL ReadMrite @] Decimal
north_tank_pr.. |Local REAL ReadMrite [&] Float
DiSPUSi‘iaVnOa?:gEg north_tank_temp |Local REAL Read/Write [ Float
+-one_shots Local DINT Read/Mrte = Decimal
+ recipe Local TANK Read/Wrte El
Valor inteiro +recipe_number |Local DINT Read/ Write (&l Decimal
Bit de armazenamento replace_bit Local BOOL Read/ Write (&l Decimal
Counter +H-unning_hours  |Local COUNTER Read/Write [&]
Timer +tunning_secon... |Local TIMER Read/Wrie (&
Dispositivo de £/5 digtal start Local BOOL ReadWiite [ |Decimal
stop Local BOOL Read/Write [ |Decimal
& ]

Hé varias orientagoes para criagao e configuragio de parAmetros e tags locais
para tarefas ideias e execugdo do programa. Para obter mais informagées,
consulte 0 Manual de programagio de dados de tag de E/S e de controladores

Logix5000, publicagio 1756-PM004.
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Propriedades estendidas

O recurso de propriedades estendidas permite que vocé defina informagoes
adicionais, como limites, unidades de engenharia ou identificadores de estado
para virios componentes dentro de seu projeto do controlador.

Componente Propriedades estendidas

Tag No Editor de tag, adicione propriedades estendidas para um tag.

Tipo definido pelo usudrio No Editor de tipo de dados, adicione propriedades estendidas aos tipos de
dados.

Instrugdes adicionais Nas propriedades associadas com a definicao da Instrugdo Adicional, adicione as
propriedade estendidas as instrugdes Adicionais.

O comportamento pass-through ¢ a habilidade de atribuir propriedades
estendidas a um nivel superior de uma estrutura ou Instru¢io Adicionais e
disponibilizar aquela propriedade estendida automaticamente para todos os
membros. O comportamento de passagem estd disponivel para descrigoes,
identificadores de estado e unidades de engenharia, além de poder ser
configurado. Configure o comportamento de passagem na guia Projeto da
caixa de didlogo Propriedades do Controlador. Se vocé optar por nio mostras
as propriedades de passagem, somente as propriedades estendidas que forem
configuradas para um determinado componente serao exibidos.

O comportamento de passagem nao estd disponivel para limites. Quando um
exemplo de um tag ¢ criado, se os limites estiverem associados ao tipo de dados,
o exemplo ¢ copiado.

Vocé precisa saber quais tags tém limites associados a eles, pois nio hd nenhuma
indicagio no navegador de tags de que as propriedades estendidas estio
definidas por uma tag. Se, entretanto, vocé tentar utilizar propriedades
estendias que nao tenham sido definidas para um tag, os editores exibem uma
indicagao visual e a rotina nao verifica.

Acessar as propriedades estendidas na ldgica

Vocé pode acessar os limites definidos nas tags usando a sintaxe .@Min e
.@Max:

e Naio ¢ possivel gravar em valores de propriedades estendidas na légica.

e Parausar as propriedades de tag estendida em uma Instrugao Adicionais,

vocé deve passa-las para dentro das Instrugdes como entradas de
operandos.

¢ Osaliases das tags que tiveram as propriedades estendidas nio podem
acessar as propriedades estendidas na logica.

e Os limites podem ser configurados para parAmetros de entrada e saida
nas Instrugoes Adicionais. Entretanto, os limites nio podem ser
definidos em um parAmetro InOut de uma Instrugio Adicional.

e Os limites nao podem ser acessados dentro da l6gica de instrucio
Adicionais. Os limites sao somente para uso em aplicagoes IHM.
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Se um tag vetor estiver utilizando um enderecamento indireto para acessar
limites na ldgica, as seguintes condi¢ées se aplicam:

o Caso uma tag do vetor tenha os limites configurados, as propriedades
estendidas sao aplicadas a qualquer elemento do vetor que nao tenha
aquela propriedade estendida especifica explicitamente configurada. Por
exemplo, se o tag do vetor MyArray tiver Max configurado em 100,
qualquer elemento do vetor que nao tiver Max configurado herda o valor
de 100 quando for usado na ldgica. Porém, vocé nao podera visualizar
que este valor herdado do MyArray estd configurado nas propriedades do
tag.

e Pelo menos um elemento do vetor deve ter um limite configurado paraa
légica do vetor referenciada indiretamente a verificar. Por exemplo, se
MyArray[x].@Max estiver sendo usado na légica, pelo menos, um
elemento do vetor MyArray[] deve ter a propriedade estendida Max
configurada se Max nio ¢ configurado por MyArray.

e Um valor padrio do tipo de dados ¢ usado nas seguintes circunstancias:
— O vetor é acessado programaticamente com referéncia indireta.
- O tagvetor ndo possui a propriedade estendida configurada.

— Um membro de um vetor nao possui a propriedade estendida
configurada.

Por exemplo, para um vetor do tipo SINT, quando o limite max. ¢
chamado nalégica para um membro, use o valor de 127.

Se um elemento do vetor for acessado diretamente, o elemento deve estar com a
propriedade estendida definida. Se ndo, a verificagao falha.
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Linguagens de programasao O controlador Control GuardLogix 5370 suporta estas linguagens de

programagao, tanto on-line quanto off-line.

Tabela 20 - Linguagens de Programacao do Controlador Compact GuardLogix

Linguagem E melhor utilizada em programas com

Logica ladder a relé Execucdo continua ou paralela de multiplas operacdes (fora de sequéncia)

Operagdes boolianas ou baseadas em bits

Operagdes |dgicas complexas

Processamento de comunicagdo e mensagem

Intertravamento de méquinas

Operacdes que a equipe de servico ou manutengdo pode ter que interpretar
para localizar falhas da méquina ou do processo

Diagrama de blocos de fung()es(” Controle de inversor e processo continuo

Controle de malha

(alculos de vazdo

Contr(o1|)e Sequencial de Funcbes Gestdo de alto nivel de operacdes mltiplas
(SFC)

Sequéncia repetitiva de operacdes

Processo por batelada

Controle de posicionamento usando texto estruturado

Operagdes de uma maquina de estado

Texto estruturado” Operagoes matematicas complexas

Processamento de malha de tabela ou vetor especializado

Processamento de protocolo ou manuseio de grupo ASCII

(1)  Somente com programas padrao.
Para obter informagdes sobre programagao nessas linguagens, consulte o Manual

de programagao de procedimentos comuns dos controladores Logix5000,

publicagio 1756-PMO001.
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Instrucoes add-on

E possivel projetar e configurar conjuntos de instrugdes comumente utilizadas
para aumentar a consisténcia do projeto. Similares as instru¢oes incorporadas
contidas nos controladores Logix5000, essas instrugoes que vocé cria sao
chamadas de instrugoes adicionais. As instrucoes adicionais reutilizam
algoritmos de controle comum. Com elas, vocé pode fazer o seguinte:

e Facilitar a manutengao ao animar a légica para uma instincia.
¢ Proteger a propriedade intelectual com a Protecio da fonte.

e Tempo de desenvolvimento de documentacgio reduzido.

E possivel usar instrugoes adicionais em multiplos projetos. E possivel definir
suas instrugoes, obté-las de outras pessoas ou copid-las de outro projeto.

Tabela 21 explica alguns dos recursos e das vantagens de usar as instrugoes add-on.

Tabela 21 - Capacidades das instrugées add-on

Capacidade

Descri¢ao

Economize tempo

Com instrugdes adicionais, é possivel combinar sua ldgica mais comumente usada em conjuntos de instrugdes reutilizaveis. Vocé
economiza tempo quando cria instrucdes para seus projetos e entdo as compartilha com outras. As instrugdes Adicionais aumentam a
consisténcia do projeto porque todos os algoritmos comumente utilizados funcionam da mesma maneira, independente de quem
implementa o projeto.

Use editores-padrao

Vocé cria instrugdes Adicionais utilizando um dos trés editores:
+ Ldgica ladder arelé
- Diagrama de blocos de fungf)es“)

- Texto estruturado”
Uma vez criadas as instrugdes, é possivel utiliza-las em qualquer editor.

Exporte instrugdes adicionais

Vocé pode exportar instrucdes adicionais para outros projetos, além de copid-las e cold-las de um projeto para outro. Dé a cada
instrugdo um nome univoco para que ndo corra o risco de substituir acidentalmente uma outra instrugdo de mesmo nome.

Use visualizacdes de contexto

As visualizagdes de contexto permitem que vocé visualize a l6gica de uma instrugdo para localizago de falhas on-line instantanea e
simplificada de suas instrugdes adicionais. Cada instrucdo contém uma revisao, um histdrico de alteracdes e uma pagina de ajuda
autogerada.

(rie ajuda personalizada

Quando vocé cria uma instrugdo, vocé insere informagdes nos campos de descricao em caixas de dialogo, informagdes que tornam-se o
que é conhecido como Ajuda personalizada. A Ajuda personalizada facilita a obtengao de ajuda necessaria na implementacdo das
instrugdes.

Aplique a protecdo da fonte

Como o criador das instrugdes adicionais, vocé pode limitar os usudrios de suas instrugdes para acesso somente leitura ou barrar o
acesso a légica interna ou aos parametros locais usados pelas instrucdes. Esta protecao de fonte permite que vocé impega alteracdes
indesejadas as suas instrugdes, protegendo a propriedade intelectual.

(1)  Somente com programas padrdo.
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Organizador do controlador

=55 Controller Controller_Add_On_Instructions_Sa mples

i) Controller Tags
il Controller Fault Handler

L E3 Power-Up Handler

-8 Tasks
F1-£5 Motion Groups

[S®es) A dd-On Instructions

-} BSEL

DeltaT
InsertionSortDINT
- InsertionSortReal

Uma vez definidas em um projeto, as instrugdes adicionais se comportam de
modo similar &s instrugdes incorporadas nos controladores Logix5000. Elas
aparecem na barra de ferramentas de instrugoes para ficil acesso, da mesma
forma que as instrugoes.

Figura 33 - Instrucdes adicionais

Barra de ferramentas instrucdes

Inzere »

1 H h:l'| fon&
« + & Tavores h Add-On 4 Aarms X Bf A _lmeniounter A

ESEL DultaT  Imsert
iond

Acesse o objeto do médulo

@3 Add-0n Instruction Defintion - AQI_ModuleSts v1.0

General | Parameters® | Local Tags IScan Modes | Signature | Change History | Help |

134

O objeto MODULE fornece informagoes de status sobre um médulo. Para
selecionar um objeto de médulo em particular, defina o operando Nome do
Objeto da instrugio GSV/SSV para o nome do médulo. O médulo especificado
deve estar presente na se¢ao I/O Configuracio do organizador do controlador e
deve ter um nome de dispositivo.

Criar a Instrucao Adicional

Coma aplicagéo Logix Designer, versao e posterior, vocé pode acessar um
objeto MODULE diretamente a partir da instrucao adicional. Anteriormente,
vocé podia acessar os dados do objeto MODULE mas nio a partir da Instrucao
Adicional.

Vocé deve criar um parAmetro Referéncia de Médulo ao definir a instrugio
adicional para acessar os dados do objeto MODULE. Um parimetro de
Modulo de Referéncia ¢ um pardmetro InOut do tipo de dados do MODULE
que aponta para o objeto MODULE de um médulo de hardware. Vocé pode
usar os parimetros de referéncia do médulo tanto na légica da instrugao
adicional como na légica do programa.

el 7 Data Context: {&} ADI_ModuleSts <definition>

IS\

Get System Value —
Mame Usage |Dsta Type Alias For | Default Sy Class Name Module
Instance Name |10_ModRef
SELET . Pl gk Aftribute Name  EntryStatus
EnableOut Output  [BOOL 0 |De Dest EntrySts
ZBETAH
IQ_ModRef InCut MODULE |
&

Para obter mais informacoes sobre o parimetro referéncia de médulo, consulte
o Manual de programacio de instru¢des add-on para controladores Logix5000,

publicagio 1756-PMO010 ¢ a ajuda on-line para a aplicagio Logix Designer.
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O objeto MODULE usa os atributos a seguir para fornecer informagoes de
status:

e EntryStatus

o FaultCode

¢ Faultlnfo

o FWSupervisorStatus
o ForceStatus

e Instincia

e LEDStatus

e Modo

e Caminho

O Caminho do atributo estd disponivel com o aplicativo Logix Designer, que
fornece um caminho de comunicagao com o médulo.

Para obter mais informagdes sobre os atributos disponiveis no objeto
MODULE, consulte o Manual de referéncia de instru¢oes dos controladores

Logix, publicagao 1756-RM009.

Quando vocé adiciona uma instrugao GSV/SSV ao programa, sao exibidas as
classes de objeto, os nomes de objetos e os nomes de atributo para cada
instrucdo. Para tarefas padrio, ¢ possivel usar a instru¢io GSV para obter os
valores dos atributos disponiveis. Para a instru¢io SSV, somente sao exibidos
aqueles atributos cujas defini¢oes sio permitidas.

Alguns tipos de objetos aparecem repetidamente, pois vocé pode precisar
especificar o nome do objeto. Por exemplo, pode haver diversas tarefas na sua
aplicagao. Cada tarefa tem seu proprio objeto Tarefa que vocé acessa pelo nome
da tarefa.

Hé varios objetos ¢ atributos os quais ¢ possivel utilizar as instrugoes GSV e
SSV para monitorar e definir o sistema. Para obter mais informagdes sobre as
instrugoes GSV, SSV, objetos e atributos, consulte o Manual de referéncia de
instrugoes gerais dos controladores Logix, publicagao 1756-RM009, e Usar
instrugoes GSV/SSV na pdgina 182.
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Fatia de tempo de atraso
do sistema

O controlador Compact GuardLogix 5370 comunica-se com outros
dispositivos a uma taxa especificada (programavel) ou quando h4 tempo de
processamento disponivel para realizar analise da comunicagio.

O periodo de tempo de atraso do sistema especifica a porcentagem de tempo
que um controlador dedica a servico de comunicagao. Se tiver uma tarefa
continua, a fatia de tempo do diretdrio do sistema na guia Avancado da caixa de
didlogo propriedades do Controlador especifica a relagao comunicagao de
servigo/tarefa continua. Porém, se nao houver tarefa continua, a fatia de tempo
de atraso nao tem efeito.

A tabela mostra a relagao entre a tarefa continua e a comunicagao de servico em
varios periodos de tempo de atraso do sistema.

Tabela 22 - Relagdo entre tarefa continua e comunicagao de servico

Fatia deste momento A tarefg continuaestaem | A comunicacao de servico ocorre por até
operacao
10% 9ms Tms
20% 4ms Tms
25% 3ms Tms
33% 2ms Tms
50% Tms Tms
66% Tms 2ms
75% Tms 3ms
80% Tms 4ms
90% Tms 9Ims

Conforme mostrado em Tabela 22, se a fatia de tempo de atraso do sistema for
menor ou igual a 50%, a duragio permaneceré fixa em 1 ms. O mesmo se aplica
para 66% e superior, exceto quando hd vérios intervalos de 1 ms. Por exemplo,
a66% hé dois intervalos de 1 ms de tempo consecutivo ¢ a 90% ha nove
intervalos de 1 ms de tempo consecutivo.
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Configurar a fatia de tempo do diretorio do sistema

Para configurar a fatia de tempo de atraso do sistema, siga este procedimento.

1. No organizador do controlador, clique com o botio direito do mouse no
controlador e escolha Propriedades.

A caixa de didlogo Propriedades do Controlador aparece.
2. Clique na guia Avangado.

3. Insira um valor numérico na caixa Fatia de Tempo do Diretério do
Sistema.

4. Use Executar Tarefa Continua (padrio) ou Reservar para Tarefas do
Sistema.

e Clique em executar Tarefa Continua quando nio houver
comunicagio ou tarefas de fundo a processar; o controlador retorna
imediatamente a tarefa continua.

e Clique em Reservar para Tarefa do Sistema para alocar toda a fatia de
tempo de 1 ms se o controlador tiver tarefas de fundo ou
comunicagio para executar antes de retornar a tarefa continua. Isto
permite que vocé simule uma carga de comunicagio no controlador
durante projeto e programagio antes que IHMs, mensagens
controlador a controlador, ¢ assim por diante, sejam ajustadas.

5. Clique em OK.

@ Controller Properties - develop_applications =] @
| MNonvolatile Memory I Memory I Intemet Protocol | Port Corfiguration I Networkc | Security I Alam Log |
General | Major Faults I Minor Faults I Date/Time | Advanced ‘ SFC Execution | Project |
Contraller Fault Handler:  [RETRS =
Power-Up Haridler: none> -
System Overhead o0 =
Time Slice: =

During unused System Overhead Time Slice
© Run Continuous Task

") Reserve for System Tasks, eq Communications

[] Match Project to Controller

Senial Number: |0

[ Allow Consumed Tags to Use RP| Provided by Producer
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Observacoes:
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Este capitulo explica os componentes que formam um projeto de seguranga e

oferece informagoes sobre o uso de recursos que ajudam a proteger a
integridade da aplicagio de seguranga, como assinatura de tarefa de seguranga e
o bloqueio de seguranca.

Para obter orientagdes e especificagdes para o desenvolvimento e
comissionamento de aplicagoes de seguranca SIL 3 e PLe, consulte o Manual de

referéncia de seguranga dos sistemas de controle GuardLogix® 5570 ¢ Compact

GuardLogix" 5370, publicagao 1756-RM099.

Esse manual de referéncia de seguranga abrange o seguinte:

Criar uma especificagio de projeto detalhada

Gravar, documentar e testar o aplicativo

Gera a assinatura de tarefa de seguranca para identificar e proteger o
projeto

A confirmagio do projeto por meio da impressao ou exibi¢ao do projeto

carregado e da comparac¢io manual das configura¢oes, dados de
seguranca ¢ logica do programa de seguranca

A verificagao do projeto por meio de casos de teste, simulagoes, testes de
verificagao funcional e uma revisao de seguranca independente, se
necessaria

Bloquear o aplicativo de seguranca

Calcular o tempo de reagao do sistema
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A tarefa de seguran¢a Quando se cria um projeto de controlador de seguranca, a aplicagio Logix

Designer cria automaticamente uma tarefa de seguranca com um programa de
seguranga ¢ uma rotina (de seguranca) principal.

Figura 34 - Tarefa de seguranca no organizador do controlador

=3 Contraller S0_safetycontraller =

----- [ Power-Up Handler
B3 Tasks

B8 MainTask,
-8 MainProoram
E-5] SafetyTask
Eg; SafetyProgram

Prograr Tags
MainF.outine
-] Unscheduled Programs

Na tarefa de seguranga, vocé pode usar varios programas de seguranga,
compostos por varias rotinas de seguranga. O controlador GuardLogix suporta
uma tarefa de seguranca. A tarefa de seguranca nao pode ser removida.

Nao ¢ possivel agendar programas padrio ou executar rotinas padrio na tarefa
de seguranca.

Especificacao do periodo da tarefa de seguranca

A tarefa de seguranga ¢ uma tarefa periédica. Vocé seleciona a prioridade da
tarefa e o tempo de watchdog na caixa de didlogo Propriedades da tarefa —
Tarefa de Seguranca. Abra a caixa de didlogo, clique com o botao direito na
tarefa de seguranca e escolha Propriedades.

Figura 35 — Configuragao do periodo da tarefa de seguranca

@ Task Properties - SafetyTask =) |
[ Gangrgl Configuration .\ Program / bhasg Schedule MDH\&FIH

Type: Periodic -

Period: 20 ms

Priority: 10 < (Lower Number Yields Higher Priority)

Watchdog: 20.000 ms

[ i
[ 0K J | Cancel Apply Help

A tarefa de seguranca ¢ uma prioridade alta. O perfodo (em ms) e o watchdog
(em ms) da tarefa de seguranga precisam ser especificados. O perfodo da tarefa
de seguranca ¢ o periodo no qual a tarefa de seguranga ¢ executada. O watchdog
¢ 0 tempo maximo permitido do inicio da execucio da tarefa de seguranca até o
término.
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Programas de seguranga

O periodo da tarefa de seguranca estd limitado a um maximo de 500 ms ¢ nao
pode ser modificado on-line. Certifique-se de que a tarefa de seguranca tenha
tempo suficiente para a execugio da logica antes de ser disparada novamente. Se
ocorrer um tempo-limite do watchdog da tarefa de seguranga, serd gerada uma
falha de seguranga irrecuperével no controlador de seguranca.

O periodo da tarefa de seguranca afeta diretamente o tempo de reagao do
sistema.

O Manual de referéncia de seguranca dos sistemas de controle
GuardLogix 5570 e Compact GuardLogix 5370, publica¢ao_1756-RM099,

fornece informagées detalhadas sobre como calcular o tempo de reagao.

Execucao da Tarefa de Seguranca

A tarefa de seguranca ¢ executada da mesma forma que uma tarefa periddica
padrio, com as seguintes excegoes:

e A tarefa de seguranga niao comega a execugio até que os controladores
primdrio e o parceiro de seguranca estabelecam uma parceria de controle.
(As tarefas padrao serdo executadas assim que o controlador passar para
o modo de operagio)

o Todos os tags de entrada de seguranga (entradas, consumidos e
mapeados) sao atualizados e congelados no inicio da execugio da tarefa
de seguranga.

Consulte a pagina 154 para obter informagées sobre o mapeamento de
tags de seguranga.

o Osvalores do tag de saida de seguranca (saida e produzida) sao
atualizados na conclusao da execugio da tarefa de seguranca.

Os programas de seguranga apresentam todos os atributos de programas
padrio, porém eles s6 podem ser programados na tarefa de seguranca e podem
conter somente componentes de seguranca. Programas de seguranga apenas
podem conter rotinas de seguranca. Uma rotina de seguranca deve ser
considerada a rotina principal, e outra rotina de seguranga pode ser considerada
arotina de falha.

Eles nao podem conter rotinas padrio ou tags de seguranca.
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Rotinas de seguranca

Tags de seguranca

142

As rotinas de seguranca apresentam todos os atributos de rotinas-padrao, mas

POde existir apcnas ¢m um programa dC scgurancga. Neste momento, somente

o diagrama de légica ladder ¢ suportado para rotinas de seguranca.

DICA Orecurso de marca d "dgua distingue visualmente uma rotina de sequranca de uma
rotina-padrao.

B SafetyProgram - MainRoutine* [e@] =]

B SAES 3B :d...v >

o @

(End)

il

Marca

MainRoutine” [ MamRoutine™

< |l G

Uma tag ¢ uma drea da memoria do controlador onde os dados sio
armazenados. Os tags sao o mecanismo basico de alocagio de memoria, a
referéncia de dados da légica e o monitoramento de dados. As tags de seguranca
apresentam todos os atributos de tags padrao com a adi¢ao de mecanismos
certificados para oferecer a integridade de dados SIL 3.

Quando um tag ¢ criado, vocé atribui as propriedades a seguir:
e Nome
¢ Descrigio (opcional)
e Tipo de tag
e Tipode dados
e Escopo
e Classe
e Estilo

e Acesso externo
Vocé também pode especificar se o valor da tag ¢ uma constante.
Para criar uma tag de seguranca, abra a caixa de didlogo Nova Tag clicando com

o botao direito nas Tags do Controlador ou nas Tags do Programa e escolha

Nova Tag.
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Figura 36 — Criando um novo tag

7

New Parameter or Tag lﬁ

Name:

Description:

Usage:

Type:
Alias For:

Data Type:

Parameter
Connection:

Scope
Class:

External
Access:

Style:

[ Constant

Sequencing
Open Configuration

Open Parameter Connections

|
e Cancel
— Help .

[Local Tag |
Base ¥] | connection
DINT |*1
1'iSﬂﬂat}.ﬁ?mgn‘:lm -
Safety -
{Read,‘Wril& -
{Decimal v

Tipo de tag

Tabela 23 define os quatro tipos de tags.

Tabela 23 — Quatro tipos de tag

Tipo de tag

Descri¢ao

Tag de base

Estes tags armazenam valores para uso pela ldgica dentro do projeto.

Tag de alias

Um tag relacionado a outro. Um tag sindnimo pode se relacionar a outro semelhante ou a um
tag de base. Da mesma forma, pode-se referir a um componente de outro tag relacionando-se
a um membro de uma estrutura, a um elemento de vetor ou a um bit em um tag ou membro.
IMPORTANTE: Nao use tags do alias entre tags padrao e de sequranca em aplicacdes de
seguranca. Em vez disso, os tags padréo podem ser mapeados para tags de seguranca usando
um mapeamento de tags de seguranga. Consulte Mapeamento de tags de seguranca na
pdgina 154.

Tag produzida

Um tag disponibilizado pelo controlador para uso por outros controladores. No maximo 15
controladores podem consumir (receber) simultaneamente os dados. Um tag produzido envia
dados a um ou mais tags em consumo sem usar a ldgica. Os dados da tag produzida sao
enviados no RPI da tag em consumo.

Tag consumida

Um tag que recebe os dados de um tag produzido. O tipo de dados do tag consumido precisa
corresponder ao tipo de dados do tag produzido. O Intervalo do Pacote Requisitado (RPI) da
tag consumida determina o periodo de atualizacdo dos dados.

Publicagdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016 143



Capitulo 9

Desenvolver aplicacdes de sequranca

144

Tipo de dados

O tipo de dados define o tipo de dados que a tag armazena, como um bit ou um
numero inteiro.

Os tipos de dados podem ser combinados para formar estruturas. Uma
estrutura oferece um tipo de dado tinico que atende a uma necessidade
especifica. Nessa estrutura, cada tipo de dados ¢ denominado um membro.
Como os tags, os membros tém um nome ¢ um tipo de dados. Vocé pode criar
suas proprias estruturas, como tipos de dados definidos pelo usuério.

Os controladores Logix apresentam tipos de dados predefinidos para uso em
instrugoes especificas.

Esses tipos de dados sao permitidos para tags de seguranca.

Tabela 24 - Tipos de dados validos para tags de seguranca

AUX_VALVE_CONTROL DCI_STOP_TEST_MUTE MANUAL_VALVE_CONTROL

BOOL DINT MUTING_FOUR_SENSOR_BIDIR

CAM_PROFILE DIVERSE_INPUT MUTING_TWO_SENSOR_ASYM

CAMSHAFT_MONITOR EIGHT_POS_MODE_SELECTOR MUTING_TWO_SENSOR_SYM

(B_CONTINUOUS_MODE EMERGENCY_STOP MOTION_INSTRUCTION

(B_CRANKSHAFT_POS_MONITOR ENABLE_PENDANT PHASE

(B_INCH_MODE EXT_ROUTINE_CONTROL PHASE_INSTRUCTION

(B_SINGLE_STROKE_MODE EXT_ROUTINE_PARAMETERS REDUNDANT_INPUT

CONFIGURABLE_ROUT FBD_BIT_FIELD_DISTRIBUTE REDUNDANT_OUTPUT

CONNECTION_STATUS FBD_CONVERT SAFETY_MAT

CONTROL FBD_COUNTER SERIAL_PORT_CONTROL
COUNTER FBD_LOGICAL SFC_ACTION
DCA_INPUT FBD_MASK_EQUAL SFC_STEP

DCAF_INPUT FBD_MASKED_MOVE SFC_STOP
DCI_MONITOR FBD_TIMER SINT

DCI_START FIVE_POS_MODE_SELECTOR STRING

DCI_STOP INT THRS_ENHANCED

DCI_STOP_TEST LIGHT_CURTAIN TIMER

DCI_STOP_TEST_LOCK MAIN_VALVE_CONTROL TWO_HAND_RUN_STATION

Escopo

O escopo de um tag determina o local de acesso possivel a dados do tag.
Quando vocé cria um tag, define-o como um tag do controlador (dados
globais) ou um tag de programa para uma seguranca especifica ou um programa
padrao (dados locais). Os tags de seguranga podem ser do controlador ou do
programa de seguranga.
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Tags com escopo no controlador

Quando as tags sao com escopo no controlador, todos os programas tém acesso
aos dados de seguranga. Os tags precisario ter escopo no controlador se forem
usados no seguinte:

e Mais de um programa no projeto

e Para produzir ou consumir dados

e Para se comunicar com um terminal PanelView ™

e Em mapeamento de tags de seguranca

Consulte Mapeamento de tags de seguranca na pagina 154 para obter
mais informagoes.

E possivel fazer a leitura de tags de seguranca com escopo no controlador, mas elas
nao podem ser gravadas por rotinas-padrao.

IMPORTANTE 0s tags de seguranca do controlador sdo lidos por qualquer rotina
padrao. A taxa de atualizacdo do tag de sequranca estd baseada no
periodo de tarefa de seguranca.

Tags associadas a E/S de seguranca e dados de seguranga produzidos ou
consumidos precisam ser tags de seguranga com escopo no controlador. Para
tags de seguranca produzidos/consumidos, ¢ necessario criar um tipo de dados
definido pelo usudrio com o primeiro membro da estrutura do tag reservada
para o status da conexdo. Esse membro ¢ um tipo de dados predefinido
denominado CONNECTION_STATUS.

Tabela 25 — Recurso adicional

Recurso Descricao

Manual dos controladores de E/S Logix5000™ e de programacdo | Fornece instrugdes para a criagdo de tipos de
de dados de tag, publicacdo 1756-PM004 dados definidos pelo usuério

Tags com escopo no programa

Quando as tags s3o com escopo no programa, os dados sao isolados de outros
programas. A reutiliza¢io de nomes de tags do programa ¢ permitida entre
programas.

As tags de seguranga com escopo no programa de seguranga podem ser lidas ou
gravadas somente por meio de uma rotina de seguranca com escopo no mesmo
programa de seguranca.

Classe

As tags de seguranca podem ser classificadas como padrio ou de seguranca.
Os tags classificados como tags de seguranga devem ter um tipo de dados
permitido para esses tags.

Quando vocé cria tags do programa, a classe ¢ automaticamente especificada,
dependendo se o tag foi criado em um programa padrao ou de seguranga.

Quando criar tags do controlador, vocé deve selecionar a classe do tag
manualmente.
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Tags de seguranca
produzidas/consumidas

Valor constante

Ao designar uma tag como um valor constante, nio ¢ possivel modificé-la pela
légica no controlador ou por uma aplicagio externa, como um IHM. Tags de
valor constante nao podem ser forgadas.

A aplicagao Logix Designer pode modificar os tags padrao constantes e os tags
de seguranca desde que uma assinatura de tarefa de seguranca nao esteja
presente. As tags de seguran¢a ndo podem ser modificadas se uma assinatura da
tarefa de seguranca estiver presente.

Acesso externo

O acesso externo define o nivel de acesso permitido para dispositivos externos,
como um IHM, para ver ou modificar os valores das tags. O acesso pela
aplicacio Logix Designer nio ¢ afetado por este ajuste de parimetro. O valor
padrao ¢ ler/escrever.

Tabela 26 — Niveis de acesso externo

Configuracdo doacesso | Descricao

externo

Nenhuma 0s tags ndo sao acessiveis a partir de fora do controlador.

Somente leitura 0s tags podem ser navegados ou lidos, mas ndo gravados de fora do controlador.
Leitura/escrita 0s tags padrao podem ser navegados, lidos ou gravados de fora do controlador.

Para tags iguais, o tipo de acesso externo ¢ igual ao tipo configurado para o tag
alvo de base.

Para compartilhar dados de seguranga entre controladores Compact
GuardLogix, vocé utiliza tags de seguranga produzidas e consumidas. Tags
produzidas e consumidas necessitam de conexdes. O tipo de conexao-padrio
para tags produzidas e consumidas ¢ unicast.

Tabela 27 — Conexdes produzidas e consumidas

Tag Descri¢ao da conexao

Produzida Um GuardLogix ou um controlador Compact GuardLogix pode produzir (enviar) tags de sequrana
a outros GuardLogix ou a controladores GuardLogix.

0 controlador produtor utiliza um Gnica conexao para cada consumidor.

Consumida GuardLogix ou um controlador Compact GuardLogix pode consumir (receber) tags de seguranca a
outros GuardLogix ou a controladores GuardLogix.

(ada tag consumido utiliza uma conexao.

Os tags de seguranca produzidos e consumidos estao sujeitos as restri¢oes a
seguir:
e Somente os tags de seguranga com escopo no controlador podem ser
compartilhados.
e Os tags de seguranca produzidos e consumidos estao limitados a 128
bytes.

e Os pares de tags produzidos/consumidos precisam apresentar o mesmo
tipo de dados definido pelo usudrio.
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¢ O primeiro membro do tipo de dados definido pelo usudrio precisa ser o

tipo predefinido de dados CONNECTION_STATUS.

¢ O RPI da tag de seguranga consumida precisa ser compativel com o
periodo da tarefa de seguranga do controlador GuardLogix produtor.

Para configurar adequadamente as tags de seguranga produzidas e consumidas
para compartilhar dados entre controladores de seguranca peer, deve-se
configurar adequadamente os controladores de seguranga peer, produzir uma
tag de seguranga e consumir uma tag de seguranca, conforme descrito abaixo.

Configure os numeros da rede de seguranca dos controladores de
seguranca peer

O controlador de seguranca peer esta sujeito as mesmas especificagoes de
configuragio que o controlador de seguranca local. O controlador de seguranca
peer também deve ter um numero de rede de seguranca (SNN).

Siga estas etapas para copiar e colar o SNN.

1. Adicione o controlador produtor a arvore de E/S do controlador

consumidor.

DICA 0 mesmo controlador de produgao nao deve aparecer mais do que uma vez
na arvore de E/S do seu controlador ou um erro de verificagao ocorre.

=-E31/0 Configuration
=80 1769 Bus
| | @ [0] 1769-L33ERMS GLX_consumel Controlador consumidor
=-&s Ethernet
@k 1769-L33ERMS GLX_consume
| & 1769-L33ERMS GLX_produce | Controlador produtor

2. No projeto do controlador produtor, clique com o botio direito do
mouse no controlador produtor e escolha Propriedades do Controlador.

3. Cliqueem ..  para abrira caixa de didlogo Numero da rede de

scguranga.
ﬁ Controller Properties - GLX_produce =] -
i_N_qu_\gp_lalil__s__Memuny [ Memory \ Intemet Protocol ] Poart Cc i | Network | Security | Alarm Log |
General Major Faults | Minor Faults l Date/Time | Advanced I SFC Execution I Project J Safety I
Vendor: Allen-Bradley
Type 1769-LI3ERMS Compact GuardLogix® 5370 Safety Controller Change Controller...
Revision: 28.001
MName: k}LXfpmduce
Description: e
<none> v
0 ¢
Safety Network
Number 3EOF_0406_6D08 |
7{1/20151:45:23.992 PM
Comm ]| s |[ren )
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4. Clique em Copiar para copiar o controlador produtor do SNN.

Safety Network Number
| Generte |
10/23/2015 4:16:46.402 PM
O Manual
EtherNet/IP {Decimal)
Number:
|3E81_0459_FD42 (Hex) Cony
Paste
Set -
| Concel | [ Heb

5. No projeto do controlador consumidor, clique com o botao direito do
mouse no controlador produtor e escolha Propriedades do Médulo.

6. Clique em | .. | para abrir a caixa de didlogo Namero da rede de

segur anca.
) Module Properties: Local:0 (1769-L33ERMS 28.001) =R (EcR(=
| General” | Connection | Module nfo | Intemet Protacol | Por Configuration | Network | Time Sync|
Type: 1769-.33ERMS Compact GuardLogix® 5370 Safety Controller
Vendor: Allen-Bradley
Parent: Local Ethernet Address
Name: GLX_produce l:J Private Network: 192.168.1. :
Desciption: (®) [P Address: 192 .168 . 10 . 25

Module Definition

Revision:

Connection:

Status: Offline

Electronic Keying:

28.001 Safety Network
Compatible Module Number:
None

10/23/2015 4:37:50.797 PM

OK Cancel Apply Hep |
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Caixa de didlogo Propriedades do controlador no projeto produtor

7. Cole o SNN do controlador produtor no campo SNN e clique em OK.

Format:
(®Time-based
10/23/2015 4:16:46.402 PM

O Manual
(Decimal)
Number:

EtherNet/IP;
B ||3E81_0459_FD42|

| Hex)

Os numeros da rede de seguranga combinam.

(aixa de didlogo Propriedades do Mddulo no projeto do consumidor

. M - = |
Lo ] O ||
| Nomwolatie Memory |  Memory | Mework | Secuity | Aemiog | = :
Geerel [ bajor ol orFoud o s Tiws [ etz [ SO Exscuion s [ Projec s [ Soleny General” | Comnection | Modue Ifo | Itemet Protocol | Por Corfiguration | Network | Trme Symne]
Type: Apact
Vandor: AareBredley
Vendor: Alenradey
Tope: 1769-L33ERMS Compact GuardLogix® 5370 Satety Cantroller Contraller. Parent: Local Ethernat Address
Revision 28.001 Nome: | 6Lx_produce OPivate Network:  192.168.1.
Home LA producs tzrnas | A @padgess: | 192168 0 . 35 |
Description -
Moduie Defiition R T
- .  Change ...
evision: 28.001 Safety Netwark %81.0%0_%D |
= 5 E e N |
0 Seloty ParworSiot GalarmeD Connection: None 10/23/2015 4:37:50.797PM
Sefety
b i 3E0F_0406_6008 |j
AU T
ok ][ cence Bpply Help Status: Offioe. oK Cancel Aoty Heo |
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Alterar a codificacao eletrénica
Para alterar a codificagio eletronica, siga estas etapas.
1. No projeto do controlador consumidor, clique com o botao direito do
mouse no controlador produtor e escolha Propriedades do Médulo.
2. Clique em Alterar na area Defini¢ao do médulo.
m Module Properties: Local:0 (1769-L33ERMS 28.001) =N R ===
General™ | Connection | Module Info | Intemet Protocal | Port Configuration | Network | Time Sync
Type: 1769-.33ERMS Compact GuardLogix® 5370 Safety Controller
Vendor: Allen-Bradley
Parent: Local Ethernet Address
Name: GLX_produce (O Private Network: 152.168.1,
Description: (@) P Address: 192 .168. 10 . 25
HedieLs Advanced...
Revision: 28.001 Safety Network 3310460 980 | [.]
Electronic Keying: Compatible Module Number: ) - = il
Connection: e 10/23/2015 4:37:50.797 PM
Status: Offiine 0K Cancel Apply Help
Aparece a caixa de didlogo Defini¢ao do médulo.
3. A partir do menu suspenso Codificacio eletronica, escolha o que for
apropriado para sua aplicacio.
Module Definition* “
Revision: 28 v 001 H
Electronic Keying: [ compatible Module v
= Match
m
Disable Keying
| OK ) Cancel Help
IMPORTANTE  Sevocé estiver consumindo tags de sequranca, entdo € preciso
escolher entre Correspondéncia exata ou Mddulo compativel a partir
do menu suspenso.
Escolha a desabilitacao do chaveamento apenas quando as tags
padréo forem consumidas.
4. Clique em OK para fechar a caixa de didlogo Defini¢io do médulo e
corrigir o problema.
5. Clique em OK para fechar a caixa de didlogo Propriedades dos Médulos
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Produzir uma tag de seguranca

Siga este procedimento para produzir uma tag de seguranga.

1. No projeto dos controladores de produgio, crie um tipo de dados
definido pelo usudrio escolhendo a estrutura dos dados a serem
produzidos.

Certifique-se de que o primeiro membro dos dados ¢ o tipo

CONNECTION_STATUS.
2. Com o botio direito, clique em Tags do controlador e escolha Nova Tag.

3. Defina o tipo como Produzido, a classe como Seguranca e o tipo de
dados como o tipo definido pelo usudrio que foi criado na etapa 1.

4. Clique em Conexao ¢ insira o nimero de consumidores.

New Tag ﬁ
Description: ~ (i Gancel ]
Hep |
- Produced Tag Connection E
Connacion | Stans.
Usage: <controller> -
MecConsumers: [ = | Advonced.. |
Type: [Produced ~ || gonnecion. | N s )
Sgnd Data State Change Event To Consumer(s)
Alias For: [ j
Data Type: myPCType
Parameter ‘ j
Connection: OK [ cancet | [ How
Scope & GLX_produce -
Class: [Snlaty -] H

5. Clique em Avangado se quiser mudar o tipo de conexdo ao tirar a sele¢io
de “Permitir conexdes Unicast do consumidor”.

Advanced Options [

Multicast Connection Options

Use the following options to configure multicast connection behavior to this produced tag.

Minimum RPI: =|ms
Maximum RPI: ~oms
Provice Default RP1 to Consumer for Out-of-Range Requests

Default RPI: ms

Unicast Connection Dptions
Use the following options to configure unicast connection behavior to this produced tag.

| Allow Unicast Consumer Connections; |

oK [ Cancel | [ Heln

6. Clique em OK.
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Consumir dados de tags de seguranca

Siga estas etapas para consumir os dados produzidos por outro controlador.
1. No projeto do controlador consumidor, crie um tipo de dado definido
pelo usudrio idéntico ao criado no projeto do produtor.

DICA Esse tipo pode ser copiado do projeto produtor e colado no projeto
consumidor.

2. Com o botio direito, clique em Tags do controlador e escolha Nova Tag.

3. Defina o tipo como Consumida, a classe como Seguranga e o tipo de
dados como o tipo definido pelo usudrio que foi criado na etapa 1.

4. Clique em Conexio para abrir a caixa de didlogo conexao de tag

consumido.
New Tag ﬁ
Description [emEancel
Help
= Consumed Tag Connection —
Connaction

Usage: <contraller> - onnecion \aiata i

Eroducer. GLX_produca -
Type: Consumed % I Connection... I — Remote Data valF
Alias For [ =~ (Tag Meme o Instance Number)

BP 2 ms @ The RFi must match the setety task pesiod of the producing

cotroler

Data Type: myPCType

¥ Use Unicazt Connaction over EtharheyiP
Parameter -
oo | &
Scope: &F GLX_consume -

: [ox ][ concal Help
Class Selety - £ |
1}

5. No menu suspenso produtor, selecione o controlador que produz os

dados.

6. No campo de dados remoto, digite 0 nome da tag produzida.

7. Clique na guia Seguranga.

rConsumed Tag Connection ﬁ
| Connection | delsms
Requested Packetintervel (RF;. | 1= ms (1-500)
Connection Reaction Time Limit 60.0 ms
M Network Delay: 00| ms @l .
[ ok cancel || Help
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Projeto Consumidor

No campo intervalo do pacote requisitado (RPI), digite o RPI paraa
conexdo em incrementos de 1 ms. O padrio ¢ 20 ms.

A RPI especifica o periodo quando os dados atualizam através de uma
conexdo. O RPI do tag de seguranga consumido precisa ser compativel
com o periodo da tarefa de seguranga do projeto produtor de seguranga.

Projeto Produtor

Consumed Tag Connection

e o o]

ﬁ Task Properties - SafetyTask

| Connection | Safety | Staws

Connection Reaction Time Limit

Max Network Delay-

Bequested PacketInterval (RF1):

Hl = ms (1-500)

400 ms

00/ ms | ResetMax |

Publicagdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016

| Generai| Configuration | Frogram Phase Schedule | Monitor|

Advanced...
Type: Periodic v
Period: ﬂ- ms
Priority 10 + (Lower Number Yields Higher Priority)

Watchdog: 20.000 ms

O limite de tempo de reagio da conexio ¢ a idade maxima dos pacotes de
seguranca na conexao associada. Para limita¢ées de tempo simples, vocé
pode atingir um limite de tempo de reagio de conexdo aceitével ajustando o

RPL

Atraso méximo de rede ¢ o atraso maximo de transporte observado
desde 0 momento de produgao dos dados até o momento no qual sao
recebidos. Quando online, clique em Reiniciar Mdx para reiniciar o
atraso de rede Max.

Se o limite do tempo de reacio da conexio for aceitdvel, clique em OKj;
ou, para especificagdes mais complexas, clique em Avangado para definir
os parimetros avangados do limite de tempo de reagao da conexao.

=)

Advanced Connection Reaction Time Limit Configuration

Requested Packet Interval (RPI): 20] = ms (1-500)

Timeout Muliplier: 25 0-9
Netwark Delay Multiplier: 20012 % of RPI (10 - 600%)

Connection Reaction Time Limit: 80.0 ms

Lo ]|

Cancel Help J

O campo Multiplicador de tempo-limite determina o niimero de RPIs
para aguardar um pacote antes de declarar o tempo-limite de conexao.

O campo Multiplicador de atraso de rede define o tempo de transporte
da mensagem imposto pelo protocolo de seguranga CIP. Esse campo
especifica o atraso do ciclo completo do produtor até o consumidor e de
volta ao produtor. Vocé pode usar o campo Multiplicador de atraso de
rede para aumentar ou diminuir o Limite do tempo de reagio de
conexao.
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Tabela 28 — Recursos adicionais

Recurso Descri¢ao

Estimate Requested Packet Interval na pdgina 85 | Fornece mais informagdes sobre a configuracao do RPl e

e entendimento sobre a Max. Atraso de rede; Multiplicador de
Module Fault Related to RPI Estimates na tempo-limite e Multiplicadores de atraso de rede afetam o
pagina 86 tempo de reagdo de conexdo

Manual de programacao de tags consumidas e Fornece informagdes detalhadas sobre como usar tags de
produzidas dos controladores Logix5000™, seguranca produzidos e consumidos

publicacdo 1756-PM011

Mapeamento de tags Os tags padrao com escopo controlado nao podem ser acessados diretamente

de seguranca

por uma rotina de seguranca. Para permitir que os dados padrao da tag sejam
usados em rotinas de tarefa de seguranga, os controladores GuardLogix

oferecem um recurso de mapeamento de tag de seguranga que permite que os

valores padrio de tag sejam copiados na memoria da tarefa de seguranca.

Restricoes

O mapeamento de tags de seguranga estd sujeito as seguintes restrigoes:

o par de tags de seguranca ¢ padrio precisa ser do controlador.

os tipos de dados do par de tags de seguranca e padrio devem
corresponder.

nao sao permitidos tags alias.

0 mapeamento precisa ocorrer no nivel do tag inteiro. Por exemplo,
myTimer.pre nio serd permitido se myT'imer for um tag TIMER.

um par de mapeamento ¢ um tag padrio mapeado em um tag de
seguranga.

nao ¢ possivel mapear uma tag padrao em uma tag de seguranga que foi
designada como uma constante.

o mapeamento de tags nio pode ser modificado quando o seguinte for
verdade:

— o projeto estd com bloqueio de seguranca.

- uma assinatura de tarefa de seguranga existir.
— achave seletora estd na posi¢ao RUN.

— existir uma falha de seguranca irrecuperavel.

— existir uma parceria invalida entre o controlador principal e o parceiro
de seguranga.

ATENGAO: Quando usar dados padrao em uma rotina de sequranca,
vocé deve verificar que os dados sdo usados de forma adequada. 0
uso de dados padrdo em um tag de seqguranca nao os torna dados de
seguranca. Nao é possivel controlar diretamente uma saida de
seguranca SIL 3/PLe com dados de tag padrao.

Consulte o Manual de referéncia de seguranca dos sistemas de sistemas
de controle GuardLogix 5570 e Compact GuardLogix 5370, publicacdo
1756-RM099, para mais informacdes.
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Criar pares para mapeamento de tags

1. Escolha Tags de seguranca de mapeamento no menu Logic para abrir a
caixa de didlogo Mapeamento de tags de seguranca

-

Safety Tag Mapping IQ@J

| Standard TagMName o *®| Safety Tag Name “I I Close J
|

* | -

Delete Row | *

L

2. Adicione um tag existente a coluna Nome de tag padriao ou Nome de tag
de seguranca digitando o nome do tag na célula ou escolhendo um tag do
menu.

Clique na seta para exibir uma caixa de didlogo do navegador de tags
filtrados. Se vocé estiver na coluna Standard Tag Name, o navegador
exibird somente tags padrao do controlador. Se vocé estiver na coluna
Safety Tag Name, o navegador exibira tags de seguranga do controlador.

-

Safety Tag Mapping | X ‘
Standard TagName &+ | Safety Tag Name “I [ Close J
L2 :Il r 1
Y. - Show: Al Tags -
IName ::Ilea Type IDescription -+
o In_Out DINT
o) POINT _inout:| AB1791ES_IBBX
I POINT inout:0 AB1791ES 1BBX !
Show controller tags [ Show standard tegs
Show program tags Show safety tags

3. Adicione um novo tag na coluna Nome de tag padrio ou Nome de tag de
seguranca clicando com o botio direito do mouse na célula vazia e
selecionado Nova Tag e digitando o nome da tag na célula.

4. Clique com o botio direito do mouse na célula e escolha Nova tagname,
onde tagname ¢ o texto inserido na célula.
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Protecao de aplicacoes de
seguranca

156

Monitorar o status de mapeamento de tags

A coluna a esquerda da caixa de didlogo Mapeamento de tags de seguranca
indica o status do par mapeado.

Tabela 29 - icones de status de mapeamento de tags

Conteudo da Descri¢ao
célula
Vazia 0 mapeamento de tag é valido.
Quando off-line, o icone X indica que 0 mapeamento do tag € invélido. Vocé pode mudar para
: outra sequéncia ou fechar a caixa de didlogo mpeamento de tag de seguranca.
Quando on-line, um mapeamento de tags invélido resulta em uma mensagem informando o
motivo do mapeamento invalido. Vocé ndo pode mudar para uma sequéncia diferente ou
fechar a caixa didlogo Mapeamento de tags de seguranca se ocorrer um erro de mapeamento
de tags.
III Indica a sequéncia atualmente em enfoque.
Representa a sequéncia Criar nova tag mapeada.
Representa uma edicdo pendente.

(1) 0 mapeamento de tags também € analisado durante a verificacdo do projeto. 0 mapeamento invalido de tags resulta em um
erro de verificacdo do projeto.

Para obter mais informagoes, consulte as restri¢oes de mapeamento de tag na

pagina 154.

E possivel proteger o programa aplicativo de mudangas nio autorizadas por
meio do bloqueio de seguranga no controlador e gerando e gravando a
assinatura de tarefa de seguranca.

Bloqueando o controlador com trava de seguranca

O controlador GuardLogix pode ter uma trava de seguranga para proteger os
componentes de controle relacionados 4 seguranca de modificagoes. O recurso
de trava de seguranca se aplica apenas a componentes de seguranga, tais como
tarefa de seguranca, programas de seguranca, rotinas de seguranga, instrugoes
adicionais, tags de seguranca, E/S de seguranca ¢ assinatura de tarefa de
seguranga.

Quando o controlador estiver protegido, as seguintes agoes nio serao
permitidas na parte de seguranca da aplicagio:

e cdi¢io ¢ programagio on-line/off-line (inclusive Instru¢des Adicionais
de seguranca)

e forgaraE/S de seguranca

¢ mudando o estado de inibi¢ao da E/S de seguranga ou as conexdes

produzidas
o manipulagio de dados de seguranga (exceto pela l6gica de rotina de
seguranga)

e criagdo ou remogao da assinatura de tarefa de seguranga
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DICA 0 texto do botdo de status de seguranca da barra on-line indica o status da trava de

seguranca.
Offline A. F RUN b
No Forces >, ;OK (i
No Edits 2 ] ::‘;ergysmrage
Botdes de status de sequranca | Safety Unlocked %3 i

A bandeja da aplicacao também exibe os sequintes icones para indicar o status de
trava de seguranca do controlador de sequranca:

- L, = Controlador protegido
. ;.51, = (ontrolador Desprotegido

E possivel bloquear por seguranca o projeto do controlador,
independentemente do estado on-line ou off-line da fonte original do
programa. No entanto, nenhuma imposi¢ao de seguranga ou edigio de
seguranca online pendente pode existir.

Os status bloqueado por seguranga e desbloqueado por seguranga nio podem
ser alterados quando a chave seletora estd na posicio RUN.

DICA  Asacoes de trava ou desbloqueio de sequranca sao armazenadas no registro do
controlador.

Para mais informag6es sobre acesso ao log do controlador, consulte o Manual de
programacao de status e informacdes de controlador dos controladores
Logix5000™, publicagao 1756-PM015.

Vocé pode travar e destravar por seguranga o controlador na guia seguranca da caixa
de didlogo Propriedades do controlador ou selecionando Ferramentas>Seguranca>
travar/destravar seguranca.

Figura 37 — Bloqueando o controlador com trava de seguranca

Safety Lock I-Zh

Locking disables data editing, logic editing, and forcing
1N in the safety application

Lock safety application?

Generate Safety Signature

I Change Password... J [ Lock ] | Cancel | I Help

€

Se configurar uma senha para a fun¢ao de trava de seguranga, vocé deve digité-
la no campo Inserir Senha. Caso contrério, clique em Bloquear.

Vocé também pode configurar ou mudar a senha na caixa de didlogo Trava de

Seguranga Consulte Definir senhas para trava de seguranca e desbloqueio na
pagina S8.
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O recurso de trava de seguranca, descrito nesta se¢ao, ¢ as medidas-padrao de
seguranca na aplicagao Logix Designer sao aplicaveis a projetos do controlador

GuardLogix.

Consulte o Manual de programagio de seguranga dos controladores
Logix5000, publicagio 1756-PMO016, para obter informagées sobre os recursos
de seguranca do Logix Designer.

Gerar uma assinatura de tarefa de seguranca

Antes do teste de verificagao, deve ser gerada a assinatura de tarefa de seguranca.
Vocé pode crid-la somente quando o controlador GuardLogix on-line, no
modo programa, desprotegido e sem imposi¢oes de seguranga, edi¢oes de
seguranga on-line pendentes ou falhas de seguranca. O status de seguranga deve
ser Tarefa de seguranga OK.

Além disso, vocé nao pode gerar uma assinatura de tarefa de seguranca se o
controlador estiver no modo de operagio com a protegao do modo de operagio

habilitada.

DICA Vocé pode visualizar o status de sequranca por meio do botdo de status de
seguranca na barra on-line (consulte a pagina 157) ou na guia sequranca da caixa
de didlogo propriedades do controlador, conforme exibido em Figura 38.

Clique em Gerar para gerar uma assinatura de tarefa de seguranga a partir da
guia Seguranga na caixa de didlogo Propriedades do controlador. Vocé também
pode escolher Ferramentas>Seguranga>Gerar assinatura.

Figura 38 — Guia Seguranca

= [ e
Nonvolatile Memory Memory | Intemet Protocol | Port Configuration Network | Securty Alam Log
General Major Fauits Minor Faults Date/Time | Advanced SFC Execution | Project Safety

g Controller Properties - SD_safetycontroller

Safety Application: Unlocked

Safety Status: Safety Task OK

Safety Signature: Generate €
ID:  D7403A4E T
Date: (08/25/2015
Time:  03:44:30.956 PM Delete €

Protect Signature in Run Mode
i) Signature must be deleted to change safety application

When replacing Safety 1/0:

® Configure Only When No Safety Signature Bdsts

OK Cancel Apply Help

Se ja existir uma assinatura, serd necessario sobrescrevé-la.

DICA  Acriacdo e a exclusao da assinatura da tarefa de sequranca sao registradas no
registro do controlador.

Para obter mais informac6es sobre acesso ao log do controlador, consulte o Manual
de programacado de status e informagdes de controlador dos controladores
Logix5000, publicagdo 1756-PM015.
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Quando existir uma assinatura de tarefa de seguranga, as seguintes agdes nao
serdo permitidas na parte de seguranca da aplicagao:

o Edicao ou programagao on-line/off-line (inclusive Instru¢oes add-on de
seguranga)
o Forcara E/S de seguranca

e Mudar o estado de inibi¢ao da E/S de seguranga ou os controladores
produtores

e Manipulagio de dados de seguranga (exceto pela l6gica de rotina de
seguranca)

Copiar a assinatura da tarefa de sequran¢a

Vocé pode usar o botio Copy para criar um registro de uma assinatura da tarefa
de seguranga para usar na documentagao, na comparagio e na validagio do
projeto de seguranga. Clique em Copy, para copiar os componentes de ID,
Date e Time para a drea de transferéncia do Windows.

Excluir a assinatura da tarefa de sequran¢a

Clique em Delete para excluir a assinatura da tarefa de seguranca. A assinatura
da tarefa de seguranca nio pode ser excluida quando o seguinte for verdade:

e O controlador estiver protegido.

¢ O controlador estd no modo de operagao com a chave seletora no RUN.

e O controlador estd no de opera¢io ou modo de operagio remota com a
prote¢io do modo de operagio habilitada.

ATENCAO: Se remover a assinatura da tarefa de sequranca, vocé
deve testar e validar novamente seu sistema para atender a SIL 3/
Ple.

Consulte o Manual de referéncia de sequranga dos sistemas de controle
GuardLogix 5570 e Compact GuardLogix 5370, publicagao_1756-RM099,
para obter mais informagdes sobre requisitos SIL 3/PLe.
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Restri;ﬁes de programagao As restri¢des que limitam a disponibilidade de alguns itens e fun¢oes de menus
(ou seja, cortar, colar, remover, pesquisar e substituir) sdo impostas pela
aplicagio Logix Designer para ajudar a proteger os componentes de seguranga
de modifica¢oes sempre que o seguinte for verdade:

e o controlador estiver protegido.
e cxiste uma assinatura de tarefa de seguranga.
e cxistirem falhas de seguranca.

¢ O status de seguranga é como segue:

parceiro faltante.

parceiro nao disponivel.

- hardware incompativel.

firmware incompativel.

Se mesmo s6 uma dessas condigdes se aplicar, ndo se pode fazer o seguinte:

e criar ou modificar objetos de seguranga, incluindo programas, rotinas,
tags, instrugoes adicionais e modulos de E/S de seguranca.

IMPORTANTE  Os tempos de varredura da tarefa de sequranca e de programas de
seguranca podem ser reiniciados quando se estd on-line.

e aplicar imposicoes a tags de seguranca.
e criar novos mapeamentos de tags de seguranca.
¢ modificar ou remover mapeamentos de tags.

e modificar ou remover tipos de dados definidos pelo usudrio utilizados
por tags de seguranga.

¢ modificar o nome, a descri¢io, o tipo de rack, o slot ¢ 0 SNN do
controlador.

¢ modificar ou remover a assinatura da tarefa de seguranca quando estiver
com bloqueio de seguranca.

160 Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016



Capitulo 10

Desenvolver Movimento Integrado em uma
aplicacao de rede EtherNet/IP

Topico Pagina
Suporte aos eixos de movimento 162
Ndmero maximo de inversores configurados em malha de posicao 163
Sincronizagdo de tempo 164
Configurar Movimento Integrado em uma rede EtherNet/IP 165

Estes controladores CompactLogix” 5370 suportam Movimento Integrado por
meio de uma rede EtherNet/IP:

Movimento Integrado em aplicagoes EtherNet/IP usa o seguinte:
o Rede EtherNet/IP padrao
e Inversores de alto desempenho, incluindo os seguintes:
— Inversores Kinetix® 350
Inversores Kinetix® 5500 e Kinetix® 5700

Inversores Kinetix® 6500

Inversores PowerFlex® 527

Inversores PowerFlex® 755
o Componentes de infraestrutura padrio

e Software de programagio

Além disso, os inversores Kinetix 5500(!), Kinetix 5700 e PowerFlex 527
suportam safe torque-off integrado (STO) por meio de uma conexio tnica de
seguranga e movimentagao com um controlador de seguranca Compact
GuardLogix 5370. O controlador Compact GuardLogix emite o comando STO
por meio de uma rede EtherNet/IP através do CIP Safety e o inversor de
seguranga executa o comando.

Para obter mais informagoes sobre como configurar inversores que usam
Movimento Integrado em uma rede EtherNet/IP, consulte os manuais do
usudrio dos inversores listados em Recursos adicionais na pagina 12 ¢ o Manual

do usudrio para configuragio e inicializagio do movimento integrado na rede

EtherNet/IP, publicagajo MOTION-UMO003.

(1)  Aplica-se apenas as unidades Kinetix 5500 com Cédigos de catélogos -ERS2.
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Suporte aos eixos de Os controladores 1769-L30ERMS, 1769-L33ERMS, 1769-L33ERMOS,
: 1769-L36ERMS, 1769-L36ERMOS ¢ 1769-L37ERM
movimento 6;03 3 S,1769-L3 OS¢ 1769-L37 OS suportam estes

¢ AXIS_VIRTUAL
o AXIS_CIP_DRIVE

Eixo AXIS_VIRTUAL

O cixo AXIS_VIRTUAL ¢ uma representagao de eixo interno que nao ¢
associado com nenhum inversor fisico. Ou seja, vocé pode configurar o eixo
mas ele nao causa nenhum movimento fisico no seu sistema.

Eixo AXIS_CIP_DRIVE

O eixo AXIS CIP_DRIVE ¢ um eixo de movimento usado com inversores
fisicos para causar movimento fisico no seu sistema conforme determinado pela
sua aplicacdo.

Tipos de Configuragdo

Ao adicionar um eixo ao seu projeto, vocé precisa associar o eixo a um inversor.
Entre outros parimetros de configuragio, vocé precisa selecionar um tipo de
configuragio. O tipo de configuragio do eixo também ¢ configurado o tipo de
configuragio do inversor.

Por exemplo, um eixo AXIS_CIP_DRIVE pode usar uma configuragio
Posi¢ao de malha e ser associado com um inversor Kinetix 350. O eixo ¢
considerado como configurado em Posi¢io de malha e o inversor associado ¢
considerado como também configurado em Posi¢ao de malha.

Os seguintes inversores suportam estes tipos de configura¢io:

e Inversores Kinetix 350, Kinetix 5500, Kinetix 5700, ¢ Kinetix 6500.
- Malha de posicao
- Malha de velocidade
- Malha de torque

o Inversores PowerFlex 527 ¢ PowerFlex 755
— Malha de posicao
- Malha de velocidade
- Malha de torque

- Controle de frequéncia
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Numero maximo de
inversores configurados em
malha de posicao

Qualquer equipamento adicionado ao né Ethernet local na configuragao
de E/S é contado para alimitagao de nds do controlador. Consulte Nés em uma

Rede EtherNet/IP na pégina 71 para obter mais informagdes.

Inversores sio contados entre o numero de nds na se¢ao Configuragio de E/S de
um aplicativo Logix Designer. Se for utilizado o nimero maximo de inversores
que um controlador Compact GuardLogix 5370 suporta em um tnico sistema,
ndo ¢ possivel adicionar outros dispositivos EtherNet/IP aquele projeto.

Limites de Inversor configurado em Malha de Posicao

Entre o nimero maximo de inversores suportados pelos controladores, existe
um nimero méximo de inversores configurados como Posi¢ao de Malha
suportados no projeto do controlador.

Por exemplo, o controlador 1769-L30ERMS suporta um méximo de quatro
inversores configurados em Malha de Posi¢ao.

Tabela 30 lista informacées de especificagio relacionadas a movimento para os
controladores que suportam Movimento Integrado em uma rede EtherNet/IP.

Tabela 30 — Controladores Compact GuardLogix 5370 que suportam movimento integrado na
rede EtherNet/IP

Tipo do Controlador Numero de Inversores | Niimero de Inversores
Suportados, max. Configurados em Malha

de Posicao Suportados,
max.

1769-L30ERMS 16 4

1769-L33ERMS 32 8

1769-L33ERMOS

1769-L36ERMS 48 16

1769-L36ERMOS

1769-L37ERMOS!"

(1) Disponivel na versao do firmware 30.

Se a sua solugao requerer mais do que 16 inversores configurados em Malha de
Posicio, considere usar a plataforma ControlLogix". A plataforma
ControlLogix permite até 100 inversores configurados em Malha de Posicio.
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Sincronizacao de tempo

164

O Movimento Integrado por meio de uma rede EtherNet/IP requer
Sincronizagao de Tempo, também conhecida como CIP Sync. CIP Sync fornece
sincronizagio precisa em tempo real (hora do mundo real) ou de Hora Universal
Coordenada (UTC) de Controladores CompactLogix 5370 ¢ equipamentos
conectados por meio de uma rede EtherNet/IP.

CIP Sync ¢ um protocolo de sincroniza¢io de tempo que pode ser usado em
diversas aplicagoes. Este capitulo concentra-se em usar o protocolo em
aplicagoes com Movimento Integrado por meio de uma rede EtherNet/IP.

Todos os controladores e médulos de comunicagao precisam ter sincronizac¢io

de tempo habilitadas para participar de CIP Sync.

CIP Sync requer que equipamentos no sistema funcionem nos seguintes
papéis:
e Grandmaster, também conhecido como mestre do tempo de sistema
(CST) - Configura o tempo para o sistema todo ¢ passa o tempo para
um Mestre

e Mestre — Configura o tempo para o seu backplane

e Escravo — Usa o tempo configurado por um Mestre

Vocé pode habilitar a sincronizagio de tempo na guia data/tempo da caixa de
didlogo Propriedades do Controlador.

& Controller Properties - Controller Change IP_address = @
| Nenvolatile Memary I Memary I Intemet Potocel | Port Configuration | Network I Security I Alam Log |
General | Major Faults | Minor Faults ‘ Date/Time" | Advanced | SFE Exacution | Project

(i) The Date and Time displayed here is Controller local time, not workstation local time.
Use thess fields to configure Time attributes of the Controller,

Date and Time: Change

Time Zone: €
Adjust for Daylight Saving (+00-00) &

Time Synchronize

L DANGER. If time synchronization is

Enable Time Synchronization dizabled online, active axes inany
cortroller in this chassis, or any other
. synchronized device, may experience
L Isthe system time master uriexpected motion. Safety controllers may
1) |s @ synchronized time slave fault f no other time master exists in the
1) Duplicate CST master detected local chassis

() CST Mastership dissbled

3 No CST master Adwanced _

[oom [ coma [ somy J[ teo ]
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Configurar Movimento
Integrado em uma rede
EtherNet/IP

Configurar Movimento Integrado por meio de uma rede EtherNet/IP

IMPORTANTE  Estas etapas mostram um controlador 1769-L36ERMS e uma unidade
Kinetix 350. As mesmas etapas se aplicam para os controladores
CompactLogix® 5370 e outros inversores que suportam Movimento
Integrado por meio de uma rede EtherNet/IP:

IMPORTANTE  Esta secao assume que vocé ja criou um projeto para o seu controlador
1769-L36ERMS e habilitou a sincronizagao de tempo no controlador. Se vocé
nao fez isso, faca antes de prossequir.

1. Naarvore de configuracio de E/S, clique com o botao direito na rede
Ethernet e selecione Novo médulo.

=-81/0 Configuration
=88 1769 Bus
@I [0] 1769-L36ERMS Safetycontroller
&35

& 1760, . New Module... |

Discaver Modules...

A caixa de didlogo Selecionar tipo de Médulo aparecera.

2. Selecione o inversor desejado e clique em Criar.

Catalog | Module Discowery | Favomes‘
209731 Clear Filters Hige Filters =
Module Type Category Fiters il Module Type Vendor Fiters ‘o
Anzlng [ Mlen Bradley (=
Commurication Cognex Comoratian
Commurications Adapter Endress+Hauser
Cartroller * FAMUC Comoration -
4 1 ] + 4 ] ] »
Catalog Mumber Description Wendor Category
2097-V31PRD Kinetox 300, ZA, 120,240V, No Fiter Allen-Bradley Drive
2057-V31PRO-LM Hinetix 350, 2A, 120/240V, No Fiter Ethemet Drive  Mlen-Bradley Drive. Motior
2097-V31PR2 Kinetix 300, 4A, 120,240V, No Fitter Allen-Bradiey Drive
2057-V31PRZ-LM Kinetix 350, 4A, 120240V, No Fiter Ethemet Drive  Allen-Bradley Drive Metion
<4 | . | k
4 of 401 Module Types Found Add to Faverites
[[] Close on Create [ Create J [ Close ] [ Help ]
L
kL
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A caixa de didlogo Novo Médulo aparecera.
3. Digite um nome para o mddulo.
4. Digite uma descricio, se desejado.

5. Atribua um endereco de EtherNet/IP.

Para obter informagoes sobre como configurar enderegos IP, consulte as
publicagoes para cada tipo de inversor listado em Recursos adicionais na

pagina 12.

General® ‘Cnnnad:inn |TimaSync I Madule Info I Intemet Protacol | Part Corfiguration I Associated Awves | Power I Motion Diagn| * | *

Type: 2097-Y31PRO-LM Kinetix 350, 24, 120,240V, Mo Filter Ethernet Crive
Vendor: Allen-Bradley

Parent: Local

Mame: Integrated_Motion_K350 @) Private Network: 192.168.1. 15 =

Ethernet Address

Description: - ) [P Address:

(©) Host Mame:

Module Definition

Revision: 1.1 *
Electronic Keying: Compatible Madule
Connaction: Wation

Power Structure: 2097-V31PROAM

Status: Creating [ ok | [ cenea | [ hHep |

.

6. Se precisar alterar a configuragao para qualquer parimetro seguinte,

clique em Alterar na drea Defini¢io de Mddulo.
e Revisio

¢ Codificacio eletronica

¢ Conexao

Para unidades que suportam seguranga e movimento em uma tinica
conexao, ¢ possivel escolher Apenas Movimento, Movimento e
Seguranga ou Apenas Seguranga.

e Estrutura de alimentagao

e Verificar poténcia nominal na conexdo

A caixa de didlogo Mddulo aparecerd.
- B
Module Definition &J

Revision- 1=

Blectronic Keying: |Compatble Module g

Connection: [Mution v}

Power Stnucture [2097:v31PRO-LM \
Verify Power Rating on Connection

[ ok | | caned | [ Heb |

w .

7. Facaas alteracoes descjadas e clique em OK.

8. Clique em OK para criar o inversor no seu projeto.

9. Adicionar outros componentes necessarios ao projeto.
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Consideracoes

Comunica¢ao com o Controlador
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Consideracdes 167
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Fazer o upload 172
Entrar On-line 173

O software de programacio determina se ¢ possivel entrar em comunicagio
com um controlador-alvo verificando se o projeto off-line é novo ou se ele
sofreu alteragdes. Se o projeto for novo, serd necessério primeiro fazer o
download do projeto no controlador. Se ocorreram mudangas ao projeto, serd
solicitado para que vocé faga o upload ou o download. Caso contrario, sera
possivel entrar em comunicagio para monitorar a execugio do projeto.

Virios fatores afetam esses processos, incluindo a funcio de correspondéncia
entre o projeto e o controlador de, as falhas e o status de seguranca, a existéncia
de uma assinatura de tarefa de seguranga e o status da trava/destravamento de
seguranca do projeto e do controlador do projeto e do controlador.

Funcao Correspondéncia entre o controlador e o projetor

A fungio Correspondéncia entre o projeto e o controlador afeta os processos de
download, upload e a comunicagio dos projetos padrio e de seguranca.

Se a fun¢ao Correspondéncia entre o projeto e o controlador estiver habilitada
no projeto off-line, o software de programacio compara o numero de série do
controlador no projeto off-line com o do controlador conectado. Se nio
corresponderem, ¢ preciso cancelar o download/upload, conectar-se ao
controlador correto ou confirmar se vocé estd conectado ao controlador
correto, o que atualizard o nimero de série no projeto para corresponder ao
controlador alvo.

Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016 167



Capitulo 11

Comunicagao com o Controlador

168

Revisao de Firmware Compativel

A Revisao de Firmware Compativel afeta o processo de download. Se a revisao
do controlador nao for compativel com a do projeto, serd necessario atualizar o
firmware do controlador. A aplicagio Logix Designer lhe permite atualizar o
firmware como parte da sequéncia de download se o controlador estiver
desbloqueado de seguranca.

IMPORTANTE Para atualizar o firmware do controlador, instale primeiro um kit de
atualizacdo do firmware. Um kit de atualizacdo vem acompanhado de
um (d suplementar, juntamente com o aplicativo Logix Designer.

DICA  Também é possivel fazer a atualizacdo do firmware escolhendo ControlFLASH™ a
partir do menu Ferramentas no aplicativo Logix Designer.

Falhas/status de seguranca

E permitido fazer o upload da légica do programa e entrar em comunicagao
independentemente do status de seguranga. As falhas e o status de segurancga
afetam somente o processo de download.

E possivel visualizar o status de seguranca na guia Seguranga da caixa de didlogo
Propriedades do controlador.

Assinatura de tarefa de seguranca e status de bloqueio de
seguranca e desbloqueio de seguranca

A existéncia de uma assinatura de tarefa de seguranga e do status de trava e
destravamento de seguranca do controlador afeta os processos de upload e
download.

No upload

Se o controlador tiver uma assinatura de tarefa de seguranga, ¢ feito o upload da
assinatura da tarefa de segurancga do status de bloqueio da tarefa de seguranga
com o projeto. Por exemplo, se o projeto no controlador estiver sem a trava de
seguranca, o projeto off-line permanece assim ap6s o upload, mesmo se tiver
sido bloqueado antes.

Apds um upload, a assinatura da tarefa de seguranga no projeto off-line
corresponde com a assinatura da tarefa de seguranca do controlador.
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Em download

A existéncia de uma assinatura de tarefa de segurangae o status de trava de

seguranca do controlador determinam se um download pode ser feito ou nao.

Tabela 31 - 0 efeito da trava de seguranca e da assinatura de tarefa de seguranca sobre a operacao de download

Status da trava de
seguranca

Status da assinatura da tarefa de
seguranca

Funcionalidade de download

Controlador Desprotegido

A assinatura de tarefa de sequranga no
projeto off-line corresponde a do
controlador.

Fez-se download de todos os componentes do projeto padrao. Os tags de sequranca serdo
reinicializados com os valores da assinatura de tarefa de sequranca criada. Nao se fez download da
tarefa de seguranca. O status da trava de seguranca combina com o status no projeto off-line.

As assinaturas da tarefa de seguranca ndo
correspondem.

Se o controlador tiver uma assinatura da tarefa de seguranca, ele é automaticamente excluido e se
faz download de todo o projeto. O status da trava de seguranga combina com o status no projeto
off-line.

Controlador Protegido

As assinaturas da tarefa de seguranga
correspondem.

Se o projeto off-line e o controlador forem bloqueados por seguranga, se faz download de todos os
componentes-padrao do projeto e a tarefa de sequranga é reiniciada com os valores de quando a
assinatura da tarefa de sequranca foi criada.

Se o projeto off-line ndo estiver protegido, mas o controlador estiver, o download é blogueado e é
necessrio primeiro desbloquear o controlador para permitir que o download continue.

As assinaturas da tarefa de seguranca nao
correspondem.

E necessario desproteger primeiro o controlador para permitir que o download continue. Se o
controlador tiver uma assinatura da tarefa de sequranca, ele é automaticamente excluido e se faz
download de todo o projeto. O status da trava de seguranca combina com o status no projeto off-
line.

IMPORTANTE

Durante o download para um controlador que esta desbloqueado de
seguranga, caso o firmware no controlador seja diferente daquele no
projeto off-line, faca um dos sequintes:

« Atualize o controlador para que combine com o projeto off-line. Uma
vez que a atualizacao esteja concluida, se faz download de todo o
projeto.

«  Atualize o projeto para a versao do controlador.

Se atualizar o projeto, a assinatura da tarefa de sequranca € excluida e o

sistema precisa ser revalidado.
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Download Siga essas etapas para transferir o projeto do computador para o controlador.

Controller

Fazer o
download do
projeto

1. Gire a chave seletora do controlador até REM.
2. Abra o projeto do controlador do que deseja fazer download.

3. Defina o caminho até o controlador.

a. Clique em Quem estd Ativo .

b. Selecione o controlador.
Para abrir um nivel, clique no sinal +. Se j4 houver um controlador
selecionado, verifique se ¢ o correto.
4. Clique em Download.
O software compara as seguintes informagdes no projeto off-line e no
controlador:

e numero de série do controlador (se a fungio Projeto to para
correspondéncia do controlador for selecionada)

e firmware principal e revisdes secunddrias
e status de seguranca
e assinatura da tarefa de seguranga (caso exista uma)

e status da trava de seguranca
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S. Siga as orientagdes nesta tabela para concluir o download com base na
resposta do software.

Se o software indicar

Entao

Faca download para o controlador.

Escolha Download. O projeto faz o download para o controlador e o aplicativo Logix Designer entra
online.

Néo € possivel fazer download no controlador. Diferenca entre o projeto off-
line e o ntimero de série do controlador. O controlador selecionado pode ser
o controlador errado.

Conecte-se ao controlador correto ou verifique se ele é o controlador correto. Se este for o
controlador correto, marque a caixa de verificacdo Atualizar nimero de série do projeto para permitir
que o download continue. 0 nimero de série do projeto serd modificado para corresponder ao
niimero de série do controlador.

Néo é possivel fazer download no controlador. A revisao principal do projeto
off-line e o firmware do controlador ndo sao compativeis.

Escolha Atualizar firmware!". Escolha a revisao necessaria e clique em Update. Confirme a selecdo
clicando em Sim.

Néo é possivel fazer download para o controlador. 0 hardware do parceiro
de seguranga interno falhou.

Substitua o controlador.

Néo é possivel fazer download no controlador. A atualizagao do firmware do
controlador estd incompleta.

Escolha Atualizar Firmware(™. Escolha a revisio necessaria e clique em Update. Confirme a selecdo
clicando em Sim.

Néo € possivel fazer download para o controlador. A parceria de seguranca
ndo foi estabelecida.

(Cancele este processo de download e tente outra vez.

Néo € possivel fazer download para o controlador. A assinatura da tarefa de
seguranca incompativel ndo pode ser excluida enquanto o projeto estiver
com trava de seguranca.

Cancele 0 download. Para fazer download do projeto, é preciso deshloguear com seguranga o projeto
off-line, excluir a assinatura da tarefa de sequranca e fazer o download do projeto.

IMPORTANTE: 0 sistema de seguranca requer revalidacdo.

Néo € possivel fazer download de uma maneira que preserve a assinatura
da tarefa de seguranca. A revisao secundaria do firmware do controlador
ndo é compativel com a assinatura da tarefa de seqguranga no projeto off-
line.

« Searevisdo secunddria de firmware for incompativel, para preservar a assinatura de seguranca,
atualize a reviso do firmware no controlador para corresponder exatamente ao projeto off-line.
Em sequida, faca download do projeto off-line.

«Para continuar a fazer download apesar da incompatibilidade da assinatura da tarefa de
seguranca, clique em Download. A assinatura da tarefa de sequranca é excluida.

IMPORTANTE: O sistema de seguranca requer revalidagao.

N&o é possivel fazer download para o controlador. O controlador esta
bloqueado. As assinaturas da tarefa de sequranca do projeto off-line e 0
controlador ndo correspondem.

Escolha Deshloquear. A caixa de didlogo Desbloquear em seguranga para download € exibida. Se a
caixa de selecdo Excluir Assinatura estiver marcada e vocé escolher Desbloquear, sera necessrio
confirmar a remogdo selecionando Sim.

Ird ocorrer uma falha de seguranca ndo recuperavel no controlador de
seguranca. Nao existe um mestre designado no tempo de sistema
coordenado (CST).

Selecione Habilitar sincronizacdo do tempo e clique em Download para continuar.

(1) 0 controlador deve estar desbloqueado de seguranca.

Seguindo um download bem-sucedido, o status da trava de seguranca c a
assinatura de tarefa de seguranca do controlador correspondem ao projeto que
foi baixado. Os dados de seguranga serdo inicializados com os valores existentes
no momento em que a assinatura da tarefa de seguranca foi criada.
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Fazero upload Siga essas etapas para transferir o projeto do controlador para o computador.

Controller

Fazer o upload
do projeto

1. Defina o caminho até o controlador.

a. Clique em Quem estd Ativo .

b. Selecione o controlador.
Para expandir um nivel, clique no sinal +. Se j4 houver um
controlador selecionado, verifique se ¢ o correto.

2. Clique em Upload.
Se o0 arquivo nio existir, selecione Arquivo>Selecionar>Sim

4. Caso contrario, selecione-o.

Se a fungio Correspondéncia entre o projeto e o controlador estiver
habilitada no projeto off-line, o software de programagio compara o
numero de série do controlador no projeto off-line com o do controlador
conectado.

Se os nimeros de série do controlador nao forem compativeis, pode-se
fazer um dos seguintes:

¢ Cancele o upload e conecte-se a um controlador compativel. Em
seguida, reinicie o procedimento de upload.

e Seclecione um novo projeto do que a ser feito upload ou selecione
outro escolhendo Selecionar arquivo.

e Atualize o nimero de série do projeto para casar com o do
controlador marcando a caixa de selecio Atualizar o nimero de série
do projeto e escolhendo Upload.

5. O software verificard se o projeto aberto corresponde ao do controlador.

a. Se ndo forem, serd necessdrio selecionar um arquivo correspondente
ou cancelar o processo de upload.

b. Se forem, o software verificara se h4 alteragoes no projeto off-line
(aberto).
6. O software verifica mudangas no projeto off-line.

a. Se nao houver, serd possivel entrar em comunicagio sem fazer upload.
Clique em Ir Online.

b. Se houver altera¢oes no projeto aberto que nao existam no
controlador, serd possivel optar entre fazer upload do projeto,
cancelar o upload ou selecionar um arquivo diferente.
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Entrar On-line

Se vocé escolher Upload, se fard upload das aplicagoes padrao e de
seguranca. Caso haja uma assinatura de tarefa de seguranga, também se
fard upload dela. O status Bloqueio de seguranga do projeto refletird o
status original do projeto on-line (controlador).

DICA  Antes de fazer upload, se existir uma assinatura de tarefa de sequranca ou o

projeto off-line estiver protegido, mas o controlador estiver desprotegido ou
nao tiver assinatura, a assinatura de tarefa de sequranca off-line e o estado
de protegdo serao substituidos por valores on-line (desprotegido sem
assinatura de tarefa de seguranca). Se vocé ndo quiser realizar alteracdes
permanentes, nao salve o projeto off-line apds o upload.

Siga essas etapas para ficar on-line para monitorar um projeto executado pelo
controlador.

Controller

Projeto online

1. Defina o caminho até o controlador.

a.

Clique em Quem estd Ativo .

b. Selecione o controlador.

Para expandir um nivel, clique no sinal +. Se j4 houver um
controlador selecionado, verifique se ¢ o correto.

2. Clique em Ir Online.

As verificacoes do software s3o as seguintes:

Os numeros de série do projeto off-line e do controlador combinam
(se a fungdo Projeto para correspondéncia do controlador estiver
selecionada)?

O projeto off-line contém alteragdes nao existentes no projeto do
controlador?

As revisoes do projeto off-line e do firmware do controlador
combinam?

O projeto off-line ou o controlador estio protegidos com trava de
seguranga?

O projeto off-line e o controlador tém assinaturas de tarefas de
seguranga compativeis?
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3. Siga as orientagoes na tabela abaixo para conectar ao controlador.

Tabela 32 — Conexao com o controlador

Se o software indicar

Entéo

Néo € possivel conectar-se ao controlador. Diferenca entre o projeto off-line
e 0 nimero de série do controlador. O controlador selecionado pode ser o
controlador errado.

Conecte-se ao controlador correto, selecione outro arquivo de projeto diferente ou escolha a caixa de
selecdo Atualizar niimero de série do projeto ... e escolha Go Online. ... para conectar-se ao
controlador e atualizar o ndmero de série do projeto off-line para que corresponda ao do
controlador.

Néo € possivel conectar-se ao controlador. A revisdo do projeto off-line e 0
firmware do controlador ndo séo compativeis.

Selecione uma das seguintes op¢des:

« Escolha Update firmware. Escolha a revisao necessaria e clique em Update. Confirme a selecdo
clicando em Sim.
IMPORTANTE: 0 projeto online é excluido.

- Para preservar o projeto online, cancele o processo online e instale uma versdo do aplicativo
Logix Designer compativel com a revisdo do firmware do controlador.

E preciso fazer upload ou download para ficar on-line usando o projeto
aberto.

Selecione uma das seguintes op¢des:

- fazer upload para atualizar o projeto off-line.

« fazer download para atualizar o projeto do controlador.

« Escolher Selecionar arquivo para selecionar outro projeto off-line.

N&o é possivel conectar-se de uma maneira que preserve a assinatura da
tarefa de seguranca. A revisao secundéria do firmware do controlador nao é
compativel com a assinatura da tarefa de seguranca no projeto off-line.

« Paramanter a assinatura de tarefa de sequranca quando a revisdo secundaria de firmware ndo
corresponder, atualize a revisdo de firmware no controlador para uma idéntica ao projeto off-
line. Em sequida, entre em comunicagdo com o controlador.

« Para continuar a fazer download apesar da incompatibilidade da assinatura da tarefa de
seguranga, clique em Download. A assinatura da tarefa de sequranca é excluida.

IMPORTANTE: 0 sistema de seguranca requer revalidacao.

Néo é possivel conectar-se ao controlador. A assinatura da tarefa de
seguranca incompativel ndo pode ser excluida enquanto o projeto estiver
com trava de seguranca.

Cancele o processo on-line. E necessario desproteger o projeto off-line antes de tentar entrar em
comunicacdo.

Seguindo um download bem sucedido, a trava de seguranga e a assinatura de

tarefa de seguranga do controlador correspondem ao projeto que foi baixado.
O status bloqueio de seguranca e a assinatura de tarefa de seguranga do projeto
off-line sao substituidos pelo controlador. Se vocé nao quiser que as alteragoes
no projeto off-line sejam permanentes, nao salve o arquivo do projeto apds o
processo de entrar em comunicago.

174
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Consulte Apéndice A, Indicadores de status para obter informagdes sobre
interpretagoes dos indicadores de status do controlador.

A barra on-line exibe informagoes sobre o projeto e o controlador, inclusive o
status do controlador, o status de force, o status de edi¢ao on-line e o status de
seguranga.

Figura 39 — Botoes de status

Botdo de status do controlador | Ofline 3. M RUN H
Botso de status de force Mo Forces b, :: OK ¥
Botéo de edicdo on-line | NoEdits 2 & %mg” e

Botdes de status de sequranga | Safety Unlocked ~ :

Quando o botio Status do controlador ¢ selecionado conforme exibido
anteriormente, a barra on-line exibe o modo do controlador (RUN) e o status
(OK). O indicador da E/S corresponde ao status da E/S padrao e de seguranca
e se comporta da mesma forma que o indicador de status no controlador. A E/S
com o status de erro mais importante ¢ exibida préxima ao indicador de status.

Quando o botao Status de seguranga ¢ selecionado conforme exibido abaixo, a
barra on-line exibe a assinatura da tarefa de seguranca.

Figura 40 — Tela on-line de assinatura de seguranca

Offline [l.| Safety Signature: —— ‘

No Forces p_|ID:  <none» q} i
= Date:

No Edits =y T :

Safety Unlocked %3 i |
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Monitore conexoes

O préprio botao de status de seguranca indica se o controlador estéd protegido
ou nao, ou com falha. Ele exibe também um icone que mostra o status de
seguranga.

Tabela 33 - icone de status de seguranca

Se o status de Este icone
seguranca for sera exibido
Tarefa de seguranca OK. 11

Tarefa de seguranca

inoperdvel. &

Seguranca nao disponivel. R,

Off-line. A

Os icones ficam verdes quando o controlador est protegido, amarelos quando
o controlador estd desprotegido e vermelhos quando o controlador apresenta
falha na seguranca. Quando existe uma assinatura de tarefa de segurancga, o
icone inclui uma pequena marca de verificagao 1

E possivel monitorar o status das conexdes padrao e de seguranga.

Todas as conexoes

Se a comunicagio com um dispositivo na configuragao de E/S do controlador
nao ocorrer em 100 ms, o tempo-limite de comunicagio acaba ¢ o controlador
produz as adverténcias a seguir:

¢ Um cédigo de estado de falha de E/S ¢ indicado no display de status do
controlador Compact GuardLogix" 5370.

e O indicador de E/S na frente do controlador piscard em verde.
o Um simbolo de alerta /\ aparecera sobre a pasta configuragio de E/S e
sobre o dispositivo que atingiu o tempo-limite.

¢ Uma falha de médulo ¢ produzida, que pode ser acessada através da guia
Conexoes da caixa de didlogo Propriedades do médulo para o médulo
ou pela instrugao GSV.

nao podem ser configuradas para causar uma falha
automaticamente no controlador quando uma conexao for perdida.
Portanto, é preciso monitorar falhas de conexdo para assegurar que o
sistema de seguranca mantenha a integridade SIL 3/PLe.

c ATENCAO: A E/S de sequranca e as conexdes produzidas/consumidas

Consulte Conexdes de sequranca na pagina 177.
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Conexdes de seguranca

Para as tags associadas a dados de seguranca produzidos ou consumidos, ¢
possivel monitorar o status de conexées de seguranca por meio do membro
CONNECTION_STATUS. Para monitorar conexdes de entrada e saida, os
tags de E/S de seguranca contém um membro de status de conexao
denominado SafetyStatus. Os dois tipos de dados contém dois bits: RunMode
e ConnectionFaulted.

O valor RunMode indica se os dados consumidos estao sendo ativamente
atualizados por um dispositivo que estd no Modo de operacio (1) ou Estado
inativo (0). Estado inativo serd indicado se a conexio for fechada, se houver
falha na Tarefa de Seguranca ou o controlador ou dispositivo remoto estiver no
modo programa ou modo teste.

O valor ConnectionFaulted indica se a conexao de seguranca entre o produtor
¢ o consumidor de seguranga estd Vélida (0) ou Com Falha (1). Se
ConnectionFaulted for definido como Faulted (1) em decorréncia de uma
perda de conexao fisica, os dados de seguranca serao zerados.

A tabela a seguir descreve as combinagoes dos estados RunMode e
ConnectionFaulted.

Tabela 34 — Status da conexao de seguranca

Status Status ~ <

RunMode ConnectionFaulted Operagao de conexdo de seguranga

1=Execucdo | 0=Valido Dados ativamente controlados por um dispositivo em produgdo, No
modo de operacao.

0 = Inativo 0 = Vélido Conexao ativa e dispositivo em producao no estado Inativo. Dados de
seguranga zerados.

0 = Inativo 1=Falha Conexdo de sequranca apresenta falha. Estado do dispositivo em
produgao desconhecido. Dados de sequranca zerados.

1=Execucdo | 1=~Falha Estado invalido.

Se um médulo estd inibido, o bit ConnectionFaulted é definido como Com
Falha(1) e o bit RunMode como Inativo (0) para cada conexao associada ao
mddulo. Como resultado, os dados consumidos de seguranga sao zerados.
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Monitorar flags de status
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Determinar se a comunicacao de E/S atingiu o tempo-limite

Este exemplo pode ser usado com os Controladores Compact

GuardLogix 5370

e A instru¢ao GSV obtém o status do indicador de status de E/S
(através do atributo LED Status do objeto do Médulo), armazenando-o
no tag IO_LED.

e IO_LED ¢ um tag DINT que armazena o status do indicador de status
de E/S ou display de status na frente do controlador.

e SeIO_LED forigual a2, em ao menos uma conexio de E/S foi perdida e
Fault_Alert é definido.

Figura 41 — GSV usada para identificar tempo-limite de E/S

-GSV —EQU Fault_Alert
Get System Value Equal 4
Class Name Module Source & 10_LED
Instance Name 0&
Aftribute Mame  LedStatus Source B 2
Dest IO_LED
0+«

Para obter mais informagoes sobre atributos disponiveis com o objeto Médulo,
consulte 0 Manual de referéncia de instru¢oes dos controladores Logix,

publicacao 1756-RM009.

Determinar se a comunicacao de E/S atingiu o tempo-limite

Se a comunicagio com um dispositivo (médulo) na configuragio de E/S do
controlador expirar, o controlador produz um cddigo de falha ¢ uma
informagio de falha para o médulo. E possivel utilizar instru¢oes GSV para
obter c6digo de falhas e informagoes através dos atributos FaultCode e
FaultInfo do objeto Médulo.

Para obter mais informagoes sobre atributos disponiveis com o objeto Médulo,
consulte 0 Manual de referéncia de instru¢oes dos controladores Logix,

publicagao 1756-RM009.

Os controladores Logix, incluindo os controladores Compact GuardLogix,
oferecem suporte a palavras-chave de status que podem ser usadas na sua l6gica
para monitorar eventos especificos.

Para obter mais informagoes sobre como usar estas palavras-chave, consulte o
Manual de programacio de status e informagées de controlador dos

controladores Logix5000™, publica¢io 1756-PMO015.

Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016


http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm009_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/1756-rm009_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/pm/1756-pm015_-en-p.pdf

Monitorar o Status e Controlar Falhas ~ Capitulo 12

Monitorar o status
do seguranca

Falhas do controlador

Visualizar o status de seguranga no botio de status de seguranca na barra on-
line na guia Seguranca da caixa de didlogo Propriedades do Controlador.

Figura 42 - Status da tarefa de seguranca

Safety Lock 1—35-]

! in the safety application.

Lacking disables data editing, logic editing, and forcing
Lock safety application?

Os valores possiveis para o status de seguranga sao:
e Parceiro de segurancga nao disponivel.
e Firmware de seguranga incompativel
o Tarefa de seguranga inoperavel.
e Tarefa de seguranga OK.

Com excegao de “Tarefa de seguranga OK”, as descri¢oes indicam que existem
falhas de seguranca irrecuperaveis.

Consulte Falhas graves de seguranca (Tipo 14) na pégina 181 para ver os codigos

de falha e as agoes corretivas.

As falhas no sistema Compact GuardLogix podem ser falhas irrecuperdveis do
controlador, falhas irrecuperédveis de seguranga no aplicativo de seguranga ou
falhas recuperéveis de seguranca no aplicativo de seguranga.

Falhas irrecuperaveis do controlador

Ocorrem quando o diagnéstico interno do controlador falha. Se ocorrer uma
falha irrecuperavel do controlador, a execugao da tarefa de seguranga ¢
interrompida e os médulos de E/S CIP Safety sao colocados no estado seguro.
A recuperagio requer que vocé faga download do programa aplicativo
novamente.

Falhas de seguranca irrecuperaveis na aplicacao de seguranca

Se ocorrer uma falha de seguranga irrecuperével na aplicagao de seguranga, a logica
de seguranga ¢ o protocolo de seguranga sao terminados. Falhas de watchdog da
tarefa de seguranca entram nesta categoria.

Quando a tarefa de seguranca encontrar uma falha de seguranca irrecuperavel
que for removida de forma programética no Manipulador de falhas do
controlador, a aplicacio padrao continuard a ser executada.

seguranca for cancelada, serd sua responsabilidade provar que este

c ATENCAO: 0 cancelamento da falha de sequranca néo a apagal! Se a falha de
procedimento manterd a operacao sequra.

Serd necessdrio fornecer a prova a sua agéncia de certificacao que permitira que
parte do sistema continue a funcionar mantendo a operagao sequra.
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Se a assinatura da tarefa de seguranga existir, vocé precisa apenas limpar a falha
para habilitar a operacio da tarefa de seguranca. Se nao existir uma assinatura
da tarefa de seguranga, a tarefa de seguranga nao pode ser executada novamente
até se fazer download da aplicacio inteira outra vez.

Falhas recuperaveis na aplicacao de seguranca

Se ocorrer uma falha recuperével na aplicagio de seguranga, o sistema pode ou
nao parar a execugao da tarefa de seguranca, dependendo se a falha foi ou nao
controlada pelo Manipulador de Falhas do Programa na aplicagao de
seguranga.

Quando uma falha recuperavel for apagada de forma programatica, a tarefa de
seguranga pode continuar a ser executada sem interrupgao.

Quando uma falha recuperével nio for removida na aplicagio de seguranga

de forma programatica, ocorre uma falha de seguranca recuperavel tipo 14,
c6digo 2. A execugio do programa de seguranca ¢ interrompida e as conexdes do
protocolo de seguranca sio fechadas e reabertas para reinicid-las. Saidas de
seguranga sao colocadas no estado seguro ¢ o produtor de tags consumidos de
seguranca comanda os consumidores para coloci-los em um estado seguro,
também.

As falhas recuperdveis permitem editar a aplicagio padrao e de seguranca
conforme necessdrio para corrigir a causa da falha. No entanto, se existir uma
assinatura de tarefa de seguranga ou o controlador estiver protegido, serd
necessario desprotegé-lo primeiro e remover a Assinatura de Seguranga antes de
ser possivel editar a aplicacio de seguranca.

Visualizacao de falhas

A caixa de didlogo falhas recentes na guia Falhas Graves na caixa de didlogo
Propriedades do controlador contém duas subguias, uma para falhas-padrao e
outra para falhas de seguranca.

Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016



Monitorar o Status e Controlar Falhas ~ Capitulo 12

Tabela 35 — Falhas graves de seguranca (Tipo 14)

Codigos de Falhas

Tabela 35 mostra os c6digos de falha especificos para Compact GuardLogix
controladores. O tipo ¢ o cddigo correspondem ao tipo e ao cddigo exibidos na
guia Falhas graves da caixa de didlogo Propriedades do controlador e no objeto
PROGRAM, atributo MAJORFAULTRECORD (ou MINORFAULTRE-
CORD).

Codigo | Causa Status Acao Corretiva
Watchdog da tarefa expirado. Tarefa do usudrio ndo foi Irrecuperével Apague a falha.
concluida em um periodo especificado. Um erro de programa Se existir uma assinatura de tarefa sequra, a meméria de tarefa é reiniciada e a
01 causou uma malha infinita, o programa é muito complexo tarefa comea a executar.
pﬂ?rffgfgenﬁg.tfgﬁan.arfgfﬁ i;lr)\ilcllggid;e;:?atrggfa de (aso contrario, é necessario fazer download novamente do programa para
P P ’ permitir a execucdo da tarefa de seguranca novamente.
02 Existe um erro em uma rotina da tarefa de sequrana. Recuperdvel Corrija 0 erro na ldgica do programa do usudrio.
07 Tarefa de sequranqa inoperante. Irrecuperdvel Apague a falha.
Esta falha ocorre quando a Iégica de sequranga é invélida, por Se existir uma assinatura de tarefa de seguranca, a memoria de seguranga sera
exemplo, um tempo limite de watchdog ocorreu ou a reinicializada por meio da assinatura e a tarefa de sequranca seréd executada.
memoria esta corrupta. (aso contrario, é necessario fazer download novamente do programa para
permitir a execucdo da tarefa de sequranca.
08 | Tempo de sistema (CST) ndo localizado. Irrecuperdvel Apague a falha. Configure um dispositivo para ser o CST principal.

Desenvolvimento de uma
rotina de falha

O Manual de programagio de falhas graves e secunddrias dos controladores
Logix5000, publicagio 1756-PM014, contém descri¢oes dos cddigos de falha

comuns aos controladores Logix.

Se ocorrer uma condigio de falha que seja grave o bastante para desligar o
controlador, este gera uma falha grave e para a execugao da logica.

De acordo com a aplicagao, pode ser que vocé nio queira que todas as falhas de
seguranca desliguem o sistema inteiro. Nessa situa¢io, ¢ possivel usar uma
rotina de falha para apagar uma falha especifica e permitir que parte do
controle padrio do sistema continue a funcionar ou configurar algumas saidas
para permanecerem ativas.

ATENCAO: Sera necessério fornecer a prova a sua agéncia de certificacio que
permitird que parte do sistema continue a funcionar mantendo a operagdo
segura.

O controlador suporta dois niveis de manuseio de falhas graves:
e rotina de falha do programa

o manipulador de falhas do controlador

As duas rotinas podem utilizar instru¢des GSV e SSV conforme descrito na
pagina 182.
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Rotina de falha do programa

Cada programa pode ter sua prépria rotina de falha. O controlador a executa
quando ocorre uma falha de instrugao. Se a rotina de falha do programa nao
apagar a falha ou se nao existir, o controlador continuaré a executar o
manipulador de falhas do controlador, caso exista um.

Manipulador de falhas do controlador

O manipulador de falha do controlador é um componente opcional que ¢
executado quando a rotina de falha do programa nao pode limpar a falha ou
nao existe.

E possivel criar somente um programa para o manipulador de falhas do
controlador. Depois de criado, ¢ necessario configurar uma rotina como a
principal.

O Manual de programacio de falhas graves e secundérias dos controladores
Logix5000, publicagio 1756-PMO014, contém detalhes sobre a criago e teste de

rotinas de falha.

Usar instrugoes GSV/SSV

Os controladores Logix armazenam dados do sistema em objetos, e nio em
arquivos de status. E possivel utilizar as instrugdes GSV (Obter valor do
sistema) e SSV (Definir valor do sistema) para recuperar e definir dados do
controlador.

A instrugao GSV recupera as informagdes especificadas e as coloca no destino
especificado. A instrucio SSV altera o atributo especificado com dados na fonte
dainstrucdo. Ao inserir uma instru¢ao GSV ou SSV, o software de programacio
exibe as classes ¢ os nomes de objetos ¢ os nomes de atributos vélidos para cada
instrugao.

Para tarefas padrao, ¢ possivel usar a instru¢ao GSV para obter os valores dos
atributos disponiveis. Ao utilizar a instrugao SSV, o software exibe somente os
atributos que podem ser definidos.

Para a tarefa de seguranca, as instrugoes GSV e SSV sao mais restritas. Observe
que as instrugoes SSV em tarefas padrio e de seguranga nao podem energizar o
bit 0 (falha grave em erro) no atributo do modo de um médulo de E/S de
seguranga.

Para objetos de seguranga, a Tabela 36 mostra para quais atributos podem-se
obter valores usando a instru¢io GSV e quais podem ser ajustados por meio da
instrugao SSV em tarefas de seguranca e padrao.

objetos pode causar uma operagao inesperada do controlador ou ferimentos

c ATENGAO: Utilize as instrugdes GSV/SSV com cuidado. Fazer alteragdes em
pessoais.
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Tabela 36 — Possibilidade de Acesso GSV/SSV
Acessivel da Acessivel
Objeto de . Tipo de L . Tarefa de de Tarefas
Seguranca Nome do Atributo dados Descricao do Atributo Seguranca Padrio
GV | ssv | GV | ssv
Instancia DINT Fornece o niimero de instancias deste objeto de tarefa. Os valores X X
vélidos sdo de 0 a 31.
Maximuminterval DINT[2] 0 intervalo maximo entre execucdes sucessivas desta tarefa. X X
MaximumScanTime DINT Tempo de execucdo maximo registrado (ms) para esta tarefa. X X
Tarefa de Minimuminterval DINT[2] 0 intervalo minimo entre execucdes sucessivas desta tarefa. X X
seguranga
gurang Prioridade INT Prioridade relativa desta tarefa em comparagdo com outras. Os X X
valores vélidos sdo de 0a 15.
Rate DINT Periodo (em ms) ou valor de tempo-limite da tarefa (em ms). X X
Watchdog DINT Limite de tempo (em ms) para execucdo de todos os programas X X
associados e esta tarefa.
Instancia DINT Fornece o nimero de instancias do objeto do programa. X X
Programa de - 0 -
Seguranga MajorFaultRecord DINT[11] Registra falhas graves neste programa. X X X
MaximumScanTime DINT Tempo de execugdo mdximo registrado (ms) neste programa. X X
Rotina de Instancia DINT Fornece o nimero de instancias deste objeto de rotina. Os valores X
Seguranga vélidos sdo de 0 a 65,535.
SafetyLocked SINT Indica se o controlador esté protegido ou ndo. X X
SafetyStatusm INT Especifica o status de sequranca conforme o sequinte: X
- tarefa de seguranga OK. (1000000000000000)
- tarefa de seguranqa inoperdvel. (1000000000000001)
Controlador - firmware incompativel. (00000000000000011)
de Seguranca SafetySignatureExists SINT Indica se ha ou ndo a assinatura de tarefa de seguranca. X X
SafetySignaturelD DINT Ntmero de identificacdo de 32 bits. X
SafetySignature Stringm Nimero de identificacdo de 32 bits. X
SafetyTaskFauItRecord“)(2) DINT[11] Registra as falhas da Tarefa de Seguranca. X
LastEditDate LINT Registro de data e hora da dltima edicao de uma definicdo de X
instrucdo adicional.
Aol
(Sequranca) | SignaturelD DINT Ndmero de ID. X
SafetySignaturelD DINT Ntmero de identificacdo de 32 bits. X
(1) Consulte Acessar os atributos FaultRecord na pagina 184 para obter informacdes sobre como acessar este atributo.
(2) Consulte Capturar informagdes sobre a falha na pagina 184 para obter informagdes sobre como acessar este atributo.
(3) Comprimento =37.
(4) Na tarefa-padrdo, a possibilidade de acesso GSV a atributos do objeto de seguranca € igual a possibilidade de atributos do objeto-padrao.
Publicacdo da Rockwell Automation 1769-UM022B-PT-P — Dezembro 2016 183



Capitulo 12

Monitorar o Status e Controlar Falhas

184

Acessar os atributos FaultRecord

Criar uma estrutura definida pelo usudrio para simplificar o acesso aos atributos
MajorFaultRecord e SafetyTaskFaultRecord.

Tabela 37 — Parametros para acessar os atributos FaultRecord

Nome Tipo de Estilo Descri¢ao
dados

TimeLow DINT Decimal 32 bits inferiores do valor do registro de data e hora da falha

TimeHigh DINT Decimal 32 bits superiores do valor do registro de data e hora da falha

Tipo INT Decimal Tipo de falha (programa, E/S ou outro)

(édigo INT Decimal (6digo exclusivo para esta falha (depende do tipo de falha)

Informacdo | DINT[8] Hexadecimal | Informacao especifica da falha (depende do tipo de falha e
cddigo)

Para obter mais informagdes sobre como usar as instrucoes GSV e SSV,
consulte o capitulo de instrucoes de E/S no Manual de referéncia de instrugoes

dos controladores Logix, publica¢iao 1756-RM009.
Capturar informagoes sobre a falha

Os atributos SafetyStatus e SafetyTaskFaultRecord podem captar informacées
sobre falhas irrecuperéveis. Use uma instru¢do GSV no manipulador de falhas do
controlador para capturar e armazenar as informagoes da falha. A instru¢ao GSV
pode ser utilizada em uma tarefa padrio juntamente com uma rotina do
manipulador de falhas do controlador que remove as falhas e deixa as tarefas
padrio continuarem a execugao.
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Capitulo 13

Guardar e carregar programas com um cartao

Secure Digital

Topico Pagina
Usando cartdes de memdria para memdrias nao volateis 185
Armazenamento de um projeto de sequranca 187
(arregamento de um projeto de seguranga 190
Gestao do firmware com supervisor de firmware 193

IMPORTANTE A expectativa de vida de midia flash ¢ altamente dependente do niimero de
ciclo de gravagdes que sao realizados. Midia nao voldtil utiliza uma técnica
de nivelamento de utilizacao, ou tecnologia para prolongamento do tempo
de servico, mas deve-se evitar gravacdes frequentes.

Evitar gravacoes frequentes quando carregar os dados Recomendamos que
vocé grave dados em um buffer na memdria do seu controlador e limite o
numero de gravacdes dos dados na midia removivel.

Usando cartoes de memoria  Compact GuardLogixControladores *5370 suportam um cartio Secure Digital
para memérias nio volateis (SD) para memdria nao volatil:

e Cartao 1784-SD1 - Sai de fbrica com o controlador CompactLogix
5370 ¢ oferece 1 GB de memdria Vocé pode pedir cartdes 1784-SD1
adicionais se desejar.

e Cartio 1784-SD2 - Disponivel para compra em separado e oferece
2 GB de memoéria

A memoria nao volatil permite que vocé mantenha uma cdpia do projeto no
controlador. O controlador nio precisa de alimentagao ou bateria para manter
a copia.
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E possivel carregar o projeto armazenado a partir da memdria nio volatil na
memoria do usudrio do controlador

¢ A cada energizagao.
e Sempre que nao houver projeto no controlador e ele for energizado

¢ A qualquer momento, por meio do software de programacao

IMPORTANTE A memodria nao voldtil armazena os contetidos da memédria do usudrio no
momento em que o projeto é armazenado

«  Asalterades feitas apds armazenar o projeto nao sao refletidas na
memdria nao volatil.

« Sefizer alguma mudanca ao projeto, mas nao armazena-las, elas serdo
substituidas quando carregar o projeto da memdria ndo volatil. Se isso
acontecer, vocé deve fazer upload ou download do projeto para entrar
em comunicacao.

«  Sequiser armazenar as mudancas como edicdes on-line, valores de
tags ou o programa da rede ControlNet, armazene o projeto novamente
depois de fizer as mudancas.

ATENCAO: Nao remova o cartdo SD enquanto o controlador estiver lendo ou
gravando nele, como indicado por um indicador de status SD piscando em
verde. Isso pode corromper os dados no cartdo ou no controlador, além de
corromper o firmware mais recente no controlador. Deixe o cartao no
controlador até que o indicador de status OK fique verde e sem piscar.

ADVERTENCIA: Ao inserir ou remover o cartdo SD enquanto a alimentagéo
estiver ligada, um arco elétrico pode ocorrer. Isto pode causar uma explosao
em instalacbes reconhecidas como drea classificada.

Antes de continuar, certifique-se de que ndo haja energia ou que a drea nao
apresenta risco

Se um cartdo SD estiver instalado, vocé pode ver seu contetido na guia de
Memoria nao volatil da caixa de didlogo de Propriedades do Controlador. Se
uma aplicagao de seguranca for armazenada no cartao, o status de bloqueio por
seguranga ¢ a assinatura da tarefa de seguranga aparecem.
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Armazenamento de um
projeto de seguranca

Figura 43 — Guia Nonvolatile Memory

5 Controller Properties - simpleProj o |[[@]=]

réen;fal Nﬂ_éjorFauhs 7]7 Minor Faults | Date/Time | Advanced I SFC Execution I Project I Safet)f]
Nonvolatie Memory | Memory | Intemet Protocol | Port Configuration | Network | Securty | Aam Log

Image in Nonvolatile Memory
Name: simpleProj
Type: 1769-L36ERMS Compact GuardLogix® 5370 Safet...
Revision: 281
Load Image: On Power Up
Load Mode: Run (Remote Only)
Safety Application: Unlocked
Safety Signature:  ID: <none>
Date:
Time:
Image Note: -~
Stored: 7/20/2015 6:39:54 PM

[7] Inhibit Automatic Fimware Update

Para obter informagdes detalhadas sobre a utilizagio de memoria nao volatil,
consulte o Manual de programa¢iao me memoria nao volétil dos controladores

Logix5000, publicagao 1756-PM017.

Nao ¢ possivel armazenar um projeto de seguranga, caso o status da tarefa seja
tarefa de seguranca inoperdvel. Quando vocé armazena um projeto de
seguranca, o firmware do controlador fica guardado no cartio SD.

Se nao existir nenhuma aplicagao no controlador, ¢ possivel salvar somente o
firmware do controlador de seguranga somente se houver uma parceria valida.
Uma carga de firmware somente no ird apagar a condigio inoperével da tarefa
de seguranca.

Se existe uma assinatura de tarefa de seguranca quando vocé salva um projeto,
ocorre o seguinte:

o Astags de seguranca armazenadas com o valor da assinatura criada.
o As tags padrio sao atualizadas.

e Aassinatura atual da tarefa de seguranca ¢ salva.

Ao armazenar um projeto de aplicagao de seguranga em um cartdo de memoria,
recomendamos selecionar Programa (somente remoto) ¢ também o modo
carregar, isto ¢, 0 modo em que o controlador deve entrar apds a carga.

Consulte Carregamento de um projeto de seguranca na pégina 190 para obter

mais informacoes.
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Slga cstas ctapas para armazenar um pl‘OthO.

1. Comunicagio com o Controlador

2. Coloque o controlador em modo de Programa, ou seja, Programa
Remoto ou Programa.

3. Nabarra de ferramentas Online, clique no icone Propriedades do

controlador.
Rem Prog f. 7 Progrem Mode
I » | ™ Controller OK

: = | [T Energy Storage OK
No/Edes % I 170 Not Present
Safety Unlocked 33 l|

4. Clique na guia Nonvolatile Memory.

5. Clique em Load/Store.

@? Controller Properties - simpleProj [=f@]f==]

General | MsjorFauts | Minor Fauts | Date/Time | Advanced | SFCExecution | Project | Safety |
Nonvolatie Memory | Memory | Intemet Protocol | Port Configuration | Network | Securty | Aam Log

Image in Nonvolatile Memory
Name: simpleProj
Type: 1769-L36ERMS Compact GuardLogix® 5370 Safet...
Revision: 281
Load Image: On Power Up
Load Mode: Run (Remote Only)
Safety Application: Unlocked
Safety Signature:  ID: <none>
Date:
Time:
Image Note: -~
Stored: 7/20/2015 6:39:54 PM

[7] Inhibit Automatic Fimware Update

DICA Se Load/Store estiver apagado (indisponivel), verifique o sequinte:

+ Que vocé tenha especificado o caminho de comunicagdo correto e
esteja online com o controlador.

0 cartdo SD estd instalado.

Se 0 cartdo de memoria nao estiver [ jnhibit Automatic Firmware Update
instalado, uma mensagem no canto

inferior esquerdo da guia Meméria (@) Noimage in the nonvolatile memory.
nao volatil indica a falta do cartao, conforme exibido aqui.
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6. Escolha sob quais condi¢des carregar um projeto na memoria do usudrio
do controlador.

Projeto que estd atualmente no cartdo SD Projeto que estd atualmente na
do controlador (se houver qualquer memoria de usudrio (RAM) do
projeto 1a). controlador.
| Nonvolatile Memory Loi{d / Store ‘ = ‘
Image in Nonvolatile Memory Controller
Name: CompactLogix_Project Name: CompactLogix_Project
GuardLogix® 5370 Saf... - mpact GuardLog® 53...
Revision: 281 Revision: 281
Load Image: User Inttiated | Load Image: (On Unintialized Memory ~
Load Mode: Program (Remote Only) Load Mode: ‘
Safety Application: Unlocked Safety jon: | eeciotisted |
Safety Signature:  ID: <none> Safety Signature:  ID: <none>
Date: Date:
Time: Time:
Image Note: - Image Note: A~
Automati Automat =
Hm?\:l“aleICUpdate: Disabled Fm:war;cUpdake. [Dusabla v]
Stored: 7/21/2015 40547 PM

&

Se vocé escolher Na inicializagao ou Na memoria corrompida, vocé
precisa escolher também o modo para o qual vocé quer que o
controlador v apds o carregamento:

e Programa (somente remoto) Loadimage: [On Unintisized Memory -

¢ Operagio (somente remota) Load Mode: | Bmgren Foasia ol )

DICA Ao armazenar um projeto de aplicacao de seguranca em um cartdo de
memdria, recomendamos selecionar Programa (somente remoto) e
também o modo carregar, isto €, 0 modo em que o controlador deve entrar
apds a carga.

7. Na caixa Atualizacio de firmware automatica, use o padrao
(desabilitado) ou escolha a opgio de supervisor de firmware apropriada.

Automatic Automatic =
Fimware Update: Disabled Fimware Update: [M v]l
Stored: 7/20/2015 6:39:54 PM [ <Sor

IMPORTANTE A opcdo Firmware Supervisor nao € utilizada para atualizar o
firmware do controlador.

8. Clique em Atualizar.

Automatic Automatic T
Fimware Update: Disabled Fimware Update: [M ']
Stored: 7/20/2015 6:39:54 PM

((Oose ][ Hb ]

IMPORTANTE  Store ndo fica ativo se um cartao SD estiver travado.

Uma caixa de didlogo pede que vocé confirme o armazenamento.

9. Para armazenar o projeto, clique em Yes.
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Aps ter clicado em Store, o projeto ¢ armazenado no cartiao SD como indicado
pelos indicadores de status do controlador. Estas condi¢oes podem existir:

o Enquanto o carregamento estiver em andamento, o seguinte ocorre:

- O indicador de OK estiver piscando em verde.

- O indicador SD estiver piscando em verde.

— Uma caixa de didlogo indica que o armazenamento estd em progresso.
¢ Quando o armazenamento estiver completo, o seguinte acontecerd:

— O controlador se reseta.

Quando o controlador estd se resetando, os indicadores de status
executam uma sequéncia de mudangas de estado, por exemplo, um
periodo breve de tempo com o indicador de status de OK em um
estado s6lido na cor vermelha. Espere que o controlador complete a
sequéncia.

— Apds o controlador ter se resetado totalmente, o indicador de OK
estard em verde sélido.

- O indicador SD esté desligado.

IMPORTANTE  Permita que 0 armazenamento seja completado sem interrupgdo.
Se vocé interromper 0 armazenamento, 0s dados podem ser
corrompidos ou perdidos.

Ca rregamento de um projeto E possivel iniciar uma carga a partir da memoria nao volatil somente se o

de se guranca seguinte for verdadeiro:
¢ O tipo do controlador especificado pelo projeto armazenado na
memdria nio volatil corresponde ao tipo de controlador.
. e , . S (.
e As revisoes principais e secunddrias do projeto em meméria nao volétil
correspondem as revisoes principais e secundarias do controlador.
e Seu controlador nio estd no modo de operagao.
Projeto que estd atualmente no cartdo SD Projeto que estd atualmente na
do controlador (se houver qualquer mem@ria de usudrio (RAM) do
projeto 1d). controlador.
| Nonvolatile Memory Loid / Store ‘ 2|
Image in Nonvolatile Memory Controller
Name: CompactLogix_Project Name: CompactLogix_Project
GuardLogix® 5370 Saf... - mpact GuardLogix® 53..
Revision: 281 Revision: 281
Load Image: User Intizted | Load Image: (On Unintialized Memory ~
Lo: 2 5 On Power Up
ad Mode: Program (Remote Only) Load Mode: ‘
Safety Application: Unlocked Safety jon: | eeciotisted |
Safety Signature:  ID: <none> Safety Signature:  ID: <none>
Date: Date:
Time: Time:
Image Note: - Image Note:
Aut i Aut ==
Rm?v’::elcUpdate. Disabled Hn:vmcUpdate. ﬁusable ']
Stored: 7/21/2015 4:05:47 PM
([ tee ]
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Tabela 38 — Op¢des para carregar um projeto

Existem vérias op¢des para quando (sob essas condigdes) carregar um projeto
na memoria do usudrio para o controlador.

Entdoselecione
esta op¢ao
Se deseja carregar o projeto Load Image Observacao
Sempre que ligar ou desligar e ligar | Na energizacdo «Quando desligar e ligar a alimentacao, vocé perde todas as alteracoes on-line, o valor do tag e programa de rede

a alimentacdo

nao armazenados na memaria nao volatil.

0 controlador carrega o projeto armazenado e o firmware em qualquer partida independente do firmware ou
aplicacdo no controlador. A carga ocorre se o controlador estiver ou ndo com bloqueio de seguranca ou tenha uma
assinatura de tarefa de sequranca.

Sempre é possivel utilizar o software de programacao para carregar o projeto.

Sempre que ndo houver projeto no

Na memdria ndo

The controlador faz a atualizacao do firmware no controlador, se necessério. A aplicacdo armazenada na meméria

controlador e ele for energizado inicializada ndo volétil também é carregada e o controlador insere 0 modo selecionado, seja programagdo ou operagao.

« Sempre € possivel utilizar o software de programacdo para carregar o projeto.
Somente pelo software Iniciado pelo « Seotipo do controlador e também as revises principais e secundarias do projeto na meméria ndo volatil
RSLogix 5000° usudrio correspondem ao tipo e as revisdes do controlador, é possivel iniciar uma carga, independente do status da Tarefa

de seguranca.

Carregar um projeto em um controlador com travamento de seguranca s é permitido quando a assinatura da
tarefa de seguranca armazenada no projeto na meméria nao volatil corresponder ao projeto no controlador.

Se as assinaturas ndo correspondem ou o controlador tem trava de sequranca sem uma assinatura, serd possivel
deshloquear o controlador.

IMPORTANTE: Ao deshloquear o controlador e iniciar a carga a partir de memdria néo volatil, o status de trava de
seguranca, senhas e assinatura de tarefa de seguranca sao definidos nos valores presentes na memoria ndo volatil
uma vez que a carga estiver completa.

Se o firmware no controlador primario corresponder a revisdo na memdria ndo volatil, o firmware do parceiro de
seguranca é atualizado, se necessério, a aplicado armazenada na memdria ndo voldtil é carregada para que o
status de tarefa sequra se torne operavel e o controlador entre no modo selecionado, seja programagdo ou
operagao.

Siga estas etapas para usar a aplicagio para carregar o projeto a partir de um
cartao SD.

1. Comunica¢ao com o Controlador

2. Coloque o controlador em modo de Programa, ou seja, Remote Program
ou Program.

3. Nabarra de ferramentas Online, clique no icone Propriedades do

controlador.
Rem Prog ﬂ. I Program Mode .
‘No Forces » | M Controller OK
= W
No Edits @ Energy Storage OK
| [T 1/0 Not Present
Safety Unlocked 3 il

4. Clique na guia Nonvolatile Memory.
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5. Clique em Load/Store.
& Controller Properties - simpleProj (o ®][=]
General | MsjorFauts | Minor Fauts | Date/Time | Advanced | SFCExecution | Project | Safety |
Nonvolatie Memory | Memory | Intemet Protocol | Port Configuration | Network | Securty | Aam Log
Image in Nonvolatile Memory
Name: simpleProj
Type: 1769-L36ERMS Compact GuardLogix® 5370 Safet...
Revision: 281
Load Image: On Power Up
Load Mode: Run (Remote Only)
Safety Application: Unlocked
Safety Signature:  ID: <none>
Date:
Time:
Image Note: -~
Stored: 7/20/2015 6:39:54 PM
[7] Inhibit Automatic Fimware Update
o
6. Na caixa de didlogo grardar/armazenar memdria nao volatil, clique na
guia Carregar.
| e e e S (=)
Image in Nonvolatile Memory Controller
Name: simpleProj Name: CompactLogix_Project
Type: 1768-L36ERMS Compact GuardLogx® 5370 Saf .. Type: DB_1769-L36ERMS/A Compact GuardLogix® 53...
Revision: 281 Revision: 281
Load Image: User Intiated Load Image: [On Power Up V]
Load Mode: Run (Remote Only) Load Mode: [Rn (Remote Only) V]
Safety Application: Unlocked Safety Application: Unlocked
Safety Signature:  ID: <none> Safety Signature:  ID: <none>
Date: Date:
Time: Time:
Image Note: - Image Note: i
g:r?\:l“::cUpdate: Disabled ?J:v:‘aﬂcUpdate‘ ll)sable ']
Stored: 7/20/2015 6:39:54 PM
Uma caixa de didlogo pede que vocé confirme o carregamento.
7. Para carregar o projeto, clique em Yes.
Aps ter clicado em Load, o projeto ¢ carregado no controlador conforme
indicado pelos seus indicadores de status. Estas condi¢oes podem existir:
¢ Enquanto o carregamento estiver em andamento, o seguinte ocorre:
— O controlador se reseta.
Quando o controlador estd se resetando, os indicadores de status
executam uma sequéncia de mudangas de estado, por exemplo, um
periodo breve de tempo com o indicador de status de OK em um
estado sélido na cor vermelha. Espere que o controlador complete a
sequéncia.
— Apds o controlador ter se resetado totalmente, o indicador de OK
estara em verde sélido.
- O indicador SD esté desligado..
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Gestao do firmware com
supervisor de firmware

Pode-se usar a fungio Firmware Supervisor no aplicativo Logix Designer
para gerenciar firmwares emCompact GuardLogixcontroladores 5370.
O supervisor de firmware permite que os controladores atualizem
automaticamente os dispositivos:

e Os modulos locais e remotos podem ser atualizados enquanto estiverem
nos modos programagio ou operagio.
e A codificagao eletronica deve estar configurada para Exact Match.

e O kit do firmware para o dispositivo-alvo deve estar no cartio de
memoria do controlador.

¢ O dispositivo deve suportar atualiza¢oes do firmware por meio do
software ControlFLASH™.

O supervisor do firmware ¢ compativel com os produtos de E/S distribuida e
nio modulares que se assentam diretamente na rede sem um adaptador,
incluindo os médulos de E/S CIP Safety nas redes EtherNet/IP.

Siga estas etapas para habilitar o Firmware Supervisor.

1. Na caixa de didlogo Controller Properties, clique na guia Nonvolatile
Memory.

2. Clique em Load/Store.

3. A partir do menu Atualizacoes de firmware automdticas, selecione
Habilitar e salvar arquivos para imagem.

A aplicagao Logix Designer move os kits de firmware do seu computador para o
cartdo de memoria do controlador para que o supervisor de firmware os use.

DICA Se desabilitar o supervisor de firmware, vocé desabilitard somente as atualizacdes
do supervisor. Isso ndo inclui as atualizacdes de firmware do controlador que
ocorrem quando a imagem do controlador for carregada a partir do cartao de
memodria.
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Observacoes:
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Apéndice A

Indicadores de status

Esta secio explica como interpretar os indicadores de status nos seus
controladores Compact GuardLogix* 5370.

Figura 44 - Indicadores de Status

Compact GuardLogix

SAFETY CPU

run(ZD)

FORCEU
o[l
o«

Cns [JSFTY RUN ]
D unkc1
LD unk2

[JSFTY OK_]
\

Tabela 39 - Indicador de Status (RUN) de Modo do Controlador

Status Descri¢ao
Desligado 0 controlador estd no modo de programa ou teste.
Verde Controlador no modo de operacao.

Tabela 40 — Indicador de Status de Estado Forcado (FORCE)

Status Descri¢ao

Desligado Nao hd tags contendo valores de forca de E/S. As forcas de E/S estdo inativas
(desabilitadas).

Amarelo As forcas de E/S estdo ativas (habilitadas). Podem existir valores forcados de E/S.

Amarelo intermitente

Um ou mais enderecos de entrada ou saida foram forcados a um estado energizado ou
desenergizado, mas as forcas nao foram habilitadas.

Tabela 41 - Indicador de Status de Estado de E/S (1/0)

Status Descri¢ao
Desligado Uma das sequintes condicdes existe:
« N&o existem equipamentos na configuracdo de E/S do controlador.
« 0 controlador ndo contém um projeto.
Verde 0 controlador estd se comunicando com todos os dispositivos na configuracdo de E/S.

Verde intermitente

Um ou mais dispositivos na configuraco E/S do controlador ndo estd respondendo.

Vermelho intermitente

Uma das sequintes condices existe:
« 0 controlador ndo esta se comunicando com nenhum equipamento.
« Ocorreu uma falha no controlador.
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Tabela 42 - Indicador de Status de Estado do Controlador (0K)

Status Descri¢ao
Desligado Nenhuma energizacdo aplicada.
Verde 0 controlador estd OK.

Verde intermitente

0 controlador estd armazenando um projeto em ou carregando um projeto a partir de
um cartao SD.

Vermelho

0 controlador detectou uma falha grave irrecuperdvel e removeu o projeto
da memdria.

Vermelho intermitente

Um dos sequintes:
- 0 controlador requer uma atualizacdo de firmware.
« Ocorreu uma falha grave recuperavel no controlador.

«Uma falha grave irrecuperavel ocorreu no controlador e removeu o programa da
sua memdria.

Tabela 43 - Indicador de Status de Estado de Rede Ethernet (NS)

Status Descricao

Desligado A porta ndo estd inicializada; ela ndo tem um endereqo IP e estd operando em modo
BOOTP ou DHCP.

Verde A porta tem um endereco IP e conexdes CIP estao estabelecidas.

Verde intermitente

A porta tem um endereco IP, mas nao ha conexdes CIP estabelecidas.

Vermelho

A porta detectou que o endereco IP atribuido j& esté em uso.

Vermelho/verde, piscando

A porta estd realizando seu auto-teste de energizagdo.

Tabela 44 - Indicador de Status de Estado de Link Ethernet (LINK 1/LINK 2)

Status

Descricao

Desligado

Uma das sequintes condicdes existe:
« Nao ha link.
- Porta desabilitada administrativamente.

- Porta desabilitada devido a condicdo de falha em anel rdpida ter sido detectada
(LINK2).

Verde

Uma das seguintes condicdes existe:

« Umlink de 100 Mbps (half- ou full-duplex) existe, sem atividade.

« Umlink de 10 Mbps (half- ou full-duplex) existe, sem atividade.

+  Rede de anel esta operando normalmente e o controlador é o supervisor ativo.

+ Rede de anel encontrou uma falha de rede parcial rara e o controlador é 0
supervisor ativo.

Verde intermitente

Um link de 100 Mbps existe e hd atividade.

Tabela 45 - Indicador de Status de Atividade do Cartao SD (SD)

Status

Descricao

Desligado

Néo ha atividade no cartao SD.

Verde intermitente

0 controlador esté lendo ou gravando no cartdo SD.

Vermelho intermitente

0 cartdo SD ndo tem um sistema de arquivos vélido.
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Tabela 46 — Indicador de status SFTY RUN

Status Descri¢ao
Desligado As saidas de sequranca ou de tarefa de seguranca do usudrio estao desabilitadas.

0 controlador no modo PROG, modo de teste ou hd uma falha na tarefa de seguranca.
Verde As saidas de seguranca e de tarefa de sequranca do usudrio estdo habilitadas. A tarefa

de seguranca estd em execucdo. A assinatura da tarefa de sequranca estd presente.

Verde intermitente

As saidas de sequranca e de tarefa de sequranca do usudrio estdo habilitadas. A tarefa
de sequranca estd em execucao. A assinatura da tarefa de seguranca nao esta
presente.

Tabela 47 — Indicador de status SFTY TASK

Status Descri¢ao
Desligado Nenhuma parceria estabelecida.
Verde 0 status do controlador de seguranca estd OK. O tempo do sistema coordenado (CST)

nao estd sincronizado.

Verde intermitente

0 status do controlador de sequranga estd OK. O tempo de sistema (CST) ndo estd
sincronizado.

Vermelho

A parceria de seguranca foi perdida.

Vermelho intermitente

Tarefa de seguranca inoperante.

Tabela 48 — Indicador de status SFTY LOCK

Status Descricao
Desligado Atarefa de seguranca ndo estd bloqueada.
Verde A tarefa de seguranca estd bloqueada.

Tabela 49 - Indicador de status SFTY OK

Status Descricao
Desligado Nenhuma energizacdo aplicada.
Verde A parceria de sequranca esta OK.

Verde intermitente

0 parceiro de sequranca estd armazenando ou carregando um projeto na memdria ndo
voldtil ou a partir dela.

Vermelho

0 parceiro de sequranca detectou uma falha grave irrecuperdvel, por isso removeu o
projeto de sua memoria.

Vermelho intermitente

0 parceiro de seguranca interno requer uma atualizacdo de firmware ou esta ja estd
em andamento.
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Mudanca de um controlador

padrao para seguranca

Trocar Tipo de Controlador

Topico Pagina
Mudanga de um controlador padrdo para seguranca 199
Mudanca de um controlador de sequranga para padrao 200
Mudando os tipos de controlador de seguranca 200

Como os controladores de seguranca tém requisitos especiais e ndo suportam
certos recursos padrao, ¢ preciso entender o comportamento do sistema ao
mudar o tipo do controlador de padrio para seguranca ou vice-versa no seu
projeto. Mudar o tipo de controlador afeta:

Recursos suportados

A configuragio fisica do projeto, ou seja, o parceiro de segurancae a E/S
de seguranga

Propriedades do controlador
Componentes do projeto, como tarefas, programas, rotinas e tags

Instrugoes adicionais de seguranga

Ao confirmar a mudanga de um projeto de controlador-padrao para

controlador de seguranca, os componentes de seguranga sao criados para

atender as especificagdes minimas para um controlador de seguranca:

Os componentes de seguranca sio criados (ou seja, tarefa de seguranca,
programa de seguranga e assim por diante).

A tarefa de seguranga ¢ criada somente se 0 nimero maximo de tarefas
descarregdveis nio for obtido. A tarefa de seguranga ¢ inicializada com os
respectivos valores padrao.

Um namero da rede de seguranga basecado em tempo (SNN) ¢ gerado

para o rack local.

As fungbes padronizadas do controlador que nao sio suportadas pelo
controlador de seguranca, como a redundancia, sio removidas da caixa
de didlogo Controller Propriedades (s clas existiam).
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controlador de seguranca
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Na confirmagio de mudanca de um projeto de controlador de seguranga para
um controlador padrio, alguns componentes sio alterados ¢ outros removidos,
conforme descrito abaixo:

e Os moddulos de E/S de seguranca e os tags sio removidos.

e As tarefas, programas e rotinas de seguranca sio modificadas para
tarefas, programas e rotinas padroes.

o Todos os tags de seguranca, exceto os tags de consumo de segurancga sao
alterados para tags padrao. Os tags de consumo de seguranga sao
removidos.

e Mapeamentos de tags de seguranca sio removidos.
¢ O numero da rede de seguranga (SNN) ¢ removido.
e Assenhas de bloqueio e desbloqueio de seguranca sao removidas.

e Sec o controlador padrio suportar os recursos que nio estavam
disponiveis ao controlador de seguranca, esses recursos sao visiveis na
caixa de didlogo das Controller Propriedades.

DICA Controles de seqguranca peer ndo sao removidos, mesmo quando ndo
apresentam conexdes remanescentes.

o Asinstru¢oes podem ainda fazer referéncia aos médulos que foram
excluidos e irdo produzir erros de verificagao.

e Os tags consumidos serao excluidos quando o médulo de produgao for
excluido.

e Como resultado das alteragdes anteriores no sistema, as instrugoes
especificas de seguranca e as tags da E/S de segurancga nao serao
verificadas.

Se o projeto do controlador de seguranga tiver instrugdes adicionais de
seguranga, ¢ necessario remové-las do projeto ou mudar sua classe para padrao
antes de alterar o tipo do controlador.

Ao mudar de um tipo de controlador de seguranga para outro, a classe de tags,
as rotinas e os programas continuam inalterados. Qualquer médulo de E/S que
ndo for mais compativel com o controlador alvo seré excluido.

EXEMPLO 0s mddulos Compact /0™ 1768 nao sao compativeis com o sistema de
controlador Compact GuardLogix® 5370 (1769).

A representacio do parceiro de seguranca ¢ atualizada para aparecer
adequadamente para o controlador-alvo nestes casos:

e O parceiro de seguranca ¢ criado no slot x (slot primdrio + 1)
ao mudar de um controlador Compact GuardLogix 5370 para um
GuardLogix 5570.

¢ Ao mudar de um controlador Compact GuardLogix 5370 para um
GuardLogix 5570, o parceiro de seguranca ¢ removido, pois ¢ interno ao
controlador Compact GuardLogix.
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