


Important Statement

Thank you for choosing our product. Before using this product, please read this manual carefully.
Proper operations of the product will result in better performance and faster verification.

None of the content of this document shall be copied or delivered in any forms or by any means
without the prior written consent of our company.

The product described in the manual may include the software whose copyrights are shared by
licensors, including our company. No one shall copy, distribute, revise, modify, extract, decompile,
disassemble, decrypt, reverse engineer, lease, transfer, sub-license the software, or perform other acts
of copyright infringement, unless such restrictions are prohibited by applicable laws or such actions
are approved by respective copyright holders.

@ Information provided in this manual may differ from actual technical specifications due to the
constant development of products. Our company claims no responsibility for any disputes
arising out of any discrepancy between actual technical parameters and those described in this

document. The document is subject to change without prior notice.
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Today, modern companies' concern for security has rapidly increased. Every company wants to work
in a secured environment. To reach this level, ZKTECO brings to you a management system that
helps customers to integrate operations of safety procedures on one platform. The system is divided
into ten modules, namely: Personnel, Access, Attendance, Elevator, Hotel Systems, Visitor Systems,
Parking Lot Systems, Patrol Systems, Video Systems and Systems Management.

It can manage around 30,000 personnel data with its powerful data processing capacity.
Users’ data are more secured with multi-level management role-based level management.

It can track events and operations in Real-time to ensures prompt feedbacks of data to the
supervisor.

Dual core processor with speeds of 2.4GHz or above.
System Memory of 4GB or above.

Available space of 30GB or above. We recommend using NTFS hard disk partition as the
software installation directory.

Monitor Resolution of 1024*768px or above.

Supported Operating Systems: Windows 7 / Windows 8 / Windows 8.1 / Windows 10 /
Windows Server 2008/2013(32/64).

Supported Databases: PostgreSOL (Default), SOL Server & Oracle (Optional).

Recommended browser version: /£ 1 71+/Firefox 27+/Chrome 33+

&sNote: You must use IE 8.0 or newer version for fingerprint registration and verification.

This module is used to set Person details and their department. It primarily consists of two parts:
Department Management settings, which is used to set the Company’s organizational chart;
Personnel Management settings, which is used to input person information, assign departments,
maintain and manage personnel.
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This module is a web-based management system which enables normal access control functions,
management of networked access control panel via computer, and unified personnel access
management. The access control system sets door opening time and levels for registered users.

It can achieve cross-regional attendance centralized control through the shift and shift management.
You can apply for Appended Receipt, Leave, Overtime, etc. in Exception Management. In this
module, you can also attendance point for access/parking and other functions.

This module is mainly used to set device parameters (such as the swiping interval for taking elevators
and elevator key drive duration), manage personnel's access rights to different floors and elevator
control time, and supervise elevator control events. You may set registered users' rights to floors.
Only authorized users can reach certain floors within a period of time after being authenticated.

It provides hotel service management functions covering check-in, overstay, check-out, rate
settlement, and lock setup and management.

It is a web-based management system that implements entry registration, exit registration, snapshot
capturing, visitor quantity statistics, booking management, and shares information among
registration sites. It is highly integrated with the access control system and elevator control system. It
is generally used at reception desks and gates of enterprises, to manage visitors.

It is an automatic and intelligent vehicle management, effectively and accurately monitors and
manages vehicles at all exits and entrances.

The online patrol system in the access control devices can help enterprise management personnel
to effectively supervise and manage the patrol personnel, plans, and routes. In addition, periodic
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statistics and analysis can be performed on the patrol routes and results.

Video provides video linkage function to manage the Video Server, view the Real-Rime Video, and
query the Video Record, popup the Real-Time Video when linkage events occur.

System Management is primarily used to assign system users and configure the roles of
corresponding modules, manage databases such as backup, initialization, and recovery, and set
system parameters and manage system operation logs.
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2. System Operations

2.1 Login to the System

User Login

admin

‘ ? Login g@)\ Fingerprint ’

After installing the software, double-click the ZKBioSecurity icon 0 to enter the system. You may

also open the recommended browser and input the IP address and server port in the address bar.
The IP address is set as: http://127.0.0.1:8088 by default.

If the software is not installed in your server, you may input the IP address and server port in the
address bar.

The user name of the super user is [admin], and the password is [admin], then click [login]. After the
first login to the system, please reset the password in [Personnel Information]. Or click [Fingerprint]
and then scan the administrator fingerprint to enter the system.

2S5 Note:
» The user name of the super user is [admin], and the password is [admin]. After the first login
to the system, please reset the password in [Personnel Information].

»If you have selected the HTTPS port during software installation, input the server IP address
and port number (for example, https://127.0.0.1:8448) in the address bar and press Enter. The
following prompt may be displayed:
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% Your connection is not secure

The owner of 192.168.214.143 has configurad their website improperly. To protect your informaton from
being stolen, Firefox has not connected to this website.

Learn morea...

\:\ Report errors like this to help Mozilla identify and block malicious sites

Here, you need to add a site exception following the exception adding prompts after you press
Advanced. Different browsers may have different setting.

» If you have selected the HTTPS port during software installation, the following message may be
displayed on the login page:

) Click here for driving detecting abnormal processing

Click Connect. On the page that is displayed, download issonline.exe and corresponding certificates
before using functions such as fingerprint and external devices.

2.2 Personal Self-Login

Click [Personal Self-Login], next to User login. For using this function, the personnel must be
registered in the system. The login account and password are the personnel number and password
registered in the system. The default password is 123456. Through this the personnel can reserve
visitor for themselves. For more details about the Reservation of visitors, please refer to Reservation.

(i) ZKBioSecurity

Person Self-Login

Personnel ID

Reservation Code
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2.3 Dashboard

After logging in, the home page is displayed as shown below. If you want to go to home page from

any interface, then you can click on the upper left corner of the interface to return to

the home page.
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This panel allows you to view statistics of each module and monitor real-time system events. Click

&=- My Quick Operation

to configure the quick connection function of each module.
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Dashboard

! =~ My Quick Operation

Add Person

Department  Position Search Device  Device Monitoring

|ssued Card Record Real-Time Moniforing  Alarm Monitoring

Time Zones  Access Levels

Who |s Inside

| ap
All Transaclions

Events From Today

Attendance O N Eevator o

Area  Device  Personnel Ares Setting Device Monitoring

Time Zone  Shift  Personnel Schedule Real-Time Monitoring  Elevator Levels

Personnel Schedule All Transactions

You can quickly access desired pages through above shown functions of the module.

Click #* to edit the function lists in the top right corner of every module.

2.4 Activating the System

Please refer to the corresponding license document.

2.5 Modifying Password

You can modify the login password in [Personal Information] @
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Username™ admin |

Usemame should be composed between 1-30 characters

and in lefters,numbers,or symbols: (@/.f-/+_).
Reszet Password

Superuser State

Role Group

Auth Department

Authorize Area

I you select no area, you will possess all area n'-ghls by
default.

Email |

First Name |

Last Name |

Fingerprint Register @ 0
Download Driver

Check [Reset Password] box to modify the password.

#Note: Both, super user and the new user are created by the super user (the default password for
the new usersis 111111). The user name is not case-insensitive, but the password is case-sensitive.

2.6 Customer Service

Click the [Customer Service] button on the top right corner of the interface to raise a trouble
ticket and get help in response.

2.7 Exitthe system

Click the [Logout] button on the upper right corner of the interface to exit the system.
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Personnel Management

Before using the other functions, please configure the personnel system: Personnel and Card
Management.

s () (0.0 @ )

=
(
=

| Perzcnnel ID | Flisl Harme Le=iName | Mores q

(5 memean [ new S, omesion Bf anjust epanmem gy Amust Peainan P oeer= (% expar ~ [® impon v

Flrst Memz Last Name Depertment Mame  Card Humber Blcipgcs| Templats Quantsy guatuE

Click here to enter
Personnel Module

[™ Financial 03
% Hotal[0)

[ CardManagzment H 14 4 B 3 a1 Gbwwsperpage - CMmpTe d D Fags Tl of Dreconds

Personnel

Personnel system includes these modules: Person, Department, Position, Dismission Personnel,
Custom Attributes, and Parameters.

Person

When using this management program, the user shall register personnel in the system, or import
personnel information from other software or documents into this system. For details, see Common

Operations.

Main functions of Personnel Management include Add, Edit, Delete, Export and Import personnel,
and Adjust Department.

Click [Personnel] > [Person] > [New]:
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Personnel ID* Department”
First Name Last Name

Gender Password

Certilicate Type Certificate Number | - =
Social Security Mumber Mobile Phone | |

Reservation Code Birthday (Optimal Size 120%140).

|

Biological Template Quantity @ 0 1!, 0 Hire Date

Access Control Time Attendance Elevator Contrﬁ’ﬂ Plate. Register Personnel Detail
Levels Settings Add Superuser | Mo X |
Master Check All EEIE— L
Clear All Device Operation Role Crdinary User r
Delay Passage ]
Dizabled
Set Valid Time

T S TR

Fields are as follows:

Personnel 1D: An ID may consist of up to 9 characters, within the range of 1 to 79999999. It can be
configured based on actual conditions. The Personnel No. contains only numbers by default but may
also include letters.

=Notes:

»  When configuring a personnel number, check whether the current device supports the
maximum length and whether letters can be used in personnel ID.

» To edit the settings of the maximum number of characters of each personnel number and
whether letters can also be used, please click Personnel > Parameters.

Department: Select from the pull-down menu and click [OK]. If the department was not set
previously, only one department named [Company Name] will appear.

First Name/Last Name: The maximum number of character is 50.
Gender: Set the gender of personnel.

Password: Set password for personnel accounts. It can only contain up to 6-digits. If a password
exceeds the specified length, the system will truncate it automatically. It cannot be the same with
others password and the duress password.

Certificate Type: There are four types of certificates: ID, Passport, Driver License and Others. Click

[zg] icon torecognize the Certificate automatically. Please refer 3.1.6 Parameters and 12.2.5 Client

Register to see how to register one.
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:Click [zg] iconand the Certificate information will pop up automatically.

: Set personnel social security number. The max length is 20.

: The max length is 20, and this is an optional field.
: The max length is 6; the initial password is

It is the designation of the personnel. It can be referred as the level of personnel in
workmanship.

:Input employee’s actual birthday.
: The max length is 10, and it should not be repeated.
: It is the date on which the personnel are appointed. Click to select the date.

: The picture preview function is provided, supporting common picture formats,
such as etc. The best size is 120x140 pixels.

Browse: Click [Browse] to select a local photo to upload.
Capture: Taking photo by camera is allowed when the server is connected with a camera.

- Enroll the Personnel Fingerprint, Finger Vein or Duress
Fingerprint. To trigger the alarm and send the signal to the system, scan the Duress Fingerprint.

Biological Template Quantity & 0

1) Move the cursor to the fingerprint icon position, a registration pop-up or drive download box will
appear, click [Register].

2) Select a fingerprint, press on the sensor by three times, then
will be prompted.

3) Click [OK] to complete registration.
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Please select a finger Fingerprint registered Successfully.

Click a fingerprint to delete. If you need to register a duress fingerprint, check the Duress Fingerprint
box.

& Notes:
@ Iffingerprints are duplicated, "“Don't repeat the fingerprint entry” will be prompted.

@ Ifthe fingerprint sensor driver is not installed, click “Install driver” and the system will prompt to
download and install driver.

@ Afterinstalling the fingerprint sensor driver, if the fingerprint register button is grey in I browser
while it is normal in other browsers (such as Firefox, Google), you can change the settings of IE
browser, as per the following:

1) InIE browser, click [Tools] = [Internet Options] = [Security] = [Credible Sites], add
http://localhost to the credible sites, then restart the IE browser.

2) InlE browser, click [Tools] = [Internet Options] = [Advanced] = [Reset] to pop up a dialog
of Reset Internet Explorer Settings, click [Reset] to confirm; then restart the IE browser (you
may try when Point 1 does not help).

3) Ifall the above settings do not work, please execute following operations (take IE11 browser
as an example): click [Tools] = [Internet Options] = [Advanced] =>[Security], check the
option of [Allow software to run or install even if the signature is ..], and remove the tick
before [Check for server certificate revocation], then restart IE.
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4)

2.

5)

If the browser is below IE8, the fingerprint registration page will be different:

Please select a fingar.

Click the checkbox to register or delete fingerprint.

=

Fingerprint registered
The finger %‘T’l&ﬁ%ﬁtﬁn 2
Right Hand

Middle Finger

Click the checkbox to register or delete fingerprint.

=

The system supports the access from the Live20R fingerprint device and the fake fingerprint

prevention function.

Suspected Take fingerprint, please re-register.

Set the Access Control parameters for the personnel. Click [Access Control]:
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Access Control Time Attendance Elevator Control Plate Register Personnel Detail

Levels Settings g Ni
i uperuser | o

Device Operation Role Ordinary User
Delay Passage
Digabled

Click on Add

Coovcmanc J ox J_ G|

Fields are as follows:

Level Settings: Click [Add], then set passage rules of special positions in different times zone.

R —

The current query conditions: Mone
Altamative Selectad(D)

O Level Mame i O Lewval Mame

| £ AT St 1 AHE S | S0rowsperpage —  Tofalof O records

Superuser: In access controller operation, a super user is not restricted by the regulations on time
zones, anti-passback and interlock and has extremely high door-opening priority.

Device Operation Authority: Select administrator to get its levels.

Delay Passage: Extend the waiting time for the personnel through the access points. Suitable for
physically-challenged or people with other disabilities.

Disabled: Temporarily disable the personnel’s access level.

Set Valid Time: Set Temporary access level. Doors can be set to open only within certain time
periods. If it is not checked, the time to open the door is always active.

#Note: The system will automatically search for the relevant numbers in the departure library
during verification.
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The Personnel Information List, by default, is displayed as a table. If Graphic Display is selected,
photos and numbers will be shown. Put the cursor on a photo to view details about the personnel.

zNotes:

Not all devices support the “Disabled” function. When a user adds a device, the system will
notify the user whether the current device supports this function. If the user needs to use this
function, please upgrade the device.

Not all the devices support the "Set Valid Time” function of setting the hour, minute, and
second. Some devices only allow users to set the year, month, and day of the local time.
When a user adds a device, the system will notify the user whether the current device
support this function. If the user needs to use this function, please upgrade the device.

Set the Time Attendance parameters for the personnel. Click [Time Attendance]:

Access Control Time Attendance Elsvator Control Plate Register Personnel Detail

Aftendance Area

Attendance Calculation | Yes v
+ [1 Area Name

Device Operation Role Employse ¥

:You can set the staff attendance area.

: Set if the attendance needs to be calculated or not. Select [Yes] for
calculating attendance. Select [No] for not calculating the attendance.

: It will set the authority for operating the device and send it to the
corresponding device.

Set the Elevator Control parameters for the personnel. Click [Elevator Control]:

Access Control Time Attendance Elevator Control Flate Register FPerzonnel Detail
Levels Settings Add Superuser No T
Check All 7
Clear All Set Valid Time (@]

:In elevator controller operation, a super user is not restricted by the regulations on time
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zones, holidays and has extremely high door-opening priority.

: Set Temporary elevator level. Floor buttons can be set to be pressed only within the
time periods. If it is not checked, the time to press the floor button is always active.

2 Note: The Elevator level must be set in advance.

Set the Elevator Control parameters for the personnel. Click [Elevator Control]:

Access Control Time Attendance Elevator Control Flate Register Personnel Detail

License Plate Parking Space @

: The user needs to register the license plate.
- Parking space corresponding to the vehicle.
#sNote: Each personnel may register a maximum of 6 license plates.

Click [Personnel Detail] to access the details and editing interface, and enter information.

Access Control Time Attendance Elevator Control Flate Register Personnel Detail
Email Event Notification O
Employee Type — i; Hire Type — i;
Job Title Street
Birthplace Country
Home Phone Home Address
Office Phone Office Address

: Set the available email address of the personnel. The max length is 30. Punctuations, namely,
the”-""_"and".” are supported. If the Event Notification is checked, the Email is required.

: After checking this menu, the system will send an email to the relevant person
once an access or an elevator event occurs. If there is no setting to email sending server, the Email
Parameter Settings window will pop up if this menu is checked. Please refer to E-mail Management

for the setting information.

After entering the information, click [OK] to save and exit, the person details will be displayed in
the added list.
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® Edit Personnel

Click [Personnel] > [Person], then select a person, and click [Edit].

® Delete Personnel

Click [Personnel] > [Person], then select a person, and click [Delete] > [OK] to delete.
#Note: All relevant information about the person will be deleted.

® Dimission

1. Click [Personnel] > [Person], then select a person, and click [Dimission].

wecome samin () (D @ @ O
Auihortzed Gompany” ZKTera
Departmant Name Personnel I | Firs Name muer Q@
The ciarrent guery conditions: Nons

=] [+ Retiash [ New S, Dmission B At Departmant & Adjust Posiion i Daiete [ Bupont -+ [# impon = (1 Statsics

[1  Fesonnel D Fist kame Last Name Department Name  Card Number  Bwological Template Quantity Slatue

" Marksting Departmanti0)

" Development Departmant{0} 4 ek it @ Be Elu

| Finantiad Department(1) | = R L LR
] Senvice department(t) 0 us 2. Select Personnel ) Looswss  go g0 o
71 Hotel{0)

Monmal

506304749 @0 g0 go

@1 g0 Ro
1303615774 o @0 jo
Financial Dapartment Br B0 §o
ZKTecn 505955673 @t g0 §o
ZKTeco §o g0 jo
ZeTern 1347505206 @0 B0 jo
ZKTecn G0 g0 go
@t g0 go

P Tarn AIRARTARS An &@n An

= Cand Managemanl

=l AD Managemant 3 e & - 3 Jump To 1 M Pags.  Tatal of 13 recoeds

2. Select the date, then select type and write reason and click [OK].

Dimission Date* 2018-03-22

Dimission Type™ o |

Dimission Reason

® Adjust Department

1. Click [Personnel] > [Person], then select a person, and click [Adjust Department]:
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2, Selecta person

2. Select”New Department”.
3. Click"OK"to save and exit.
® Statistics

Click [Personnel] > [Person] > [Statistics]. View the number of personnel, the number of fingerprints,
face templates, finger vein enrolled, card numbers, gender and other statistical information.

Statistical Type Current Total
IMale 2

Female 2

Personnel Quantity 13
Fingerprint Cluantity 0

Face Cluantity 0

Finger Vein Cluantity 0

Mumber of cards held T

® Export

Click [Personnel]> [Person]> [Export] to export personnel information, personnel biometric
templates, personnel import templates and personnel photo.
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|3 Export = [* import ~
E Export Personnel

r

|—_|’ Export Biometric Template

|__|’ Export Personnel Photo

|__|3' Download Personnel Import Template

1) Export Personnel: Personnel’s basic information is all checked (selected); check custom attributes

as required.

[|Basic Informaticn

[+ Personnel ID [/ First Name

[+] Department..  [] Gender

[] Certificate Type [ Certificate Nu. ..

[] Last Name

¥ Birthday

[«] Card Number

[+ Department...

[+/] Password

[«] License Plate

[] Email [«] Reservation C... [«] Mobile Phone
[[JCustom Attributes [] Employee Type [| Hire Type [] Job Title [] Street
[] Birthplace [] Country [] Home Phone [] Home Address
[] Office Phone [] Office Address
The File Type EXCEL File
Export Mode (#) All data (Can export up to 40000 data)
(" Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
ok
ZXIECO
Parmon
ety | mettre | tem | O T | e ey T [ raine| i T ||| e
1 rm WA 1 LE 1 H MY Mzl 18I 4-02 1 1 Wi S0 21293 o 123450 )2 -
2 Loy Tan 3 Ty sh-pymani Femake 19021208 < 3 TGS 8155295 TreEatc.oam 123456 Rp o |
380 ey ang hicesl Haisd Ferule 130T 701 acn 1 F40Ta 1411237 25 oq eom 12s&mm B A1
3 Lo Hou “ Franel Wi 10081212 3 1 meeT 132TITHD EratrelLr ] 123800 EEEFELE
4 =l == 1 RN Fermaie 2007-12-00 - 1 IRV 1B QAT CEm 123400 i == =]
5 ol W = Motk Wluke A TLAL0 5 1 322323410 1 EE0GTE AW oy o AEEES [t
@ Amber Lin + AR Frmale 217-H7-H i 1 R SaEEH TETETSE eni com TEHEY P
F Toar T ; ey T 7 z FTRFITT ST e ey )
€ Gan u 2 Mm[ Fomaie wez120e E 1 A33718384 siERes Us T aemom 2o TaeamEE
? Lman M ¥ Dhcvodepaseat Female 2R 1 1 REEN = ) EEOgepcom 123488 &1
2) Export the Biometric Template.
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The File Type

Export Mode

|E){CEL File

(® Al data (Can export up to 40000 data)

Personnel Biometric Template

Personnel 10

Firs! Nome: Lat Harn=

Buomeltic

Bioretric Bemetric

Biorrednic Bomstrc

Biwmekrc Temphic

Eingerpri i

TENTUZDCA LA FOME EGAL HGAT QLA D IS AFAND N A D LY DAN A G YR 2AB SPPWLZTIZ0 I
A CANEHE A & TS 0 0L EDDCH Al AT -4 W OC T DM 300 p v WA D AR A& AT EValp 0
AYT-EPR QB RETW BLONERRA B DM Fl W DIAF LG AC WD 0P C RANIIPE -5 ASTAUAF AT
D i o OIS L ATIAY M T i I e Dt 1A 500 2 I s THL PV 1 40 KT oy A B LA
CEAFE0RDCAMILIW 0 P2 Wi AD IS QAT DlbuCph | LB B Dw BPEAAS A MaE el 2T
AdMPEADY A Be KNAALA 62 P o4 De BH 0B FAZERIDASRA cAH2ALMEY Py sn DE4ETBRTIAT wifZahn
EEHFASE 28 Y ey 10 PR e 5854 Pk gl B¢ BTLRY e Py ph o K O 0 2Ho buodl
DOVGE PRV L MRS D vo SMBRUGCNIFS 4 KT 8S 0V IMSaLE0s BN VTR YT
O pgCrIbati T T FIS K b THAZ X T Dm0l gy P50 1zl K 22/ 3n IV CF ol ¥ CWpEding - BG
AZBUSO0 1Y TR DEMALE FHAC @80 FO XN LN e SDOPTE 0P g/l PLYS Dk M- Ty O w2 asw SCH i
14V DA FOF I8+ G AT baINE A T 1L Ara e r A Qi+ glAn & FLLZAkAL A Frec TR
BT IESee DT AT R SO P A F B TLE FOD pGly7 e300 ol ps EAT {YETERIACTCHAR
Ao 1L G OmIA4 BF vl ZRHCEITY NTEZBN BPFeAmw AL BAE GEHIY 17 ADW U AW AT Ayo s
ERBE Yy Dt Ginge e wef oD & D IRFIIRAD wUNL 7 0r e W ks gL DTG BSa Zgm W ey
FALCOWE THEANFS (4 1 HEL 141G 1 ZEHIZPEKW SIS EMIAZ HUNk HTEF 45 £V G WHEVS FLAKPC IS MW E
F2drSi 101 IBSg4 L GWE & i bl PER BB v FPBAX D040z FhiBoE9Gw il wecl AQOjFN
R LD | YIZPeY € uve HiCw LIRS Do Cs FAT)S 20 ot CADEWE ElACKHAEOx ke i HTEVS
HAECPK EDweBESt?-+650E BT FCA DAL # R w ) SIS UF2 CLdH CAPSODZEXH fw TpFDh-+HvH OEw
CEH Ve AR S Mifap L GTa EVARPE Hi BeuHEh AN b R AR P e Plowu D <3 A0 ALLAT
NS TATTNEAS 0 1 WRABrODEDN NP2Y WIS WADS GIEVEEF CW VAV A2 T0+ T ONIFY SLaW PZTTTNG- FIE W T
iP5 v Ty Bhosay v g X2B AL UGRI Tk bp Ry B kel TTHTRSC BEWE phiinfLDR
1 G RV v SSUERY B 3B 00 U T FEruVV SR SE ABEMEN Sv 00 202 wa HE VIS H-0TVke KERZ
NAEPPFT e 4 NZLA D PYrTes P s K2 LA Ca W Ghe W 0

3) Download Personnel Import Template: Before exporting personnel template, you can configure
the corresponding fields (including custom attributes fields) to be exported, the required fields

(Personnel ID, Name, Department ID, Department Name) do not support configuration.

|#|Basic Information

[|Custom Aftributes

The File Type

Personnel ID
« Department ...
Certificate Type

Email

"] Employee Type
| Birthplace
[] Office Phone

|« First Name
¥ Gender

| Certificate Nu...

|« Reservation C...

[ Hire Type
|| Country
|| Office Address

| EXCEL File

g

¥ Last Name
Birthday
Card Number
Mabile Phone

\« Department ...
Password

|#| License Plate

=] Job Title
|| Home Phone

] Street
|| Home Address

4) Export Personnel Photo.
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The File Type TAR W

Export Mode (@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data

® |mport

Click [Personnel] > [Person] > [Import] to import personnel information and personnel biometric
templates. It only supports personnel information templates for importing.

E Impoﬁ Personnel
m Import Biometric Template
[® Import Personnel Photo

1) Import Personnel: Select “Yes” for [Update the existed Personnel ID in the system], the original
data will be overwritten when the personnel ID is repeated; select “No”, the opposite.

File Format (e Bxcel

Destination File | | B |

Header Start Rows The default is the second row.
Delimiter

Update the existed Personnel 1D in the system: (@Yes (Mo

2) Import Biometric Template.
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File Format () Excel

Destination File o |

Header Start Rows D The default is the second row.
Delimiter

e

3) Import Personnel Photo: The personnel photo need to be named by personnel ID, supporting
common picture formats, such as jpg, jpeg, png, gif, etc.

Photo Quality @Original  (OAdaptive (Size 120 = 140)

[ad | Please Select Photo

ple-selection

Total : 0 (Please do not delete photo while uploading)
Please name the photo with employee ID.The correct format is JPG/GIF/BMFP/PNG.Make sure the photo name does not contain special

characters.

Start Upload Add More

® (Card Printing

Click [Personnel] > [Person], then select a person and click [Print Card].

ZKBioSecurity 3.1.5.0 or above Page |23



Card Template Edit Template [l Add Template Wl Delete Template =l

Frant

Total Progress ||

FPersannel Name Department Name  Print Status
D

123456 ‘Herbert Gearge Ma rkeﬁng_ Waiting

| '

Name: Herbert George

Marketing
123456
2017-06-28

Select a card template and a printer and click [Print Card].

1. Toadd a template, click [Add Template].

Templatz Name*

Front® (® Vertical () Transverse
Back* (@ Vertical () Transverse

Input the [Template Name], select the template direction, then click [OK]. The top figure below is a
vertical template and the bottom one is a transverse template.
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‘ SafectFleld
Ll Parscnngl ID L) Wama
("1 Deparimert. 171 Hire Dae.

[l Bander || Mablie Pnone
| Phats 14 Email
Insed Picture inset Batkaeound Pich e

IosertTer)  ingert Underseom

Ak Doubka click o veleta ihe mneriad poiare; B, indeding

(1) Select fields.

LOGO

|s=tec1#1i0 |
Lot Margin |

[J Pesscnnsl D | Name
Top Margm itk =

et | i Deparment. | Hig Date
|| Gender (2] Mohilz Phoee
Fom Size = —
[ Phamg (L) Email
InsantPichire Insed Uncersione
Inaen B Inset Backgrund Ficurs
Ak Desi £1iek 1ttt T irsaed pisnite. Bl undsring

Select Field

|| Personnel ID
[ | Department
|| Gender

[_| Photo

["] Mame

|| Hire Date

[ Mobile Phone
[ Email

Select corresponding fields. The fields will be displayed in the template. You can drag the fields to

change the field dimension.
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Left Margin
Top Margin
Text

Font Size

108

!233

Personnel ID

| 18px

(2) You can insert pictures, background images, texts and underlines into the template. Enter the
text to be inserted in [Text] to insert texts to the template.

= Notes:

> Click ¥ to delete the inserted fields.
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Text

Font Size
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» Double-click the inserted pictures, texts or underlines to delete them.

» Upload a background image of 635 x 1010 pixels for a vertical template and background
image of 1010 x 635 pixels for a transverse template.

2. To edit a template, click [Edit Template]. The procedures for editing a template are the same as
those for adding a template.

#sNote: By default, neither of the vertical template nor the transverse template can be edited. Only
user-defined templates can be edited.

3. Todelete a template, click [Delete Template].

Prompt

Are you sure you want to perform the delete
operation?

Click [OK] to delete the template.

= Note:

By default, neither of the vertical template nor the transverse template can be deleted. Only
user-defined templates can be deleted.

Before managing company personnel, it is required to set a departmental organization chart of the
company. Upon the first use of the system, by default it has a primary department named [General]
and numbered [1]. This department can be modified but can’t be deleted.

Main functions of Department Management include Add, Edit, Delete, Export and Import
Department.

1. Click [Personnel] > [Personnel] > [Department] > [New]:
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IFihe
admintbatnn o re-mihoeze he usar o edit e

Diepariment Number” |
Degarimant Nama® il
sort

Farenl Dapartment

Fields are as followed:

Department Number.: Letters and numbers are available. It cannot be identical to the number of
another department. The number shall not exceed 30 digits.

Department Name: Any combination of a maximum of 100 characters. In case of different levels, the
department names can be repeated.

Sort: Number only. The valid range is 1-999999999. The smaller the number of department sort in a
same level, the higher ranks such department have. If this field is empty, it will be arranged in
accordance with the increasing order.

Parent department: Select a parent department from the pull-down list. Parent Department is an
important parameter to determine the company’s organizational chart. On the left of the interface,
the company’s organizational chart will be shown in the form of a department tree.

The current query conditions: MNone

EaR =)
4 77 General
[ Development Department
[ Financial Department
[ Hatel

2. Afterfilling the details, you can click [OK] to complete adding; click [Cancel] to cancel it, or click
[Save and new] to save and continue adding new department.

To add a department, you can also choose [Import] to import department information from other
software or other documents into this system. For details, see Common Operations.

® Edita Department
Click [Personnel] > [Personnel] > [Department] > [Edit].
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® Delete a Department

1. Click [Personnel] > [Personnel] > [Department] > [Delete]:

2. (lick [OK] to delete.

Are you sure you want to perform the delete
operation?

#Note: If the department has sub-departments or personnel, the department cannot be deleted.

® Export

|‘_,J' Export Department
|’_|J' Download Department Import Template

a) Export Department includes Exporting Department and Downloading Department Import

Template.

b) Department: can be exported in EXCEL, PDF, CSV file format.

The File Type IE}{CEL File
Export Mode (@) All data (Can export up to 40000 data)
("1 Select the amount of data to export (Can export up to 40000 data) |
From the article 1 'Strip, isderived 100 Data |
ZKTECO
Department
Depantment | ;o iment Name | ANt Depatment (o peooriment | Greated Date
Number Number
hotel Hotel 2017-12-15 09:06:
o1
4 Financial 1 GEnsR 2017-12-15 09:06:
Department 48
Development 2017-12-15 09:06:;
2 Department ! Generd! 48
Marketing 2017-12-15 05:06:
2 Department : Genem) 48
2017-12-15 09:06:
1 G I
eneral 18
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¢) Download Department Import Template: Excel template file can be exported, and you have to
use this template format to import department.

The File Type [EXCEL File

Export Mode (® All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 datz)
From the arficle | 1 Strip,is derived 100 Data
e i— PR

® |mport

1) Click [Personnel] > [Department] > [Import], the import interface is as follows

File Format (@) Bxcel () Csv
Destination File | e |
Header Start Rows D The default is the second row.

Delimiter

e sy

2)  Import department information: can import EXCEL, CSV format files.

3)  Select the destination file, fill in the header start rows, click [Next Step], the interface are as follow:

Database Fields Importing data fields
Department Number* Department Mumber W
Department Mame* Department Name W
FParent Depariment Number Farent Depariment Mumber W
Farent Department Name Farent Depariment W
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4)  After importing the file, the system will match the imported report field and the data segment field

automatically. If the matching is incorrect, you can modify it. Click [Next].

Fow 6. Department name can not be empty! A
Row 7. Depariment name can not be empty!

Succeed: 2, Failed: 3. W
Complete

The window will close after 4 second(s). Suspend Close

3.1.3 Position

To organize the personnel as per their competency and skills, you can set position as required. If you
set position, you can easily filter report only for a particular post.

1. Click [Personnel] > [Personnel] > [Position] > [New]:

Fosition Numbar™
Fosition Name"

Sarl

Farent Posibon

EXIn mCa T

Fields are as follows:

Position Number: Set the value of position number. It can be letters or numbers, or combination of
both. Special characters are not allowed. Length shall not exceed 30 digits

Position Name: Set a suitable name for the position. Any character, maximum combination of 100
characters. Position names should not be repeated.
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Sort: Supports only numbers. The valid range is 1-999999999. The smaller the number of department
sort in a same level, the higher ranking a department has. If not filled in, it will be arranged in
accordance with the added order

Parent Position: By default, there are no position. It is an important parameter to organize the
personnel as per their skills and competency.

2. Fill the details as required and save.

3.1.4 Dimission Personnel

This parameter will display the personnel who are not working in company anymore. Once the
person is dimissoned, it will be listed here.

Parsonnel |0 || First Name Degarimant Denission Type' | -—-— moer QO (@)

The ciarrent guery condithons: Mons
(74 Refiesh it Deleie
1 Fearsonrel 12 First Kame Last Name Department e Date Demission Date Dvmiszion Type  Dimission Reason Operabors

1 1314 13 12 Marketing Depart 2013-05-22 Resignation Edit Reinctatoment

= Card Managemanl

Pl AD Managamant T ’ 1-1 Srowsperpage ¢ JumpTa 1 1 Page  Totsof 1 Teconds.

1. You can re-employ personnel by selecting the required employee and click [Reinstatement]
below operations tab.
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Persannel I0* [ Departmant’ |2KTaco

First hame 1 Last Name 14

Ganger - Fasaword

Carificate Typa Cerificals Mumoar 2. Click here
Sooeal Sacunty NEmbes Winbiiz Phona

Raservation Coda 123455 Birlhiay

Postion | Card Number

Blclogieal Template Quanety 0§ © Hira Diate

1. Selact the Aceeas Coalrel Tirne Aflendanse Elevator Contrel Pliats Regiatar

required i o Superiser
person b Mesies e Devica Operation Rols
Celay Fassage
Cisabled

Sed Valid Tme
3. Update the
details as
required

2. Once the details are updated, click [OK] to save.

3.1.5 Temporary Personnel

This parameter will display the personnel who are uploaded by scanning the QR code of the
big-screen facial recognition time and attendance device (uFace WG100).

wesame s @) @D @ @ O

ARNOMZEA COMpany” ZKTea

Persenrel 1T || First Name

The curent query condifions: None
(v Rehesh 3L Review i Oeimte

| Fersonre 12 Frst Mame Last Kamz Phaio

== Cand Managemenl

! Al Managamsnt 7 ¢ v JumeTe 1 FPagE TGN OT 1 TRRONGS.

® Refresh
Click [Refresh] at the upper part of the list to load new temporary personnel.
® Review

Select a temporary personnel and click [Review]:
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Are you sure you want to perform the Review
operation?

T BT

The person reviewed will be automatically added to the list of person.

® Delete

Delete the selected temporary personnel.

3.1.6 Custom Attributes

Some personal attributes can be customized or deleted to meet different customers' requirements.
When the system is used for the first time, the system will initialize some personal attributes by
default. Customized personal attributes can be set for different projects according to requirements.

® New a Custom Attribute

Click [Personnel] > [Personnel] > [Custom Attributes] > [New], then edit the parameters and click [OK]
to save and exit.

R IOTY

Authortzed Gompany. ZKTeco

Diizplary Name: || Attributa \aiue | Q@

The cisrrent query conditions: Mons

(T Refresh | New  [[j] Delete

[ Display Name  Athribute Yalue Inpeut Tyoe Raow Column Dusplay in Person  Coeratons

List
[ Empicyee Type  Oificial Staf:Frooation Stat Full-down List 3 1 No Eait Delete
[l HieType Gontract Worker, Non Conr Pulbdown List - 3 2 No Edit Delete
O oo Tite Text 4 1 Mo Ean Belets
] Steet Test 4 2 Ha Eil Doleta
] Birhpisce Text 5 1 He Edit Dalete
[0 Country o i 2 No Eddit Dalets
] Home Pnone Test 3 1 Mo Edit Delete
[0 Home Addrass Taxt 8 2 Na Edit Dalets
] Offes Phone Taxt T 1 Mz Edit Delste
[0 Offce Address Teal T 2 ] Edil Deless
== Cand Management
=/ AD Managsmant e ¢ ¢ -1 . | EDowsperpage  +  MMPpTE 1 /iPage  Tatalof 10records

Fields are as follows:

Display Name: Must be filled and should not be repeated. Max length is 30.

non

Input Type: Select the display type from “Pull-down List”, "Multiple Choice”, “Single Choice” and
“Text".
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"o

: Suitable for lists displaying as “Pull-down List”, "Multiple Choice” and “Single Choice’
lists. Use a *" to distinguish the multiple values. If the input type is “Text”, the attribute value is not

1

suitable.

: The column and row of a field are used together to control the display position of the
field. Numerals are supported. The column number cannot exceed 99, and the row number can only
be 1 or 2. The combination of the column and row must not be duplicated. As shown in the
following figure, Employee Type, is in the first column and first row, and Hire Type is in the first
column and second row.

Access Cantral Elevator Control Personnel Detail
Email Event Motification =]
Employee Type — v Hire Type = ¥
Jab Title Strest
Birthplace Country
Home Phane Home Address
Cffice Phone Cffice Address

Click [Edit] to modify the corresponding attributes.

Click [Delete] to delete an unused attribute. If the attribute is in use, the system will pop up
confirmation before confirming to delete.

#Note: The custom attribute will not be recovered once deleted.

1. Click [Personnel] > [Personnel] > [Parameters]:
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>

Personnel ID Setting

The Maximum Length:  [3 |

Support Letters: () ¥es (®) No
Personnel ID Auto-increment:() Yes (@) No

Card Setiing
The Maximum Length: Bits(Binary)
Card Format Display: (e) Decimal (") Hexadecimal
Multiple Cards per Person:(_) Yes (@) No

Dimission Personnel

Keep the personnel id for the dimission employee:(e) Yes () No

Temporary Personnel

Review: (@) Yes () No

Reqgistration Client

Ceriificate Recognition

(@ OCR () IDReader

Registration Code® ®) (@ Download OCR V2.0 Driver
Card Printing

Renqistration Code® | ——— Download Driver

Set the maximum length for a Personnel ID. and whether it will support letters or not. If
Personnel ID Auto increment is selected as Yes, then while adding personnel one by one, the ID
in field automatically updates to the next new number.

Set the maximum length (binary number) of the card number that the current system will
support.

Set whether the personnel ID for the demission employee can be kept.

Set whether the temporary personnel uploaded and registered by scanning the QR code of the
big-screen facial recognition time and attendance device need to review;

Set the card format currently used in the system. The card format cannot be switched once it is
set up.

Set whether “Multiple Cards per Person”will be allowed or not.
Registration Client.

If no driver has been installed, the [Download Driver] link is displayed. Click the link to download
and install the driver.
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Certificate Recognition
@ OCR (" IDReader

Registration Code® | [v] () Download OCR V1 0 Driver (@ Download OCR V2 0 Driver

Card Printing

Registration Client |
Registration Code® Download Driver

» Select the corresponding registration code and click [Register].

Card Printing

Registration Code*

&sNote: Click [System] > [Authority Management] > [Client Register] to view the registration code.
9. C(lick [OK] to save the settings and exit.
® More Cards

After the "Multiple cards per person” function is enabled, you can set multiple cards on the Personnel
page.

Personnel ID*

First Name

Gender

Cerlificate Type

Social Security Number
Reservation Code

123456

Position Manager [~ |

Biological Template Quaniity & 0 § 0

Department*

Last Name
Password
Ceriificate Number

Mobile Phone
Birthday (Optimal Size 1207140).

Browse || Capture
e O
Hire Date 2017-03-02

Acoess Control Time Aftendance Elevator Control

B

Plate Register. More Cards ‘Personnel Detail

Secondary Card

( Click to add more cards )

B

&sNote: Not all devices support this function. For details, please consult the technical personnel.
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There are three modules in card management: Card, Wiegand Format and Issue Card Record.

1. Click [Personnel] > [Card Manage] > [Batch Issue Card]:

Batch [ssue Card

A\ Personnel ID only supperts input figures, and only shows persons with no card isswed [max. 300)! The device only resds fhe unregistered card when the issuing way is reader
¥ g g ey

Start Personnel 1D End Personnel ID Generate st
Card Enrolimnent Mathod IUSE Reader “hout Card Numbar OK Clear
Device -
Mumker of Persons with Mo Card Issuea: Mumkber of Issued Cards:0
Personnel ID First Mame Last Mamse Department Nams Mumber Personnel FirstMame Last Mame Depatment  Card Mumber

Name

2. Enter Start and End Personnel No. and click [Generate List] to generate personnel list and show
all personnel without cards within this number series.

&sNote: The Start and End Personnel No. only support numbers.
3. Select Card Enrollment Method: Register with a USB Reader or device.

If you want to enroll a card with a USB Reader, you may place the card over the "issue machine"
directly. The System will get the card number and issue it to the user in the list on the left.

For the use of device, you need to select the position of punching, click = [Start to read], the
system will read the card number automatically, and issue it to the user in the list on the left one by
one. After that, click == .¢ [Stop to read].

#sNote: During the “Batch Issue Card”, system will check whether the card issuer issues card or not, if
card has been issued before, the system will prompt “The Card Number has already been issued”.

4. C(lick [OK] to complete card issue and exit.

Wiegand Format is the card format that can be identified by the Wiegand reader. The software is
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embedded with 9 Wiegand formats. You may set the Wiegand card format as needed.

(% Refresh  [® New [ Delete [E) Card Formats.

[ Heme Mode Site Cade Auta Operstions
[0 Wiegsnd Formst26 Mode One a Yes Edit
[0 Wiegsnd Formst26s Mode One a Nao Edit
[]  Wiegsnd Formei3s Made One a Yes Edit
[] Wiegsnd Formsidda Made One a No Edit
[] Wiegsnd Formei3s Made One a Yes Edit
[] Wiegsnd Formei37 Made One a Yes Edit
[0 Wiegend Formsta7s Made One a No Edit
[0 Wiegand Format50 Mode One a Yes Edit
[ Wiegend Formstes Moda One ]

Yes Edit

This software supports two modes for adding Wiegand Format, if mode 1 does not meet your
setting requirement, you may switch it to mode 2. Take Wiegand Format 37 as an example:

e
Total Bit* ar
Site Code”™ 1
Auto i
@ Mode One
First Parity Check(p) 1
Second Parity Check{p) ar
Odd Parity Checkio) Even Parity Check(e} CID{e} Site Code(s) Manufactory Code{m)
Start Bit Themmm Start Bit 'I'I'teLl::;'r.num Start Bit mmmm Start Bit 'I'hemum Start Bit mmem
prin 18 1 12 18 18 2 18 o o
() Mode Two
Card Check Format™ [SEE5555E5555555500CCC000CCOITOOCnIOD
Parity Check Format”

Format Specifying:

"P" indicates Parity Position; “s” indicates Site Code; “c” indicates Cardholder ID; “m” indicates
Manufactory Code; “e” indicates Even Parity; “O” indicates Odd Parity; “b” indicates both odd check
and even check; "X" indicates parity bits no check.

The previous Wiegand Format 37: the first parity bits (p) check “eeceeeeceeeeceeeee”; the second
parity bits check “0ooooooo00000000000". Card Check Format can only be set “p, x, m, ¢, s"; Parity
Check Format can only be set“ x, b, 0, e”.

® (ard Formats Testing

If the number on the card is different from the number that is displayed after swiping the card, you
can use this function to calibrate the Wiegand format. The page is displayed as follows:
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[0  mame

] Wiagand Formaiz6a
O Wisnant Format3§
] Whegand Formatifa
O Wiecard Fomaba
[[]  lsiegamd Foneaii?

—3. A0 Managemant €%} (LRl B

I veee [ ceraromasns Tesng =

v s ()@ (@) @ ()

ARnGTIZen Gompan ERTECD

OnaTAnrs.

O Wogaed Fonait?f |

[T Sl Code AU

d‘-,:\i.. g

A Vair
Site Coda Card Number Criginal Card Humber

wcadtr | |

Ctaaz | &
CCad3 | |
Ak Wnen you continue 10 read a naw Card, please manually switch to 1he next cand
| [JAulo calculate site code while the sile code are lefi blank

Gard Format

Odd-Even Party Fommal

Select a device that supports the card formats testing function and input the number and site code

(optional) found on your card.

1) Click [Read Card] and swipe the card on the device reader. The original card number read by the
device is displayed in the input box on the right.

2) Click [Recommend Card Format]. The Wiegand card format recommended for the input card

number is displayed below.

3) If [Auto calculate site code while the site code is left blank] is selected, the software will calculate
the site code based on the card format and card number.

4) Click [OK]. The page will skip to the Wiegand Format Adding page to save the recommended

Wiegand format.

#sNote: The card formats testing function is supported only by certain devices.

Issue Card Record

It records the life cycle of a card and display the operations performed on the card.
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{0 Personned (F | Aeion ——

The eanreni quary conditions: Mone
i Card Mansgement o 0

‘ 1 Personnel i First hame Lagh Hesre:
yal

abe:
b
£

3
2
1
1:

< 1-4 3 1 Shwwspapaps o+ JumpTo 1

Lolien

Iose Card
Issum Card
|ssue Card

Issue Card

M Page  Tobalof 4 recards

oo s (@ (D) (3 @ ()

sz Card Date
2018-03-2> 133853
2018-08-22 13 17 45
2018-03-2211.54.50
2078-03-22 (47,10

Authonzed Company: 2Kleco

Change Time
2018403-72 1328 53
P332 121745
201240322 115450
201 30322 (84T A0

#sNote: The cards and card issuing records of an employee will be deleted altogether when the

employee’s account is deleted completely.

3.3 AD Management

For details, please refer to its user manual.

ZKBioSecurity 3.1.5.0 or above

Page |4



4. Access

The system needs to be connected to an access controller to provide access control functions. To use
these functions, the users must install devices and connect them to the network first, then set
corresponding parameters, so that they can manage devices, upload access control data, download
configuration information, output reports and achieve digital management of the enterprise.

4.1 Device

Add an access device, then set the communication parameters of the connected devices, including
system settings and device settings. When communication is successful, you can view here the
information of the connected devices, and perform remote monitoring, uploading and downloading

etc.
4.1.1 Device
® Add Device

There are two ways to add Access Devices.
1. Add Device by manually

A. Click [Access Device] > [Device] > [New] on the Action Menu, the following interface will be

shown:

TCP/ IP communication mode

when Adding

A [Clear Data in the Device when Adding] will delete data in the device
(except event record), please use with caution!

ZKBioSecurity 3.1.5.0 or above

RS485 communication mode

Control Panel Type
Area*
Add to Level

Clear Data in the Device when

Adding

A\ [Clear Data in the Device when Adding] will delete data in the device
{except evenl record), please use with caution!

Device Name® | | Device Name* |
Communication Type® (® TCPIIP () RS485 Communication Type* (I TCPIP (@ RS485
1P Address* [ = : I Serial Port Number* [comt
Communication port* i4370—| R3485 Address® | |
Communication Password | | (Range1-63)
lcon Type* Door RS54385 Address Code Figure
Control Panel Type |One-DunrAccess Contl
Area* | Area Name f__“l|
—,7 . Baud Rafe®
e E— Communication Password I}
Clear Data in the Device [ STt 'ﬁ

One-Door Access Confi| v

Area Name |~

=
O

(oo anarin || ok omee |
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: Enter the IP Address of the access controller.
: The default value is 4370.
: COM1~COM254,

: The machine number, ranging from 1 to 63. If Port No. is the same, it is not allowed
to set repeated RS485 addresses.

: Same as the baud rate of the device. The default is 38400.

: Display the code figure of RS485 address.

: Any character, up to a combination of 20 characters.
: A maximum of 6 digits; both number and letters are available.
= Notes:

» You do not need to input this field if it is a new factory device or just completed initialization.

» When communication password for the standalone device's is set as “0”, it means no
password. However, in case for access control panel, it means the password is O.

» You need to restart the device after setting the door sensor of the standalone device.

It will set the representation of the device. You can choose as per the kind of device; Door,
Parking barrier, Flap Barrier.

Parking Barrier %
Flap Barrier

: One-door access control panel, two-door access control panel, four-door access
control panel, Standalone Device.

: Select specific areas of devices. After setting areas, devices (doors) can be filtered by areas
upon Real-Time Monitoring.

When the control panel type is set to the four-door access control
panel, the four-door access control panel can be switched to the two-door two-way access control
panel in the system.

: Automatically add the device to the selected level. The device cannot be automatically
added to the selected level if the number of personnel exceeds 5000. You can add personnel after
the device is successfully added.

- If this option is checked, the system will clear all data in the
device (except the event logs). If you add the device just for demonstration or testing, there is no
need to tick it.

B. After editing, click [OK], and the system will try to connect the current device.
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If it is successfully connected, it will read the corresponding extended parameters of the device.

- It includes serial number, device type, firmware version number,
auxiliary input quantity, auxiliary output quantity, door quantity, device fingerprint version, and
reader quantity.

#Note: When deleting a new device, the software will clear all user information, time zones,
holidays, and access control levels settings (including access levels, anti-pass back, interlock settings,
linkage settings etc.) from the device, except the events records (unless the information in the device
is unusable, or it is recommended not to delete the device in used to avoid loss of information).

TCP/ IP Communication Requirements

Supports enabling TCP/ IP communication, directly connect device to the PC or connect to the local
network, input the IP address and other information of the device.

RS485 Communication Requirements

Supports enabling RS485 communication, connect device to PC by RS485, input the serial port
number, R5485 machine number, band rate and other information of the device.

2. Add Device by Searching Access Controllers

Search the access controllers in the Ethernet.

(1) Click [Access Device] > [Device] > [Search Device], to open the Search interface.
(2) Click [Search], and it will prompt [Searching...... ].

(3) After searching, the list and total number of access controllers will be displayed.

Search Devica

‘ | Mo device fourd? Downdoad Search Tools to Local Disk
| = Searched devices count:2
Total Progress || 400% ] | Mumber of devices added:1
|
|P Address Device Type Sarial Mumber
IP Address MAC Address Subnet Mask Gateway Address Serial Number Device Server Address Cperations
Modal
182168217 221 2662562550 182-1688.217.1 3535161600001  inBIC4E0 Pra Add
216.27.0.1 2552662660 192.1568.0.254 14862626477750 ACP This device has been sddad

#sNote: UDP broadcast mode will be used to search access device. This mode cannot perform

ZKBioSecurity 3.1.5.0 or above Page |44



cross-Router function. IP address can provide cross-net segment, but it must be in the same subnet,
and needs to be configured the gateway and IP address in the same net segment.

(4) Click on [Add] in the search list.

If the device is a pull device, you may input a device name, and click [OK] to complete device adding.

Davice Nams® 192.168.214.9

Communication Passwaord

Area®

Add to Level
Clear Data in the Device when Adding E

A\ [Clear Data in the Device when Adding] will delete data in the device (exceptevent
record), please use with caution!

.

Clear Data in the device when Adding: Tick this option, after adding device, the system will clear all
data in the device (except the event logs).

If the device is a push firmware device, the following windows will pop-up after clicking [Add]. If IP
Address in [New Server Address] is selected, then configure IP address and port number. If Domain
Address in [New Server Address] option is selected, then configure domain address, port number
and DNS. Device will be added to the software automatically.

Device Name* l192.168.214.201 |

New Server Address” (@I Address ( Domain Address
‘192 2168 . 214 .43 |

New Server Part' 8088

Communication Passwaord |

Area’ |Area Name

Add to Level ‘ s

Switch to Two-door Two-way (]
Clear Data in the Device when Adding (]

A [Clear Data in the Device whan Adding] will delete data in the device (exceptevent
record), pleasa use with cautiont

ECEE T

ZKBioSecurity 3.1.5.0 or above Page |45



Device Name* 192.168.214.229

New Server Address” IIP Address (®:Domain Address

biasecurity xmzkteco.com
New Server Port* 80
(B 8 .8 .8 .8
Communication Password
Area® Area Name
Add to Level AR r
Switch to Two-door Two-way

Clear Data in the Device when Adding

: To add a device by IP Address or Domain Address, devices can be added to the
software by entering the domain address.

: Set the access point of system.

: Set a DNS address of the server.

:If this option is selected, then after adding device, the
system will clear all data in the device (except the event logs). If you add the device merely for
demonstration or testing, there is no need to tick it.

#sNote: When using either of the above three device adding methods, if there exist residual data in
the original device, please sync original data to it after adding a new device to the software by
clicking [Device] > [Synchronize All Data to Devices], otherwise these original data may conflict with
normal usage.

(5) The default IP address of the access device may conflict with the IP of a device on the Local
network. You can modify its IP address: click [Modify IP Address] beside the [Add] and a dialog
box will pop up in the interface. Enter the new IP address and other parameters (Note: Configure
the gateway and IP address in the same net segment).

#sNote: Some PUSH devices support SSL. To use this function, select the HTTPS port during software
installation and ensure that the device firmware supports SSL.

For communication between the system and device; data uploading, configuration downloading,
device and system parameters shall be set. Users can edit access controllers within relevant levels in
the current system; users can only add or delete devices in Device Management if needed.
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[ 182168214215 0405103500013 AeaNams

Communic  MWebwork,

Type

TCPYF

'

-
==

=

1 Upgrada Firmwars

17 Addrass L] Erabils Opsations
Conneclion Faramalzr @ ReoooiDewnee
hK3 4 GetDevice Option
ired 192165210315 o 2. GolPuisannal nfermation Edit Dalals

[7] GerTransactons

3 Synchronize Tms

[ SelBa-varneston Optons
et Device Tims Zans

[y setTne
SatDayl

(RN S

Regisialion device
\ignt Saving Time

Wodify IP Address
1og Ty Gommunicaten Passwod

Iod fy RE405 Address

Moty the Singaprinlidentifeation Threehold

By SWIlET NELMTIEONNacton
@ Visw Rules of Devicss
By Mew Devies Cagacily

® Edit or Delete a Device

Edit: Click Device Name or click [Edit] to access the edit interface.

Delete: Select device, click [Delete], and click [OK] to delete the device.

—
Communication Type” ) TCPIIP () RS485 @) HTTP
Serisl Number® 14382835477750

P Address”

Communication port”

Control Panel Type

Ares”

— 1

For the details and settings of the above parameters, see Device. Items in grey are not editable. The
device Name should be unique and must not be identical to another device.

Access Control Panel Type cannot be modified. If the type is wrong, users need to manually delete

the device and add it again.

® [Export

Device information can be exported in EXCEL, PDF, CSV file format.
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The File Type
Export Mode

|ExCEL File

(@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)

From the article 1

Stnp is derived 100

Data

ZKTECO

Devica

Device Name

Serial Numbar

Area Name

‘Communication
Type

Network
1 Mode

IP Address.

RS485 Parameter

Enable

Register devics

Firmware Versian

102.182.218.6D

20100501880

Area Mame

192.168.212.60

Enable

C2-400Pro

AC Ver4.7.7.3033
Jun 16 2017

® Disable/Enable

Select device, click [Disable/ Enable] to stop/ start using the device. When communication between
the device and the system is interrupted or device fails, the device may automatically appear in
disabled status. After adjusting local network or device, click [Enable] to reconnect the device and
restore device communication.

® Synchronize All Data to Devices

Synchronize data of the system to the device. Select device, click [Synchronize All Data to Devices]
and click [OK] to complete synchronization.

Selected Device

(® Controller : 102.168.0.225

Clear All

Total Progress

[#|Access Authority
[#/Linkage

|#ITimeZone, holidays

l#lInterlock

Door parameters
|#|AntiPassback

| [#|First-Person Open Door |#/Multi-Person Open Door [¢/Wiegand Format
(¥ Auxiliary Output

parameters

Synchronize

#Note: [Synchronize All Data to Devices] will delete all data in the device first (except transactions),
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and thus download all settings again. Please keep the internet connection stable and avoid power
down situations. If the device is working normally, please use this function with caution. Execute it
in rare user situations to avoid impact on normal use of the device.

Tick the device that needs to be upgraded, click [Upgrade firmware] to enter edit interface, then click
[Browse] to select firmware upgrade file (named emfw.cfg) provided by Access software, and click
[OK] to start upgrading.

#sNote: The user shall not upgrade firmware without authorization. Contact the distributor before
upgrading firmware or upgrade it following the instructions of the distributor. Unauthorized
upgrade may affect normal operations.

It will reboot the selected device.

It gets the common parameters of the device. For example, get the firmware version after the device
is updated.

Renew the current number of personnel, fingerprints, finger vein and face templates in the device.
The final value will be displayed in the device list.

Get transactions from the device into the system. Two options are provided for this operation: Get
New Transactions and Get All Transactions.

: The system only gets new transactions since the last collected and recorded
transaction. Repeated transactions will not be rewritten.

: The system will get transactions again. Repeated entries will not be shown
twice.

When the network status is healthy and the communication between the system and device is
normal, the system will acquire transactions of the device in real-time and save them into the system
database. However, when the network is interrupted or communication is interrupted for any
reasons, and the transactions of the device have not been uploaded into the system in real-time,
[Get Transactions] can be used to manually acquire transactions of the device. In addition, the
system, by default, will automatically acquire transactions of the device at 00:00 on each day.

#sNote: Access controller can store up to 100 thousand of transactions. When transactions exceed
this number, the device will automatically delete the oldest stored transactions (deletes 10 thousand
transactions by default).

It will synchronize device time with server's current time.
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® Set Server
It will set parameters of the device connected to the server.
® Set Background Verification Parameters

1. Select the required online device; click [More] > [Set Bg verification parameters]:

Selected Device _ _
e The devices which have disabled background verification ; 182.168.0.225

- Set Bg-Verification Opﬁ{:nsl

Background verification ! Enable v |

Ifthe device is offline | Standard Access Leve ¥ |

Total Progress

Background verification: Enable or Disable Background verification function.

[f the device is offline: If the controller is offline, the device has levels of Standard Access Level or
Access Denied.

2. After setting parameters, click [Start] button to issue command to the device setting.

&Note: If you need advanced access control functions, please enable [Background verification], and
issue the background verification parameters to the device.

® SetDevice Time Zone

If the device supports the time zone settings and is not in the same time zone with the server, you
need to set the time zone of the device. After setting the time zone, the device will automatically
synchronize the time according to the time zone and server time.

® Set Daylight Saving Time
According to the requirements of different regions, set Daylight Saving Time rules.

® Modify IP Address
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Select a device and click [Modify IP address] to open the modification interface. It will obtain a
real-time network gateway and subnet mask from the device. (Failed to do so, you cannot modify
the IP address). Then enter a new IP address, gateway, and subnet mask. Click [OK] to save and quit.
This function is the similar as [Modify IP Address Function] in Device.

® Modify Communication Password

The system will ask for the old communication password before modifying it. After verification, input
the new password twice, and click [OK] to modify the communication password.

#Note: Communication password shouldn’t contain spaces; it is recommended to use a
combination of numbers and letters. Communication password setting can improve the device’s
security. It is recommended to set communication password for each device.

® Modify RS485 Address
Only the devices that use RS485 communication and with no DIP Switch can modify RS485 address.

® Modify the fingerprint identification threshold (Ensure that the access controller supports
fingerprint function)

The fingerprint identification [35703

threshold”

o R coe

Users can modify the fingerprint identification thresholds in the devices; it ranges from 35 to 70 and
itis 55 by default. The system will read the thresholds from the device. Users can view the thresholds
devices list. More than one device can be changed by using Batch operation function.

® Switch network connection

Metwork Connection Mode (O Wired 4G (@ Wifi
Search WIFI

Wireless SSID° |TP—LINK_ED9C_xinxiaD |

Wireless Key* | |

This function is applicable to InBio5 series access control panels, which is used to switch among
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different network connection modes of the control panel.
® View Rules of Devices

Shows the Access rules in the device.

Linkage
First-Persan Normally Cpen

Multi-Ferson Opening Door

Door Sensor
Active Time Zone H.r

Passage Mode Time Zone

Between multiple rules
with a '|' separated.

Background verification
Glabal Anti-Passhack
A\ Linksge snd globat
Glokal Interock
linkage, ant-passhack
HlobalCisade 2nd global anfi-passheck
are szt at the same time,

there may be conflicts.

® View Device Capacity

It checks the capacity of personnel’s biometric details in the device.

2 &

182.168.217.221 260000

Ak 1 you find that the data 1= not consistent with the device. please synchronize the dats of the two befiore the query!

® Set the Registration device

Set the registration device only when the standalone device’s data such as personnel can
automatically upload.
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Set The Registration device Yes E

4.1.3 Doors

1. Click [Access Device] > [Device] > [Door] to enter Door Management interface (click "Area Name”
in the left, system will automatically filter and display all access devices in this area).

oowme[ ] owitmes| | e  H we QO

The cumrent query conditions: None

(% Refresh || Remote Opsning ~/ Enstle () Dissble || Remote Closing K3 Cancel Alsrm [} Remote Mormslly Open = More —
O Door Name Area Name Owmned Device Serial Mumber Door Number Enable  Active Time Zone _?ccr Sensor ‘erification Mode QOperations
ype

O 2827011 Ares Name 21827.01 1433635477750 1 o 24-Hour Accessibis None Card or Fingerprint Edit
O 21827.042 Ares Name 216.27.0.1 1436263647 7750 2 o 24-Hour Ancessibis None Card or Fingerprint Edit
O 21627.01-3 Ares Name 216.27.0.1 14382635477750 3 o 24-Hour Accessibis Mone Card or Fingerprint Edit
O 2827014 Ares Name 218.27.0.1 14363636477750 4 o 24-Hour Accessibis None Card or Fingerprint Edit
O 182.168217.221-1 Ares Name 102.188.217.221 3835151800001 1 o 24-Hour Ancessibis None Card or Fingerprint Edit
O 192168217.221-2 Ares Name 102.168.217.221 3835151800001 2 o 24-Hour Ancessibis None Card or Fingerprint Edit
[0 1o2168217.221-3 Ares Name 192.188.217.221 3835161800001 3 o 24-Hour Accessibie None Card or Fingerprint Edit
[0 192163.217.231-4 Ares Name 192.188.217.221 3835161800001 4 o 24-Hour Accessibis None Card or Fingerprint Edit

® Door parameter modification:

Select the door to be modified, and click Door Name or [Edit] button below operations to open the
Edit interface:
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Device Mame®
Door Mame®

Verification Mode®

102.168.12.155
192.168.12.155-1

Card or Fingerprint

Edit

Door Number*
Active Time Zone*

Lock Qpen Duration®

1
24-Hour Accessible v

5

second(0-254)

Wiegand Format Auto REX Mode* Unlock v
Operate Interval® 2 second(0-254) REX Delay second(5-254)
Door Sensor Type™ None REX Time Zone 24-Hour Accessible v
Close and Reverse State Anti-Passback Duration of ] minute(0-120)
Entrance
Door Sensor Delay % second(1-254)  Duress Password (Maximum & Bit Integer)
Passage Mode Time Zone R Emergency Fassword (2 Bit Integer)
Passage Delay 15 second(0-60) Disable Alarm )
Multi-Person Cperation 10 second(5-60) Open Door Delay o second(0-60)
Interval®
The above settings are copied to — v
N | ]

It can't be edited.

: System will automatically name it according to doors quantity of the device. This
number will be consistent with the door number on the device.

#sNote: By default, the suffix number in the Door Name is consistent with the Door Number, but
1/2/3/4 in Anti-Passback and interlock refer to the Door Number, rather than the number following
the Door Name, and they are not necessarily related.

: The default is “device name _door number”. The field can be modified as needed. Up to
30 characters can be entered.

: Active Time Zone must be input, so that the door can be opened and closed
normally. A Passage Mode Time Zone must be set within the Active Time Zone. By default, both are
null.

#Note: For a door, in Normal Open state, a person who is allowed to be verified 5 times
consecutively (verification interval should be within 5 seconds) can release the current Normal Open
status and close the door. The next verification will be a normal verification. This function is only
effective at the Active Time Zone of specified doors. And within the same day, other Normal Open
intervals set for the door and First-Person Normally Open settings will not take effect anymore.

-1t is the time period for which the door remains unlocked after punching. The
unit is second (range: 0~254 seconds), and the default value is 5 seconds.

-1t is the Interval between two punches. The unit is second (range: 0~254 seconds),

ZKBioSecurity 3.1.5.0 or above Page |54



and the default value is 2 seconds.

:Only one entry is allowed with a reader in this duration. The
unit is minute (range: 0~120 minutes), and the default value is 0 minute.

:None (will not detect door sensor), Normal Open, Normal Close. The default
value is NO. If you have selected as Normal Open or Normal Close, you need to set Door Sensor
Delay and decide whether or not Close and Reverse-lock is required. When the door sensor type is
set as Normal Open or Normal Close, the default door sensor delay is 15 seconds, and the close and
reverse state is enabled.

: The duration for delayed detection of the door sensor after the door is opened.
When the door is not in the Normally Open period, and the door is opened, the device will start the
counting. It will trigger an alarm when the delay duration is expired and stops the alarm when you
close the door. The default door sensor delay is 15s (range: 1~254 seconds). Door Sensor Delay
should be greater than the Lock Open Duration.

- It will set to either lock or not lock the door after door closing. Check it for
locking after door closing.

Identification modes include Only Card, Card plus Password, Only Password, Card
plus Fingerprint, Card or Fingerprint. The default value is Card or Fingerprint. When both Card and
Password mode is selected, make sure the door is equipped with a reader that has keyboard.

Select the Wiegand card format that can be identified by the Wiegand reader of
the door. If the format of punched card is different with the setting format, the door cannot be
opened. The software is embedded with 9 formats, and the default is Wiegand card format, except
for the card format name containing a, b or c.

Locking indicates that the door will be locked after the exit button is
pressed. Unlocking indicates that the door will be unlocked after the exit button is pressed. The
default value is unlocking.

It indicates the alarm delay time for door detection after the exit
button is locked. When the door is unlocked forcibly, the system will detect the door status after a
period of time. The default is 10s (range: 1~254 seconds). The exit button has to be locked before
setting this option.

The button is available only in the specified time segment.

Based on the lock opening duration, the door sensor delays
exit delay. The duration of the entry will be extended. To function this feature, you need to check
[Delay passage] option to extend relevant duration when adding or editing staff information. For
example, you may extend the duration of entrance for people with disabilities.

The time period to keep the door open after the verification completes (range:
1~60 seconds).

The time interval between two verifications with cards or
fingerprints (range: 1~60 seconds).
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: Duress means any threats, violence, constraints, or other
action used to coerce someone into doing something against their will. In these situations, input
Duress Password (with an authorize card) to open the door. When the door is opened with Duress
Password, the alarm is triggered. Upon emergency, user can use Emergency Password (named Super
Password) to open door. Emergency Password allows normal opening, and it is effective in any time
zone and any type of verification mode, usually used for the administrator.

Duress Password Opening (used with an authorized card): Password should be a number not
exceeding 6 digits. When Only Card verification mode is used, you need to press [ESC] first, and
then press the password plus [OK] button, then finally punch legal card. The door opens and
triggers the alarm. When Card + Password verify mode is used, please punch legal card first,
then press the password plus [OK] button (same as normal opening in card plus password
verification mode), the door opens and triggers the alarm.

Emergency Password Opening: Password must be 8 digits. The door can be opened only by
entering the password. Please press [ESC] every time before entering password, and then press
[OK] to execute.

When using Duress Password or Emergency Password, the interval for entering each number shall
not exceed 10 seconds, and both the passwords should not be the same.

: Check the box to disable the alarm voice in real-time monitoring page.

-1t has below two options.

All doors of current device: Click to apply the above settings to all doors of the current
access device.

All doors of all devices: Click to apply the above settings to all doors of all access devices
within the current user’s level.

2. After setting parameter(s), click [OK] to save and exit.

1. Click [Access Device] > [Reader] on the Action Menu, click on reader name or [Edit]:

ZKBioSecurity 3.1.5.0 or above Page |56



ek e (@) (5 () @) ()

Authorized Comprany 1

407 45E 12 1451 O Doar Name'

102 15A 12 155 1 in MHame*® 192.168.12.1551Hn

152 188 12 156-1-Oul ] dit Bind"Urbind Camers
e MNumber’ T e

92 16812 155-2-In = EOrt BinVLURDIRG Camera
T InfOut sin  Out
Ean

15311’155—2—0." art BInSLRDING Camels
: Communication Type
Alamm hlonitenng Uz 58 EQrt BingfunDing Caniers
En =
Map d i = Edit Binguinging Canets
x Tne above settings are copiad to B Edil BindUnbind Canets
4. C“Ck on G E A& The encryption is copied to all readars of cumant devical Edit Bing/Linbing Camera
required £ 12 101 Edil Binglinind Camena

reader e Ell Bning Comeny

|

en

o
= Wideo Intec [dx} o A48 o o Shrowsperpage - JumpTe A Page  Tolalof 16 1ecnda

Name: Name of the reader displayed on the list page.

Communication Type: Wiegand/RS485, Wiegand, RS485, and Disabled are available. When a
communication type is selected, the reader interface on the device will receive data (including card
and fingerprint data) for the specified type only.

Encrypt:If this option is selected, the device may only be used with encrypted readers, such as SF10
and FR1300.

Bind/Unbind Camera

Through this option, the reader can be connected to the cameras, and the system will make a video
linkage (pop-up videos, videos or screenshots) once there is a corresponding event occurs.

Click [Bind/Unbind Camera] to select channel(s):

waceme. somn () (D) (@ @ (O

ALIhonzed Company: T

Channel Name Saral Number
g 2
The current query canditions: HNone
BIRIURRING CEMErs
Allernalive SebaclkedD
Channel Name Owmned Davice Serial Number ] Channel Name Serial Number
I 1924E8 2142201 192 158214220 TEMEdde 1645030k

Real-Time Moniloring

Aanm Monitaring

Map

EInarLnng Camera
neas Cantrol

Advanced Funchons '.4» CliCk hEI’E

S01ews perpage  ~  Totalof 1 records
/ Reeparts

o Wideo Inlegrated
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Select and move the required reader towards right list and Click [OK] to finish.

&sNote: A reader can be used to bind more than one channel.

4.1.5 Auxiliary Input

It is mainly used to connect to the devices, such as the infrared sensors or smog sensors.
1. Click [Access Device] > [Auxiliary Input] on the Action Menu, to access below shown interface:

2. Click on Name or [Edit] to modify the parameters as shown below:

Devics Name* 182.158.12.155 |

Mumber™ |

Mame® Auxiliary Input-1

Printed Name®

Aclive Time Zone | 24-Hour Accessible v |

Remark

Fields are as follows:
Name: You can customize the name according to your preference.
Printed Name: It will be the printed name on the hardware, such IN5.

Active Time Zone: Auxiliary input is available only in the specified time segment.

#sNote: Only Name, Active Time Zone and Remarks can be modified.

3. Click [OK] to save the name and remark and exit.
® Bind/Unbind Camera

Through this option, the reader can be connected to the cameras, and the system will make a video
linkage (pop-up videos, videos or screenshots) once there is a corresponding event occurs. For this,
the interaction setting in Linkage or in Global Linkage should be done before. For details, please refer
to Reader: Bind/Unbind Camera.

#sNote: An auxiliary input point can bind more than one channel.
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4.1.6 Auxiliary Output

It is mainly related to alarm and is used when linkage is working.

1. Click [Access Device] > [Auxiliary Output] on the Action Menu to access the following interface:

Y I 0 T I
The curmrent query conditions: Mone

(% Refresh  [©| Ramote Open %] Remote Close | Ramate Nomakly Open

O Marne Drevice Name Murnber Printed Mame ;Oa:sage Mode Time Remark Operations
3

O Ausilis -1 218.27.0.1 5| ouT Edit

O Auzilisry Output-1 182.162.217.21 i ouT1 Edit

O  Auwslisry Ouiput-2 162.182.217.221 2 ouTz2 Edit

O Auxilisry Output-3 182.162.217.21 3 ouT3 Edit

[0 Ausilisry Cutput-4 102.182.217.21 4 ouT4 Edit

2. Click [Edit] to modify the parameters:

192.168.12.155

Device Name*

Number” | 1

rinted Name® | ouTi

|
|
MName” |Auxiiiary Qutput-1 |
|
|

Passage Mode Time Zone | ST v

Remark

Fields are as follows:
Name: You can customize the name according to your preference.
Printed Name: The printing name in the hardware, for example OUT2.

Passage Mode Time Zone: The auxiliary output will be in normal open or normal close in the
selected time zone.

#Note: Only Name, Passage Mode Time Zone and Remarks can be modified.

3. (lick [OK] to save the name and remark and exit.
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4.1.7 EventType

It will display the event types of the access devices.

1. Click [Access Device] > [Event] to access the following page:

Woitome, samn I:El} G) tj:) @ (_lj

Autbworized Company: 11

camre Nt query conditioas: Hane

% Rofsh g2 Sat Aude

E Event Hams Ewvent Level Doewice Mame Serial Humber

oo eily Gen MNuemal 152 168 12 145 A T4IE0005

Verfy Durng Passegs Mode Tims Zone Blermal 182 16842145 ANG174350005

\ | EhstPewoms! Gngn 102 158 12 148 AJG1TAIR0008
b | Kub-Parzonnel Dpen Pocrrnal 182 168 12945 A1 TA36000%
Device Monilonng L Emsrﬂmﬂﬁmuﬂml:é Zecau, Sl LR EE L 174380008

o
¥san dunng Fassaga Uinds Tms 7ans 4; Click on required event “}EODBS
| Cancel slnn 00005

Remme onznng reermal 192 16212145 AJIG1 73350005
Eemle Clgsing Meemal 162 16812 145 AJIGITA300006
Dizabls [ ntradey Passeqe fAode Tims Zone Pecernal 192 15812 145 AJIGATAIE0005
| Enable Intmdar Fassaos Meds Tma Zong MNermal 10216812145 AJIG1TA330008
Dnnr insebue Time Zone vanty Open Excephan 192 16812145 AJIGA 74360005
) Mlegz! Teme Zone Exceglion 10218812145 AJIG1TA300008
Areess Danied =Tl ] 192 18212145 AdIGT 74350005

le ¢ 1-50 3 w1 BEdrowsperpage o+ JumpTo i {6 Fage  Tolal of 357 records

2. (lick [Edit] or click the event type name to edit:

Device Name® [192.168.12.145 v
Event Number® 1

Event Level® % | Normal v |
Event Mame* Verify During Passage Mot
Event Sound (# Already Exists (Upload

~ |GE

Copy the above settings to ]

all devices

Fields are as follows:
Event Level: Normal, Exception, and Alarm are available.
Fvent Name: It can't be modified.

Event Sound: You can set custom sound being played when the event occurs in real-time
monitoring.
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Copy the above settings to all devices: This event will be applied to all current devices within the
purview of the same user event number.

Set Audio: Same as the event sound. Click [Set Audio]:

5. Click here

Event Sound (= Already Exists ' Upload

4. Click on
reguired event

You can upload an audio from your local PC. The file must be in wav or mp3 format, and it must not
exceed 10MB.

For more details about Event Type, please refer to Access Event Type.

4.1.8 Daylight Saving Time

DST, also called the Daylight-Saving Time, is a system to adjusting the official prescribe local time to
save energy. The unified time adopted during the implementation of known as the "DST". Usually,
the clocks are adjusted forward one hour in the summer to make people sleep early and get up early.
It can also help to save energy. In autumn, clocks are adjusted backwards. The regulations are
different in different countries. At present, nearly 70 countries adopt DST.

To meet the DST requirement, a special function can be customized. You may adjust the clock one
hour forward at XX (hour) XX (day) XX (month) and one hour backward at XX (hour) XX (day) XX
(month) if necessary.

e AddDST

1. Click [Access Device] > [Daylight Saving Time] > [New]:
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Set as "Month-Weeks-week hour: minute" format. The start time and end time is needed. For
example, the start time can be set as “second Monday in March, 02:00". The system will be advanced
one hour at the start time. The system will go back to the original time at the end time.

® UseaDST

come, aammn § L]

RR=7
|D 192.166.12.155
| 19216821474

The user can enable the DST setting on a device: In the DST interface, select a DST setting, and click
[DST Setting], select the device to apply the DST setting to and click [OK] to confirm.

zNotes:

» Ifa DST setting is in use, it cannot be deleted. Stop the DST before deleting.
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» Ifa DST setting is in use, the latest modification will be sent to the device. Disconnection of
the relevant device will lead to transmission failure, and it will resume at the next connection.

» Inthe Door Management module of the access control system, you can enable or disable
DST function. If you enable DST setting, the system will be advanced one hour at the start
time. The system will go back to the original time at the end time. If you did not set a DST in
the device, the system will prompt “The Daylight Saving Time hasn't been set in this device”
when you disable the function.

Device Monitoring

By default, it monitors all devices within the current user’s level. You may click [Access Device] >
[Device Monitoring] to view a list of operation information of devices: Device Name, Serial No., Area,
Operation Status, Current status, Commands List, and Related Operation.

wecome, samn () (3) (2 (@) (U

Autbworized Company: 11
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e A Enport i Clear Al Command
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10216312 145 AJIEIT4360008 iz Conneckng davica Disconneciad an Dicennecled Clear Commang View Toi
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Device commands can be exported in EXCEL, PDF, CSV file format.

ZKBioSecurity 3.1.5.0 or above Page |63



Export

The File Type EXCEL File V|
Export Mode (@) All data (Can export up to 40000 data)

(") Select the amount of data to export (Can export up to 40000 data)

From the article 1 Strip, is derived 100 Data
ZKTECO
Device Monitoring
] . : - Recently The
Device Mame Seral Mumber Area Operaticn Status Current Status Commands List
Abnomal State
192.168.218.60 20100501828 Arza Hams Get real-time event Mormal o MNone

You may clear the command as needed. Click [Clear Command] in operations column:

Prompt

Are you sure to clear command queues?

Click [OK] to clear.
= Notes:

» After the implementation of Clear Command, you can perform the Synchronize All Data to
Devices operation on the device list to re-synchronize data in the software to the device, but
this operation cannot be performed when the user capacity and fingerprint capacity are fully
consumed on the device. Once the capacity is insufficient, you can replace the current device
with a higher-capacity one or delete the rights of some personnel to access this device, and
then perform the Synchronize All Data to Devices operation.

» Operate State is the content of communications equipment of current device, mainly used
for debugging.

» The number of commands to be performed is greater than 0, indicating that the data is not
yet synchronized to the device, so wait for the synchronization to complete.

Click [Access Device] > [Real-Time Monitoring].

It will monitor the status and real-time events of doors under the access control panels in the system
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in real-time, including normal events and abnormal events (including alarm events).

The Real-Time Monitoring interface is shown as follows:

s | B sets [— Device Nams | | sere humber | | ®

Door Ausdliary Input Ausdliary Qutput Elevator
AilDoors: || Remote Opening ||| Remote Closing K Cancel Alam 3 Activate Lockdown (i Deactivate Lockdown [ Remote Normally Open = More ~
o o S S @B B OE OB

218.27.0.1-1 216.27.0.1-2 218.27.0.1-3 218.37.0.1-4 102168217 103168217 192.182.217 102.182.217
JEA 2212 2213 221-4

‘Cument Totahs @Online:4 Dissble:d @OMinesd &UnknownD

Dioor Mame |
. n .

Real-Time Events.

Time Ares Devica Event Point Event Dascription Card Number Person Reader Mame Werification Mode
2017-02-09 11:46:15  Ares Name 182183 217 221({3635161600001) Devica Started Other Other
Total Recaived-1 @Mormal:1 W Exception:0 @AlarmD Llear Bows Data Ewent Dascription |
Different icons represent status as followed:
Icons Status Icons Status
Device banned Door Offline

2,

Door sensor unset, Relay closed

/Without relay status

e,

Door sensor unset, Relay

opened/Without relay status

e, o

Online status Door closed, Relay

closed/Without relay status

E‘/E

Online status Door closed, Relay

opened/Without relay status

-

Online status Door opened, Relay

closed/Without relay status

P

Online status Door opened, Relay

opened/Without relay status

E

Door opened alarming, Relay closed

E

Door opened alarming, Relay opened

E/GE

Door opening timeout, Relay closed
/Without relay status, Door Sensor

Opened

2, o

Door opening timeout, Relay

opened/Without relay status

=

Door opening timeout, Relay closed/

Door Sensor Closed

Door opening timeout, Relay opened/

Door Sensor Closed
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] © Door closed alarming, Relay 0 o Door closed alarming, Relay

-/ closed/Without relay status =/ opened/Without relay status
E, Door sensor unset, Door alarming, Relay F Door sensor unset, Door alarming,
closed - Relay opened

Door opening timeout, Without rela
-4 P 9 y & Door locking

status/Door Sensor Closed

#Note: Without relay status, indicates that the current firmware does not support “detect relay
status” function.

1. Door

By default, the home page displays all doors of the panels within the user's level. User may monitor
door(s) by setting the Area, Access Control or Door.

- It can control one door or all doors.

To control a single door, right click over it, and click [Remote Opening/ Closing] in the pop-up dialog
box. To control all doors, directly click [Remote Opening/ Closing] behind Current All.

In remote opening, user can define the door opening duration (The default is 15s). You can select
[Enable Intraday Passage Mode Time Zone] to enable the intraday door passage mode time zones, or
set the door to Normal Open, then the door will not be limited to any time zones (open for 24
hours).

To close a door, select [Disable Intraday Passage Mode Time Zone] first, to avoid enabling other
normal open time zones to open the door, and then select [Remote Closing].

& Note: If [Remote Opening /Closing] fails, check whether the devices are disconnected or not. If
disconnected, check the network.

:Once an alarming door is displayed on the interface, the alarm sound will be
played. Alarm cancellation can be done for single door and all doors. To control a single door, move
the cursor over the door icon, a menu will pop-up, then click [Remote Opening/ Closing] in the
menu. To control all doors, directly click [Remote Opening/ Closing] behind Current All.

#Note: If [Cancel the alarm] fails, check if any devices are disconnected. If found disconnected,
check the network.

-1t will set the device as normal open by remote.

- It will remotely set the door status to locked status. After this, the door wouldn't
receive any operations, such as card reading and remote operations. This function is supported only
by certain devices.

- It will unlock a locked door. This function is supported only by certain
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devices.

:If a Real-Time Monitoring event contains personnel activity, the monitor
will display the person photo (if no photo is registered, the monitor will display default photo). The
event name, time and date are displayed.

- If this option is selected, it plays an audio after an alarming event occurs.

If you move the cursor to a door's icon; you can perform the above operations in a quick way. In
addition, you can query the latest events from the door.

i

192,182
224~ Device: 182183 217.221
Serial Mumber: 2525181800001
Mumber: 4
Dwoor Sensor: Mo Door Sensar
Relay: Close
Alarm: None
D

Remote Opening
Remote Closing
Autivate Lockdown
vent Desc Deactivate Lockdown Reads
Cancel Alarm
Remote Momnally Open
Enable Infraday Passage Mode Time Zone

Disable Intraday Passage Mode Time Zone

Query the latest events from the door

: Click to quickly view the latest events happened on the
door.

. If you swap an unregistered card, a record with a card number will pop-up in
real-time monitoring interface. Right click that card number, and a menu will pop-out. Click “Issue
card to person”, to assign that card to one person.

The system will automatically acquire records of devices being monitored (by default, display 200
records), including normal and abnormal access control events (including alarm events). Normal
events will appear in green; alarm events will appear in red; other abnormal events will appear in
orange.

2. Auxiliary Input

It monitors current auxiliary input events in real-time.

ZKBioSecurity 3.1.5.0 or above Page |67



Ares Status | ——o ﬂ Device Name Serial Number
Door Auwdiliary Input Auiliary Qutput Elevator
Aupdliary Auiliary Auwrdiliary Aurdliary Aurdliany
Input-1 Input-1 Input-2 Input-3 nput-4

Cumrent Total:5 @Online:4 §Disable:] @Ofine:1 & Unknown:D Aurdligry Input Name

Real-Time Events
Time Area Device Event Point Event Description Card Mumber Person Resder Name Verification Mode

3. Auxiliary Output

Here you can perform Remote open, Remote Close, Remote Normally Open.

Area Status  |-—— ﬂ Device Name Serial Number

Door Augdliary Input Auziliary Output Elevator

Al Doors: Remote Open Remote Close "¢ Remote Normally Open

2
Auzdliary Auziliary Auxilisry Pardliary Aurdliary
Output-1 Output-1 Output-2 Output-3 Output-4

Current Total:5 @ Online:4 g Dissble:0 @Ofine:1 & Unknown:D Aurdliary Output Mame

Real-Time Events
Time Ares Device Event Point Event Description Card Mumber Person Resder Mame erification Mode

4. Elevator

About the real-time monitoring of elevators, please refer to Real-Time Monitoring.

[t monitors alarm events of doors. If a door sends an alarm and is not attended or confirmed, the

page will keep on displaying the alarm events.

¥y Acknowledge

B Time Device Event Point Event Description Person Status
[ 2015-01-2313:55:40 192.168.100.181 Can not connectto senver Mone

#Note: If the firmware version of the device supports, the Event Description will pop-up, or else
only “Alarm” will be displayed in Event Description without any details.

: Select the door in alarm status, and click [Cancel alarm], then the system will send an
email to alarm monitoring recipient’s mailbox (The mailbox must be set in the Parameters)

zsNote: When a door has multiple alarm states, it will display just one alarm type description in the
descending severity order, the order are as follows: tamper-resistant alarm => duress alarm (password +
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fingerprint) = duress password or fingerprint alarm = unexpected opening alarm = opening timeout
alarm > device disconnects alarm.

4.1.12 Map
Click [Access Device] > [Map] > [New] to add a map.

weicome, somin ([

Authosized Company. ZKTeco

Map Mame*

Araa Mama® Area Nama [~ ]

ME&F&II‘I' Chaose File | No file chosen

I_kl\ Advanced Funclions
=| Ropuarts

'!.]‘ ke

After adding, users can add door on the map, perform zoom-in, zoom-out, etc. If users relocated or
modified the map, click [Save Positions] to save. The user can view the new setting at next visit.

weicome, samin (1)

(- Reftesh [ Hew [# Edil it Delele {§ Sae Posiions [ AcdDow (3 AddCamern @ Zoumin & Zoom Out G Full Scieen
l_lnp'\ndax
4-{T3 FacsOn

et
& 2nd Floar

@ "3 Floer l:
¥

A Access Conbro|

Adwanced Fuchions

Eveni Point. Event Cescriplion Card Number Parsan Fgade

[ e ey i = ot e e e

Add / Delete Map: Users can add or delete a map as needed.
Edit Map: Users can edit map name, change map or the area it belongs to.
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- Users can add a door on the map or delete an existing one (right click
the door icon, and select [Delete Door]), or adjust the map or position(s) of the door or camera icons
(by dragging the door or camera icons), adjust the size of the map (click [Zoom in] or [Zoom out] or
click [Full Screen]).

- If you move the cursor to a door, the system will automatically filter and displays
the operation according to the door status. Users can do remotely open / close doors, cancel alarms,
etc.

(1) Users need to select the relevant area for the map when adding levels. The area will be relevant
to the user access levels, users can only view or manage the map within levels. If the relevant
area of a map is modified, all doors on the map will be cleared. Users need to add the doors
manually again.

(2) When an administrator is adding a new user, he can set the user operation rights in role setting,
such as Save positions, Add Door, Add Camera, etc.

= Notes:

» In map modification, users can choose to modify the map name but not the path. Users only
need to check the box to activate the modification option.

» The system supports adding multi doors at the same time. After adding the doors, users need
to set the door position on the map and click [Save].

» When modifying door icon, especially when users zoomed out the map, the margin for top
and left shall not be smaller than 5 pixels, or system will prompt error.

» Users are recommended to add a map size under 1120 * 380 pixels. If several clients access
the same server, the display effect will be different according to resolutions of screen and the
settings of browsers.

It sets usage time of a door; the reader is usable during valid time periods of certain doors and
unusable during other time periods. Time Zone can also be used to set Normal Open time periods or
set access levels so that specified users can only access specified doors during specified time periods
(including access levels and First-Person Normally Open).

The system controls access according to Time Zones (up to 255 time zones). The format of each
interval for a time zone: HH: MM-HH: MM. Initially, by default, the system has an access control time
zone named [24 hours Accessible]. This time period cannot be modified and deleted. The user can
add new Access Control Time Zones that can be modified or deleted.

ZKBioSecurity 3.1.5.0 or above Page |70



Tims Zone Mama™
Remark i |

e
T e B B

on nn [1h)
oo 00 . oo
o 0 o
o 00 ¢ oo
o oo ! Do

ip

oo "
F ]
00
o
oo

=

2238
Z B =

Pt
e |

o oo . Do
on . o0 . 0o
ox o0 -
oo oo 00
on oo Do

. 0o
F ]
B
[ili}
an

BERE3 38223 -~8
82 28

ESSSEESESI

EEEES
EEE®3 8223

Copy Monday's Sestng to O ars Weekdzys

Sarve and New

1. Add Access Control Time Zone

a) Click [Access Control] > [Time zones] > [New] to enter the time zone setting interface:

Time Zone Mame* | |

oo

| 00 ;0o 00 ;00 00 : 00 00 ¢ 00 00 : 00 00 : 00
| 00 ;0o 00 : 00 00 : 00 00 00 00 ;00 00 00
| o0 ;0o o0 @ 00 00 : oo 00 : 00 00 : 00 00 : 00
| 00 ;0o 00 : 00 00 : 00 00 00 00 ;00 00 : 00
| o0 ;0o o0 @ 00 00 : oo 00 : 00 00 : 00 00 : 00
| 00 ;0o 00 : 00 00 : 00 00 00 00 ;00 00 : 00
| o0 ;0o o0 @ 00 00 : oo 00 : 00 00 : 00 00 : 00
| 00 ;0o 00 : 00 00 : 00 00 00 00 ;00 00 : 00
| oo : 00 o0 ;00 00 : oo 00 0o 00 : 00 00 : 00

Capy Manday's Setting to Cthers Weekdays: [

I N T

The parameters are as follows:
Time Zone Name: Any character, up to a combination of 30 characters.

&sRemarks: Detailed description of the current time zone, including explanation of current time zone
and primary applications. Users can input up to 50 characters in this field.

Interval and Start/ End Time: One Access Control Time Zone includes 3 intervals for each day in a
week, and 3 intervals for each of the three Holidays. Set the Start and End Time of each interval.
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Setting: If the interval is Normal Open, just enter 00:00-23:59 as interval 1, and 00:00-00:00 as interval
2/3. If the interval is Normal Close: all inputs will be 00:00-00:00. If users use only one interval, they
just need to fill in interval 1, and interval 2/3 will be the default value. Similarly, when users only use
the first two intervals, the third interval will be the default value. When using two or three intervals,
users need to ensure that the two or three intervals do not overlap, and the time shall not cross the
days. Or the system will prompt error.

Holiday Type: Three holiday types are unrelated to the day of a week. If a date is set to a holiday type, the
three intervals of the holiday type will be used for access purpose. The holiday type is optional. If the user
does not enter one, the system will use the default value.

Copy on Monday: You can quickly copy the settings of Monday to other weekdays.
b) After setting, click [OK] to save, and it will display in the list.
2. Maintenance of Access Control Time Zones

Edit: Click the [Edit] button under Operation to enter the edit interface. After editing, click [OK] to
save.

Delete: Click the [Delete] button under Related Operation, then click [OK] to delete, or click [Cancel]
to cancel the operation. A time zone in use cannot be deleted. An alternative way is to tick the check
boxes before one or more time zones in the list, and click the [Delete] button over the list, then click
[OK] to delete, and click [Cancel] to cancel the operation.

4.2.2 Holidays

Access Control Time of a holiday may differ from that of a weekday. The system provides access
control time setting for holidays. Access Control Holiday Management includes Add, Modify and
Delete.

" Holiday Name' ||
Holigay Type® | Holiday Type 1
Starl Date” [2018-03-28

End Dale” 1 2018-03-28

Recuming | No
Remark |

saveananen |, ok | Cance
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(1) Click [Access Control] > [Holidays] > [New] to enter edit interface:

New
. Holiday Name® ||
Holiday Type” Holiday Type 1 T
Start Date® 2018-03-28
End Date” 2018-03-28
Recurring Mo r

Remark

: Any character, up to a combination of 30 characters.

:Holiday Type 1/2/3, namely, a current holiday record belongs to the three holiday
types and each holiday type includes up to 32 holidays.

: The date format: 2010-1-1. Start Date cannot be later than End Date, otherwise the
system will prompt an error message. The year of Start Date cannot be earlier than the current year,
and the holiday cannot be set across two different years.

- It refers a holiday whether to require modification in different years. The default is No. For
example, the Near Year's Day is on January 1 each year, and can be set as Yes. The Mother's Day is on
the second Sunday of each May; this date is not fixed and should be set as No.

For example, the date of Near Year's Day is set as January 1,2010, and the holiday type is 1, then on
January 1, Access Time Control will not follow the time of Friday, but the Access Control Time of
Holiday Type 1.

(2) After editing, click [OK] button to save, and it will display in the holiday list.

Click Holiday Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.

In the access control holiday list, click [Delete] button under Operations. Click [OK] to delete, click

[Cancel] to cancel the operation. An Access Control Holiday in use cannot be deleted.

Access levels indicate that one or several selected doors can be opened by verification of a
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combination of different person within certain time zone. The combination of different person set in
Personnel Access Level option.

- P T
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e Add

1. Click [Access Control] > [Access Levels] > [New] to enter the Add Levels editing interface:

Level Name*
Time Zong* 24-Hour Accessible v

Araa® Area Mame

o e

2. Seteach parameter: Level Name (unrepeatable), Time Zone.

3. Click [OK], the system prompts “Immediately add doors to the current Access Control Level”, then
click [OK] to add doors, then click [Cancel] to return the access levels list. The added access level
is displayed in the list.

Immediately add doors to the current Access
Control Level?

#sNote: Different doors of different panels can be selected and added to an access level.
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Add/Delete Personnel for Selected Levels:

(1) Click [Access Control] > [Access Levels] > [Set Access By Levels] to enter the edit interface, then
click an Access level in the list on the left, personnel having right of opening doors in this access
level will be displayed in list on the right.

(2) Inthe left list, click [Add Personnel] under Operations to pop up the Add Personnel box; select
personnel (multiple) and click * to move to the selected list on the right, then click [OK] to
save and exit.

(3) Click the level to view the personnel in the list on the right. Select personnel and click [Delete
Personnel] above the list on the right, then Click [OK] to delete.

Add selected personnel to selected access levels or delete selected personnel from the access levels.
Add/Delete levels for Selected Personnel:

(1) Click [Access Control] > [Access Levels] > [Set Access By Person], click Employee to view the
levels in the list on the right.

(2) Click [Add to Levels] under Related Operations to pop up the Add to Levels box, select Level
(multiple) and click == to move it to the selected list on the right; then click [OK] to save.

(3) Select Level (multiple) in the right list and click [Delete from levels] above the list, then click [OK]
to delete the selected levels.

Setting Access Control for Selected Personnel:

A. Select a person in the list on the left and click [Access Control Setting].
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B. Setaccess control parameters and then click [OK] to save the settings.

4.2.6 Set Access By Department

Add the selected department to the selected access levels or delete the selected department from
the access levels. The access of the staff in the department will be changed.

4.2.7 Interlock

Interlock can be set for two or more locks belonging to one access controller. When one door is
opened, the others will be closed, or you cannot open the door.

Before setting the interlock, please ensure that the access controller is connected with door sensor,
which has been set as NC or NO state.

® Add Interlock

1. Click [Access Control] > [Interlock] > [New] to enter the edit interface:
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4. Click here

Device Name® Click to select

Interlock Rule’ !

s vew o cans ]

2. Select Device Name. When users are adding devices, interlocked devices cannot be seen in the
dropdown list. After deleting established interlock information, the corresponding device will
return to the dropdown list. Interlock setting will vary with the number of doors controlled by
selected devices:

» A one-door control panel has no interlock settings.
» Atwo-door control panel: 1-2 two-door interlock settings.

» Afour-door control panel: 1-2 two-door interlock; 3-4 two-door interlock; 1-2-3 three-door
interlock; 1-2-3-4 four-door interlock.

3. Select Interlock Rule, tick an item, then click [OK] to complete. The new added interlock settings
will be shown in the list.

&Note: During editing, the device cannot be modified, but the interlock settings can be modified. If
the interlock settings are not required for the device any more, the interlock setting record can be
deleted. If users delete a device record, its interlock setting record, if any, will be deleted.

4.2.8 Linkage

Linkage setting means when an event is triggered at an input point of the access control system, a
linkage action will occur at the specified output point to control events such as verification, opening,
alarm and abnormal of system, and list them in the corresponding monitoring view.

Add Linkage setting:
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1. Click [Access Control] > [Linkage] > [New]

2. Enter the linkage name, select a linkage device, linkage trigger conditions, input point, output
point, then set linkage action, video linkage and other parameters.

3. After selecting devices, corresponding linkage settings will be displayed. The System will first
judge whether the device is successfully connected and has read extended parameters. If there is
no available extended parameters, the system cannot set any linkage. If there is an available
extended parameter(s), the system will show linkage settings according to the door quantity,
auxiliary input and output quantity of currently selected device:

| 4 [z Door Event
[ ][ Access Denied
[ [ Activate Lockdown
[ 1[] Anti-Passback
1] Cancel Alarm
[ 1[] Deactivate Lockdown
[1[] Disable
[1[] Door Closed Correctly
[ 1 [1 Door Inactive Time Zone Verify Open
[1[] Door Inactive Time@:ne(Press Exit Button)
[1[] Door Locked
[ 1] Door Opened Correctly

T Piraes Mnan Alacm

R3

&Note: Linkage Trigger Conditions contain Door Event and Auxiliary Input Event. And “Fail to
connect server”, “Recover connection”, “Device connection off” will be filtered from Door Event.
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Linkage Wame™ Test Device® 192 168.12.155

Linkage Trigger Conditions*  Add Checl All Clear All Input Point*
Auxiliary Input Disconnected 7 D Any

[ Auxiliary Input-1
[ Auxiliary Input-2
[ Auxiliary Input-3
[7 Auxiliary Input-4

Output Point* Video Linkage  E-mail
Door Auxiliary Output
v [ 19216812 1651 [ Auxiliary Output-1
1] 19216612 1565-2 1[0 Auxiliary Output-2
1[0 19216812 165-3 [} 1[0 Auxiliary Output-3
1] 19216612 155-4 1[0 Auxiliary Qutput-4
Action type* MNormally COpen v Action type* Mormally Open v

T T

4. Select the Input Point and Output Point, Linkage Action, Video Linkage and Email Address.
The fields are as follows:

Linkage Name: Set a linkage name.

Linkage Trigger Condition: Linkage Trigger Condition is the event type of selected device. Except
Linkage Event Triggered, Enable/Disable Auxiliary Output, and Device Start. All events could be
trigger condition.

Input Point: Any, Door 1, Door 2, Door 3, Door 4, Auxiliary Input 1, Auxiliary Input 2, Auxiliary Input 3,
Auxiliary Input 4, Auxiliary Input 9, Auxiliary Input 10, Auxiliary Input 11, Auxiliary Input 12 (the
specific input point please refers to specific device parameters).

Output Point: Lock 1, Lock 2, Lock 3, Lock 4, Auxiliary Output 1, Auxiliary Output 2, Auxiliary Output 3,
Auxiliary Output 4, Auxiliary Output 6, Auxiliary Output 8, Auxiliary Output 9, and Auxiliary Output 10
(the specific output point please refers to specific device parameters).

Action Type: Close, Open, Normal Open, Lock, Unlock. The default is Close. To open, delay time or
Normal Open shall be set.
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Qutput Point* Video Linkage E-mail

Fop Up Video Display time 10 5(5-60
Video Video length 30 s(10-180
Capture In the monitoring page immediately pop up
Display time 10 s(10-60)
A\ Make sure that the corresponding input point linkage bound available video channel, otherwise the video linkage function

: Whether to set the pop-up preview page in real-time monitoring, and set the
pop-long.

: Enable or disable background video recording and set the duration of background
video recording.

: Enable or disable background snapshots.

:Ranges from 1~254 second (This item is valid when Action type is Open).

Action type® Cpen v

Action time delay® 20 s(1-254)

5. After editing, click [OK] to save and quit, then the added linkage setting will be shown in the list.

For example, if users select Normal Punching Open Door as trigger condition, then the input point is
Door 1, output point is Lock 1, action type is Open, delay is 60 second. When Normal Punching Open
Door occurs at Door 1, the linkage action of Open will occur at Lock 1, and the door will be open for
60 second.

#sNote: During editing, you cannot modify the device, but modify the linkage setting name and
configuration. When delete a device, its linkage setting record, if any, will be deleted.

If the device and trigger condition are the same, and system has linkage setting record where the
input point is a specific door or auxiliary input, it will not allow users to add (or edit) a linkage setting
record where the input point is any.

On the contrary, if the device and trigger condition are the same, and the system has linkage setting
record where the input point is ‘Any’, it will not permit user to add (or edit) a linkage setting record
where the input point is a specific door or auxiliary input.

In addition, same linkage setting at input point and output point is not allowed. The same device
permits consecutive logical linkage settings. The system allows to set several trigger conditions for a
linkage setting at a time.
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4.2.9 Anti-Passback

Currently anti-passback settings support in and out anti-passback. In some special occasions, it is
required that the cardholders who entered from a room by card swiping at a door device must
swipe the cards over a device at the same door when leaving to keep the entry and exit records
strictly consistent. The user can use this function just by enabling it in the settings. This function is
normally used in prisons, the army, national defense, scientific research, bank vaults, etc.

Add Anti-Passback Settings:

1. Click [Access Control] > [Anti-Passback] > [New] to show the edit interface:

A Cliekinere

Device Nama® Click to select
Anti-Passback Rule”

e ansvon J o

2. Select devices. When users are adding Anti-Passback Rules, devices with anti-passback settings
cannot be seen in the dropdown list. When deleting established anti-passback information, the
corresponding device will appear in the dropdown list again. The settings vary with the number
of doors controlled by the device.

» Anti-passback settings of a one-door control panel: Anti-passback between door readers.

» Anti-passback settings of a two-door control panel: Anti-passback between readers of door 1;
anti-passback between readers of door 2; anti-passback between door 1 and door 2.

» Anti-passback settings of a four-door control panel: Anti-passback of door 1 and door 2;
anti-passback of door 3 and door 4; anti-passback of door 1/2 and door 3; anti-passback of
door 1 and door 2/3; anti-passback of door 1 and door 2/3/4; Anti-passback between readers
of door 1/2/ 3/ 4.

#Note: The door reader mentioned above includes Wiegand reader that connected with access
controller and InBio reader. The single and two door controller with Wiegand reader includes out
and in reader. There is only “In reader” for four door control panel. The reader number of 1, 2 (that is
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RS485 address or device number, the same below) is for door 1, the reader number of 3, 4 is for door
2, etc. No need to consider if it is a Wiegand reader or InBio reader when you are setting the
anti-passback between doors or between readers, just make sure the in or out reader is set
according to the actual requirements. For the reader number, odd number is for in reader, and even
number is for out reader.

3. Select Anti-Passback Rule, and tick one item, click [OK] to complete, then the added
anti-passback settings will be shown in the list.

#Note: When editing, you cannot modify the device, but can modify anti-passback settings. If
anti-passback setting is not required for the device any more, the anti-passback setting record can
be deleted. When you delete a device, its anti-passback setting record, if any, will be deleted.

First-Person Normally Open: During a specified interval, after the first verification by the person
having First-Person Normally Open level, the door will be Normal Open, and will automatically
restore closing after the valid interval has expired.

Users can set First-Person Normally Open for a specific door (the settings include door, door opening
time zone and personnel with First-Person Normally Open level). A door can set First-Person
Normally Open for multiple time zones. The interface of each door will show the number of existing
First-Person Normally Open.

When adding or editing First-Person Normally Open settings, you may only select door and time
zones. After successful adding, add personnel that can open the door. You can browse and delete
the personnel on the right of the interface.

Operation steps are as follows:

1. Click [Access Control] > [First-Person Normally Open] > [New], select Door Name and Passage
Mode Time, and click [OK] to save the settings.
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Door Name® Click to seiect

Passage Mode Time Zone® R
3

Csoveononen | o J cower ]

2. Click [Add Personnel] under Related operation to add personnel having First-Person Normally
Open level (these personnel must have access control level), then click [OK] to save.

4.2.11 Multi-Person Group

The door will open only after the consecutive verification of multiple people. Any person verifying
outside of this combination (even if the person belongs to other valid combination) will interrupt the
procedure and you need to wait 10 seconds to restart verification. It will not open by verification by
only one of the combination.

(1) Click [Access Control] > [Multi-Person Group] > [New] to access the following edit interface:

4. Click here

Group Name™

Remark

Cooveanaicn Jl o I caca

Group name: Any combination of up to 30 characters that cannot be identical to an existing group
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name.

After editing, click [OK] to save and return. The added Multi-Person Personnel Group will appear in
the list.

(2) Click [Add personnel] under Related Operations to add personnel to the group.
(3) After selecting and adding personnel, click [OK] to save and return.

#Note: A person can only be grouped into one group.

4.2.12 Multi-Person Opening Door

Set levels for personnel in Multi-Person Personnel Group.

It is a combination of the personnel in one or more Multi-Person Personnel Groups. When setting the
number of people in each group, you can configure one group (such as combined door opening by
two people in one group) or multiple groups (such as combined door opening by four people,
including 2 people in group 1 and 2 people in group 2), and at least one group shall consist of number
of door opening people instead of 0, and the total number shall not be greater than 5. In addition, if
the number of people entered is greater than that in the current group, Multi-Person Opening Door
will be disabled.

Multi-Person Opening Door Settings:

(1) Click [Access Control] = [Multi-Person Opening Door] = [New]:

Door Mams* Click to select

e
Numbar of opaning ,' '_',ﬂ._l_, ——
perzonnel in each greup

Camewanon 0§~ ooms |

(2) The maximum number of multi-person opening door people for combined door opening is 5.
That in the brackets is the current actual number of people in a group. Select the number of
people for combined door opening in a group, and click [OK] to complete.
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#sNote: The default Credit Card Interval is 10 seconds, it means that the interval of two personnel’s
verification must not exceed 10 seconds. You can modify the interval if the device supports.

4.2.13 Verification Mode Group

Verification Mode: You can set verification modes for doors and personnel separately in a specified
time segment.

e Add

1. Click [Access Control] > [Verification Mode] > [New] to go to the page for adding a verification
mode rule.
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2. Setthe following parameters: Select a rule name (not repeatable), the time segment, and
verification mode for a door or person in each time segment.

3. Click [OK] to finish the setting.
4. On the list page, you can add or delete doors in the verification mode rule.

& Note: If a rule includes the verification mode for personnel, you cannot select doors with the
RS485 readers when adding doors. You can modify only the configuration on the reader setting
page before adding doors.

Verification Mode Group: Set appropriate personnel for configured verification mode rule.

4.2.14 Parameters

Click [Access Control] > [Parameters] to enter the parameter setting interface:
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Start from the setting and efficient time, the system attempts to download new transactions every
time interval.

The selected Time is up, the system will attempt to download new transactions automatically.

:When an access control event occurs, the
personnel photo will pop up. The size of pop photos shall be between 80 to 500 pixels.

: The system will send email to alarm monitoring recipient’s
mailbox if there is any event.

Advanced Functions

Advanced Access control is optional function. If needed, please contact business representative or
pre-sales engineer, you can use these functions after obtaining license and activating.

#sNote: Except Global Linkage, to use other advanced functions you need to enable Background
Verification. For detail, please see Device Operation.

Zone

It mainly uses partition Zones in advanced access control. When using such advanced functions as
Global Zone APB, you must define Access Zones.
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e Add

1. Click [Advanced Functions] > [Zone] > [New] to enter the Add Zone interface:

" 4. Click here )

Corvemiton 06 | Coee |

2. Set Zone Code, Name, Parent Zone and Remark as required.
3. Click [OK] to save and quit. The added Zone will appear in the list.

What rules inside:
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4.3.2 Reader Define

Reader Define indicates that Reader control from one access zone to another one, it is based on
access zone. If advanced functions are needed, you shall set the Reader Define.

e Add

1. Click [Advanced Functions] > [Reader Define] > [New] to enter the add interface:

4, Click here

Hgder Name™

v
Goes From® | E3|
=

Goes To*

2. Set Reader Name, Goes From and Goes To as required.

w

. Click [OK] to save and quit. The added Reader Define will appear in the list.
e Batch New

Click [Advanced Functions] > [Reader Define] > [Batch New] to enter the batch add interface:

—
.
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4. Click here

Select Reader’  Add Chack All Clear All

A\ Fisase add reader

Name Owned Device Serial Mumber

The cumrent guery conditions: None
Alternative Selected(1)

I~ MName Owned Device Serial Number B Mame Owned Device Serial Number

O

192.165.12.155-2-In  192.168.12.155 AKAF173460006 [ 192.168.12.155-1-0u 192.168.12.155 AKAF173460006

]

192.168.12.155-3-In  192.168.12.155 |:~\} AKITF173460006
192.168.12.155-3-0u 192.168.12.155 AKTF173460006

192.16%.12.155-4-In  192.168.12.155 AKAF173460006

B B N

192.168.12.155-4-Cu 192.168.12.155 AKAF173460006

O

192.165.214.74-1-In  192.168.214.74 3763161600001
192.168.214 74-1-Ou 192.168.214.74 3763161600001

< 1-8 . .| G0rowsperpage v Total of 9 records

3. Set Goes from and Goes to as required and press[OK].
4.3.3 Whois Inside

After entering the zone, you can view all personnel status in the zone by zone tree.
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Deleting personnel in the selected area will clear the global anti-passback status of the personnel.

[ inf0y
1 our{o)

50 t0kes par pags fas

Jumg o 1 ik Page

Tolal of [ recends

Export selected personnel information in the area; you can export Excel, PDF, CSV format.

ZKTECO
Totzl People 10
Personnel I First Mame Last Mame Departrment Card Mumber Last Access Time L,a: = =
2017-12-18 0A:28: | 192.168.218.80-2-
1 Jemy Wang General 4261253 21 o
2 Liscky Tan Cevelopment &155086 2017-12-18 0B:27: | 192.168.218.80-1-
Department 12 In
2017-12-18 DA:55: | 192.168.218.80-1-
2840 Shermy ‘Yang Hotel 1411237 52 In
5 o i Financial FEo 2017-12-18 0E:34: | 192.168.212.60-2-
Department a7 In
2017-12-18 DE:55: | 192.168.218.60-1-
4 Bemy Cao General 13092341 58 In
5 A o Marketing 13080079 2017-12-18 0B:34: | 192.168.218.60-1-
Cepartrnent i3 In
8 e Lin Financial 48280738 2017-12-18 08:25: | 192.168.218.60-1-
Departmment 28 In
2017-12-18 DR:27: | 192.168.218.60-2-
T Jacky Xiang General 6323004 18 In
a Glor Lits Marketing G1a9186 2017-12-18 0B:34: | 192.168.218.60-2-
Department 20 In
g Lilian Mei Cevelopment a505030 2017-12-18 0B:27: | 182.168.218.60-1-
Department 22 In

Global Anti-Passback

Global Zone APB can set Anti-Passback across devices; you can use this function after setting Global
Anti-passback. You must set Access Zone and Reader Define before using, and also the device that has set
Anti-Passback shall issue background verification parameters.
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e Add

1. Click [Advanced Functions] > [Global Anti-passback] > [New] to enter the add interface:

Rule Name®
Zong®
The following doors control
access in and out of the
| zone
Anti-Passnack Typs' Logical Anli-Fassback v
Lockout Duration minute{1-
500)
Reset Anti-Passback 5]
Status
Ant-Passback Resetted
Time

APply 10 All Parsonnel v
All Parsonnel

Just Selected Personne|
Exclude Selected Personnel

g s

2. Set Rule Name (Unrepeatable), Zone, Anti-passback Type, Lockout Duration, Reset Anti-passback
Status and When to Reset the Anti-passback as required.

Zone: Select an option from the dropdown list, Corresponding doors will display in the text box of "
The following doors control access in and out of the zone”. At the same time, the doors obey the rule
of one door cannot set as the boundary of two independent Anti-Passback.

Anti-passback Type: Logical Anti-passback, Timed Anti-passback or Timed Logic Anti-passback.

» Logical Anti-passback: The door will not open if the entry and exit records is not in consistent
with Anti-passback zone.

»  Timed Anti-passback: In specified time period, user can enter Anti-passback zone only
once. After the Time period has expired, user state will be cleared, and allow user to enter
this zone again.

»  Timed Logic Anti-passback: In Specified time period, Users who enter Anti-passback zone
must obey the rule of Logical Anti-passback. If users exceed timed period, system will time
again.

Lockout Duration: Only select Timed Anti-passback and Timed Logic Anti-passback in Anti-passback
Type. Lockout Duration can be set.

Reset Anti-passhack Status: Tick it to clear Anti-passback status of personnel in the system, and
recover initial state. Only tick this option. When to Reset the Anti-passback can be select. After the
reset time of the anti-passback has expired, system will clear all the Anti-passback status of personnel
in zone.
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When to Reset the Anti-passback: Select time to reset Anti-passback.
Apply to: All Personnel, Just Selected Personnel and Exclude Selected Personnel three types.
»  Apply to All Personnel: Can only edit and does not support select personnel.

» Apply to Just Selected Personnel: The anti- passback is only effective for these selected
personnel.

»  Apply to Exclude Selected Personnel: The anti- passback only effective for these exclude
selected personnel.

3. Click [OK] to save and quit. The added Global Zone APB will display in the list.

4.3.5 Global Linkage

The global linkage function allows you to configure data across devices. Only push devices support this
function.

e Add

1. Click [Advanced Functions] > [Global Linkage] > [New]:

\ Linkage Hama™ _ Aoply fo sll personnel [l
fandelony Fiad

| Linkege Trigger Gondfiens®  Add Check ANl Clegr All Inpul Poinl* - AQY Check Al Clegr A

Ot Peint Vien Linkace At Time E-med Linkan Yairs Prampts

Door Add Chack AF Clasr 220 Ausmlary Outout Add Chack Al Clear A8

Apply to all personnel: If this option is selected, this linkage setting is effective for all personnel.
Active Time: Set the active time of the linkage setting.

2. Choose Global Linkage trigger conditions, the input point (System will filter devices according to
the choice in first step) and the output point, Set up linkage action. For more details about these
parameters, please refer to Linkage Setting.

#Note: You can select multiple Door Events, but “Fail to connect server”, “"Recover connection” and
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"Device connection off” will be filtered automatically from Door Event.

3. Click [OK] to save and quit. The added Global Linkage will display in the list.

4.3.6 Global Interlock Group

The global interlock group groups the doors in the global interlock, but to use the global interlock
function, the device must be enabled with background authentication.

1. Click [Advanced Functions] > [Global Interlock Group]> [New]:

4. Click here

Group Mame”

Remark

3roup Interlock

Group Name:
(1) Any combination of up to 30 characters that cannot be identical to an existing group name.

(2) After editing, click [OK] to save. After confirming that add the door immediately, the information
of added door will appear in the list.

(3) Click [Add Door] under Related Operations to add door to the group.
(4) After selecting and adding personnel, click [OK] to save and return.

Group Interlock: If the option is selected, set global interlock rule for the interlocking group.

4.3.7 Global Interlock

The global interlock function allows you to configure data across devices. Only push devices support
this function.
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Multi-Person Opening Door Setting:

1. Click [Advanced Functions] > [Global Interlock]> [New]:

4. Click here

Name:
(1) Any combination of up to 30 characters that cannot be identical to an existing name.

(2) After editing, click [OK] to save. After confirming that add the group immediately, the
information of add group will appear in the list.

(3) Click [Add Group] under Related Operations to add door to the group.

(4) After selecting and adding group, click [OK] to save and return.

Group Interlock: If the option is selected, set global interlock rule for the interlocking group.

zNotes:

» Inthe same interlock, all the doors in the group cannot be duplicated.

» If the interlock group exists in the interlock function, it cannot be deleted directly.

4.3.8 Person Availability

It is mainly used to limit valid date/ after the first use of valid days/ use number of times of personnel
in advanced access control area.

ZKBioSecurity 3.1.5.0 or above Page |94



Cankro|

Advanced Funrclions

Wh I In=de

Ginhal Anti-Pass

Global Linkage

lack

LFD Data

AVEIEDIRY MEMmE |

The CITENT QUEFY CONAMONS: Hone

[ % Refesh [® Mow [ Dolsle & SulZons Proparties
Zune
aulsife

30th Floor Cout Yand

e kit Mame

aulsifs

50 rows parnane

Zone progerty name
L Tea - Times
fimes

limes

Jump o 1 M Page  Tokalof 3 recerds

weome, s (1 () (@) @) (0

Uss Datail

Lsenumber el fmes 3 Tz

Usa number cftmes 100 Tims(s]

U number ef imes 100 Tiwa(s)

Authorized Compamy: 11

Operations
Ecil Gelaly
Exiit Delsts

Euil Dglats

® Set Zone Properties

shack

bal Linkage
bal I

bal Inferlock

LFD Data

Gy

4, Click here

The CITENT QUEFY CONAMONS: Hone
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Zone Properties Browse Personnel.

Namel:| Ry _ Q ® PersonneIID| | First Name Morew Q)

The current query con n__' s: Mone The current query conditions: None

(v Refresh [® New [} Delete (T Refresh (i Delete Personnel

(] Name Use Detail Remark Operations =) Personnel ID First Name Department

[ times Use number o 100 Time(s) Edit Add Personnel

[ Leo-TestTimes Use number o 3 Time(s) Edit Add Personnel

B VD Valid Date Valid Until 2018-0 Edit Add Personnel

] 10 Times Use number o 10 Time(s) L\\, Edit Add Personnel

[ 31 Days FUV After the first L 31 dayis) Edit Add Personnel

< ¢ 1-5 5 51 B0rowsperpage ~  Total of 5 records |« < 0 » 1 bS0rowsperpage ~ Total 0f 0 records
] ANE]

1. Click [Advanced Functions] > [Person Availability] > [Set Zone Properties] > [New], the following
interface will be shown:

Name* | |

Use* |Vali|:| Date
Date® | ]
|

Remark |

Use: Itis divided into Valid Date, After the first use of valid days and Use number of times,
corresponding to Date, Days and Times.

2. Click [Advanced Functions] > [Person Availability] > [Set Zone Properties] > [Add Personnel],
apply the zone properties to the specified personnel.
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Zone Properties

Name |\ | Remark ‘ ‘

The current query conditions: None

(T Refresh @New ﬁ‘:"Dele.le

E Name Use Detail

[ times Use number o 100 Times)

[] Leo-TestTimes Use numbero 3 Time(s)

O VD Valid Date Valid Until 2018-0
[ 10 Times Use number o 10 Time(s)

[ 31DaysFuv After the first t 31 day(s)

|« ¢ 1-5 5 51 5Drowsperpage -

4

Q

Remark

Total of 5 records

®

Browse Personnel

Click here

Operations (=] Personnel ID
Edit Add Personnel
Edit Add Personnel

Edit Add Personnel

l} Edit Add Perconnel

Edit Add Personnel

£ € 0 3 3
P

ns: None

Delete Personnel

First Name

50 rows per page

First Name

Department

Total of 0 records

Q ®

(® Query () Department

The cumrent query conditions: None

Alternative
4 Last
Name

= Personnel  Fir:
D Nai‘a

117055 0 0
1170550 0 0
10522 10522 0

87654321  Jasmine  wang

1234567  max lastMame

3043 HEREA

3038 HEEER

50 rows per page:

< 1-50 > 3|

Card
MNumber

123456789 Female

-

Selected(0)

Gender  Department (™|

Name jin}
General iz
General I
General
General
General
General

= General

Total of 10005 records

Personnel

First
MName

Last
Name

Card

Number

Department
Name

e New

I T

Click [Advanced Functions] > [Person Availability] > [New], the following interface will be shown:
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4., Click here

Availability Name*

Zone'

Zone Fropertias™

e T T

Select the Zone and Zone Properties to control the person availability.
® Delete

Click [Advanced Functions] > [Person Availability], select an Availability Name, click [Delete] > [OK] to
delete.

4.3.9 LED Data

Click [Advanced Functions] > [LED Data], the following interface will be shown:

e Add

[onennoe B oc— Jcues |
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: LED data name.

Text: Send self-defined texts to blocks.

Zone data: Total number of personnel in the zone to be sent and statistical number of
personnel in the departments in the zone.
#Notes:

The access control zone is that in the advanced access control.

If the content to be sent is department, please select the department for statistics
collection.

Changed data: Real-time information about personnel going in and out displays in the selected
LED block. The content to be sent can be selected.

Click Data Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.

In the LED Data list, click [Delete] button under Operations. Click [OK] to delete, click [Cancel] to
cancel the operation.

nou "o

Includes "All transactions”, “Events from Today”, “All Exception Events” and so on. You can export
after query.

You can generate statistics of relevant device data from reports, including card verification
information, door operation information, and normal punching information, etc.

About the Normal and abnormal event please refer to Real-Time Monitoring for details.

Verify mode: Only Card, Only Fingerprint, Only Password, Card plus Password, Card plus Fingerprint,
Card or Fingerprint and etc.

#sNote: Only event records generated when the user uses emergency password to open doors will
include only password verification mode.

Because the data size of access control event records is large, you can view access control events as
specified condition when querying. By default, the system displays latest three months transactions.
Click [Reports] > [All Transactions] to view all transactions:
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Fersonnzl 10 Dieyics Mame morer O (¥}
T CANTENT QUETY CORMMONS: THe From:[2017-12-28 DrD0-00) To'[2016-03-28 235859

% Refesh ff ClosrAlDsle | # Expod

Tirme Dewice Hame Event Point Event Dezcnintien fd=diaFils  Personnel IC FirstHeme T LastMame Card Humber Arza
ame
PE-03-15 843298 inPulsss ZKHK  nPulsss 2KHK-1 Urregistsred Personns| 1 aims wrang Facel *
2018-03-15 1427 508 inPulsa<_FkHE  InPulsa+_7KHK-T Urragicisred Peisannal 1 alms wang Facet
2018-03-21 1723298 16216812153 182168121531 AN -Fas Eba 1 11 11 BO14184 Farer
208-03-21 1732560 162 163 12,163 162168 12 153-1 Anlb-Paschack i) 1 il BO14184 Facet
0780321 472040 182158 12153 19216812 1532 ARD-FEEEEH 1 7 1 a014184 Faret
2080321 IT:30018 162,188 12,163 102.168.12.153- 1 Pcemal VeriTe Joen 1 1 n BRI4184 Facet
HB03a1 fFS3 1424642487 192 dbaaz e Anh-Prsshack 1 1 1 B014182 Facel
2018-03-03 #5040 162,163 12,155 Desonmacied Facet
20180307 194853 162158 12.455 Cennectd fa e server Faret
2018-02-03 194450 162,103, 12.165 Can not connec! o sarver Facet
20180302 195465 1150 12,155 Cennesia e me senver Faret
2018-03-03 BB E0 102.102.12.165 D conmacled Facel
e e e o e T e - e
1-60. 3 31 SDrowsparpags = Jumplo {18 Page  Tolal of 191 records
: You can view or download the photos and videos created in the video system.
You can export all transactions in Excel, PDF, CSV format.
ZKTECO
All Transactions
Time: 2017-08-15 00 : 00 : 00 - 2017-12-15.23 : 50 52
Time Devics Name Event Paint__| Event Desoription | Personnel ID First Name Last Name Card Number | Depariment Name | Reader Name | Verification Mode | Area Name Remark
2017-12-15 18:28: Bachground Verity Finandial 192.188.218.602-
= 192.188.218.60 | 102.168.218.80-2 it 8 Amber Lin 4828038 o ; Oniy Card Area Name
ZN7259828: | ) tgsoteen | 102.188.218.80-1 Bac“;r::::mw & Amber Lin 4628038 Pﬁna"ml |92.|ea|i|a.au-l- Only Card Area Name
AMTAZASAB2E: | s jes 21880 | 102.168.218.802 | Dackground Venly 5 Necal e 13260070 Jranming Ao o Only Card Area Name
a5 Success D In
ANTAZAE 828 | o tes21a.e0 | 192.168.218.90-1 | Dookaround Verify 5 Necol Ye 13260070 Marketing LSl o] Only Card Area Name
4 Success D In
PAT-R2-15 1828 | o) pg01pen | 102.168.218.80-2 | DaCKGroUnd Verfy 1 Jerry Wang 4481253 General a2 Aca2na 60 Cnly Card Area Name
38 Sussess n
ANTAZAGAB28: | o) jesoigen | 192.188.218.80-1 | Dookaround Verify 1 Jerry Wang 4481253 General b Only Card Area Mame
35 Susgess In
zn17.|1:.;5 1828 | Jap1es218.60 | 102.168.218.80-2 Bac“;r::::mﬁ’ 2040 Shemy Yang 1411237 Hotel |92.|ea|i|a.au-2- Only Card Area Name
2"”"2;5 1828 | yopesoiacn | 192.168.218.80-1 Ezc"iﬁ”ﬂ‘::e"f’ 204 Sheny Yang 1411237 Hotel m,‘ea‘im,am- Only Card Area Name
NTAIGIB2E | 100 16821800 | 192.108.218.50-2 | DooHIrOUnd Very e Lilian Mei 0505930 gt W R e Only Card Area Name
17 Suscess D In
T8 B8 | o tes2ia.e0 | 102.168.218.00-1 | Dookaround Verify o Lilian Mei 0505030 Detslopment. | M2 16321860 1 Only Card Area Name
13 Suscess Depariment
201712151828 | o) tge21een | 1e2.18e.218.8p-2 | DooREround Verfy 3 Lea Hou 13271770 ot i Only Card Area Name
o8 Sucgess D In
ANTAZSIB2E: | s teso1a.e0 | 162.168.218.80-1 | Doonground Venfy a Lea Hou 13271770 Fmmc T IoA21a 001 Only Card Area Name
Success D in
2"”"2";5 T35 | 400 103218.60 | 162.182.218.80-1 | Remote Opening Other Other Area Name
2"”"2;5 1825 | jop1ga.218.60 | 192.180.218.80-1 | Remcts Opening Other Other Area Nams
ANTAAGE23 | o) jesormen | 192.108.218.80-2 m"gﬂi:m 1 Jerry Wang 4481253 General 192.1635\1&.6&2 Only Card Area Name
201742;]5 1823 | 1g01ps 21860 | 192.183218.80-1 | Remots Opening Other Other Area Name
2"”"2;5 1825 | jo21gs218.60 | 162.168.218.80-1 | Remot: Opening Other Gther Area Name
2017-12-15 15:33: | 192.168.218.60 | 192.168.218.60-2 Verify 1 Jery wang 4481253 Genersl 102.162.218.80-2- |  OnlyCard Area Name
Greaea o 171215 18953
[T Sy ) T

Events from Today

Check out the system record today.

Click [Reports] > [Events from Today] to view today’s records.
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Parsonnel ID

ThE CUTTEml QUary Conamions: None

[ Refrsch i Clear Al Dats [

Tiene

2M1A09-25 14158
2015-05-20 164154
20150535 164152
2015-06-70 164149
A015.05-25 164142
2020 163
2015-05-28 164127
210525 14122
20150628 164178
20150525 16:41194

2015-05-28 164103

Card Mu e

2102402
2137408
182405
2182400
MATL05
2152400
132408
2102405
A 2406
22405

2182406

Device Hama

Esport

Ferzonmel I0

Firzl Hama

dary

Nare=

Lasthame

Deparlment
Hame

Geners|
Ganaral
Ganarsl
Ganaral
Ceneral
General
General
Genarsl
Canaral
Genzral

Ganaral

Device Nama Euent Po

1821891138 792166.7.9347

162 1881134 102 1681 154-1

1927681130 TERTEET 13T

192 168.1.134  102108.7.134-1

182 4881134 193468 1 1341

182,708,134 182.168.1,134-1

182 1681134 132 16R 1 1041

1821531134 18216671347

162 1631134 10216211341

182 1681134 1324681 1347

15276881134 102168.1.134-2

You can export all events from today in Excel, PDF, CSV format.

Euent Deserlplicn

horma Wty Ogen

Hommal Werily Open

MO TR Y D

Hommal ey Upen

heormal Vet Onen

ol werifr Omen

Normrmal el Open

Duresz Open Alarm

hormal e Ogen

Mol e ity Oaen

homal werix Oaen

Mediz File  Reader Mame  Verfleation

Woda

192168.1.934-14 Onl¥ Fingerpnn

182 168 1 134-11 Qnly Fingarprin

192 168.1.734-1 Oniy FIRgarprin

102168 1 13411 Ol Fingerprn

192168 1 13414 Only Fingerpiin ]

182168.1.134-1+ Onlr Fingzronn

132168 1 134-11 Qnly Fingerprin

192.166.1.934-14 Onl¥ Fingerpnn

102 162 1 13414 Only Fingarprin

132168 1 134-11 Oy Fingerpnn

102168.1.134-2- Onlbr Card

ZKTECO
Events From Today
‘Card Number Personnel ID First Name LostName | D Mame | Device Name Evert Point | Event Desoripfion | Reader Name | Verification Mode | Area Name Remark
A 46208038 8 Amber Lin i 1E2eR21860 | 192 18818 ppp | Beckoround Verfy | 162.162.212.80-2- Only Card Area Name
Department Suosess in
A2 01528 4828038 8 Ambar Lin Fumsncyal 102.188.218.60 | e2.1e6.21g.00 | Dockground Vedfy | 102108218801 o ooy Area Name
5o Department Suceess in
AL 13280078 5 Neool Ve Mansling 162.188.218.60 | 162188218802 | BeckEround Very | 192.168.218.60-2- Only Card Area Name
45 D Sucvess in
- S 12280078 5 Neoal Ye WMarkehing 162.198.218.60 | 162.188.218.60-1 | Dookground Verfy | 182.162.218.60-1- Only Card Area Name
41 o Sucesss in
AR 2481253 1 Jemry wang General 16218821260 | 162.188.218.60-2 B”"g’::;‘::e"fy toien I?B'E‘F‘LZ' Onty Card Area Name
2NTAZ AT EIR 4481253 1 Jerry Wang General 19218821860 | 182.188.21a 6n | Background Verly | 182.168.218.60-1- Only Card Area Name
35 Sucesss in
A s 1411237 2840 Shemy Yang Hatel 192.168.21860 | 192.188.218 60-2 E“"g'::;‘if""y Taam ﬁ‘ B Only Card Area Name
2017-12-15 18:28 Background Varify | 182.168.218.80-1-
gt 1411237 2040 Shemy ‘fang Hatel 10210821860 | 102188218801 | g’::;ss S z Only Card Area Name
IOTEAL A 9505930 s Liian Mei Development | oo tpgztaen | tezipmorgeng | Dochround Very | 1S218B.MB802 | o oo Area Name
17 D Sucesss in
SRERLE 8505830 s Lilian Mei Development | o, 1ea21860 | 192188218601 | BACkOround Very | 102168218601 | o ooy Area Name
13 D Suceess In
e e 13271770 3 Les Hou il 1021882160 | 102188213 gno | Background Verly | 182.168.218.60-2- Only Card Area Name
] Department Sucesss in
A A0 E 12271770 3 Leo Hou T 19216821860 | 162,186 218 60-1 Escigr::;i:fwr-‘y TR ﬁ‘ iz Only Card Area Name
2017-12-15 1823 Background Varify | 182.168.218.60-2-
5 4461253 1 Jery Wang General 16210821360 | 102188218802 | o0 g’:o';"m S 2 Only Card Area Name
2017-12-15 1823 B a Verify | 152.168 218.60-2-
s 4461253 1 Jery Wang General 1021982160 | 102.18E.218.60-2 ‘“kg':o';lss ey - Only Card Area Name
ANz R 4481253 1 Jerry Wang General tE21eR 21060 | 192 188218 pn o | Beckoround Verfy | 182.168.212.80-2- Only Card Area Name
12 Suosess In
ANTAZAB 18R 156288 2 Lucky Tan Devslopment | 400 10521860 | 102.188.218.602 | Background Verdly | 102.188.218.802- | o ooy Area Name
Department Sucesss in
A b 4481253 1 Jorry Wang General 1e216a 21860 | 10218831880 p | Beckground Very | 102.168.218.80-2- Only Card Area Name
2 Suceess in
2017-12-15 1820 Development Background Verify | 182.168.218.60-2-
2 8505930 o Lilian Mei 5 i 10210821260 | 102188218802 | o0 g’:o';"m SN 2 Only Card Area Name

Graved on: 20171215 183555

Cresird from ZKBioGerurty sotware. Al rights reserved

Check out the final position of personnel who has access privileges to access. It is convenient to
locate a person.

Click [Reports] > [Last Know Position] to check out.
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: Personnel with electronic map authority, click on the
corresponding [Personnel ID], you can locate the specific location of the personnel in the electronic
map by the way of flashing the door.

You can export all personnel final position data in Excel, PDF, CSV format.
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All Exception Events

Click [Reports] > [All Exception Events] to view exception events in specified condition. The options
are same as those of [All Transactions].
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: Click [Clear All Data] to pop up prompt, and then click [OK] to clear all exception
events.

:You can export all exception events in Excel, PDF, CSV format.

ZKTECO

Al Exception Events
Time: 2017-00-15 00 - 00 - 00 - 2017-12-15 23 : 53 50

Time Event Description Event Point Device Name Card Number Personnel ID First Name Last Name Area Name D Name | Reader Mame i Made Remark

2017-12-15 17:43: | Operstion Interval [ oo oo w0 on o | 100 18.218.60 i 182.168.218.60-1- i
02 too Short In

2017-12-15 17:42: | Operation Interval 192.168.218.80-1 192.188.218.60 i 102.1628.218.80-1- Otise
41 oo Short In

2017-12-15 17:35: | Operation Interval [ oo oo nioon o | 100 108.218.60 s 192.162.218.60-1- g
7 too Short In

2017-12-15 16:35: | Operation Interval 192.168.218.80-1 162.188.218.60 Name 102.1628.218.80-1- Other
17 too Short In

2017-12-15 16:35: | Operation Interval 102.168.218.80-1 102.188.218.60 Mame 102.162.218.80-1- Other
05 tna Short In

2017-12-15 16:34: | Operation Interval 192.168.218.80-1 102.168.218.60 Name 102.1628.218.80-1- Other
oo too Short In

2017-12-15 18:33: | Operation Interval 102.168.218.80-1 102.188.218.60 — 102.162.218.80-1- Other
52 too Short In

2017-12-15 16:33: | Operation Interval 102.168.218.80-1 102.168.218.60 Hiia 102.162.218.80-1- Bt
43 too Short In

2017-12-15 16:33: | Operation Interval [ oo oo oo o | 100 1am218.00 Mame 192.162.218.60-2- e
35 too Short in

2017-12-15 16:33: | Operation Interval [ o oo on o | 400 108.018.60 N 192.168.218.60-1- B
14 too Short In

2017-12-15 16:08: | Can not connect to 102.188.218.60 Name Other Other
54 server

2017-12-15 13:50:
17 Disconnected 102.188.218.60 Arez Name Other Other

2017-12-15 11:53; | Operation Interval 182.168.218.80-1 162.188.218.60 e 102.162.218.80-1- Dt
45 too Short. In

2017-12-15 11:41: | Operation Interval 102.168.218.80-1 102.186.218.60 Naiiis: 102.1628.218.80-1- Other
o4 too Short In

2017-12-15 11:18: | Operation Interval [ oo oo oo on o | 400 108.218.60 NG 102.168.218.60-1- i
45 too Short In

2017-12-15 14:18: | Operation Interval 102.168.218.80-1 192.188.218.60 Hame 102.1628.218.80-1- Other
37 too Short In

201?42;]5 V0S| pngPassback | 1oztemziE0t | 1e2.108318.60 9505830 800000005 Bill Fang Area Name Visitor 192'168;?8'6“’1’ Only Card

2017-12-15 11:05: Anti-Passback 102.168.218.80-1 102.168.218.60 13280072 800000004 Tom Lee Area Name Visitor 102.168.218.60-1- Only Card

Cresmd on: 20174215 183743
N
|

Access Rights By Door

View related access levels by door. Click [Reports] > [Access Rights By Door], the data list in the left
side shows all doors in the system, select a door, the personnel having access levels to the door will
be displayed on the right data list.
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You can export all the personnel having access levels to the door data in Excel, PDF, CSV format.

ZKTECO
192.168.218.60-1(1) Opening Personnel
Personnel ID First Name Last Name Department
2940 Sherry Yang Hotel

1 Jerry Wang General
5 sy SHogrs Development
Department

3 L Hliii Financial
Department

4 Berry Cao General

Marketing
5] Necol Ye -

6 Amber Lin EinApial
Department

7 Jacky Xiang General

5 ; Marketing
8 Glori Liu BEpAEEh
e ; Development
9 Lilian Mei Bepatines

Access Rights By Personnel

View related access levels by door or personnel.

Click [Reports] > [Access Rights By Personnel], the data list in the left side show all doors in the
system, select personnel, the personnel having access levels to the door will display on the right data

list.
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You can export all the door information in Excel, PDF, CSV format.

ZKTECO
6(Amber) Having Level to Access

Door Number Door Name

1 192.168.218.60-1

192.168.218.60-2

192.168.218.60-3

2
3
4 192.168.218.60-4

Video Integration

For details about this function, please refer to its user manual.
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5. Attendance Management

To help companies perform information-based attendance management, this software implements
automatic collection, statistics, and query of employee attendance data. This improves the
management of human resource and facilitates the check-in of employees. This software enables the
management personnel to collect statistics and check the employee attendance and enables the
management department to query and appraise the attendance of all departments, thus allowing
enterprises to accurately acquire the employee attendance data.
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5.1 Device

This function includes adding device, adding area and assigning it to the personnel.

Set the communication parameters of the device. The system can communicate with the device
properly only when communication parameters are configured correctly, including the parameter
settings in the system and the device. After successful communication, you can view the information
on the connected device and can perform remote monitoring of the device/upload and download.
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5.1.1 Area

Area is a concept of space that facilitates management of devices in a specific area.

In this system, area setting is a process of dividing devices by zone. A prominent feature of “Area” is
to allow the system to automatically manage the employee information on devices. According to
requirements, areas can be allocated to devices (one device can belong to one area only), and
employees can be allocated to one or more areas.

e New

(1) Click [Device] > [Area] > [New] to display the new area page.

f hv z a3 Ene I, peas
admiressator o re-autonze the L=er ta edii ihe areal

Arza Number® [l

Afea Mame

Parent Area’ | Avea Nams
Remark [

[sweans e o omwen
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(2)  After the information is complete, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and New] to save new and continue to add.
Fields are as follows:

Area Number: Only support letters and numbers, should not be repeated with other area numbers,
the length of not more than 30.

Area Name: Any character, up to 30 characters. (Should not contain quotation marks).

Parent Area: The system default region as the default parent region, drop-down check box to select
another parent region, click [OK].

Note: Any character, up to 50 characters combination.

e Edit

Click [Device] > [Area], click [Edit] under the corresponding device to edit the device information.

v et il pilieass comact e

e Delete
(1) Click [Device] > [Area], select the delete you want to delete, click [Delete].

(2)  Click [OK] to confirm deletion, click [Cancel] to cancel deletion.

Are you sure you want to perform the delete
operation?

Note: If there is sub-area or personnel and device under the area, the area cannot be deleted. Also,
the default area cannot be deleted.
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In the function menu, click [Device] > [Device] > [New], the following page is displayed:

New

Device Name* || i

Device Serial

Number”

IP Address™

Communication 4370

port”

Attendance Area FaceOn

Time Zone Etc/GMT+3 T

Enrollment Device =

Data Update Flag || Attendance Records |« Operation Logs | Attendance Photo [« Enroll
Fingerprint [« Enroll Personnel
|| Fingerprint Picture |« Edit Personnel || Modify Fingerprint [+ Facial
Enroliment | Personnel Photo

Data Sending Flag  [| Send Fingerprint Data [ | Send Face Data [ | Send Pholo

Reifresh 1

Duration(Mins)

Timed Sending 00:00;14:05
Time

Timed Uploading It}

Data

ok N

After the information is complete, click [OK] to finish new addition, click [Cancel] to cancel new
addition.

Fields are as follows:

Device Name: Time and attendance device name, any character up to 20.

Device Serial Number: Attendance equipment serial number.

IP Address: The IP address of the attendance device.

Communication port: Attendance equipment port default 4370.

Attendance Area: The equipment for regional division, to achieve regional data management.
Time Zone: Time and attendance at different time zones.

Enrollment Device: If not selected, the user data uploaded by the device will not be processed (the
attendance record of the device will not be checked). If checked, the user data uploaded by the
device will be processed.

Data Update Flag: Software-based, allowing the device to upload what types of data.
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Data Sending Flag: The main function supported by the device, the software determines which data
to send to the device.

Refresh Duration (minute): How often the device will make a command request.

Timed Sending Time: The device at a certain point in time for data transmission, can be set to 10,
separated by semicolons.

The maximum number of commands to communicate with the server: The maximum one-time
pull command, the maximum value for processing.

Inquiry record time: Query the record interval time of the device.

Q ®

Device Name | ‘ Device Seral Number |

The current query conditions: None

(_¥ Refresh New ﬁ' Delete /' Enable @ Disabled ﬁ; Synchronize software data to the device = More ~

L@ Attendance Data Checking
Device Name  Device Serial Communic:  IP Address Attendancetss inger Face
Number Type Area S @ Get the specified personnel data ant Quar

LJ@J Upload Data again

Test 65746549878665: HTTP 192.168.255.255 Area Name @ ﬁ'ﬁq, Clear Device commandsg
L@ Public Message
@ Clear the attendance photos

[7] Area Name o

ﬁﬁ% Clear the attendance transactions

Reboot device

%1 Get Device Option

Refresh

Click Refresh to get latest Device List Status Information.
Delete

Select device and click [Delete] to remove device and its information.
Enable

After the device is enabled, the upload and download of data are enabled normally. (When the
device is enabled, users can choose whether it is a registration device or not).

operation?
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4. Disable
After the device is disabled, the device is not allowed to upload and send data.
5. Synchronize software data to the device

Select the device to be synchronized and send the corresponding device area data in the software
to the device.

6. Attendance Data Checking

Select the device to proofread data, select the proofing date, the software issues a command to
proofread the software and device attendance data.

Start Time*

End Time*

7. Get the Specified personnel data

Select the device from the list and click Get the Specified personnel data. Below prompt will
appear.

Enter person number” ‘| |

A Multiple personnel numbers, separated by commas

Enter the desired person numbers separated by comma and click [OK].
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Select the device in which you want to upload data. Click to enter the check box to upload the data
type: attendance record / personnel information / attendance photo, click the confirmation to get
such information again from the device.

Upload Data again

Whether to upload attendance records ]
Whether to upload Personnel ]

information

Whether to upload attendance photos ]

Select the device to be cleared. It clears the operation command issued by the software in the
setting.

You can set public message in the device so that the device can display short messages on the page
(Not all the devices support this function).

Select the device. This function will clear all the attendance photo records from the device.

Select the device. This function will clear all the attendance data records from the device.

Select the device you want to restart; the software sends a reboot command and restarts the device.

Select the device of which you want to get information, click Get software to send command, get
the device related parameters, such as: serial number, IP address, device model, firmware version
number, etc.

Click the corresponding operation under the "Edit" function in the device list.
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e View Command

After clicking [View Command], the page will navigate automatically to device commands page in
system management module to show command queries.
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Personnel Area Setting

Specifies area for Personnel.
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Arsa Name fo @o fo
Area Nama &0 @§0 Ro
Area Name Go @ Ro
Araa Nama g0 g0 o
Area Name @0 §o jo
Araa Nama B0 @0 fo
Area Name B0 @t Ho
Area MName &0 L #o
Area Nama @0 gt jo
Arsa Name &o §° Ho
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Refresh

Click [Refresh] to view the latest personnel information for a particular area.

Area Personnel Setting
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Vigkeame sdmin: (1) (3) (D) (@ (4
Aunorized Gompany: KTeco |

Parsonnel 1D | i | ®

The current query conditions: Nons

el =] [+ Refrash [ area Parconnel Satiing [ Delete Pemomet [ Privale Message T3 Resynonronize fo cevice

[ ‘Area Name [] Personnel Fist  Lasthame Degpaiment Name Attendance Az Bialogical Tempials Cuankty
o Narmne

Kaitu i ZKTece Area Nama Bo @0 §o
2. Click on area e Area Name g0 @ o

1315 zK Area Name §o @o fo

O 3. ssfs Area Nama B0 R0 RO

] 2345 hick: ZKTeCD Arza Neme G0 @o o

1. Click here ZKTeco Araa Name 8o g0 §o
ZKTecon Area Nama @0 @0 §o

Financial Departmert Araa Name B0 @0 §o

ZHTeco Area Name B0 @t fo

Dwge  Faiardo Hen ZKTeco Araa Name §o @0 go
ZKTeen Apsa Nams B0 mo ,@, o

hck Tomg ZKTeco Area Name &0 @0 4o

' Flow Management

P ¥l .@ “§o g o T 3 3 M Page  Tataiof 12 reeoms

After selecting the area, click on the area personnel settings, select the staff, whom you want to
assign in a particular attendance area, move them on to the right list and click [OK].

(8) Query (_ Depariment

Personnel ID First Name Last Name Card Number More Q @

The current gquery conditions: None

Alternative Selected(0)
()] Department Personnel  First & Last Gende Card o] Department Name  Personnel  First Last Gende Card
Name D Name Name Number D Name Name Wumber
[ | General 1170550 0 — 0 ]
] General 117055 0 — ] m—
]  General 10522 10522 — 0 =z
1 General 87654321 Jasmine  wang — <
[ General 1234567 max lasiName Female 123456789 e
] General 3043 HERER — t‘?
] General 3038 IHESEER — =
1€ € 1-10 5 3] 10 rows per page ~  Total of 10006 records

3. Delete Personnel
This function helps to delete personnel from assigned area(s).
4. Private Message

We can set message for an employee, which will be displayed to employee on the device at a
defined time. (Useful for the supported devices)
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5. Resynchronize to device

Once we have assigned area(s) to the personnel, we need to send all the data to the device of that
area(s), so that personnel attendance matches will the information.

Are you sure you want to perfarm the
Resynchronize to device operation?

5.1.4 Attendance point

You can set attendance points at the access doors. It will help to segregate the doors of a specific
area. For example, if you want to add an entrance door in an attendance point, then create a point
named Entry and select the specific area and add door(s) of that area.

Attendance Point Name™ |Entry'

Device Module™ | Access Control

Door List® | Flease select the comrespo |

Cancel
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5.1.5 Advertisement

weenme sdmin () (D) (D) @ ()
Aurnornzed Gompany. ZRTECO |

The ciarrent query conditions: Mons

(T Refresh | = New [t Delete

1 Hame File Type Fie Type Size Resounce Aodress Operations

0o e Plcture Local Resources  36KE 21486.p £ Detele

50 roneperpage w  dumpTo 1 "-Page  Toialof | records

® Refresh
Click [Refresh] to load new advertisement.
® New

Click [Device] > [Advertisement] > [New] to display the new advertisement page.

File Type* Picture

Media Resource Type® Local Resources
Name*
File Upload™ Not Uploaded

EXT B T

After the information is complete, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and New] to save new and continue to add.

Fields are as follows:

Hile Type: Picture or video.

Media Resource Type: Select local resources or external resources.
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Local Resources: Click [Browse] to upload the local file.

External Resources: Input the external resources link.
Name: Any character, up to 40 characters. (Should not contain quotation marks).
The added content is used for setting device advertisement in 5.1.6 Advertising Settings.
® Delete

Delete the selected advertisement.

5.1.6 Advertisement Settings

Devicz Name Hame Q @

The current query condifions: None The current query conditions: None
(% Refrash {* Refrash f} Delete
[ J Device Mams Deevice Seral Mumber Operations || MName File Type:
] AT370E170037 173708170037 Add Advertisement AD1

AD2

® Add Advertisement

Name ||

The current query conditions: None
Alternative Selected(D)
O Name O Name

AD1
AD2
AD3
AD4
AD5

ADG

|« <« 1-6 » > 50rowsperpage ~ Total of 6 records
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Click [Add Advertisement] to add the advertisement to the device. The content list is added in 5.1.5
Advertisement.

® Delete

Delete the added advertisement of the device.

Are you sure you want to perform the delete
operation?

5.2 Basic Information

5.2.1 Rule

Since the attendance system is not the same in all companies, you need to manually set the
attendance parameters to ensure the accuracy of the final attendance calculation. The attendance
rule setting is a major way to demonstrate a company’s attendance system.
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wezome, somn (1) (2) (D) @) (D

Austiwsi el Compeng 7HTeco
[S8] Device Basc Rule Semng Creuatinn Seiing Cither Seting
Check-n Aule The Carkest Rule The minemum bme perod 5 hould be greater ||!20 |
J  Basic Informabon = LT T e W] B
" Check-aut Ruls Tha Latast Ruls | Tha maamum tims perisd should be kes EE[I[]
fide thnjmadmm 1 440 minutss)
Holiday \ L&t ang E3MY Leave COUMen a5 Anzent na AMENNENCE CHENAUBN 25U WNEN M Shi |First pay |
cross day

Leave Type [ <

Searen Snin Recond Deparment-+Gioup | Owerbme Sigisics |ves

el fgant Matehirg Shil Rul LoaclZorormal |

T Managemont

Calcutala Fopad o [ ok |

(1)  Basic Rule Setting

Basic Rule Setting Calculation Setting Other Setting

Checl-in Rule iThe Earliest Rule v The minimum time period should be greater

than{minimum 10 minutes)

Check-out Rule ITE;L—ate_sil;!EIe E .:‘ The maximum time period should be less 6[50
7 R than{maximum 1,440 minutes)
Late and Early Leave Counted as Absent II"Iu B Attendance calculation result when the shift !-FI'I'SI Day
. cross-day -
Search Shift Record gbepanmenl—bGroup Tl _.j Overtime Statistics iYes =
Intelligent Matching Shift Rule . Least Abnormal ]

Check-in Rule:

Earliest Principle: By default, it takes the first check-in in the effective range.

Closest Principle: It will take the closet check-in in the effective card-taking range of the working
hours in the punch card records.

Check-out Rule:

Late Principle: By default, it takes the last punch card record within the range of valid attendance
range;

Closest Principle: It takes the punch card record closest to the closing time within the range of valid
attendance).

The minimum time period should be greater than (minimum 10 minutes): 120 (default); Range:
10-999; Required.

The maximum time period should be less than (maximum 1440 minutes): 600 (default); Range:
10-1440; Required.

ZKBioSecurity 3.1.5.0 or above Page |120



Late & Early Leave Counted as Absent: No (default), Yes refers to that if there is late or early leave,
then the time period is recorded as absence.

Attendance calculation result when the shift cross-day:

The first day: The effective working hours of the second day is counted to the first day;

The second day: The effective working hours of the first day is counted to the second day.

Overtime Statistics: Yes (default), No; the first overtime switch for statistics, if set to No, overtime will
not be calculated.

Search Shift Record: The attendance calculation is done based on this priority order

Intelligent Matching Shift Rule: Longest Working duration, Least abnormal (default). The longest
working duration will calculate each shift respectively to obtain the most effective longest time shift.
The Least abnormal will consider the shift which has minimum number of the exceptions (such as
late, leave early, etc.).

(2) Calculate Settings

Basic Rule Setfing Calculation Setting Other Setting
Hour Conversion Rule ®  Take the result calculated by the formula as the standard;
Eorniuta: Holts:= Minite st The remainder is greater than or equal to| 55 Calculated as an hour, otherwise calculate as half an hour or ignored:
60
The remainder is greater than or equal to| 25 Calculated as half an hour, otherwise ignored;
Days Conversion Rule ®  Take the result calculated by the formula as the standard,
Formula : Days = Minutes { Cwotient is greater than or equal to the work minutes | 30 | %, calculated as one day, otherwise calculat as half-day or ignored;
Number of minutes to work
4 CQuotient is greater than or equal to the work minutes | 20 %, calculated as half-day, otherwise ignored;
per day
Absent days conversion rule Days Conversion Rule
Exact digits of the decimal 1
point

Hour Conversion Rule: Take the result calculated by the formula as the standard;

The calculation results are taken as the criterion, and then the decimal place of the calculation result
is retained in combination with the exact digits of the decimal point.

Residue range: The result of the calculation is processed according to rules, and then the decimal
places of the calculation result are retained in combination with the precise digits of the decimal
point. As set in above figure, if the result is 55 min, then it will take as 1 hour, and if the result is 25
min, then it will take as half an hour.

Day Conversion Rule: The settings are same as Hour conversion rule.

Absent days conversion rule: If you want to make this calculation effective in attendance calculation
then select Days Conversion Rule.

Decimal point accurate to digits: Default is 1, available choices are 1,2 &0.
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(3) Other settings

Basic Rule Setfing Calculation Setfing Other Setting

The attendance result symbol setting in the report

Expected/Actual | Late = Early = Absent o

Mo Check-in [ No Check- ] Leave |0 Overtime |+
out

Adjust Rest = Append - Business  |A Cut 2
Attendance Trip

Sets the representation of the attendance results in the report: Set the required symbol for the
following data; Expected/Actual, Late, Early, Absent, No Check-in, No Check-out, Leave, Overtime,
Adjust Rest, Append Attendance, Trip, Out. Repeated symbols are allowed.

(1) In the function menu, click [Basic Information]->[Holiday]>[New], the following page is
displayed:

New
Number” ||'. is recommended to start with H, such as |~'|
Name* It is recommended to name with [Yearl=[Holi
Start Time |2012-03-29 00:00:00 |
End Time 2018-03-20 23:50:00

Remark

e

OK

(2) After the information is entered, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and Continue] to save and continue adding.

Field Description:

Number. Length 5, required;

Name Character length 10; required;

Start time. Holiday start date, the format is date and time;

£nd time Holiday end date, the format is date and time,

Remark: Character length 50;
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Select the Holiday which need to be deleted and click [Delete].
Edit

Select holiday which need to be edited and click [Edit] beside holiday information.

Leave Type

Adding

(1) Inthe function menu, click [Basic Information]—>[Leave Type]=>[New], the following page is
displayed:

veiome,samn () () (D @ (O

Authorized Company- ZKTecn.

s e
2. Click on New ®
i Dasic Informabion F—
' % Refesh [® How [i Dakle [ 4 Exoort
Rule [ Mame Mumbsr Symbal Wheiher o buckds to work Dperstions
haurs
Hofiday
# | Cacwal Leave L T: Yag Edl
| Kammags Leswa L2 L] Mo Edint
. Walarnity Laava L3 E 1) Edil
T gk Leswm L4 8] Yas Ean
Annual Lsave LE ¥ 1) Edil
| Beresvement Leavs L& P s Ecit
| Ercacieeding Leave LE M Mg Edif
| Ccustom Le C Yes Edft
=, chedula
Exceplion
Tow Managemont
Calculale Hipad ) |t « 3-8 » 31 Gorowsparpsps 0+ Jumplo 1 M1 Paope  Totalof 2 moards

(2) After the information is entered, click [OK] to finish new addition, click [Cancel] to cancel new
addition, click [Save and Continue] to save and continue adding.

(3) The default system has 8 kinds of leave: Casual leave, Marriage leave, Maternity leave, Sick
leave, Annual leave, Bereavement leave, Breastfeeding leave, custom. We can edit these leaves
but cannot delete it.
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e Delete

Select the leave type and click [Delete] to delete.

2. Click Delete

Are you sure you want to perform the dalsis
gperaiion?

=, Scheduls

=l Excoption
L1

o Edit

Select the leave type and click [Edit] to edit.

1. Select Leave

reumaar

Mama® Casual Leave
Symbar 'l-
Whather o bueie I work Yes

hours®

Field Description:
Number. Required, maximum character length is 3;

Name. Required, maximum character length is 10;
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Symbol Required, maximum character length is 4, displayed in associated report.

5.2.4 Timed Calculation

This function will calculate the attendance at a predefined time and frequency.

(1) Inthe function menu, click [Basic Information]—>[Timed Calculation]=>[New], the following
page is displayed:

Her
Timed Caloulaiion Time Selling

Caleulzman By D2y
Fraquancy

Jnour ¥ mhue

howr : v misuts

nour -
nour -

nowr :

(2) Select the frequency for the calculation. Either Day or Month. If you have selected “By day’,
then you can set a maximum of 6 interval in a day at which the calculation will start. If you have
selected as “By month”, then you have 3 options to choose from; first is “last day of the month”,
second is first day of the month and the third is any specific date.

(3) Click [OK] to complete the new, click [Cancel] to cancel the new.

e Delete

Select the Timed Calculation which needs to be deleted and click [Delete].

5.2.5 Automatic Report

Through this function, system can generate a pre-defined report, pre-set at a specific time and can
send it to the receiver mail id.

(1) Inthe function menu, click [Basic Information]—>[Automatic Report]>[New], the following
page is displayed:
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Heport Sating
Repat Type’

Flle Flama”

Fiekl

File Type”

(2) Inthe Report Setting section;

Report Type: Select the desired choice from “Transactions” or “Daily Attendance”. The report
will be according to the selected type. Transactions will give the details related to the device
with Attendance area and time of the personnel. Daily attendance will give the attendance

details of the personnel.

File Name: Consists of 3 parts: custom file name + year, month, day, hour, minute and second,

Content Fommat®

1

Ficld Humkrer
(dapiame)
{porconPinm
{parsorHame}
(devieasin}
(ares Name}

(anDatnme)

The Waziminm Lenghz00 Exampie -
f{deptisme] 00{ rarsnn Pin 1] persanhiamayDz At

Mail Deivery Time Seiing
Send Fraguency | By Dey
v hour

v heur

T hewr

|— T hewr
— v heur 3

v heur 4

Idail Seling

Fens Ner 2Ny {Setny Peraomel

M3 Addres e

Title Satting”

Eody Setirg [Tha Waskmum Lenth2d

dh Dztzcten o ser cender esmall, 820 e<MAK TUNC AN Wil AOE WO CRCK

bere 1o sl ihe semders e-mal.

such as (Department of the original records of the test section 201706271143);

A. The first field is for the custom file name;

B. The second field contain two option for the format of the date: yyyyMMdd and

yyyy-MM-dd;

C. The third field contain the hour, minute and second format: Currently it supports

HHMmMss

Field: Displays the field name and field code of the current report type.

File Type: Currently it supports TXT.

Content Format: It will define the format of the content in the exported report. For example:

{deptName} 00 {personPin} 01 {personName} 02 {attDatetime} 03.

(3) Inthe Mail Delivery Time Setting; set frequency for the mail delivery. The frequency has two
options; By day and By month. If you have selected "By day”, then you can set a maximum of 6

interval in a day (only once per hour) at which the mail delivery will start.

a. ltcanonly be setin increasing order of time;

b. The minute setin the first-time interval will be same for all other five intervals.
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If you have selected as “By month”, then you have 3 options to choose from; first is “last day of
the month”, second is first day of the month and the third is any specific date.

(4)  Mail setting: Set the details of receiver mail;
» Receiver settings: Set the receiver as per below options;

o Set by Personnel: Enter the E-mail address in text box, and if more than one

u.n

email is there, then put " to separate the e-mails.

o Set by Department: Select a department from the department hierarchy;

o Setby Area: Select an attendance area from the area hierarchy;
» Title setting: It refers to subject of the mail. The maximum length is 50 characters;
» Body settings: Write the text accordingly. The maximum length is 255 characters;
(5) Make sure the sender mail settings are already defined.

(6) Once all the details are filled, click [OK] to finish.

This function is used to set the time zone that will be used in the attendance calculation and
configuring the information of each parameter with the minimum unit set. For example, allow late /
early leave time, whether it is necessary to Check-in / Check-out, set the time range of Check-in /
Check-out, overtime setting and so on.

Before setting the shift, you should set all possible time segments, that is, time zone setting. Set the
shift before scheduling, setting the attendance rules in the settings will be significant.

Click [Attendance] = [Shift] = [Time Zone] to enter the time zone page:

E; Device = Name|:| Number Timetable Type |—— Q (Xj

The current query conditions: None

(v Refresh  [® New (fjt Delete [ # Export

E_j‘ Basic Information

E‘ Shift &) = Marne MNumber Timetable Check-in Start Check-in Time  Check-out Time  Check-out End  Operations
e . Type Time Time

Click on [New] to add a new time zone.
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(1)  Normal Time Zone

New:
Timetable Type® Mormal Time Zane T -
Nurmber® Jt is recommended to start Name* Itis recommended to start
Check-in Start 05 (200 | (HHMM) Check-out Start Time* 17 (2|00 | (HH:MM )
Time*
Check-in Time* 09 2|00 | HHMM ) Check-out Time* 18 2|00 | (HH:MM)
Check-in End Time® 10 (Z/00 | HHEMM ) Check-out End Time® 19 1|00 | ( HH:MM )
Allow Late{Minutes) o Allow Early a

Leave(Minutes)
Must Chack-in® Yes v Must Check-out® Yes v
Calculated as Working 1.0 ‘Whether to deduct Yes T
Days between paragraphs®
Start time between 12 |2|00 | (HH:MM ) Time between end 13 2|00 | ({HH:MM )
segments” segments”

Set the value of each mandatory field as per the field explanation below:
All fields marked with * are mandatory.

Time Period Type: There are two types of timetable; Normal and Flexible, flexible timetable is
explained in point 2. The system default timetable type is Normal.

Number: Any combination of numbers or letters. The number should not be identical with another
zone number. The length is 5 characters.

Name: Should not contain special symbols, the name of the period should not be identical with
other zone name, the length of 10 characters.

Check-in / Check-out start time, Check-in / Check-out end time: The format is "hour: minute", set
the check-in / check-out as required. The records outside this range will be considered as invalid
records. The Check-in / Check-out start time and Check-in/ Check-out end time should not be same.

The system default check-in start time is 08:00, check-in end time is 10:00;
The system default check-out start time is 17:00, the check-out end time is 19:00.

Check-in / Check-out: The format is "nour: minutes". Check-in time should be after check-in start
time and Check-out time should be after check-out end time. The system default check-in time is
09:00, Check-out time is 18:00.

X Note: If the Check-out time is less than the Check-in time, it means it is a two-day shift span.
Currently the system only supports creating Time Zones across one day only.

Allow Late (minutes) and Allow Early Leave(minutes): The allowed late time is the maximum time
allowed after check-in, leave early is the maximum time allowed before check-out. The check-in and
check-out should be within the effective range to be valid. The system default Allow late and Leave
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early minutes is 0.

X For example: If the number of minutes allowed to be late is set as 5, and the working time as

9:00, Suppose A Check-in at 9:03 and B Check-in at 9:06, then A is not late, because his check-in time
is within limit, B is late because he is late 1T minute more than the set limit. The logic of early leave is
the same.

Must Check-in and Check-out: Set whether to set check-in and check-out as compulsory while
commuting to work or not within the selected time range. If set as "Yes", then check-in / check-out is
required; otherwise for “No”, it is not required. The system default setting is "Yes".

Calculated as Working days: If the value is set here, the program will count the working days
according to the set value statistics, otherwise, it will count according to the setting in the
attendance rules. The system default working days numberis "1".

Deducted Time (Minutes): This function is used to set the total break time between Check-in and
Check-out. Itis set according to the company lunch time and the evening break in nine to six shifts.
The default interval between the deductions is 60 minutes.

Work Time (minutes): This will be the total effective time of this shift. It is automatically set by the
system as per the Check-in/out details. The formula for calculation is Total minutes between
Check-in and Check-out subtracted by Deducted time(minutes). It also supports manual input, that
is, custom work time can be set. For example, suppose the Check-in is at 09:00 and Check-out is set
as 18:00, and the deducted time is set as 60 minutes. Now the total time in minutes between
Check-in and Check-out is 480 minutes, now to get the Work time we need to subtract deducted
minutes from this time, so the value will be like (480-60 = 420) minutes.

Delay Time calculated as overtime: For calculating the overtime we need to set the time from
which the overtime should start. If it is selected as "Yes", we need to define "Calculated as Overtime
From”. Overtime calculation formula: overtime = Check-out time - Calculated as Overtime From. The
system default overtime start hours is as "18:00"; If the “Delay Time calculated as overtime” is set to
"No" then the time after the check-out time will not be calculated as overtime. The system default is
No.

Calculated as overtime: If it is selected as “Yes”, then the time after the check-out will be calculated
as overtime, otherwise, it is normal working time. The system default is No.
(2) Flexible time period

Flexible time period means a time period in which you can punch any number of times within the
defined Check-in and Check-out time range. The system takes the effective length of time period
between the first check-in and the last Check-out as the total working time in the flexible time
period. The flexible time period does not calculate overtime.
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New

Timetable Typs™ Flaxible Timetable ¥
Mumber® It is recommended to start Name* It is recommended to start
Check-in Start Time* 0o ;0o [HH:MM) Checl-out End Time* 19 : 00 [HH:IN)

According to the figure above, the specific settings for each field in the flexible time period are as
follows:

Number: Any combination of numbers or letters. The number should not be identical with another
Timetable. The length is 5 characters.

Name: It should not contain special symbols and should not be identical with another timetable
name. The maximum length is 10 characters.

Check-in start time, Check-out end time: Set the Check-in Check-out time range for this timetable.
The format is "Hour: Minute". The Check-in / Check-out records outside this range will be invalid.

The system default check-in start time is 08:00, the check-out end time is 19:00.

= Note:

The total time defined by the flexible time period should not exceed 24 hours.

When the Check-out end time is after the Check-in start time, the total duration of the
flexible time period is defined as: Check out end time - Check in start Time.

>  When the Check-out end time is before the Check-in start time, the total duration of the
flexible time period is defined as: Check-out end time + 24- Check-in start time.

»  The Check-out end time should not be same as Check-in start time.

After the information is entered, click [OK] button to save and return to the time period page. In the
time period list, the newly added time period will be displayed.
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Name Number Timetable Type |-----— L ®
The current query conditions: None
(_* Refresh New ﬁ Delete |__|’r Export
O Name Number Timetable Type Check-in Start Check-in Time  Check-out Time  Check-out End  Opersations
Time Time
[]  Flaxible1 5 Flexible Timetable 18:00 04:00 Edit Delate
[ ] TestTime 1 Mormal Time Zone 0a:00 0800 1800 18:00 Edit Delete
[  Test 2, Mormal Time Zone 05:00 09:00 15:00 18:00 Edii Delete
[ Test 3 Flexible Timetable 05:00 19:00 Edit Delete
[ Flexible 4 Flexible Timetable 0&:00 19:00 dit Delste

= Note: The time interval between the working hours and off-hours should not exceed the
maximum/minimum time length set by the system. For details, refer to the settings in 5.2.1. Rule.

Name Nurmber Timetable Type |--—— Q ®

The current query conditions: Nane

(_* Refresh E) New ﬁ' Delete |__,’ Export

[} Mame Number Timetable Type Check-in Start Checlk-in Time Check-out Time Check-out End  Operations
Time Time
|| TestTime 1 Mormal Time Zone 05:00 0a:00 18:00 18:00 Edit Delete
] Test 2 Mormal Time Zone 0500 08:00 18:00 18:00 Edit Delete
»  Testd 3 Flexible Timetable 0&:00 16:00 Edit Delete
[ FHaxible 4 Flaxible Timetable 0800 19:00 Edit Delste
|| Flexibley 5 Flexible Timetable 18:00 n*_;uu Edit Delete
> d

1. Select | 2. Click Edit |

(1) As shown above, click [Edit] under "Operation" to enter the time period editing page.

(2) Modify the relevant settings as needed, the operation is the same with the new time period.
After the modification is completed, click the [OK] button to save.
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Name Number

The current query conditions: None

(v Refresh  [® New ([ Delete [# Export

=) Name Number Timetable Type

[]  TestTime 1 Narmal Time Zone
[ Test 2 Normal Time Zone
#  Testl 3 Flexible Timetable
[ Fizxible 4 Flexible Timetable
|l Flexibley 5 Flexible Timetable

1. Select

Check-in Start
Time

D&:00

D&:00

08:00

0a:00

1800

Timetable Type |-

Check-in Time
Dg:00 18:00
0g9:00 18:00

Check-out Time

Time

19:00

19:00

19:00

19:00

04:00

" 4

>

2. Click DeleteJ

Check-out End  Operations

(1)  Select time period(s), click the [Delete] button under the Operation tab to enter the
confirmation page for deleting the time period.

(2) Click [OK] to delete the period and return to the period page.

X Note: If the time period is part of a shift, then it cannot be deleted directly; first you need to

delete all the shifts that uses this time period.

Name Number Timetable Type
The current query conditions: MNone

(C* Refresh [® New (i Delete [# Export

= Name Number Timetable Theck-in Start Check-in Time

Type Tima
|| TestTime 1 Mormal Time £o 0500 09:00
] Test 2 Narmal Time Zo 08:00 .
Click here

] Testd 3 Flexible Timetat 08:00

[[]  Flexible 4 Flexible Timetat 058:00

|| Flexible1 8 Flexible Timetat 15:00

Check-out Time

15:00

18:00

Check-out End Operations

Time

19:00

19:00

19:00

04:00

(1)  Click the [Export] button as shown in above figure to enter the configuration interface of the
export time period, as shown in the following figure:
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Expord

The File Type EXCEL File v
Export Mode () All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived | 100 Data

ZKTECO
Time Zone
Name Number Timetable Type | Checkin Start CheckinTime | CheckoutTime | Check-outEnd

Time Time
Normmal Time 1 Normal Time Zone 08:00 09:00 18:00 19:00
Flexible Timetable 2 Flexible Timetable 09:00 18:00
Day Time & Mormal Time Zone 08:00 08:30 18:00 19:00
Test T4 Mormal Time Zone 20:00 20:30 2330 23:59

(2)  Available file types are Excel, PDF, and CSV. The export operation is similar to the export of
personnel information.

Name MNumber Timetable Type |- "’-—\ {x

The current query conditions: Mons

(v Refresh  [® New [ Delete [# Export

(=] Name Number Timetable Type Check-in Start ~ Check-inTime  Check-out Time Check-outEnd  OCperations
Time Time

[]  TestTime 1 Mormal Time Zone 0500 0a-n0 18:00 168:00 Edit Delste

[ Test 2 Narmal Time Zane 08:00 08:00 18:00 15:00 Edit Delete

[ Testt 3 Flaxible Timetable D&:00 19:00 Edit Delete

[]  Flexible 4 Flexible Timetable 0&:00 16:00 Edit Delste

[]  Flexiblet g Flexible Timetable 18:00 D4:00 Edit Delete

As shown in the figure above, at the top of the time period list information interface, search by "Time
zone number", "Time zone name" and "Time zone type" is supported.

Shift is made up of one or more timetable period(s) in accordance with a certain order and cycle of
sequence. It is set as default shift for staffs. To get staff attendance, first of all we must set the shift.

Click [Attendance] = [Shift]=> [Shift] to enter the main menu of shift as shown below. The search
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function can be convenient for shift inquiry. The list shows all shifts of the current system. The time
period details list shows the details of the time period of the shift in the form of a chart.

New
Schedule Type Schedule Name
Shift Type* Regular Shift r Color b 1. Shift Definition )
Number™ Itis recommended to start Name” |Itis recommended to start F
Unit* Week v Cycle(1-15) 11
Start Date* 2018-04-06
Number Name Q ®)
Name  Number  Checkin Checkout Calculated as SEIeCL AN T e Detally
Time Time Working Days e
[#IMonday 09:00-18:00

|| ~  Test 1 09:00 18:00 10 |
| [¥ITussday 09:00-18:00

[#Wednesday  08:00-18:00
#|Thursday 08:00-18:00

¥IFriday 09:00-18:00

2. Shift Time Period ) =

| ISaturday 08:00-18:00

[“ISunday 08:00-18:00
.

If the timetable detail check box can not be checked,it indicate that there is an overlap in the timetable. 2
3. Shift Cycle
e cw W i .
kit b B A= bt

If you click the [New] button, the above interface appears, the shift setting is divided into three parts,
the specific settings as follows:

1. Shift definition:
e Schedule type:

Shift type: There are two types, "Regular shift" and "Flexible shift". The system default is "Regular
shift",

» Regular shifts: One or more normal timetable periods can be selected to form a regular shift
according to the rule. Regular shifts are often used in more regular work places such as
offices, governments and banks.

» Flexible Shift: Only one flexible time period can be used to combine flexible shifts. Flexible
shifts are commonly used by dockers and for hourly workers.

Color: Currently this field is not effective.

Number: Supports any combination of numbers or letters, and should not be identical with another
shift number, the maximum length is 5 characters.

Name: Any character, shift name shouldn't be identical with another shift, the maximum length is 10
characters.

Unit: The unit of setting cycle, there are three options; Day, Week and Month, the default being the

"day".

Cycle: Defines the number of shift cycles, the shift cycle = the number of cycles * units. If the unit is
"day", the range is 1-99; if the unit is "week", the range is 1-15; if the unit is "month", the range is 1-12.
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Start Date: Defines the start date of the shift, the date before the start date is not affected by the
shift. The system default start date is the current system date.

e Schedule name:

Schedule Type Schedule Mame
Attendance Modeg® Punch Card According i v Overtime Mode® Computer Automatic Ce »
Cycle Shift in one Month® Yes v Cvertime Type® Mormal Day T

Attendance Mode: It defines the method of attendance calculation for this shift. Below are the 4

ways:

>

>

Punch Card According to Normal Shift: This is the system default. The check-in should be as
per the shift timings.

Punch once at any time in a day: In this option, the staff only needs to punch a card at any
time of the day.

Only calculate the Punch Card time: It will take two valid punch card time intervals as an
effective working time.

Free Punch: In this option, staff do not need to Check-in or Check-out.

Cycle shift in one month: If you have selected “Yes”, then after the cycle is finished, it will restart

again. This field is displayed only when you select Unit of cycle as "Days", it will not be displayed in

"Week" and "Month".

Overtime Mode: This function decides the calculation of Overtime. Drop-down menus are:

>

Computer Automatically Calculation: The computer automatically calculates whether the
delay time will be calculated as overtime or not.

Overtime must apply: If this option is selected, then the overtime will not be calculated
automatically. It will take the overtime sheet as final. If the check-out time is less than the end
time of overtime, it will not count overtime hours.

Must Work overtime or Absence: If this option is selected, then the overtime will not be
calculated automatically. It will take the overtime sheet as final. If the check-out time is less
than the end time of overtime, it will not count overtime hours and will record as absence.

Shorter duration between Auto-Calculation and Overtime Receipt: When overtime sheet
and automatic calculate overtime both are enabled, system will take the period which has
least overtime.,

Not calculated as overtime: Overtime applied for overtime will not be calculated as overtime
hours.
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Overtime Type: Through this option we can set how the overtime after the worktime is considered.
Drop-down menus are:

» Normal Day: If selected, the entire time period of overtime hours will be marked as normal
overtime.

» Rest Day: If selected, the entire time period of overtime hours is recorded as rest day
overtime.

» Holidays: If selected, the entire time period of overtime hours is marked as overtime work
holidays.
2. Shift time period definition

After all the fields of the shift definition are entered, you can define the shift time. All the timetable
created earlier will be displayed in the list. You can choose one or more timetable period only when
the time for both are not overlapping.

X Note: Regular shifts can only use the Regular time period, flexible shifts can only use flexible time

period.

3. Shift cycle definition

Once the shift and time periods are defined. the shift cycle and time period can be defined. This part
is mainly to define the rules of the shift. If you do not schedule any time period on one day, you do
not need to go to work that day.

After the setting is completed, click the [OK] button to save and return to the shift page. The newly
added shift information will be displayed in the shift list.

X Note: Here are a few simple shift settings interfaces.

(1)  Regular shift with Day as unit:
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(2)

Schedule Type

Shift Type” | Regular Shift v] Color

Number” | 3 | Name® | Test1 |

Unit* | Day v | Cycle(1-09) |? |

Start Date’ 12013-04-06 |

Number | Name | Q ®

Mame Number  Checkin  Check-out Calculated as 'MJn?er:;ittﬂjllle Details
Time Time Working Days ST

v Test 1 09:00 1800 10 [#INO1day(s) ~ 09:00-18:00
[#INO2day(sy  09:00-18:00
[#MNO3day(s)  09:00-18:00
[#INO4day(s)  09:00-13:00
[WINOSday(s)  09:00-18:00
[[INOBday(s)  09:00-18:00
[IMOTVday(s)  09:00-18:00

If the timetable detail check box can not be checked,it indicate that there is an overlap in the timetable.

Regular Shift with Week as Unit:

Schedule Type

Shift Type* | Regular Shift v | Colar R

Number® | 4 | Name* | Testd |

Unit | Week v Cycle(1-15) 2 |

Start Date* 2018-04-05 |

Mumber | Name | Q ®

Name Number Check-in  Check-out Calculated as MJHI:::E&:]‘B Details
Time Time Working Days T

v Test 1 09:00 18:00 10 #iMonday ~ 09:00-18:00
[#ITuesday  09:00-18:00
[#\Wednesday 09:00-18:00
[#iThursday ~ 09:00-18:00
[#|Friday 09:00-13:00
[Isaturday ~ 09:00-18:00 k {
[CISunday 09:00-18:00
#Monday  09:00-18:00

If the timetable datail check box can not be checked.it indicate that there is an overlap in the timetable.

= Note: The shift only provides users with a cycle rule for the selected period of time within the set
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period. The unselected dates will be off-day. When a user schedules shift for an employee, he will
simply select the start and end dates and the number of cycle, without having to confirm work-day
and off-day. After the frequency is selected, the system determines which day to go to work
according to the period set by the selected frequency.

Adding timetable

Select a shift and click [Edit] to enter the editing interface, set the area in the shift time and shift
period and time period, and increase the shift time period and the period, click [OK] to save and exit.
Then add a time period in the shift.

wecsme s 3 (D O @ O

Autharzed Company: ZIKTeco

The current query conditions: Mong

T Reieeh [® Hew [ Delete [ Exoort Timetable Datails
Nemg  Mumbor  ShitTwee Unil Cydlo SlarlDale  CuclaBhitin  Dperslions HOdayle) S04 10
St M HO2dayls) azn-1:00
[l Test 1 Regular Shil Waek 2 0120400 Ho Datele Eoi Diesr Tmmsiasls nCoays) FEb
G Tet 3 Aeguar sn1 Day T 2018-04-05 Vas Dalets Bt Cner Tmetzals s s
# 2= 4 Hequarsniweak rd 20180408 Mo Dajete EAr Coar Timannlc HOAdaKs) 0D

: 4 HCGdayle)
NG deyiE]

|Z, Schodule

= Exceplion

=2 Fhirw Monngement

Calculale Report (5 ¢ < 1-3 3 31 SOrowsperpaga ~  JumpTe il Fage  Tobalof 3 records Double-click ke shift penod, wou can delzte the me pencd

X Note: This function can be used when the attendance time period is not consistent throughout
the week or if there are multiple time periods for a shift.

For example: Suppose in a company, every Monday, Wednesday and Friday has (attendance) period
of 9:00-16: 00, and every Tuesday, Thursday has (attendance) period of 10: 00-19: 00.

1. To set this shift we need to first create two timetable periods as shown below:
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3. Enter the details
and click Save and New

Chack-n Stan il
Tme

17700 | [HHRM] Cneck-out Start Tima® |(HHMMJ

Cnack-out Tme’

Chack-n Time" bg |00

[HHMM |(I—1HMM)

1. Click Time Zone

Clhack=n End Time" " Check-oul End Tene®

Hiow LatotMinutes) D |

T00 | [HEwm ) |(HH‘MMJ
Al Farly
Laave(Minutas i

Must Check-in™ Must Chackout’

Canulalad 35 Warking
Dass

tart time betwesn
seemenis’

‘Whathar b deduct
beineen paramaphs’
Time between end
seaments”

[12 | oo [crmme

2. Create a timetable of 10:00 to 19:00 like the above displayed.
Timetable Type™ | Mormal Time Zone v | =
Number* B | Name* T107 |
Checl-in Start |09 |: 00 | ( HHIMM ) Checl-out Start Time* 13 |: 00 | CHHMM )
Time*

Checl-in Time*

Checl-in End Time™

E|: 00 | (HH:MM)

Checlk-out Time*

Check-out End Time*

19 |:uu { HH:MM )

: a0 | ( HH:MM )

1 |Joo | (rrMm)
lo
1

Allow Late(Minutes) | Allow Early | 0 |
Leave(Minutes)

Must Check-in* |Yes v | Must Check-out® |Yes A |

Calculated as Working | 1.0 Whether to deduct |Yes v |

Days hetween paragraphs™

Start time between 13 | z i 00 | ( HHMM ) Time between end 14 |: 00 | {HH:MM )

segments” segments” o
3. Now go to shift interface as shown below:
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WEILOmS, Admin

Humbai
Tha cumont query conditions: Hang
(- Aeitsn [F New [l Oslete [4 Bipon Timetable Datails

O Mome  Mumber  ShiRTye Ut Ty SwrlDim ChaShm  Oparsion o
okl Tuasdmy
B Test Regutar Shil Week z 20150808 Ho Deiats EaE Clsar Tmsiabis o .

[ i T g Llear Tineiabia
o West Ragular Shil Day WIEN4DE Yas Diiple Ed¥ Clagr SR

Reguisr Shil Week 2 D04 08 No Dwelete 8% Clear Timatabie. Frides

Samrday
Sundsy
Bionay

€ 123 3 3 AOoes parpege = JurpTe 1 AFPage  Tolelof 3 recoids Douibele click thie $hift peckod, you con deleie s Gine peifod

4. After you click [Edit], below shift page will appear:

Schedule Type Schedule Name

Shift Type® i Regular Shift r | Color |

MNumber® |4 | Namne® |Test4 |

Unit* | Wesk v Cycle’ 1 |

Start Date® 12018-04-08 |

Number | Name | | Q @

Name Mumber  Check-in  Check-out Calculated as Select All A"Jnl—g}:eectiaﬁﬂlle Details
Time Time Working Days e

v Test 1 09:00 18:00 1.0 [#IMonday 09:00-18:00
[# Tuesday 09:00-18:00

[] T94 5 09:00 16:00 10 =

N [#Wednesday 09:00-18:00

L E 2 e B 12 [¥IThursday 09:00-15:00
[#IFriday 09:00-18:00
[ ISaturday 09:00-18:00
[CSunday 09:00-18:00

If the timetable detail check box can not be checked, it indicate that there is an overlap in the timetable.

T

5. Since the company's shift schedule is weekly and has the same working conditions every week,
the setting unit is "Week" and the number of cycle is "1".
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Schedule Type Schedule Name

Shift Type®™ | Regular Shift v | Colar R
Number” | 4 | Name® | Testd |
Unit* |Week v | Cycle® |1 |
Start Date* |2018-04-05 |

Number | Mame | | Q @

Name Mumber  Check-n  Check-out Calculated as M&ﬂl—m&éﬂﬂle Details
Time Time Working Days Ve

[ Test 1 09:00 18:00 1.0 SiMonday, 04 001600

) ) [ Tuesday 08:00-16:00
™1 5 09:00 16:00 1.0

[#/\Wednesday 08:00-16:00
[IThursday 09:00-16:00
[#IFriday 09:00-16:00
[CIsaturday 09:00-16:00
[“gunday 09:00-16:00

10:00 19:00 1.0

2. Select the days

1. Blue shows the default, de-
select it and select the other

I the timetable detail check box can not be checked,it indicate that there is an overlap in the timetable.

6. Since the working days for 09:00 to 16:00 are Monday, Wednesday, and Friday, so select it at the
right side in the "Timetable Details" box.

7. ForTuesday and Thursday, do same step like above, first tick and click on the timetable and then
select Tuesday and Thursday as shown below:
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Schedule Type Schedule Name

Shift Type™ | Regular Shift v Color ye

Number” | 4 | Name* | Testd |

unit* |Week v | Cycle* |1 |

Start Date® |2018—04—06 |

Mumber | Name | | Q ®

Name Mumber  Check-in  Check-out Calculated as Select All A"ﬁﬂ?&iﬁ?ﬂe Details
Time Time Working Days e

] Test ] 09:00 18:00 1.0 _Monday 10:00-19:00
[¥Tuesday 10:00-18:00

[+ T9-4 5 09:00 16:00 1.0

- | Wednesday 10:00-19:00

X : Bl e 1 [#Thursday ~ 10:00-18:00

__Friday 10:00-19:00
5. el tHeD [_ISaturday 10:00-19:00
. Select the Days
i s [C1Sunday 10:00-19:00

1. Tick the other shift

If the tim indicate that there is an overlap in the timetable.

T

8. After the setting is completed, click the [OK] button to save and return to the shift page. The
new shift information will be displayed in the shift list. Click the row where the shift is located to
view the details of the shift time period at the right side of the interface, as shown in the
following figure:

Name| | Numher| Shift Type | - [~ | Q ®

The current query conditions: None

("™ Refresh New (fp Delete [# Export Timetable Details
[ Name Number  Shit Type  Unit Cycle StartDate Cycle Shitin  Operations Monday. 09:00:15.00
one Month Tuesday 10:00-19:00
[ Test 1 Regular Shit Week 2 2018-04-06 Mo Delete Edit Clear Timetable Wednesday 09-00-16:00
O Testi 3 Reqular Shil Day 7 2018-04-08 Yes Delete Edit Clear Timetable Tisisy o hate
O Testd 4 Regular Shil Week 1 2018-04-06 No Delete Edit Clear Timetable g ST
Saturday
Sunday

The details are
shown here

1. Click on Shift to
get details

As shown in the figure above, the shift on Monday, Wednesday and Friday (attendance) is at 9: 00-16:
00 and on Tuesday and Thursday (attendance) is 10: 00-19: 00.

e (lear Timetable

In the shift list, click the [Clear Timetable] button in the [Operation] column of the shift. This
operation only corresponds to a single shift, batch operation is not available. A confirmation page
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will pop up, click the [OK] button to confirm deletion of all the timetable of the selected shift.

Are you sure to clear the timetabla for the
selectad shift?

e Delete the shift

In the shift list, click the [Delete] button in the [Operation] column where the shift is located. This
operation only corresponds to a single shift, batch operation is not available), click [Delete] to enter
the deletion confirmation page, click [OK] to delete the selected shift and exit.

Or first select the shift to be deleted (that is, the checkbox in front of the row where the selected shift
is located), click the [Delete] button at the top of the interface to enter the deletion confirmation
interface, and click [OK] to complete the batch deletion operation.

™ Note: If this shift is scheduled, it cannot be deleted. You need to delete all scheduled shifts that is

connected this shift before you can delete the shift.

e Export

This function will export all the details of the shift in excel, pdf and csv file format.

ZKTECO
Shift
Name. Number Schedule Type Unit Cycle. StartDate | Ycle ST mone
Day Shift 1 Regular Shift Day 10 2017-12-15 Yes
Night 2 Regular Shift Day 10 2017-12-18 Yes
Flexible 3 Flexible Shift Day 10 2017-12-18 Yes

5.4 Schedule

After setting the time attendance and shift cycle, you can schedule it. Schedule management

includes: Group, Group Schedule, Department Schedule, Personnel Schedule and Temporary

Schedule.
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= Note: Schedule management is divided into 4 groups, departments, personnel and temporary
scheduling. So, when the shift is scheduled to repeat, then at this time there will be a priority judging.
This priority setting you can find under the "Basic Information" = "Rule" page. The default is
"Department-Group", which is the highest priority shift.

Basic Rule Setting Calculation Setling Other Setting

Check-in Rule E-The Earliest Rule y | The minimum time period should be greater ;120 .
) - than{minimum 10 minutes) “

Check-out Rule iTne Latest Rule | The maximum time period should be less |600 |

than{maximum 1.440 minutes)

Late and Early Leave Counted as Absent |N0 Attendance calculation result when the shift Fl_rstDeu.r

| E— ] s L
| Search Shift Record | Group-=Department =J Cvertime Statistics '.Yes =
Intelligent Matching Shift Rule | Least Abnormal [

In the same type of scheduling for a person, the software processing logic is as follows: Follow-up of
the new shift will overwrite the previous shift. Suppose, you have been added to shift A from June 1
to June 10. Now you have been added in a new shift B from June 5 to June 10, so from June 5 to
June 10 you have to work as per Shift B's schedule.

Group

Before group scheduling, you need to group people with the same attendance rules. Groups mainly
include "Query", "New", "Delete", "Add Personnel", "Edit", "Delete Personnel" and other functions.

Click [Attendance] = [Shift Management] = [Group] to enter the main interface of the group. The
search function can conveniently search the group if you have many groups in your system. The list
shows all the group present in the current system. The list of people is shown in the Browse Group
Personnel on the right side of the interface.

Velkoms, Aamin @ @ @ (D

Edit Persoanel for Greup Browrse the Group Personme)
Mg Murnber Q. & Parzanns ID First Name | l Last
Tha cunsnt query conditionss Mons Tha current query condifions: hans
T+ Rafen (8 Naw [ Delta (7 Aefrsh i Oetetn Paronnal
[ Nama Humtar Rermark Parssrnne Cparahars = Caparimant Pemoars! 10 First Mame Last

Quantiy Marne

| Excepton
= i 0 4 s Shmwsparpage o+ Talalof @ mcons le « B | Ermeperpace = TolalofBmoos
6 Rpord
3
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e Addingagroup

Click on the main group interface [New] button, new group interface will pop up:

| Itis recommended to start with |

| It is recommended to start with |

Number: Any combination of numbers or letters, group number that should not be identical with
another group number, maximum length of 5 characters.

Name: Does not support special characters, group name should not be identical with another group
name. The maximum length is 10 characters.

Remarks: Write any note for this group, if it has some characteristic information; the maximum
length is 50 characters.

e Editgroups

[t

| Demo_Group

for Testing purpose

Cancel
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(1) Asshown above, select a group and click the [Edit] button in the [Operation] column of the

group to enter the editing group interface.
(2) After modifying the fields that need to be modified, click the [OK] button and return to the
group page.

e Delete Group

Edit Personnel for Group

Name| | Mumber | Q ®

The current query conditions: Nons
(+ Refresh  [@ New | (i Delete

o] Mame Mumber Remark Personnel Cperations
Cuantity

Demo_Group G1 for Testing purpose 0 Add Personnel Edit

£y

(1)  Select one or more groups and click the [Delete] button on the upper left of the group list to
enter the confirmation page for deleting the group.

(2) Click [OK] to delete the group and return to the group page.

= Note: If there is a person in the group or in group scheduling, it cannot be deleted. First, you need
to delete all the people in the group and schedule to delete the group.

e Adding Personnel

w0 Cary r Departmenl
Persarnel ID Firat Naris Last Mame Carg Numner Warew O ()

The eurrenl Guery condiions: Home

Anernzie Demitad]
] Depanment Persearsl  First Genge Gard 7 Dinariment
e b Hamz

Perscnnel  Firal Ll GENdE Gard
o Mz 1 10 M

Name Mame

[ Financisl Departrs 1 At Male.
I Marketng Deparim 2 ER | Femzla

(1)  Select a group and click the [Add Personnel] button in the [Operation] column of the group to
enter the personnel adding interface as shown above.
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(2) Select the relevant personnel from the list at left side and move it towards right list. Click the
[OK] button to complete the addition of personnel operations.

X Note:
» Those who have been assigned to this group will be listed at the right side of the group

interface.

» People who have been added to other groups will be deleted from the original group after
they are added to the group.

» To search conditional query, filter through "Department" and get the list of candidates.

Edit Personnel for Group Browse the Group Personnel
Narme Number 3. Delete *© Personnel ID First Name Last Na
The current query conditions: None \-“ w2 current query conditions: None
("% Refresh [® New (> Delete e Refresh i Delete Personnel
= Name Number Remark Personnel  Operaticns (@] Department Personnel ID First Name Last
Quantity Name
[| Demo_Group G1 for Testing purpose 2 Add Personnel Edi [«  Financial Department 1 abc XYZT

[ Markelnn Departmen 2 abct xyzl

1. Click on the : 2. Select Personnel(s)_J
desired Group ) &

(1)  Asshown in the above figure, select a group and select the person to be deleted in the browse
group on the right. Click the [Delete Personnel] button to enter the interface of confirm
deletion.

(2) Click the [OK] button to delete the personnel.

This function is used to schedule group to the personnel in shift(s). The new group scheduling
interface is shown as below:
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Wk e (@) (5 () @) ()
Authorized Company: ZKTeD

Scheduls Informarion

(¥ Relresh B Hew @ Trelele Naw'iemmmryshm

Jchedule Shift K ams et Tme . End Twme  Dperations
]

L Schadule

1. Select Group

1€ < 0 3 31  ADrewsperpage = umpTa i frPaga Tl of b racords

Shift Center: Mo Crosi |
Shift comma-separate
Shift across the grid b
Shift across the grid il

<< 201804 ==

Tempuiary Schedule

Exceplian

_‘. Flenw M anagament

Calculate Repot

Schedule Type | Mormal Schedule T |
Start Time* 2018-04-06 | End Time 2018-04-16 ®
Shift Type  Number Mame Unit Cycle Start Date  Cycle Shiftin
one Month
1 Regular 3hil 1 Test Week 2 2018-04-06 No
[w1 Regular 3hil 3 Test1 Day T 2018-04-06 Yes
1 Reqgular 3hil 4 Testd Week 1 2018-04-06 No

For Group scheduling you need to select the group, set start date / end date, shift type, select the
shift.

Define the start and end date for the group schedule. From the start date the schedule will come
into effect.

Shift type: There are two kinds, Normal Schedule and Smart Schedule.

Through Normal Schedule you can only choose a single shift. If you select more than one shift, the
below prompt will appear:
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The normal schedule can only choose one shifil

Through Smart Schedule you can choose more than one shift. After you select smart schedule, the
software will automatically determine the most suitable frequency according to the punch card
records in attendance calculation.

Choose the shift from the list for this group and click [OK].

5.4.3 Department Schedule

The department scheduling operation is same as the group scheduling. The difference is only in the
object of choice. Here we need to select department from the list at the upper left side of the
interface.

Schesdule Typs Mormal Schaduky v

arl Time® |EU1E£M8 20E-0e-1E

Shil Type  Muwmser  Name SlarlDale Cyde Shilin
ane Morlh

1] Reular Shil 1 Tost 206 No
) Reesgular Sil 3 RELE] 20130406 Yaz

¥l Reguiar sal 4 e 230406 T

4., Select Shift

5.4.4 Personnel Scheduling

Personnel scheduling operations is completely same as group scheduling, but when scheduling
personnel, the object of choice is personnel at the top left corner of the interface.
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Schedule Trpe Mormal Schedule

Stan Tims" 2r13-02-06 o 2018-D4-13
e — | =t

1. Select Person @ Shill Type  Mumber  Hame Cycle SartDale  Cycw Shillin
g Month

1 Reaguarsnan 1 Test 2 20M8-04-05 M
wl Reguar sii3 Testl 7 2018-04-08  ¥es

Rapular £hil 4 1 2018-04-06 Ne

4, Select Shift

5.4.5 Temporary Schedule

Temporary scheduling operation is same as the personnel scheduling. Because of some sudden
changes in work shift for a temporary period, some personnel may be required to work in different
shift for a temporary period. This function is used at this time to allot temporary schedule to the
personnel. Temporary shift schedule has the highest priority in all shift schedules.

Personne:|D|:| First Name Lasmame|:| Temporary Type B wmrer Q ®

The current query conditions: None

(T Refresh (i Delete Timetable Details
= Temporary  Schedule Type Group Group Personnel  First Shift Name Start Time  End Time  Op 2015:04.06 jieat] U%.00:15:00
Type Number Mame D Name 2018-04-07 Testl 05:00-18.00
[ Group Mormal Schedul 1 A Test 2018-04-06 2018-04-00 Edit 2018-04-08 Testt 09:00-18:00
[«  Personnel  MNormal Schedul 1 abc Test1 2018-04-06 2018-04-13 Edit 2012-04.00 Testt 09:00-18:00
2018-04-10 Test1 09:00-18:00
2018-04-11 Test1
: 2. Click Edit 2018-04-12 Test
1. Select Person

2018-04-13 Test 09:00-18:00

4] | [3
¢ ¢ 1-2 5 3|  50rows perpage ~ JumpTo 1 /1 Page  Tofal of 2 records
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Edit

Schedule Type --Normal Schedule '
Start Time* |2018-04-06 1 End Time* [2018-04-13
Shift Type  Number Narme Unit Cycle Start Date  Cycle Shiftin
one Month
Regular Shii 1 Test Week 2 2018-04-06 Mo
[w Regular Shil 3 Testl Day 7 2018-04-06 Yes
Reqular Shil 4 Testd Week 1 2018-04-06 MNo

e

Exception

Appended Receipt

Appended receipt is used to enter records for the personnel in case the person is out on business
trip, missing check-in/out, etc., Manual attendance record in the attendance report is called

Appended Receipt. Generally, it is entered by the management staff according to attendance result

and company's attendance rules after the attendance cycle ends. This version does not support the

approval of exception, entered manually in system. Data entered into the system will have an impact

on the attendance calculation results.

TmeFrom [2T0907 060000 | Ta | 20974207 2585

Dewice

The current guery comditions: Tims From (2007-08-07 00.00.00) Too2017-12-07 23:.58:58)

£+ Basic Information
7 % Refresy [F New [fj Detel= [ # Expodt

=] Fersannsl |0 First Nams= LestName  Department

Wurmbar

Di=pa riment
Flamsz

n  Seheduie

| Exception

Leave

Busmess Tng

New

(1) Click [Exception] = [Appended Receipt] > [New]:

ZKBioSecurity 3.1.5.0 or above

| meramment Neme |

Furch Time

Remarts

Fersonnel (0

Cperation Tme Cperations.
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Punch Time* 2018-04-06 09:00:00 Remark |:|

(® Query () Department

' The current query conditions: None

_Altemative Selected(1)

= Departmen Personnel  First Last Gende Card Departmen Personnel  First Last Gende Card
MName D MName MName Mum MName 18] MName MName Mum

|  Financial De 3 abc Female 25847 General 1 abc —

1 General 4 — =

| General 5 Male =

|  Developmer & — <

[ Financial De 7 — [} e

] Hotel 8 —

+ I
e it wsher e « S

EETm I T

Fields are as follows:
Punch Time: Set the date and time of punch.
Personnel: Select the required personnel for appended receipt, multiple choices are available.

Remark: Enter the reason for appended receipt, the max length is 50.

(2) Afterfilling the information, click [OK] to save and exit, the appended receipt will be displayed
in the added list.

e Delete

(1)  Click [Exception] > [Appended Receipt] > [Delete]:

Are you sure you want to perform the delete
operation?

(2) Click [OK] to delete.
e Export

You can export selected appended receipt data in Excel, PDF, CSV file format.
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ZKTECO
Appended Receipt
Personnel ID First Name Last Name sz:;:g; P;m Department Name Punch Time Remark Operation Time
2017-12-15 08:40: 2017-12-15 16:40:
1 Jemy Wang 1 General

00 21
Development 2017-12-15 08:40: 2017-12-15 16:40:

2 LAtky Tan d Department 00 51
2940 Sherry Yang hotel Hatel 201?—12';'1]5 08:40: 2017—12;15 16:40:
3 o Hou 4 Financial 2017-12-15 08:40: 2017-12-15 16:40:

Department 00 21
2017-12-15 08:40: 2017-12-15 16:40:

4 Berry Cao 1 General

00 51
Marketing 2017-12-15 09:50: 2017-12-15 16:51:

] Necdl e Z Depariment 00 00
% Financial 2017-12-15 09:50: 2017-12-15 16:51:

6 Amber i i Department 00 00
2017-12-15 09:50: 2017-12-15 16:51:

7 Jacky Xiang 1 General 00 00

Personnel may need leave at different circumstances. They can apply and the leave will be displayed

here:

Dievie

Biasic informsation

e hedule

Excepbion

Appende

Tme Fram | 2017-09-07 O 00°00 To | 20171207 235989

The currant quary condiiens: Thro From (2017-04-07 0900 05) To (2017-12-07 23 80 52)
(e Refresh | @ Mew [ Dalets 7# Evpon

E Pafaonnelin FIrs: ama Lgas paame Degarmant

NUFTIDET Mame

(1)  Click [Exception] > [Leave] > [New]:
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Deparmant

Leave Type

£180 Time

Dapartmert Manms Parsonnel IT.

(AL TE

Ena ime Femartt

Page |153




Leave Type* Casual Leave (L1} v Leave Requisition Photo

Start Time* |2018—04—06 17:43:13

End Time* 2018-04-06 174313 N_O
Pictures

Remark

(®) Query () Department

Personnel ID l:\ First Name Last Name Morew Q @

The current query conditions: Mone

Alternative Selected(1)

(] Departmen Personnel  First Last Gende Card Departmen Personnel  First Last Gende Card
Name 18] Name MName MNum Name D Name MName MNum

[ General 1 ahc — Financial De 3 abc Female 25847

[ General 4 — =

]  General 5 Male o

[ Developmer & == =

[Cl  Financial De 7 — s

] Hotel 8 =5

4| | 3

l« ¢ 1-6 5 | b50rowsperpage ~ i b

[owanen | oc oo |

Fields are as follows:

Leave Type: Set the type of the leave.

Start Time: Start time of the leave.

End Time: End time of the leave.

Remark: Enter the reason for leave, the max length is 50.

Leave Requisition Photo: Upload photo of supporting document for the leave request.
Personnel: Select the required personnel, multiple choice is available.

(2) Afterfilling the information, click [OK] to save and exit, the leave information will be displayed
in the added list. Click [Leave Requisition Photo] at the end of each line to view the leave
requisition photo.
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e Delete

(1)  Click [Exception] > [Leave] > [Delete]:

Are you sure you want to perform the delete
operation?

(2) Click [OK] to delete.
e Export

You can export selected leave data in Excel, PDF, CSV file format.

ZKTECO
Leave
T : Department e o - - T

Personnel ID First Name: Last Name e Department Hamea Leave Type Start Time End Time Remark Opexation Time.
1 Jerry Wang 1 G | Casual Leave 101?—11;;5 16362 2‘]1?-12;_:‘5 TanEl 201 7-12;;5 Bl
Financial 20171215 18360 | 2017-12-15 16:238; 20171215 18235

3 Leo Hou 4 e wariage Leave ghe % A
5 Nesol ve 5 Ma;ir.!j.‘{hill::]1 Ariial A 201?-12;:}5 18362 201?—12;;5 1638 231?-12‘-1;5 163462
Financial 2017-12-15 18:36: | 201 7-12-1518:38: 2017-12-12 16:3%

3] Amber Lin 4 Depariment Sk Leave 54 [ on
g Liian i q Develpment Breastfeeding 2017-12-15 18300 | 2047-12-15 1838 20171215 183

Depariment Leave 02 j17] it}
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Business Trip

=i Device el Time From | 2017-00-07 00:00:00 To |2017-12-07 23:50:59 DeparmentName [ | Personnel D
The current query conditions: Time From:(2017-08-07 00:00:00) To:(2017-12-07 22.59:59)
3 Basic Information
(v Refresh [ New (i Delete [# Export
?-. Shift 5] = Fersonnel ID First Name Last Name Department Department Start Time End Time
- Nurnber Name
:.J;. Schedule
Exception
Appended Receipt
Leave
New
(1)  Click [Exception] > [Business Trip] > [New]:
New X

(®) Qluery () Department

PersonneIID|:| First Nams Last Name Card Number:' Morew QO ()

The cumrent query conditions: Maone

Alternative Selected(0)
=] Depariment Personnel  First Last Gende Card = Department Persaonnel  First Last Gende Card
Name I} Name Name Numbear Name 1o Name Name Numbear
[l Financial Departme 1 abc Xz Male
[l Marketing Departm 2 abct xyzl Female =
[ General 3 ahc2 xyz2 Male =
[ Hotel 4 abc3 xyz3 Female =
=
1-4 » | G0rowsperpage ~  Totalof 4 records
Start Time 2017-12-07 13:02:15 End Time 2017-12-07 13:02:15
Remark

Fields are as follows:

Personnel: Select personnel need business, it can be multiple choices.
Start Time: Start time of the business trip.

End Time: End time of the business trip.

Remark: Enter the description of business trip, the max length is 50.

(2) Afterfilling the information, click [OK] to save and exit, the business trip information will be
displayed in the added list.
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Delete

(1M

Click [Exception] = [Business Trip] = [Delete]:

Prompt

Are you sure you want to perform the delete
operaticn?

(2) Click [OK] to delete.

Export

You can export selected business trip data in Excel, PDF, CSV file format.

ZKTECO
Busmess [np
Personne| 1D First Name | ast Mame D;D:::;im Department Name Start Tima: End Time Remiark Qperabon Time
20171215 1637 | 2017-12-15 1637 271215 1637
4 Berry Cao 1 General a7 a7 2
Marketing 2017-12-18 1142 | 2017-12-13 1142 2017-12-18 1142
o Necol Ye s Bt 2a 28 (Ga to Shenzhen o
- Marketing 20171218 1142 | 2017-12-18 11 42 i 27218 11430
|
2 Glon Ly 2 Dot 5 6 Go to Thailand 05
Device Time From 2017-09-07 O0:00:00 f To |2017-12-07 23:50:50 Department Name [
The current query conditions: Time From:(2017-03-07 00:00:00) To:(2017-12-07 23:59:55)
Basic Information
(" Refresh @ New ﬁ‘ﬁ‘ Delete |—_|’ Export
Shift = Personnel ID First Name Last Name Department Department Start Time
= MNumber Name
Schedule
Exception
Appended Receipt
Leave
Business Trip
New
(1)  Click [Exception] > [Go Out] > [New]:
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(® Query (©) Department

The current query conditions: None

Alternative Selected(0)

=] Department Personnel  First Last Gende Card E Department Personnel  First Last Gende Card
Name 1D Name Name Number Name |5] Narme Narme Number

Financial Departme 1 abc Xz IMale
Marketing Departm 2 abc xyzl ‘Female
General 3 abc2 Xyz2 Male

Hotel 4 abc3 XYZ3 Female

|« ¢ 1-4 5 .1 -=Drowsperpage v  Total of 4 records
Start Time :2017—12—07 13:12:37 End Time :‘2017—12—1]7 13:12:37

I N T

Fields are as follows:

Personnel: Select the required personnel, multiple choices are allowed.

Start Time: Start time of going out.

End Time: End time of going out.

Remark: Enter the description of going out, the max length is 50.

(2) Afterfilling the information, click [OK] to save and exit, the go out information will be displayed
in the added list.

e Delete

(1)  Click [Exception] > [Go Out] > [Delete]:

Are you sure you want to perform the delete
operation?

(2) Click [OK] to delete.
e Export

You can export selected go out data in Excel, PDF, CSV file format.
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ZKTECO

Ga Cur
Deparment
Personnel ID First Mame Last Name Numbern Department Mame= Stan Time End Time Remiark Operation Time
1 Jerry Wang i — 20171218 11:43: | 2017-12-18 11:43: Visitor Client 2017-12-18 11:44:
46 46 a0
7 Jacky Xiang 4 Eana 20171218 11430 | 2017-12-18 1145 Hospial 20171218 1143
24 23 18
Device Time From | 2017-00-07 00:00:00 | To | 2017-12-07 23:58:50 Department Name |:|
The cumrent query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:59)
Basic Information
(* Refresh [ New  fff Delete [# Export
Shft (] Personnel 1D First Name Last Name Department Department OT Type Start Time
Number Name
Schedule
Exception
Appended Receipt
Leave
Business Trip
Go Out
Adjust and Append
Adjust Shift
New
(1)  Click [Exception] > [Overtime] > [New]:
(®) Query () Department
Personnel ID I:l First Name Last Name | Card Number Morey (O Lx)
The current query conditions: None
Alternative Selected(0)
[J  Deparment Personnel  First Last Gende Card (] Department Personnel  First Last Gende Card
Name D Name Name Number Name D Name Name Number
[ Financial Departme 1 abc xyzZ Male
[ Marksting Departm 2 anct xyzl Female =
[ General 3 abc2 xyz2 Male =
[ Hotel 4 abcd xyz3 Female =
<=
1-4 5 3| 50rows perpage v  Total of 4 records.
OT Type | Normal OT A
Start Time: 2017-12-07 13:18:14 End Time 2017-12-07 13:18:14
Remark [
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Fields are as follows:

Personnel: Select required personnel for overtime, multiple choices are available.
OT Type: Normal OT, Weekend OT and Holiday OT three types.

Start Time: Start time of overtime.

End Time: End time of overtime.

Remark: Enter the description of overtime, the max length is 50.

(2) Afterfilling the information, click [OK] to save and exit, the overtime information will be
displayed in the added list.

(1) Click [Exception] = [Overtime] = [Delete]:

Prompt

Are you sure you want to perform the delete
operation?

(2) Click [OK] to delete.

You can export selected overtime data in Excel, PDF, CSV file format.

ZKTECO
Overime
Depariment 2 5
Pessonne! (D First Name Last Name e Department Mame OT Type Stari Time End Time Remark Operation Time
N Financial 20171215 18 37, | 2007 1215 16337 2NT 12161637
3 Len Hau & Depatie Homal OT 24 0 57
PAAMKETG 20M7-12-18 1144 | 2017-12-18 11447 e 2N7-12-18 1144
o Mecol Ye 2 Depariment Momal OT o 0a Fmish Project 28
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Adjust and Append

Device (=) Time From | 2017-09-07 00:00:00 To |2017-12-07 23:59:50 Department Name

The cumrent query conditions: Time From:(2017-09-07 00:00:00) To:(2017-12-07 23:59:50)
(% Refresh @ New m‘ Delete |—_|’ Export

= Personnel ID First Name Last Name Departmant Department
MNumber Name

Basic Information

Shift

Schedule

Exception

Appended Receipt
Leave

Busmess Inp

Go Out

Overime

Adjust Shift

New

(1)  Click [Exception] > [Adjust and Append] > [New]:

New

(® Query () Department

Personnel |D|:| First Name Last Name Card Number morer Q. &

The current query conditions: None

Alternative Selectad(0)
(|} Department Personnel  First Last Gende Card (=] Department Personnel  First Last Gende Card
Name D Name Name Number Name ia} Name Name Number
[ Financial Departme 1 abe XYz Male
[l Marketing Departm 2 abel xyzi Female =
[ General 3 abe2 Xyz2 IMale =
] Hotat 4 ahe3 xyz3 Female <
<<
¢ 1-4 >!  BDrowsperpage =  Totalof 4 records
Adjust Tvpe | Adjust Rest |
Adjust Date” 2017-12-07 [ Remarlk

Fields are as follows:
Personnel: Select the required personnel, multiple choices are available.

Adjust Type: Select from Adjust Rest and Append Attendance. Adjust Rest is when you are on a shift
but you want to rest; Append attendance is the opposite
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Adjust Date: The date and time of adjustment.

Append Attendance Shift: When the adjust type is Append Attendance, it is necessary to select the
corresponding shift.

Remark: Enter the reason of adjust and append, the max length is 50.

(2)

Delete

(1
(2)

Export

Click [OK] to delete.

Click [Exception] > [Adjust and Append] > [Delete]:

You can export selected adjust and append data in Excel, PDF, CSV file format.

After filling the information, click [OK] to save and exit, the adjust and append information will
be displayed in the added list.

ZKTECD
Adjust 2nd Append
2 Deparment -
Personnet ID First Name Last Mame A Department Name Adjust Type Adjust Date Schedule Name Remark Qperalion Tima
Append 5 : HOTF-12-18 13547
1 Jemy Wang 1 Ganeral P 271218 Diay Shift 123 2
Development Append o 2017-12-18 1358
2 Lucky Tan 3 Do A A 2171218 Flexible 456 e
. Development . 2017-12-18 1145
E Lilian el 3 pies i Adust Rest 2017-12-18 adust rest s
Device Time From ;2017-09-07' 00:.00:00 1 To | 2D17-12-07 23:59:588 Department Mame
The current query conditions: Time From:(2017-08-07 00:00:00) To:(2017-12-07 23:59.59)
‘2 Basic Informalion
(_% Refresh @ New ﬁ Delete |—_|' Export
Shift (] Personnel  First Name Last Name Department Department Adjust Type Adjust
D Number Name Date
Schedule
| Excephon
Appended Receipt
Leave
Business Trip
Go Out
Overlime
Adjust and Append
New
(1)  Click [Exception] > [Adjust Shift] > [New]:
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Adjust Type Adjust the personal shif *
T —

First Name

Department Name

Adijust Date 20171207 Original Schedule Name |— -

Remark

EXT EEE ST

(2)  Adjust Type is divided into three shifts:

A. Adjust the personnel shift in the same day: It will adjust one personnel’s shift in the same
day.

B. Adjust the personnel shift in other days: It will adjust one personnel’s shift in different days.

C. Two-people exchange: It will exchange shifts of two person in different days.

A. Adjust the personnel shift in the same day:

Adjust Type |Adjust the personal shif ¥ |

Fersonnel ID* | |

First Name |

Department Name |

s 20171207 | Adust Date 20171207

Remark

Save and New “ Cancel

Personnel ID: The max length is 32. (Fill the correct ID. After you enter the ID and click on the next
field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.

Department Name: Obtained automatically based on Personnel ID.

Adjust Date: The date and time of adjustment.

Remark: Enter the description of adjust shift, the max length is 50.

(3) Afterfilling in the information, click [OK] to save and exit, the adjust shift information will be

displayed in the added list.

B. Adjust the personnel shift in other days:
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Adjust Type \Adjust the personal shif

Personnel ID* | |

First Mame

Department Name

Adjust Date | 2017-12-07 Adjust Date §'2I]1?—12—DT

Remark

Coovemien ok Caeer |

Personnel ID: The max length is 32. (Fill the correct ID, after you enter the ID and click on the next
field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.
Department Name: Obtained automatically based on Personnel ID.
Adjust Date: The date and time of adjustment.

Adjust Date: The date and time of adjustment.

Remark: Enter the description for the shift, the max length is 50.

After filling the information, click [OK] to save and exit, the adjust shift information will be displayed
in the added list.

C. Two people exchange:

Adjust Type | Two people exchange v |

Personnel ID* | | Adjust Personnel ID*

First Name Adjust Personnel Name

Department Name Adjust Departmant Name

Adjust Date 2017-12-07 Adjust Date 2017-12-07

Remark

£ ECE T

Personnel ID: The max length is 32. (Fill the correct ID, after you enter the ID and click on the next
field, the Name and Department are automatically filled.)

First Name: Obtained automatically based on Personnel ID.
Department Name: Obtained automatically based on Personnel ID.

Adjust Personnel ID: ID number of the adjust personnel. The max length is 32. (Fill the correct ID,
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after you enter the ID and click on the next field, the Name and Department are automatically filled.)

Adjust Personnel Name: Obtained automatically based on Personnel ID.

Adjust Department Name: Obtained automatically based on Personnel ID

Export

You can export selected adjust shift data in Excel, PDF, CSV file format.

ZRIECD

Ay Snf
Dopanment 5 Aduct Ferconncl | Acpsl Borewnsl | Depanment =

Feronnel I3 F ot e Lot Plerre : Depostrieni Mane | fsjnd Tye Adreck e Feronnel (0 i e " Cepotrentbame | Adust e Heman Dperotion Tme
Francal | A ihe parsand 5 71205 1550

a Len Hon + et v sotyieliniein: IRE S ] 03121 o

A= the pemanel
a Bary <20 1 @once tminmoome | 2017 iz1a Chinge 1 o | D1V HE 140
cy

LT Tan pucple . Pelariating " ETENERTERE]

& el ¥e z 5 ik 2171298 ] Ol Lu H ozt 01210 eahange =

Flow Management

The flow management is used to set the attendance approval sequence. To support the attendance

approval function, you must first set up the flow management. After setting up the node settings
and flow settings, you can achieve employee self-help.

4 Device Hame ||

| mMumber |

Hode Tyow | —— 3 QO ®

The camrent query condtinns: Hane
Basic [nformation

|==,  Shift

Number Name
hasclules E 1 Diract Leads’ Nods
Facepiion

c=e  Flow Manngement

My Ap

My Approval

|_|:J_| Calutal Ripo e 1 e o e v e

[ % Refresh [® Mow [ Dolele [ ¥ Exood

Pode Type

Dirodd Laadar

=  Jumplo 1

Depariment Fersenns! Fursi Mame  LestMame
Hama [0}

M Page  Totalof | recends

wecome,same. (1) (2 (0 @ (B

Audhosized Compang: ZHTecn

Dperabons

Node Setting

Before the approval function is implemented, the approval node must be set. The system has a
default node number 1 and the node name is [Direct Leader]. The default node cannot be deleted or

edited.
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e Add

Click [Flow Management]—> [Node Settings]=> [New] to enter the node's new interface:

MNode Type* Designated Person r
NodeMumber® It is recommended to start
NodeMame™ Itis recommended to start
Personnel® Input Search Criteria H

Department Name

ErT T

Fields are as follows:
Node Type: It is of two types; Designated Person and Assign position.
Node Number: It is recommended to start with N, such as NOT, can be letters and numbers.

Node Name: It is recommended to start with a post or name and end with a node, such as a
manager node.

Personnel: Select required person.

Select Position: It will appear if you have selected Node type as Assign Position. This option is the
content of [Position] set in the personnel module.

Department Name: It will be automatically selected once you set personnel.
e Delete

Click the Delete button under “Operations” in the node list or check one or more nodes and click the
Delete button above the list.

You cannot delete a node that is in use.
e Export

System supports exporting Node. You can export data in Excel, PDF, CSV file format.
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The File Type ! EXCEL File r

Export Mode @ All data (Can export up to 40000 data)
() Select the amount of data to export (Can sxport up to 40000 data)
From the article 1 Strip, is derived 100 Data

A ! El | [ D | E + F G I H [N
Node Setting o
Number MNams Meda Typa Dapartment Name Parsonnel 1D First Name Last Name Position =
Direct Leadsr
1 Node Direct Leader
i 2 Test Assign Position Manager
M3 THnode Assign Position TechnicalHead
M4 Supporthed Person General a Testi
N5 LeanMode Assign Pesition Teal Leed
MNE ManagerNed Person Genersal 10 Test2 e
N7 Head Pearsen Gensral 1 abe B
N8 HeadNode Assign Position ControllerEx
NE Suppornod Assign Pesition SupportExe
| |
f | i
[ | I |
| I [-]
o Hode Setting_20180417004020 | (@ N B [+]

5.6.2 Flow Setting

Flow setting is to establish the approval process, select the desired node to set the approval process.
e Add

Click [Flow Management]> [Flow Settings]> [New] to enter the process setting interface:
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Number* Test Flow|
Flow Type* Appended Receipt ¥

s Q. ®

The current guery conditions: None
Alternative Selected(1)

(] MNumber Name Mode Type (] Number MName Mode Type

Click to create Direct Leader Node  Direct Leader B i Direct Leader Node  Direct Leader

Test Assign Positiol

|« < 1-2 . | S0rowsperpage v

Note: The approval order of the nodes is from top to bottom, and you can
drag the sor after selecting.

EET B BT

The fields are described as follows:
Number: It is recommended to start with F, such as FO1. It supports entering letters and numbers.
Name: At the beginning of the proposal type, end with the process, such as the leave process.

Flow Type: It has all the exception types. Appended Receipt, Leave, Business Trip, Go Out, Overtime,
Adjust and Append, and Adjust Shift.

Flow rules: Appear only if the process type is Leave, Business Trip, or Go out.

Options are <=1days, >1 & <=3 days, > 3 & <=7 days, > 7 days.
e Delete

Click the [Delete] button under the operation column in the process list, or check one or more
processes, click the [Delete] button above the list, [OK]

e Export

System supports exporting flow list. You can export data in Excel, PDF, CSV file format.

The File Type EXCEL File T |

Export Mode (@ All data {Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)

From the article 1 Strip, is derived 100 | Data
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d A B | & | 0 | E [
1 Flow Setting l
2 Number Name Flow Type Flow Rule Approval Node

Start

1 A Appenqed Flow==LeanMNod

Receipt e==>ManagerNod

3 =>=THnode=>End
Start

Flow==Manager

2 L1 Leave 3 Nod>>THnode>>

4 End Flow

Start

- ” Flow==LeanMod

3 BT Business Trip 1 e>>ManagerNod

5 ==THnode=>End
Start

Flow=>Test==5u

& G Raio b pporiNod==>Lean

6 Node==End Flow
: Start

5] A_A Agﬁz iﬁgd Flow==Manager

7 Mod=>End Flow
Start

Flow==Manager

Flow Setting 2018041704530 | (@

My Application

The "My application” interface displays all abnormal application reports submitted by the user and
supports inquiries. All applications have a status: End, Initiating and application, Process, Rejected.

4 Device 3 Applicanton Parsanne Flow Oversll Shatus | ———
The current query conditions: ene
Harsic Informabion 4 Adeeh I__" S
Apchesten Number Applicantion  Apphicstion Exception Creater Crashe Tims X Application/Approwe Timet  Flowr Cversldl Hatus e ratons
Parsonnel  Fersonnsl Ty
o Nzme
[l P-OT20180400161130 a Tosti Ouarlime a 2018-04-00 161130 2018-04-04 1611 30 Inifialing am apalication il i
[ 8-C20180408761025 E] Tenrt Adgstsnm 9 2078-04-09 1671025 2078-03-09 1810025 InMIENNg &N Eplicanon | View Detalls
0-S20R040CE 51007 9 Tasti Apgended Ro 9 20180400 1610007 2018-04-00 161007 Eml Vo Dulalt:
= Flow Manogement ) [ 90-520160489160055 10 Test? Appendsd e 40 FO1A-04-09 160055 2015-04-19 16:00°55 End Ve Details
= L1 10-520180409153822 10 Test2 dpsandsd Re 10 201504-00 153522 20r8-04-00 1R3522 End Vigvr Delails
LR T 1-ARMA0MDE 51296 1 ane Adpst and Ap 4 F01A-0409 159256 2018-04-19 1550045 Rejertad ewr Details
Liapssnry []  1-Conianss1sizsg 1 abe AduslShE 1 30150400 15,1224 2013-04-00 155047 Asjocled s Delaile
[ 1-OT20180409151718 1 ane cuenme 1 2018-04-09 1511778 2018-04-09 54512 RAecten Views Dl
My Appraval [ 1-OT20480400051113 1 abe Oyorlime 1 201804-00 15:11.13 2018-04-00 15.45.20 Initizting an applicalion | View Delails I
O 1-OzoiEnansisioss 1 ane G O 1 F018-04-09 1571058 20718-04-09 1510088 Iminatng an apphicenon | Ve Deiais
1 1-C20120409181045 1 abc G Cd 1 0180400 15 104G 2018-04-00 151045 End Wigywr Delals
O 1-520780409150445 1 abe AQpended Re 1 2013-04-09 150445 2018-04-09 1502 45 Ena Wewr Delaiis
L1 1-C2me0a0s43820 1 Lin Adnsl hfi admin 2018-04-09 14:96:50 2018-04-09 14:56.50 End Wistr Detals =
« 1-31 3 1 S0pewcporpags = JumpTo i Page  Tolzlol 31 reoonds

View details

Click [Process Management]> [My Application]> [View Details] to enter the application details
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interface. This interface shows the approval status of all approvers:
A. End

When the abnormal data is added by the administrator, the approval flow is not entered, and the
default state is the end of the process. The approval information in the details is no longer displayed.

B. Initiating an application

When the status is initiating an application, it means that no approver has performed the approval
yet, and all approvers who need to complete the flow will be displayed.

Pending
5-L.20180416161522 Direct Leader Node Jerry(2) 2018-D4-16 16:15:22
Approval(Z);
Leave 5-L20180416161522 GM Note Leo(1)
Leave 5-L20180416161522 HRS Note Tom({8)

Close

C. Rejected

As long as the approver chooses not to pass the flow, the flow interruption will not continue and the
status will be rejected.

5-L20180416161522 Direct Leader Node Jerry(2) Not Passed(2); 2018-04-16 17:20:50
Leave 5-L.20180416161522 GM MNote Leo(1)
Leave 5-L20180416161522 HRS Mote Tom{3)

Close
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D. Pending

When there is a node status of “Pending Approval” in the flow, the process status is the flow.

Leave 5-L20150416163250 Direct Leader Node Jerry(2) Passed(2); 2018-04-16 17:23:22
Pending
Leave 5-L20180416163250 GM Note Leo(1) 2018-D4-16 17:23:22
Approval(1);
Leave 5-L20180416163250 HRS Note TomiB)
e Export

It supports exporting data. You can export data in Excel, PDF, CSV file format.

The File Type EXCEL File A
Export Mode (e All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 : Strip, is derived : 100 , Data
[ ok
p) = | 5 I c L D | E \ = \ 5 | I
1 My Application
Application Applicanticn Application i : Application/Appr | Flow Overall
7 Number Persennel ID | Personnel Hame Excaption Tize Crnstnr Conaty: Tine ove Time Status
10- 2018-04-08 2018-04-08 )
5 | L201804081820 10 i Laave s 18:20:01 18:20:01 EXCapHon
g.
; 2018-04-09 2018-04-08 :
. OTEU: 18;?; 0916 9 Tastl Overtime 9 16:11:30 18-20-58 Exception
9. ‘ ) 2015-04-09 2018-04-09 )
« £201804081610 s Testt AdjustiShit 4 16:10:25 18:21:00 Fxcdgtion
g- Appended 2018-04-09 2018-04-02 .
& 5201804081810 2 Taad Receipt 2 16:10:07 18:10:07 Exeaplon
10- Appended 2018-04-09 2018-0409 )
7 5201804091600 i et Recsipt W 16:00:55 16:00:55 Rk o
10- Appended 2018-04-09 2018-04-03 ;
& |S2071804091538 10 Tosi? Receipt 10 15:28:22 15:58:22 Bxcepion
1- ; -~ Adjust and 1 2018-04-08 2016-04-09 —
s A201804081512 Append 15:12:38 15:50-45 1
1 ‘ : 201680409 20180408 :
10 C2018040€1512 1 sk gl 1 15:12:24 15:50:47 Pjected
o
‘ 2018-04-09 2016-04-09 .
OT2018040915 1 abe Ovartime 1 15-11-18 16,2539 Rejected
< My Applisatian 20150417095328 s |

5.6.4 My Approval

The “My ‘Approval” interface shows the approval report that need to be operated. It supports queries
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and requires approval when the user is set up as an approval node. The operation can be either

passed or rejected.

Applicantion Personnel 1D l:l Approver ID I:E :TWE

The current query conditions: None

(T Refresh  [# Export

& Approval Mumber Applicantio Application
Personnel  Personnel
1D Name

[ ] 9-0T20180409161130 a Test1

] 9-C20180409161025 a Test1

[ 1-A20180409151236 1 abc

[ 1-C20180409151224 1 abc

(] 1-0T20180409151118 1 abc

] 1-0T20180409151113 1 abc

Exception

Type 1D
Overtime 10
Adjust Shit 10

Adjust and Ap 3

AdustShit 3

Overime 3

Overtime 3

Approver

Approver
Name

Test2
Test2

abc

Create Time

2018-04-00 16:11:30
2018-04-08 16:10:25
2018-04-00 15:12:36
2018-04-00 15:12:24
2018-04-09 15:11:18

2018-04-00 15:11:13

Current Node Status

Application/Approve
Time

2018-04-08 16:11:30
2018-04-08 18:10:25
2018-04-08 15:50:45
2018-04-08 15:50:47
2018-04-09 15:45:32

2018-04-00 15:45:20

-]

Curren
MNode
Status

Pending) Passed Rejected

Pending) Passed Rejected

Operations

Mot Pas:

Mot Pas:

Mot Pas:

Passed

e Operation

Click either ‘Passed’, or ‘Rejected under the operation bar as required If you pass, then the node
approval will go to the next approver (if any) in the flow.

Whether to approve?

Whether to reject the approval?

|
“

e View details

Click on the "Exception Type" of each approval record to see or modify the details.

Applicantion Personnel ID l:l Approver ID 2

The current query conditions: None
(> Refresh [ ¥ Export

] Approval Mumber Applicantio  Applicatiof

Personnel  Personnel|
D Name

[]  9-0T20180409161130 a Test1

] 9-C20180409161025 a Test1

(] 1-A20180409151236 1 abc

] 1-C20180409151224 1 abc

] 1-0T20180409151118 1 abc

] 1-0T20180409151113 1 abc

Exception
Type D
Overlime 10
Adjust Shift - |10
Adjust and Apj3
Adjust Shift |3

Overtime 3

Overtime 3

Approver

Approver
Name

Test2

Test2

Create Time

2018-04-00 16:11.30
2018-04-00 16:10:25
2018-04-09 15:12:36
2018-04-09 15:12:24
2018-04-00 15:11:18

2018-04-00 15:11:13

Current Node Status

Application/Approve
Time

2018-04-08 16:11:30
2018-04-00 16:10:25
2018-04-09 15:50:45
2018-04-08 15:50:47
2018-04-00 15:45:32

2018-04-00 15:45:20

-]

Curren’  Cperations

MNode
Status

Pending Passed Rejected

Pending Passed Rejected

Mot Pas:

Not Pas:

Not Pas:

Passed
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Adjust Type | Adjust the personal shif

|
Personnel ID* |F |
First Name Testd |
Department Narr_le | General |
Adjust Date® |2018-{I4—10 | Criginal Schedule Name Test (2018-04-06) b
Remark

Close:

When the exception type is [leave], you can view the photo of the leave.

Leave Type* Annual Leave {L5_} T Leave Requisition Photo Leave Requisition Photo

Personnel ID* 3 First Mame™ |'a_t:@
Start Time* 2018-04-06 17:43:13

|

End Time* 2018-04-06 17:43:13

Remark

|

e Export

You can export data in Excel, PDF, CSV file format.

The File Type EXCEL File r

Export Mode (® All data (Can export up to 40000 data)
) Select the amount of data to export (Can export up to 40000 data_)
From the article : 1 iSf.npls derived 100 | Data
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4 A B | c | D | E | F G | H
’ My Approval |
Approval Applicantion Application Exception [Approver| Approver Create Time Application/Appr | Current Node
2 Number Personnel ID | Personnel Name Type 1D Name ove Time Status
9-
0T201804081 9 Test1 QOvertime 10 Test2 201_8-0f1-09 201_8-0f1-09 Passed
16:11:30 18:20:58
3 61130
9- . . 2018-04-09 2018-04-09
+ |C20180409161 o Testt Adjust Shift | 10 Test2 16:10:25 18:21:00 Passed
1- Adjust and 2018-04-09 2018-04-09
5 |A20180409151 ! abe Append 3 abe 15:12:36 15:50:45 Not Passed
1- . . 2018-04-09 2018-04-09
5 |C20180409151 ! abe Adjust Shift | 3 abe 15:12:24 15:50:47 Not Passed
1-
0T201804091 1 abc Overtime 3 abc 201?'”?'09 20"_3'0f"°9 Not Passed
15:11:18 15:45:32
7 51118
1-
0T201804091 1 abc Overtime 3 abc 2018-04-09 2018-04-08 Passed
15:11:13 15:45:29
8 51113
a | | | | | | |

5.7 Calculate Report

5.7.1 Manual Calculate

Totsl Froprass

The fitration condtian @ resdy|

Iniba izt of hase data campl=tel

Init 3 iz aton of ssceptan dats sompErsl
The s2rond anahysis has compl=ied 1005

1. Select
Department(s)

T Wit Wl Ciese 00 5 Secondi). elll‘?[?l"lll'l Closes

Attendance calculation can be done by selecting the department on the left department hierarchy
or by selecting the right person. If both are selected, they are overwritten. After selecting the
personnel click attendance calculation, a confirmation box will pop-up.
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Toba! Proqress

Tha Temporary Sehacule es s ioed! -

Tha Pereonnad 3<neduls Ras NREIDed.

Tha Group Schedue has initiaized

The Decamient Schaoule nFs NlAZec

The seeond analysis kas completed 705

The serord amalysis has comalelad. 1005 B
The seeend analyks ks comaleteg 1055

The:wing o' Wil chess after £ sarondi{sl.

5.7.2 Transaction

Attendance records of all employees will be displayed on this interface, including the attendance
record of uploaded attendance transactions. The record of the normal punch on the device will be
uploaded to the software as the original record. When a particular data is selected, the details will be
displayed on the right side of the page.

Welcoume: admm (E) I'E_J [E:' ';’T_," \'LI_I
Authorteed Compamy: 14
T 2017-12-29 000000 |TD| 20180329 735358 |Per5unnellri
The cumrent query conditions: Time Fram (207712 288000 00) To 20118637 2360 500
Easi: inforreln mE (5 Rt [# [mpart attendancs recond ¥0m ancess contol morls Attendance Datails
Shift A4 7 General{#466) ANETANCE FRE

I Perseringl First Lest Hame Depanimen Daparmen Device Sz
4 [« Marketing Cepartment(d) [{H] Mame Humbier Bame Humiar
[ nighksioy

4 = Developmenl Beparimant[50)
= [ o)
[Bl Fxveption )
= | Fancial Degammentd)
L rrrtg}
[ solibraqd)
7 Cama-tesii)
7 Hulel(D}

p==: L] Guowal 48727000071

[N |

1

1 =110 ] ABT2ITA00011
1 EZgoa 4TAraan0ait
i

T gaa Pl eI

Parsonnal I 1
Firet Nams SEEGRRTI

TE4LH AATRATIA000° . meﬂ Benad

ﬁ Calculate Report
E=r= ) 4EF217 3900011

El W E

5 [

AgraIrFeoum I alendence Dale G023 112444
Device Sensl
35154700001 Wl 8T 1TZ000011

3208154700001

ZRORIAAT00001

Disily Repmil ODGEHI0056103000 Arsa
CNGRIO0EA103000 Ares

ONGETIO06E 103000 Area._

I
¢ 4 1-50 » »1 B0 rovs por page SumpTe 1 A Fege

e Import Attendance record

The attendance time records can be imported into attendance records through this function. Select
the start time and end time to import, check the attendance point list and click OK.
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Start Time |2017-12-07 DO:00:00

End Time -201?'-—12'-13? 23:50:00

Attendance Point List Please select the attiendan

Attendance point list: Only the device which is set in Attendance Point under [Basic information]
[Attendance point], will be listed here.

st QO

The current query conditions: None
Alternative Selected(D)

= Aftendance Point Name  Device Name = Aftendance Point Name  Device Name

¢« ¢ 0 » 3| G0rowsperpage v TotalofOrecords

T

e Export

It will export the attendance record data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.
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Export

The File Type EXCEL File T
xport Mode # All data (Can export up to 40000 data)
Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
ZKTECO
Transactions
Department Device Seral Attend
Personmel 1D First Name Last Name bt Department Mame eC Aftendance Area :1nc:e Data Sources
MNurnber MNurnber Diatetime
5 Glori Liu 3 Marketing 30100501505 o T 2047-12-15 18:33: Arccess :..DI'Ier|
Department 13 Device
5 Glori Liu 2 Marketing 2040050199 Area Name 2017-12-15 18:33: Access {_C:unlrol
Department 14 Device
2017-12-15 18:33: Access Control
204 Shemy Yang hatel Hotal 20100501899 Area Name ! SN
16 Device
7 Jacky Xiang 1 General 20100501909 Area Name R == Gortrd
20 Device
2017-12-15 16:33: Access Control
7 Jacky Xiang 1 General 20100501500 Area Name > EaeRin
21 Device
D L =12~ -33: Ci
3 Lilian Mei 3 levelopment 20100501883 o Ty 2017-12-15 18:33; Arccess : ontrol
Department 23 Device
1 Jemy Wang 1 General 20100501802 AreaMame | ZM7-12-1518:33: | Access Controd
ar Device
-12-15 18:32: Agoe
1 Jamy Wang 1 General 20100501909 Arza Mame CoRE g o €._‘.nntn:u|
29 Devica
= 2017-12-15 18:33: Access Control
1 Jamy Wang 1 General 20100501909 Araa Name 24 Deniice
Dawvel t 2017-12-15 168:33: Access Control
2 Lucky Tan 3 e it 30100501509 Area Name > SR
Department 42 Device
o ¥ -12- 233 <
5 Lucky T 3 ‘evelopment 20100501902 oy 20M7-12-15 18:33: ACoEss : ntrol
Department 43 Device
5 Lucky T 3 -..emelnpmen_t 20100501809 P 2017-12-15 18:23: ACCE55 ?untr\:\l
Department 51 Device
Dravel t 2047-12-15 18:33: Arncess Control
2 Lucky Tan 3 e 20100501800 Area Name : ek
Departrnent 59 Device
Dewvel rent 2017-12-15 16:34: Access Control
3 Luchy Tan 3 spidals bk 20100501809 Area Mame ! ! i
Department 0[] Device
17-12-15 18:34: Agce
1 Jemy Wang 1 General 20100501909 Area Mame M % {.:untml
03 Device
1 Jermry Wang 1 General 20100501905 Area Mame AT 1540342 | - fweess= Control
04 Device
2017-12-15 18:34: Access Control
1 Jemy Wang 1 General 20100501809 Area Name Fe o
05 Device
1 Jemy Wang 1 General 20100501905 Area Name 2017-12-15 168:34: Access Control

Created on: 2097-12-15 18:38:17

Craated from ZXEloSarursy cotwars. Al nghts recsnved.

The table shows personnel’s daily attendance status, punch time, the early leaving time, the latest

time, the detailed punch time during the selected period.
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wecome e (3) (5 () @) ()
Authorized Comprany: 11

TS From 201 7-12-33 0006000 o 20100329 ZH55H |Persunneliri

The cument query conditions: Time Fram (20171228 8000 00 To 201156330 2350 50
ezl = (5 Remmon [# Eipan
=

4 £ GenerahH956) Petscnal  FIt  LetName Depsrimen Despermen. ReoreDate Record  Earies: | Latest  PunchTime
i [« Marketing Cepartment(i) [I¥] Mame Humbe| Mame Tams. Timg Time

Basic Information

[ rghkz(0) Goneral 20120103 090535 0RCA3E  DO0038
4 =2 Devslopmenl Depariment(50)
[ mmsn)
| Financial Dapamnenid)
L mrrtg}
[ solibraqd)
7 Cama-tesii]
7 Hutsl(D)

Gonoral - 30130201 1EE22 1027 124022

i

Genesal 2016-02-08 15514 158914 1553104

Geneal Fola-02-09 05 0% 27 180a 48 030827 14,05 0F 18 OB 4

Geacml 2e-03-22 ESSD3 AREZ0E 1E5203

Cenamal ZONE-0323 AXOFSd 1UZeAd VTDRSS VLTS MU1TdE

E o

Corazan Zengal 201E-02-05 1EIES3 TEALSI 1E10:53

Diega caenzal Z0-02-0G A AR 18105

125 0000 IEEEIE  1L0BBY 10102 14,043

30500 I HZEe 120

HE-01-30 TEGEDE 1BS20 145404 14 55 20

Monthly Datail Reporl 2AE-01-16 040 170408 170400

20180201 04100 104203 104100 1042 03
Woniity Statish el Repoil !
“ smenie s Jemm Tamre arimean

Dlapartman F 14 4 1-21 5 3| Gbrewsperpage - JumpTe 1 # Fsqe  Tolal of 21 racords

e Export

It will export the daily attendance record data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.

The File Type EXCEL File
Export Mode: (@) All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Sirip, is derived 100 Data

N T

ZKBioSecurity 3.1.5.0 or above Page |178



ZKTECO
Ciaily Attendance
i Department
Personnel 1D First Name Last Name M Department Name Record Date Record Times. Eariest Time Latest Time Punch Tima
16:33:27;16:33:28;
8:34:03:
16:34:04,16:34:05;
1 Jderry Wang 1 General 20M7-12-15 35 18:33:27 18:28:38
2 Lucky Tan 3 Development 2017-12-18 28 18:33:42 18:28:58
Department
2040 Sherry Yang haotel Hotel 201712415 17 18:33:18 18:28:23
Cremmd on: 2047-12-15 183831
Creaied from ZKEQSecurty sofware. Al rights resenved. )

Leave Summary

The report summarizes the valid time for all valid leave records, leave type, within the selected date
range. Select the time range from which you want to view the leave record.

Dovce ( Time From | 2017-00-07 0800 00 Ta 20174207 28:60.00 Fersormsi 1D Q&

The current guery conditions: Time Fromu@07-09-07 D2.00.00) Toa2Di7-12-07 22.50.20)

Baxic Informabon

izl £ % Remesn | Export
Shil ol | [ Gen=ralll) Persornel Fist  Lat  Depermen Depariment | Cavwsllesve Mamags  Mstemity  Sickleave  Annual Leave Eers
[ Marketing Dapartmant{1) [u] Mame Hamne RaFnBer Name Lezwe Leave Ledan
el udulo L Bevelopment Department(0p E A ane e 4 FnanaialDeparn 2 i 0 o 0 3

|| Fnanrial Dapartment(1)
7] Hot=i(1)
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Sart Time
Sick Lesave 20780208 1339 .82 2016-02-091339:00

Click on
leave type
applied

Click on the leave type number as shown above, a pop-up window shows the person within the
search time frame, leave details of the type, including personnel number, name of person, type of
leave, leave start time, leave end time.

e Export

It will export the leave summary data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount
which supports up to 40,000 records.

The File Type |[EXCEL File

Export Mode (@) All data (Can export up to 40000 data)

() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, isderived 100 Data
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ZKTECOD

Leave Summary

Personmel 10

First Mame

Department

Last Mame
MNumber

Department Mame

Leave Type
Statistics

Jemy

Wang 1

General

Casual Leave(1)
Mamiage Leave(d)
Matemnity Leave()

Sick Leave{d)
Annual Leave(D)
Bereavement
Leave()
Breastfeeding
Leawve(D) Custom
K]

Necal

Marketing
Department

Casual Leave()
Marriage Leave(d)
Matemity Leave(O)

Sick Leawe(0)
Annual Leave(1)
Bereavement
Leave(d)
Breasffeeding
Leawve(0) Custom

(1)}

Lilian

Mei 3

Development
Department

Casual Leave(D)
Marriage Leawve(d)
Matemity Leave(O)

Sick Leawve(0)
Annual Leave(D)
Bereavement
Leave(d)
Breastfeeding
Leawve(1) Custom

(o)

Lea

Hou 4

Fimancizl
Department

Casual Leave(D)
Marriage Leave(1)
Matemnity Leave(d)

Sick Leave()

Annual Leave(D}

Creafed on: 2097-12-15 18:39:22

Creafed from ZKBloZSeoarty sotware. Al rights resarved. 12

This function is used to get the daily report within the specified range of date and time attendance
details of personnel, including attendance, late arrival, early leaving, overtime and so on.
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iy = e G 3 (h
€3] ; = eicome somin () () (2) (8) (1)
[} Dewce 3 TimeFrom  207-0B0F OROOOD | To 20471207 334859 | Pefmonnelin Q&
The curmeat query Condittons: Tirme Frome(2007-05-07 0000y 1aa2017-912-07 23:5959)
sk |ndormabion (4
2 |E (% Rereah [ 4 Export
Shil 41z tenermhl) L1 Persannel Last Cepartment Atiendance W Shift Information PunchTims  Attendanceiminute)
[ Marketing Departmeni 1y Hame Date
Parsol Flal Memin Mame Numt  Mame o T Show Acte Vil
7 Dsvelopment Deparimant() I Namg Tina
_MD Frnds Devatmard ) B ) shet fyral s Markstng O 2017-02-05 Qe 4 Eample  09:00-1E-00 ¥ 0 a
Y Hezl[1}
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Export

It will export the Daily report data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount
which supports up to 40,000 records.

The File Type [EXCEL File [v]
Export Mode (@) All data (Can export up to 40000 data)

(" Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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Monthly Detail Report

This function will automatically give the report for a selected month on a daily basis. The report
includes attendance status and characters, and summarizes the actual attendance time, absence,
leave, business trips and outings in the month.

ZKBioSecurity 3.1.5.0 or above Page |182



[E]] Devica Statislics of Menlr | 2013-03 Persennel ID | Q. @
The ument query condditions: Slafisbics of Monih 2015-03)
Eas(c [nformaty
23/C Infarmnaban m E I? e L’I Eiron
4 E2 Generah3956) I Peza Fe Last Coger Déparimen 4 2 3 4 5 &6 7§ 8 10 M 12 13 M 15 % &7
i [« Marketing Cepartment(i) [I¥] Mama Harmg Mumb: Hame Fr B3 Su Me Tu Wo Th Fr 5z Su Me Tu We Th Fr Ba
[0 jighkgio) 10000 GEFRE ol T ME MR M3 WS MS HE N3 NS NS MR NS M N3 M HNS HS N*
Dsval I Caparimant (50
‘E‘JWB:.:[:ETE“ opari(E) 6546 Kilsmy Graam - odl T MNE ME NS WS ME WS NS HS NS NS N& NS ME Resl Rest Resl A
Excaplis i B |
xeeplian [ Fhancial Degsrment) 95t GoeEs o T NS NS NS NS MS HE NS NS NS NS NG NS NS NS NS NS N
0 ot} O ansr  aaiFe (TR ¢ M5 NS NS NE MS HS M5 NS MS NS N5 NS NS HE NS HS N
ﬁ Caleulate Repost
[ solibreioy T 9951 HEEEGAe 0T NS NS NS HS MS HSE NS NS NS NS NS NS NS HS NS NS N
7 Cama-tesii] -
Caladatre T AL HHHOD o011 18 M3 NS NS NS MS NS NS NS NI M3 NI NI NS NS NS NS N
7 Hutsl(D)
O 9985 FEeOme mor NS NI NS NS MS NS NS NI NI NS NS NS NS NS NS NS N
QB ISEEITY Ll I N3 M3 NI ND M N2 NI RO NI N3 N3 NI NI NS MNS RS N
aos7 SEEg LT | NS ME NS NS MZ HE NS HE NS M8 NI M N NS NS NS N
[ ODAE  freiEe o1 I ME ME NE ME ME MWE HS HE NS ME MNE NI ME ME M5 RS N
L 90sa gtedial o 0T NS NS NS NS MS WS NS NS NS NS NS NS NS NS NS NS N
9050 g TEG ail 18 NG NG NS KS MS HS NS NS ME NG NG NS NS HS NS NS N
i RS e e
Crppcteanial + ¥ lata = Ealr = Abseai:o Mo Checha [ No Cleckgul 7 Faave : 0 Ovardwos = = Adws! Rest 2= Apoand Allandanca
¢ 1-50 5 51 50w per page Jump Te 1 A20t Pags  Total of 10011 recores

The attendance status is displayed as per following priority at the bottom of the interface:

I Expectedidctual » + Late := Eanly r = Absent :o No Check-in :[ No Check-out :] Leave : {1 COwerime :+ Adust Rest : o Append Affendance l

Export

It will export the Monthly Detail Report data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.

Export

{®) All data (Can export up to 40000 data)

The File Type EXCEL File
Export Mode

() Select the amount of data to export (Can export up to 40000 data)
Data

From the article 1 Strip, is derived 100
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Monthly Statistical Report

This function will give details for a selected month. The details include personnel attendance
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summary status and detailed information, including attendance, late, leaving early, etc.
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Export

It will export the Monthly Statistical Report data. Currently it can be exported either in three types of
file EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the
maximum amount which supports up to 40,000 records.

Export

The File Type EXCEL File
Export Mode (@ All data (Can export up to 40000 data)
() Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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Departmental Report

Select the date to get the detail record of all departments. Details include, details of all personnel in
the department, attendance, late, leaving early, d so on.
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Export

It will export the Departmental Report data. Currently it can be exported either in three types of file
EXCEL / PDF / CSV. You can also choose the amount of data to be exported or select the maximum
amount which supports up to 40,000 records.

The File Type [EXCEL File v
Export Mode (@) All data (Can export up to 40000 data)

(3 Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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Annual Report

This function will give details for a selected Year. The details include personnel attendance summary
status and detailed information, including attendance, late, leaving early, etc.

ZKBioSecurity 3.1.5.0 or above Page |185



5]

Etatigties af Year | 2007 Persconel 10 | | o}

The cumrent auery conditions: Slafiskos of Year (2017)

=l =i (% Remean [ eupon
4 @ Generak1) I Persenna o Lata(Tmaen Eamy(Timaizn
| tarketing Department(1]
-~ Persar First Last Mumbr Name Jheuld | Achial Vaid Shant Kesu Serou Tolal  Siebt Medu Senou Tolal
|_. Development Depafimant(T) D Mama Harme
T Fi | Departmeni(l
L et Dt O 1 e we 4  FraweDelEd D0 99 ¢ & 0 & 4 0 ¢ @
" Humel(1)
s 2 aocl el 2 Marketing & 150 on 0o i} L) il ] 0 n i o
»
14 4 1-2Z 3 31 GSdwwsporpage = JUmpTe 1 i Fage  Total of 2recores

Export

It will export the Annual Report data. Currently it can be exported either in three types of file EXCEL /
PDF / CSV. You can also choose the amount of data to be exported or select the maximum amount

which supports up to 40,000 records.

Expert
The File Type [EXCEL File [v]
Export Mode (@) All data (Can export up to 40000 data)

(" Select the amount of data to export (Can export up to 40000 data)
From the article 1 Strip, is derived 100 Data
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Homepage Panel

Workaholic

It will display the personnel with the highest actual working hour for the last week or month.
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5.8.2 Today's Attendance Segmented Statistics

Today's Attendance Segmented Statistics

[ ¢}
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Statistics is based on this formula; (The number of punch in each time period) / (the total number of
punch from 0:00 - current time) X 100%.

The time period is divided into [00: 00 ~ 08: 00, 08: 00 ~ 12: 00, 12: 00 ~ 14 : 00, 14:00 - 18:00, 18:00 ~
23:59].

5.8.3 Today's attendance

It displays the status of today's attendance in a pie chart style
Actual Personnel number are the personnel who has checked in.
Not Arrived are the personnel who has not checked in.

The total number of personnel is Actual Personnel number plus Not arrived.

ZKBioSecurity 3.1.5.0 or above Page |187



@]

Today's Attendance

0
Actual Personnel Number

4
Mot Arrived

5.8.4 Abnormal Statistics (this month)

Abnormal Statistics (this month) =

4

]

2

1

0

Late Early Leave Trip Cut Absent

Abnormal Statistics (this month) includes statistics from 1st of present month to the current date. It
will display six unusual circumstances Late, Early, Leave, Trip, Out, and Absent.
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6. Elevator

The following is the manual of online elevator control. If you are using offline elevator control, please
refer to Offline Elevator Control Manual.

The Elevator Control System is mainly used to set device parameters (such as the swiping interval for
taking elevators and elevator key drive duration), manage personnel's rights to floors and elevator
control time, and supervise elevator control events. You can set registered users' rights to floors. Only
authorized users can reach certain floors within a period of time after being authenticated.

6.1 Elevator Device

6.1.1 Device

There are two ways to add Elevator Devices.
® Add Device manually

(1) Click [Elevator Device] > [Device] > [New] on the Action Menu, the following interface will be
shown:

RS485 communication mode

TCP/ IP communication mode

et ] o [
Communication Type® @ TCPRIP (I R3435 Communication Type® ) TCRIP (@) RS485

IP Addrass® | i ] Serial Part Number®

Carmunication pert” @ RS435 Address”

Communicstion Pessword |:l RS485 Address Code

Murnber of expansionboard |0 Figurs

Each expansion board relay 18

number Baurd Rate®

Ares® Communicstion Password |

Clesr Data in the Device O Number of expansionboard |0
when Adding Each expansion board ralay 18
be
A\ [Ciesr Dsta in the Devics whan Adding] will dalete dats in the davies i
(except event record), plesse use with caution! Ares"
Clear Data in the Deviee O
whan Adding

A\ [Clesr Data in the Device when Adding] will delete data in the device
(exept event record). please use with caution!

oocmeron | ox§ corcor

ovvosnsrow §—ox § Coeor |

[P Address: Enter the IP Address of the elevator device.
Communication port: The default is 4370.
Serial Port No.: COM1~COM254.

R5485 Address: The machine number, range 1-255. When Serial Port No. is same, it is not allowed to
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set repeated RS485 addresses.
: Same as the baud rate of the device. The default is 38400.

: Display the code figure of RS485 address.

Any character, up to a combination of 20 characters.

: The max length is 6 with numbers or letters. The initialized device's
communication password is blank.

#Note: You do not need to input this field if it is a new factory device or just after the initialization.
: The expansion board number of elevator device controlling.
: Each expansion board has 16 relays.

: Specify areas of devices. After Area Setting, devices (doors) can be filtered by area upon
Real-Time Monitoring.

: Tick this option, after adding device, the system will clear all
data in the device (except the event logs). If you add the device just for demonstration or testing,
there is no need to tick it.

sincludes serial number, device type, firmware version number,
auxiliary input quantity, auxiliary output quantity, door quantity, device fingerprint version, and
reader quantity etc.

(2) After editing, click [OK], and the system will start to connect the current device.
If successfully connected, it will read the corresponding extended parameters of the device and save.

#Note: When deleting a new device, the software will clear all user information, time zones,
holidays, and elevator access levels settings from the device, except the events record (unless the
information in the device is unusable, or it is recommended not to delete the device in used to avoid
loss of information).

TCP/ IP Communication Requirements

Support and enable TCP/ IP communication, directly connect device to the PC or connect to the
local network, query IP address and other information of the device;

RS485 Communication Requirements

Support and enable R5485 communication, connect device to PC by R5485, query the serial port
number, RS485 machine number, baud rate and other information of the device.

2. Add Device by Searching Elevator Controllers
Search the elevator device in the Ethernet.

(1) Click [Elevator Device] > [Device] > [Search Device], to show the Search interface.

ZKBioSecurity 3.1.5.0 or above Page |190



(2) Click [Search], and it will prompt [searching...... ].

(3) After searching, the list and total number of elevator devices will be displayed.

Search Device
Mo device found? Downlead Search Tools to Loeal Disk
Total Progress
IF Address Device Type Serial Mumber
IP Address MALC Address Subnet Mask Gatewsy Address Serial Mumber Device Type  Set Server Operations

#sNote: Here we use UDP broadcast mode to search elevator devices, this mode cannot perform
cross-Router function. IP address can be cross-net segment, but must belong to the same subnet,
and needs to be configured the gateway and IP address in the same net segment.

(4) Click [Add Device] behind the device, and a dialog box will pop up. Enter self-defined device
name, and click [OK] to complete device adding.

(5) The default IP address of the elevator device may conflict with the IP of a device on the Local
network. You can modify its IP address: Click [Modify IP Address] behind the device and a dialog box
will open. Enter the new IP address and other parameters (Note: Configure the gateway and IP
address in the same net segment).

#sNote: The system cannot add Elevator Devices automatically.

Each elevator device has a reader, the reader information can be set.

Click [Elevator Device] > [Reader], select a reader name in the reader list:
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Device Name® 192.168.1.53

Name' 192,168 1.53-Reader ‘

Operate Interval” 2 | second(0-
254) '

Verification Mode" Cardor Fingerprint ¥

The above Settings are _ ,:'

Copied to .I

Fields are as follows:
Device Name: Itis not editable.
Name: The default format is “Device Name - Reader”, it is editable within 30 characters.

Operate Interval: The interval between two verifications. The default value is 2 seconds, the range is
0~254 seconds.

Verification Mode: The default setting is “Card or Fingerprint”. The Wiegand reader supports "Only
Card”, "Only Password”, “Card or Password”, “Card and Password”, “Card or Fingerprint”. The R5485
reader supports “Card or Fingerprint”. Make sure the reader has a keyboard when the verification
mode is “Card and Password”.

The above Settings are Copied to:
All Readers of All Devices: Apply the above settings to all readers within the current user’s level.

Click [OK] to save and exit.

6.1.3 Floor

Click [Elevator Device] > [Floor], select a floor name in the list to click [Edit]:
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Edit

Device Name 192.168:1.53

Floor Mumber 1

Floor Name” 192.168.1.53-1

Floor Active Time Zone® 24-Hour Accessible v

Floor Passage Mode v

Time Zone

Butten Open Duration’ 5 second(0-
254

The above Settings are - v

Copied to

-1t is not editable.
: The system automatically numbered according to the number of relays.
: The default setting is “Device Name- Floor Number”; it is editable within 30 characters.

: The default setting is Null. The Floor
Active Time Zones that are initialized or newly added by users will be displayed here so that users
can select a period. When editing a floor, the Floor Active Time Zone must be specified. The key for
closing the related floor can be released continuously only after the effective periods of this floor are
specified. Floor Passage Mode Time Zone takes effect only within the floor effective period. It is
recommended that the floor continuous release period be included in the floor effective period.

-Itis used to control the time period to press floor button after verification.
The default value is 5 seconds; the range is 0~254 seconds.

- Including below two options.

: To apply the above settings to all floors of the current elevator
device.

: To apply the above settings to all floors within the current user’s level.

It is mainly used to connect to devices, such as the infrared sensor or smog sensor.
1. Click [Elevator Device] > [Auxiliary Input] on the Action Menu, enter into the following page:

2. Click [Edit] to modify the parameters:
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Device Mame® 192.168.214.66

Mumber® ]

Mame* ‘ﬁuxiliar}r Input-9

Printed Name® ‘ ING

Remark

Cancel

Fields are as follows:
Name: You can customize the name according to your preference.
Printed Name: The printing name in the hardware, for example IN9,

3. Click [Edit] to modify the name and remark. Others are not allowed to edit here.

6.1.5 Event Type

Display the event types of the elevator devices. Click [Elevator Device] > [Event], the following page
is displayed:
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(' Refresh

Event Name Event No. Event Level Device Name Serial Mo.
Mormal Punch Open 0 MNormal 192 168.90.235 0013130700074
Punch during Passage Made Time Zone 1 Mormal 192.168.90.235 0013130700074
Open during Passage Mode Time Zone 5 MNormal 192.168.90.235 0013130700074
Remote Release 8 MNormal 192.168.90.235 0013130700074
Remote Locking 9 Mormal 192.168.90.235 0013130700074
Disable Intraday Passage Mode Time Zone 10 Mormal 192.168.90.235 0013130700074
Enable Intraday Passage Mode Time Zone " Mormal 192.168.90.235 0013130700074
Mormal Fingerprint Open 14 Mormal 192.168.90.235 0013130700074
Press Fingerprint during Passage Mode Time Zc 16 Mormal 192.168.90.235 0013130700074
Operate Interval too Short 20 Exception 192.168.90.235 0043130700074
Button Inactive Time Zone{Punch Card) 21 Exception 192.168.90.235 0013130700074
lllegal Time Zone 22 Exception 192.168.90.235 0013130700074
Access Denied 23 Exception 192.168.90.235 0013130700074
Disabled Card 27 Exception 192.168.90.235 0013130700074
Card Expired 29 Exception 192.168.90.235 0013130700074
Password Error 30 Exception 192.168.90.235 0013130700074
Press Fingerprint Interval too Short h| Exception 192.168.90.235 0013130700074

More details about Event Type, please refer to Elevator Event Type.

Device Monitoring

By default, it monitors all devices within the current user’s level, click [Elevator Device] > [Device
Monitoring], and lists the operation information of devices: Device Name, Serial No., Area, Operation
Status, current status, commands List, and Related Operation.

Area Status | ——— |Z| Device Name Serial Number ®
E Export
Device Name Serial Number Area Operation Status Current Status Commands List  Recently The Abnormal  Operations
State
192.168.214.66 0013130700074 Area Nameaa Get real-time event Mormal 0 Mone Clear Command View Command

You can clear command as required. Click [Clear Command] behind the corresponding device:

Prompt

Are you sure to clear command queues?
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Click [OK] to clear.
= Notes:

(1) After the Clear Command is executed, you can perform the Synchronize All Data to Devices
operation on the device list to re-synchronize data in the software to the device, but this operation
cannot be performed when the user capacity and fingerprint capacity are fully consumed on the
device. Once the capacity is insufficient, you can replace the current device with a large-capacity one,
or delete the right of some personnel to access this device, and then perform the Synchronize All
Data to Devices operation.

(2) Operate State is the content of communications equipment of current device, mainly used for
debugging.

(3) The number of commands to be performed is greater than 0, indicating that data is not
synchronized to the device, just wait.

Click [Elevator Device] > [Real-Time Monitoring], real-time monitor the status and real-time events of
elevator controllers in the system, including normal events and abnormal events (including alarm
events). Real-Time Monitoring interface is shown as follows:

Area) Device Name Remotely Release the Button Remotely Lock the Button

Time Area Device Name Event Point Event Description Card Number ~ Person Reader Name Verification Mode

Name

2017-02-10 16:11:12  Area Mame: 192.168.214.66(00131 192.168.214.66-2 Remote Release Other

2017-02-10 16:11:12  Area Mame: 192168 214 66(00131 192.168.214.66-1 Remote Release Other

2017-02-10 16:11:01  Area Name: 192.168.214.66(00131 192.168.214.66-Rea Disabled Card 2338484 2829(xinxiao yan¢ 192.168.214.66-Read Card or Fingerprint
2017-02-10 16:10:47  Area Mame: 192.168.214.66(00131 192.168.214.66-Rea) Disabled Card 2338484 2828(xinxiao yanc 192:168.214.66-Read Card or Fingerprint
2017-02-10 16:10:44  Area Mame: 192,168.214.66(00131 192.168.214.66-Rea Disabled Card 2338484 2829(xinxiao yanc 192.168.214.66-Read Card or Fingerprint

Total Received:5 @Normal:2 & Exception:3 @Alarm:0 Clear Rows Data Event Description Play Audio [7/Show Photos

System automatically acquires monitored device event records (by default, display 200 records),
including normal and abnormal elevator control events (including alarm events). Normal events
appear in green, alarm events appear in red, other abnormal events appear in orange.

- All floors with elevator controller in the system is monitored by default, you can target
to monitor one or more floors by Area, Status, Device Name and Serial NO.
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Show Photos: If Real-Time Monitoring is involved in a person, the monitor displays the personal
photo (if no photo is registered, display default photo). The event name, time and name are
displayed.

2. Remotely Release Button

Click [Remotely Release Button]:

User Password” |

“Prompl%

For system secunty, please enter the user password for venfication to

proceed to next stepl

Input the user password (the system logging password), click [Next Step]:

4 | |2z AN
4 [ |77 192.168.1.53
|11 192.168.1.53-1
|1 192.168.1.53-2
| 1[0 192.168.1.53-3
[ 1[] 1921681534
[ 192.168.153-5
[ 192.168.1.53-6

| [ 192.168.1.53-7
| 1[] 192.168.1.53-8
| [ 192.168.1.53-9
[ 1[] 192.168.1.53-10
|~ [ 192.168:1.53-11
[ [ 192.168.1.53-12

A amnoannoa ra oan
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Select the floor, and click [Next Step]:

Remotely Release the Button

o Remote release: | | second(1-254)

Enable Intraday Passage Mode Time Zone

Sustained release button

. It determines whether the corresponding key to the selected floor can be pressed.
You can customize the key release duration (15s by default), or select Enable Intraday Passage Mode
Time Zone. You can also directly set the current status of the floor to continuously release. In this
case, the floor is not subject to restrictions of any periods, including Floor Active Time Zone, Floor
Passage Mode Time Zone, and Button Open Duration. That is, the floor will be continuously released
in 24 hours every day.

: To close a floor, you must first set Disable Intraday
Passage Mode Time Zone to prevent the case that the floor is opened because other continuous
open periods take effect. Then, you need to set to close the Remote Lock Button.

: The floor that is set to the continuously release state is not subject to
restrictions of any periods, that is, the floor will be continuously released in 24 hours every day. To
close the floor, you must select Disable Intraday Passage Mode Time Zone.

#sNote: If a failure message is always returned for the remote release key, check whether there are
too many currently disconnected devices on the device list. If yes, check the network connection.

Select the options, click [Complete] to finish enabling the button.

Click [Remotely Lock Button]:
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Input the user password (the system logging password), click [Next Step]:

User Password” |

Prompt
For system security, please enter the user password for verification to

proceed to next step!

4| B2 Al
4 [ |77 192.168.1.53
[ [] 192.168.1.53-1
1[0 192168.1.532
[ 1[ 192.168.1.53-3
[ 1[0 192.168.1.53-4
|1 [] 192.168.1.53.5
1[0 192.168.1.53-6

[ 1[0 192.168.1.53-7
[ 1 192.168.1.53-8
|1 [] 192.168.1.53.9
[ 1[0 192168.1.563-10
[ 1 192.168.1.53-11
1[0 192.168.1.53-12

I TH annann arn an

e e

Select the floor, and click [Next Step]:

ZKBioSecurity 3.1.5.0 or above

Page |199



e Remote Locking

) Disable Intraday Passage Mode Time Zone

Previous Step Complete

Fields are as follows:
Remote Locking: Lock the remotely released button.

zsNote: If a failure message is always returned for the remote lock key, check whether there are too
many currently disconnected devices on the device list. If yes, check the network connection.

Select the options, click [Complete] to finish enabling the button.

6.2 Elevator Rules

It can control buttons of a common elevator and implement unified management on people going
in or on access and exits of each floor through the elevator controller on the computer management
network. You can set the rights of registered personnel for operating floor buttons on the elevator.

6.2.1 Time Zones

1. Add Elevator Control Time Zone

(1) Click [Elevator] > [Time Zones] > [New] to enter the time zone setting interface:
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Tuesday : .00 oo oo o0 00 oo oo oo : o0
Wednesday : 1] oo oo o0 - oo oo - oo oo - 0o
Thursday

[==]
(=]

iy

Friday oo oo oo oo oo 0o oo oo oo oo oo oo
Saturday oo : o0 oo ;0o oo @ 00 o0 @ 0o oo @ 00 oo : 00
Sunday oo oo oo oo oo juli] 0o 0o oo oo oo oo
Holiday Type 1 oo : o0 oo ;00 oo @ 0o o0 @ 0o oo @ 00 oo : 00
Holiday Type 2 oo : 00 oo ;00 oo ;00 00 - 0o oo @ 0o oo : 00
Holiday Type 3 oo : 00 oo ;00 oo ;00 00 - 0o oo @ 0o oo : 00
Copy Monday's Setting to Others Weekdays: [

Covemanen | oc J carcer

The parameters are as follows:
Time Zone Name: Any character, up to a combination of 30 characters.

Remarks: Detailed description of the current time zone, including explanation of current time zone
and primary applications. The field is up to 50 characters.

Interval and Start/ End Time: One Elevator Control Time Zone includes 3 intervals for each day in a
week, and 3 intervals for each of the three Holidays. Set the Start and End Time of each interval.

Setting: If the interval is Normal Open, just enter 00:00-23:59 as the interval 1, and 00:00-00:00 as the
interval 2/3.If the interval is Normal Close: All are 00:00-00:00. If only using one interval, user just
needs to fill out the interval 1, and the interval 2/3 will use the default value. Similarly, when only
using the first two intervals, the third interval will use the default value. When using two or three
intervals, user needs to ensure two or three intervals have no time intersection, and the time shall
cross over to 2™ day, or the system will prompt error.

Holiday Type: Three holiday types are unrelated to the day of a week. If a date is set to a holiday type, the
three intervals of the holiday type will be used for access. The holiday type is optional. If the user does not
enter one, system will use the default value.

Copy on Monday: You can quickly copy the settings of Monday from Tuesday to Sunday.
(2) After setting, click [OK] to save, and it will display in the list.
2. Maintenance of Elevator Time Zones

Edit: Click the [Edit] button under operation to enter the edit interface. After editing, click [OK] to
save.

Delete: Click the [Delete] button under Related Operation, then click [OK] to delete, or click [Cancel]
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to cancel the operation. A time zone in use cannot be deleted. Or tick the check boxes before one or
more time zones in the list, and click the [Delete] button over the list, then click [OK] to delete, click
[Cancel] to cancel the operation.

Elevator Control Time of a holiday may differ from that of a weekday. The system provides elevator

control time setting for holidays. Elevator Holiday Management includes Add, Modify and Delete.

(1) Click [Elevator] > [Holidays] > [New] to enter edit interface:

New

Holiday Mame*

Holiday Type* Holiday Type 1 v
Start Date” 20150319

End Date” 20150319

Recurring No v

Remark

: Any character, up to a combination of 30 characters.

:Holiday Type 1/2/3, namely, a current holiday record belongs to the three holiday
types and each holiday type includes up to 32 holidays.

: The date format: 2010-1-1. Start Date cannot be later than End Date otherwise
system error will occur. The year of Start Date cannot be earlier than the current year, and the holiday
cannot span years.

- It means that a holiday whether to require modification in different years. The default is
No. For example, the Near Year's Day is on January 1 each year, and can be set as Yes. The Mother's
Day is on the second Sunday of each May; this date is not fixed and should be set as No.

For example, the date of Near Year's Day is set as January 1, 2010, and the holiday type is 1, then on
January 1, Access Time Control will not follow the time of Friday, but the Access Control Time of
Holiday Type 1.

(2) After editing, click [OK] button to save, and it will display in holiday list.

Click Holiday Name or [Edit] button under Operations to enter the edit interface. After modification,
click [OK] to save and quit.
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® Delete

In the access control holiday list, click [Delete] button under Operations. Click [OK] to delete, click
[Cancel] to cancel the operation. An Elevator Holiday in use cannot be deleted.

6.2.3 Elevator Levels

Elevator levels indicate that one or several selected doors can be opened by verification of a
combination of multi person within certain time zone. The combination of multi-person set in
Personnel Access Level option.

e Add

1. Click [Elevator] > [Access Levels] > [New] to enter the Add Levels editing interface:

Level Name* |

Time Zones* | 24-Hour Accessible

Arga® |Area Name

o o

2. Set each parameter: Level Name (unrepeatable), Time Zone and Area.

3. Click [OK], the system prompts "Add floors to the current elevator control level immediately”, click
[OK] to add floors, click [Cancel] to return the elevator levels list. The added level is displayed in the
list.

Add floors to the current elevator control level
immediately?
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Add Floor

Floor Number Floor Name
The current query conditions: None
Alternative Selected(0)
Floor Number Floor Name Floor Number Floor Name
1 192.168.1.53-1
2 192.168.1.53-2
3 192 168.1.53-3 >
4 192.168.1.534 -
5 192.168.1.53-5 s
<<
6 192.168.1.53-6
e 192.168.1.53-7
From 1To 50 p Bl 50 rows per page

#Note: Different floors of different elevator controllers can be selected and added to an elevator
level.

Add/Delete Personnel for Selected Levels:

1. Click [Elevator] > [Set By Levels] to enter the edit interface, Click an Elevator level in left list,
personnel having right of opening door in this access level will display on right list.

2. Inthe left list, click [Add Personnel] under Operations to pop-up the Add Personnel box; select
personnel (multiple) and click =~ ® to move it to the right selected list, then click [OK] to save
and complete.

3. (lick the level to view the personnel in the right list. Select personnel and click [Delete Personnel]
above the right list, then Click [OK] to delete.

Add selected personnel to selected elevator levels, or delete selected personnel from the elevator
levels.

Add/Delete levels for Selected Personnel:

(1) Click [Elevator] > [Elevator Levels] > [Set By Person], click employee to view the levels in the right
list.

(2) Click [Add to Levels] under Operations to pop-up the Add to Levels box, select Level (multiple)

and click = ® to move it to the right selected list; click [OK] to save and complete.
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(3) Select Level (multiple) in the right list, and click [Delete from levels] above the list, then click [OK]
to delete the selected levels.

Setting levels for Selected Personnel:

(1) Select a person in the list on the left and click [Elevator Control Setting]. The following page is
displayed:

(2) Set access control parameters and click [OK] to save the setting.

6.2.6 Set Access By Department

Add selected department to selected elevator levels, or delete selected department from the
elevator levels. The access of the staff in the department will be changed.

6.2.7 Global Linkage

The global linkage function enables you to configure data across devices. Only push devices support this
function.

e Add

1. Click [Elevator] > [Elevator] > [Global Linkage] > [New]:
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Linkags Mame® [ Apply to all personnel I~

Linkage Trigger Condibons®  Add Check All Clear All Input Point®  Add Check Al Clear All

Floor Add Check All Clear Al

M

Save and New

The fields are as follows:
Linkage Name: Set a linkage name.

Linkage Trigger Condition: Linkage Trigger Condition is the event type of selected device. Except
Linkage Event Triggered, Cancel Alarm, Enable/Disable Auxiliary Output, and Device Start, all events
could be trigger condition.

Input Point: Any, Door 1, Door 2, Door 3, Door 4, Auxiliary Input 1, Auxiliary Input 2, Auxiliary Input 3,
Auxiliary Input 4, Auxiliary Input 9, Auxiliary Input 10, Auxiliary Input 11, Auxiliary Input 12 (the
specific input point please refers to specific device parameters).

Output Point: Lock 1, Lock 2, Lock 3, Lock 4, Auxiliary Output 1, Auxiliary Output 2, Auxiliary Output 3,
Auxiliary Output 4, Auxiliary Output 6, Auxiliary Output 8, Auxiliary Output 9, and Auxiliary Output 10
(the specific output point please refers to specific device parameters).

Linkage Action: Close, Open, Normal Open. The default is closed. To open, delay time shall be set, or
select Normal Close.

Video Linkage:

»  Pop up video: Whether to set the pop-up preview page in real-time monitoring, and set the
pop-long.
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: Enable or disable background video recording, and set the duration of background video
recording.

: Enable or disable background snapshot.
:Ranges from 1~254s (This item is valid when Action type is Open).
2. Click [OK] to save and quit. The added Global Linkage will display in the list.

&Note: It is not allowed to set the same linkage setting at input point and output point. The same
device permits consecutive logical linkage settings. The system allows you to set several trigger
conditions for a linkage setting one time.

Click [Elevator] > [Elevator] > [Parameters]:

Type of Getling Transaciions
(" Periodically
Interval: |1 ﬂﬁﬂl.'[s:l

(@) Set the Time For Obtaining Mew Transactions
0:00 [] 1:00 []200 [ 2:00 [] %00 [] 500 [] 600 []7-00 []4:00 []&00 [] 10:00 [ 11:00
11200 [ 12:00 1400 [ 15:00 [ 1&:00 [ 17:00 [ 1=:00 11200 12000 Q2100 [ 2z00 [ 2z:00
Select All

Resl Time Monitoring

The Real Time Monitoring Pege Pop-up Staff Photo Size  Max Height[140 [px A\ Refresh the resl-ime monitor page after setfing Height

Type of Getting Transactions

Start from the setting and efficient time, the system attempts to download new transactions every
time interval.

The selected Time is up, the system will attempt to download new transactions automatically.

:When an access control event occurs, the
personnel photo will pop up, set the size of the pop-up photos, the range is 80-500px.

Includes "All transactions” and “All Exception Events”. You can export after querying.
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Because the data size of elevator access control event records is large, you can view elevator access
control events as specified condition when querying. By default, the system displays the latest three
months transactions.

Click [Reports] > [All Transactions] to view all transactions:

Tima From  2095-02-26 00:00.00 Ta 250526 23 5050 Personnel I Dedes Mame Mare

The current guery condiions: Time From:(2015-02-26 00:00:00) Toc(2015-03-26 2

(C Refresh i ClearaliData [ Expoit

Timee Device Event Paint Ewenl Descriplion Wedia File  Personngl 1D First hams Liagt b Gard Mumaer Depatment Resader Narre ':’Fﬁﬁca‘.ic-n
ods
FM5-05-22 17:01:00 192 16B 6053 192166 60 53-1 Marmal Punch Open b3l Jally weel 3405516 General 192 166 50 53-Rr Card or Passw
2015-06-22 17.01:00 182168 60.53  102.168.60.53-1 Trigger global linkags & ® 1 jolly el 2406018 Genaral 102,168 60.53-Re Card or Passw
2015-05-22 17 01:00 15216860 53  132.168.60.53-2 Marmal Punch Open 1 Jally wel 3405918 General 182 166 80.53-Re Caid or Passw
2015-05-22 17.01:00 1821666053  182.168.60.53-2 Trigger gioal linkage = B 1 |ty el 3406816 General 182.166.60.53-Re Card or Fasaw|
SHEIF22 1700049 TRA6E61E  1B2.168.60.83-1 Marmal Punch Gpen 1 1elly g e Gengral 182.168.60.53-Rs Card or Pazsw
HE-05-22 17.00:49 132166053 192168 60531 Trigger global linkage = ® il jolly wel 2405916 General 182 166 60 53-Re Card o Pasaw
I015-05-22 17:00:49 1021666053  182.166.60.53-2 Mormal Punch Gpen ki Jolly el 3105918 General 182,168 60.53-Re Card of Passw
2015-06-22 17 00:40 102162 6053 102168 60.53-2 Trigger global finkaga ® 1 Jolly. wai 2406218 Geraral 102 168 £ 53-Re Card or Fassw
2015-05-22 16:58:26 192 166.60 53 192.168.60 53-2 Marmal Punch Open 11 Jually el 2408918 General 192,168 60 53-Re Card of Passw

: Click [Clear All Data] to pop up prompt and click [OK] to clear all transactions.

:You can export all transactions in Excel, PDF, CSV format.

ZKTECO

All Transactions.
Time: 20170818 00:00:00- 2017121823 : 59 : 50

Time Devies Event Foint__| Event Description | __Personnal ID First Name Last Name Card Humber Depariment Reader Name _| Verification Mode Area Remark
12 5
NTA2AEI085: | o) 1emzees | 1eziee.zipese | Tommel Punch 3 Lea Hou 13260079 General WZABBZIBED . |t | A Nar
43 Open Reader
NTAZIGI0I: | 15 1os21865 | 102.168.218055 | Oma! Puneh 3 Leo Hou 13260078 General 19218821805 | o or Fingerprint | Area Name
Open Readar
TAZISI0I: | 155 1os.21865 | 102.168.21805.9 | Omal Puneh 3 Leo Hou 13260070 General 19218821885 | ooy or Fingerprint | AreaName
43 Open Reader
2017-12-15 10:35 Normal Punch 192.188.218.85- -
o 19216821865 | 192.168.218.85-1 el 1 Jerry Wang 505030 General i Card or Fingerprint | Area Name
2017-12-15 10:35; Normsl Punch 192.185.218.65 3
2 19216821865 | 192.168.218.854 e 1 Jerry Wang 05030 General E Card or Fingerprint | Area Name:
2 5
sz ‘23135 1035 | 1o 1eaziaes | 192188.218853 ND"';;:‘”"C“ 1 Jerry Wang 8505930 General 19z ;a:a:;f'ﬁ Card or Fingerprint | Area Name
2017-12-15 10:35; Normal Punch 192.188.212.85-
B 19218821865 | 192.162.218.852 i 1 Jerry Wang 505930 Genersl P Cardor Fingsrprint | Area Name
TAZISI0I: | 105 1os21865 | 102.168.21805.8 | omel Punch 2 Lucky Tan 13271770 General 18218821805 | oo or Fingerprint | AreaName
3 Open Reader
NTAZISI0I: | 15 10g.218.65 | 192.108218.05-10| NOE! Puneh 2 Lucky Tan 13271770 General 19218821805 | ooy or Fingerprint | Area Name
38 Open Reader
ANTA2IS1038: | \0s 1ss2iaes | 1e2168.218850 | Tommel Punch 2 Lueky Tan 13271770 General 19218821885 | rdor Fingerprint | Area Name
38 Open Reader
TAZI81098: | 1o 1sm21aes | 1e216a.2tm8s7 | Tommel Funch 2 Lucky Tan 13271770 General WIS | o tingapaint | Arss Nama
38 Open Reader
NTA2A51035 | os 1saoiaes | 1e216a2ipEse | oSl Punch 2040 Sherry Yang 4481253 General 18248821805 | @ torfingemeint | Area Name
31 Open Reader
MNTAAEI088: | o) g zees | 1e2.16e.2ipese | Tormel Punch 2040 Shemy Yang 4481253 General 10210821880 | arFinquiit | Ared N
3 Open Reader
2017-12-15 10:35: Normal Punch 192188218 85
2 19216821865 | 192.168.218.85-7 pat 2840 Sherry Yang 4481263 General i Card or Fingerprint | Area Name
2017-12-15 10:35: Normal Punch 192.188.218.85-
10218821885 | 102.168.218.855 o 2040 Shemy ‘Yang 4481253 General Cardor Fingerprint | Area Name:
31 Open Reader
MTAZISI082Z | o ss21aes | 1e21ea2ieess | Tommal Punch 204n Shemy Yang 4481253 General B2ABI2IRS | o tngaaint | Ardsi Nama
51 Open Reader
MTAZIGI08L | o sa21aes | 1e2.16a.21885s | oSl Funch 2840 Shemy “Yang 4481253 General 19218821805~ | ol or Fingerprint | Area Name:
51 Ogen Reader
2017-12-1510:82: | 19215321885 | 162.168.218856 | Mormsl Punch 2840 Shemy Yang 4481253 Genersl 192.138.218.05 | Card or Fingerprint | __Area Name

Craxeq on: 0971218 182137

Gresied fom ZREICBecurty somware. Al rights reserued.

Click [Reports] > [All Exception Events] to view exception events in specified condition. The options
are same as those of [All Transactions].
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Time From | 2015-02-26 00:00:00 To  2015-05-26 23.59:59 Personnel ID l:l Device Name

The current query conditions: Time From:(2015-02-26 00:00:00) To:(2015-05-26 23.59.59)

(" Refresh [fij* ClearAllData [# Export

More

Time Area Device Event Point Event Card Personnel  First Name LastName Departmer Reader
Description Number D MName
2015-05-20 10:41:31 Area Name 192168.6053 192 168.60.53-R¢ Disabled Card 3406918 jolly2 wei General 192.168.60
2015-05-20 10:41:23 Area Name 192.168.60.53  192.168.60.53-R¢ Disabled Card 3406916 joliy1 wei General 192.168.60.
2015-05-19 14:59:46 Area Name 192.168.60.53 192.168.60.53-R«¢ Disabled Card 3406916 joliy1 wei General 192.168.60.
2015-05-19 13:57:12 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 joliy2 wei General 192.168.60.
2015-05-19 13:54:46 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60.
2015-05-19 11:53:35 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 jolly2 wei General 192.168.60.
2015-05-19 11:50:51 Area Name 192.168.60.53  192.168.60.53-R¢ Card Expired 3406916 12 Jolly2 wei General 192.168.60.
2015-05-19 11:42:57 Area Name 192.168.6053  192.168.60.53-R¢ Disabled Card 8651633 192.168.60
2015-05-18 14:36:23 Area Name 192.168.6053  192.168.60.53-R¢ Card Expired 3406918 12 jolly2 wei General 192.168.60

Verification Remark
Mode

Card or Fing
Card or Fing
Card or Fing
Card or Fing
Card or Fing
Card or Fing
Card or Fing
Card or Fing

Card or Fing

: Click [Clear All Data] to pop up prompt, click [OK] to clear all exception events.

- You can export all exception events in Excel, PDF, CSV format.

IKTECGO
Ml Exgeptan Evencs

520 - 58 50
Do Evet Point Fusni Daserfprion | @ard b Pacsornsl IO Fisi Nare. Lasl Hams Dieparmsnt Raadar Name | Liedifcaion Mok Ramak
01741210 1o 10zITEZIE0N
o #2102 1800 i Tiwabied Cacd TR 1 Jey ang Oo=ner sl Caarel or Fingsrin
ik “h“s‘}ﬁ‘ arcatiams [CERECIEE 1£'ﬁﬂéﬁ% Dhatiad Card L=t o Ty wang Sonard e .na:mna Card ar Fingargnrc
= arder
13- 7 5.
AT |2r\15|’129 #rza Hame lezigaaes L '::;:L:Iﬁ Dhizabled Card TFBN E L= Hau General f i Card ar Fingarennt
0TI 1o 1BLISEIIEC0. | Operae ol
i ARTiae 1 L= " [ i L
wa dores Hames B2 121800 Aeader PR e S20ITR 5 o Hou D Caard or Fingeigaing

View related access levels by door. Click [Reports] > [Access Rights By Floor], the data list in the left
side shows all floors in the system, select a floor, the personnel having access levels to the floor will

display on the right data list.

Access Rights By Floor Browse 192.168.214.66-1(1) Opening Personnel

The current query conditions: None Personnel ID First Name

(v Refresh 2052

Floor Name Floor Number Owned Device
192.168.214.66-1 1 192.168.214.66
192.168.214.66-2 2 192.168.214.66
192.168.214.66-3 3 192.168.214.66
192.168.214.66-4 4 192.168.214.66
192.168.214.66-5 5 192.168.214.66
192.168.214.66-6 i 192.168.214.66
192 168.214.66-7 7 192 168.214. 66

Last Name

Department

General

You can export all the personnel having access levels to the floor data in Excel, PDF, CSV format.
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ZKTECO
192.168.218.65-1(1) Opening Personnel

Personnel ID First Name Last Name Department
=0 Sherry Yang Hotel

! Jerry Wang General
2 Lucky Tan Development
Department

3 Leo Hisig Financial
Department

3 Necol Ye Marketing
Department

6 Amber Lin Financial
Department

8 Glori Liu Marketing
Department
9 Lilian Mei Development
Department

Click [Reports] > [Access Rights By Personnel], the data list in the left side show all doors in the
system, select personnel, the personnel having access levels to the door will display on the right data
list.

Access Rights By Personnel Browse 4200106 Having Level to Access
Personnel ID First Name Last Name More (:"c Refresh L’ Export

The current query conditions: MNone Floar Number Floar Name
(_+ Refresh

Personnel ID First Name Last Name Department Name

2869 General
4200106 General
2829 ¥inxiao yang General
2791 xiaoxiao yang General
2 ¥iao2 xian2 General
2826316 Zjj

N 131333aaaaaaa: 1313bbbbbbbbbt General
2480050 General

You can export all the floor information in Excel, PDF, CSV format.
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2940(Sherry) Having Level to Access

ZKTECO

Floor Number

Floor Name

1

192.168.218.65-1

192.168.218.65-2

192.168.218.65-3

192.168.218.65-4

192.168.218.65-5

192.168.218.65-6

192.168.218.65-7

192.168.218.65-8

OO ~ND O |W(N

192.168.218.65-9

—
o

192.168.218.65-10
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Hotel Management System

It provides hotel service management functions covering check-in, overstay, check-out, rate
settlement, and lock setup and management.

It helps you quickly understand how to quickly navigate to specific function pages and configure
and use the hotel management software.

Hotel Settings

You can set the basic information about a hotel, including its name, address, phone number, fax
number, zip code, website address, and email address. You can also set the function parameters
regarding the check-in time, check-out time, check-out reminder, and access/elevator control
permissions.

Choose [Room Management] > [Hotel Info Settings]. The page shown in the following figure
appears.

Tzza

| Operation Guide | Hotel Information

Holel Name* | Test Hotel

[2::] Hotel Management

Address |

) Telephone Area Ct|-| Phone | -| Extensi|
=5 Card Center s l Il L !

Fax |Area |- | Phone |- | Extensi|

Room Management = Zip Code | |

\iebsite | |

E-Mail [ |

Room Type
Building [Hotel Parameter|
Default Check-In Time* | Tax
Floor !

Default Check-Out Time™ : ({hin: Tax Rate
Room L e

Overstay Check-Cut Time 1 I ‘00 A i(hh:mm] ( Charges by overstay fee (hourly) ) QOther Charges
Room Area ; = ;
QOverstay Check-Cut Time 2 1

Booking Method 7 |
Reservation Date Range” 15 [(day(s)) Cleaning Time Limit l—;(mmuies}

ElevatorfAccess Control 1 = =
Defaull Staying Days* 1 |(aay()) Checkout Remind =]
Default Staying Hours® |3 :(hOU ul GCurrency Type® | uso

Elevator/Access Control =)

l E 100 v E(hh:nu'n] ( Charges by daily rate ) Other Charges Rate | o

- =
E::; Report Management (= “

- You can set this time yourself. If a guest checks in before this time, the
check-out date is the current day if the guest stays for one day. Otherwise, the check-out date is the
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next day.
. It specifies the end time of a day use room.

- You can set this time yourself. If a guest checks out at a time
between Overstay Check-Out Time 1 and Overstay Check-Out Time 2, the guest must pay an
overstay charge. If a guest checks out at a time after Overstay Check-Out Time 2, the guest must
pay for an extra day.

- Itis the period for which the advance booking can be started.
- It specifies the default number of days a guest stays. Generally, a guest stays
for 1 day.

. It specifies the user-defined minimum number of hours a guest may stay. If a
guest stays for a period less than this limit, the guest is charged the rate corresponding to this limit.

: After selecting this check box, you can select an access/elevator control
level on the card issuing Ul, so that an issued card can be used not only as a hotel card, but also used
to access the devices corresponding to the selected level. (Note: This check box is available on the
Hotel Settings page only after you use the access control module and/or elevator control module
and obtain and activate a license.)

:You can mention the tax name and the percentage below.
- It specifies any other kind of taxes, depending on the region.
- It specifies the time available for cleaning a room after a guest checks out.
- It specifies whether to display a reminder one hour before checkout.

- It specifies the currency.

#sNote: The hotel management system can be used to define buildings, floors, and rooms as well as
handle check-in requests only after you set these parameters.

You can design information about various types of room, such as the number of beds and number
of guest allowed. You can lock and unlock vacant rooms.

Choose [Room Management] > [Room Type] > [Newl]. The page shown in the following figure
appears.
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Room Type* | Room Size(n?)”

Bed Mumber® Max. Guest Mumber®

Owerstay Fee { Hourly ) * Deposit Amount®

| |
| |

Daily Rate* | Hourly Rate* |
| |
|

Remark

Room equipment

|| Air-condition || Bath And Shower ["] Wvireless Internet

|| Refrigerator || Telephone || Safe Deposit Box || Shower

#Note: When you add a room type, the system checks whether hotel setting is configured. If no,
you are redirected to the settings page. All room types must be unique.

7.2.2 Building

You can define buildings of a hotel. When the rooms in a building are not booked or guests have not
checked into the rooms, you can lock or unlock the building.

Choose [Room Management] > [Building] > [New]. The page shown in the following figure appears.

Hotel Name Haotel

Building No* | |

Coveamonen §oxJ Coreer

#Note: When you add a building, the system checks for hotel settings and room types in order. If
they have not been configured, configure the settings and types first. All building names must be
unique.

7.2.3 Floor

You can define floors of a hotel. When the rooms on a floor are not booked or guests have not
checked into the rooms, you can lock or unlock the floor.
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Choose [Room Management] > [Floor] > [New]. The page shown in the following figure appears.

Building No* |_ v |

Floor Mo* | |

Comeansnen § o J Corcer

#Note: When you add a floor, the system checks for hotel settings, room types, and buildings in
order. If they have not been configured, configure the settings, types, and buildings first. All floor
names must be unique.

7.24 Room

® Adding guest rooms

Choose [Room Management] > [Room] > [New]. The page shown in the following figure appears.

Building No*

Floar No*

Room Type*

Start Room Number*

Room Count*

Remark

Room name generation rules: Building Mo. + Floar No. + Room

MNumber

o cee

Select the desired Building, Floor and Room type.
Start Room Number: It specifies the start number of rooms.

Room Count: It specifies the number of rooms to add. The value 1 indicates only one room is added.
A value greater than 1 indicates that a batch of rooms is added.

Remark: It describes about the room.
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zNote: All room names must be unique.
e Editing guest room
1) Editing one guest room

Select one guest room and edit the guest room. Duplication of guest room names are not allowed.
Guest rooms that have been checked in or booked cannot be edited. See the following figure.

Building No* | BZ v |
Floor No* | 20CENG v
Room Type* | BZ v |
Start Room Number* i |
Room Count* 1

Remark

Room name generation rules: Building No. + Floar Mo, + Room

MNumber
[ ok |

2) Editing guest rooms in batches

Select the check boxes of multiple guest rooms and edit them in batches. Duplication of guest room
names is not allowed.

Only the rooms of the same type and belonging to the same building and same floor can be edited
in batches. See the following figure.

Building No* ‘ BZ v |
Floor No* | 20CENG v
Room Type* ‘ BZ T |
Start Room Number* 1 |
Room Count* 8

Remark

Room name generation rules: Building Mo. + Floor No. + Room

Mumber
o
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® Deleting guest rooms

Select one or more guest rooms and delete them.

Only the guest rooms that have not been checked in or booked can be deleted.
® Exporting guest room information

Refer to Common Operations in Appendix.

7.2.5 Room Areas

You can define a room area, issue a card for the room area, and associate the locks of the rooms in
the area with the area, so that a hotel manager can use the card to manage all the guest rooms in
the area.

Choose [Room Management] > [Room Area] > [New]. The page shown in the following figure

appears.
Room Area Name* | |
Remark | |
[ ok |
zNote:

Duplication of room area names is not allowed.

Click [Add Room] and then you can add rooms to the area. See the following figure.
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The current query conditions: Nane
Alternative Selected(0)

(] Room Name  Building No Floor No Room Type ] Room Name  Building No Floor No Room Type

[ SR21F1 SR 21F SR
SR21F2 SR 21F SR
SR21F3 SR 21F SR
SR21F 4 SR 21F SR
SR21F5 SR 21F SR
SR21F 6 SR 21F SR
SR21F7 SR 21F SR -

¢« 1-80 » 31 S0rowsperpage ~  Total of 60 records

T T

7.2.6 Booking Methods

You can define methods for booking hotel rooms. During system installation, the basic booking
methods are initialized by default and cannot be edited or deleted.

Choose [Room Management] > [Booking Method] > [New]. The page shown in the following figure
appears.

Mame*

Coneamanen | oc ] o

#sNote: Duplication of booking method names is not allowed. Unused booking methods can be
deleted.

7.2.7 Access/Elevator Control Levels %

You can assign access/elevator control levels to cards issued using the hotel module. This allows a
user to use the same card for the hotel module and the access/elevator control module. That is, a
card for the hotel module can also be used to access all the devices covered by the specified
access/elevator control level.
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#sNote: This function and the Edit Personnel For Levels page are available only after you use the
access control module and/or the elevator control module and obtain and activate a license.

Choose [Room Management] > [Edit Personnel For Levels]. The page shown in the following figure
appears.

Edit Personnel For Levels Browse Levels jjjji(Access) Opening Personnel
Level Name Belongs Module Q ® srsonnel ID First Name Morew
The current query conditions: None e current query conditions: None
("% Refresh Add Access Level(s) @ Add Elevator Level(s) = More ~ % Refresh @ Delete Personnel
Level Mame Belongs Module Last Synchronous Personnel Quantity | Personnel ID First Name Card Number
Time
[J  Hotel-Access Access 0
= hoTEL-Elevator Elevator 0
= E0rowsperpage v  Total of 2 records 0 50 rows perpage ~  Totalof O records

You can add and delete access/elevator control levels, synchronize levels, browse personnel of levels,
and delete personnel of levels. To delete personnel of a level, you need to deregister their cards
instead of directly deleting them on this page, unless their cards are lost or another emergency
occurs.

Click [Add Access Level(s)]. The page shown in the following figure appears.
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B —

The current query conditions: Noneg

Altarnative Selected(0)

(]} Level Name Time Zone (5] Level Name Time Zone

[ Master 24-Hour Accessible

24-Hour Accessible

¢ < 1-2 - .| GSDrowsperpage ~ Totalof2records

Select the access control level to be added and click [OK]. Add access control level Floor 1 of
Building A to the hotel management level list. See the preceding figure. If you select this access
control level in the Access/Elevator Control field when issuing a card, the card can get
authenticated by all the access control devices on floor 1 of building A and unlock hotel rooms.

Click [Add Elevator Level(s)]. The page shown in the following figure appears.

e[ ] Q ©

The current query conditions: Noneg
Altarnative Selected(0)

(]} Level Name Time Zones @ Level Name Time Zones

(¢« < 0 - .| GS0rowsperpage ~  Totalof0records

Cancel

Select the elevator control level to be added and click [OK]. Add elevator control level Floor 6 of
Elevator 1 to the hotel management level list. See the preceding figure. If you select this elevator
control level in the Access/Elevator Control field when issuing a card, the card can get you to floor 6
by elevator 1 and unlock hotel rooms.
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On the Edit Personnel For Levels page, select a level, click [More], and choose to delete or

synchronize the selected level.

Mare =

("% Refresh |__*‘9 Add Access Level(s) _u?;' Add Elevator Level(s

2

Delete

E

Level Mame Belongs Module Last Synchronc
Time

W

2 Bynchronous Level

.
-,

When you select a level on the Edit Personnel For Levels page, information about the personnel
corresponding to the level is displayed on the right. You can select the personnel to be deleted by
clicking [More], and delete the selected personnel. After being deleted, the personnel cannot access

the devices covered by the level.

Personnel 1D First Name Retract

The current query conditions: Nane

Card Mumber

Personnel ID First Name Card Mumber

You can create different types of card for setting and managing room locks based on daily hotel
business management requirements. Holders of the cards are employees of the hotel. You need to
add the holders using the HR module and specify their departments using the hotel module, so that
you can select the holders when issuing management cards.
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] Read Card  ©F Cancsl Cart %) Back o ndsx

3etting Cang

Card Genl

Rnom Name Card

: Enm[p_;u:'!-hml LT

oom Managoemes

—
aport Maragemienl ¢ Huopart Locs Gad Lok Gard

7.3.1 Setting Cards

You can set the basic information, including authorization, time, room number, and area information
about locks of the hotel.

1. Authorization card

You can authorize cards for hotel locks by binding cards with related hotel information to ensure
card security. After authorization, the locks can be unlocked only by the authorized cards. They will
emit alarms if other cards are used to unlock them.

%
First Name * |In|3utthe query fnnditi-]
Last Name | |
Card Valid Time |2{]1?—{15—1T 14:08:57 |
Elevator/Access Control | E|

Unlocked Alarm [

Wirite Card Close
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- You can enter one or more characters contained in the surname or ID of a card holder to
fuzzily find the card holder. A card holder must be a person who has been added using the HR
module.

. It specifies the expiration time of the card. Select a time as required. The default
time is one day later than the current system time.

: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, The card not only can unlock the specific room, but also can access the
corresponding devices to the elevator / access control level.

= Notes:

» The Elevator/Access Control field is available only after the Room management field on the
Hotel Settings page is selected. It is used to deliver the card ID to access/elevator control devices.
For details about hotel settings, see section Hotel Settings.

» For the access control devices and all elevator control devices that do not allow one person to
hold multiple cards, bind only one card with one person. That is, you can select only one card for
one Elevator/Access Control option when issuing cards to card holders. As shown in the
preceding figure, if Elevator/Access Control is set to Floor 1 of Building A (all the access control
devices on floor 1 of building A do not allow one person to hold multiple cards) when an
authorization card is issued to a card holder, only the first card can be assigned the permission to
access floor 1 of building A. You cannot set Elevator/Access Control to Floor 1 of Building A
when issuing any other card to the card holder.

» If an access control device allows one card holder to hold multiple cards, you can assign one
access/elevator control level to multiple cards for the same card holder. You can select that level
again when issuing any other types of card or continuous cards to the card holder.

» The preceding three points regarding access/elevator control are applicable to all the cards of
the hotel module described in this document.

» The models and firmware version numbers of the access control devices that allow one person
to hold multiple cards include:

InBio Pro Series: AC Ver 5.7.7.3030 Mar 23 2017 and above version.

. After selecting this check box, you can specify the number of times to emit an
alarm.

Unlocked Alarm |«

Ol Alarm Times Keep Alarming

After the configuration, put a card to be written in the card writing area of the card writer and click
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[Write Card].

® Adding hotel personnel

Choose [Personnel] > [Person] > [New]. The page shown in the following figure appears.

Personnel 1D

First Name

Gender

Certificate Type

Social Security Mumber
Reservation Code

Positien

Biological Template Quantity

@o o

Access Control Time Attendance Elevator Control
Levels Settings

Master

Add
Check All
Clear All

Superuser

Device Operation Role

Department™

Last Mame
Password
Certificate Number
Mobile Phone

(Optimal Size 120%140)

Card Number =

More Cards

Hire Date

Plate Register Personnel Detail

Mo T

Ordinary User v

Delay Passage

Disabled

Set Valid Time

ET N BT

Enter personnel information, select a hotel department, and click [OK]. You can select added

personnel in the card issuing module.

2. Clock card

A clock card can be used to unlock rooms within its validity period. After configuration, synchronize
the time of room locks with the time of the computer system. Otherwise, an alarm of card expiration
may be triggered when you punch the card.
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First Name * ||nputthe query cundiﬁ:ﬁ‘

Last Name

Card Valid Time i2ﬂ18~04—06 12:53:34

Elevator/Access Control |

Lock Time | 2018-04-05 12:53.34

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can unlock the specified room, but also can access the
corresponding devices to the elevator / access control level.

After the configuration, put a card to be written in the card writing area of the card writer and click
[Write Card].

3. Room name card

A room name card is used to unlock rooms with specified room names. You can select multiple
rooms to issue room name cards in batches.

First Mame * Input the query condtic (5

Last Mame

Card Valid Time |2018-04-06 12:54:47

Elevator/Access Control

Floor/F B

Room Name Floor/F Room Type

Test Building 1st1 Test Building/1st Test Room type
|| TestBuilding1st2 Test Building/1st Test Room type
Test Building 15t3 Test Building/1st Test Room type
Test Building 1st4 Test Building/1st Test Room type
Test Building 1st5 Test Building/1st Test Room type
Test Building1st6 Test Building/1st Test Room type

Test Building1st7 Test Building/1st Test Room type

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
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the parameter is specified, the card not can unlock the specified room, but also can access the
corresponding devices to the elevator / access control level.

4. Room area card

A room area card is used to unlock rooms in a specified area. If a room is within the specified area,
the card can unlock the room.

Alternative Selected(Maximum & areas)

West
East

First Mame * ||nputthe query conditic [“‘_’"

4!
=

Last Mame

Card Valid Time 2018-04-06 12:55:39

Elevator/access Control | [ﬂ|

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can access the specified room, but also can access the
corresponding devices to the elevator / access control level.

zNote: A maximum of 6 areas can be selected for one room area card.

7.3.2 Employee Card

You can create various access/elevator control cards, such as master cards and emergency cards for
hotel personnel to manage hotel services.

1. Master card

A master card can be used to unlock all the rooms of the hotel within its validity period. By default, it
is in Always Open mode.
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First Name * |;npuuhe quary cand'rti:|

Last Mame

Card Valid Time 2018-04-06

ElevatorfAccess Control | Eg|

Enable Time |nu vHua v|To|23 ano v|

Always Open Mode ]

Write Card

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can unlock the specified room, but also can access the
corresponding devices to the elevator / access control level.

If you select Always Open Mode, the unlocked rooms are kept unlocked.

Set Card Valid Time and Enable Time as well. The card can unlock rooms only within the specified
periods.

After the configuration, put a card to be written in the card writing area of the card writer and click
[Write Card].

2. Emergency card

A master card can be used to unlock all the rooms of the hotel within its validity period. By default,
Disable Indoor Locked is selected. You can specify whether to enable the Always Open mode.

First Mame * “npui the query conditic | E&
Last Name . B
Card Valid Time 2018-04-06

Elevator/Access Control ‘

Enable Time |u{: - H{m - |To|23 -.

|Di} v |
Always Open Mode ]
Disable Indoor Locked [

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can unlock the specified room, but also can access the
corresponding devices to the elevator / access control level.
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If you select Always Open Mode, the unlocked rooms are kept unlocked.

To disable Always Open Mode, you need to use a card that can unlock rooms, such as a building
card or floor card.

Disable Indoor Locked is selected, which means that the card can open rooms even though the
rooms are locked from inside.

3. Building card

A building card can be used to unlock rooms in a specified building in common unlocking mode
within its validity period.

First Mame * |hnputthe query conditic 5.8

Last Name

Card Valid Time 2018-04-06 ]
Elevator/Access Control | [ﬂ|

Enable Time 100 v |00 v|To 23 v: 00 v
Building No™ s v |

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

4. Floor card

A floor card can be used to unlock rooms on a specified floor in common unlocking mode within its
validity period.

First Mame * |Inputthe query conditic [ |
Last Name |
Card Valid Time ;;2[!18—{!4—2{1 ' |
ElevatorfAccess Control | @
Enable Time 100 v |00 v|To|23 v |00 v |
Building Mo |— v |
Floor Mo* |— v |

Wnte Card Close

ZKBioSecurity 3.1.5.0 or above Page |228



Elevator/Access Control: Click the drop-down list box to select an elevator/access control level.
After the parameter is specified, the card not only can unlock the specified room, but also can access
the corresponding devices to the elevator / access control level.

5. Area card

A floor card can be used to unlock rooms in a specified area in common unlocking mode within its
validity period.

Alternative SelectediMaximum 2 areas)
West s s
East
_.:_=-}=-'
=
=
2=
- -
First Mame * |Input the query conditic @|
Last Name i
Card Valid Time 2018-04-08
Elevater/Access Control | E’i”
Enable Time (00 v 00 v|To|23 v 00 v
wite G

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can unlock the specified room, but also can access the
corresponding devices to the elevator / access control level.

7.3.3 Maintenance Card

A maintenance card can be used to maintain and manage room locks of the hotel.
1. Report loss card

A report loss card is a card that is invalidated and obsolete (usually due to loss or damage of the card)
during its validity period.
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First Name * |Inpul the query conditit |

Last Mame | |

Card Valid Time |2018~04—06 13:00:05 |

Elevator/Access Control | E

| Lost Card Information

Card Type* | _ r |

First Name * | Input the query conditit Last Name

Card Number First Name Last Name Card Valid Time

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card not only can unlock the specific room, but can also access the
corresponding devices to the elevator / access control level.

2. Record card

A record card can be used to read unlocking records from locks within its validity period. Only S70
Mifare cards can be used as record cards.

First Mame * |Inpuithe query conditit =|
Last Name 1
Card Valid Time i2[318—[:4r06 13:00:52 |

3. Lockout card

A lockout card is a special card used to lock and protect a scene in a room in case of an emergency.
Once lockout is implemented, the room can no longer be unlocked by all the cards that can
originally unlock it before the cards are re-authorized.
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First Namea * |Inputthe query cunditit‘ﬂ‘

Last Name

Card Valid Time 12018-04-06 13:02:02 |

Elevator/Access Conirol | ‘

Elevator/Access Control: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the card can not only unlock the specified room, but also access the
devices corresponding to the elevator/access control level.

7.4 Hotel Management

7.4.1 Reception

The function allows users to handle room services and check the hotel room occupancy, such as the
total number of rooms, number of available rooms, and number of available rooms of a specific
room type.

See the figure below.

[=] Read Card [ Cancel Card 54 Report Loss Card  [53 Reissue Card

Test Test Test Test Test Test Test Test Test Test

Buildingls Buildingls Buildingls Buildingls Buildingls Buildingls Buildingls Buildingls Buildingls Buildingls

Room Name ——- Room Type _ Floor/F —_— Check-In Time s
Guest Name Certificate Type —_— Certificate Number  ——— Check-Out Time ——
@Total 10 @Available: 10 . Test Room type:10
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Description of room icons

Individual Group
n Vacant E Extended n
check-in check-in
Out of Under To be
service maintenance cleaned

1. Individual management

® |Individual check-in

1) Double-click or right-click a vacant icon and choose [Individual Management] >

Check-In].

FlooriF

Team Management 3

Room Status

[':q Room Type S Room Status | — r| Room Name ‘

] Read Card 2 Cancel Card 5§ Repori Loss Card  [53 Reissue Card

Individual

J [ndmdua] Checl-In

1

s Busldlngls Bu&ldlngls Bmldlngls Bu:ldlngls

A page as shown in the following figure appears.

Room Name*
Certificate Type*
Certificate Number*
Guest Name®

Last Name

Gender

Mobile Phone
Booking

E-Mail

Emergency Contact
Home Address
Checkin Type*
Stay Days®
Check-In Time
Discount (% )

Deposit Amount*

Test Building1st1 v

Flease enter mobile phone Q
Flease enter mobile phone

[ ]

(Optimal Size 120%140).

(® Daily Rate Room () Hourly Rate Room

R

| 2018-04-05 130655 |

[ ]

[100 |

Guest Count
Checlk-Out Time

Daily Rate*
Amount Payablg*

Creoc
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: Enter the mobile phone number used for reservation to query the reservation

information.

- Enter the number of days that the guest wishes to stay.

: Discount on the room cost. Just enter the discount percentage and the system will
automatically detect the discount from the final amount.

: Amount to be paid at the time of check-in, including the room cost and the

deposit.

After the information in the Individual Check-In page is filled in, the Registration or Issuing

page appears.

Room Name

Foom Type

Checle-In Time
Checle-Cut Time

Only registered, no card
Certificate Type*
Cerfificate Mumber*
Guest Name®

Lasi Mame
ElevatoriAccess Control
Reqistered Card Quantity: 0

Guest Mame Last Name

Registration or [ssuing

Test Building1st2
Test Room type
2018-04-05 13:20:54
2018-04-07 12:00:00

54644

abc

Remaining Guest Quantity: 2

Cerificate Type  Cerfificate Number

Card Number

: Click the drop-down list box to select an elevator/access control level. After

the parameter is specified, the room card can open not only the specified room, but also the devices

corresponding to the elevator/access control level.

#Note: Issue at least one card for each room. The card must be issued for the registered guest.
When issuing the first guest card, the Only registered, no card option is not available. After the first

guest card is issued, you can select Only registered, no card as required. The option indicates that

the guest is registered only and does not hold a guest card.

Right-click a checked-in room icon and choose [Individual Management] > [Individual Overstay].
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The page shown in the following figure appears.

(5 Read Card  [°3 Cancel Card ¢ Report Loss Card  [7 Reissue Card

>.'- ‘est

Individual

. TR dingls
‘ i Individual Overstay i

. Individual Room Chargga

Individual Checlk-Cut

Room Name Test Building1st2 =
Guest Name Last Name Ceriificate Type  Ceriificate Number Card Number

[»f 12323 Others 12341231 93

Overstay Days * ] Stay Days 2

Check-In Time 2018-04-05 13:20:54 Check-Cut Time 2018-04-07 12:00:00
Discount 5 Overstay Amount 0.0

Extension Cancel

= Notes:

a. If the number of overstay days conflicts with the room reservation, extension is not allowed.
b. Choose the guest that needs extension for service processing.

¢. The discount rate cannot be modified for overstay.

d. Overstay amount shows the amount to be paid for overstay.

2)  After the information in the Individual Overstay page is filled in, the Registration or Issuing
page appears, as shown below.
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Room Name SR21F 4

Room Type SR
Check-In Time 2017-05-16 14:16:33
Check-Out Time 2017-05-18 12:00:00

Registered Card Qty: 0 Remaining Guest Gty: 1

Guest Name Last Name Certificate Certificate Card Status
Type MNumber MNumbe
12323 Others 12341231 93

Write Card Complete

zNotes:

a. Re-issue the guest card for the overstay guest. The card must be the exact guest card issued
during check-in; otherwise, card issuance fails.

b. You can click Write Card to automatically write cards for overstay in circulation until all overstay
cards are written in an interval of 3 seconds.

® Individual room change

1) Right-click a room checked-in icon and choose [Individual Management] > [Individual Room
Change]. The page as shown in the following figure appears.

B remte — v wonsme [—

[¥] Read Card [°3 Cancel Card  [3¢ ReportLoss Card [ Reissue Card

a]alalalalalns

= Individual
Bulldlng 1s lﬁu

Individual Cverstay ngls

l ¢ | Individual Room Changg.

] Individual Check-Out
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Individual Room Change:

Current Foom Test Building 1512 = New Room —

Room Type Test Room type Room Type el

Guest Count 0 Guest Count o

Days Remaining 2 Stay Days 2

Discouni 5 Discount | B

Daily Rate 20.0 Daily Rate —_—

Deposit Amount 10.0 Mare Deposit Amount —

Already Paid 38.0 Maore Amount Payable —

Floon/F Room Type | Test Roomtyp ¥ Room Name Q @j’

Floor/F Foom Type Room HName Max. Guest Bed Mumber Daily Rate Howurly Rate Deposit

Humber Armount
Test Building/1st Test Room type Test Building 1=st1 2 1 20 1 10 o
Test Building/1st Test Room type Test Building1st3 2 1 20 1 10
Test Building/1st Test Room type Test Building1st4 2 1 20 1 10 ey
4 3
Guest Mame Last Mame Certificate Type Certificate Number Card Number
Check-In Time 2018-04-05 13:20:54 Check-Cut Time 2015-04-07 12:00:00
| ok | Cancel |

:Number of guests that require room change.

&Notes:
a. You can check the room information by reading the card.

b. The maximum number of guests of the selected guest room must not be smaller than the
maximum number of guests of the original guest room.

¢. Guests without a card are not allowed to change the room alone.

d. If the original guest room is left with a guest without a card during room change, the system asks
whether to change the room for the guest without a card as well. If you choose No, the room
change service fails to proceed.

e. If the new guest room is reserved, the conflict information is displayed. You can choose whether
to proceed the service.

f. The discount can be set for room change.

g. If the deposit required for the new guest room is greater than that of the original guest room, the
guest needs to make up the deposit. If the deposit required for the new guest room is smaller
than that of the original guest room. All the deposits are returned at check-out.

h. If the rate of the new guest room is greater than that of the original guest room, the guest needs
to make up the room cost. If the rate of the new guest room is smaller than that of the original
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guest room, the overpaid amount is returned at check-out.

After the information is filled in for room change, click [OK], and the Registration or Issuing
page appears, as shown below.

Registration or Issuing

Room Name SR21F2

Room Type SR

Check-In Time 2017-05-16 14:20:51
Check-Out Time 2017-05-17 12:00:00

Elevator/Access Control

Registered Card Qty: 0 Remaining Guest Qty: 1

Guest Name Last Name Certificate Certificate Card Status
Type Number MNumbe
12323 Others 12341231 93

: Click the drop-down list box to select an elevator/access control level. After
the parameter is specified, the room card can open not only the specified room, but also the devices
corresponding to the elevator/access control level.

#sNote: You can click [Write Card] to automatically write cards for all room changes in circulation
until all room change cards are written.

Right-click a checked-in room icon and choose [Individual Management] > [Individual Check-Out].
The page shown in the following figure appears.
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Room Name SR21F6 =

Building No 3R Floor No 21F

Room Type SR Guest Count 1

Stay Days 1 Stayed Days 1

Check-In Time 2017-05-16 14:22:04 Check-Out Time 2017-05-16 14:22:33
Guest Name Last Mame Certificate Type  Certificate Number Card Number Status
12323 Others 12341231 a5

Garcercas | 0% |

Cancel Card: Check whether the card to be cancelled is the guest card matches the current guest
room, cancel the card if it matches the guest room, and display the notification if it does not match.

#Note: When cards are cancelled one by one, the number of guests checked in is reduced. When
there is no card holder, the Cancel Card button is unavailable.

Click [OK], and the Check out settlement page appears, as shown below.

Invoice Preview Guest Information

Test Hotel GuestID: S60063646 Checkin Type : Daily Rate Room
Telephone: - Guest Name: zhc Guest Name : abe
Fax: - Check-In Time: 2018-04-05 13:20:54 Checleln Time : 2018-04-05 13:20:54
Website: Check-Out Time: 2013-04-03 14:27:56 Checl-Out Time :  2018-04-05 14:27°55
Address: Cashier: 2dmin
I
' Room list
Room Name Days/Hours Unit Price Discount Subtotal | |
Test Building1s2 1 USD 20.0 5% ysDi10g)|| |-testBulidinglstl.iUSD A9.0
Total Room Rate: USD 19.0 |
lPaying Information
Femarks: Subtotal=Unit Price ® (DavaHours) * (1-Discount)
. Total Room Rate : UsD 19.0
Totzl Foom Rate: UsD19.0
= GST (18%) : usD 3.4
GST (18%2): USD 34
Other Charges Rate  USD 0.0
Other Charges Rate (0%): USD 0.0
(0%) :
Total (Including Tex): UsD 224
@ = Amount Payahle : UsD 22.4
Thanks for your visit. Amount Paid : UsD 48.0
Balance : UsD 256

2. Team Management
e Group check-in

1) Right-click a checked-in room icon and choose [Team Management] > [Group Check-In]. The
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page as shown in the following figure appears.

FloorF E Room Type _ T Room SII

(5] Read Card [2 Cancel Card 5 Report Loss Card [T Reissue Card

Individual 4 I n n n

= = ; — Test
} | Room Status 3 D}

1

Certificate Type*

Certificate Number E L Q E

Tour Leader Name* FloorF Room Type Foom Hame Max. Guest Number Bed Number Daily Rate Hourly Rate

Last Name Test Building/1st  Test Room type  Test Building1stl 2 1 20 1

Group Mame*

Test Building/1st Test Room type  Test Buildinglst3 2 1 20

Gender
E-nail Test ing/1st Test Roomtype Test Buildingistd 2 20
Home Address Test Building/1st Test Room type  Tesl Building1sts 2 20
Mabile Phone Test Building/1st Test Room type  Test Building1sts 2 20

Booking Flease enter mobile pi | Q

Discount

Test Room type  Test Building1st? 2 20

Guest Count Test Room type  Tesf Building1std 2 20

Stay Days® 1

Check-In Time 2013-04-05 14:40:49 | FloorF Room Type Room Name IMax. Guest Number Bed Number Daily Rate Hourly Ra

Check-Out Time | 2018-04-06 12:00:00

| | Total deposit | | , Total Heom Rate

Reservation query: Enter the mobile phone number used for reservation and click Q to query for

all guest rooms reserved with the mobile phone number.
Page description:
1. Allows you to enter the group check-in information.

2. Shows the reservation information of the current room. If the room has been reserved, the
reservation information is displayed in the list in Area Il. If the reservation conflicts with the
check-in time, check-in cannot be processed.
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3. Displays the list of available guest rooms (and you can double-click a room to add it to 4).
4. Displays the reservation and the guest rooms selected in 3.
5. Shows the deposit amount and room cost for the group check-in.

= Notes:

» If the stay period overlaps with the reservation period, the Check-In button is unavailable
and check-in is not allowed.

» If the number of check-in guests is greater than maximum number of guests for all guest
rooms in total, the Check-In button is unavailable and check-in is not allowed.

2) Click [Check-In], and the Write Card page for group check-in appears, as shown below.

Amount Payable : 250
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Room Name Test Buildingst1 ' Type Hame Test Room type '
Building Mo | Test Building ' Floor Mo 1=t I E
Check-In Time | 2015-04-05 15:53:30.0 - Check-Out Time | 2018-04-07 12:00:00.0 .
Guest Count | 1 T Bed Mumber |1

| Card information |

Cnly regisiered, no card =

Certificate Type® |_ v Certificate Number | |
Guest Mame* | Lazt Mame | |
ElevatorfAccess Control | B

Guest Name Last Mame Cerificate Type Cerlificate Murmber Card Mumber

i G

Guest Count: Number of guests checked in for the room. The number must not exceed the
maximum number of guests allowed for the room.

Only registered, no card: If this option is selected, only the guest information is registered and no
card is issued for the guest.

Elevator/Access Control: If the access control or elevator control module exists, and the
Elevator/Access Control checkbox is selected in Hotel Settings, the option will be available and you
can assign access control or elevator control level to a card. For details about hotel settings, see

section Hotel Settings.

#Note: You can click or to go to the previous or next room.

e Group Overstay

1) Right-click a checked-in room icon and choose [Team Management] > [Group Overstay]. The
page shown in the following figure appears.
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dour | B At [ v] omms [— 7] oontim

[®] Read Card (T8 Cancel Card [3¢ ReporiLlossCard [T Reissue Card

Test  Test | T
Buildingls Buildingls Build

Team 'Managemeni

Tact. Tack

Group Check-Out

all II:i:E!I |I:::II |E:::II |E:::i| |I:::l|
L

‘ Group Reom Changd

Test Tast Test
ildingls Buildingls Buildingls

Group Name

Room Mumber

Test Building 1st1
Test Building1si4
Test Building 1513

Test Building 1515

;i'éam Leader Céﬂiﬁﬁaie

v || 54644

Guest Count
Total Card Count

Test Building/13t
Test Building/1st
Test Building/1st

Tesi Building/1st

| Q

Test Room fype
Test Room fype
Test Room fype

Test Room type

Cverstay Days*
Check-In Time

Discount

%201 2-04-05 15:53:30
|

Stay Days
. Check-Cut Time
Cwerstay Amount

)

|2
|2013-04-07 12:00:00
0.0

Page description:

Extension

1. Information about the rooms checked in by the group and the guest information.

2. List of reserved guest rooms.

3. Check-in information of the group.

#Notes:

» The overstay period cannot overlap with the reservation period; otherwise, the Extension

button is unavailable.

» By default, the stay period is extended for the whole group.

» The overstay period is one day in the minimum. For a special condition, the overstay days can

be set to 0.
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2) Click [Extension], and the Write Card page for group overstay appears as shown below.

Foom Mame | Test Building15t1 Type Mame | Test Room type =
Euilding Mo Test Building Floor No st E
Check-In Time | 20158-04-05 15:53:30.0 Check-Out Time | 2018-04-09 12:00:00.0

Guest Count 1 v Bed Mumber 1

Cuest Name Lasi Mame Cerlificate Type Cerificate Mumber Card Number Slatus

Gonpi

=z Notes:
Re-write all cards issued to the group members for overstay.

When you click [Write Card], all cards are written for the rooms one by one in a cycle at an interval of
3 seconds.

The card issued during guest check-in is required for re-writing. In case any card is damaged or lost,
report of loss, and make-up must be carried out for the card before reissuance.

You can click or to switch to the previous or next room.

e Group check-out

Right-click a checked-in room icon and choose [Team Management] > [Group Check-Out]. The page
shown in the following figure appears.

ZKBioSecurity 3.1.5.0 or above Page |243



Team Leader Cerificate D v ||54&4-dl | Y

Sroup Hame EQTOIIN Tour Leader Mame .al:n:“ |
Guest Count 5 ' Total Gard Count 0 |
Stay Days 4 Stayed Days 1 |
Check-In Time 2018-04.05 15:53:30 Check-Out Time j'z‘maa'q'-'ﬁs 163107
Room Mame Guest Count Card Mumber Floor/F Room Type

Test Building1st1 o o Test Building/1st Test Room type

Test Building1st4 o o Test Building1st Test Room type

Test Building1st3 o 1] Test Building/1st Test Room type

Test Building1st5 o o Test Building/1st Test Room type

Test Building1std 0 o Test Building/1st Test Room type

zNotes:

» You can choose to check out only some of the rooms for the group. By default, all rooms are
checked out for one group.

The cards of the selected room are cancelled.

You can check out a room before cancelling its cards (and cancel the cards after they are
collected).

Click [Check Out], the Check out settlement page appears as shown below.
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Check out settlement

Invoice Preview Guest Information
Test Hotel Guest ID: §60965646 Tour Leader Mame - abc
Telaphone: = Tour Leadar Name:  abe Team Mame : group1
Ezx: = Check fnTime s 2I0IEOL01 100 Check-InTime - 2015-04-05 15:53:30
Welies Check OutTimee. (JIEOED 16 1706 Check-Out Time :  2018-04-05 16:37:26
Address: Cashiar; admm
FRoom Name DayzHonrs TUnit Price Dizcount Subtotal Room list
Test Building1t3 1 USD 20.0 —% USD 20.0 Test Building1st3 : USD 20.0
Test Building1st] 1 USD 20.0 —% USD 20.0 Test Buildingtstl - USD 20.0
Test Buildingst5 1 USD 20.0 —% USD 20.0 Test Building1st5 : USD 20.0
Test Building 1 st6 1 USD 20.0 —% USD 20.0 Test Building1si6 : USD 20.0
Test Fuilding]st4 1 USD 20.0 —% USD 20.0 Test Building1st4 - USD 200
Total Room Rate: TSD 100
Paying Information
Femarks: Subtotal=Uhnit Price * (DaysHours) # (1-Dizcount)
Total Room Rate: USD 100 Tofal Room Rate : USD 100
GST (18%): UsD1s0 | ©ST(18%): UsD 180 G
Wl Ml B F0L TTET AN Other Charges Rate  USDO.0
| |

You can view the issuance information of all module cards in the hotel, except for the record cards.
The content is displayed based on the card type (for example, guest cards and authorization cards).
When a record card is read, only the card type is provided.

You can clear all the card (IC) information. For a guest card, the system checks whether the card is
the last card of the room checked in by the guest. If it is, the card cannot be cancelled (as the system
does not support free-of-card check-in). For other types of cards, no verification is performed.

You can set a damaged or lost card to an invalid state. For details, see Report card loss in section
Maintenance Card.

You can re-issue a card for a registered guest or a guest that reports card loss and an additional card
for a checked-in room. If the number of guests checked in a room reaches the maximum, no
additional card is allowed.

Choose [Hotel Management] > [Reception Center] > [Reissue Card]. Select a room for card
re-issuance or locate the room by querying the certificate information (by clicking Q) on the
Reissue Card page, as shown below.
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Certificate Type

Current Room*

Check-In Time

Staying Guest Quantity

Guest Name

Certificate Number

Room Type

Reqgistered Card Cuantity

Check-0Out Time
Maz. Card Count

Max. Guest Number

Certificate Type Certificate Number

Card Number

| Add Guest

Certificate Number*
Guest Name®

Last Name
Elevator/Access Control

S -

Page description:

1. Displays the guest information and check-in information of the room.

2. Enables input of guest information for the card to be issued.

7.4.2 Reservation

You can check the check-in and reservation status of all rooms in a specified period and process

room reservation.

Choose [Hotel Management] > [Reservation Center]. The page shown in the following figure

appears.
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913 | 208 | 2018 | 2018 | 2043
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e e e e e ———— Mobile Phone* Q
Eslﬁ,.":d'"ﬂ,; | L o |ﬁ |ﬁ ‘ﬁ |ﬁ |ﬁ |ﬁ ‘ﬁ Certicate Type — v
es OIm _—

i Cerlificate Mumber
et \a & ]ﬁ ‘a " ‘ﬁ ‘a b ‘ﬁ \a Bokmtietod Teeprne v
Test Room lype Reservation type* Person i
i Company name
Test Buldinglst | i' ]
.'

Test Building 154 | ||
1?:&;‘;0::9”” l‘ ﬁ

Test Building 1515
Test Room type

e .DDD\ ~ \ﬁ
i ™ [~ |~ \a ‘n

ree R A
e e nlnannn

!"\"\"'
A n
‘ﬁ‘ﬁ‘ﬁ
e

Rl bl b
nlnlnln

2015 | 2018 | 2018 ]

l*\*\* '

~
‘ﬁ‘ﬁ‘ﬁ
Rl

Rl bl |
aln al

Guest Name* B

Room
Mame Time

Floor/F Room Type  Check-In Time Check-Out

4

Building No-Fleor o Test Building-1st

Test Room type

Iax. Guest Number )
Mobile Phone

Certificale Type
Room Type Certificale Number Save

Page description:

1. (Available dates): By default, a 15-day period (starting from the current system date) is displayed.
You can change the displayed period with the Reservation Date Range parameter on the Hotel
Information page. For details, see section Hotel Settings.

The room reservation time ranges from 12:00 on the reservation start date to 12:00 on the
reservation due date. You can change the time point with the Default Check-Out Time parameter
on the Hotel Information page. For details, see section Hotel Settings.

2. (Available rooms): All rooms in the hotel are displayed. You can specify the start and end time

and room type to query for a required room.

Room status n indicates that the room can be reserved for the time period.
Room status n indicates that the room is occupied in the time period and cannot be reserved.

Room status n indicates that the room has been reserved for the time period.

&Note: If a room is used by guests, and will be checked out in the reservation period, the room will
be displayed among the available rooms, but cannot be reserved before it is checked out.

3. Guest information of the reservation.

4. Information about the rooms selected for reservation.
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e Reservation process

Time From

1. Single Click on

w89 (75 il the details

} } Guest2 E
. 1z
Mobile Phone™ 3214560874 Q

\aLli r 2013 | 2018 | 2m8 | 2018 | 2018 | 2018 | 2018 | 2078 [ 2018
Room i required room | 0410 | 0411 [ 0412 | 0413 | 0442 | 0415 | 0416 | 0447 | 0413 LastHame
Test Buildingtst1 | i
'J?:st;;o:glype ‘ ﬂ' ‘ ﬂ‘ ‘ ﬂ' GCertificate Type: o7

‘ i | | Certificate Number saaasaer |
Test Building1st2 & ﬁ ﬁ ﬁ o o ﬁ. ﬁ. Eooking Method™ Telephene v
Test Room type ‘ Reservation type® Person b

Ly Company name
Test Building1st3 : _. | ]
Test Building1st4
s E"E[ \n - ‘n ‘ﬁ ’ﬁ \ﬁ
Room FloonF Room Type  Check-In Time Check-Out
N T
e o s b -
Test Room type Test Building! Test Building/1 Test Room typ 2015-14-10 12:00:4 2018-04-13 12:0
Test Building1st6 | 5
Test Building1st? : i o i
Test Room type | L ‘ﬁ ﬁ ‘ﬁ ’ ‘ﬁ ’ ‘ﬁ < 2. Details of room will
I e e | ::' be displayed here

Test Building1st8 : el % 3
s R ’ﬁ‘ﬁ ﬁ‘ﬁ’ﬁ‘ﬁ ‘ﬂ’ﬁ‘ﬁ 3 _
oo | anlnnnn
e anlnln alalannn
q _ i 4__ Save
Building Mo-Floor No Test Building-1st Mazx. Guest Number 2 Cerlificale Type .
Room Type Test Room type Maobile Phene Cerlificale Number ' Saye

Step 1: Click the room and date for reservation. The selected date of a room turns into red as ﬂ

You can click the room and date again to cancel the selection. You can select multiple rooms of the
same date, multiple dates (continuous only) of one room, or multiple dates (continuous only) of
multiple rooms.

After selection, the information about the selected rooms are listed in 4 in the right part of the
Reservation Center page.

Step 2: Fill in the guest information, including the name, mobile phone, certificate number, and the
booking method (telephone or reception desk).

Step 3: Click [Save].

7.4.3 Book Management

You can query, edit, delete, and handle check-in for a reservation.

e Searching for reservation

Choose [Hotel Management] > [Book Management]. The page shown in the following figure

appears.

You can also enter the guest name and mobile phone number to query for a required reservation.
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e Editing/deleting a reservation

Select the guest name of a reservation, click [Edit] under Operations.

Authorteed Company 2K T

e o Sl it | Mobie Prore Q ®
The cirent quary con tifions: Hons

B Holo Maraginon e [ o
¢ Ouest Mame haiits Humesss Boming Memod Fieseraation hyps Ressrvaton Tms Cperations
£ Bussty 324568504 Tebeghue Pt s

B0100405 17 5419 Ehockeln B Duiele

{6 | sormwsperpage - dumpTo f fPapa  Tolddef 1 moords

The below reservation page will be displayed. You can change a room or modify the guest
information for the reservation. Modify the details accordingly and click [Save].
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Delete:

Select the guest name of a reservation, click [Delete] under Operations or the delete button on the
top of the list to delete the reservation.

e Managing check-in

Select the guest name of a reservation, click [Check-In] under Operations. The Individual Check-In
page appears.

s e () () ()@ ()
Ainharirad Company” TKTecn

Guseibams | MokisBhees |

The current queny condmans: Haae

75 Refiach [ Delele

o Cueezt Harre Rpgoralicn Time

& Cuesz EEn TR PR B

1. Select Guest

Jum Tu 1 il Faue  Tolel of | recends
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Room Mame*
Certificale Typs*
Certificate Humber®

|Tes| Building1st2

|ID

54445242

Guest Name*

Last Name

Gender

Mobile Phone |32145698?4

(Optimal Size 120+140).

Booking | 3214569574

E-Mail

Emergency Contact Please enler mobile phone

Home Address

Checkin Type® () Daily Rate Room ) Hourly Rate Room
Stay Days* " | Guest Count 1

Check-In Time

|2018-04-06 10-08-20 Check-Out Time | 2018-04-06 12:00-00

Discount { % | Daily Rate* 200

Depasit Amount™ |'1u_n Amount Payable™ 1300

Cisci

The system automatically loads the reservation information of the room. Modify and complete the
guest information and click [Check-In]. The Registration or Issuing page appears as shown below.

Room Mame Test Building1si2
Room Type Test Room type
Check-In Time 2018-04-06 10:08:20
Check-Oui Time 2018-04-07 12:00:00
Cnly regisiered, no card

Cedificale Type®

Cerlificate Mumber®

Guest Name*

Last Mame

Elevator/Access Conirol

Registered Card Quantity: 0 Remaining Guest Quantity: 1

Guest Mame Last Mame Cerificate Type  Cedificaie Mumber  Card Number

Place the guest card on the card writer and click [Write Card] and Complete to complete check-in.
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= Notes:

» You cannot process check-in for an expired reservation. Check-in can only be processed on

site. For details, see Individual check-in in section Reception Center.

» The guest can check in before the reserved time.

To view the guest check-in details report, enter the search conditions and view the records. You can

export the records into an Excel, PDF, or CSV file. See the following figure.

Building ko |——— Floor Ho  ——— Room Name | ——— More=
The current query condibons: None

(7% Refresh [ Export [P Delete

GuastName Ootumant Type Doturmant No. Card Numbar Chack-in Tme Chack-Cut Time
2823 Fasspart 2131231 500171077 2017-05-11 10:12:18 2017-05-11 1011203
12 Paszpait gaini1 1080423604 2017-05-1209:54 46

13 Fassport agini 1 1080423584 20 5-12 084997

14 Passpart geinil 1080423654 2017-05-12 08:50.47

15 Otrers 12341231 10804236594 2017-05-16 14:22 0

16 Fassport geinil 665 20170512 09:59:26

Others 1234121 1080423 20

-05-16 14:16:33

Fazsport tJandul 1080423504 2017-05-16 142457
12323 Cthers 32341211 1080423504 2017-05-16 142223
ot 500 rows per cage - Jumip Ta 1 H Page  Total of 8 racords

Chetkin Tvpe

Daily Rate Room
Daily Rate Room
Diaily Rate Room
Daily Rate Room
Daily Rate Room

Daily Rate Room

Daily Rate Room
Dally Rate Room

Daily Rate Room

You can export the records into an Excel, PDF, or CSV file. See the following figure.

Room Name

SRZ1F13

SRI1FS

BZ20CENG1§]

BZ2OCENG1S)

ZKTECO
Guest Checkin Report
First Mame Last Hame Document Type Document No. Card Number Check-In Time Check-Out Time Checkin Type Room Name Room Type
Maryan Liu D 44443333 sitreapgz | 2017 20';5 Bl | 20 17'12;;5 1518 | paity Rats Raom A101 A
Carian Xie Passpart 332454 s1i7aseraz | 20171 2";5 1459 |20 '7'122:;5 15142 | baily Rate Room B1103 A
Lucy Feng Passport 232145523 aotgrasas | 200 2;;5 14| 20 17-125-;5 18123 | ity Rate Room Al102 A
2017-12-15 15:13: | 2017-12-15 15:18:
Lucy Feng Passport 232145523 301873533 & 08 Draily Rate Room B1105 A
Hoak D H5TTHS6 s117sszaps | 2017 23';5 i b '7'12‘;;5 1450 | Daily Rats Raom B1102 A
Maryan Liu D 44443333 a1reamigz | 20171 20';5 it 2 ”‘12‘;'95 15:18: | paily Rate Room Aot A
Bruno Ke Driver License 22322123 s1i7sezens | 01T 2{;5 451 '7'122',;5 1514 | bty Riste Room B1103 A
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To check the room occupancy information (including the room name, type, check-in type, check-in
time, and check-out time), enter the search conditions and view the records. You can export the
records into an Excel, PDF, or CSV file. See the following figure.

Building No

The current query conditions: None

(_* Refrash L" Export

Room Mame
SR21F 4
SR21F5
SR21F 13
BZ20CENG19
SR21F 4
BZ20CENG18
SR21F6
SR21F6

SR21F 15

Floor No

Room Type

SR

SR

SR

BZ

SR

BZ

SR

SR

SR

50 rows perpage v

Jump To 1

Room Name

Checkin Type
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room

Daily Rate Room

/1Page  Total of @ records

More

Check-In Time

2017-05-16 14:22:04

2017-05-12 09:54:46

2017-05-11 10:12:18

2017-05-12 09:50:47

2017-05-16 14:16:33

2017-05-12 09:49:17

2017-05-12 09:59:26

2017-05-16 14:22:23

2017-05-16 14:24:51

Check-Cut Time

2017-05-16 14:22:23

2017-05-13 12:00:00

2017-05-11 10:13:03

2017-05-12 D9:53:33

2017-05-16 14:20:51

2017-05-12 09:50:43

2017-05-13 12:00:00

2017-05-17 12:00:00

2017-05-18 12:00:00

You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO

Room Checkin Report

Raom Name Rocm Type Checkin Type Check-In Time Check-Qut Time

A1102 & Dy Rate Room | 20171218 14:43. | 2017-12-15 15,13,
39 52

A1101 N Daily Rate Room | 20171215 14:42; | 2017-12-15 15:18;
08 48

a1102 i Daily Fiate Room | 2017712718 14:48: | 2017-12-15 14:50;
T 09

B1103 F iy Bt oom 201?-12;155 14:51: 2017-12;)5 15:14:

B1105 5 - 201?-12;25 15:13; 2017-126:55 15:19:

To check the room expenses record, enter the search conditions (including time, guest name, room
name, and room type) and view the records. See the following figure.
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| 7o |2018-01.08 23:58:59

Time From i-QDTBvU‘i—US 00:00:00

(% Refresh

Room Mame Room Type First Name
Test Building1stl  Test Room type Abc
Test Building1st2  Test Room type abc
Test Building1sté  Test Room type abc
Test Building1sts  Test Room type abc
Test Building1st3  Test Room type abc
Test Building1st4  Test Room type abc
Test Building1stl  Test Room type abc
Test Building1sts  Test Room type abc
Test Building1stl  Test Room type abc
Test Building1st4d  Test Room type abc
Test Building1sté  Test Room type abc
Test Building1st3  Test Room type abc
Test Building1st4  Test Room type abc
Test Building1stl  Test Room type abc
Test Building1sls  Test Room type abc
Test Building1sl3  Test Room type abc
4|

1€ ¢ 1-34 5 5| 50rowsperpage T

Last Name

Jump To 1

Check-In Time

2018-04-05 13:06:55

2018-04-05 13:20:54

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

2018-04-05 15:53:30

i1 Page  Total of 34 records

The curmrent query conditions: Time From:(2018-01-06 00:00:00} To:(2015-04-06 23:59:53)

Check-Out Time

2018-04-05 13:33:27

2018-04-05 14:27:56

2018-04-05 16:32:26

2018-04-05 16:32:26

2018-04-05 16:32:26

2018-04-05 16:32:26

2018-04-05 16:32:26

2018-04-05 16:33:02

2018-04-05 16:33:02

2018-04-05 16:33:02

2018-04-05 16:33:02

2018-04-05 16:33:02

2018-04-05 16:33:20

2018-04-05 16:33:20

2018-04-05 16:33:20

2018-04-05 16:33:20

Q ®

Checkin Type
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room
Daily Rate Room

Daily Rate Room

Stay Times Room Rate Overlime Fees
1 200 0.0
1 200 0.0
1 20,0 0.0
1 200 0.0
1 200 [X1]
1 20,0 0.0
1 20,0 0.0
1 200 0.0
1 200 (]
1 200 0.0
1 200 0.0
1 200 0.0
1 20.0 0.0
1 200 0.0
1 200 [X1]
1 20,0 0.0

Tax Rate

34

34

38

35

36

348

35

38

35

35

35

35

38

35

36

38

Issue card Report

You can also view all card writing records or search required card writing records with multiple
search conditions. Enter the search conditions (including time, card type, card No., issuing date, and
expiration date) and check the associated card writing records.

Issue Time | 2017-02-16 00:00:00 To |2017-05-16 23:59:58 Card Type Morey  Q (%)

The current query conditions: Issue Time:(2017-02-16 00:00:00) To:(2017-D5-16 23:59:59)

("% Refresh |—_,’ Export

(] First Name Card Type Card Number Document Type Document No. Issued Date Expiration Date Card Status
(] 1 Guest Card 96 Passport tuandui 2017-05-16 14:29:31 2017-05-17 12:00:00 In Use “
O 12323 Guest Card a5 Cthers 12341231 2017-05-16 14:22:25 2017-05-16 14:29:26 Invalid card
O 12323 Guest Card a4 Cthers 12341231 2017-05-16 14:22:11 2017-05-16 14:22:25 Invalid card
O 12323 Guest Card 93 Cthers 12341231 2017-05-16 14:17:44 2017-05-16 14:20:51 Invalid card
o 2 Record Card a2 2017-05-16 09:20:31 2017-05-17 09:20:25 In Use

O 213213 Guest Card 74 Passport 12312312 2017-05-14 09:43:37 2017-05-10 09:49:26 Invalid card
O 72312 Guest Card 73 Passport 21321 2017-05-14 09:42:00 2017-05-14 09:43:14 Invalid card
g s Guest Card 72 Passport 12837 2017-05-14 09:35:47 2017-05-14 09:35:50 Invalid card
o 4 Guest Card 7 Passport 123454 2017-05-14 09:31:51 2017-05-14 09:35:13 Invalid card
B8 a Guest Card 70 Passport 123454 2017-05-14 09:30:59 2017-05-14 09:31:00 Invalid card
g o Guest Card 69 Passport hahhe 2017-05-14 09:30:34 2017-05-14 09:30:35 Invalid card
(] 7 Guest Card 68 Passport hahhe 2017-05-14 09:30:02 2017-05-14 09:30:23 Invalid card
(] & Guest Card 67 Passport hahhe 2017-05-14 09:29:03 2017-05-14 09:29:05 Invalid card
O 9 Guest Card 66 Passport hahhe 2017-05-14 09:28:32 2017-05-10 12:00:00 In Use
[ Guest Card 65 Passport tuanbinke11 2017-05-14 09:27:32 2017-05-14 09:27:35 Invalid card
E n Guest Card 64 Passport tuanbinke 11 2017-05-14 09:27:18 2017-05-14 09:27:25 Invalid card
o 12 Authorization Card 81 2017-05-12 10:36:31 2017-05-11 10:31:33 In Use i
] 3

1-50 » 31 50 rows per page - JumpTo 1 2 Page Total of 96 records
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You can export the records into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
Issue Card Report
First Name Last MName Card Type ‘Card Mumber Document Type Document No. Issued Date Expiration Date Card Status Issue Time Operation User
Shery Yang R Narie Card 21 20 -?—125—:5 15:28: 2Di7—12;;5 1531 I — 2D17—12;i§ 15:28: adirii
12- 252 -12- 531 - -12- 250 =
Shery Yang Roan Ares Gaid 20 2017 125:5 15:25: | 2017- 1201851 3 \valid card 2017 125;5 15:25: e
-12-15 15:13: 17-12-15 15:18: -12- :13:

Lucy Feng Guest Card 19 Passport 232145523 20 125: AL 20T 12(]; 151% Irvalid card 2o 12515 A3, admin
Maryan Li Guest Gard 18 D 44443333 20177122—;5 15:13: 2DIT—12;‘;5 16:18: \rvealid card 2D17—12;65 16:13: admin
Shery Yang et 7 20]?-12‘;;5 15:08: 2DIT—12:85 1325 Il card 2D17—12;185 15:08: i
Shery Yang Rt Mamis Card 18 201?—122-;5 15:08: ZD‘7-12;;5 1531 \rrealid card 2D17—12£‘I‘5 15:08: P,

12— -07: ~12-15 15:31: 12~ 07
Shery Yang Fioed Namia oo 15 2017- 121;5 15:07: | 2017- 124135 1531 \alid card 2017- 121‘1‘5 15:07: i
-12-15 15:046: 17-12-15 15:08: -12- :08:
Shemy Yang Room Name Card 14 17 122§ 18:06: | 20T 123: aias Irvvalid card 2[}1? 1221‘5 e admin
Shery Yang Floor Card 2 2017-12-15 15:05: | 2017-12-15 15:07: \alid card 2017-12-15 15:05: adri
35 42 35
2017-12-15 15:04: | 2017-12-15 1508 2017-12-15 15:04:
Shemy Yang Building Card 12 Imvalid card admin
ar 3r 3r
12 -55- 12 02 TR EE-
Carian Hie Guest Card 11 Passport 232454 2017 ‘25;5 chty g 125!05 0% Irvwalid card o 125:55 o admin
-12- 254 -12- 514 -12- 154
Bruno Ke Guest Card 0 Driver License 22322123 LI 121;5 bet o 12115 Lt Imvalid eard . 121;5 o admin
-12-15 14:47: 17-12-16 14:50: ~12- 247

Hook Guest Card a8 e 5577558 B 123; AT P 12‘]!2 T Irvealid card 2 123‘135 e admin

Lucy Feng Guast Card 8 Passport 232145523 :mmz:ls L2 2[’"'12;‘5 iz Inwalid card 2017'12;‘5 1234 admin
Maryan Lin Guest Card 7 D 2333 201?7125—;5 14:42: 2DI?—12;65 1613 \rvealid card 2D17—12;’5 14:42: admin
Shery Yang Ry Maria Card 8 201?—12‘;;5 14:41: 2DI?—12;05 1441 \walid card 2317—12;5 14:41: P~

-12-15 14:40: -12-15 15.04: 12-15 14:40:
Shery Yang R Heris eand 5 2017- 123;5 14:40: | 2017- 121;5 15:04 aatid card 2017 123125 14:40: adriin
2017-12-15 14:30: | 2047-12-15 14:40: 2017-12-15 14:30:
Shermry Yang Room Name Card 4 : Inwalid card admin
48 16 48
CremEa on: 20971215
Creaed from ZKEICRecursy soware. ALTghts rezanved. "z

You can read a record card to check the lock opening record. Place the record card on a card writer
and click [Read Lock Opening Record] to obtain all lock opening records of the record card. You can
enter search conditions (including the building/floor/room name, start time, and end time) and view
the associated records. You can export the records into an Excel, PDF, or CSV file.
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Building No | ——

The current query

conditions: None

Floor No

(v Refresh [ # Export [#) Read Lock Recard

Open Lock

Mode Open Lock Time

50 rows per page

Jump To 1

Card Type

/0 Page

Room Name

Building No Floor No

Total of O records

Room Name

People Name

You can export the records into an Excel, PDF, or CSV file. See the following figure.

Document Type

ZKTECO
Unlock Record Report
Open Lock Mode Open Lock Time Card Type Building No Floor No Room Name First Name Last Mame Document Type Document Mo.
Card lock 201?42[-!:]5 G Guest Card A 1 AT103 Bruno ke Diriver Licenze 22332123
Card lock 201?'12;5 s Guest Card Brunc He Driver License 27322123
Card lock 2017"2;5 12aE: Floor Card A 1 AT103 Sherry ‘Yang
Card lock 2017_‘2;05 bt Floor Gard Shemry Yang
Card lock 201”:&;5 iR, Floor Card A 1 At103 Sherry Yang
Card lock WTAZIE144% | g iding Card A 1 A1103 Sherry ‘Yang
Card lock 201”2&\;5 T Floor Card A 1 AT103 Sherry Yang
Card lock 2017"2;5 1944 | Building Card Sherry ‘Yang
Card lock 2017_‘2;05 bt Floor Card Sharry fang
Card lock 201?42&;5 1228 Floor Card Sherry Yang
Card lock 20'7"2['!{']5 14943 | Building Card A 1 A1103 Sherry ‘Yang
Card lock 201”2;5 1942 | Bliiding Gard Sherry Yang
Card lock 201”2;;5 1935 | Glect card Maryan Liu D 44443333
Card lock 201”26:]5 1938 | glestcard A 1 A1103 Maryan Liu D 44443333
Card lock 201?-!:&‘115 s Guest Card A 1 Al103 Maryan Liu D 44443373
Card lock 20'7"2['!{']5 e Guest Card Maryan Liu D 44443333
Card lock 201”2;35 1938 | Glest card Maryan Liu D 44443333
Card lock 201”2;;5 130 e B Maryan Liu D 44443333
Creafed on: 2047-12-15 1544,
Craated from ZK BioSecurty sotware. Al rights reserved. M=
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8. Visitor System

After clicking [Visitor], the following window will pop up. Click [OK] to register the clients accessing
the server to the Entry Place lists. For more details of registration of an entry place, please refer to

Entry Place.

The current place is not registered, register
now?

8.1 Registration

8.1.1 Entry Registration

e Entry Registration

1. Click [Registration] > [Entry Registration], the system will detect the hardware environment
based on the parameters of [Parameters] in [Basic Management] before entering the
registration page:

Detection Hardware Environment

Detecting hardware environment...

FingerPrint,|D Card Reader Driver is properly installed.

The print control is properly installed.

The printer has been chosen to use:PDF Complete

Close

After the detection is completed, click, click [Close] to continue registering, shown as the left figure
below. If the detection failed, click [Close] and the system will prompt to download driver, click
[Close] to close the registration window, shown as the right figure below.
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Hardware environmental detecting completed.

-

Hardware environmental detecting completed.

The print control (LODOP) is properly installed.
Ll ( F)is pr ¥ High-Speed Portable HD Doc Scanner Driver needs to

upgrade to the new version: Driver Download

Thepaniee Iids Deal eiisel 1 e Seld B ENaNme - 010 S
— Open High-Speed Portable HD Doc Scanner Failurel
[INot show next fime. e

oo ] o

= Notes:

» In the [Parameters] of [Basic Management], if you checked the” Type of Photo Printed on the
Receipt Catch Photo”, “Fingerprint Registration is Required” and “Use High-Speed Portable
HD Doc Scanner”, the related controls or drives will be detected. More details about
[Parameters], please refer to Parameters.

A\

If it is detected that no driver has been installed or an older version of driver has been
installed, the system will be prompted to download the latest drivers.

2. The registration page is shown as below:

Hostivisited * Enter the Query Condi Q Visit Department * Wisit Reason®

Certificate Type® Certificate No.* Entrance*
First Name* Last Name Gender

Company IMabile Phane License Flate

Nationality Visitor Qua nﬁty“ Carrying Goods

Permission

Visitor Lavel ; Start Tims !2{11?-{]6—28 20:36:25 . End Tima |2D17—DG—28 23:59:50
Capture

Please’clickAllow bition. 1 | | A\ 'Plgase click AlloW butfor, |
access to your USE cameral | accesstoyour USB cameral
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: Select the visited personnel.
: Select the department the visitor will visit.

: Select the visit reason. You can also input a new reason, and the reason will be added
in the Visit Reason list in the [ Visit Reason] of [Basic Management].

- Passport, Driving License, ID Card and Others are available to choose. If ID Scan OCR

function is activated, visitor information will display automatically after clicking Ea  icon.
: Select the entry place for the visitor. You can add an entry place in the [ Entry Place] of
[Basic Management].
: The numbers and letters are legal; the max length is 20.

: The captured photo and certificate photo can be taken separately or at the same time
(which can be set in Parameter Settings). If there is a camera (High-Speed Portable HD Doc Scanner)
connected with the server, you can click [Capture] to take the visitors’ photo. The browser may block
the camera to access, please click =< in the IP address bar to select the camera and change setting
to allow access to this page.

This page has been blocked from accessing your camera.

Ask if 192.168.1.221 wants to access your camera

e Continue blocking camera access

Camera: | T330A (1b17:0319) p.c

Manage media settings... Done

= Notes:

» For different browsers, the contents of tips are different, the actual browser display prevail,
just choose the shared camera, and allows the system to access the camera.

» If the entry place supports network camera, scanner, high camera, it will not pop up this tip.

» You can select card number, fingerprint, password or code scanning for registration (set in
the parameter setting).

There are 2 ways:

1. Click [Exit Registration] below Operations as a visitor is ready to leave.
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Certificate Type® D e | Certificate No.* |-123456

First Name™ | Alex | Last Name |
Carrying Goods Card Number |
Remark Exit Place® |'server v |
Visitor Quantity” 1 i
Capture
- - A No camera connected:
| _— N ‘
g & P § | e |
= — " e T
| |

Select the Exit Place and click [OK].

2. You can also click [Exit Registration] in the menu bar when there is too much information in the

("+ Refresh [ Entry Registration | 3 Exit Registration |

list:

Certificate Type® i Certificate No.*

First Name™ Last Name

Carrying Goods Card Number

Remarlk Exit Place™

Visitor Quantity™

Capture

Enter Photo Exit Photo

Input the ID Number to get the other information of this visitor quickly. Select the Exit Place and click
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[OK].

8.1.2 Visitor

You can delete, disable or enable a visitor.

e Deleting a Visitor

Click [Registration] > [Visitor], select a visitor, click [Delete].
e Disabling a Visitor

Click [Registration] > [Visitor], select a visitor, click [Disable].

Are you sure let the 1 visitor disabled?

Click [OK] to block the visitor. The @ below Disable indicates the visitor is blocked.

e Enabling a Visitor

Click [Registration] > [Visitor], select a blocked visitor, click [Enable].

8.2 Reservation

1. Click [Reservation] > [Reservation] > [New]:

Host/Visited * Enter the Query Condil [ O,

Visit Department *

Certificate Type®

Certificate No.*

First Name*

Last Name

Mobile Phone

Company

Visit Reason™

Visited Date”

License Plate | |

Host/Visited: Select the visited personnel. Click the input box to filter the query according to the
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input characters, or click the query button to pop up the list of the visited personnel to select the
visited personnel.

2. Complete the reservation information, click [OK].

The personnel can reserve visitor for themselves by “Personal Self-Login”. The method is the same as
the above descriptions. For details about logging in to the personal-self system, please refer to
Personal Self-Login.

8.3 Basic Management

8.3.1 Parameters

Click [Basic Management] > [Parameters]:

Gommon Parameter Gpto|
Carrying Goods Capture
|_| Carrying Goods Capture Photo
Exit Registration
[#| Open the Visitor Exit Function
| Automafic Sign Qut  Set Automatic Sign Out Place
A Visitors exited from the sel reader, will be automaiically checked out
|| Sign Qut Expired Visitors
A\ The invalid Visitors that having not besn checked out manually, will automatically be checked out(periormed every minutes).

Permission

) Without Permission

(#) Permission is Required

[« Whether to Issue Card | Password is Required (| Fingerprint Registration is Required | Scan Code is Required

Select the Required Field

|+ Host/Visited

|+ Visit Department
Visitor Vehicle Authorization Mode

(#) Tempaorary Vehicle ) Whitelist

Capture
(1 Capture the Portrait and Certificate Photo Together
() Capture the Portrait and Certificate Phote Separately
Camera Mode
() Safe Mode: the registration page is closed off the camera, each registration should be allowed
(#) Fast Mode: after allowing a camera, always open the camera, when the browser is closed

Floating Window
|| Open Floating Window

Regisiration Client,
Certificate Recognition

(® OCR () IDReader

Registration Code” | —— \d 2=l © Download OCR V1.0 Driver @ Download OCR ¥2.0 Driver

| The Visitor List the Recipient Mailbox |

Send the visitors information during the day by email. Sending Time: | 15 b | B ‘ 30 r |

| |®®

Visitors Quantity Statistics: @ Check-In Today:1 «Check-Out Today:0 @MNot Check-Out Today:1 View the Details
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Enable it to take the photo to the goods carried by the visitor.

: Enable or disable the auto sign-off function. Auto sign-out means a visitor
leaves by directly punching a card or using his/her fingerprint at the preset auto sign-out place,
without performing the Exit Registration operation in the software. Setting automatic sign-out
place means specifying some readers as the auto sign-out place. Click [Set Automatic Sign Out
Place].

Automatic Exit Place

Automatic Exit Place o

# 4602357070864(192.168.18.16-4 Out) ~  CheckAll
¥ 4602357070864(192.168.18.16-4-In) e
¥ 4602357070964(192.168.18.16-3 Out)

¥ 4602357070864(192.168.18.16-3-In)

¥ 4602357070864(192.168.18 16-2 Out)

¥ 4602357070864(192.168.18.16-2-In)

# 4602357070864(192.168.18.16-1 Out)

) 4602357070864(192.168.18.16-1-In)

¥ 6657144600011(192.168.1.60-2 Out) -

=
D

=
(1)

Pl

Click [OK] to finish.

- Expired visitors who have not been manually signed out will be
automatically signed out after a specified interval.

: Set the remind time of unsigned-out visitor lists
every day.

:Whether to issue card for the visitor.
: Whether to register the fingerprint for the visitor.
If selected, it will make password mandatory.
If selected, it will code scan mandatory

: You can set whether the Host(Personnel) and visited departments
would be required in the registration page and the reservation page.

: You can set this option as per the reliability of the vehicle. If
you want to make all vehicle details to be noted, then select Temporary Vehicle. If only one or
some vehicle enters on a regular basis, then you can keep them in whitelist.
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: Whether to capture the portrait and certificate photo together.

: It can set the authorization for the camera. If Safe Mode is selected, you have to allow

access to camera every time you open registration page. If Fast Mode is selected, then only once the
access need to be given.

If selected, you will get a floating window as shown below on the Visitor module
page. You can move it anywhere over the interface as per your convenience. You can perform either
Entry or Exit registration from any interface.

Visitor (3

Regisiration Registration

1) If there is no driver installed in the system, the [Download Driver] link is displayed. Click the link to
download and install the driver.

Registrat'ion Client

Cerfificate Recognition

® OCR ) IDReader

Registration Code® | ——— Ll Registe 0 Driver (@ Download OCR V2.0 Driver

2) Enter the corresponding registration code and click [Register].
&sNote: Click [System] > [Authority Management] > [Client Register] to view the registration code.
: Configure the recipient's mailbox and the time for
system to send the list of visitors today.
The Visitor List the Recipient Mailbox

Send the visitors information during the day by email. Sending Time: | 15 ¥ (|30 T

| |®@®

Use the '/ button to add more than one recipient.
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8.3.2 Device Debugging

Current Location

Place Name : server
IP Address : 127.0.0.1
Picture Collection Device : USE Camera

Document Collection Device : USB Camera

Printing environment

Print Control Installation : _Please dewnload and insiall the print control.(You must restart your browser after installation is complete.)

Device

Device Driver

Device Driver Installation : Device Driver is properly installed.

Other Scanner

cecapre

A\ For the first time, the scanner must be calibrated; the scanned image is not clear, and the repair can be attempted.

High-Speed Portable HD Doc Scanner

Parameters

A High-Speed Poriable HD Doc Scanner belongs to camera compenents, if prompted fo open High-Speed Portable HD Doc Scanner failure, please check whether it has been
opened as a camera.
A High-Speed Poriable HD Doc Scanner will be reopened after the resclution change, if prompt preview failed, please open it manually!

USE Camera

A\ When the camera is occupied, please check if it is used by other browsers or programs;
If at the same time using High-Speed Portable HD Doc Scanner, please check whether the use of camera mistakenly chose High-Speed Portable HD Doc Scanner (name of High-
Speed Portable HD Doc Scanner for T850 or TS30A).

Entry Place: Displays the information of the current entry place, such as the name of the entry place,
IP, Mode of picture/document collection.
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Print: It shows the Printer-driver installation information.

Device: Display device driver installation, you can debug, calibrate the scanner. Set the high Speed
Portable HD Doc Scanner parameters, and information of USB camera. (IE browser does not display
USB device debugging).

8.3.3 Print Settings

® Global Settings (Valid at each Entry Place)

| Global Settings |

Template Selection

Print Template Default l
‘Add Template Edit Template Delete Template

Visitor Receipt Printing Setting
[] Automaticly Print Receipt after the visitor Checked-In

Fhoto

(@) Use Captured Photo as Visitor Photo

Barcode Type
(@) Bar Code

() OR Code

Template Selection: Select a template to print the template, if the template does not meet the print
content, you can add or edit the template (the default template cannot be edited, deleted).

Print Photos: Select whether to print receipt when the server is connected to a printer, select
whether to use the catch photo in the receipt (Visitor Photo or Capture Photo).

® |ocal Settings (Valid at the current Entry Place)
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|Local Settings|

Print

Use Printer POS-80

(" Select Paper Type

Paper Type iZPn’nter Paper(80 x 210mm)

(") Custom Paper Size

A\ The paper type can only use the system default types. Please check in the print preview to see if it will work.

Custom Paper Width i?1

mim

Custom Paper Height ! 140

mim

(@® Custom Paper Width, Highly Adaptive

Custom Paper Width i?1

|I'TIETI

A The setling width of the paper is greater than the actual width of the paper, will affect the pnint effect.

Print: You can set the options for the printer, the type of paper to be printed, or the custom paper
size, and view the effect by clicking Print Preview / Direct Print. At last, you can save the current

setting for the print out of the visitor badge.

8.3.4 Visitor Levels

The visitor can be allocated Access or Elevator levels with in registration after the visitor level has

been set.

Click [Basic Management] > [Visitor Levels]:

Edit the Wsiters for Authonzabon Group

Lewibame [ | pBelongaModue [— | Q&

The currend query conditions: Hone

(% Renesn | ® ad Aveess Levells) [ Ao Elevanr Levells) = mae v

(=] Lewial Mams Belongs Voduls I%ssdsvnchrunou: wignorcount Onperabons
m

] Masler Aovess 0 Bld Vigilors

@ EeE Elzvamr 7 A0 Walinm

e Add Access Levels

Browse Levels Mastar|Access) opaning vistors

Firat Name | Lact Hama Mores O E
The current query conditions: Manz

[ Remesh [P Remowe e il

= WIStor Code First fzame Last Mams Card fJumber

Click [Basic Management] > [Visitor Levels] > [Add Access Levels]:
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) —
The current query conditlone: Nane
Allemallva

O Lawal Mame Time Zona

0 master 24-Hour Accassile

(B [ Z:-Hour Accassile

[¢ & ¥=Z 3 p SDrowsperpae v

Set a visitor level name, select one or more access levels, click = or == tomove into the

Selected menu. Click [OK].

Allocate the Access levels for the visitor when registering.

e Add Elevator Levels

Same as Add Access Levels.

e Delete Levels

Select a visitor level, click [Delete] in the drop-down list of [More].
e Synchronous Level

When the Access or Elevator levels are modified, click [Synchronous Level] in the drop-down list of
[More] to update the modification in time.

8.3.5 Host Levels

If you want to preset the level for the visitor of any host, then use this function. After setting the
level(s), at the entry registration page, the visitor level is automatically selected once you select the
host.

1. On the host level interface, click on [New]. Select required Personnel, move them to selected list
and then click [OK].
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[ ouery 1 Depatment

2 Belert all peaple

Fersonmal 1D

Firsl Mama

The current query conditions: Neme

Afiemaive

2. Select required
PE‘I’SDnnEl Patzonnel ID First Name
ake

abe

le € 122 & 1l

S0 oers par page

First Maras  LastMame Oender  Deparmant

ma

LestName Oenger  Deparmant
Harng

Fermale  Financial Dap:

General

Tetsl of 2 racorss

Edit the access level for the host

Personnel ID First Mame

The current query conditions: None
(v Refresh [® New [ Delete
7|

Morew

Q

Host
Number

Host First Name Host Last Mame  Department Name Operati

3 abc

(]

Levels

Click on Add
visited Levels

evels

ions Level Name Area Name Time Zones Belongs Module

Financial Department Add Visitec

Level|

Eelongs Module Level Name ||
The current query conditions: None
Alternative
| Level Name Time Zones Belongs Module
] Master 24-Hour Accessible  Access
Assign Level(s)
1« < 1-1 . .| 50rowsperpage ~  Totalof 1 records

Selected(0)

B Level Name Time Zones BEelongs Module
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First Hame Merer O )
Tha curTant quary canamans: None
| Altarnatna SalEciEIm
Fersanne( 1D FirstHame  Last Name Gendsr  Depanment Hams Fersonnel I First Name Last reme Gender  Depanment Hams
&1 ahe —_ Oeparz|

3 anc Femak  Financiel Dapartman

Once you select the Host
which we have set in the
above figure, the levels
gets automatically
selected n next page

Hestvisten * - VISt Dapanment * Financial D apz mmant Ig]l ViEn Rassm’

Certficate Typa® ol Certificate Mo Erfrance’
Fire! Name™ Last Namg Gonder
Cempeny Mobile Phaae License Plgie

Nt Visnar Ousnety” camying Gends

| Parmissian|

Wisnar Lewal Magler|Accass) | EIU‘\BJJ]—BE 13:52:38 End Time Z018-03-30 235358
Cerd Humbsr [

Captum

A Noemar Canneciad

Automatically selected }

RIS Phoo Cape CENCEE Pt

8.3.6 Visited Department Levels

It is same as Host levels, the only difference is that, in this you can set for department.

8.3.7 Entry Place

e Addan Entry Place

1. Click [Basic Management] > [Entry Place] > [New]:
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Place Name® |Test |

IP Address® i192 -168 -1 L2119 | Test Connechion

Photo Collection |USB Camera v
Document Collection | USE Camera T |
Default Access Level | i§—j|
Area Name™ | |~ |

Fields are as follows:
Place Name: Must be unigue with maximum of 50 characters.
[P Address: The IP address of the server.

Photo Collection: USB Camera, IP Camera and Dual Camera High-Speed Portable HD Doc Scanner
are available. The IP Camera must be added in the “Video Device” before.

Document Collection: USB Camera, High-Speed portable HD Doc Scanner, Scanner and Dual
Camera High-Speed Portable HD Doc Scanner are available.

Default Access Level: Set the default levels in this entry place.

Area Name: The name of the area the entry place belongs to, and the registration record for each
entry place is filtered according to the area of the entry place.

2. Click [Edit] or [Delete] as required.
e Automatic Exit Place

Please refer to Parameters.

8.3.8 Visit Reason

You can add visit reason, so that you can select either from them at the entry registration page.

1. Click [Basic Management] > [Visit Reason] > [New]:
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Visit Reason”

Covemonen ] o J_omee ]

2. Click [OK] to finish. You can also click [Edit] or [Delete] as required.

8.3.9 Custom Attributes

If you want to add a specific field on the registration page then you can use this function.

Input Type* Pull-down List v

Attribute Value®
Usinga' ;' delimiter.

o (R

Page Display * [#IRegistration (¥ Exit Registration

Input the Attribute name, select the field type as; Pull down, Multiple Choice, Single Choice or Text.

If you select any of the type except Text, then you have to mention the attribute value(s). use a
semicolon to separate the values. Enter Row and Column as required. You can choose, if this
attribute is displayed or Registration or Exit registration.

8.4 Visitor Reports

8.4.1 Last Visited Location

Click [Reports] > [Last Visited Location] to view the reports. The reports can be filtered by different
conditions.
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You can export the data into an Excel, PDF, or CSV file. See the following figure.

ZHTECD
36 Vi Looaen
Times 2077-03- 1800 : 00 00 -2097-12-18 23 892 20
Visitor Goge FirzName Lost Nome Card Nawber Tire Edter Timae Desioe EventPoirt | Event Desorighion | Feades Nome | erbeation Mode Awca Stay Time
baka] RRR RS L) S5 s 1l Vs 2 -
BR0eEe Mo Fang EE ORI 0T e szenee | e seaiose "‘“’“';PL“‘"" TARMEEE | i Cord eee Home o
sacownin Tommry a pazsaz m""z;_!f A mw.w:;s M43 aesriaon | a2 esamans m"g":e:"”“ ”m"ﬁ“mz' onpean g3 nama on
20000 Ekan Peng aEsen Gl 2;:_‘5 114 2017-12;1‘5 M e isezinen | etz s e B‘;‘iﬂ" B I Area Name =]
00003 Goura Ving 4T T 3;’ B "”l.l’ VR gz e rinne | ez nes 2 s 0’;:“"" TR l;'”“ | oniycand Acea Hame o
SICOaILOr e wu suzzam :N-'"E;;! 12 mﬁqz;g 2 paaeezizee | esmeensen "h"g‘;ﬁ* 1“"”3“ 05| oncan Arca Mama =
sacowpon sats u s | SIS NS HLBIEE| g pnaziane | mmmarmone | AV IRLBAREZ | oo arsa nama bia
- f

SR0O001 Tom Lae vagegre | TOTIBASAVIE | EVR 0| g pmezieee | emaziesea | U‘;'n:'”"' MR | Thpti #eea Hame 18
BOCHNIONS gl Fairg FE T 1': L ”"_‘3: VI gz ameminne | e sea rie s '”"g’;“" s llj"mz' SriyCard Ao Hame bin
20coanron seay Loung oaCEaIn m“"%;i S :5]17-\2;5 1098 |z pepzisn | tozmezamen "h";‘::‘m 1|lmm|:|uﬂ—|- ConirpCare ez Mzma =]
ADOOAINOS Saaphn Chan 13760078 S e o s B AUZ WA FIA A0 TUR 805 P2 AL At ashack Hlllﬁllillllll. oty Carel Area Hame ot
SO00MIC01 Mary Huang 4481283 N”"i:’ JoA mﬂ""‘;“ 1 pzresziaen | ememeen '”h‘;";i‘”"' 1se.|ea:|n - Oy Carg Arza Mama [

Click [Reports] > [Visitor History Record] to view the reports. The reports can be filtered by different

conditions.

Enter Time From | 2017-12-30 00:00:00 To |2018-03-30 23.50:50 | vistter Code
The current query conditions: Enter Time From:(2017-12-30 00:00:00) To:{2018-03-30 23:59:50)

(+ Refresh i Delete [ Export

Maore

Q ®

@ Visitor Code First Name Last Name Company Visit Reason Host Mumber Host First Mame  Host Last Name  Visit Status Card Number Enter
= 800000002 aaa Visit 3 abc Checlk-In 33007742 201841
(]  £00000001 Alex Visit 1 abc Checlk-Cut 2018+
You can export the records into an Excel, PDF, or CSV file. See the following figure.
e
Wi Hisony el
oo Conke Fint Hae: Lot Hore Coepanr VitRome | Heotbenbe | Het b | Boiboters | Vit | GedMebo | EeoTee Ertreee Eei Trre e T B bt
Pasciiit e o) Fae SR e T ey Aarg EmOn FECE] ;znr.-m-: T ey ﬂ""“;; g Py Commrzewze | Camas Dt
aroone T a A wr - ambar n crecs.com cmne [T ILE carvar A S e e | camwacas
aToaxe £ Pem oty Vst & Heonl e G0 [ T R e ARERIR server Bk Botic Boui Batle
EImaE = umy B e “ By =73 Crosk O oy T corwr SRR TS e s Frdz
AT i o TRTECD Usk 1 ey Wang CheckOs i ] 2l Atoh e - e PC =1
BAE el Y Vs 200 Sherry Yang Creck Ost wogg | TR serrer e SR server Vden
Bomes =n Fam VEE + - o'l TR el AR = AT P
AT Tem Les sk z Lucky Tan Crech O 13200058 . sver s ]
WO Stzphn Ghen visk E Lz Heu Cresk Ot e (U ER e 2 P
IO Jowry Leang sk z Luchy Tan Creok- O [ EDIT-A2-15 104 sanmar I S P
AT My g Uk 20 iy Yag e O sy | ARUREER e SmnH T e
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Modern parking management involves management of various aspects, in which vehicle
management is an important part. In special areas, such as special parking lots, military regions,
government agencies, and residential areas, strict management must be performed on vehicles in
real time, that is, strictly monitoring the incoming/outgoing time, and registering and identifying
vehicles (including internal and external vehicles). In large-scale areas, there are a large number of
incoming/outgoing vehicles. If each vehicle needs to be manually identified, it is time consuming
and difficult to implement management, query, and safeguarding, resulting in low efficiencies. To
improve this management mode that is not suitable for modern parking lots, military regions,
government agencies, and residential areas, it is urgent to implement automatic and intelligent
vehicle management using computer networks to effectively and accurately monitor and manage
vehicles at all exits and entrances. This requires corresponding application software for highly
efficient and intelligent management on parking lots.

Functional Modules of the System:
This system comprises seven functional modules:
» Operation Wizard: Guides users through basic configuration of the system.

» Authorization Management: License Plate registration, manages license plate authorization of
fixed vehicles and temporary vehicles, and extends valid time of fixed vehicles.

» Parking Lot Management: Sets the vehicle type, parking lot, parking area, channel entrance/exit,
and device, manages the blacklist and whitelist, and sets parking lot parameters.

» Guard Booth Settings: Configures the guard booth and channel, manual processing method and
manual release reason.

» Charge: Sets the fixed vehicle fee standard, temporary vehicle fee standard, and overtime charge
standard, vendor discount strategy, guard booth on duty, and reconciliation.

» Report: Performs macro analysis and monitoring on the charge details, handover records,
vehicles in the parking lot, daily reports and monthly reports.

» Real-Time Monitoring: Implements most terminal functions, including video surveillance,
entrance and exit snapping, duty information display, central payment station, manual release,
remaining available parking spaces, blacklist and whitelist, charge details, and vehicles in the
parking lot.

The Operation Wizard page guides users through basic configuration of the system based on the
operation procedure. The online monitoring function can be used after all basic configurations are
completed.

ZKBioSecurity 3.1.5.0 or above Page |274



Choose [Parking Lot] > [Operation Wizard] > [Operation Wizard]. The Operation Wizard page is
displayed.

3.1 Temporary Vehicle

Charge
21 Guard Booth Charge 3.2 Fixed Vehicle
22 Channel Charge

3.3 Overtime Charge

Settings

y . 4.1 Vehicle
Authorization | Management
Management

1.1 Parking Lot
1.2 Parking Area

i 1.3 Channel Entrance
Parking Lot | and Exit
Management 14 Device

Management

5.1 Guard Booth
Real-Time | 52 Moniter Room
Monitoring

Operation Wizard ——

Click a prompt point on the page to go to the corresponding function page for settings.

*7) Operation Wizard

Correspondingly, there is a button on each page. You can click this button to go

back to the Operation Wizard page and perform the next step, as shown in the following figure.

Channel Name || | G\ @

The current query conditions: Mone

(% Refresh @ New ﬁ Dele '

= Channel Name Guard Booth Mame Channel Status

9.2 Authorization Management

The Authorization Management module is used to license plate registration, authorize fixed and
temporary vehicles, and extend the valid time of fixed vehicles.

9.2.1 License Plate Registration

Choose [Authorization Management] > [License Plate Registration]. The License Plate Registration
page is displayed as in the following figure.
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~ . First Name Last Name License Plate
Operation Wizard T Q ®
The current query conditions: Nong

u Authorization Management(— (% Refresh New m Delete

[1  Personnel ID First Name Last Name Department Name License Plate Card Number Operations

Vehicle Management

Vehicle Vahd Time Extension

® New

Person” | [|]§I|

License Plate Number* | |

Card Number | @|

Coneamaven o Jcarce

(1) Click [Authorization Management] > [License Plate Registration] > [New]. The New page is
displayed.

(2) Select Person and Card number, enter License Plate Number.
(3) Click [Save and New] to register more license plate or click [OK] to save and exit.
® [Edit

Click [Edit] at the end of each line or click the corresponding Personnel ID and modify personnel
license plate registration information in the Edit dialog box.

Person® Nick Tong (1)
License Plate Number* [122456
Card Mumber

I T
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Select one or more license plate registration information and click [Delete] at the upper part of the
list and click [OK] to delete the selected registration information. Click [Cancel] to cancel the
operation, or click [Delete] in the Operation column to delete a single registration information.

Choose [Authorization Management] > [Vehicle Management]. The Vehicle Management page is
displayed, as shown in the following figure.

Licgnee Plate Murrbar wehiee Tvoe a
The current query conditions: Nons
EE (% Remtesh [ F FleaVenice Auioizaten | % Floe Vaiicls Balen Aulwnizaion [ Temporary venicle Autherizaten £, Synehionize Licerse Plale ([ Cancelialion 7y Qperation wiza
SEmVieralet | o eenes ca vohicle  SlarTme  End Time Enliance and Bt fiea Fae Aulosizer Cparalons
4 [ Undsrgrou A MUMDET  Type
Mumber
[ Te=4
. = i
[l T2 =] Temporany\ Testi dmin Edit ancellaiion
[ Tecti
[ Test3
O

Click [Fixed Vehicle Authorization]. The Fixed Vehicle Authorization page is displayed as in the
following figure.

|C¢ Refresh @ Fixed Vehicle Authorization @ Fixed Wehicle Batch Authorization Temporary Vehicle Authorization ﬁf} Cancellation ‘j Ope

= Vehicle Cwner Parking Space Vehicle Type Start Time End Time Entrance and Exit Area

Mumber

Once you click on Fixed Vehicle Authorization, you will get below prompt at the initial startup:
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First Name | Q ®

End Time Entrance and Exit Area

Cne parking lot with more car T

Ong parking lot with more car bted, you cannot modify!
| One parking space with one car

You need to select the Parking Lot Mode from the above two choices. One parking lot with more
car means one Parking lot for more than one license plate. And One parking space with one car
means one parking lot for only one license plate.

Parson” |LeoLi(1) [~ ]

~| Parson’ (lian (123123 ) -]
License Plate Number* B554321 ] License Plate Number® ! BE54371 [@ﬂ
Fangng Sodce Nomber | 1018 Entrance and Exit area” | EntranceA ﬁll
SRS N “ehicle Type® ! Fixed \Vahicle C HE‘”
Wehicle Type® | Fixed Vehicle A = % T 1
L Start Time |2017-05-17 11:18:00 |
Start Time* 2018-04-16 ) T
—_— End Time* 1 2017-05-28 11:18:549 |
End Time* 2018-04-27 :
: - Fee' 100 |
Fee® | 100 |

Coveananon | ox— J carcer

The fields are described as follows:

Person: Enter one or more characters contained in the name or number of the vehicle owner to
query the owner in fuzzy mode.

License Plate Number: Select the license plate number to be authorized.
Entrance and Exit area: Set the entrance and exit area of the license plate.
Vehicle Type: Select the type of the vehicle.

Start Time: Select the time when the authorization on the license plate number starts to take effect.
The default value is the current time.

End Time: Select the time when the authorization on the license plate number ends.
Fee:Record the fee charged for this authorization.

#Note: An owner can have multiple license plate numbers, all of which must be authorized. You
can register a person and one or more license plates in the Personnel Management module.

You can select a person and license plate in Vehicle Management only after the person and license
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plate are registered. The procedure for registering a person and license plate is described as follows.

® Person Registration and License Plate Registration

Choose [Personnel] > [Person]. The Personnel Management page is displayed as in the following

figure.
DeparmentName [ | Personnal D First Name: tasthame | | Moer Q. ®
The current query conditions: None
= B (+ Refresh [® Mew [/ AcjustDepariment (i Delete [# Export ~ [# import ~ (1) Statistics [%?] Print Card
€ i Geneml(d) []  Personnel D First Name Last Name Depariment Name ~ Card Number  Biological Template Quantity Status
[] Marketing Depariment(2)
4 Anthony Williams Financial Department o o 1] Normal
[ Development Department{1) o ¢ D & 8 i
D Financial Department(1) O 3 George Bush Marketing Departmen @D . o & i} Normal
[ Hotel(D) o 2 Jack Clinton Development Departn &0 @o fo Normal
O 1 Lucia Smith Marketing Departmen @D .D & 0 Normal

»  New: Click [New]. The below page is displayed.

Personnel ID*

First Mame

Gender

Certificate Type

Social Security Number

Reservation Code | 123456

Position

Biological Template Quantity

 Access Control

Time Attendance

g0 o

Elevator Control

License Plate |A123456

License Plate’ B654321

Department”

Last Name
Password
Certificate Number
Mabile Fhone
Birthday

Card Number

Hire Date

Flate Register

Parking Space

Farking Space

| General

Browse

=

Personnel Detail
|
|

More Cards

(Cptimal Size 120%140).

Set Personnel ID, Name (optional) and Department (use the default value). For details, see

Personnel Management.
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Enter necessary information about the license plate on the Plate Register tab page. To add more

license plates, click at the end of the line (a maximum of 6 plates can be added). To delete a
license plate, click @ at the end of the line.

: Click [Edit] at the end of each line or click the corresponding Personnel ID or First Name,
and modify personnel information in the Edit dialog box.

: Select one or more records to be deleted and click [Delete] to delete personnel
information in batches.

On the Vehicle Management page, click [Fixed vehicle batch authorization]. The Fixed vehicle batch
authorization page is displayed as in the following figure.

Fixed Vehicle Batch Authorization

Personnel ID First Name Last Name G 60
The current query conditions: None
Alternative Selected(1)

= Personnel ID First Mame Last Name License Plat = Personnel ID First Mame Last Mame License Platt

| e abc 123456 W2 abc 321654

==

=
4 »
1 =] 50 rows per page ~  Total of 1 records 3 v
Authorization
Parking Area® Entry Start Time* 2018-04-02
Entrance and Exit Area” Entrance1,Entrancez B End Time* 2018-04-03
Vehicle Type® Fixed Vehicle A Fee® 100

Ao Eatch authorization can only choose the parking space under the same areal

Select one or more license plates to be authorized from the list on the left. Click =~ = in the middle

to add the license plate to the list on the right. Enter the vehicle type, entrance and exit area, fee,
start time and end time in the Authorization area, and click [OK] to save the information and
authorize fixed vehicles in batches.

On the Vehicle Management page, click [Temporary Vehicle Authorization]. The Temporary Vehicle

Authorization page is displayed, as shown in the following figure. Only the entrance and exit areas to
be authorized need to be selected.
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Entrance and Exitarea® EntranceA

o o

® Cancellation

Select multiple check boxes in the first column of the license plate list and click [The Cancellation] to
cancel license plates in batches or click [The Cancellation] at the end of each line to cancel a single
license plate, as in the following figure.

T : A e . A e weieome, admn () () () () ()
. ECd c : | 5 L =% it G A dhorized Company, ZKTeco
l:_ Operation Wizard @ vEncie Typs [ Fuetbeme

The sument auery conditions: Nang

" Authorzaton Management(”) = 2 .
(5 Retmesn [ puen venioie aumonzanon [ Freea vanicie Bston Aimatzanon [ tempomry venice Aumaraon [ Cancetanon %y opa

ViBicie Oveisr Fariing Jpace Wehiche Typs San Time: Enid Thme Entrance enid Exit Area
Humgar

Tamprrary vehics § Entrancal,C3 Frlianoed B3 B

Fiepd Wahicle A 20120402 20r1E-04-03 Entraneaz

B

[1 Enranent
Fied Vehicle A 20080802 20080409 Entranesi Enirence? Enliznc

AEA
O az
[ Az
[1 A1

A C
M ca
3 c2

Flied Wehicle O 2018-08-02 201A-0d-03 Enfranes Enirance? Enlrancy

e

d Booth Satlngs (T Le
4 7 Eail

e = [ Exit
[ Sl

= . B
E ™ e

4 B

i
= |4 ¢ 1-4 5 5 S0rewsperpage v SumpT 1 FiPADa  Totalof 4 tecorss

&2, RealTime Mantodng

9.2.3 Vehicle Valid Time Extension

Choose [Authorization Management] > [Vehicle Valid Time Extension]. The Vehicle Valid Time
Extension page is displayed.
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, kom0 3100 D)
: I I S-S Authortzed Company, ZKTeco
3. Click

ZKir--.

U= Oparation Wizard .'.‘ Licanse Pl Kumbsr
jm ;

The cument query conditions: Nans
Authorzaton Managemenl(”
1 il et [ Ve Vel Time Frisrsion [ Cancellaian

[0 Wehkle Dwner  Vemis Type Start Date End Dt Ery Warning Cperstans
Daye
8 Management

O ab Fixe Vihicli & 2015040 30150403 3 Vaitirle Vaid Time Frirsion Cancelialion
[ Flonet Vi licl A 20180402 2018-04-03 ] Vahicls Vaid Tima Exiereion ©anclan
O oahe F e Venick 0 20180407 20110403 2 VEh(rle Vi i Fersion o celgfisn

2. Select as required )

j¢ < 1-3 3 31 somewsperpage v JunpTo fiPags  Tolal af 3 moords

® Vehicle Valid Time Extension

1) Select a fixed license plate for which the valid time needs to be extended and click [Vehicle Valid
Time Extension] or click [Vehicle Valid Time Extension] at the end of a fixed license plate. The
Vehicle Valid Time Extension page is displayed.

Parking Space Number® E1
Vehicle Type Fixed Vehicle A
Deadline 2018-04-03

Extended Deadline”

Fee ( Dollar ) *

T T

2) Set Extended Deadline and Fee.
3) Click [OK] to save and exit.

® Cancellation

Select multiple check boxes in the first column of the license plate list and click [Cancellation] to

cancel license plates in batches or click [Cancellation] at the end of each line to cancel a single
license plate.
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9.3 Parking Lot Management

Parking Lot Management comprises seven modules: Vehicle Type, Parking Lot, Parking Area, Channel
Entrance and Exit Area, Device Management, White-Black list, and Parameter Setting.

9.3.1 Vehicle Type

Upon initial startup, the system automatically initializes the vehicle type, which can be only modified,
but not added or deleted. Choose [Parking Lot Management] > [Vehicle Type]. The Vehicle Type
page is displayed, as in the following figure.

e[ ] Q. ®
The current query conditions: Mone

(% Refresh

Vehicle Type Vehicle Definition  Status Remarl Operations
Fixed Vehicle A Fixed Vehicle Enable Edit

Fixed Vehicle B Fixed Vehicle Enable Edit

Fixed Vehicle C Fixed Vehicle Enable Edit

Fixed Vehicle D Fixed Vehicle Enable Edit
Temperary Vehicle A Temporary Vehicle Enable Edit
Temperary Vehicle B Tempoerary Vehicle Enable Edit
Te_m[:mw \ehicle C Temporary Vehicle Enable Edit
Temporary Vehicle D Temperary Vehicle Enable Edit

e Editing the Vehicle Type

1. Click a vehicle type name or [Edit] in the operation column. The Edit page is displayed.

Vehicle Definition ! Fixed Vehicle ‘
Vehicle Type* Fixed Vehicle A ‘
Status® ; Enable v |
Remark

2. SetVehicle Type, select a Status, and enter the vehicle type description in Remark.

3. (lick [OK] to save and exit.
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Parking Lot

A parking lot has multiple parking areas and a parking area has multiple entrance and exit areas.

Choose [Parking Lot Management] > [Parking Lot]. The Parking Lot page is displayed, as in the
following figure.

The cument query conditions: None

(_* Refresh @ New ﬁ Delete ‘:) Operation Wizard

Autherization Mana gementE}

Parking Lot Management E'II

1]

Parking Lot Name Remark Operations

Test Edit Delete
Vehicle Type

O
=
i
=
I
=
=
I
i3
&

(]
|§

i

s
gl
=
=
=l
=
3
&

Parking Area

O
F
iy
=
m
=
=
o
li3
=3
&

Channel Enfrance and Exit
Device Management

White-Black List

1< « 1-4 &+ 31 50rows perpage + JumpTo 1 1 Page  Total of 4 records

Parking Lot Mame* || |

Remark

soveans e 0

1) Choose [Parking Lot Management] > [Parking Lot] > [New].
2) Set Name (unique) and Remark.

3) Click [Save and New] to add more parking lots or click [OK] to save and exit.
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Click a parking lot name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more parking lots and click [Delete] at the upper part of the list and click [OK] to delete
the selected parking lots. Click [Cancel] to cancel the operation or click [Delete] in the Operation
column to delete a single parking lot.

Click [Refresh] at the upper part of the list to load new parking lots.

Parking Area

Choose [Parking Lot Management] > [Parking Area]. The Parking Area page is displayed, as shown in
the following figure.

’ Dperation Wizard T Parking Area
| Authorization Management(3)
= The current query conditions: None
Parking Lot Management. () (v Refresh  [® New ([fj> Delete ) Operation Wizard
() Parking Area Mame Parking Spaces Belonging Areatype of car  Operations
Vehicle Type Parking Lot yard
Parking Lot =] | Entry 100 Test Large Car Area  Edit Add Parking Space
» O] Exit 0 Test Large Car Area  Edit Add Parking Space
A 0 Test Large Car Area  Edit Add Parking Space
Channel Entrance and Exit - ) .
B B 0 Test Large Car Area  Edit Add Parking Space
Device Management m c 0 Test Large Car Area  Edit Add Parking Space
White-Black List O D 0 Testl Large Car Area  Edit Add Parking Space
= B E 0 Test1 Large Car Area  Edit Add Parking Space
Guard Booth Settings B E 0 Test1 Large Car Area  Edit Add Parking Space
] Small 0 Test Small Car Area  Edit Add Parking Space
] Charge
Reports
o < 1-9 » 3| 50 - Total of O records
Real-Time Monitoring IOWs ReLPage
4 b

Click [New]. The below page is displayed.
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Area type of car yard”™ | Large Car Area v |
Parking Area Mame® | |
Belonging Parking Lot™ | 1__1!
Parking Spaces”® 0

Remark

oo J—0c J coeer |

The fields are described as follows:

Area type of car yard: It is the car variety area, Either small or Large.
Parking area name: Unique name of a parking area.

Belonging Parking Lot: Parking lot to which this parking area belongs.
Parking Spaces: Total number of parking spaces in this area.

Remarlk: Text description.

e Edit

Click a parking area name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

° Delete

Select one or more parking areas and click [Delete] at the upper part of the list and click [OK] to
delete the selected parking areas. Click [Cancel] to cancel the operation or click [Delete] in the
Operation column to delete a single parking area.

® Refresh

Click [Refresh] at the upper part of the list to load new parking areas.

9.3.4 Entrance and Exit Area

Choose [Parking Lot Management] > [Entrance and Exit Area]. The Entrance and Exit Area page is
displayed, as shown in the following figure.
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S —
The current query conditions: None
Authorization Managemen
2 (C* Refresh  [® New (i Delete ) Operation Wizard
Parking Lot Management = Area Name Parking Area Operations
[J Entrance3 Entry Edit Delete
Vehicle Type —
. Exit Exit Edit Delete
Parking Lot o A1 A Edit Delete
Parking Area K| A2 A Edit Delete
] A3 A Edit Delete
. m. BY B Edit Delete
Device Management
B B2 B Edit Delete
White-Black List
) B3 B Edit Delete
0 ¢ c Edit Delete
Guard Booth Settings
= c2 Cc Edit Delete
Charge 0o e3 o} Edit Delete
[] Entrancel Entry Edit Delete
E L e [] Enfrance? Entry Edit Delete
ri:_:“ﬂ Real-Time Monitoring J« < 1-13 » | S0rowsperpage ~ JumpTo 1 /1 Page  Total of 13 records

Click [New]. The Edit page is displayed.

P]}a Mame™ ‘

Parking Area® | Exit r

:Unigue name of an entrance and exit area.

: Parking area to which this entrance and exit area belongs.

Click an entrance and exit area name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.
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° Delete

Select one or more entrance and exit areas and click [Delete] at the upper part of the list and click
[OK] to delete the selected entrance and exit areas. Click [Cancel] to cancel the operation, or click
[Delete] in the Operation column to delete a single entrance and exit area.

° Refresh

Click [Refresh] at the upper part of the list to load new entrance and exit areas.

9.3.5 Device Management

Choose [Parking Lot Management] > [Device]. The Device Management page is displayed, as shown
in the following figure.

w3 (D) ) @ ()

Aulhorized Company, ZKTeco

Ogperation Wizard (i Dieseive Mo |

The sumrent query conditions: Nang
T§] Autharzeion ManagemenliT
Pl el roren T e [ Dol Q) Sodc Deviss w7 Enabl (D) Disibie ) Syncenlza Tena €0 Gal Do Ciption ) Ciees ion Wiea]

Fasking Lot Menagement (=) [ Dawca Name  Davice Typa LED ECraen Type IF AXIress Fort Vimao Fart Devioe Brand Enadis Jtans

o It LPf: Camers  Twro-color LED scresn  1E2.1E0214.109  S0OO n ZKTeco £ Oine
Vehide Type

Farking Lot

Parking Ares

Ehannal Entrancs and Exr
D

WWhit.

Parameter

» 31 sOrewsperpsgs v dumpTo | FiPage  Tolalof | secords

o New

Click [New]. The below page is displayed.
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Device Name* Test1

Device Type” LPR Camera v
Device Brand” ZKTeco v
IP Address” 192 168 - 214 188
Port* 5000

LED screen Type* Two-color LED screen v

Two-color LED screen
Monochrome LED screen

Coveaanen I~ o | cmea ]

The fields are described as follows:

Device Name: Unique name which can identify a device.
Device Type:lthas only one option as LPR Camera.
Device Brand: Manufacturer of the device.

IP Address: Unique IP address for connecting the device.
Port: Port number for connecting the device.

LED Screen Type: Here you can set the display LED type. It has two options; Two-color LED Screen
and Monochrome LED Screen, choose accordingly.

° Edit

Click a device name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

° Delete

Select one or more devices and click [Delete] at the upper part of the list and click [OK] to delete the
selected devices. Click [Cancel] to cancel the operation or click [Delete] in the Operation column to
delete a single device.

® Refresh

Click [Refresh] at the upper part of the list to load new devices.

® Search Device

All devices to which a guard booth can connect are searched out and displayed in the list.

Click @ gearch Device . The Search Device page is displayed.
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:I*, Parking Lol Managamant

hicls Type

2. Click to search Dsvics Trpe Device Grand  Cpersiions

IP Address | | ®
|P Address Device Mame Device Type Port Device Brand Operations
192.168.214.189 192.168.214.189 LFR Camera &0 Vision-Zenith Add

Click [Search]. All available devices are displayed in the list. Click [Add] in the Operation column. The
Add page is displayed with all information automatically entered, as shown in the following figure.
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Device Name* |192.15321’4_139

Device Type® | LPR Camera A

IP Address™ |1':'9é:-’-.-"1:é'.§ 214 . 189

|
|
Device Brand* Vision-Zenith |
|
|

port’ 80

e Enable

Enable the device. Only enabled devices can be normally used.
Select the device to be enabled and click [Enable].

e Disable

Disabled devices cannot be normally used.

Select the device to be disabled and click [Disable].

® Synchronize Device Time

Synchronize the internal time of the device with the current system time.

Are you sure you want to perform the

Synchronize Time operation?

Select the device on which the time needs to be synchronized and click [Synchronize Device Time].

ZKBioSecurity 3.1.5.0 or above Page |29



9.3.6 Device Management(When Access Controller is used for Parking)

Choose [Parking Lot Management] > [Device]. The Device Management page is displayed, as shown
in the following figure.

Welroie, odrmin @j fi\ \J:‘} |_f_.l: ¢|

.

The current query comiitioas: here
7% Rulresh [ w8 Doiete QL Search Covee &' Enatile- () Dsable T2l Symchrones Time. #7) Operaton Wiard

] D Narie Dpwce Type 1P AINRaS P Ve o Do ke BT Erapi

° New

Click [New]. The below page is displayed.

Device Nama* |192.168.214.188

Deavice Type* | LFR Camera

Manufacturer® | ZKTaco

P Address’ |192 168 . 214

Port* | 5000

Coneamanew o W career

The fields are described as follows:

Device Name: It identifies a device.

Device Type: The value can be Access Controller.

IP Address: Unique IP address for connecting the device.

Door Name: Click to select the door list of the access control module. The door corresponding to the
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device supporting Multiple Cards per Person may be selected (firmware version above 3.0.3.0).
: Port number for connecting the device.

: Remark of the device.

Click a device name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more devices and click [Delete] at the upper part of the list and click [OK] to delete the
selected devices. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single device.

Click [Refresh] at the upper part of the list to load new devices.

Select the device for which you want to get information, click to send command and get the device
related parameters, such as: serial number, IP address, device model, firmware version number, etc.

Vehicles in the whitelist include fire engines, police cars, and some privileged vehicles, which are not
charged. Vehicles in the blacklist refer to those who are not allowed to enter or exit from the parking
lot.

Choose [Parking Lot Management] > [White-Black List]. The White-Black List page is displayed, as
shown in the following figure.

ZKBioSecurity 3.1.5.0 or above Page |293



ZK -

=3 Operation Wizard
[=

The current query conditions: None

Authorization Management () : 5
J = (v Refresh [ New (i Delste 2, Synchronize Whitelist S Synchronize Blackiist

Parking Lot Management (=) (] License Plate License Plate Start Time End Time Operafor Operating Time
= Mumber Type

Vehicle Type

Parking Lot

Parking Area

Channel Enfrance and Exit

Device Management

Parameter

i ‘Guard Booth Setfings
Charge
Reports

;, Real-Time Monitoring ® 1< ¢« 0 » 1 b50rowsperpage ~ JumpTo 1 10 Page  Total of 0 records

° New

Click [New]. The New page is displayed.

License Plate Number* HEBREEE

License Plate type® | Blacklist
Start Tima

End Time

oveanonen § ok § carcer

The fields are described as follows:

License Plate Number: License plate numbers to be added to the blacklist or whitelist.

License Plate type: The value can be Blacklist or Whitelist.

Start Time: Time when the whitelist takes effect (This parameter is not available for the blacklist).

End Time: Time when the whitelist expires (This parameter is not available for the blacklist).
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Click a license plate number or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

Select one or more license plate numbers and click [Delete] at the upper part of the list and click [OK]
to delete the selected license plate numbers. Click [Cancel] to cancel the operation or click [Delete]
in the Operation column to delete a single license plate number.

Click [Refresh] at the upper part of the list to load the latest blacklist and whitelist.

Click [Synchronize Blacklist], click [OK] to synchronize all blacklists, click [Cancel] to cancel.

When the device is off-line, the device will automatically synchronize blacklist and broadcast voice. It
should be noted that the device must be equipped with an SD card.

Click [Synchronize Whitelist], click [OK] to synchronize all whitelists, click [Cancel] to cancel.

When the device is off-line, the device will identify the whitelist synchronized and automatically
open the gate. It should be noted that the device must be equipped with an SD card

Set basic public parameters of the parking lot.

Choose [Parking Lot Management] > [Parameter Setting]. The Parameter Setting is displayed, as in
the following figure.
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Company Mame

Parking Lot Mode | One parking lot with more car v | A\ Once the Parking Lot Mode is selected, you cannot modify! One parking lot with more car does not support offline mode!

| Channel Entrance and Exit Setting

] Enable Fixed Vehicle Multiple In and Cut

["] Enable Temporary Vehicle Multiple In and Out Watching Precision of Entrance and Exit |Exact Match U

| Enable Shift Process ] Whether allows temporary vehicles to enter while the parking space is full

| Charge Management Setting |

| Enable Fixed Vehicle Charges
] Print Fee Receipts

|| Enable the Consumer Discount

Unmatched Processing Mode :  (s) Free () Release after Charging 0  Doliar
|Fixed Vehicle Setting |

|| Enable Fixed Vehicle Transfer to Temporary Vehicle Fixed Vehicles Days Warning | 7
| Voice and display settings |

Entrance display residual parking space 4 Regional parking space statistics for large car field

Display Color  First Eine‘ Red v Second ]Ene| Green ¥ | A\ Only dual color screen device support!

Ofher Setting |
Days to keep the vehicles record in the field | 60

Capture Photos Preservation Days 10 T

Captured Photos Saving Path | Ex | A\ Save the path for the setting pathBioSecurityFilg\park)

Offline Setting|

| Enabled offline mode A Enabled offline mode part of the function temporarily not support!

Temporary vehicle record matching accuracy

Duplicate license plate waiting time Single Channel Mode |5 second Mormal Mode |5 second

The fields are described as follows:

» Parking lot setting

Company Name: Company name displayed on the printed fee receipt.
Parking Lot Mode: Click here for details.

» Channel Entrance and Exit Setting

Enable Fixed Vehicles Multiple In and Out: If this parameter is selected, no fee is charged when
fixed vehicles go in or out of the parking lot.

Enable Temporary Vehicles Multiple In and Out: If this parameter is selected, no fee is charged
when temporary vehicles go in or out of the parking lot.

Enable Shift process: Whether to enable the shift change of guard booths.

The default license plate: Default province of the license plate in scenarios where license plate
numbers need to be entered, for example, upon manual correction or manual release, or at the
central payment station.
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: Matching rule for license plate number searching. An
extract match: A license plate number can be found only upon exact match; 4-digit: A license plate
number can be found when the entered license plate number has the same four digits as that in the
database; 5-digit: A license plate number can be found when the entered license plate number has
the same five digits as that in the database. And so on for 6 and 7 digjits.

If selected, it will allow
the temporary vehicle to enter the parking lot when the parking space is full.

:If a fixed vehicle charge standard has been defined in charge settings
and this parameter is selected, the standard is charged upon extension. Otherwise, the extension
time and amount must be manually entered on the Fixed Vehicle Valid Time Extension page.

: Whether to print fee receipts when charging. If yes, the system must be
connected to the receipt printer.

:Whether to enable the consumer discount function. The detailed
consumer discount strategy is set in 9.5.5 Discount Strategy.

It can be either Free or Charged. If a vehicle was not registered at the
time of entrance, then this function gets effective at the time of exit of the vehicle. If you want to
charge, then select “Release After Charging” and set the amount. If you don't want to charge, then
select "Free”.

- If this parameter is selected, fixed vehicles are
automatically changed to temporary vehicles for charging. Otherwise, after the valid time of fixed
vehicles expires, manual processing is required.

- A valid time extension prompt is sent to a fixed vehicle owner upon
entrance and exit within the preset warning days. For example, if this parameter is set to 5 and there
are 31 days in the current month, the prompt is sent from the 27th day.

If selected, it will display with voice prompt, the number
of available spaces for parking at the entrance on the LED screen.

-1t will show the statistics for large car parking
space.

You can set the color of display. If you have installed dual color LED screen, then you
can set color for the second line of display also.

You can set the required number of days to keep the
vehicle records in database.
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: Photos taken by the IPC device are automatically deleted after
the number of days specified by this parameter expires.

- Path for saving photos captured during license plate identification
(Here, only a basic path is configured. The actual saving path also includes
\BioSecurityFile\park\YYYY-MM-DD\).

Enabled offline mode part of the function temporarily does not support!

Guard Booth Setting

Guard Booth Setting includes four modules: Guard Booth, Channel, Manual Processing Method, and
Manual Release Reason.

Guard Booth Setting

Choose [Guard Booth Setting] > [Guard Booth]. The Guard Booth page is displayed, as shown in the
following figure.

L —_ T T
= Operation Wizard @ Guard Beoth Name | Q ®
The curmrent query conditions: None

O Refresh New ﬁ’ Delete ‘3 Operation Wizard

wthorization Management()

Parking Lot Management (1) (=] Guard Booth Name Computer IP Address Channel Entrance and Operations
= Exit Name

o Guard Booth Setiings (&)

Channel

Manual Release Reason

;‘f Ent) Charge:

@ Reporis

(':::,‘] Real-Time Monitoring @) I« ¢« 0 » 3| D5SOrowsperpage ~ JumpTo 1 /0Page  Total of 0 records

Click [New]. The New page is displayed.
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CGuard Booth Mame®
Channel Enlrance and Exit Hame® Computer IP Address ” 192 . 168 -1

Belonging Parking Lot Farking Aré3
Furzxtiol,
Temporery Vehidls Free’

Enable Repiacement of Vehicle” Enabie Manual Rekease”
Temporary Vehicle Fast Exil One Ghannal Mode”

The above seltings are copied (oo I »

CXTm TN

The fields are described as follows:
Guard Booth Name: Name of a guard booth.
Channel Entrance and Exit Name: Entrance and exit area to which the guard booth belongs.

Computer IP Address: IP address of the guard booth (It must be unique. The local IP address is read
and set as the initial value when a new guard booth is added).

Belonging Parking Lot: Parking lot to which the selected entrance and exit area belongs. This
parameter is set as “read only”.

Parking Area: Parking area to which the selected entrance and exit area belongs. This parameter is
set as read only.

Temporary Vehicle Free:If it is set to Yes, the Free button is displayed on the temporary vehicle
charging result page to allow free of charge for temporary vehicles.

Enable replacement of vehicle: The type of temporary vehicles can be changed on the temporary
vehicle charging result page. Since different types of vehicles have different charge standard, the
charging result may also change.

Enable Manual Release: If this parameter is selected, the gate can be manually controlled to release
vehicles.

Temporary vehicle fast exit: If no fee is generated for a temporary vehicle, no charging result
confirmation page is displayed and the gate is directly open to release the temporary vehicle.

One channel mode: It this mode is enabled; a channel can be physically used as the entrance and
exit at the same time. However, it is suggested to use different channels for binding different IPC
devices.

The above Settings are copied to: The following two options are available.

ZKBioSecurity 3.1.5.0 or above Page |299



All Guard Booths in the Belonging Parking Area: Information in Parameter Setting is copied to all
guard booths in the belonging parking area.

All Guard Booths in the Belonging Parking Lot Information in Parameter Setting is copied to all
guard booths in the belonging parking lot.

Parameters in the red box are copied, as shown in the following figure.

Guard Booth Name® |Test

Channel Entrance and Exit Nameg® | Entrance3 Computer IP Address * 182 168 .1 . 219

Belonging Parking Lot i-Test | Parking Area Entry

- Parameter |

Temporary Vehicle Free® | Mo

Enable F!epiécement of Viehicle™ | Yes Enable Manual Release™

Temporary Vehicle Fast Exit® |‘|"es 2ne Channel Mode®

The above settings are copied to: | All the guard booth belongs to all parkinga » |

e N T

° Edit

Click a guard booth name or [Edit] in the Operation column to go to the Edit page. Make
modifications and click [OK] to save modifications.

° Delete

Select one or more guard booths and click [Delete] at the upper part of the list and click [OK] to
delete the selected guard booths. Click [Cancel] to cancel the operation, or click [Delete] in the
Operation column to delete a single guard booth.

® Refresh

Click [Refresh] at the upper part of the list to load new guard booths.

9.4.2 Channel Setting

Choose [Guard Booth Setting] > [Channel]. The Channel page is displayed as in the following figure.
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Channgl Nama*
Guard Booth Name® Channe| Status”
PO 1P Video Preview

Windaw{IPC 1y

‘Vidao Praview
Winaew{iPC2)

Fed Vehicle Open Type™ Direct Pass Temporary Vehicle Open
Type"

Limit Line Mode Forbids Vahicle Typei

|| Fixsd vehicle & || Fioed Vahicle B || Fued Vehice G
[l Fixed vehicle O [ Temporary Vehide

EIIE) S EETl

° New

Click [New]. The New page is displayed.

Channel Name®

Guard Booth Name® Channel Status®

IPC11P* Viden Preview
Window(IPC1)®

IPC2 IF Video Preview
Window(IPC2)

Fixed Vehicle Open Type® | Direct Pass Temperary Vehicle Open | Confirm Fass

Type*

Limit Line Mode Forbids Vehicle T'_.rpe!

[ Fixed Vehicle A (] Fixed Vehicle B || Fixed Vehicle C

["| Fixed Vehicle D ["] Temporary Vehicle

Em T T

The fields are described as follows:

Channel Name: Unique channel name.

Guard Booth Name: Guard booth to which the channel belongs.
Channel State: Channel type.

|[PCT P2 IP address of IPCT (which can be in “read only” mode after device information has been
added in 9.3.5 Device Management and bound devices are not displayed).
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: Display location of IPC1 on the monitoring page.

:IP address of IPC2 (which can be in “read only” mode after device information has been
added in 9.3.5 Device Management and bound devices are not displayed).

: Display location of IPC2 on the monitoring page.

:Ifitis set to Direct pass, no confirmation window is displayed. If it is set to
Confirm pass, a confirmation window is displayed and the gate is opened upon manual click.

: Same as the above.

- You can set the types of vehicles forbidden to pass. The
vehicles type contains all the vehicles types that are maintained in the system, it allows multiple
choices.

Click a channel name or [Edit] in the Operation column to go to the Edit page. Modify and click [OK]
to save modifications.

Select one or more channels and click [Delete] at the upper part of the list and click [OK] to delete
the selected channels. Click [Cancel] to cancel the operation, or click [Delete] in the Operation
column to delete a single channel.

Click [Refresh] at the upper part of the list to load new channels.

Choose [Guard Booth Setting] > [Channel]. The Channel page is displayed, as shown in the following
figure.
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wekoe, v (@) (53 () @) ()
Authorized Company. ZKTeco

Ghaneel Name
The cument queny conditio e

2 Rl [ Hew [ Dol ) Operalion Wi

Autharization Managemenl( 7]
Fashing Lot Mepagement (7] | Znanne Meme Cuard Doom Meme Channe| Stetus IPCLIP Wibeg Praview IPCZIP Widag Praview Fried Van/che Ogpe
WincelF G WanclF G

. aarcd B oth Satlings = o Imst Tesl Large vahicls area anfance 107 103 214 180 1 102 108 714 185 2 Qi Fass

Guard Booth

Manua| Rala

"

j¢ ¢ 11 5 31 S0rowsperpage  ~  JumpTo i f Paga  Tolal ol 1 secords

° New

Click [New]. The New page is displayed.

Channel Name* Dioor Name*

>

Channel Status’ ] Guard Booth Name"

Video 1 ' Video Preview Window
(Video 1)
Video 2 - - Video Preview Window
(Video 2)
Fixed Wehicle Open Type® Direct Pass Temporary Vehicle Open | Confirm Pass

=

Type

[IXI[X]

ki

L<]

Limit Line Mode Forbids Vehicle Type I

[[] Fixed Vehicle A [] Fixed Vehicle B [] Fixed Vehicle C
[] Fixed Vehicle D ] Temporary Vehicle

EITn B S

The fields are described as follows:
Channel Name: Unique channel name.

Door Name: Select the device added in Device Management (the door name access control module
corresponds to).

Channel State: Channel type.

Guard Booth Name: Guard booth to which the channel belongs.
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: Select Video Channel added by the video module.

Display location of Video Channel on the monitoring page.
: Select Video Channel added by the video module.

Display location of Video Channel on the monitoring page.

:If it'is set to Direct pass, no confirmation window is displayed. If it is set to
Confirm pass, a confirmation window is displayed and the gate is opened upon manual click.

: The same as above.

: You can set the types of vehicles prohibited from passing.
The vehicles type contains all the vehicles types that are maintained in the system, it allows multiple
choices.

Click a channel name or [Edit] in the Operation column to go to the Edit page. Make modifications
and click [OK] to save modifications.

Select one or more channels and click [Delete] at the upper part of the list and click [OK] to delete
the selected channels. Click [Cancel] to cancel the operation, or click [Delete] in the Operation
column to delete a single channel.

Click [Refresh] at the upper part of the list to load new channels.

A manual release reason must be selected when the manual release function is used on the online
monitoring page.

Choose [Guard Booth Setting] > [Manual Release Reason]. The Manual Release Reason page is
displayed as in the following figure.
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® Parking Lol Managoment &) Manusl Release Ressor  Remark Cperstions
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° New

Click [New]. The New page is displayed.

Manual Release Reason®

Remark

e S T

The fields are described as follows:

Manual Release Reason: Name of the manual release reason.
Remark: Remark of the manual release reason.

e Edit

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

° Delete

Select one or more manual release reasons and click [Delete] at the upper part of the list and click
[OK] to delete the selected manual release reasons. Click [Cancel] to cancel the operation, or click
[Delete] in the Operation column to delete a manual release reason.

ZKBioSecurity 3.1.5.0 or above Page |305



° Refresh

Click [Refresh] at the upper part of the list to load new manual release reasons.

9.5 Charge

It is mainly used to set charging rules of each vehicle type and vendor discount policies in the
parking lot. Charge Setting includes seven modules: Temporary Vehicle Charge, Overtime Charge
Standard, Fixed Vehicle Charge Standard, Guard Booth on Duty, Discount Strategy, Business, and
Reconciliation.

9.5.1 Temporary Vehicle Charge

Choose [Charge] > [Temporary Vehicle Charge]. The Temporary Vehicle Charge page is displayed,
as shown in the following figure.

i i @)D @) )
Aulhorized Company, ZKTeco
':_ (& Temporary Charga Hame | o ®
The sumrent query conditions: Nang

(% Rafh 7% Hew [ Delein ) Oporalian i

=T -
Kl sharization Managemenl(r)

H.-‘r Farking Lot Managamenl (7] T Temaorany chefdBgame  Parkng Lotname wankiE 108 DAY Hinsst Free Mines The nighestrees o1 Dperaton

Amouet mukiple access

concilialion

% 5| Shrowspsrpsge - JumpTa i 10 Page  Tolal of 0 reconds

o New

Click [New]. The New page is displayed.
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Temporary Charge Mame™ l:l Parking Lot Name*

Vehicle Type* (® Temporary Vehicle A () Temporary Vehicle B ) Temporary Vehicle C (0 Temporary Vehicle D
Daily Highest Amount™ Dollar Test Charging Rule:
Free Minutes 0 :minules
[C] Charging Time includes Free Minutes Park\n_xg Lok r
MName
[CJ cross Time Split Vehicle Type Fixed Vehicle A v
[_| Enable the same license plate in| Circulation within 24 ho » | Multiple access with the highest fees Dollar In Time*® 2018-04-03 17:53:00
Out Time*
Detail
(® According to time period () According to cycle
Time Period1 E
Time Period” 00 - 00 ﬂ | to | 0o - oo ﬂ [l Cross Day

Amount Receivable:
[ Charge by Times

Maximum Charge* Dollar 0.0 Dollar
First Time Charge Dollar | minutes
Amount per unit time charge® Dollar : minutes

E

#sNote: Only one charge standard can be created for each vehicle type in the same parking lot. If no
temporary vehicle charge standard is created for a parking lot, the first charge standard can be
created only for temporary vehicle A. This is because the charge standard for temporary vehicle A
is used for exit of temporary vehicles by default.

-1t must be unique.
- Parking lot of the charging standard.
: Vehicle type of the charging standard.

: Highest daily charging amount (For example, if 10 dollars is charged for an
hour, 240 dollars is charged for an entire day in normal cases. If this parameter is set to 100 dollars,
only 100 dollars is charged for an entire day).

:No fee is charged when the parking period is within the range specified by this
parameter.

- If this parameter is selected, Free Minutes is set to 30, and
the actual parking period is 31 minutes, fees are charged based on 31 minutes. If this parameter is
not selected, Free Minutes is set to 30, and the actual parking period is 31 minutes, fees are charged
based on 1 (31-30) minute.

: Suppose that one dollar is charged every 15 minutes during time period 1 from
9:00 to 10:00 and 10 dollars is charged every 15 minutes during time period 2 from 10:00 to 11:00.
The parking duration is from 9:43 to 10:30. If this parameter is not selected, the period from 9:43 to
9:58 is charged 1 dollar, the period from 9:58 to 10:00 has only 2 minutes, which is shorter than 15
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minutes and must be supplemented by the period from 10:00 to 10:13, and the period from 10:13 to
10:28 is charged based on period 2, and so on. If this parameter is selected, the period from 9:43 to
9:58 is charged 1 dollar, the period from 9:58 to 10:00 has only 2 minutes, which is shorter than 15
minutes but is still charged 1 dollars based on time period 1, and the period from 10:00 to 10:15 is
charged based on period 2, and so on.

:Rolling fee. If the accumulated fees for multiple entrance and exits of the same
license plate exceed this value, no extra fee is charged in the preset cycle. The cycle can be 24 hours
for a natural day or 24 hours for a circulated day: 24 hours for a natural day refer to 00:00 -24:00 and
24 hours for a circulated day are from the entrance time to this time on the next day.

According to time period. The page is displayed in the following figure.

New
Temporary Charge Name™ Temporary Charge A Parking Lot Name® Test
' Vehicle Type® (®) Temporary Vehicle A Temporary Vehicle B Temporary Vehicle C Temporary Vehicle D
Daily Highest Amount” 100 Dollar Test Charging Rule:
Free Minutes 0 ‘minutes
[Z| Charging Time includas Free Minutes Park\nﬂg Lol Test v
Name’ |
|| Cross Time Split Vehicle Type Temporary Vehicle &
"] Enable the same license plate in | Circulation within 24 ho' ¥ | Multiple access with the highest fees Dollar In Time* 2018-04-03 18:17:00
Out Time*
Detail
(® According to time period () According to cycle
Time Period1 i
Time Period” 00 - 00 ﬂ | to | a0 - oo ﬂ [[] Cross Day
Amount Receivable:
("] Charge by Times
Maximum Charge™ .Dol\ar 0.0 Dollar
First Time Charge [ Dollar [ | minutes
Amount per unit time charge* Dollar minutes
[ saveandnew W ok W cancel |

Set different charging standards for different time periods. The time periods must be continuous and
the sum must be 24 hours.

:If this parameter is selected, Amount per unit time charge cannot be set and fees
are charged based on the amount set in Maximum charge. If this parameter is not selected, fees are
charged based on the unit time and the period must be multiples of 15. If the fee is higher than the
amount set in Maximum charge, the maximum amount is charged.

. The page is displayed in the following figure.
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New

Temporary Charge Mame® | Temporary Charge A Parking Lot Name* | Test
Vehicle Type* (®) Temporary Vehicle A Temporary Vehicle B Temporary Vehicle C Temporary Vehicle D
Daily Highest Amount” 100 Dollar Test Charging Rule:
Free Minutes 0 minutes
includes Free Minutes F‘arkln*g Lot Test v
Name
Cross Time Split Vehicle Type Temporary Vehicle A«
ame license plate in| Circulation within 24 hor v | Multiple access with the highest fees Dollar In Time* 2018-04-03 18:17:00

Qut Time*

Detail

() According to time period | (® According to cycle

Cyclet +

Cycle® minutes

[ Charge by Times Amount Receivable:
Maximum Charge”™ Doliar

0 Dollar
Amount per unit time charge* Dollar minutes

The next 1440 minutes (24 hours) from the entrance time can be divided based on different charge
standards.

- Itis used to test the set temporary car charging rules. You can enter the name of
the parking lot, vehicle type, entrance time and exit time in this section, click [Click Test] to view the
results of the charges

= Notes:

» When Charge by times is not selected, the time of each cycle must be set to multiples of the
time period specified in Amount per unit time charge. There is no limitation if Charge by
times is selected.

» If According to cycle is selected, Cross Time Split is invalid.

» If Charge by times is selected, Amount per unit time charge cannot be set and fees are
charged based on the amount set in Maximum charge. If this parameter is not selected,
fees are charged based on the unit time and the period must be multiples of 15. If the fee is
higher than the amount set in Maximum charge, the maximum amount is charged.

Click a temporary charge name or [Edit] in the Operation column to go to the Edit page. Modify and
click [OK] to save modifications.

Select one or more temporary vehicle charge and click [Delete] at the upper part of the list and click
[OK] to delete the selected temporary vehicle charge. Click [Cancel] to cancel the operation or click
[Delete] in the Operation column to delete a single temporary vehicle charge.
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Click [Refresh] at the upper part of the list to load new temporary vehicle charge.

Overtime Charge

Choose [Charge Setting] > [Overtime Charge Standard]. The Overtime Charge Standard page is
displayed as in the following figure.

Overtime Charge Name | | O\
The current query conditions: None

( Refresh [® new  ff Delete ¥ Operation Wizard

= Overtime Charg bjame Farking Lot Name Status Operations

Charge

Temporary Vehicle Charge

L

Fixed Vehicle Charge

Shift Settings

Discount Strategy

Business

Financial Reconciliation

- E Reports

‘r':_.h Real-Time Monitoring : |« ¢« 0 » = S0rowsperpage ~ JumpTo 1 /0 Page  Total of 0 records

Click [New]. The New page is displayed.
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Mew

Cvertime Charge Name * “ Parking Lot Name®

Status® Enable v

Detail

Temperary Vehicle Allowable Retention Time™ || Include Retention Owertime Charge Amount®
A minutes Time Dollar/Hour

Temporary Vehicle Allowable Retention Time® || Include Retention Owvertime Charge Amount®
B minutes Time DollarHour

Temporary Vehicle Allowable Retention Time™ |_| Include Retention Cwvertime Charge Amount®
c minutes Time DollarHour

Temporary Vehicle Allowable Retention Time™ || Include Retention Owertime Charge Amount®
D minutes Time Dollar/Hour

o« N |

&sNote: The name of the overtime charge standard must be unique. Parking lots for which overtime
charge standards have been configured are not displayed in the Name drop-down list.

:Unique name of the overtime charge standard.
: Parking lot of the charge standard. Only one standard can be set for a parking lot.
-1t can enable or disable this charge standard.

: Allowable retention time and overtime charge amount of each temporary vehicle type after
payment at the central payment station.

: Retention period in the parking lot after payment at the central payment
station. If the time in the parking lot exceeds the retention time, fees are charged again.

: Suppose that the allowable retention time is 30 minutes, and the vehicle
stays in the parking lot for 31 minutes. If this parameter is selected, fees will be charged for 31
minutes. If this parameter is not selected, frees will be charged for 1T minute.

: Charge standard when the allowable retention time is exceeded.

Click a name or [Edit] in the Operation column to go to the Edit page. Modify and click [OK] to save
modifications.

Select one or more temporary vehicle charge and click [Delete] at the upper part of the list and click
[OK] to delete the selected temporary vehicle charge. Click [Cancel] to cancel the operation, or click
[Delete] in the Operation column to delete a single temporary vehicle charge.

ZKBioSecurity 3.1.5.0 or above Page |31



° Refresh

Click [Refresh] at the upper part of the list to load new temporary vehicle charge.

9.5.3 Fixed Vehicle Charge

Choose [Charge Setting] > [Fixed Vehicle Charge]. The Fixed Vehicle Charge page is displayed as in
the following figure.

Fixed Charge Nams | | Q ®

The current query conditions: None

Authorization Management(T)

(¥ Refresh  [® New ff Delete %) Operation Wizard

Vehicle Type Cycle Type Cycle Charge Cperations

Parking Lot Management () []  Fixed Charge Nake
= Amount{Dollar)

Guard Booth Settings (€3]
Charge

Temporary Vehicle Charge

Overtime Charge

Shift Settings

Discount Strategy
Business

Financial Reconciliation

Reports

Real-Time Monitoring j:: 1< <« 0 » 1 S0rowsperpage ~ JumpTo 1 /0 Page  Total of 0 records

o New

Click [New]. The New page is displayed.

5 New x
Fixed Charge Name® || |
Vehicle Type* [ .
Cycle Type™ Monthiy v |
Cycle® ; 1 =

Charge Amount®

T ST
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#sNote: The fixed charge name must be unique. Fixed vehicle types whose charge standards have
been set cannot be set again. The standard is applicable to all parking lots.

- Unique name of a fixed vehicle charge.

- Vehicle type of the fixed vehicle charge. Only one fixed vehicle charge can be set for
each vehicle type.

: Month/Daily.
- Valid time of fixed vehicles.

: Paid amount.

Click a fixed charge name or [Edit] in the Operation column to go to the Edit page. Modify and click
[OK] to save modifications.

Select one or more temporary vehicle charge and click [Delete] at the upper part of the list and click
[OK] to delete the selected temporary vehicle charge. Click [Cancel] to cancel the operation or click
[Delete] in the Operation column to delete a single fixed vehicle charge.

Click [Refresh] at the upper part of the list to load new temporary vehicle charge.

Choose [Charge Setting] > [Shift Setting]. The Shift Setting page is displayed as in the following
figure.
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> Operation Wizard Shift Name ‘ | Q ®
The current query conditions: Mone

(_V Refresh r_ej) New ﬁ" Delete

Parking Lot Management (L) ] Shit Name Guard Booth on duty Start Time End Time Operations

Authorization Management ()

Guard Booth Setiings =

Charge

Temporary Vehicle Charge
COvertime Charge

Fixed Vehicle Charge

Discount Strategy
Business
Financial Reconciliation

Reports

Real-Time Monitoring ;:; I« « 0O » 5 5S0rowsperpage = JumpTo 1 /0Page  Total of 0 records

° New

Click [New]. The New page is displayed.

Shift Name® [ |

Guard Booth on duty™

Start Time* | 00:00: 00 & ‘
End Time" | 00:00: 00 & ‘
Cross Day (|

The fields are described as follows:

Shift Name: Unique name of a shift.

The Guard Booth on duty: Guard booth of the shift.
Start Time: Start time of the shift.

End Time: End time of the shift.

Cross Day: Whether the shift spans two days.
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Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

Select one or more shifts and click [Delete] at the upper part of the list and click [OK] to delete the
selected shifts. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single shift.

Click [Refresh] at the upper part of the list to load new shifts.

Discount Strategy

Choose [Charge Setting] > [Discount Strategy]. The Discount Strategy page is displayed, as shown in
the following figure.

The cumrent query conditions: None

(> Refresh [ ® New (ff Delete

_]];LHJ Parking Lot Management (1) = Name ' Discount Type Deduction Amount  Deduction Minutes ~ Deduction Perceniage  Operalions

’]'E Guard Booth Settings

Charge

Temporary Vehicle Charge

Overtime Charge

Fixed Vehicle Charge

Shift Settings

D
Business

Financial Reconciliation

- g Reports

‘—':':'ﬂ Real-Time Monitoring : 1« <« 0 » » S0rowsperpage ~ JumpTo 1 10 Page  Total of 0 records

Click [New]. The New page is displayed.
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Edit

Mama"® |NameA

Discount Type™® Free v

Frea

- Unique name of the discount strategy.

- a. Free (no charge); b. Deduction Amount (deducting a fixed amount from the fee); c.
Deduction Minute (deducting minutes from the parking period and then make the charge); d.
Deduction Percentage (deducting fees at a specified percentage).

:When Discount Type is Free, this parameter does not need to be entered.
When Discount Type is set to other values, enter the corresponding unit.

Click a name or [Edit] in the Operation column to go to the Edit page. Make modifications and click
[OK] to save modifications.

Select one or more discount policies and click [Delete] at the upper part of the list and click [OK] to
delete the selected discount policies. Click [Cancel] to cancel the operation, or click [Delete] in the
Operation column to delete a single discount strategy.

Click [Refresh] at the upper part of the list to load new discount policies.

Choose [Charge Setting] > [Business]. The Business page is displayed as in the following figure.
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> (Operation Wizard @ Business Name| Q ®

The current query conditions: None
("% Refresh New fff Delete

Parking Lot Management (1) | Business Name Discount Way Contact Business Phone Business Address

Authorization Management(T)

Guard Booth Settings

Click here

Charge

Temporary Vehicle Charge
Overtime Charge

Fixed Vehicle Charge
Shift Settings

Discount Strategy

Financial Reconciliation

Reports

Real-Time Monitoring : 1« « 0 » =] GS0rowsperpage ~ JumpTo i /0 Page  Total of O records

° New

Click [New]. The New page is displayed.

Business Name”

Discount Way”

Contact

Business Phone

Business Address

EITD B =T

The fields are described as follows:
Business Name: Unigue vendor name.

Discount Way: Select a discount strategy set in 9.5.5 Discount Strategy.

Contact: Vendor contact.
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:Vendor phone number.

:Vendor address.

Click a name or [Edit] in the Operation column to go to the Edit page. Modify and click [OK] to save
modifications.

Select one or more vendors and click [Delete] at the upper part of the list and click [OK] to delete the
selected vendors. Click [Cancel] to cancel the operation, or click [Delete] in the Operation column to
delete a single vendor.

Click [Refresh] at the upper part of the list to load new vendors.

Financial Reconciliation

Choose [Charge Setting] > [Financial Reconciliation]. Set parameters such as Duty Officer Name and
Duty Office ID and click & to query reconciliation data as shown in the following figure.

=3 Operation Wizard Buty:amcerhame l:l q @

The current query conditions: None

Authorization Management()
9 R (¥ Refresh @ Reconciliation

Duty End Time Advance Turnover Discount

Parking Lot Management () (] Duty Officer
T Amount Amount

Name

@ Guard Booth Settings @

Charge

Temporary Vehicle Charge
Overtime Charge

Fixed Vehicle Charge
Shift Settings

Discount Strategy
Business

Fin

E Reports

’«if.:';] Real-Time Monitoring = ¢ ¢ 0 » » GS0rowsperpage v JumpTo 1 /0Page  Total of O records

Click [Reconciliation] in the Operation column. The Reconciliation page is displayed as shown in the
following figure.
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Duty Officer 1D ]_1 | Discount Amount 0 |
Duty Officer Mame iadmin i Advance Amount iD |
Duty Start Time 2018040413:58:35 | Turnover 100 |
Duty End Time 20180404 140109 | The Total Amount 100 |
The number of free release 0 | The Actual Amount 100 |
vehicle
The number of manual releasea i 0 | Confirm Time | 2018-04-04 16:21:15 |
Confirmor ;admin | Confirm Amount® | |
Remark Fs

W

The fields are described as follows:

Duty Officer Name: Duty officer name.

Duty Officer 1D: Duty officer ID.

Duty start time: Duty start time.

Duty end time: Duty end time.

The number of free release vehicle: Number of vehicles released free of charge.
The number of manual release: Number of vehicles released manually.
Confirmor: Reconciliation personnel.

Advance amount: Amount prepaid to the guard booth (for changes).

Turnover: Paid amount.

The total amount: Advance amount + Turnover

The actual amount: Amount entered by the duty officer during the shift change.
Confirm Time: Current time.

Confirm Amount: Amount confirmed by the reconciliation personnel.

Remark: Remark to be added.

9.6 Report

Report comprises five modules: Charge Details, Handover Record, Vehicles in the Parking Lot, Daily
Report and Monthly Report. You can analyze and collect statistics on the parking lot data to gain a
macro control on the parking lot.
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License Plate Report

It will provide all the details for the vehicle whose license plate has been registered in the system.

You can export the details as required.

Choose [Report] > [License Plate Report]. Select the desired time period and operation type and click

Q. to search. Click [More] to search based on other conditions.

e i Wiz
~ Operatian Wizard

ELd Ef
ahe E2
ahe | ]
ahe Ef
ane E2
ahe E3
o ET
abc El

abe Ell

sal-Time Man toring [ S B IS ST |

Tmafram  2018-01-04 006300

(" Rafroch [ Expord

VEhiCE Ownar < Pamng Spate VENICIE TYpE
Mumb=r
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Fired Viehichs A
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Fixed Viehicle A
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Foded vianicie 8
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The cunent queny cenditions: Times From [3013-01-04 0000 D0) To [2018-04-04 23 50-50)

Emrance and EUCAMS

Enfrance?
Enirancs? Enhianoad Fnirances
Enfrance? Enlience3 Enfranee]
Enirance2
EmMranne ENanaa? Enmnes
Emrance] Enfranca? Enrances
Emrancet
Emiranced

Erfrancat Enliwnoad Enranee?

| Cparaton Typs ———

Stan nme

201E04-02
20r15-04-02
20ra04-02
20804-02
208-04-02
20130402
20715-04-03
2030403

aME R0

fiPage  Tolal of 3 tecords

Moz

End mime

2018-04-03
EOIB-04-0%
20180403
2018-04-03
2018-028-03
2016-04-03
Z018-09-0F
010403
20180405

Q ®

CNEs AWMU Dperston Type

1000

Puthesizalion
Rutheeization
Futhesization
Coemeeliation
Canesarion
Cancalatian
Admoazanan
Expire.

Authorizaban

Authorized Company: ZKTeco

o

204!
20
=l

201

2
201
20!

20

Charge Details

The Charge Details module provides reports of charging information of all exit vehicles (records with

fee of 0 are also generated for fixed vehicles and charging-free temporary vehicles).

Choose [Report] > [Charge Details]. Select the desired time period and operator name, and click Q
to query charging details. Click [More] to query based on other conditions. The page is shown in the

following figure.
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Time From | 2017-02-17 0000000 To (2047-05-17 23:50:560 Cparator Name Mo~ 4
The current query conditions: Time Sram(2017-02-17 00.0000) To2T-05-17 23 £3:50)

(v Refresn ({8 Clear A Data

License Plate Number  Vehicle Type In Time Out Time Charge type Recetvable Amount  Discount Amount  Rolling reduction amount  Recefted Amount  Fayment Method Crpare
Temparary Vehicle A Mot matched the enfer time 2017 -05-17 12:58:31 Free a0 a0 oo 15 Cash admin
Temparary Viahicle A Mot matched the emer time 2077-05-17 12:58:48 Free ©o 0o oo o Cash 2dmin
< >
S S0rowsperpage - JumpTo 1 M Page  Tolalof 2 retonds

9.6.3 Handover Record

The Handover Record provides reports of handover records.

Choose [Report] > [Handover Record]. Select the desired time period and operator name, and click
Q to query handover records. Click [More] to query based on other conditions. The page is shown
in the following figure.

rome . (000, )30,

Authorized Company: ZKTeco

P Operation Wizard [ TmaFrom 2018-01-04 000000 | o 20180304 2R 5ES5H | Duly Oifieas Name | Marew Q @
The umrent query conditions: Time Fram 207804048000 00) To 20186401 2350 50)
(% Refesh [ Expart

Authorization Managemenl(T)

1|‘=-+ Farking Lot Managemont (7] Dufy O cer Mame Cuard Boon Name Shit Name Dy Stan Time Wnates 10 hand over
admen Tt Current shift 15 not 584 2010-04-03 15:55.53 Fiéct Hendawer
admen Tesl1 Curranl shift s nol set 20718-04-0d W2ZAG Hech Hamdowsr

admn £l Curranl shift 5 not 56t 207180404 WEAG BG Fst Hamdewar

SOrews perpage  +  JumpTe |l H Page  Tobal ol 3 tecords
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The Vehicles in the Parking Lot module provides statistics of all vehicles in the parking lot.

Choose [Report] > [Vehicles in the Parking Lot]. Select the desired time period and license plate
number and click X to query vehicles in the parking lot. The page is shown in the following figure.

Time From | 2017-02-17 00000 To | 30170017 235050 Lirer=e Flate Wumzer Q

The current query conditions: Time Fromc(2077-02-17 00.00.00) Tod3017-05-17 235850}

(T Retrash
Name Lirenss Plste Number Raxister Type In Tirne Psrme Channel State Euent Type Ersar Phata
Paring Lot A Temparsry Venicle 20170597 £30H:33 Channel A Large vehicle aren ent Manually Open
Fasting Lot A Temporary Vehicle  2017-05-17 13:0H:58 Channel A Large vahick area ent Manually Coen
1-2 50 rows: per page . Jump 1o 11 FPage Total 0t J records

It will provide the details of the vehicle which entered into the parking.

Click [Report] > [Entry Record]. Select the desired time period, vehicle owner and license plate
number, and click to query Entry records. Click [More] to query based on other conditions.

Time From | 2017-09-19 00:00:00 To |2017-12-18 23:59.59 Vehicle Owner |:| License Plate Number Moer Q (X

The current query conditions: Time From:(2017-09-19 00:00:00) Toy{2017-12-19 23:59:59)

(v Refresh
Parking Area Wehicle Owner Card Number License Plate “ehicle Type Channel Name Channel Status Event Type In Time
Number
Underground Farkir 111 11 Temporary Vehicle . Test3d Small vehicle area entrance  Manusally Open 2017-12-13 17:59:11
Underground Parkir 111 11 Temporary Vehicle . Test! Large vehicle area enfrance  Manually Cpen 2017-12-13 16:13:50
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It will provide the details of the vehicle which exited out of the parking.

Click [Report] = [Exit Record]. Select the desired time period, vehicle owner and license plate

number, and click to query Exit records. Click [More] to query based on other conditions
Time From [ 2017-08-190000:00 | To 0171219235859 | VehicleOwner [ | License Plate Number Morer Q. ()
The current query conditions: Time From:(2017-09-19 00:00:00) To:(2017-12-19 23:58:59)
(% Refresh
Parking Area Vehicle Owner Card Number License Plate Vehicle Type Channel Name Channel Status Event Type Out Time
Number
Underground Parkir i 1 Temporary Vehicle . Testd Small vehicle area exit Manually Open 2017-12-13 16:38.45

The Daily Report provides reports of the total amount of charges per day for each shift in each duty
guard booth.

Choose [Report] > [Daily Reports]. Select the desired time period and click A to query the total

amount of charges for each shift in each duty guard booth. The page is shown in the following
figure.

Teme From | 20180104 To | 2030404 aQ ®
TH SUMTBNt QP Conitions: Time From.(2018-07-04) Te.[2015-04-04]

(v Rereen [ Expon

Dale Doy Seart Tene Duty End Tirms Shifl Wame Guard Bosth on duty  Tumoves Discount Amounk The Aclual Amount TH

Il

The Monthly Report provides statistics of parking fees for each day of the month.

Choose [Report] > [Monthly Reports]. Select the desired time period and click & to query the
parking fees. The page is shown in the following figure.

ZKBioSecurity 3.1.5.0 or above Page |323



Time: From 2018-01-04 Ta 20130404 Q
The current guery conditions: Time From, (2012-01-043 To.[2013-04-04)

% Reresn [ eupen

Datn Dty Starl Tirma Outy End Time Shilt Mana Guard Booth onduty — Turmower Discount Amount The Actual Amount TH
M

Real-Time Monitoring provides real-time monitoring data and comprises two modules: Guard Booth
and Monitoring Room.

Please open this module in Internet Explorer, as the video preview is only supported in this browser.

Choose [Real-Time Monitoring] > [Guard Booth]. The Guard Booth page is displayed as in the
following figure.
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You will get below message:
Prompt:
Unable to preview, processing methods are as follows:

1. Your computer does not install a video control, or the version of the video control is not the latest.
Please click download controls: Download ZK OCX

2.If you have already installed the browser correctly. Please check the user UAC level (adjusted to the
default or minimum).

3. After the operation, you should restart or refresh the browser

Click on Download ZK OCX. You will get below pop-up. Save the setup and then run it.

Do you want to run or save LPRActive2100.exe (5.19 MB) from 127.0.0.17

@ This type of file could harm your computer,

Ready to Install
Setup iz now ready to begin installing LPRActveXPlugin an your computer,

Click Install to continue with the installation.

Complete the installation and then refresh the browser.

This webpage wants to run the following add-on: 'IPCActiveXPlugin OCX' from ZKTechnology (unverified publisher)’.  What's the risk?

Click "Allow” to give permission for the video preview.
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#sNote: To properly use this function, set the temporary vehicle charge and fixed vehicle charge in

advance. An overtime charge standard must be set for the central payment station. If the consumer
discount function is enabled, the vendor discount must be set. Otherwise, a prompt in the red box

will be displayed.
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Click the link in the prompt to quickly locate the corresponding module and add necessary
information.

If the local host is not set as the guard booth, a prompt in the red box will be displayed:
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If the local host is set as the guard booth but has not been bound to any channel or device, a
prompt in the red box will be displayed:
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Area 1 in the following figure shows the automatic license plate identification/video surveillance in

normal state:
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Guard Boath Teslz

Currari Dy Curment shil is not eet
Couty Slart Time 20171212 16:30:40
Chzrge Amoant oo

Temparary Venizle Ertry and Ex1 Managemen
Card Kumbar
Licenzs Flate Humper’
Vehicle Tvpe* = v

Fermit Channal® Tes(3 |

Respective Districts:Underground
Parking

Remaining Parking Space : 3999

Litensa Flate HUTRer CArm MUmMner enirle Tipe ViEnrie Tuner Time Crannal s1anis.

Fusnt Tyne

When the entrance channel identifies the license plate of a vehicle going entering the parking lot,
the following box is displayed:

Operator Confirmation Window
License Plate Mumber AABDTTT
Wehicle Type Temparary Vehicle A Ij

Click [Open] to allow the vehicle whether to enter the parking lot.

&sNote: When Direct pass is set for fixed vehicles (temporary vehicles) in 9.4.2 Channel Setting, the
vehicle can successfully enter the parking lot, and this box will not be displayed.

When the exit channel identifies the license plate of a vehicle going out of the parking lot and there
is a record about normal entrance of the vehicle, the following box is displayed:
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Charge Info

License Plate

MNumber

ehicle Type
In Time
Qut Time

Receivable

Amount

Discount Amaount
Received Amount

Charge Type

0.0

0.0

0.0

Operator Confirmation Window

Enter Photo

AABDTTY

'Témporaw 1'v'e.ﬁ.icle ﬁ\. E
2017-05-17 14.40:20

2017-05-17 14:40:41

| Cash

#Note: If consumer discount is not enabled in 9.3.8 Parameter Setting, consumer discount cannot
be enabled, as shown in the following figure:

Charge Info

License Plate
MNumbear

“ehicle Type
In Time
Out Time

Receivable

Amount

Discount Amount
Received Amount

Charge Type

Operator Confirmation Window

Enter Photo

AABDTTT

Temporary Vehicle A

2017-05-17 14:40:20
2017-05-17 14:44:20

100

0.0
100

Cash

Charnel &

The Free button is displayed only when Temporary Vehicle Free is set to Yes in 9.4.1 Guard Booth

Setting.

The vehicle type can be changed and fees are recalculated only when Enable replacement of
vehicle is set to Yes in 9.4.1 Guard Booth Setting.

Click [Open] to allow the vehicle to exit from the parking lot.
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Click [Print the bills] to print receipts. The following dialog box is displayed:

#sNote: To use the printing function, select Printing fee receipts in 9.3.8 Parameter Setting. If the

printing plug-in is not installed, a prompt is displayed as follows:

Tha ¢

ARk guand boot
Currant Duly
Duty Start Tima

Chargs Amount

Arfificial Relzase

Licanse Plate Mumber

Pamit Channal*

Artificial Releass Reason

Prompt

print
tar your
nis complete.)

Licenss Plats Nehicle Typs vitiicle Liser Time Charnel State Event Type I(Q«;
Mumbier \-'_
el

Giard Booih &
The currsn is not set
27517 14:20:48

100

If the license plate identified by the exit device does not match any entrance record, the Manual

Correction page is displayed as the following figure:

Manual comrection
License Plate Number) A A12345

Total search records:0

Correction of license plate number
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On this page, the license plate number entered in the first line is used as the standard and entrance
records of similar license plate numbers are searched in the database based on the entrance and exit

matching precision rules set in 9.3.8 Parameter Setting. Click . and . to go to the previous or

next record. Select the record to be corrected, enter the corrected license plate number, and click
[Manual correction] to correct the license plate number and allow the vehicle to exit the parking lot.
If no similar entrance record is found, click [Non-matching process]. The manual release method is
prompted and the amount for gate opening cannot be entered.

When a vehicle enters or exits from the parking lot, the table at the lower part of the page displays
the license plate number, vehicle type, time, channel state and event type. Events such as manual
release, VIP vehicle entrance and exit, fixed vehicle transfer to temporary vehicle, and non-matching
process are displayed in red, as shown in the following figure.

Tha clmar guasd Eaalhy Guard Booth &
Currert Buty The cumerd s nol sl
Caiby Sharl Time 20170617 142015
Crargs Amcunt a0

Ariieial Release
LicEn=e Fiate Numzer
Parmil-Channel Channel A v

AmTielal Ralzee Rezson — w

Respeclive districts:Parking Area A

Remaining parking spaces * 888

=
Liz2nze Flate wehitie Typ= Vanies ser Tima ChaAnnel Stats Fwent Typs ';:’ 1[* .‘JW
WOmoe Al
Chanas Dube Hzck Whie
B I%E Ternneany Vahitls & P04705-17 145042 cut Wismaten
(%]
i @
Wehiclg i

Charge Dxia

Duty information is displayed at the upper right of the page. The information includes the current
guard booth, current duty, duty start time, and charge time, as shown in the preceding figure.

Enter the license plate number on the Central Payment Station tab page and click [Charge]. If no
entrance record of the license plate number is found, the Manual correction page is displayed as in
the following figure:
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License Plate Number| 123456 -]

| Total search records:0 |

No record number, please manually correct the number of the license plate.

Correction of license plate number

On this page, the license plate number entered in the first line is used as the standard and entrance
records of similar license plate numbers are searched in the database based on the entrance and exit

matching precision rules set in 9.3.8 Parameter Setting. Click - and . to go to the previous or

next record. Select the record to be corrected, enter the corrected license plate number, and click
[Manual correction] to correct the license plate number and allow the vehicle to exit the parking lot.

If a normal entrance record is matched, a charging result page is displayed and a charging success
message is displayed after you press [OK].

° Manual Release

The information is shown in the red box of the following figure:
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The cume T guard boolh Guard Sooth A

Current Duty The current 1s nel sel.

Dy Blart Tima 20170517 142014
Charge Amzunt oo

CanTal NEYment staten Armmeiz) Reie 25e
Licerse Flala Nurber Dagize

Pzt Channer Channs |v|

Ariificial Flaleass Reasen

Respective districts Parking Area A
Remaining parking spaces : 993

Llcansa Pl Vahicls Typa Wiahichs Licer Time Channel Siate Evant Typa
Purmbi

Enter a license plate number, select the release channel and manual release reason (set in 9.4.4
Manual Release Reason), and click [OK]. For the entrance channel, directly open the gate to release
the vehicle. For the exit channel, there may be two situations: if an entrance record is matched, the
charging result page is displayed and the vehicle successfully exits from the parking lot; if no
matched entrance record is found, the Manual correction page is displayed for manual correction.

(The charging result page and manual correction page have been mentioned above and are not
described here))

The information is shown in the red box of the following figure:
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2rd Booth A

Currant Dty Thacurmant is not set

Cuty Start Time 2017-05-17 14:20:15

Chargs Amouni 0.0

Central paymant station Amficlal Releass

Respective districts:Parking Area A

Remaining parking spaces : 988

~ —~
\Ehicle Type wehicle User Time Channel State Event Type -~ 4" x"‘

ot

This area displays the name of the parking area to which the guard booth belongs, and the

remaining parking spaces in the parking area. (Records are read from the database and the displayed
is updated every 5 seconds.)

Click 94 inthe lower right corner. The following dialog box is displayed (note: this button is

valid only when Enable the shift process is selected in 9.3.8 Parameter Setting.)

Shift confirmation

Duty Officer Mame admin Duty Officer ID 1

Duty start time 2017-05-17 14:20:15 Advance amount”® 100

Duty end time 2017-05-17 14:55:44 Turnowver 0

The number of free relzase 3 The total amount 100

vehicle

The number of artificial 0 The actual 100 1
releasa amount®

Set Advance amount and The actual amount and click [OK]. The current shift ends and the next
shift starts. A login dialog box is displayed:
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Login account” admin

Login password”® e

coar

Enter the user name and password and click [Login] for successful shift change. Fingerprints can also
be used for login, as shown in the following figure:

No fingerprint readers detected.

e  White-Black List Management

Click £ inthe lower right corner. The black/white list management page is displayed (see 9.3.7
Black
‘White:

White-Black list).
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omapomon [ | versraewe @ Q ©

The current query conditions: None

(0] License Plate License Plate Start Time End Time Operating Time Operations
Number type

@ Hi23123 Blacklist 2017-05-17 14:56:56 Edit Delete

1€ < 1=1 3 3|

® Vehicle Search

Click [ inthe lower right corner. The Vehicle Search page is displayed (see 9.6.4 Vehicles in the

Vehicle
Search

Parking Lot).

Time From  2017-02-17 00:00:00 | To 20170517 23:50:59 LicensePateNumoer [ | Q

The current query conditions: Time From:{2017-02-17 00:00:00) To:(2017-05-17 23:58:59)

(% Refresh
Name Register Type In Time MName Channel State Event Type Enter Pl

Parking A Temporary Vehicle  2017-05-17 14:40:20 Channel A Large vehicle area ent General records 2017-05

Parking A Temporary Vehicle  2017-05-17 14:43:36 Channel A Largev ehicle area exit General records 2017-05

4 |

¢ 1-2 + 4 E0rowsperpage ~ JumpTo 1 /1 Page  Total of 2 records
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Click in the lower right corner. The Charge Detail page is displayed (see 9.6.2 Charge Detail).

Charge Detail X i
Time From | 2017-02-17 00:00:00 To |2017-05-17 23:59:59 OperatorName [ | Moer Q |
The current query conditions: Time From:{2017-02-17 00:00:00) To:(2017-05-17 23:58:53) i
(* Refresh i Clear All Data !
License Plate \ehicle Type In Time Cut Time Charge type Receivable Discount Rolling reduction [
Number Amount Amournt amount
[ LRSS | Temporary Vehicle A Mot matched the enter time 2017-05-17 14:51:52 Free 0.0 0.0 0o
W& T Temporary Vehicle A Mot matched the enter time 2017-05-17 14:50:42 Free 0.0 0.0 0.0
LS Temporary Vehicle A 2017-05-17 14:35:43 2017-05-17 14:36:30 Free 0.0 0.0 0o
L4 >
1-3 50 rows per page > JumpTo 1 1 Page  Total of 3 records

Choose [Real-Time Monitoring] > [Guard Booth]. The Guard Booth page is displayed, as shown in
the following figure.

s Opwaon Wiz @& I ] Guard oo Tamiz

T Cumwwm Oty Curren! whrdm rel )
1] Auttenzsnon Masageesant () Buiy Start Teme 2174213 183048
Chargs kmoun: oo

”,: Farking Let Management (£

Terpareey Yeticls Seiry and Lot Manageeres|

Tl Ouad Bouth Setings

Coand Humizert

(%) cnage ]
Uizesss Plale Number®

) s ol ¢ ; x tich Ty o
Peirad O anne b |

’Rl ‘Rual-Tima Monfiening

Respective Districts: Underground
Parking

Remaining Parking Space : 3998

L esus Plem Numser G Plumicer vahiie Trze Varicle Cumar T Charmsl ks Evari Type
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The function will appear when access controller is used for parking. It is similar to manual release.

Select the entry and exit credentials according to parking parameters settings: Card or Barcode
displays different interfaces. Need card reader and scan code gun.

In Monitoring Room, you can check video images and entrance and exit information of all guard
booths in all parking lots.

Choose [Real-Time Monitoring] > [Monitoring Room]. The Monitoring Room page is displayed as in
the following figure.

L0 9 ®| e e

‘1;?? 0 o Yzmd ) Traffic statishcs @ Approach ( Appestapes Doy | Momin  Year

t O-a B € O Small <Ok Erbry
'ﬁ'f AharzAman Fdan sqement )
11 ]
1-
.}f‘-l Pankng Latlanagemant () &.E
Jmi Gusrd Booh Setmge (50
= u o
'\Wp" Chirge <3 lhaar  40Fhour &00kowr 1200 heur  IEDOhow 20400 hour
2z Charge stabstics Oy | Bomth Year
EJ Repars
C- et O A B £ Small L Erby
‘.Ql Reak-Tie Moniloning
o]
3 8-
Guard Boath |
:.[)"
0ot -
. . ] - f— —
Parkir Lot Test Farhing frza Cnine Guard Doalh Test Wohsar  400hour B0 kour  1200kour  LEG0hawr 20000 hour
Packmg Brea et Baclh License Poie Mumber  Time Gharoed Siohs Seerl Residual parking slatisfics
100
e
&4
pr.l
2
[ 1  tov
< > mt A | [ Tresdl Enery

Choose [Parking Lot] > [Parking Area] > [Guard Booth] to see the video images of the selected guard
booth, the message list for scrolled display can receive entrance and exit events of all guard booths
in all parking lots, and the graphic statistics in the right displays traffic information.
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Patrol System Patrol System

The patrol system can help enterprise management personnel to effectively supervise and manage
the patrol personnel, plans and routes. In addition, periodic statistics and analysis can be performed

on the patrol routes and results.

#sNote: Before patrol operations, you need to add patrol devices in the [Access] module and add

patrol personnel in the [Personnel] module.

Operation Wizard

After logging into the system, click [Patrol] to go to [Operation Wizard]. Click on the page as
prompted to go to different functional modules and perform operations. The page is displayed as

follows:

©)
@)
et

]

@
Basic Management

1.1 Device
1.2 Checkpoint

2.1 Plan

2.2 Patrol Group
2.3 Route

B g
o 6 |
(@) J Patrol Management (
o X e

Route Monitoring

This function displays all the scheduled routes of the current day in the patrol plan. When the patrol
personnel patrols based on the plan, the corresponding checkpoints in the patrol route will turn
green. If the personnel do not patrol based on the plan, the checkpoints will turn red. The page is

displayed as follows:
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Day Plan: route1 [ 2017-02-15 10:00:00 ~ 2017-02-15 11:00:00 ] Patrol Subject: first name last name

O &) > (L

paoint1 point2 point3 pointd

Day Plan: route2 [ 2017-02-15 11:10:00 ~ 2017-02-15 12:30:00 ] Patrol Subject: first name last name

¥ ¥ ) ¥

paoint1 point2 point3 pointd

Day Plan: route2 [ 2017-02-1513:00:00 ~ 2017-02-15 15:00:00 ] Patrol Subject: first name last name

¥ ¥ ) ¥

paoint1 point2 point3 pointd

Check Point state fips: @Mot Pairod  @Mormal Patrol  @Parol Route Emor/Leakage Patrol

: The patrol personnel finished the patrol in the normal time segment in normal

sequence.

: The patrol personnel finished the patrol in the normal time segment but did not

follow the route.

: The patrol personnel did not finish the patrol in the normal time segment, that is,

one or more checkpoints are not patrolled.

: The patrol personnel did not finish the patrol in the normal time segment, that is, the
entire patrol route is not patrolled.

Select a device to be used as the patrol device from the access control devices. Click [Basic
Management] > [Device] > [New]. In the [Alternative] box, add available devices and click [OK] to
save the setting. The page is displayed as follows:
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Patrol Device

|| | () Please search by the device name.

Alternative Selected

152.168,217.221

10.3.2 Checkpoint

e Add

(1) Click [Basic Management] > [Checkpoint] > [New]. The page is displayed as follows:

Checkpoint® ||

Device Module® \Access Control

Area Mame®

Device Mame®
Patrol Tag{Reader)™

Installation Position

Patrol Tag: Currently, only access control readers are supported.

(2) After the setting (parameters with * are mandatory), click [OK] to save the setting. You can also
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click [Save and New] to save the current setting and add another checkpoint. Click [Cancel] to
cancel the setting and return to the upper-level menu.

#sNote: Patrol tags that have been used by checkpoints cannot be used again when you add
another checkpoint.

10.3.3 Parameters

Loutomatically Caloulste Report Interval: :3'3 minutes

(1) Click [Patrol] > [Basic Management] > [Parameters].
(2) Set the interval for patrol statistics collection.

(3) Click [OK] to save the setting.

10.4 Patrol Management

10.4.1 Plan

e Add

Click [Patrol Management] > [Plan] > [New]. Plans by date, week and month are displayed as follows:

T —
St Time" o = End Time" w:m H Ccossteosy (LI

@ By Date ) By Wesk () By Month
|5y Dete|
Start Date” SO17-02-07 End Dste” S0MT7-02-07

Time Segment: You can set the start and end time of the patrol. The time segment can be across
different days.
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: The patrol plan is scheduled by day. Select [By Date] and set the start and end date for the
patrol plan.

: The patrol plan is scheduled by week.
: The patrol plan is scheduled by month.

A patrol plan by month can be executed every day or periodically. If you choose to execute the
patrol plan every day, the patrol task is performed every day in the specified month. If you

choose to periodically execute the patrol plan, the patrol task is performed on the specified date
in the month.

#sNote: A maximum of three patrol shifts can be added for a patrol plan.

A patrol group consists of multiple patrol personnel. Personnel in the patrol group work together to
finish the corresponding patrol task. Click [Patrol Management] > [Patrol Group].

Patrol Group Patrol Person

Patrol Group Name Q ® First Name Q &®

The current query conditions: None The current query conditions: None

(_¥ Refresh New @ Delete (_* Refresh ﬁ? Delete

= Patrol Group Name Patrol mode Remark Operations = Personnel ID First Mame Last Name Department

] Test Group Any Person Verification Edit Add Personnel - 2 abc Financial Department
1-1 3 50 rtows perpage  ~  Total of 1 records 1-1 50 rows perpage  ~  Total of 1 records

1. Click [Patrol Management] > [Patrol Group] > [New] to go to the patrol group adding page as
follows:
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Patrol Group Msme® ||

Patrol mede* (@Many Persan Vesification (WAl People Verification

Remark

2. Set the following parameters: Select a patrol group name (not repeatable), patrol mode and
remarks.

3. (lick [Save and New] to add another patrol group and click [OK] to finish the setting.

4. Add/Delete personnel for a specified patrol group. (The following operations cannot be
performed if the patrol group is used by a patrol route).

(1) Click [Patrol Management] > [Patrol Group]. Click a patrol group from the list on the left.
Personnel in the patrol group are displayed in the list on the right.

(2) Click [Add Personnel] under Operation in the list on the left. The page for adding personnel is
displayed (or adding by department). Add personnel to the list on the right and click [OK] to
finish the setting.

(3) Select personnel in the list on the right and click [Delete] above the list to delete the
personnel from the patrol group.

#Note: In [Patrol Mode], Any Person Verification means that the patrol task is finished as long as one
person in the patrol group swipes the card at the checkpoint in the plan, while All People Verification
means that the patrol task is finished only after all people in the patrol group swipe their cards at the
checkpoint in the plan. A patrol group cannot be edited or deleted when it is used by a patrol route.

A patrol route consists of a series of checkpoints in a specified sequence.

Click [Patrol Management] > [Route] > [New]. The page is displayed as follows:

1. Set basic information for a route in the following box. The Limited Time parameter refers to the
time limit for finishing the entire route.
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Route Name*

Plan Mame®

Limited Time? minute

Deviation®] - Time legend

Patrol Sub G
S:ISS
Leak point Qualified

atral Group

1The normal time peried is 9: 00-12: 00

2 Allow 5 minutes before and after the error |

Description of the time segment legends: It is set according to the allowed error time during the
patrol. Suppose that the patrol plan is scheduled between 9:00 and 12:00 (which can be setin the
patrol plan), and the allowed error time is 5 minutes. This means records between 8:55 and 12:05 are

valid and those segments out of this time are invalid.

2. After the setting, click [Next] to go to the [Route Definition] dialog box. Routes can be classified
to Order routes and Disorder routes (two categories and five situations are available). The 4
and ¥ buttons are used to move the checkpoint up and down.

Order: During patrol plan execution, there is no time limit between checkpoints. Patrol personnel
can patrol checkpoints in a specified sequence according to their habits within the time limit.
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Rt O

Checkpoint Area Name EI Q ®
The current query conditions: None
Alternstive Seleoted(4) -
[0 GChecipoint [0 Cheskpaint
[El
I} 2
[
2 =N
=
e
£ <03 3 5[_1_wu_sp_er;::a‘g¢ = Total of 0 records

Disorder: Disorder routes are divided into the following:

Total Disorder: All checkpoints in the patrol route are disordered. Patrol personnel can patrol
checkpoints according to their habits within the time limit.

Disorder Except the First Checkpoint: In the patrol route, all checkpoints except the first checkpoint
are disordered.

Disorder Except the Last Checkpoint: In the patrol route, all checkpoints except the last checkpoint
are disordered.

Disorder Except the First and Last Checkpoint: In the patrol route, all checkpoints except the first
and last checkpoints are disordered.

. Route Order (® Tots| Disordar () Disorder Exoapt the First Checkpoint () Disorder Excapt the Last Checkpoint () Disorder Except the First and Last Checkpaint

T O

The current query conditions: None

Altemative Selected(d) <+ -
[0 Checkpoint [0  Checkpoint
(=] {9
(B
= |0 =
= O «
=
«
J< ¢« O 5 1 GOrowsperpsge - Total of O records

3. (lick [OK] to save the setting.
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25 Note:

Before patrol operations, you need to add patrol devices in the [Access] module and add patrol
personnel in the [Personnel] module. Note that if the patrol personnel are required to patrol
according to the card number but do not have the right for opening the door, you cannot select any
rights group in the access control setting when adding personnel or add a rights group that cannot
pass the door in any time segment, and then select the rights group in the access control setting
when adding personnel.

There are four modules: All transactions, Patrol Records Today, Patrol Route Statistics, and Patrol
Personnel Statistics. You can analyze and collect statistics on the patrol data to gain an overall
control on the patrol process.

Click [Reports] > [All transactions] to view all transactions, that is, all event records generated by the
patrol device.

You can export all transactions into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
All Transactions
Time: 2017-00-15 00 : 00 : 00 - 2017-12-1523 : §0: &0

Time Device Name Personnel 1D First Name Last Name Card Number Device Module Routs Name Checkpoint Mode Area Name Remark
2'}17"2;]5 135 10 1eazin 60 8 Glori Liu 6189168 Acoess Route1 checkpaint1 Only Gard Area Name
2"17"2;15 1353 | 12 1ea218.00 a Glori Liu 6182166 Access Route1 checkpaint2 Only Card Area Name
2517"2;;5 1353|400 1as 218 60 8 Slori Liu 6182160 Access Route1 checkpaint2 Only Card Arsa Name
2'}17'12;;5 1958 g2 188.218.60 8 Glori Liu 6189168 Access Route1 checkpaint1 Only Gard Area Name
2"17"2;;5 18| jep 18221880 7 Jacky Xiang 6323004 Access Routel checkpoint2 Only Card Area Name
2017-12-15 13:53:

’ Eo 182.168.218.60 7 Jacky Xiang 6323004 Access Routel checkpaint1 Only Card Area Name
2"'7"2;1: 15 0 seaz1aen a Glori Liu 6182166 Access route checkpoint1 Only Card Arsa Name
2'}17'12;;5 T g2 1eazineD 8 Glori Liu 6182168 Agoess route1 checkpaint2 Only Card Area Name
2D17-12-15 11:54:

i 192.182.218.60 7 Jacky Xiang 6323004 Access route checkpoint2 Only Card Arsa Name
2017-12-15 11:54:

iy 182.188.218.860 7 Jacky Xiang 6323004 Access route1 checkpaint1 Only Card Area Name
ZDW"Z;;E Rl BT ST T 5 Necel Ye 13260079 Access route checkpoint2 Only Card Arsa Name
2"17"2;:]5 T 0 1es 21860 5 Necol Ye 13260079 Acoess route1 checkpaint1 Only Card Arza Name
251”25;5 15 102 1es 21800 2 Lucky Tan 6155268 Access route checkpaint1 Only Card Area Name
2"17“2;?5 54| o0 182 218 60 2 Lucky Tan 6155260 Access routet checkpoint2 Only Card Arsa Name
2017-12-15 11:53

i 182.188.218.60 2 Lucky Tan 6155260 Access route checkpoint1 Only Card Arsa Name
2017-12-16 11:53:

’ o 182.188.218.60 2 Lucky Tan 6156268 Acoess route1 checkpaint2 Only Gard Area Name

2017-12-15 11:53:
B 182.168.218.60 2 Lucky Tan 6155266 Access route1 checkpaint1 Only Card Area Name
2017-12-15 11:63: | 182.188.218.60 2 Lucky Tan 6155268 Access route1 checkpoint2 Only Card Ara Name
Grmaimd on: 20171215 154534
G o ZRECER Y SRR A PGP ez T
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Click [Reports] > [Patrol Records Today] to view event records generated by the patrol device today.

You can export patrol records today into an Excel, PDF, or CSV file. See the following figure.

ZKTECO
Fatrol Records Today
Device Name Fersonnel 1D First Name Last Name Card Humber | Devioe Moduls Routs Name Checkpoint Mode | Area Name Remark
2"”'12;5 T8 102 ves218.00 8 Glari Liu CIEETES Agoess Routel sheckpoint] Orly Gard Area Nams
21, 7"2;15 1383 | 107 188.218.80 8 Glori Liu siBaies Accass Routel chackpaint2 Only Card Area Name
2"17"2;;5 1353 | 1g2.1es.218.00 8 &lari L IR Access Routel chackpoint2 Oy €ard Area Name
2"17"2;;5 1353 | 100 1821880 8 Glari Liu LIEETS Agcess Route1 checkpoint] Only Card Area Nams
2"‘?"2‘;;5 1353 | g21es21800 7 Jacky Xiang 323004 Access Routel eheckpoint2 Oy Card Area Name
2917"2;;5 1353 | 400 168.218.80 7 Jacky Xiang 6323004 Aocess Routel chackpoint1 Only Card Area Nams
4m 7“2; :}5 Rl IRTSTEP T 8 &iori L 185166 Ancess routet checkpoint] Oinly Card Area Mams
291?42;;5 T e qes218.00 8 lori Liu LIRS Aooess routet sheckpoint2 Oy Card Area Nams
2"17"2;‘55 T o spsatee0 7 Jacky Yiang 323054 Aocess routet checkpoint2 Oinly Card Area Name
2017712:'5 TR e tesz1s60 7 Jacky Kiang 6303094 Aocess route1 sheckpoint] Only Gard Area Nams
2"”"2;;5 TEBS: | a0 1e8.218.80 5 Necol Ye 13280070 Access routet chackpaint2 Only Card Area Name
4m 7“2;:]5 158 e spma18.00 5 Mool e 13200078 Ancess routet checkpoint1 Oinly Card Area Name
2D1?-12;\:;5 T g resz1es0 2 Lucky Tan 8155268 Access route1 checkpoint] Oriy Card Area Nams
mezé;ﬁ T8 g vesa18.00 2 Lucky Tan 155288 Apcess routet eheckpoint2 Only Card Area Name
2"‘7"2;;5 Rl IRTRTEP T 2 Lucky Tan s155266 Ancess routet checkpoint] Oinly Card Area Nams
2"”"2;;5 TEE3: | 492 1em.218.80 2 Lucky Tan 185288 Access route cheskpaint2 Only Card Area Name
4D 7“2;5 T3 g2 qes218.00 2 Lucky Tan LIEEEES Ancess routet eheckpointl Oy Card Area Name
2"17"2;;5 Rl JET RTEPr 2 Lucky Tan 6155266 Ancass routet checkpoint? Cinly Card Area Nams

Created o 2071245 18:45:28

Creaed from ZREiC3euty sotware. Alnights reserved.

Click [Reports] > [Patrol Route Statistics] to view all normal and abnormal situations collected during
the patrol process.

You can export patrol route statistics into an Excel, PDF, or CSV file. See the following figure.

ZKTECO

Patrol Route Statistics

Foute Mame

Plan Name

Statistics time

Supposed Patrol
Times

Real patrol imes

Missed patrol
times

Wraong patrol
number

Absence times

Patrol Subject

route 1

plani

2017-12-15 13:30:

oo

Amber Lin Necol
e, Jacky Xiang,
Glori Liu,Lilian Mei,
Jemy Wang Bemy
Cao,Lucky Tan,
Shemry Yang.Leo
Heou,

Routel

plani

2017-12-15 16:00:

oo

Lucky Tamn,Jermry
Wang.Mecal Ye,
Leo Hou, Shemy
Yang,Lilian Mei,
Berry Cac,Amber
Lin,Jacky Xiang,
Glori Liu

Click [Reports] > [Patrol Personnel Statistics] to view patrol statistics of patrol personnel.
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You can export patrol personnel statistics into an Excel file. See the following figure.

Patrol Personnel Statistics

Personnel 1D Person Name Route Name Plan Name Statistics time SUPPE%SEd Patrol Real patrol times Wisg=tipatiol Wrong patrol Absence times
imes times number
i 4 Berry Cao routed plani 22;73::]26;5 2 2 0 0 0
i 3 Leo Hou route plani 23;2:]2[;;5 2 2 0 0 0
i 8 Glor Liu route1 plan1 23;?:}2{;;5 2 2 0 0 0
i 2940 Sherry Yang route plani 23;73320;5 2 2 0 0 0
i 6 Amber Lin routel plant 22;73;20;5 2 2 0 0 0
i 5 Necol Ye routet plant 22;2;20;5 2 2 0 0 0
i g Jacky Xiang route plani 23;2;26;5 2 2 0 0 0
i 6 Amber Lin Route1 plani 2%70;20;5 2 2 0 0 0
i 4 Berry Cao Route1 plani 2%7032035 2 2 0 0 0
i 1 Jerry Wang Routet plani 23;76;26;5 2 2 0 0 0
i g Lilian Mei Route? plant 22;70:]20;5 2 2 0 0 0
i 7 Jacky Xiang Route1 plani 23;70320;5 2 2 0 1 0

:Number of times that the patrol personnel should normally patrol.

: Number of times that the patrol personnel actually patrol.

:Number of times that the patrol personnel do not patrol based on the patrol

route.

:Number of times that the patrol personnel miss one or more checkpoints in
the patrol route within the patrol time.

:Number of times that the patrol personnel do not patrol.
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11. Video

The system supports video linkage of access elevator control. You can achieve the management of
DVR / NVR/ IPC, real-time video preview, video records query and automatically popping up of
linkage events.

You need to add video device, set linkage function in Linkage Setting and Global Linkage in
advanced.

#Note: The current software only supports HIKVision, ZKIVision and Dahua devices. For more details
about the devices models, please contact technical support personnel to confirm.

11.1 Video Device

e Add aVideo device

Click [Video] > [Video Device] > [Video Device] > [New]:

Device Brand* | HIKVisian L4 i

Protocal Type® (@ Private . Onwvif

Device Name* |

|
Host Address® | |
IP Port’ 8000 |
Username” Iadmin |
Password” | ----- |
Area Name” ! Area Name |~ |

T T

Fields are as follows:

Device Brand: The current software version only supports ZKTeco, HIKVISION, Dahua, Axis, Panasonic
and Geovision brands. For each brand supporting models, please refer to the
Hardware Support List for Video Module.

Protocol Type: The Private or Onvif protocol is automatically selected after Device Brand is specified.
Device Name: Any characters within a length of 30.

Host Address: Input the device’s IP address.

IP Port: The default corresponding IP Port will display after select Device Brand.

User Name: Any characters within a length of 15 (mandatory).
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: Any characters within a length of 32 (mandatory).
: Divide area for the device.

#sNote: After adding device, only the device name and area name can be modified again, other
options cannot be modified.

Select a video device in the list and click [Enable] or [Disable].

Select a video device in the list and click [Edit] or [Delete].

When the communication parameters are modified in the device, the modification must be
synchronized to the software to keep consistency, otherwise all the channels of the video device will
not work normally.

Select a device, click [Communication Settings]:

Communication Settings

Serial No." D5-2CD2012-120140818C
Host Address” 192.168.1.94

IP Port’ aooo

Username’ admin

Password® s

Click [Video Linkage Operation Guide], guide users to add video equipment, binding cameras for
access control equipment and set the linkage.

When adding a video device, the system will automatically detect the number of cameras on this
device, that is, the number of channels, and generate a number of channels accordingly. For
example, a video device has 16 cameras. After adding this device, the system will generate 16
channels, and name the channels by default using the format "Device name-channel No.".

Click [Video] > [Video Device] > [Channel]:
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Device Name | | Channel Name Area Name . E| Q _@

The current query conditions: None

(Tt Refresh ~/ Enable () Disable

= Channel Name Channel Area Name Device Name Enahle Operations
Number

m
=
=

] Channel1 0 Area Name Ih 1]

Click [Edit] below Operations in the list:

Channel Name* Channel 1
Device Name* Ih
Channel Number* 0
Channel Status* Enable

o X coree |

Fields are as follows:
Channel Name: Any characters within a length of 30.

Device Name, Channel Number and Channel Status are not editable in this page. You can modify
them in Video Device. The channel number is the channel number in video device.

11.3 Video Preview

Click [Video] > [Video Device] > [Video Preview], the left side is the device and channel lists, click a
channel to view the monitor screen.
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Video Device Video Preview

4 (T3 Area Name . | Z015-01-28 19:57:54
4 e Video 1 1 i
@ Channel 1

Total of 1 records

Re-click the channel to shut down the screen.
= Notes:

» Avideo can allow five users to preview at the same time. In chronological order, the
exceeded users cannot preview the video normally, and the page will be grey.

» If there are no video controls in the system, the below prompts will be displayed:

1.your computer is not installed to browse the video control, or the installation of the
version of the control is not the latest.

Click to download both the controls. Install the controls, and refresh the page, you can view the
monitor screen normally. To prevent abnormal video display, please install the controls that
ZKBioSecurity offers.
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Video Preview

View the records of catching pictures and videos.

Click [Video] > [Video Device] > [Video Event Record]:

Time From | 2018-01-04 00:00:00 To | 2018-D4-04 23:59:58 Device Name More~

The cumrent query conditions: Time From:(2018-01-04 00:00:00) To:(2018-04-04 23:59:50)

(T Refresn [ ClearAllData = List ~

Start Time End Time Area Name Device Channel Name Media File  Status
2015-03-19 13:53:33  2015-03-19 13:52:33 Area Name Ih Ih-1 ] Caplure Success
2015-03-19 13:53:33  2015-03-19 13:54:03 Area Name Ih Ih-1 ® Video Success
2015-03-19 13:44:56 2015-03-19 13:44:56 Area Name Ih Ih-1 =] Capture Success
2015-03-1913:44:56 2015-03-19 134526 Area Name Ih Ih-1 ® Video Success
2015-03-19 13:43:43 2015-03-19 13:43:43 Area Name Ih Ih-1 [ Capture Success
2015-03-19 13:43:43 2015-03-19 13:44:13  Area Name Ih Ih-1 ® Video Success
2015-03-1913:41:09 2015-03-1913:41:09 Area Name Ih Ih-1 g} Capture Success
2015-03-19 13:41:08 2015-03-19 134138 Area Name Ih Ih-1 ® Video Success
2015-02-19 13:40:18 2015-03-19 13:40:18 Area Name Ih Ih-1 Q] Capture Success

The media file is:

® :Indicates that the linkage type is "Video”, you can click to download this file. Please choose a third
part of video player to play the file, or else it cannot be played normally.

[P

Indicates that the linkage type is “Capture”, you can click to view this file.
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& Note: If the "Video” and “Capture” are both selected, there will be 2 records. For more details about
the way to set the linkage type, please refer to Linkage Setting.

Click [Video] > [Video Device] > [Parameters]:

Save The File

Video File Path : | D\BioSecurityFilewidwideolinkageFile

Video File Clean Up

When disk space is less than 1 GE, '» delete the previous video files and photos () do not record and capture

Video conirol seleciion

OCX Version: (@ 1.0 Click to download the OCX 1:0 conirol. () 2.0 Click to download the QCX 2.0 conirol.

: Path for storing files when the server records videos or captures images.

: When the disk space for storing video files is smaller than the pre-set value, you
can choose to delete the old video files or not to record videos or capture images. If you choose
Delete, the software will delete the video files that are generated in the earliest day and continue to
record videos; otherwise, the software does not record videos.

- It can set whether to download OCX 1.0 or OCX 2.0.

Firstly, ensure IE11 or above version browser is available, client and Video Server are on the same
network segment and the video ActiveX installation is successful. If the ActiveX installation fails,
above all, uninstall the video ActiveX that were originally installed, run the "regsvr32-u
NetVideoActiveX23.ocx"command, and then in the browser, set all the options in "Tools -> Internet
Options -> Security -> Custom Level" on the ActiveX to "Enable or Prompt", re-open the browser,
re-login screen and open the video preview page, run the button "all add items of the site".

Check whether the network or power is connected normally. Refresh the page after ensuring that
the connection is normal, refresh the page, and re-open the video preview.

Make sure to use IE11 and above version browser, client and Video Server on the same network
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segment and the video ActiveX installation is successful. Also, view whether the browser is
preventing the temporary window pops up, if it is, change to allow window pops up to the site.

First, ensure that the software server has set Time Server (keep the Windows time service and has set
the NTP function of the video server), it is recommended to set the time interval of the video server
smaller to ensure accurate synchronization software server and video server time, so as to keep the
time consistent between software server and controllers. It is recommended set Linkage Recording
Time more than 5 seconds, to avoid executing video linkage commands delay, which may lead to
the downloaded Okb video file.

Desktop Experience feature needs to be added in windows server2008 before the normal use of the
video.

Step 1: Run” services.msc” to open the “Service Manager”.
Step2: Set the start type of “Windows Audio” and “Themes” as Automatically Start.

Step3: Run the service manager, click [Add functions], check the “Desktop Experience” box and click
[Install]. Reboot the server after the installation is finished.

Please choose a third part of video player to play the file, or else it cannot be played normally.

The old NPAPI controls are disabled in chrom42 or above version. You should open the browser and
enter “chrome://flags/#enable-npapi” in address bar to enable the controls.
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System settings primarily include assigning system users (such as company management user,
registrar, access control administrator) and configuring the roles of corresponding modules,
managing database, setting system parameters and view operation logs, etc.

Click [System] > [Basic Management] > [Operation Log]:

Operation User

The current query conditions: None

(% Refresh r_,’ Export

Operation User

admin

admin

admin

admin

admin

admin

admin

admin

admin

admin

admin

admin

admin

admin

1-50 » 3l

Cperation Time Cperation [P Module
2018-04-04 1T:47:01  127.0.01 System
2018-04-04 17:08:42  127.0.01 System
2018-04-04 16:44:47 127.0.0.1 Video
2018-04-04 16:29:22  127.0.0.1 Video
2018-04-04 16:28:20 127.0.0.1 Video
2018-04-04 16:24:21 127.0.01 System
2018-04-04 14:45:00  127.0.01 Patrol
2018-04-04 14:42:22  127.0.0.1 Patrol
2018-04-04 14:22:38  127.0.0.1 System
2018-04-04 13:16:43  127.0.01 System
2018-04-04 12:43:04  127.0.0.1 Parking
2018-04-04 12:34:44  127.0.0.1 Parking
2018-04-04 12:33:34  127.0.01 System
2018-04-04 12:28:09  127.0.0.1 System

50 rows per page > Jump To 1

Operation Time From

Operating Cbject

User
User
Video Davice
Video Device
Video Device
User
Plan
Patrol Group
User

User

To

Operation Type

Login

Login

Search Device
New

Search Device
Login

New

New

Login

Login

Temporary Vehicle Cr New

Temporary Vehicle Cr Delete

User
User

/5 Page

Login

Login

Total of 210 records

More

Operaticn Content
Login
Login
Search Device
192.168.1.169/192.168.1.169
Search Device
Login
Test plan
Test Group
Login
Login
A
AB.C
Login

Login

All operation logs are displayed in this page. You can query specific logs by conditions.

See the following figure.
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@ & & & & & & &0 @ 0 & & 0o 0

: Export the operation log records, save to local. You can export to an Excel, PDF, or CSV file.
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ZKTECO
Operation Log

Operation User Dperation Time Operation IP Module Operating Object Operation Type | Operation Content Result
2017-12-18 15:06:
admin a5 127.0041 isitor Visitor Export Export Succead
admin 201?_12‘;;8 1502 127.0001 Elevator ADD;Z;?E:; By Export Ezport Succesad
admin LIRS 127.0.01 Elevator Hegess Rights By Expart Export Succesd
17 Floor
2017-12-18 15:.02: All Ex ¥
admin 127.0.041 Elevator ception Esxport Export Succeed
50 Ewents
-12- 01
admin s 2;8 1541 127.0.01 Elevator All Tramsactions Expaort Export Succead
admin 201?_‘!2;18 2w 127.0041 Attendance Appended Receipt Export Export Succead
2017-12-18 14:24:
admin 41 127.0.041 Attendance Leave Export Export Succeed
admin 201?“2[-!;8 e 127.0.01 Attendance Leave Expart Export Succesd
2017-12-18 14:23:
admin 45 127.0.041 Attendance Business Trip Esxport Export Succeed
-12- 23
admin s 2158 1328 127.0.01 Attendance Go Out Expaort Export Succead
admin 201?_“;:3 e 127.0.0.1 Attendance Overtime Export Export Succeed
2017-12-18 14:13:
admin 20 127.0.041 Attendance COrvertime Export Export Succeed
admin 201?“2;38 1de 127.0.01 Attendance Adjust and Append Expart Export Succesd
2017-12-18 14:04:
admin 21 127.0.041 Attendance Adjust Shift Esxport Export Succeed
-12- 02
admin s 2118 ek 127.0.01 Attendance Adjust Shift Mew & Succead
admin 201”2;;8 et 127.0.0.1 Attendance Adjust Shift Mew 43 Succeed
2017-12-18 13:56:
admin 97 127.0.041 Attendance Adjust Shift MNew 3 Succeed
admin 201?“2‘;;8 130 127.0.01 Attendance Adjust and Append Mew 33 Succesd
Created on: 2097-12-18 15:07:23
Creafed from ZKElcZeourty sotware. AR rights reoerved. 12
Click [System] > [Basic Management] > [Database Management]:
Username
The current query conditions: Mons
(_* Refresh - Backup Immediately Backup Scheduls
Usemams Start Time Database Version Backup Immediately Backup Status Backup Path Operations

All history operation logs about database backup are displayed in this page. You can refresh, backup
and schedule backup database as required.

Backup database to the path set in installation right now.

#sNote: The default backup path for the system is the path selected during the software installation.

For details, referto € Software Installation Guide ) .
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e Backup Schedule
Click [Backup Schedulel:

Backup Schedule

From | 2014-08-0& 18:00:00 StartEvery 7 v Day

The last backup time:None
The next backup time:2015-03-27 18:00:00,left 7 day 7 hour 59 minute 39 second.

Prompt

A_ The backup copy of the database, the database server and the server must be on
the same computer. If the backup fails, please refer to the user manual in users of
the FAQL

Set the start time, set interval between two automatic backups, click [OK].
e Restore Database

1. Click the start menu of the PC>[All programs]=>[ZKBioSecurity]>Then run “Services Controller”,
and you can find out the icon of “Services Controller” in Taskbar as follow, right click that icon,

then left click “Restore Database”.

1L Skype

L Snaglt 7

_Q Startup

|} TechSmith

_Q Tencent Software

_j; tinySpell

! _b tinySpell+

| VideoLAN

L, Windows Accessories
_j;| Windows Ease of Access
_Q Windows Systern

1) WinRAR

1 WinZip 22.0

Achal Abhishek
Documents
Pictures

Music

Games

Recent ltems

This PC

| |, ¥TD Video Downloader

Control Panel

| ZKBioSecurity
A4 Environment Testing Tools
57 Uninstall ZKBioSecurity
[J) ZKBioSecurity

L) ZKOnvifPlugin

& Apps

4 Back

PC settings

Devices and Printers
Default Programs
Help and Support

Run...

| Search programs and files

5 [ET=an

Configure the Server Paort
Configuration Diatabase
Configuration Database Local Backup Path

Configuration module
Semvice is running, click here to stop

i =

Exit

=)

Customize..,

2. Inthe popup window, click “Browse” to choose the backup file to restore the database.
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#sNote: Before restoring a database, it is recommended that you back up the current database to
avoid data loss.

Kestore Batabase

-Restore Database
Please select afile to restore the database:

| || Browse..

ﬂ

12.1.3 Area Setting

Area is a spatial concept which enables the user to manage devices in a specific area. After area
setting, devices (doors) can be filtered by area upon real-time monitoring.

The system, by default, has an area named [Headquarters] and numbered [1].
e Addan Area

Click [System] > [Area Setting] > [Area] > [New]:

If the new area in the area failed to show the list, please contact the
adminizstrator to re-authorize the user to edit the areal

Area Mumber*

Area Mame*®
Parent Ar=a”™
Remark

EDTm
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- It must be unique.

- Any characters with a length less than 30.

: Determine the area structure of system.

Click [OK] to finish adding.

Click [Edit] or [Delete] as required.

Click [System] > [System Parameter]:

(_* Refresh

Create Time
2018-03-19 15:15:27
2018-03-19 15:15:27
2018-03-18 15:15:27

2018-03-22 12:00:12

Parameter \Value
ZKBioSecurity
3150R
3150

ZKTeco

Diescription
System Name
System Version
Database Version

Company Mame

Set the email sending server information. The recipient e mail should be set in Linkage Setting.

Click [Basic Management] > [Email Management] > [Email Parameter Settings:
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! Email Parameter Settingsi

Email Sending Server* || I(smtpxxx_xxx;
Port* 25 [CIsSLITLS
Email Account” | (o @ e %)
Password” | |

Sender Name | |

Prompt |
A\ 1.Please fillin the correct mailbox parameaters.

A 2.Confirm the filled in mailbox SMTP service is provisioning.

a A mail of connection test will be sent to your designated mail box.

Test Connection

zNote: The domain name of E-mail address and E-mail sending sever must be identical. For
example, the Email address is: test@gmail.com, and the E-mail sending sever must be:
smtp.gmail.com.

12.1.6 Data Cleaning

The data cleaning time settings are available to set. The data volume will increase with the use of the
system. To save the storage space on the disks, you need to periodically clean expired data
generated by the system.

Click [Basic Management] > [Email Management] > [Email Parameter Settings:
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Record !

Hotel Management Records® Retains the recent | 15 * | months of data Execution Time 01:00:00 v (Carefully clean up)

Parking Lot Record* Retains the recent | 15 ¥ months of data Execution Time (01:00:00 T (Carefully clean up)

"

Attendance Transactions® Retains the recent | 15 v months of data Execution Time 04:00:00 ¥ (Carefully clean up)

I

Patrol Transaction® Retains the recent months of data Execution Time 06:00:00 T (Carefully clean up)
Access Transaction”™ Retains the recent | 15 ¥ months of data Execution Time 01:00:00 A (Carefully clean up}
Elevator Transaction® Retains the recent months of data Execufion Time 01:00:00 v (Carefully clean up)
Visitor Transaction* Retains the recent D| months of data Execution Time 06:00:00 A (Carefully clean up)

Video Transaction* Retains the recent menths of data Execution Time 01:00:00 v (Carefully clean up)
System'I

System Operation Log™ Retains the recent months of data Execution Time 03:00:00 v (Carefully clean up)
Device Commands* Retains the recent | 6 ¥ |mumns of data Execution Time 02:00:00 A Immediately Clean Up)

10 I

Database Backup File” Retains the recent maonths of data Execution Time 04:00:00 T Immediately Clean Up
Prompt

A\ Cleaning frequency is executed once every day, clean up the number of reserved months before data set.
A Execution Time refers to the time when the system staris to perform a data clean-up:

A When you click OK, the system will automatically according to the users settings, the expired data system cleaning,

The system executes [Immediately Clean Up] operation after it is clicked and [OK] is clicked. Without
clicking [OK], the system will not clean data.

& Note: In order to reduce the load of the system and not to affect the normal running, the cleaning
time should be set in the 1 o'clock am.

12.1.7 Audio File

Click [Basic Management] > [Audio File] > [New]:

File Upload®

File Alias™

Size
Suffix

A\ Please upload a wav or MP3 file, the size of 0 to 10MB!

ErTm I T

You can upload a sound from the local. The file must be in wav or mp3 format, and it must not
exceed 10M.
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12.1.8 Certificate Type

The types of certificates available for registration in the system, where you can add, delete, enable,
disable these document types as follows:

(> Refiesh [§ New (i Deete v/ Enable () Disable

7 Certificate Type Certificate Code  Country Module Mame IDReader OCR Status
E D 1 India Personnel Hotel Visitor (/] (/] (/]
[Cl  Passport L - Personnel Hotel Visitor a -] &
[l Driver License 4 - Personnel Hotel Visitor [-] -] (/]
[[] Others 8 - Personnel Hotel Visitor (-] -] [
e Add

Click "M 1o input the Certificate Type Name and check the Module Name, click [OK].

Ceriificate Name® ||

Module Name WPersonnel [«Hotel
[ MVisitor

EXIn T

e Delete/Enable/Disable

Select the Certificate Type, click [Delete]/ [Enable]/ [Disable]], perform the appropriate action. ‘"
means to enable the certificate, “—"means to disable the certificate.

12.1.9 Parameters

Configure the system-related settings parameters, as shown below:

Main Menu Display Mode |

& Auto-adjust [ Text or lcon ) _lcon Only
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You can choose display as auto adjusting type or just icons only.

12.2 Authority Management

12.2.1 User

Add new user and implement levels for the user in the system.

1. Click [System Management] > [Authority Management] > [User] > [New]:

Usemame™

Paszword®

Confirm Password”
State
Superuser State

Role Group

Auth Department

Authorize Area

Email
First Mame
Last Mame

Fingerprint

Username should be composed between 1-30 characters
and in letters, numbers, or symbols (@/.-+_).

Password is a composition of 4 to 18 characters default is
111111,

e |
Enable vl
O

| a
| -

If you select no department, you will possess all
depariment rights by default.

If you select no area, you will possess all area rights by
default.

Register
Download Driver

Fields are as follows:

T I T

Username: Any characters within a length of 30.

Password: The length must be more than 4 digits and less than 18 digits. The default password is

(ARRNAN

State: Enable or disable the user to operate the system.

Super User State: Enable or disable the user to have the superuser's levels.

Role Group: Non-super user needs to choose a role group to get the levels of the group. The role
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group must be set in advanced in_Role Group.

- If no department is selected, then the user will have all department rights by
default.

:No area selected means the user possesses all area rights by default.
: Type your email in the correct format.
: Type your initials.

. Enroll the user fingerprint or duress fingerprint. The user can login the system by
pressing the enrolled fingerprint. If the user presses the duress fingerprint, it will trigger the alarm
and send the signal to the system.

2. After editing, click [OK] to complete user adding, and the user will be shown in the list.

Click [Edit] or [Delete] as required.

When using the system, the super user needs to assign different levels to new users. To avoid setting
users one by one, you can set roles with specific levels in role management and assign appropriate
roles to users when adding users. A super user has all the levels, can assign rights to new users and
set corresponding roles (levels) according to requirements.

1. Click [System] > [Authority Management] > [Role] > [New]:
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Raole Mame®

Assign Permissions®
Personnel Access Affendance ‘Elevator Hotel Visitor Parking Patrol
13 Person
=) Department
13 Pasitien
[ 13 Dimission Personnel
|3 Gustom Attributes
[ |3 Parameters
100 card
Es| Wiegand Format
13 Issued Card Record
O ab Sync

[ Select Al

T T T

2. Setthe name and assign permissions for the role.

3. (lick [OK] to save.

12.2.3 Role Group

You can add role groups to the system. A role group has all the levels assigned to roles within the
group. An appropriate role group can be directly assigned to a newly-added user. Include all the
levels for using all the service modules of the system and the system setup module. The default
super user of the system has all the levels, can assign rights to new users and set corresponding role
groups (levels) according to requirements.

1. Click [System Management] > [Authority Management] > [Role Group] > [New]:
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Group Name*

Assign Raole®

Parent Group

Group Description

Comeamanen | oc J cama |

2. Setthe name and parent group, assign role for the group.

3. C(lick [OK] to save.

12.2.4 API Authorization

1. Activate the API through authorization. You can check whether the API has been activated on
the About page (The API Authorization menu is displayed in System Management only when
the APl is activated). APl is shown in License details below:

Item Status Available/Total Points Expiration Date
Advanced Access Activated 2018-05-21

APl Activated 2018-05-21

Active Directory . Activated  2018-05-21
ARTECO . Activated . 2Points . 2018-05-21
. caP . Activated . 2Paoints . 2018-05-21
LED . Activated . 5/5Fcints . 2018-05-21
Mobile APP . Activated . 10/10Foints . 2018-05-21
. Personnel . Activated . 30000Ppints . Permanent
Depariment . . Activated | 1000Pints | Permanent
. Area . Activated . 1000Fpints . Permanent

LCD Real-Time Monitoring | Activated R 2018-05-21

2. Loginto the system (as the super user, for example, admin) to enter the software. Click [System
Management] > [Authority Management] > [API Authorization]. Add a client ID, which must be
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unique, and a client secret, which will be used when the APl is invoked

New

Client 1d*

Client Secret”

normally. Otherwise, the access is abnormal):

I‘H Basic Management Client |d - Q @

The current query conditions: MNone
rI_‘ Authority Management ()

User ] Client Id Client Secret Created Date

Raole [] TestD Test 2018-04-05 10:28:46

Role Group

AP Autho

Client Register

C‘-s Refraszh MNew ﬁ Delete E Browse API

Only when the client ID and secret are added can the next APl operation page be displayed

Operations

Edit Delete

4. After the client ID and secret are added, click Browse APl on the APl Authorization page to skip
to the APl operation page (The page of the ZKBioSecurity system must be open for normal

access of the APl operation page). This page provides multiple APIs:
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-P Basic Management Cﬁef‘“di | Q ®

The current query conditions: None
(% Refresh @ New ﬁ" Delete D Browse AP

User 0 Client Id Client S4tret Created Date Operations

II_Ij Authority Management

[] TestD

2018-04-05 10:28:46 Edit Delete

Rola

Role Group
AP

Client Register

hitp:/1127.0.0.1:8088/apiiapi-docs | Explore |

ZKBioSecurityAPI

AccLevel Showf/Hide | List Operations | Expand Operations
Card Show/Hide | List Operations | Expand Operations
Department Show/Hide | List Operations | Expand Operations
Device Show/Hide | List Operations = Expand Operations
Door Show/Hide | List Operations | Expand Operations
Person Show/Hide | List Operations | Expand Operations
Reader ShowfHide | List Operations | Expand Operations
Transaction Show/Hide | List Operations | Expand Operations
[ BASE URL. /api ]

When APIs are invoked, URLs of all request APIs must contain the access_token parameter, whose
value is determined by the client key configured on the background (if there are multiple keys, only
one is selected), for example:

Request URL

http://11@.88.38.74:6066/api/acclevel /getById/2

The access_token parameter must be added when the APl is invoked (one request URL can be
invoked):

http://110.80.38.74:6066/api/accLevel/getByld/2.
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12.2.5 Client Register

You can add client types for the system and generate registration codes for client registrations of
each module function. The number of allowed clients is controlled by the number of allowed points.

Registration Code Client Typs Activation BE Q ®

The cumrent query conditions: None

(v Refresh [ New Reset (fj Delete

O Eegistration Client name Registration Key Activation Activated Date Created Date Client Type Operations
0ode

[ 373FsC (-] 2018-04-05 10:36:08 Card Printing-Per: Delete

[J CA7T131 (-] 2018-04-05 10:36:04 ID Reader-Visitor Delete

[]  FOBECA (-] 2018-04-05 10:35:59 |ID Reader-Person Delete

[] 18Co48 (-] 2018-04-05 10:35:55 OCR-Visitor Delete

[ 9155FF (-] 2018-04-05 10:35:51 COCR-Personnel  Delete

[ EADD35 -] 2018-04-05 10:35:43 APP Client Delete Register QR-cods

1. Click [System Management] > [Authority Management] > [Client Authorization] > [New] to go
to the [New] page:

Client Type* e v

Registration Code APP Client
DCR-Personnel
OCR-Visitor

ID Reader-Personne|
ID Reader-Visitor
Card Printing-Personnel

Csncamanon | o R career

Client Type: The value can be APP Client, OCR-Personnel, OCR-Visitor, ID Reader-Personnel, ID

Reader-Visitor or Card Printing- Personnel.

Registration Code: The registration code for [APP Client] is used under [Network Settings] on the APP
login page and that for [Print Card-Personnel] is used under [Parameter Settings] > [Client
Registration]. Only new registration codes added on the server are authorized and one registration

code can be used by only one client.

2. Toreset a client, select the client and click [Reset].
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Are you sure you want to perform the Reset
operation?

Click [OK] to reset the client.

3. Todelete a client, select the client and click [Delete].

Are you sure you want to perform the delete
operation?

Click [OK] to delete the client.

12.3 Communication

Click [System] > [Communication] > [Device Commands], the commands lists will be displayed.

Submit Time From | |To | Serial Number l:l morey Q. ®

The current query conditions: None

(Y Refresh ﬁ Clear Commands m Export

1D Serial Number Content Immediately Submit Time Return Time Returned Value
Ccmd
i 6574654087 38654 DATA DELETE USERINFO PIN=3 [-] 2018-04-02 11:14:12
1 6574654087 86654 DATA DELETE USERINFO PIN=1 [-] 2018-04-02 11:14:03

If the returned value is more than or equal to 0, the command is successfully issued. If the returned
value is less than 0, the command is failed to be issued.

Clear Commands: Clear the command lists.

Export: Export the command lists to local host. You can export to an Excel file. See the following

figure.
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Device
| Commands |
I 8] Serial Number Content Immediately Cmd| Submit Time Return Time Returned Value

DATA UPDATE
userauthorize
Pin=2AuthorizeTi
mezoneld=1Auth

1504 20100501999 | orizeDoorld=1 false 2%75121;3 23;7512218 0
Pin=1AuthorizeTi THE ki
mezoneld=14Auth
orizeDoorld=1

DATA UPDATE
mulcarduser
Pin=2CardMo=5d

ec02lossCardFla

1502 20100501999 | g=0CardType=0 false 2%7512113 23;212218 0
Pin=1CardNo=44 e s
12chLossCardFla
g=0CardType=0

Extended Management

LED Device

The system integrated outsourcing LED equipment (control card: lumens 3200/4200), provides a
window to display data; it can provide customers personnel in the access area quantity statistics,
real-time information about personnel going in and out and personnel information in the area, etc.

. o, oo (3 (3} ) @) ()

= Authosized Company: ZRTeco.

‘—IC‘I Basic Managemenl Device hiame: || Q @

The CINTENT QUEFY CONAMOAS: Hone

i Putherly Management
55| ! i % Refish [ Mow [i* Delsle [2f LED Dats [27 Wanualy dafned conlarl £ Smchiorizs A8 Dala {o Devicss || LED Templals Managenend == Mus =
3 Communicabion £ [ Device Hame P Aedress Part Detault Pass Code  Screen Soreen Emaoiz Automate Distnbute  LED Tifle parstons
WWidth Heeght Dsta
agamant
1 »
e « 4 5 51 Shrowsperpage: - mplol M Page  Totalof 0 records
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e Add

Click [System]> [Extended Management]> [LED Device]> [New]. The page is displayed as follows:

Device Mame*

IP Address™

Port* 5200

Default Pass Code”™ 255 .285 .255 .255
Screen Width*

Screen Height*

LED Title

Block Number®

Show Time

Automatic Distribute Data

Delete data in device when new

Block Layout

Csovearanen 0 Career |

Fields are as follows:

Device Name: Name of the LED device.

|P Address: IP address of the LED device.

Port: The default communication port is 5200.

Default Pass Code: The default value is 255.255.255.255.

Screen Width: Width of the dot matrix (resolution).

Screen Height: Height of the dot matrix (resolution).

LED Title: Select whether to display the title. If the parameter is left blank, the title is not displayed.

Block Number: Number of blocks that the LED is divided into (Note that the blocks do not contain
the title and system time blocks).

Show Time: It will display time on the LED screen. Once you select it, you will find two options to
choose from; Single Line and Multiline Display. Choose according to your choice.

Show Time I
) Single line display (= Multiline display

Automatic Distribute Data: By default, this parameter is selected. You send data to the LED in the
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access control module only when you select this parameter. Otherwise, the content to be sent needs
to be manually defined.

: Delete the original data in the device when adding LED device.

. After you click ~ BlockLayoul  the following box is displayed:

Block Layout

Block1 (1280*180)

Block2 (1280*150)

Block3 (1280*180)

Block4 (1280%120)

A\ Starting point ¥ t d block and the 1sft upper

vertex of the X axis

4 [/ Block Layout

[ Block1

[ Block2 From X:| 0 v px Width: 1280 v | px
[ Block3 FromY:| 0 ¥ px Height: 180 v |px
[] Blocks Font |12 v px Display Effect:| Display In v

= Notes:
» Parameters must be set for each block.

» The height of each block must be equal to or larger than 12. Otherwise, the letters cannot be
completely displayed.

» The total height of all blocks cannot be larger than the screen height.

Click a device name or [Edit] under [Operation] to go to the edit page. After editing the device, click
[OK] to save the setting.

Click a device name or [Delete] under [Operation] in the device list and click [OK] to delete the
device or click [Cancel] to cancel the operation. Select one or more devices and click [Delete] above
the list and click [OK] to delete the selected device(s) or click [Cancel] to cancel the operation.
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e Enable and Disable

Select a device and click [Enable/Disable] to start/stop using the device. If the device is enabled, data
is transmitted to the device. Otherwise, no data is transmitted to the device.

e Synchronize All Data To Devices

Synchronize the LED block layout and LED data setting in the system to the device. Select a device,
click [Synchronize All Data To Devices], and then click [Synchronize] to synchronize the data.

e LED Template Management

Through this function you can create a template for the blocks. This template you can directly use at
the time of adding LED device. When you are adding LED device, then after defining the blocks
dimensions, you will be prompted to save the template as shown below:

Is the current layout saved as a template?

If you save it, then this template will be displayed in the LED Template Management list as shown
below:

Template Number | Template Name | q ®
The cumrent query conditions: MNone
(O Refiesh [® New (i} Delete
W Template Template Name Created Date Operations
Number
| I | Test 2018-04-05 11:09:10 Edii Delete
f« ¢« 1-1 5 |  50rows perpage * JumpTo 1 {1 Page  Total of 1 records

You can directly create the blocks by clicking on [New] in above interface.
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Template Mame®

Screen Width*

Screen Height*

Block Number*

LED Title

Show Time

Elock Layout

Save and New Cancel

Fill all the required details and save. Once saved, you will find this template at the LED device adding
interface.

Device Mame* | |

IP Address® | [ I 1 |

Part* | 5200 |

Default Pass Code”

Use Template

Screen Height”

LED Title

Block Mumber®

Show Time O
Automatic Distribute Data 7
Delste data in device when new 5]

Block Layout

e Restart

After you restart the device, the LED control card system will be restarted, data on the screen is
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cleared and data saved in the system is restored. After the device is successfully restarted, click
[Synchronize All Data To Devices] to display all distributed content on the LED screen.

Modify the IP address of the device. The default IP address of the control card is 192.168.1.222.

Select a device and click [Manually defined content]. The page is displayed as follows:

Manually defined content

Device Name 192.168.214.138

block-1 Flease enter the content
block-2 Flease enter the content
block-3 Flease enter the content

& Notes:
» Atleast one block must be selected for distribution of manually defined content.

» After the manually defined content is selected, the access control module cannot send data
to the LED device.
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Appendices

Common Operations

e Select Personnel

The selected personnel page in the system is as below:

(®) Query () Department N
=
The current query conditions: None
Alternative Selected(0)
= Personnel  First Last Card Gender  Department Name (=] Personnal  First Last Card Gender  Department Name
D Name Name Number D Name MName Number

= 3 abc 258478 Female  Financial Department
i 1 abc — General e

=

=

e
l¢ < 1-2 > 5| 50rowsperpage ~  Total of 2 records

o]

You can select the personnel from list generated, or you can also click [More] to filter by gender or

department.

Click "* to move the selected personnel in to the selected lists. If you want to cancel the

movement, click

<

e SetDate and Time

Click the date and time box:
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Host/Visited * | Enter the Query Condit E|Q

Visit Department * | -]
Ceriificate Type* [n} =
Certificate No.*

First Mame®

=L NAMS

Click here to

change Month

Visited Date”
License Plate

-

1+
16
23

Click here to
change Year

Click on the Year to select by clicking or

. Click the Month and Date to select directly.

e Import (take the personnel list importing as an example)

If there is a personnel file in your computer, you can Import it into the system.

1. Click [Import]:

File Format (® Excel (O Csv

Destination File

Choose File | Mo file chosen

Header Start Rows The defaultis the second row.
Delimiter |:|

Fields are as follows:

File Format: Select the file format to be imported.

Destination File: Choose file to be imported.

Head Start Rows: which row is the first row to be imported.

Delimiter: The delimiter of CSV format file, only
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2. Click [Next Step]:

Database fields Importing data fields

Personnal No * | Personnel No.

Name Name

Department Mame |Deparh'nent

Card Number | Card Number

Gender | Gender

Passwaord | Password

Mobile Phone | Mabile Phone

Greate Time Create Time

Email ' Email

Birthday Birthday
Pin exists to update the data: @ Yes (Mo

3. Select the feeds to be imported to the system. “-----------—--- " indicates the fields will not be
imported.

4. Click [Next Step]:

All data imported successfullyl
Succeed: 2, Failed:; 0.

Complete

The data is imported successfully.
& Notes:

» When importing department table, department name and department number must not be
empty, the parent department can be empty. Duplicated number does not affect the
operation, it can be modified manually.

» When importing personnel table, personnel number is required. If the personnel number
already exists in the database, it will not be imported.
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1. Click [Export]:

Expart
The File Type EXCEL File T
Export Mode » All data (Can export up to 60000 data)

() Selectthe amount of data to export (Can export up to 0000 data)
Fram the article 1 Strip, is derived 100 Data

2. Select the file format and export mode to be exported. Click [OK].
3. You can view the file in your local drive.

#sNote: 10000 records are allowed to export by default, you can manually input as required.

:In [Only Card] verification mode, the person having open door levels
punch card at valid time period, open the door, and trigger the normal event.

:In [Only Fingerprint] or [Card or Fingerprint] verification mode,
the person having open door levels press fingerprint at valid time period, the door is opened, and
trigger the normal event.

:In [Card and Fingerprint] verification mode, the person having the
open permission, punch the card and press the fingerprint at the valid time period, and the door is
opened, and trigger the normal event.

: press the exit button to open the door within the door valid time zone, and
trigger this normal event.

:indicates the normal event triggered by pressing the exit button
when the exit button is locked.

: At the normal open period (set normal open period for a
single door or for first-person normally open), or through the remote normal open operation, the
person having open door permission punch effective card at the opened door to trigger this normal
event.

: At the normal open period (set normal open
period for a single door or for first-person normally open), or through the remote normal open
operation, the person having open door permission press the effective fingerprint at the opened
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door to trigger this normal event.

:In [Only Card] verification mode, the person having
first-person normally open permission, punch at the setting first-person normally open time period
(the door is closed), and trigger the normal event.

:In [Only Fingerprint] or [Card plus Fingerprint]
verification mode, the person having first-person normally open permission, press the fingerprint at
the setting first-person normally open period (the door is closed), and trigger the normal event.

-In [Card plus Fingerprint] verification mode,
the person having first-person normally open permission, punch the card and press the fingerprint
at the setting first-person normally open period (the door is closed), and trigger the normal event.

. After the normal open time zone over, the door will close
automatically.

Remote Normal Opening: When set the door state to normal open in the remote opening operation,
this normal event is triggered.

:When Punch the valid card or use remote opening function to cancel the
current door normal open state, this normal event is triggered.

:In door normal open state, punch effective card for five
times (must be the same user), or select [Disable Intraday Passage Mode Time Zone] in remote
closing operation, and this normal event is triggered.

- If the intraday passage mode time zone is disabled,
punch effective card for five times (must be the same user), or select [Enable Intraday Passage Mode
Time Zone] in remote opening operation, and this normal event is triggered.

:In [Only Card] verification mode, Multi-Person combination
can be used to open the door. After the last card is verified, the system triggers this normal event.

:In [Only Fingerprint] or [Card plus Fingerprint]
verification mode, Multi-Person combination can be used to open the door. After the last fingerprint
is verified, the system triggers this normal event.

-In [Card plus Fingerprint] verification mode,
Multi-Person combination can be used to open the door. After the last card plus fingerprint is
verified, the system triggers this normal event.

: Emergency password (also known as super password) set for
the current door can be used for door open. This normal event will be triggered after the emergency
password is verified.

- If the current door is set a normally open period,
the door will open automatically after the setting start time has expired, and this normal event will
be triggered.

- After linkage configuration takes effect, this normal event will be
triggered.
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Cancel Alarm: When the user cancels the alarm of corresponding door successfully, this normal
event will be triggered.

:When the user opens a door by [Remote Opening] successfully, this normal event
will be triggered.

: When the user closes a door by [Remote Closing] successfully, this normal event
will be triggered.

-In linkage setting, if the user selects Auxiliary Output for Output Point,
selects Open for Action Type, this normal event will be triggered when the linkage setting takes
effect.

:In linkage setting, if the user selects Auxiliary Output for Output Point,
selects Close for Action Type, or closes the opened auxiliary output by [Door Setting] > [Close
Auxiliary Output], this normal event will be triggered.

:When the door sensor detects the door has been properly opened,
triggering this normal event.

: When the door sensor detects the door has been properly closed, triggering
this normal event.

: Will be triggered auxiliary input point is disconnected.

:When the auxiliary input point short circuit, trigger this normal event.

: Will be triggered if device starts (This event of PULL devices will not appear in real-time
monitoring and can be viewed only in event records of reports).

:When the interval between two punching is less than the set time interval,
this abnormal event will be triggered.

:When the interval between two fingerprints pressing is less
than the set time interval, this abnormal event will be triggered.

:In [Only Card] verification mode, if the user having the door
open permission punch but not at door effective period of time, this abnormal event will be
triggered.

-If the user having the door open permission, press the
fingerprint but not at the door effective time period, this abnormal event will be triggered.

- If the user having the door open permission, press exit
button but not at the effective period of time, this abnormal event will be triggered.

- If the user with the permission of opening the door, punches during the invalid
time zone, this abnormal event will be triggered.

:If the registered card without the permission of current door is punched to open the
door, this abnormal event will be triggered.
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:When the anti-pass back takes effect, this abnormal event will be triggered.
:When the interlocking rules take effect, this abnormal event will be triggered.

: When Multi-Person combination opens the door, the card
verification before the last one (whether verified or not), this abnormal event will be triggered.

:In [Only Fingerprint] or [Card or Fingerprint]
verification mode, When Multi-Person combination opens the door, the fingerprint verification
before the last one (whether verified or not), this abnormal event will be triggered.

:If the current card is not registered in the system, this abnormal event will be
triggered.

- If the current fingerprint is not registered or it is registered but not
synchronized with the system, this abnormal event will be triggered.

- If the door sensor detects that it is expired the delay time after opened, if
not close the door, this abnormal event will be triggered.

:If the person with the door access level, punches after the effective time of the access
control and cannot be verified, this abnormal event will be triggered.

- If the person with the door access permission, presses fingerprint after the
effective time of the access control and cannot be verified, this abnormal event will be triggered.

- If using [Card plus Password] verification mode, duress password or emergency
password to open door, this abnormal event will be triggered.

-If the current door is in normal open state,
but the user cannot close it by [Remote Closing], this abnormal event will be triggered.

- If the user opening door mode is inconsistent with that set for current door,
this abnormal event will be triggered.

- If the background verification fails, this abnormal event will be
triggered.

- If the background verification succeeds, this abnormal event will
be triggered.

:If no background verification result is returned in the specified
period, this abnormal event will be triggered.

:When Multi-Person combination opens the door, the verification is
failed, and triggers this abnormal event.

- Use the duress password of current door for verifying successfully
and trigger this alarm event.

: Use the duress fingerprint of current door for verifying
successfully and trigger this alarm event.
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: Use the duress password or duress fingerprint set for current door for
verifying successfully and trigger this alarm event.

: Except all normal events, if the door sensor detects that the door is opened,
and this alarm event will be triggered.

: This alarm event is triggered when the opened door is not locked at closing
door time.

: This alarm event will be triggered when AlO device is tampered.

This alarm event will be triggered when the device is disconnected from
the server.

- Inbio5 series controller events, external power down.
- Inbio5 series controller event, built-in battery power-down.
: Alarm event trigger when invalid card swiping five consecutively.

zNotes: The user can customize the level of each event (Normal, Abnormal, and Alarm).

: This normal event is triggered if the verification mode is associated with cards,
and a user with the floor opening right punches his/her card and passed the verification.

: This normal event is triggered if a valid card is punched
after a user with the floor opening right sets the Normally Open periods for a specific floor, or sets
the floor to the Normally Open state through the remote opening floor operation.

: This normal event is triggered if a fingerprint is pressed after
a user with the floor opening right sets the Normally Open periods for a specific floor, or sets the
floor to the Normally Open state through the remote opening floor operation.

: This normal event is triggered if a user remotely releases a button successfully.
: This normal event is triggered if a user remotely locks a button successfully.

: This normal event is triggered if a user performs this
operation on the Remotely Release Button page when a floor is in Normally Open state.

: This normal event is triggered if the user performs this
operation on the Remotely Lock Button page when the Normally Open periods of the floor are
prohibited on the day.

: This normal event is triggered if a user with the button releasing right
presses his/her fingerprint in the "Card or fingerprint" verification mode and the verification is
passed.

: This normal event is triggered if a fingerprint is
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pressed after a user with the floor opening right sets the Normally Open periods for a specific door,
or sets the door to the Normally Open state through the remote opening door operation.

:When the preset Normally Open period arrives, the button is
automatically locked.

: This normal event is triggered if a user selects the continuously releasing
button to set the button in continuously released state on the page for remotely opening the floor.

: This normal event is trigger upon startup of the device. (This event will not appear in
the real-time monitoring, and can only be viewed through the event records in the report.)

: This normal event is triggered if a user with the button releasing right presses the
password in the "Password only" or "Card or fingerprint" verification mode and the verification is
passed.

: This normal event is triggered if the super user remotely releases a button
successfully.

: Release all buttons in the case of emergency so that users can select floors.

: This normal event is triggered if the super user remotely closes floors
(locks the buttons) successfully.

: Restart the elevator control function.
: Temporarily disable the elevator control function.

: This normal event is triggered if the auxiliary input point is
disconnected.

: This normal event is triggered if the auxiliary input point is short circuited.

: This abnormal event is triggered if the actual interval between two times
of card punching is smaller than the interval that is set for this floor.

: This abnormal event is triggered if the actual interval between
two times of fingerprint pressing is smaller than the interval that is set for this floor.

: This abnormal event is triggered if the verification mode is
associated with cards, and a user with the floor opening right punches his/her card beyond the
effective periods.

: This abnormal event is triggered if a user with the floor opening right punches
his/her card beyond the effective periods.

: This abnormal event is triggered if a registered card is punched before the elevator
control right of the current floor is set for this card.

: This event is triggered if the current card number is not registered in the system yet.
: This event is triggered if a person, for whom the elevator control effective time is set,

punches his/her card beyond the elevator control effective periods and verification fails.
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: This event is triggered if a person, for whom the elevator control effective time
is set, presses his/her fingerprint beyond the elevator control effective periods and verification fails.

: This event is triggered if the verification mode is associated with the password and
the password verification fails.

: This event is triggered if the current fingerprint is not registered in the system
or has been registered but not synchronized to the device.

: This abnormal event is triggered if a user with the
floor opening right presses his/her fingerprint beyond the effective periods of the floor.

: This abnormal event is triggered if the current
floor is in Normally Open state and the button cannot be locked by performing the Remotely
Locking Button operation.

: This abnormal event is triggered if a card is punched and the Wiegand
format of this card is incorrectly set.

zNote: User can self-define the level of each event (normal, abnormal and alarm).

To use offline elevator control mode, you must use an offline elevator control license.

Add the offline elevator control device to facilitate user management of device in the software.
Among them, rights management is the same as online elevator control, offline elevator control
module does not support most of the functions, such as synchronization data, equipment
monitoring, real-time monitoring. Compared with the online elevator control, the following
functions are missing: event type, device monitoring, real-time monitoring, holidays, global linkage,
all records, all abnormal records, currently only supports synchronization time and modify button
open duration and card writing operation.

New offline elevator devices:
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| ZKTzzo

| Version

‘ 3.1.5.0_R Details
Package Bits
X85

License Information ( License 1D : 3525 ) Details

Item Status Available(Total Points )
Access Activated 94/100Door(s}{Include max 15 PULL Device(s))
Affendance Activatad 90T E&A Terminal(s); 10/10LPR Camera(s); 10/10Door(s)
Activated 9#1{]Devic:($ﬂai .
Activated 5/30Pcints
Activated §/10Entries, 2D-OD\.ﬁsitor51Mcnlh
Parking(Door) Activated 1010Points
Patrol Activated . 6/10Points

Video Activatad

Activation

Cnling Activation Offline Activation

Reinstall the system

10/10Channel(s) (Support Onvif)

Oniine Update — Cancel

Export existing license  |mport an existing ficense
The browsers which we recommended
Internet Explorer 11+/Firefox 27+/Chrome 33+

Monitor resolution

ZWK T=-o Copyright 2018

Expiration Date
201 QTD4—D4
2019-04-04
2019-04-04
2019-04-04
2019-04-04
2019-04-04
2019-04-04
2019-04-04

After offline elevator control is authorized, the default software and device mode in elevator
parameter setting is offline and cannot be changed.

Elevator Device

Elevator

Card

Time Zones

Elevator Levels

Set Access By Levels

Set Access By Person

Set Access By Department
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e Add devices by manually

Click [Elevator Device] > [Device] > [New] on the Action Menu, the following interface will be shown:

Device Name* “ ‘

Device Number* ‘ ‘ {Range1-254)
Firmware Version* |AC Ver 7.0.0 Jul 1 201;

Mumber of Expansion ‘ﬂ

Board

Each expansion board relay 16
numkber

Area® Area Name n‘

£ B TN

Fields are as follows:

Device Name: Any character, up to a combination of 20 characters.

Device Number: Range 1 ~ 254, the machine number cannot be repeated.
Firmware Version: Firmware version number of elevator control device.

Number of Expansion Board: Expands the number of floors that the elevator control device can
control.

Each expansion board relay number: 16 relays per expansion board.

Area: Specify areas of devices. After Area Setting, devices (doors) can be filtered by area upon
Real-Time Monitoring.

#Note: When adding a device, the device number in the software should be the same as the 485
address setting number on the device.

® Synchronize Time

Click [Elevator Device] > [Device] > [Synchronize Time] on the Action Menu, the following interface
will be shown:
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Synchronize Time* 2017-11-30 17:24:48

A Swipe the card on the reader of the controller, the reader will
synchranize the time from the card:

Synchronize device time with current server time.
® Modify Button Open Duration

Click [Elevator Device] > [Device] > [Modify Button Open Duration] on the Action Menu, the
following interface will be shown:

Bution Open Duration” | [secona(0-254)
Start Time*  2017-11-30 17:26:39 End Time* 2017-12-10 17:26:39

Button Open Duration: Itis used to control the time period to press floor button after verification.
The default value is 5 seconds; the range is 0~254 seconds.
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Initialize Card

Users can initialize the card to restore the default password and sector operation.

Click [Elevator Device] > [Card] > [Initialize Card] on the Action Menu, the following interface will be
shown:

A\ After initialization, the card will become a blank card!

Write Card

Write device number, personnel ID, personnel password, personnel authority, start time, end time,
card number (calculated logic card number) and other related information to the card.

Click [Elevator Device] > [Card] > [Write Card] on the Action Menu, the following interface will be
shown:
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First Name Come

Last Mame

Personnel ID* 21

Card Number* E5B55358
Start Time*

End Time*

A Please set the start time and end time in the edit person page and then write card operation.

Total Progress

[ |

o T
fa]
L

Fields are as follows:

First/Last Name: The maximum length cannot exceed 50, does not support comma; value sources
Personnel field, cannot add, modify, delete.

Personnel 1D: The default maximum length of personnel ID is 9, the effective range is 1-799999999,
which can be configured according to the actual situation. Value sources Personnel field, cannot be
added, modified or deleted.

Card number: Card number cannot be repeated, the maximum length of 10; value sources
Personnel field, cannot add, modify, delete.

Start time: The effective starting time of the card; value sources Personnel field, cannot add, modify,
delete.

End time: The effective cut-off time of the card; value sources Personnel field, cannot add, modify,
delete.

#sNote: Personnel related authority (elevator levels), card number and related data can only be
written when the personnel editing page is completely filled in. The card number is calculated
logical card number; the logical card number stored in the database shall prevail.
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Write management card

Management card is mainly used to loss and revert card. When the card is lost or reverted, you need
to write the card information into the management card, thus loss and revert card take effect.

Click [Elevator Device] > [Card] > [Write management card] on the Action Menu, the following
interface will be shown:

Loss Card” [~ |
Revert card* n

Start Time* 2017-11-29 17:38:21

End Time* 2017-12-1017:38:21
A The quantity of Lost cards and reverted cards can not be greater than 18

e ca

Fields are as follows:

Function selection: Management card is used to write the loss and revert card data in the software
system to the management card and then loss and revert card by brushing the management card
on the device.

Loss Card: Lost Card collection, drop-down selection.
Revert card: Revert Card collection, drop-down selection.

Start Time: The effective starting time of the card; value sources Personnel field, cannot add, modify,
delete.

End Time: The effective deadline of the card; value sources Personnel field, cannot add, modify,
delete.
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Check the list of cards in the system and batch issue card, assigning cards to personnel.

Click [Personnel] > [Card Manage] > [Card] > [Batch Issue Card]:

A\ Personnel ID only supports input figures, and only shows persons with ne card isswed (max. 200

Start Personnel ID

Batch Issue Card

End Personnel ID

Card Enroliment Method
Device

raut Card Number

Number of Persons with No Card Issued:V

Personnel ID  First Name Last Name

Number of Issued Cards:0

Department Name Mumber Personnel First Mame Last MName

|
(=]
8
B

Department Card Number

Name

: USB Reader or device.

-1t can be generated by swiping an ID card on the USB reader and device, or
entering it manually. The card manually entered may be IC card.

Click [Personnel] > [Card Manage] > [Card] > [Report Lost Card]:

#sNote: Report Lost Card is applicable to all functional modules, not to the offline elevator module.
After the report of loss, the status of the card becomes invalid but not written into the management
card. Need to write management card in the appropriate module, such as offline elevator control
module [Write management card] ([Elevator Device] > [Card] > [Write management card]).

Click [Personnel] > [Card Manage] > [Card] > [Reactivate Lost Card]:

#sNote: Reactivate Lost Card is applicable to all functional modules, not to the offline elevator
module. After reactivating lost card, the status of the card becomes valid but not written into the
management card. Need to write management card in the appropriate module, such as offline
elevator control module [Write management card] ([Elevator Device] > [Card] > [Write management
card]).
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A: Connect the card issuer to PC through USB port, and then select individual personnel card issue or
batch card issue. Move the cursor to the card number input box, and punch the card on the card
issuer, then the card number will be automatically shown in the input box.

A: Role setting has the following uses: 1. To set unified level for the same type of users newly added,
just directly select this role when adding users; 2. When setting system reminder and determine
which roles can be viewed.

A: First, create a new role in system setting and configure the functions to be used for this role. Then
add a user, set user information, and select the user’s role, thus adding a new account. For other
accounts, do the same.

A: This problem occurs because that Server 2003 has [Security Configuration Option] settings. If you
want to access the system, please configure it as follows: click Start — Control Panel — Add or Remove
Program, select [Add and remove Windows components] in the interface and click [Internet Explorer
Enhanced Security Configuration] option, cancel the tick before it. Then click [Next] to remove it
from the system. Open the system again the browser will access the system properly.

: Please check the system environment variables, please go to Properties > Advanced to
set the environment variables as “C:\Program Files\ZKBioSecurity3.0\MainResource\postgresqgi\bin:”".
"C:\Program Files" is the system installation path, you can modify by your actual situation.

: There are several reasons: The system version is too high or too low, or the database
has been damaged, you need to follow the prompts to change the system version or repair the
system, re-install the database.

Important - read carefully:

This End-User License Agreement ("EULA") is a legal agreement between you (either an individual or
a single entity) and the mentioned author of this Software for the software product identified above,
which includes computer software and may include associated media, printed materials, and
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"online" or electronic documentation ("SOFTWARE PRODUCT"). By installing, copying, or otherwise
using the SOFTWARE PRODUCT, you agree to be bound by the terms of this EULA. If you do not
agree to the terms of this EULA, do not install or use the SOFTWARE PRODUCT.

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODUCT is protected by copyright laws and international copyright treaties, as well
as other intellectual property laws and treaties. The SOFTWARE PRODUCT is licensed, not sold.

1. GRANT OF LICENSE. This EULA grants you the following rights: Installation and Use. You may install
and use an unlimited number of copies of the SOFTWARE PRODUCT.

Reproduction and Distribution. You may reproduce and distribute an unlimited number of copies of
the SOFTWARE PRODUCT; provided that each copy shall be a true and complete copy, including all
copyright and trademark notices, and shall be accompanied by a copy of this EULA. Copies of the
SOFTWARE PRODUCT may be distributed as a standalone product or included with your own
product.

2. DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS.

Limitations on Reverse Engineering, Recompilation, and Disassembly. You may not reverse engineer,
decompile, or disassemble the SOFTWARE PRODUCT, except and only to the extent that such
activity is expressly permitted by applicable law notwithstanding this limitation.

Separation of Components.

The SOFTWARE PRODUCT s licensed as a single product. Its component parts may not be separated
for use on more than one computer.

Software Transfer.

You may permanently transfer all of your rights under this EULA, provided the recipient agrees to the
terms of this EULA.

Termination.

Without prejudice to any other rights, the Author of this Software may terminate this EULA if you fail
to comply with the terms and conditions of this EULA. In such event, you must destroy all copies of
the SOFTWARE PRODUCT and all of its component parts.

Distribution.

The SOFTWARE PRODUCT may not be sold or be included in a product or package which intends to
receive benefits through the inclusion of the SOFTWARE PRODUCT. The SOFTWARE PRODUCT may
be included in any free or non-profit packages or products.

3. COPYRIGHT.

All title and copyrights in and to the SOFTWARE PRODUCT(including but not limited to any images,
photographs, animations, video, audio, music, text, and "applets" incorporated into the SOFTWARE
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PRODUCT), the accompanying printed materials, and any copies of the SOFTWARE PRODUCT are
owned by the Author of this Software. The SOFTWARE PRODUCT is protected by copyright laws and
international treaty provisions. Therefore, you must treat the SOFTWARE PRODUCT like any other
copyrighted material except that you may install the SOFTWARE PRODUCT on a single computer
provided you keep the original solely for backup or archival purposes.

LIMITED WARRANTY
NO WARRANTIES.

The Author of this Software expressly disclaims any warranty for the SOFTWARE PRODUCT. The
SOFTWARE PRODUCT and any related documentation is provided "as is" without warranty of any
kind, either express or implied, including, without limitation, the implied warranties or
merchantability, fitness for a particular purpose, or no infringement. The entire risk arising out of use
or performance of the SOFTWARE PRODUCT remains with you.

NO LIABILITY FOR DAMAGES.

In no event shall the author of this Software be liable for any damages whatsoever (including,
without limitation, damages for loss of business profits, business interruption, loss of business
information, or any other pecuniary loss) arising out of the use of or inability to use this product,
even if the Author of this Software has been advised of the possibility of such damages.

Acknowledgment of Agreement.

| have carefully read and understand this Agreement, ZKTeco, Inc.'s Privacy Policy Statement.
If YOU ACCEPT the terms of this Agreement:

| acknowledge and understand that by ACCEPTING the terms of this Agreement.

IF YOU DO NOT ACCEPT the terms of this Agreement.

I acknowledge and understand that by refusing to accept these terms, | have rejected this license
agreement and therefore have no legal right to install, use, or copy this Product or the Licensed
Software that it incorporates.
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