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Preface

About This Guide

Note: This guide is not applicable for 7210 SAS-&Vides configured in Access uplink mode.

This guide describes the services and protocolatmpovided by the 7210 SAS Series and
presents examples to configure and implement MIRSS/P, and LDP protocols.

This document is organized into functional chapéerd provides concepts and descriptions of the
implementation flow, as well as Command Line Irded (CLI) syntax and command usage.

Audience

This manual is intended for network administratehe are responsible for configuring the 7210
SAS M-Series routers. It is assumed that the nét@dministrators have an understanding of
networking principles and configurations. Protocatsl concepts described in this manual include
the following:

e Multiprotocol Label Switching (MPLS)

* Resource Reservation Protocol (RSVP)

e Label Distribution Protocol (LDP)

7210 SAS M, X, R6 MPLS Configuration Guide Page 11



Preface

List of Technical Publications

The 7210 SAS-M, T, X, R6 documentation set is cosepoof the following books:

e 7210 SAS-M, T, X, R6 Basic System Configurationd&u
This guide describes basic system configurationisogrerations.
e 7210 SAS-M, T, X, R6 System Management Guide

This guide describes system security and accedmguaations as well as event
logging and accounting logs.

e 7210 SAS-M, T, X, R6 Interface Configuration Guide
Tis guide describes card, Media Dependent Adap&A), and port provisioning.
e 7210 SAS-M, T, X, R6 OS Router Configuration Guide

This guide describes logical IP routing interfaaed associated attributes such as an
IP address, port, link aggregation group (LAG) &l as IP and MAC-based filtering.

e 7210 SAS-M, X, R6 OS MPLS Guide

This guide describes how to configure Multiprotocabel Switching (MPLS),
Resource Reservation Protocol (RSVP), and Labdfibigion Protocol (LDP).

e 7210 SAS-M, T OS, and 7210 SAS-X, R6 OS Servicesl&

This guide describes how to configure service patars such as customer
information and user services.

e 7210 SAS-M, T, X, R6 OAM and Diagnostic Guide

This guide describes how to configure features sscbervice mirroring and
Operations, Administration and Management (OAM)go0

e 7210 SAS-M, T OS and 7210 SAS-X, R6 OS Qualitpefvice Guide
This guide describes how to configure Quality o8 (QoS) policy management.

Page 12 7210 SAS M, X, R6 MPLS Configuration
Guide



Preface

Technical Support

If you purchased a service agreement for your BA8 M-series router and related products from
a distributor or authorized reseller, contact #whhical support staff for that distributor or résre
for assistance. If you purchased an Alcatel-Lusentice agreement, contact your welcome

center:
Web: http://wwwl.alcatel-lucent.com/comps/pagesiearsupport.jhtml
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GETTING STARTED

In This Chapter

This chapter provides process flow information eoftigure MPLS, RSVP, and LDP protocaols.

Alcatel-Lucent 7210 SAS-M, X, and R6 Router Configu ra-
tion Process

Table 1lists the tasks necessary to configure MPLS agfitios functions.

This guide is presented in an overall logical cgmfation flow. Each section describes a software
area and provides CLI syntax and command usagentiigcire parameters for a functional area.

Table 1: Configuration Process

Area Task Chapter
Protocol configuration Configure MPLS protocols:
* MPLS MPLS on page 18
¢ RSVP RSVP on page 60
* LDP Label Distribution Protocol on page 221
Reference List of IEEE, IETF, and otherStandards and Protocol Support (for 7210 SAS-
proprietary entities. M, 7210 SAS-X, and 7210 SAS-T) on page 293
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MPLS and RSVP

In This Chapter

This chapter provides information to configure MPu& RSVP.

e MPLS on page 18
- MPLS Label Stack on page 19
- Label Switching Routers on page 22
e RSVP on page 60
- Using RSVP for MPLS on page 62
- Reservation Styles on page 64
» Traffic Engineering on page 67
* Advanced MPLS/RSVP Features on page 69
- Shared Risk Link Groups on page 70
- TE Graceful Shutdown on page 74
 MPLS Service Usage on page 75
« MPLS/RSVP Configuration Process Overview on page 76
* Configuration Notes on page 77

7210 SAS M, X, R6 MPLS Configuration Guide Page 17
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MPLS

Page 18

Multiprotocol Label Switching (MPLS) is a label gehing technology that provides the ability to
set up connection-oriented paths over a connetgsmIP network. MPLS facilitates network
traffic flow and provides a mechanism to enginestwvork traffic patterns independently from
routing tables. MPLS sets up a specific path feequence of packets. The packets are identified
by a label inserted into each packet. MPLS is nabéed by default and must be explicitly
enabled.

MPLS is independent of any routing protocol butéssidered multiprotocol because it works
with the Internet Protocol (IP) and frame relaywmk protocols.
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MPLS Label Stack

MPLS requires a set of procedures to enhance nktager packets with label stacks which
thereby turns them into labeled packets. Routertsstippport MPLS are known as Label Switching
Routers (LSRs). In order to transmit a labeled paok a particular data link, an LSR must
support the encoding technique which, when givibael stack and a network layer packet,
produces a labeled packet.

In MPLS, packets can carry not just one label,abset of labels in a stack. An LSR can swap the
label at the top of the stack, pop the stack, @psthe label and push one or more labels into the
stack. The processing of a labeled packet is caelglindependent of the level of hierarchy. The

processing is always based on the top label, wittegard for the possibility that some number of

other labels may have been above it in the pashadisome number of other labels may be below
it at present.

As described in RFC 303MPLS Label Stack Encodinthe label stack is represented as a
sequence of label stack entries. Each label statcl is represented by 4 octefsgure 1displays
the label placement in a packet.

Figure 1: Label Placement

Table 2: Packet/Label Field Description

Field Description
Label This 20-bit field carries the actual valuagtiuctured) of the label.
Exp This 3-bit field is reserved for experimentaéult is currently used for Class of

Service (CoS).

S This bit is set to 1 for the last entry (bottamjhe label stack, and 0 for all
other label stack entries.

TTL This 8-bit field is used to encode a TTL value.

7210 SAS M, X, R6 MPLS Configuration Guide Page 19
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A stack can carry several labels, organized irstitdfirst out order. The top of the label stack
appears first in the packet and the bottom of theksappears lasEigure 2.

Layer 2 Header | Toplabel | ... | BottomLlabel | DataPacket

0SSG014
Figure 2: Label Packet Placement

The label value at the top of the stack is lookedvhen a labeled packet is received. A successful
lookup reveals:

e The next hop where the packet is to be forwarded.
e The operation to be performed on the label statkre forwarding.

In addition, the lookup may reveal outgoing datk Encapsulation and other information needed
to properly forward the packet.

An empty label stack can be thought of as an uigabgacket. An empty label stack has zero (0)
depth. The label at the bottom of the stack isrreteto as the Level 1 label. The label above it (i
it exists) is the Level 2 label, and so on. Theslati the top of the stack is referred to as theelLe
m label.

Labeled packet processing is independent of thel lefvhierarchy. Processing is always based on

the top label in the stack which includes inforraatabout the operations to perform on the
packet's label stack.
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MPLS and RSVP

Packets travelling along an LSP (dexbel Switching Routers on page)2te identified by its
label, the 20-bit, unsigned integer. The rangettsr@ugh 1,048,575. Label values 0-15 are
reserved and are defined below as follows:

A value of 0 represents the IPv4 Explicit NULL ledbThis Label value is legal only at
the bottom of the Label stack. It indicates thatltlabel stack must be popped, and the
packet forwarding must be based on the IPv4 header.

A value of 1 represents the router alert LabelsTlabel value is legal anywhere in the
Label stack except at the bottom. When a receiaeigt contains this Label value at the
top of the Label stack, it is delivered to a losaftware module for processing. The actual
packet forwarding is determined by the Label beméah the stack. However, if the
packet is further forwarded, the router alert Lagbeduld be pushed back onto the Label
stack before forwarding. The use of this Labelnalagous to the use of the router alert
option in IP packets. Since this Label cannot o@tuhe bottom of the stack, it is not
associated with a particular network layer protocol

A value of 3 represents the Implicit NULL Labehi$ is a Label that a Label Switching
Router (LSR) can assign and distribute, but whieben actually appears in the
encapsulation. When an LSR would otherwise replaed_abel at the top of the stack
with a new Label, but the new Label is Implicit NULthe LSR pops the stack instead of
doing the replacement. Although this value may neyppear in the encapsulation, it
needs to be specified in the RSVP, so a valuesirved.

Values 4-15 are reserved for future use.

7210 SAS M, X OS uses labels for MPLS, RSVP-TH BDP, as well as packet-based services
such as VLL and VPLS.

Label values 16 through 1,048,575 are defined lémAfs:

Label values 16 through 31 are reserved for futise

Label values 32 through 1,023 are available fatictassignment.
Label values 1,024 through 2,047 are reserveéufare use.

Label values 2,048 through 18,431 are staticaigned for services.

Label values 32768 through 131,071 are dynamieaiigned for both MPLS and
services.

Label values 131,072 through 1,048,575 are redeiosefuture use.

7210 SAS M, X, R6 MPLS Configuration Guide Page 21
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Label Switching Routers

LSRs perform the label switching function. LSRsfpan different functions based on it's
position in an LSP. Routers in an LSP do one offdfiewing:

e The router at the beginning of an LSP is the iagiabel edge router (ILER). The ingress
router can encapsulate packets with an MPLS heaukforward it to the next router
along the path. An LSP can only have one ingrestero

e A Label Switching Router (LSR) can be any interiagglrouter in the LSP between the
ingress and egress routers. An LSR swaps the imgplabel with the outgoing MPLS
label and forwards the MPLS packets it receivetheéonext router in the MPLS path
(LSP). An LSP can have 0-253 transit routers.

e The router at the end of an LSP is the egress &atge router (ELER). The egress router
strips the MPLS encapsulation which changes it feoanMPLS packet to a data packet,
and then forwards the packet to its final destaratising information in the forwarding
table. Each LSP can have only one egress routeririginess and egress routers in an LSP
cannot be the same router.

A router in your network can act as an ingresseggror transit router for one or more LSPs,
depending on your network design.

An LSP is confined to one IGP area for LSPs usigstrained-path. They cannot cross an
autonomous system (AS) boundary.

Static LSPs can cross AS boundaries. The interrteeti@ps are manually configured so the LSP
has no dependence on the IGP topology or a locakialing table.

LSP Types

The following are LSP types:

e Static LSPs — A static LSP specifies a static pAthrouters that the LSP traverses must
be configured manually with labels. No signalingtsas RSVP or LDP is required.

e Signaled LSP — LSPs are set up using a signaliagppol such as RSVP-TE or LDP.
The 7210 SAS M supports only RSVP-TE for settind-&®s. The signaling protocol
allows labels to be assigned from an ingress rdattre egress router. Signaling is
triggered by the ingress routers. Configuratioregguired only on the ingress router and is
not required on intermediate routers. Signaling &gilitates path selection.

There are two signaled LSP types:

- Explicit-path LSPs — MPLS uses RSVP-TE to set uplieit path LSPs. The hops
within the LSP are configured manually. The intedimée hops must be configured as
either strict or loose meaning that the LSP must &ither a direct path from the
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previous hop router to this router (strict) or ¢taaverse through other routers (loose).
You can control how the path is set up. They arelar to static LSPs but require less
configuration. Se®SVP on page 60

- Constrained-path LSPs — The intermediate hopseot. 8P are dynamically
assigned. A constrained path LSP relies on thet@ined Shortest Path First (CSPF)
routing algorithm to find a path which satisfies #tonstraints for the LSP. In turn,
CSPF relies on the topology database provided dgxtended IGP such as OSPF or
IS-IS.

Once the path is found by CSPF, RSVP uses thetpatiyuest the LSP set up. CSPF
calculates the shortest path based on the const@invided such as bandwidth, class
of service, and specified hops.

If fast reroute is configured, the ingress routgnals the routers downstream. Each downstream
router sets up a detour for the LSP. If a downstreauter does not support fast reroute, the
request is ignored and the router continues toauipe LSP. This can cause some of the detours
to fail, but otherwise the LSP is not impacted.

No bandwidth is reserved for the rerouted patthdfuser enters a value in the bandwidth
parameter in theonfig>router>mpls>Isp>fast-reroute context, it will have no effect on the LSP
backup LSP establishment.

Hop-limit parameters specifies the maximum numiférops that an LSP can traverse, including
the ingress and egress routers. An LSP is notpsittiie hop limit is exceeded. The hop count is
set to 255 by default for the primary and secongats. It is set to 16 by default for a bypass or
detour LSP path.
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MPLS Fast Re-Route (FRR)

The MPLS facility bypass method of MPLS Fast Re-Rq&RR) functionality is extended to the
ingress node.

The behavior of an LSP at an ingress LER with lfash reroute and a standby LSP path
configured is as follows:

* When a down stream detour becomes active at a pbiacal repair (PLR):

The ingress LER switches to the standby LSP pathelprimary LSP path is repaired
subsequently at the PLR, the LSP will switch baxcthe primary path. If the standby goes
down, the LSP is switched back to the primary, eébeugh it is still on the detour at the
PLR. If the primary goes down at the ingress witikeLSP is on the standby, the detour at
the ingress is cleaned up and for one-to-one demtpath tear” is sent for the detour
path. In other words, the detour at the ingress dog protect the standby. If and when the
primary LSP is again successfully re-signaled itigeess detour state machine will be
restarted.

e When the primary fails at the ingress:

The LSP switches to the detour path. If a standlawailable then LSP would switch to
standby on expiration dfold-timer. If hold-timer is disabled then switchover to standby
would happen immediately. On successful globalntesfeprimary path, the LSP would
switch back to the primary path.

* Admin groups are not taken into account when a@rgatetours for LSPs.

Manual Bypass LSP

Page 24

The 7210 SAS supports Manual bypass tunnels, olemgntation of the Manual bypass feature a
LSP can be pre-configured from a PLR which is userlusively for bypass protection. If a path
message for a new LSP requests for bypass pratethie node checks if a manual bypass tunnel
satisfying the path constraints exists. If a turieébund, it is selected. If no such tunnel exists
default, the 7210 SAS dynamically signals a byp2.

Users can disable the dynamic bypass creationpam node basis using the CLI.

A maximum of 1000 associations of primary LSP patiis be made with a single manual bypass
at the PLR node. If dynamic bypass creation ishiéshon the node, it is recommended to
configure additional manual bypass LSPs to har@eequired number of associations.

7210 SAS M, X, R6 MPLS Configuration Guide



MPLS and RSVP

PLR Bypass LSP Selection Rules

Figure 3: Bypass Tunnel Nodes

The PLR uses the following rules to select a byh&2 among multiple manual and dynamic
bypass LSP’s at the time of establishment of tiragmy LSP path or when searching for a bypass
for a protected LSP which does not have an associatth a bypass tunnel:

1. The MPLS/RSVP task in the PLR node checks ifbastiag manual bypass satisfies the
constraints. If the path message for the primarly p&th indicated node protection
desired, which is the default LSP FRR setting atitbad end node, MPLS/RSVP task
searches for a node-protect’ bypass LSP. If thie pegssage for the primary LSP path
indicated link protection desired, then it seardioes link-protect bypass LSP.

2. If multiple manual bypass LSPs satisfying théhpganstraints exist, it will prefer a
manual-bypass terminating closer to the PLR oveaaual bypass terminating further
away. If multiple manual bypass LSPs satisfyingphth constraints terminate on the
same downstream node, it selects one with the oM@ path cost or if in a tie, picks the
first one available.

3. If none satisfies the constraints and dynamiabggunnels have not been disabled on
PLR node, then the MPLS/RSVP task in the PLR wittak if any of the already
established dynamic bypasses of the requestedsatjsdies the constraints.

4. If none do, then the MPLS/RSVP task will ask C$®€Eheck if a new dynamic bypass of
the requested type, node-protect or link-proteam, foe established.

5. If the path message for the primary LSP pathcetgid node protection desired, and no
manual bypass was found after Step 1, and/or nardimbypass LSP was found after 3
attempts of performing Step 3, the MPLS/RSVP tadkrapeat Steps 1-3 looking for a
suitable link-protect bypass LSP. If none are fquhd primary LSP will have no
protection and the PLR node must clear the “localgztion available” flag in the IPv4
address sub-object of the RRO starting in the Reslv refresh message it sends
upstream.

6. If the path message for the primary LSP pathciaigid link protection desired, and no
manual bypass was found after step 1, and/or nardimbypass LSP was found after
performing Step 3, the primary LSP will have notpotion and the PLR node must clear
the “local protection available” flag in the IPvddress sub-object of the RRO starting in
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the next RESV refresh message it sends upstreaenPIR will not search for a node-
protect’ bypass LSP in this case.

7. If the PLR node successfully makes an associgtiomust set the “local protection
available” flag in the IPv4 address sub-objecthef RRO starting in the next RESV
refresh message it sends upstream.

8. For all primary LSP that requested FRR protectiohare not currently associated with a
bypass tunnel, the PLR node on reception of RE®¥sk on the primary LSP path
repeats Steps 1-7.

If the user disables dynamic-bypass tunnels onda mdhile dynamic bypass tunnels were
activated and were passing traffic, traffic los# aécur on the protected LSP. Furthermore, if no
manual bypass exist that satisfy the constrainteeprotected LSP, the LSP will remain without
protection.

If the user configures a bypass tunnel on nodedBdgmamic bypass tunnels have been disabled,
LSPs which have been previously signaled and wivite not associated with any manual bypass
tunnel, for example, none existed, will be assedatith the manual bypass tunnel if suitable. The
node checks for the availability of a suitable Iggptunnel for each of the outstanding LSPs every
time a RESV message is received for these LSPs.

If the user configures a bypass tunnel on nodedBdgmamic bypass tunnels have not been
disabled, LSPs which have been previously signaled dynamic bypass tunnels will not
automatically be switched into the manual bypassélieven if the manual bypass is a more
optimized path. The user will have to perform a mmbkfore break at the head end of these LSPs.

If the manual bypass goes into the down state deriand dynamic bypass tunnels have been
disabled, node B (PLR) will clear the “protectioradable” flag in the RRO IPv4 sub-object in the
next RESV refresh message for each affected LSl ithen try to associate each of these LSPs
with one of the manual bypass tunnels that areugtillf it finds one, it will make the association
and set again the “protection available” flag ia ttext RESV refresh message for each of these
LSPs. If it could not find one, it will keep cheakj for one every time a RESV message is
received for each of the remaining LSPs. When thaual bypass tunnel is back UP, the LSPs
which did not find a match will be associated baxkhis tunnel and the protection available flag
is set starting in the next RESV refresh message.

If the manual bypass goes into the down state dieiband dynamic bypass tunnels have not been
disabled, node B will automatically signal a dynatmypass to protect the LSPs if a suitable one
does not exist. Similarly, if an LSP is signaledle/the manual bypass is in the down state, the
node will only signal a dynamic bypass tunnel & tiser has not disabled dynamic tunnels. When
the manual bypass tunnel is back into the UP sta¢enode will not switch the protected LSPs
from the dynamic bypass tunnel into the manual bypgannel.
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FRR Node-Protection (Facility)

The MPLS Fast Re-Route (FRR) functionality enalBflERS to be awaref the missing node
protection and lets them regularly probe for a Rbgeass. The following describes an LSP

scenario:
P5
/N
PE1— P_1 P2 PE 2
| | |

PEE3—— P_3 P_4 PE_4

Figure 4: FRR Node-Protection Example
Where:

e LSP 1: between PE_1 to PE_2, with CSPF, FRR facibde-protect enabled.

e P_1 protects P_2 with bypass-nodes P_1 -P_3 - PE4 4 -PE_2.

e If P_4 fails, P_1 tries to establish the bypasdenthree times.

« When the bypass-node creation fails, P_1 will geotink P_1-P_2.

e P_1 protects the link to P_2 through P_1 - P_52.P

e P_4returns online.
Since LSP 1 had requested node protection, butaliaek of any available path, it could only
obtain link protection. Therefore, every 60 secoindsPLR for LSP 1 will search for a new path
that might be able to provide node protection. ORcé is back online and such a path is

available, A new bypass tunnel will be signalled &8P 1 will get associated with this new
bypass tunnel.

Uniform FRR Failover Time

The failover time during FRR consists of a detettime and a switchover time. The detection
time corresponds to the time it takes for the RSWRtrol plane protocol to detect that a network
IP interface is down or that a neighbor/next-hoprax network IP interface is down. The control
plane can be informed of an interface down evergnndwvent is due to a failure in a lower layer
such in the physical layer. The control plane dan detect the failure of a neighbor/next-hop on
its own by running a protocol such as Hello, Kedjw& or BFD.
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The switchover time is measured from the time th&ml plane detected the failure of the
interface or neighbor/next-hop to the time the I@dnpleted the reprogramming of all the
impacted ILM or service records in the data pathisTncludes the time it takes for the control
plane to send a down notification to all IOMs tquest a switch to the backup NHLFE.

Uniform Fast-Reroute (FRR) failover enables thetahgver of MPLS and service packets from
the outgoing interface of the primary LSP pathhiat iof the FRR backup LSP within the same
amount of time regardless of the number of LSPseovice records. This is achieved by updating

Ingress Label Map (ILM) records and service recdodsoint to the backup Next-Hop Label to
Forwarding Entry (NHLFE) in a single operation.

Configuration Guidelines

Implicit NULL must be enabled for use of Manual Bygs or Dynamic Bypass (FRR facility) if
the 7210 is used as a egress LER and/or is a Mrayipe.
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MPLS Transport Profile (MPLS-TP)

Note: MPLS-TP is supported only on 7210 SAS-R6. Itas supported on 7210 SAS-M and 7210
SAS-X.

MPLS can be used to provide a network layer to stuggacket transport services. In some
operational environments, it is desirable thatdperation and maintenance of such an MPLS
based packet transport network follow operationadlets typical in traditional optical transport
networks (For example, SONET/SDH), while providadgitional OAM, survivability and other
maintenance functions targeted at that environment.

MPLS-TP defines a profile of MPLS targeted at tpaors applications. This profile defines the
specific MPLS characteristics and extensions reguio meet transport requirements, while
retaining compliance to the standard IETF MPLS @&eckure and label switching paradigm. The
basic requirements are architecture for MPLS-TRdaseribed by the IETF in RFC 5654, RFC
5921 and RFC 5960, in order to meet two objectives:

1. To enable MPLS to be deployed in a transport agtwand operated in a similar manner
to existing transport technologies.

2. To enable MPLS to support packet transport seswiith a similar degree of
predictability to that found in existing transpagtworks.

In order to meet these objectives, MPLS-TP hasnabau of high level characteristics:

e |t does not modify the MPLS forwarding architeetuwhich is based on existing
pseudowire and LSP constructs. Point-to-point Li®Bg be unidirectional or bi-
directional. Bi-directional LSPs must be congru@hiat is, co-routed and follow the same
path in each direction). The 7210 SAS supportgéational co-routed MPLS-TP LSPs.

e There is no LSP merging.

« OAM, protection and forwarding of data packets ogerrate without IP forwarding
support. When static provisioning is used, themoislependency on dynamic routing or
signaling.

e LSP and pseudowire monitoring is only achievedulh the use of OAM and does not
rely on control plane or routing functions to detare the health of a path. For example,
LDP hello failures, do not trigger protection.

 MPLS-TP can operate in the absence of an IP ciopitoe and IP forwarding of OAM
traffic. In 7210 SAS 6.1R1 release, MPLS-TP is supported on static LSPs and PWs.

The 7210 SAS supports MPLS-TP on LSPs and PWsastatit labels. MPLS-TP is not supported
on dynamically signalled LSPs and PWs. MPLS-TRigpsrted for EPIPE, and EPIPE Spoke
SDP termination on VPLS. Static PWs may use SD&sube either static MPLS-TP LSPs or
RSVP-TE LSPs.
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The following MPLS-TP OAM and protection mechanismsfined by the IETF, are supported:

e« MPLS-TP Generic Assaociated Channel for LSPs and PR¥C 5586)
e MPLS-TP Identifiers (RFC 6370)
e Proactive CC, CV, and RDI using BFD for LSPs (R6428)
« BFD based CV is not supported in this release.
¢ On-Demand CV for LSPs and PWs using LSP Ping @@ Trace (RFC 6426)
e 1-for-1 Linear protection for LSPs (RFC 6378)
» Static PW Status Signaling (RFC 6478)
The 7210 SAS can play the role of an LER and an fd@Rtatic MPLS-TP LSPs, and a PE/T-PE

for static MPLS-TP PWs. It can also act an MPLSwoek that supports both MPLS-TP and
dynamic IP/MPLS.

MPLS-TP Model

Figure 5shows a high level functional model for MPLS-TP72i0 SAS. LSP A and LSP B are
the working and protect LSPs of an LSP tunnel. €rsee modelled as working and protect paths
of an MPLS-TP LSP in 7210 SAS. MPLS-TP OAM rungemd on each path. 1:1 linear
protection coordinates the working and protect patising a protection switching coordination
protocol (PSC) that runs in-band on each path av®eneric Associated Channel (G-ACh) on
each path. Each path can use an IP numbered, Iimibered, or MPLS-TP unnumbered (that is,
non-IP) interface.

Figure 5: MPLS-TP Model

MPLS-TP SROS Model

Senicessee SDP as per IPMPLS case

Each dieclion of TP LGP presented as
= . . unidireclional S0P 0 sanice

P D |G

Absiracts underying L5Ps towamds SDF;
PSC (linea profection) picks woking LSP

MPLS manages moependent bidirectona
MPLSTP LS pafis

Mumbered IP
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Note that in 7210 SAS, all MPLS-TP LSPs are bidioeral co-routed, as detailed in RFC5654.
That is, the forward and backward directions follitne same route (in terms of links and nodes)
across the network. Both directions are setup, tamd and protected as a single entity.
Therefore, both ingress and egress directionseoftime LSP segment are associated at the LER
and LSR and use the same interface (althoughgetienforced by the system).

In the above model, an SDP can use one MPLS-TPTI8f.abstracts the underlying paths
towards the overlying services, which are tranguban pseudowires. Pseudowires are modelled
as spoke SDPs and can also use MPLS-TP OAM. PWisstdtic labels may use SDPs that in-
turn use either signaled RSVP-TE LSPs, or onecst&BLS-TP LSP.

MPLS-TP Provider Edge and Gateway

This section describes some example roles for24@ BAS in an MPLS-TP network.

VLL Services

The 7210 SAS may use MPLS TP LSPs, and PWs, tegaahpoint to point virtual leased line

services. The 7210 SAS may play the role of a teatimig PE or switching PE for VLLs. Epipe is
supported.

Note: 7210 SAS-R6 supports T-PE functionality only. @x&ith S-PE functionality is shown in
the diagrams below to depict the end-to-end depémtracenario.

Figure 6illustrates the use of the 7210 SAS as a T-PBdorices in an MPLS-TP domain.

UPLSTR | IROMPLS
MPLS-TP Side e IPMPLS Side
MPLE-TP Kentifiers [LLI eise | WPLS-TP Kentfers an P
Stdic LSP P AusmgmeniERla gl Dypaic P LSP
BFD CCAW ey ; . = o P
Linear protection it J “ | Static Pl status
On-demand C4' PUAF Swrtich hg Polt Pl redundancy
Static P | 7750 On-Demand Ch
Hatic Pl status | =
Pl redundancy A, R WL Fing
On-Dermand Gy I Static-Pilf Stanis
1
wemem e || FOCCAP
Tial L PR g
1750 Leear Arodectiog

W - MER,BFD LS/ aud prokctb e adpolt
® =MPR

Figure 6: MPLS-TP Provider Edge and Gateway, VLL Se rvices
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Figure 7: MPLS-TP Provider Edge and Gateway, spoke- SDP Termination on VPLS

Note: 7210 SAS-R6 does not support spoke-SDP tatinoimon VPLS, IES and VPRN services.
But, 7210 SAS-R6 nodes can be used as T-PE nod#s flbdes) which originates the Epipe
service.
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Figure 8: MPLS-TP LSR

Detailed Descriptions of MPLS-TP
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MPLS-TP LSPs

The 7210 SAS supports the configuration of MPLStIhels, which comprise a working and,
optionally, a protect LSP. In 7210 SAS, a tunnekigrred to as an LSP, while an MPLS-TP LSP
is referred to as a path. It is then possible tallsin MPLS-TP tunnel to an SDP.

MPLS-TP LSPs (that is, paths) with static labets supported. MPLS-TP is not supported for
signaled LSPs.

Both bi-directional associated (where the forward eeverse directions of a bidirectional LSP are
associated at a given LER, but may take differeatas through the intervening network) and
bidirectional co-routed (where the forward and reealirections of the LSP are associated at each
LSR, and take the same route through the netwoepassible in MPLS-TP. However, only
bidirectional co-routed LSPs are supported.

It is possible to configure MPLS-TP identifiers asisted with the LSP, and MPLS-TP OAM
parameters on each LSP of a tunnel. MPLS-TP piote configured for a tunnel at the level of
the protect path level. Both protection and OAMfgguration is managed through templates, in
order to simplify provisioning for large numberstohnels.

The 7210 SAS plays the role of either an LER oL&R.

MPLS-TP on Pseudowires

MPLS-TP is supported on PWs with static labels. ptavisioning model supports RFC6370-
style PW path identifiers for MPLS-TP PWs.

MPLS-TP PWs reuse the static PW provisioning madi@revious 7210 SAS releases. The
primary distinguishing feature for an “MPLS-TP” Rg\the ability to configure MPLS-TP PW
path identifiers, and to support MPLS-TP OAM aratistPW status signaling.

The 7210 SAS can perform the role of a T-PE fo\awith MPLS-TP.

A spoke-SDP with static PW labels and MPLS-TP idiems and OAM capabilities can use an
SDP that uses either an MPLS-TP tunnel, or that tegular RSVP-TE LSPs. The control word is
supported for all MPLS-TP PWs.

MPLS-TP Maintenance ldentifiers

MPLS-TP is designed for use both with, and withautpntrol plane. MPLS-TP therefore
specifies a set of identifiers that can be use@lipects in either environment. This includes dpat

7210 SAS M, X, R6 MPLS Configuration Guide Page 33



MPLS Transport Profile (MPLS-TP)

Page 34

and maintenance identifier architecture compridilgle, Interface, PW and LSP identifiers,
Maintenance Entity Groups (MEGS), Maintenance Eoitht8 (MEPSs) and Maintenance
Intermediate Points (MIPs). These identifiers grecified in RFC6370.

MPLS-TP OAM and protection switching operates withiframework that is designed to be
similar to existing transport network maintenangehdectures. MPLS-TP introduces concept of
maintenance domains to be managed and monitor¢kese, Maintenance Entity Group End
Points (MEPs) are edges of a maintenance domaii Gffa maintenance level must not leak
beyond corresponding MEP and so MEPs typicallydeesi the end points of LSPs and PWSs.
Maintenance Intermediate Points (MIPS) define mtediate nodes to be monitored. Maintenance
Entity Groups (MEGs) comprise all the MEPs and MbRsan LSP or PW.

LER. LSRE A L5R B LER

Figure 9: MPLS-TP Maintenance Architecture

Both IP-compatible and ICC (ITU-T carrier code) ddsdentifiers for the above objects are
specified in the IETF, but only the IP-compatitdentifiers defined in RFC6370 are supported.

The 7210 SAS supports the configuration of theofelhg node and interface related identifiers:

Global_ID: In MPLS-TP, the Global_ID should be sethe AS# of the node. If not
explicitly configured, then it assumes the defamalue of 0. In 7210 SAS, the source
Global ID for an MPLS-TP Tunnel is taken to be @lebal ID configured at the LER.
The destination Global ID is optional in the tunoehfiguration. If it is not configured,
then it is taken as the same as the source GlBbal |

Node_ID: This is a 32-bit value assigned by therafor within the scope of the
Global_ID. The 7210 SAS supports the configuratiban IPv4 formatted address
<a.b.c.d> or an unsigned 32-bit integer for the PP Node ID at each node. The node
ID must be unique within the scope of the globalbDt there is no requirement for it to
be a valid IP address. Indeed, a node-id can represseparate IP-compatible addressing
space that may be separate from the IP addreskingpthe underlying network. If no
node ID is configured, then the node ID is takeheadhe system interface IPv4 address of
the node. When configuring a tunnel at an LER ezitin IPv4 or an unsigned integer
Node ID can be configured as the source and déistmialentifiers, but both ends must be
of the same type.
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Statically configured LSPs are identified using GMiPcompatible identifiers with the addition of
a Tunnel_Num and LSP_Num. As in RSVP-TE, tunngiseagent, for example, a set of working
and protect LSPs. These are GMPLS-compatible beda¥”LS chosen by the IETF as the
control plane for MPLS-TP LSPs, although this i supported in 7210 SAS 6.1R1 release. PWs
are identified using a PW Path ID which has theesatructure as FEC129 All Type 2.

The 7210 SAS derives the identifiers for MEPs ari@$/bn LSPs and PWs based on the
configured identifiers for the MPLS-TP Tunnel, LBPPW Path ID, for use in MPLS-TP OAM
and protection switching, as per RFC6370.

The information models for LSPs and PWs suppornet?il0 SAS are illustrated Figure 10and
Figure 11 The figures use the terminology defined in RFAB37

if_id = Isp_id =
node-id:if_num  x-tunnel_id:ytunnel_id l=p_num meqg_id =
mip_id= MES Ep_id
WEPS / rAP MP riode-id -0 MEPS mep_id =
glabal _id::node_id::
L5SP a tunnel _id:lsp_num
workﬁg
LERX ™ LSRA, LSR E LERY
glabal-id mAP LR
node-id :
wtunnel_id =
glnbal-id_::n-:ude-id:tunn &l_num LSP=h
wtunnel if_id = node-id:if num . protect
LER. C LER D

Figure 10: MPLS-TP LSP and Tunnel Information Model

The MPLS-TP Tunnel ID and LSP ID are not to be osefl with the RSVP-TE tunnel id
implemented on the 7210 systefable 3shows how these map to the X and Y ends of theeiun
shown in the above figure for the case of co-roliiditectional LSPs.

Table 3: Mapping from RSVP-TE to MPLS-TP Maintenanc e Identifiers

RSVP-TE ldenti- MPLS-TP Maintenance ldentifier
fier

Tunnel Endpoint Node ID (Y)

Address

Tunnel ID (X) Tunnel Num (X)
Extended Tunnel ID  Node ID (X)
Tunnel Sender Node ID (X)
Address

LSP ID LSP Num
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pun_path_id=
agizs aii:taii mip_id = i =
node-id: 0 MEG F;n\\.lijq:létdh_id

BAEP s P P MEPs mep_id =
- agi:gobal_id::
node_id:ac_id

primary

T-PE X
globakid
nod e-id

Mote: PW Path 1D is stroctured
asperFECT129Atype 2

5-PEC 5PED

Figure 11: MPLS-TP PW Information Model

In the PW information model shown kigure 11 the MS-PW is identified by the PW Path ID that
is composed of the full AGI:SAII: TAIl. The PW Palth is also the MEP ID at the T-PESs, so a user
does not have to explicitly configure a MEP IDisiautomatically derived by the system. For
MPLS-TP PWs with static labels, although the PWassignaled end-to-end, the directionality of
the SAIl and TAIl is taken to be the same as ferdfuivalent label mapping message that is, from
downstream to upstream. This is to maintain coascst with signaled pseudowires using FEC
129.

On the 7210 SAS, an S-PE for an MS-PW with statiels is configured as a pair of spoke-sdps
bound together in an VLL service using the vc-shiitg command. Therefore, the PW Path ID
configured at the spoke-sdp level at an S-PE nargiain the Global-ID, Node-ID and AC-ID at
the far end T-PEs, not the local S-PE. Note thabttdering of the SAII:TAIl in the PW Path ID
where static PWs are used should be consistenthéttirection of signaling of the egress label to
a spoke-SDP forming that segment, if that labelevgdgnaled using T-LDP (in downstream
unsolicited mode). VCCV Ping will check the PW Ibthe VCCV Ping echo request message
against the configured PW Path ID for the egresssegment.

Figure 12shows an example of how the PW Path IDs can biigeoad for a simple two-segment
MS-PW.
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prev-path-id: fwe-prath-id:

agi: agi: 0

SA10 11000101 SAl1:10.0.0.10:1
TAIl: 2:10.0.030:2 TAll 2:10.0.0.30:2

Spoke-zdp

SaP Sep
wie-gwitching ||||
7210 T-PE ﬁ 7210/ T-PE
glohal-id: 1 glakal-id 2
node-id: 10.0.0.10 7750 5-FE node-id: 10.0.0.30
ac-id: 1 nlobal-id: 1
node-id; 10.0.0.20

pr-path-id: pw-path-id:

agi: 0 agi: 0

SA 21000302 SAl: 21000302

TAI: 1:10.0.0.10:1 TAI: 1:10.0.0.10:1

Figure 12: Example usage of PW Identifiers

Generic Associated Channel

MPLS-TP requires that all OAM traffic be carriedband on both directions of an LSP or PW.
This is to ensure that OAM traffic always shards faith user data traffic. This is achieved by
using an associated control channel on an LSP grsi¥ilar to that used today on PWs. This
creates a channel, which is used for OAM, protecswitching protocols (for example, LSP
linear protection switching coordination), and athmintenance traffic, and is known as the
Generic Associated Channel (G-ACh).

RFC5586 specifies mechanisms for implementing th&QB, relying on the combination of a
reserved MPLS label, the 'Generic-ACH Label (GAhR¥,an alert mechanism (value=13) and
Generic Associated Channel Header (G-ACH) for MRISPs, and using the Generic Associated
Channel Header, only, for MPLS PWs (although thd @GRallowed on PWSs). The purpose of the
GAL is to indicate that a G-ACH resides at the tittof the label stack, and is only visible when
the bottom non-reserved label is popped. The G-A&G&hnel type is used to indicate the packet
type carried on the G-ACh. Packets on a G-AChangeted to a node containing a MEP by
ensuring that the GAL is pushed immediately belbelabel that is popped at the MEP (for
example, LSP endpoint or PW endpoint), so thatiitloe inspected as soon as the label is popped.
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A G-ACh packet is targeted to a hode containinglB b setting the TTL of the LSP or PW label,
as applicable, so that it expires at that node,similar manner to the SROS implementation of
VCCYV for MS-PWs.

LSP OAM Packet PW OAM Packet
Label Stack Label Stack
LSP Label LSP Label
. GAL PW Label

Payload Payload
Figure 13: Label for LSP and PW G-ACh Packets

7210 SAS supports the G-ACh on static pseudowindsstatic LSPs.

MPLS-TP Operations, Administration and Maintenance (OAM)

This section details the MPLS-TP OAM mechanisms #na supported.

On-Demand Connectivity Verification (CV) using LSP-  Ping

MPLS-TP supports mechanisms for on demand CC/GMedlsas route tracing for LSPs and
PWs. These are required to enable an operatostithie initial configuration of a transport path,
or to assist with fault isolation and diagnosis. d@mand CC/CV and route tracing for MPLS-TP
is based on LSP-Ping and is described in RFC642&€eTpossible encapsulations are specified in
that RFC:

« |P encapsulation, using the same label stack &4RF9, or encapsulated in the IPv4 G-
ACh channel with a GAL/ACH
* A non-IP encapsulation with GAL/ACH for LSPs an@H for PWs.
In IP-encapsulation, LSP-Ping packets are sentineMPLS LSP for which OAM is being
performed and contain an IP/UDP packet within th&he On-demand CV echo response

message is sent on the reverse path of the LSFhamdply contains IP/UDP headers followed by
the On-demand CV payload.
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In non-IP environments, LSP ping can be encaplilatd no IP/UDP headers in a G-ACh and
use a source address TLV to identify the sourcenosing forward and reverse LSP or PW
associated channels on the same LSP or PW foctiterequest and reply packets. In this case, no
IP/UDP headers are included in the LSP-Ping packets

The 7210 supports the following encapsulations:

* |IP encapsulation with ACH for PWs (as per VCCVéayh.

» |IP encapsulation without ACH for LSPs using labedmcapsulation

¢ Non-IP encapsulation with ACH for both PWs and ESP
LSP Ping and VCCV Ping for MPLS-TP use two new FB-types in the target FEC stack in
order to identify the static LSP or static PW beihgcked. These are the Static LSP FEC sub-

type, which has the same format as the LSP identiéscribed above, and the Static PW FEC
sub-type,. These are used in-place of the curreietined target FEC stack sub-TLVs.

In addition, MPLS-TP uses a source/destination Td.\¢arry the MPLS-TP global-id and node-id
of the target node for the LSP ping packet, andsthace node of the LSP ping packet.

LSP Ping and VCCV-Ping for MPLS-TP can only be lelued by the LER or T-PE. The replying
node therefore sets the TTL of the LSP label or|Bbé! in the reply packet to 255 to ensure that
it reaches the node that launched the LSP pingQeV Ping request.

Downstream Mapping Support

RFC4379 specifies four address types for the dowast mapping TLV for use with IP numbered
and unnumbered interfaces:

Table 4: Address types for the downstream mapping T

Type # Address Type K Octets Reference| 7210 SAS-R6
support
1 IPv4 Numbered 16 RFC 4379 Yes
2 IPv4 Unnumbered 16 RFC 4379 No
3 IPv6 Numbered 40 RFC 4379 No
4 IPv6 Unnumbered 28 RFC 4379 No

RFC6426 adds address type 5 for use with Non Erfates, including MPLS-TP interfaces. In
addition, this RFC specifies that type 5 must edushen non-IP ACH encapsulation is used for
LSP Trace.
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It is possible to send and respond to a DSMAP/DDMAR in the LSP Trace packet for
numbered IP interfaces as per RFC4379. In this, ¢hseecho request message contains a
downstream mapping TLV with address type 1 (IPvdrass) and the IPv4 address in the
DDMAP/DSMAP TLV is taken to be the IP address & tR interface that the LSP uses. The LSP
trace packet therefore contains a DSMAP TLV in &iddito the MPLS-TP static LSP TLV in the
target FEC stack.

DSMAP/DDMAP is not supported for pseudowires.

Proactive CC, CV and RDI

Proactive Continuity Check (CC) is used to detdoisa of continuity defect (LOC) between two
MEPs in a MEG. Proactive Connectivity Verificati@@V) is used to detect an unexpected
connectivity defect between two MEPs (For exampiis-merging or disconnection), as well as
unexpected connectivity within the MEG with an upested MEP. This feature implements both
functions using proactive generation of OAM packstshe source MEP that are processed by the
peer sink MEP. CC and CV packets are always selpdiimt such that they fate share with user
traffic, either on an LSP, PW or section and aedus trigger protection switching mechanisms.

Proactive CC/CV based on bidirectional forwardiegettion (BFD) for MPLS-TP is described in
RFC6428. BFD packets are sent using operator aanafiie timers and encapsulated without
UDP/IP headers on a standardized G-ACh channeh &wS& or PW. CC packets simply consist of
a BFD control packet, while CV packets also incladedentifier for the source MEP in order that
the sink MEP can detect if it is receiving packetsn an incorrect peer MEP, thus indicating a
mis-connectivity defect. Other defect types (inghgdperiod mis-configuration defect) should be
supported. When a supported defect is detecteaparopriate alarm is generated (for example:
log, SNMP trap) at the receiving MEP and all tafiin the associated transport path (LSP or PW)
is blocked. This is achieved using linear protecfior CC defects, and by blocking the ingress
data path for CV defects.

NOTE: 7210 SAS-R6 supports only BFD based CC mode. B&ed CC-CV mode is not
supported in current release.

Note that when an LSP with CV is first configuréite LSP will be held in the CV defect state for
3.5 seconds after the first valid CV packet is inesab
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Figure 14: BFD used for proactive CC on MPLS-TP LSP
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Figure 15: BFD used for proactive CV on MPLS-TP LSP

Linear protection switching of LSPs (see belowyiggered based on a CC or CV defect detected
by BFD CC/CV.

Note that RFC6428 defines two BFD session modesrdiwated mode, in which the session state
on both directions of the LSP is coordinated anustricted from a single, bidirectional BFD

session, and independent mode, in which two inddgrersessions are bound together at a MEP.
Coordinated mode is supported.

BFD is supported on MPLS-TP LSPs. When BFD_CV dstaanis-connectivity on an LSP, the

system will drop all incoming non-OAM traffic witthe LSP label (at the LSP termination point)
instead of forwarding it to the associated SAP W s&gment.
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The following G-ACh channel types are supportediiercombined CC/CV mode:

e 0x22 for BFD CC with no IP encapsulation
* 0x23for BFD CV

The following G-ACh channel types are used for@only mode:

e 0x07

BFD-based RDI

RDI provides a mechanism whereby the source MEPbeanformed of a downstream failure on
an LSP, and can thus either raise an alarm, dat@ia protection switching operation. In the case
of BFD based CC/CV, RDI is communicated using tik@®Rliagnostic field in BFC CC/CV
messages. The following diagnostic codes are stgxhor

"1 - Control Detection Time Expired”

"9 - mis-connectivity defect”

PW Control Channel Status Notifications (Static Pse  udowire Status Signal-

ing)
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MPLS-TP introduces the ability to support a fulhge of OAM and protection / redundancy on
PWs for which no dynamic T-LDP control plane exiS@ttic PW status signaling is used to
advertise the status of a PW with statically camfégl labels by encapsulating the PW status TLV
in a G-ACh on the PW. This mechanism enables OAMgsage mapping and PW redundancy for
such PWs, as defined in RFC6478. This mechanignda/n as control channel status signaling
in SR OS.

PW control channel status notifications use a simiiodel to T-LDP status signaling. That is, in
general, status is always sent to the nearestlp@ghPE. To achieve this, the PW label TTL is
set to 1 for the G-ACh packet containing the statessage.

Control channel status notifications are disabledéfault on a spoke-sdp. If they are enabled,
then the default refresh interval is set to zetih¢agh this value should be configurable in CLI).
That is, when a status bit changes, three contiahicel status packets will be sent consecutively
at one-second intervals, and then the transmitiefall silent. If the refresh timer interval ison-
zero, then status messages will continue to beatehat interval. The system supports the
configuration of a refresh timer of 0, or from 18585 seconds. The recommended value is 600
seconds.
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In order to constrain the CPU resources consumaekepsing control channel status messages, the
system implements a credit-based mechanism. Iéaamables control channel status on a PW[n],
then a certain number of credits c_n are consumoed & CPM-wide pool of max_credit credits.
The number of credits consumed is inversely pragoal to the configured refresh timer (the first
three messages at 1 second interval do not coamsighe credit). If the current_credit <= 0, then
control channel status signaling cannot be configuun a PW (but the PW can still be configured
and no shutdown).

If a PE with a non-zero refresh timer configure@gsloot receive control channel status refresh
messages for 3.5 time the specified timer value thy default it will time out and assume a PW
status of zero.

A trap is generated if the refresh timer times-out.

If PW redundancy is configured, the system will @& consider the literal value of the PW
status; a time-out of the refresh timer will nopiact the choice of the active transit object fa th
VLL service. The result of this is that if the re$h timer times-out, and a given PW is currently
the active PW, then the system will not fail-ow@an alternative PW if the status is zero and some
lower-layer OAM mechanism for example, BFD hashbratught down the LSP due to a
connectivity defect. It is recommended that the f¥kesh timer be configured with a much
longer interval than any proactive OAM on the L8Rrtel, so that the tunnel can be brought down
before the refresh timer expires if there is a @&ct.

Note that a unidirectional continuity fault on a\VRSTE LSP may not result in the LSP being
brought down before the received PW status refliesr expires. It is therefore recommended
that either bidirectional static MPLS-TP LSPs wi&RD CC, or additional protection
mechanisms. For example, FRR be used on RSVP-TE t&ying MPLS-TP PWs. This is
particularly important in active/standby PW duahtiog configurations, where the active /
standby forwarding state or operational state efe¥W in the redundancy set must be
accurately reflected at the redundant PE sidehiconfiguration.

Note that a PW with a refresh timer value of zeralivays treated as having not expired.

The 7210 SAS implements a hold-down timer for colrthannel-status pw-status bits in order to
suppress bouncing of the status of a PW. For afapspoke-sdp, if the system receives 10 pw-
status “change” events in 10 seconds, the systéimihwid-down” the spoke-sdp on the local

node with the last received non-zero pw-statusfbit20 seconds. It will update the local spoke
with the most recently received pw-status. Thiglfdgwn timer is not persistent across shutdown/
no-shutdown events.

Pseudowire Redundancy and Active / Standby Dual Hom  ing

PW redundancy is supported for static MPLS-TP peeirgs. However, instead of using T-LDP
status signaling to signal the forwarding stata &W, control channel status signaling is used.
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The following PW redundancy scenarios are available

e MC-LAG with single and multi-segment PWs intercenting the PEs.
e The 7210 SAS-R6 can only act as T-PE when a realjiment PW is used.

e Dual-homing of a VLL service into redundant IESWRN PEs (the IES and VPRN
service is configured on the 7750 PESs), with a¢stemdby PWs.

e In this scenario, 7210 SAS originates the EpipdBHP PWs as a T-PE. 7210 SAS
nodes cannot terminate a MPLS-TP PW in a IES or NB&vice.

e Dual-homing of a VLL service into a VPLS with aaistandby PWs.

e In this scenario, 7210 SAS originates the Epipe.BHP PWs as a T-PE. 7210 SAS
nodes cannot terminate a MPLS-TP PW in a VPLS servi

Note that the active/standby dual-homing into rd0®LS is not supported in for MPLS-TP
PWs.

This is because it relies on PW label withdrawahef standby PW in order to take down the
VPLS instance, and hence the associated IP interfastead, it is possible to enable BGP multi-
homing on a routed VPLS that has MPLS-TP PWs akesp@nd for the PW status of each spoke-
SDP to be driven (using control channel statughftbe active or standby forwarding state
assigned to each PW by BGP.

It is possible to configure inter-chassis back@B() PWs as static MPLS-TP PWSs with MPLS-TP
identifiers. Only MPLS-TP PWs are supported inshme endpoint. That is, PWs in an endpoint
must either be all MPLS-TP, or none of them mustMBS-TP. This implies that an ICB used in
an endpoint for which other PWs are MPLS TP must &k configured as an MPLS-TP PW.

A fail over to a standby pseudowire is initiatecdsda on the existing supported methods (For
example, failure of the SDP).

MPLS-TP LSP Protection
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Linear 1-for-1 protection of MPLS-TP LSPs is sugpdr as defined in RFC 6378. This applies
only to LSPs (not PWs).

This is supported edge-to-edge on an LSP, betweehERs, where normal traffic is transported
either on the working LSP or on the protection LL8khg a logical selector bridge at the source of
the protected LSP.

At the sink LER of the protected LSP, the LSP taties the normal traffic is selected, and that
LSP becomes the working LSP. A protection switchingrdination (PSC) protocol coordinates
between the source and sink bridge, which LSPhwillsed, as working path and protection path.
The PSC protocol is always carried on a G-ACh enpifotection LSP.
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The 7210 SAS supports single-phased coordinatibme®n the LSP endpoints, in which the
initiating LER performs the protection switch overthe alternate path and informs the far-end
LER of the switch.

Bidirectional protection switching is achieved g tPSC protocol coordinating between the two
end points to determine which of the two possilalthp (that is, the working or protect path),
transmits user traffic at any given time.

It is possible to configure non-revertive or reiagrtbehavior. For non-revertive, the LSP will not
switch back to the working path when the PSC swatabr requests end, while for revertive
configurations, the LSP always returns back tosbeing path when the switch over requests
end.

The following figures illustrate the behavior afidiar protection in more detail.
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Figure 16: Normal Operation
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Figure 17: Failed Condition

In normal condition, user data packets are sethh@®@morking path on both directions, from Ato Z
and Z to A.

A defect in the direction of transmission from natito node A impacts the working connection
Z-to-A, and initiates the detection of a defecthat node A.
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Figure 18: Failed Condition - Switching at A
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Figure 19: Failed Condition - Switching at Z

The unidirectional PSC protocol initiates proteoctgwitching: the selector bridge at node A is
switched to protection connection A-to-Z and thies®r at node A switches to protection
connection Z to-A. The PSC packet, sent from node Aode Z, requests a protection switch to
node Z.

After node Z validates the priority of the protectiswitch request, the selector at node Z is
switched to protection connection A-to-Z and thiester bridge at the node Z is switched to
protection connection Z-to-A. The PSC packet, §&mh node Z to node A, is used as
acknowledge, informing node A about the switching.

If BFD CC or CC/CV OAM packets are used to detedfedts on the working and protection path,
they are inserted on both working and protectiaihgadt should be noted that they are sent
regardless of whether the selected as the curraatiye path.

The 7210 SAS supports the following operator conusan

* Forced Switch

* Manual Switch

e Clear

e Lockout of protection

Configuring MPLS-TP
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This section describes the steps required to corddyMPLS-TP.

Configuration Overview
The following steps must be performed in orderdofigure MPLS-TP LSPs or PWs.

At the 7210 SAS LER and LSR:

1. Create an MPLS-TP context, containing nodal MAIESidentifiers. This is configured
underconfig>router>mpls>mpls-tp.

2. Ensure that a sufficient range of labels is nesgbfor static LSPs and PWs. This is
configured undeconfig>router>mpls-labels>static-labels

3. Ensure that a range of tunnel identifiers ismesgfor MPLS-TP LSPs under
config>router>mpls-mpls-tp>tp-tunnel-id-range.

4. A user may optionally configure MPLS-TP interfacahich are interfaces that no not use
IP addressing or ARP for next hop resolution. Tteseonly be used by MPLS-TP LSPs.

At the 7210 SAS LER, configure:

1. OAM Templates. These contain generic parametemSIPLS-TP proactive OAM. An
OAM template is configured undeonfig>router>mpls>mpls-tp>oam-template

2. BFD templates. These contain generic parameteBHFD used for MPLS-TP LSPs. A
BFD template is configured undeonfig>router>bfd>bfd-template.

3. Protection templates. These contain generic peteifor MPLS-TP 1-for-1 linear
protection. A protection template is configured entbnfig>router>mpls>mpls-
tp>protection-template.

4. MPLS-TP LSPs are configured unaenfig>router>mpls>Isp mpls-tp
5. Pseudowires using MPLS-TP are configured as spdfe with static PW labels.

At an LSR, a use must configure an LSP transit-patiierconfig>router>mpls>mpls-
tp>transit-path.

The following sections describe these configurast@ps in more detail.

Node-Wide MPLS-TP Parameter Configuration

Generic MPLS-TP parameters are configured undafig>router>mpls>mpls-tp. If a user
configuresno mpls, normally the entire mpls configuration is deleteldwever, in the case of
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mpls-tp a check that there is no other mpls-tp igométion for example, services or tunnels using
mpls-tp on the node, will be performed.

The mpls-tp context is configured as follows:

config
router
mpls
mpls-tp

global-id <global-id>
node-id {<ipv4address> | | <1.. .4,294,96 7,295>}
[no] shutdown
exit

MPLS-TP LSPs may be configured if the mpls-tp cehte administratively down (shutdown),
but they will remain down until the mpls-tp contéxiconfigured as administratively up. No
programming of the data path for an MPLS-TP Pattuccuntil the following are all true:

« MPLS-TP context im0 shutdown
e MPLS-TP LSP context ino shutdown
« MPLS-TP Path context iso shutdown

A shutdown of mpls-tp will therefore bring down all MPLS-TRSPs on the system.

The mpls-tp context cannot be deleted if MPLS-TPP&8r SDPs exist on the system.

Node-Wide MPLS-TP Identifier Configuration

MPLS-TP identifiers are configured for a node unither following CLI tree:

config
router
mpls
mpls-tp
global-id 100
node-id 100.100.100.1
[no] shutdown
exit

The default value for the global-id is 0. This &ed if the global-id is not explicitly configureld.

a user expects that inter domain LSPs will be goméid, then it is recommended that the global
ID should be set to the local ASN of the node.@¥igured undeconfig>router. If two-byte
ASNSs are used, then the most significant two bgfale global-id are padded wsith zeros.

The default value of the node-id is the systenriate IPv4 address. The MPLS-TP context
cannot be administratively enabled unless at eagstem interface IPv4 address is configured
because MPLS requires that this value is configured
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These values are used unless overridden at thet B®/ end-points, and apply only to static
MPLS-TP LSPs and PWs.

In order to change the valuegnfig>router>mpls>mpls-tp must be in the shutdown state. This
will bring down all of the MPLS-TP LSPs on the no8llew values are propagated to the system
when ano shutdownis performed.

Static LSP and pseudowire (VC) Label and Tunnel Ran ges
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SR OS reserves a range of labels for use by $i8#s, and a range of labels for use by static
pseudowires (SVCs) that is, LSPs and pseudowirdsmai dynamic signaling of the label
mapping. These are configured as follows:

config
router
mpls-labels
static-labels max-Isp-labels 991 max-svc-labels 163 84

The minimum label value for the static LSP labaltstat 32 and expands all the way to the
maximum number specified. The static VC label raisgentiguous with this. The dynamic label
range exists above the static VC label range éhellranges for the respective label type are
contiguous). This prevents fragmentation of thelahnge.

The MPLS-TP tunnel ID range is configured as fokow

config
router
mpls
mpls-tp
[no] tp-tunnel-id-range 1 10

The tunnel ID range referred to here is a contiguamge of RSVP-TE Tunnel IDs is reserved for
use by MPLS TP, and these IDs map to the MPLS-Tith@uNumbers. There are some cases
where the dynamic LSPs may have caused fragmemtatithhe number space such that
contiguous range {max-min} is not available. Ingbecases, the command will fail.

There is no default value for the tunnel id rarage] it must be configured to enable MPLS-TP.

If a configuration of the tunnel ID range failseththe system will give a reason. This could be
that the initially requested range, or the chamgie¢ allocated range, is not available i.e. tunnel
IDs in that range have already been allocated BYyAREE. Allocated Tunnel IDs are visible using
a show command.

Note that changing the LSP or static VC label rami@es not require a reboot.
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Note also that the static label ranges for LSPay@papply only to static LSPs configured using
the CLI tree for MPLS-TP specified in this secti@ifferent scalability constraints apply to static
LSPs configured using the following CLI introdudedcearlier SR OS releases:

config>router>mpls>static-Isp
config>router>mpls>interface>label-map
The scalability applying to labels configured ustihis CLI is enforced as follows:

¢ A maximum of 1000 static LSP names may be conéidwith a PUSH operation.
e A maximum of 1000 LSPs with a POP or SWAP operatitay be configured.

These two limits are independent of one anothemgia combined limit of 2000 PUSH and 1000
POP/SAP operations configured on a node.

The static LSP and VC label spaces are contigucherefore, the dimensioning of these label
spaces requires careful planning by an operatiorcasasing the static LSP label space impacts
the start of the static VC label space, which mesaaly-deployed

Interface Configuration for MPLS-TP

Itis possible for MPLS-TP paths to use both nuradléP numbered interfaces that use ARP/static
ARP, or IP unnumbered interfaces. MPLS-TP requieshanges to these interfaces. It is also
possible to use a new type of interface that do¢sequire any IP addressing or next-hop
resolution.

Draft-ietf-mpls-tp-next-hop-addressing providesdglines for the usage of various Layer 2 next-
hop resolution mechanisms with MPLS-TP. If protacalich as ARP are supported, then they
should be used. However, in the case where no dgnaewt hop resolution protocol is used, it
should be possible to configure a unicast, multicadroadcast next-hop MAC address. The
rationale is to minimize the amount of configurati@quired for upstream nodes when
downstream interfaces are changes. A default nagitiAC address for use by MPLS-TP point-
to-point LSPs has been assigned by IANA (Value0045e-90-00-00). This value is configurable
on the 7210 to support interoperability with 3rdtpamplementations that do not default to this
value, and this no default value is implementedhen7210.

In order to support these requirements, a newfadertype, known as an unnumbered MPLS-TP
interface is introduced. This is an unnumberediate that allows a broadcast or multicast
destination MAC address to be configured. An unneired MPLS-TP interface is configured
using theunnumbered-mpls-tp keyword, as follows:

config
router
interface <if-name> [unnumbered-mpls-tp]
port <port-id>[:encap-val]
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mac <local-mac-address>

static-arp <remote-mac-addr>

/lieee-address needs to support mcast and bcast
exit

Theremote-mac-addressnay be any unicast, broadcast of multicast addH®sever, a
broadcast or multicast remote-mac-address is diolywed in thestatic-arp command on Ethernet
unnumbered interfaces when thenumbered-mpls-tp keyword has been configured. This also
allows the interface to accept packets on a braddeaany multicast MAC address. Note that if a
packet is received with a unicast destination MAIdrass, then it will be checked against the
configured <local-mac-address> for the interfacel dropped if it does not match. When an
interface is of typeinnumbered-mpls-tp, only MPLS-TP LSPs are allowed on that interface;
other protocols are blocked from using the intexfac

An unnumbered MPLS-TP interface is assumed to bh&-po-point, and therefore users must
ensure that the associated link is not broadcastulticast in nature if a multicast or broadcast
remote MAC address is configured.

The following is a summary of the constraints ofusmmumbered MPLS-TP interface:

e Itis unnumbered and may borrow/use the systeenfate address
« It prevents explicit configuration of a borrowedidaess

e It prevents IP address configuration

« It prevents all protocols except MPLS

* It prevents Deletion if an MPLS-TP LSP is boundtte Interface

e ltis allowed only in network chassis mode D

MPLS-TP is only supported over Ethernet ports. 3ysem will block the association of an
MPLS-TP LSP to an interface whose port is non-Eteer

LER Configuration for MPLS-TP

LSP and Path Configuration

MPLS-TP tunnels are configured using thpls-tp LSP type at an LER under the LSP
configuration, using the following CLI tree:

config
router
mpls
Isp <xyz> [bypass-only|p2mp-Isp|mpls-tp <s rc-tunnel-num>]
to node-id {<a.b.c.d> | <1.. 4,294,967 ,295>}

dest-global-id <global-id>
dest-tunnel-number <tunnel-num>
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[no] working-tp-path
Isp-num <Isp-num>
in-label <in-label>
out-label <out-label> out-link <if- name>
[next-hop <ipv4-address>]
[no] mep
[no] oam-template <name>
[no] bfd-enable [cc | cc_cv] // defaults to cc
[no] shutdown
exit
[no] shutdown
exit
[no] protect-tp-path
Isp-num <Isp-num>
in-label <in-label>

out-label <out-label> out-link <if- name>
[next-hop <ipv4-address> ]
[no] mep

[no] protection-template <name>
[no] oam-template <name>
[no] bfd-enable [cc | cc_cv] // defaults to cc
[no] shutdown
exit

[no] shutdown

exit

<i f - name> could be numbered or unnumbered interface using a n Ethernet port.

<src-tunnel-num is a mandatory create time parameter for mptsiipels, and has to be assigned
by the user based on the configured range of tudeelrhesrc-global-idused for the LSP ID is
derived from the node-widgobal-id value configured under config>router>mpls>mplsAp.
tunnel can not ban shutdown unless theylobal-idis configured.

The from address of an LSP to be used in the tudeatifier is taken to be the local node’s node-
id/global-id, as configured under config>router>swhpls-tp. If that is not explicitly configured,
either, then the default value of the system iamaflPv4 address is used

Theto node-idaddress may be entered in 4-octet IPv4 addressfar unsigned 32-bit format.
This is the far-end node-id for the LSP, and daeaekd to be IP addresses.

Thefrom andto addresses are used as the from and to nodehé MPLS-TP Tunnel Identifier
used for the MEP ID.

Each LSP consists of a working-tp-path and, optlgna protect-tp-path. The protect-tp-path
provides protection for the working-tp-path is lirear protection is configured (see below).
Proactive OAM, such as BFD, is configured underNteP context of each path. Protection for
the LSP is configured under the protect-tp-path owagext.

The ‘to’ global-id is an optional parameter. Ifstnot entered, then the dest global ID takes the
default value of 0. Global ID values of 0 are aléahand indicate that the node’s configured
Global ID should be used. If the local global idueis 0, then the remote ‘to’ global ID must also
be 0. The ‘to’ global ID value cannot be changeahifLSP is in use by an SDP.
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The ‘to’ tunnel number is an optional parameteit i§ not entered, then it is taken to be the same
value as the source tunnel number.

LSPs are assumed to be bidirectional and co-raotBélase 11.0. Therefore, system will assume
that the incoming interface is the same as thdiokt-

The next-hop <ip-address> can only be configureéddfout-link if-name refers to a numbered IP
interface. In this case, the system will deterntireeinterface to use to reach the configured next-
hop, but will check that the user-entered valuelierout-link corresponds to the link returned by
the system. If they do not correspond, then thk pé@t not come up. Note that if a user changes
the physical port referred to in the interface agunfation, then BFD, if configured on the LSP,
will go down. Users should therefore ensure thdt@R is moved to a different interface with a
different port configuration in order to change puegt that it uses. This is enforced by blocking th
next-hop configuration for an unnumbered interface.

There is no check made that a valid ARP entry sxisfore allowing a path to be un shut.
Therefore, a path will only be held down if BFDdiswn. If static ARP is not configured for the
interface, then it is assumed that dynamic ARBsé&duThe result is that if BFD is not configured,
a path can come up before ARP resolution has cdetpfer an interface. If BFD is not used, then
it is recommended that the connectivity of the patxplicitly checked using on-demand CC/CV
prior to sending user traffic on it.

The following is a list of additional considerat®for the configuration of MPLS-TP LSPs and
paths:

» The working-tp-path must be configured beforephstect-tp-path.
» Likewise, the protect-tp-path has to be deletest hefore the working-tp-path.

e Thelsp-numparameter is optional. It's default value is ‘@r the working-tp-path and ‘2’
for protect-tp-path.

* Themep context must be deleted before a path can beedelet

« An MPLS interface needs to be created uraerfig>router>mpls>interface before
using/specifying the out-label/out-link in the Fama path for an MPLS-TP LSP. Creation
of the LSP will fail if the corresponding MPLS intace does not exist even though the
specified router interface may be valid.

e The system will program the MPLS-TP LSP informatigoon arlo shutdown of the TP-
Path only on the very firsto shutdown The Working TP-Path is programmed as the
Primary and the Protection TP-Path is programmedtet$hackup'.

e The system will not de-program the IOM on an 'adstiutdown' of the MPLS-TP path.
Traffic will gracefully move to the other TP-Pafivalid, as determined by the proactive
MPLS-TP OAM. This should not result in traffic lodsowever it is recommended that
the user does moves traffic to the other TP-Pathutih a tools command before doing
‘admin shut' of an Active TP-Path.
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+ Deletion of the out-label/out-link sub-command anthe MPLS-TP Path is not allowed
once configured. These can only be modified.

« MPLS will allow the deletion of an ‘admin shutdowifP-Path. This will cause MPLS to
de-program the corresponding TP-Path forwardingrination from IOM. This can cause
traffic loss for certain users that are bound ®MPLS-TP LSP.

« MPLS will not de-program the IOM on a specificarfiace admin shut/clear unless the
interface is a System Interface. However, if mpfeims the TP-OAM module that the
mpls interface has gone down, then it triggers itcévto the standby tp-path if the
associated interface went down and if it is valid.

* If a MEP is defined and shutdown, then the comesing path is also operationally
down. Note, however, that the MEP admin state diegble only when a MEP is created
from an MPLS-TP path.

e Itis not mandatory to configure BFD or protectmman MPLS-TP path in order to bring
the LSP up.

« If bfd-enableccis configured, then CC-only mode using ACh charx@7 is used. If
bfd-enable cc_vis configured, then BFD CC packets use channe2 @i CV packets
use channel 0x23.

The protection template is associated with a LS® part of the MEP on the protect path. If only
a working path is configured, then the protectiemplate is not configured.

BFD cannot be enabled under the MEP context ulessmed BFD template is configured.

Proactive CC/CV (using BFD) Configuration
Generally applicable proactive OAM parameters argigured using templates.

NOTE: The 7210 SAS-R6 supports only BFD based CC mBE®. based CC-CV mode is not
supported in current release.

Proactive CC and CV uses BFD parameters such &xTither intervals, multiplier and other
session/fault management parameters which arefgpecBFD. These are configured using a
BFD Template. The BFD Template may be used for M&\-S-TP applications of BFD, and
therefore contains the full set of possible confagion parameters for BFD. Only a sub-set of
these may be used for any given application.

Generic MPLS-TP OAM and fault management parametergonfigured in the OAM Template.

Named templates are referenced from the MPLS-TR &P configuration, so different
parameter values are possible for the working aotept paths of a tunnel.

The BFD Template is configured as follows:

config
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router
bfd
[no] bfd-template <name>
[no] transmit-interval <transmit-interv al>
[no] receive-interval <receive-interval >
[no] echo-receive <echo-interval>
[no] multiplier <multiplier>
[no] type <cpm-np>
exit

The parameters are as follows:

e transmit-interval transmit-intervaland therx receive-interval These are the transmit
and receive timers for BFD packets. If the tempisatesed for MPLS-TP, then these are
the timers used by CC packets. Values are in mdbads: 10ms to 100,000ms, with 1ms
granularity. Default 10ms for CPMS3 or better, 1 fmoother hardware. Note that for
MPLS-TP CV packets, a transmit interval of 1 sealigays used.

e multiplier multiplier: Integer 3 — 20. Default: 3. This parameter ismgu for MPLS-TP
combined cc-v BFD sessions, and the default ofe8l uas per RFC6428.

* echo-receiveecho-interval Sets the minimum echo receive interval, in meltisnds, for a
session. Values: 100ms — 100,000ms. Default: 103 Jarameter is not used by a BFD
session for MPLS-TP.

* type iom-hwtype This parameter controls the system to use the babkd hardware
BFD session for the local termination point. Hardsvhased BFD session is enabled by
default, when BFD is configured for use with MPL8-TLSPs.

Note that, if the above BFD timer values are chdrigea given template, any BFD sessions on
MEPs to which that template is bound will try tmegotiate their timers to the new values. Note
that the BFD implementations in some MPLS-TP peeles may not be able handle this
renegotiation, as allowed by Section 3.7.1 of RFEZ86dnd may take the BFD session down. This
could result in undesired behavior, for exampleiaexpected protection switching event. It is
therefore recommended that in these circumstanses,of 7210 SAS exercises care in modifying
the BFD timer values after a BFD session is UP.

Commands within the BFD-template use a begin-commilel. To edit any value within the BFD
template, a <begin> needs to be executed oncethgdte context has been entered. However, a
value will still be stored temporarily until theromnit is issued. Once the commit is issued, values
will actually be used by other modules like the safd module and bfd module.

A BFD template is referenced from the OAM templdtee OAM Template is configured as
follows:

config
router
mpls
mpls-tp
oam-template "state-machine-oam-template-prot"
bfd-template "state-machine-bfd -template-prot"
hold-time-down O
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hold-time-up 20
exit

* hold-time-down interval 0-5000 deciseconds, 10ms steps, default 0. $leiguivalent to
the standardized hold-off timer.

e hold-time-up interval: 0-500 centiseconds in 100ms steps, default 2nslsc®his is an
additional timer that can be used to reduce BFDhbimg.

* bfd-template name This is the named BFD template to use for any BEBsions enabled
under a MEP for which the OAM template is configlire

An OAM template is then applied to a MEP as desdtriabove.

Protection templates and Linear Protection Configur ation

Protection templates defines the generally applécptotection parameters for an MPLS-TP
tunnel. Only linear protection is supported, andrgoapplication of a named template to an
MPLS-TP tunnel implies that linear protection i®ds

A template is configured as follows:

config
router
mpls
mpls-tp
protection-template <name>
[no] revertive
[no] wait-to-restore <interval>
rapid-psc-timer <interval>
slow-psc-timer <interval>
exit

The allowed values are as follows:
* wait-to-restore interval: 0-720 seconds, 1 sec steps, default 300 secdhiisis
applicable to revertive mode only.
e rapid-psc-timer interval: [10, 100, 1000ms]. Default 100ms
e slow-psc-timerinterval 5s-60s. Default: 5s
* revertive: Selects revertive behavior. Default: no revertive

LSP Linear Protection operations are enacted ubimdollowingtools>perform commands.

tools>perform>router>mpls
tp-tunnel
clear {<Isp-name> | id <tunnel-id>}
force {<Isp-name> | id <tunnel-id>}
lockout {<Isp-name> | id <tunnel-id> }
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manual {<Isp-name> | id <tunnel-id>}
exit
exit

To minimize outage times, users should use thesftpprotection command” (e.g. force/manual)
to switch all the relevant MPLS-TP paths beforecetieg the following commands:

e clear router mpls interface <>
» config router mpls interface <> shut

Intermediate LSR Configuration for MPLS-TP LSPs

The forward and reverse directions of the MPLS-BPLPath at a transit LSR are configured
using the following CLI tree:

config
router
mpls
mpls-tp
transit-path <path-name>
[no] path-id {Isp-num <Isp-num>|work ing-path|protect-path

[src-global-id <global-id>]

src-node-id {<ipv4address> | <1.. .4,294,967,295>}
src-tunnel-num <tunnel-num>

[dest-global-id <global-id>]

dest-node-id {<ipv4address> | <1. ..4,294,967,295>}
[dest-tunnel-num <tunnel-num>]}

forward-path

in-label <in-label> out-label <ou t-label>
out-link <if-name> [next-hop <ipv4-next-hop>]
reverse-path
in-label <in-label> out-label <ou t-label>
[out-link <if-name> [next-hop <ipv4-next-hop>]

[no] shutdown

Note that thesrc-tunnel-nunanddest-tunnel-nurare consistent with the source and destination of
a label mapping message for a signaled LSP.

If dest-tunnel-nuns not entered in CLI, theest-tunnel-numalue is taken to be the same as the
src-tunnel-num value.

If any of theglobal-id values are not entered, the value is taken to be 0.

If the src-global-idvalue is entered, but tliest-global-idvalue is not enteredgest-global-id
value is the same as thee-global-idvalue.

Page 58 7210 SAS M, X, R6 MPLS Configuration Guide



MPLS and RSVP

Note that thdsp-nummust match the value configured in the LER foregipath. If no explicit
Isp-num is configured, then working-path or proteath must be specified (equating to 1 or 2 in
the system).

The forward path must be configured before thensaypath. The configuration of the reverse
path is optional.

The LSP-ID (path-id) parameters apply with respedhe downstream direction of the forward
LSP path, and are used to populate the MIP |IDHermath at this LSR.

The reverse path configuration must be deletedrbdfe forward path.

The forward-path (and reverse-path if applicabbameters can be configured with or without
the path-id, but they must be configured if MPLS-ORM is to be able to identify the LSR MIP.

The transit-path can be no shutdown (as long aktiard-path/reverse-path parameters have
been configured properly) with or without identifie

The path-id and path-name must be unique on the.ridekere is a one to one mapping between a
given path-name and path-id.

Traffic can not pass through the transit-path & ttansit-path is in thehutdown state.
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The Resource Reservation Protocol (RSVP) is a m&taantrol protocol used by a host to request
specific qualities of service from the network farticular application data streams or flows.
RSVP is also used by routers to deliver qualitgervice (QoS) requests to all nodes along the
path(s) of the flows and to establish and mainstéte to provide the requested service. RSVP
requests generally result in resources reserveddh node along the data path. MPLS leverages
this RSVP mechanism to set up traffic engineeredd. RSVP is not enabled by default and must
be explicitly enabled.

RSVP requests resources for simplex flows. It retgieesources only in one direction
(unidirectional). Therefore, RSVP treats a senddogically distinct from a receiver, although the
same application process may act as both a sendex geceiver at the same time. Duplex flows
require two LSPs, to carry traffic in each direntio

RSVP is not a routing protocol. RSVP operates wiiltast and multicast routing protocols.
Routing protocols determine where packets are faiah RSVP consults local routing tables to
relay RSVP messages.

RSVP uses two message types to set up LSPs, PATIRBBV.Figure 20depicts the process to
establish an LSP.

e The sender (the ingress LER (ILER)), sends PATH4sages toward the receiver, (the
egress LER (ELER)) to indicate the FEC for whidhelebindings are desired. PATH
messages are used to signal and request labehgidiquired to establish the LSP from
ingress to egress. Each router along the path wdsdne traffic type.

PATH messages facilitate the routers along the fmathake the necessary bandwidth
reservations and distribute the label binding ®rbuter upstream.

e The ELER sends label binding information in theSREmessages in response to PATH
messages received.

e The LSP is considered operational when the ILERikes the label binding information.

ILER | LSP | (sr | Lsr

—> >

Figure 20: Establishing LSPs

|ELER

0SSGO15
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Figure 21: LSP Using RSVP Path Set Up

Figure 21displays an example of an LSP path set up usingAR¥he ingress label edge router
(ILER 1) transmits an RSVP path message (path038031) downstream to the egress label edge
router (ELER 4). The path message contains a fabelest object that requests intermediate LSRs
and the ELER to provide a label binding for thishpa

In addition to the label request object, an RSVFPHPAnessage can also contain a number of
optional objects:

» Explicit route object (ERO) — When the ERO is s the RSVP path message is
forced to follow the path specified by the ERO @épdndent of the IGP shortest path).

* Record route object (RRO) — Allows the ILER toea@ a listing of the LSRs that the
LSP tunnel actually traverses.

« A session attribute object controls the path gepriority, holding priority, and local-
rerouting features.

Upon receiving a path message containing a laloelest object, the ELER transmits a RESV
message that contains a label object. The labektbbpntains the label binding that the
downstream LSR communicates to its upstream neigfilhe RESV message is sent upstream
towards the ILER, in a direction opposite to thaldiwed by the path message. Each LSR that
processes the RESV message carrying a label aljestthe received label for outgoing traffic
associated with the specific LSP. When the RESVsamgs arrives at the ingress LSR, the LSP is

established.
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Using RSVP for MPLS

Hosts and routers that support both MPLS and RS\WPassociate labels with RSVP flows. When
MPLS and RSVP are combined, the definition of avfttan be made more flexible. Once an LSP
is established, the traffic through the path israef by the label applied at the ingress node @f th
LSP. The mapping of label to traffic can be accosig@d using a variety of criteria. The set of
packets that are assigned the same label valuespgdific node are considered to belong to the
same FEC which defines the RSVP flow.

For use with MPLS, RSVP already has the resouszrvation component built-in which makes it
ideal to reserve resources for LSPs.

RSVP Traffic Engineering Extensions for MPLS

RSVP has been extended for MPLS to support autorasigmaling of LSPs. To enhance the
scalability, latency, and reliability of RSVP siding, several extensions have been defined.
Refresh messages are still transmitted but thewelof traffic, the amount of CPU utilization, and
response latency are reduced while reliabilityisported. None of these extensions result in
backward compatibility problems with traditional RS implementations.

< Hello Protocol on page 62
« MD5 Authentication of RSVP Interface on page 63

Hello Protocol

The Hello protocol detects the loss of a neighlmmtenor the reset of a neighbor’'s RSVP state
information. In standard RSVP, neighbor monitoraagurs as part of RSVP’s soft-state model.
The reservation state is maintained as cachednation that is first installed and then

periodically refreshed by the ingress and egred$8d_¥ the state is not refreshed within a
specified time interval, the LSR discards the dteteause it assumes that either the neighbor node
has been lost or its RSVP state information has beset.

The Hello protocol extension is composed of a helessage, a hello request object and a hello
ACK object. Hello processing between two neighlsansports independent selection of failure
detection intervals. Each neighbor can automayiéafiue hello request objects. Each hello
request object is answered by a hello ACK object.
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MD5 Authentication of RSVP Interface

When enabled on an RSVP interface, authenticafi®S¥P messages operates in both
directions of the interface.

A node maintains a security association with itgimeors for each authentication key. The
following items are stored in the context of théggrity association:

« The HMAC-MD5 authentication algorithm.
« Key used with the authentication algorithm.

« Lifetime of the key. A key is user-generated keing a third party software/hardware and
enters the value as static string into CLI confagiem of the RSVP interface. The key will
continue to be valid until it is removed from tiRSVP interface.

e Source Address of the sending system.
« Latest sending sequence number used with thisdesyifier.

The RSVP sender transmits an authenticating dafebie RSVP message, computed using the
shared authentication key and a keyed-hash algoriftne message digest is included in an
Integrity object which also contains a Flags fieldKey Identifier field, and a Sequence Number
field. The RSVP sender complies to the procedweREVP message generation in RFC 2747,
RSVP Cryptographic Authentication

An RSVP receiver uses the key together with thlenttcation algorithm to process received
RSVP messages.

When a PLR node switches the path of the LSP tpads LSP, it does not send the Integrity
object in the RSVP messages over the bypass tuhaalintegrity object is received from the MP
node, then the message is discarded since thecesiscurity association with the next-next-hop
MP node.

The 7210 SAS MD5 implementation does not suppe@rithithentication challenge procedures in
RFC 2747.
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Reservation Styles

LSPs can be signaled with explicit reservationestyA reservation style is a set of control options
that specify a number of supported parameters sfjie information is part of the LSP
configuration. SR OS supports two reservation style

Note that if FRR option is enabled for the LSP aakbcts the facility FRR method at the head-end
node, only the SE reservation style is allowedtl&rmore, if a 7210 SAS M PLR node receives a
path message with fast-reroute requested withitiacilethod and the FF reservation style, it will
reject the reservation. The one-to-one detour niesupports both FF and SE styles.

RSVP Message Pacing

Page 64

When a flood of signaling messages arrive becafisgpology changes in the network, signaling
messages can be dropped which results in longepsanes for LSPs. RSVP message pacing
controls the transmission rate for RSVP messadjesviag the messages to be sent in timed
intervals. Pacing reduces the number of droppedages that can occur from bursts of signaling
messages in large networks.
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RSVP Overhead Refresh Reduction

The RSVP refresh reduction feature consists ofdhewing capabilities implemented in
accordance to RFC 296RSVP Refresh Overhead Reduction Extensions

 RSVP message bundling — This capability is intehtbereduce overall message
handling load. The 7210 SAS supports receipt andgssing of bundled message only,
but no transmission of bundled messages.

* Reliable message delivery: — This capability cetssof sending a message-id and
returning a message-ack for each RSVP messagm lie€used to detect message loss
and support reliable RSVP message delivery on agebasis. It also helps reduce the
refresh rate since the delivery becomes more teliab

e Summary refresh — This capability consists ofesfing multiples states with a single
message-id list and sending negative ACKs (NACKsafmessage_id which could not
be matched. The summary refresh capability redue@mount of messaging exchanged
and the corresponding message processing betweesn fieloes not however reduce the
amount of soft state to be stored in the node.

These capabilities can be enabled on a per-RS\é&pfaice basis are referred to collectively as
“refresh overhead reduction extensions”. When #fieesh-reduction is enabled on a 7210 SAS
RSVP interface, the node indicates this to its pgegetting a refresh-reduction- capable bit in the
flags field of the common RSVP header. If both padran RSVP interface set this bit, all the
above three capabilities can be used. Furtherntoeenode monitors the settings of this bit in
received RSVP messages from the peer on the in&erfes soon as this bit is cleared, the node
stops sending summary refresh messages. If a fgerotset the “refresh-reduction-capable” bit,
a 7210 SAS node does not attempt to send summiagghemessages.
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Configuring Implicit Null

Page 66

The implicit null label option allows a 7210 SASregs LER to receive MPLS packets from the
previous hop without the outer LSP label. The openzof the previous hop is referred to as
penultimate hop popping (PHP). This option is sigddy the egress LER to the previous hop
during the FEC signaling by the LDP control protoco

The router can be configured to signal the impticill label value over all RSVP interfaces and
for all RSVP LSPs which have this node as the egr&dR. In addition, the egress LER can be
configured to receive MPLS packet with the impliuitll label on a static LSP.

The following CLI command is used to configure tbater:
config>router>ldp>implicit-null-label

Note: RSVP must be shutdown before changing thdidihpull configuration option.
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Traffic Engineering

Without traffic engineering, routers route trafficcording to the SPF algorithm, disregarding
congestion or packet types.

With traffic engineering, network traffic is routedficiently to maximize throughput and
minimize delay. Traffic engineering facilitatesftiaflows to be mapped to the destination
through a different (less congested) path other tha one selected by the SPF algorithm.

MPLS directs a flow of IP packets along a labeltshéd path (LSP). LSPs are simplex, meaning
that the traffic flows in one direction (unidiremtial) from an ingress router to an egress router.
Two LSPs are required for duplex traffic. Each Lc&3#ries traffic in a specific direction,
forwarding packets from one router to the next ssrthe MPLS domain.

When an ingress router receives a packet, it addsRLS header to the packet and forwards it to
the next hop in the LSP. The labeled packet is éod&d along the LSP path until it reaches the
destination point. The MPLS header is removed hedphacket is forwarded based on Layer 3
information such as the IP destination address.pHysical path of the LSP is not constrained to
the shortest path that the IGP would choose tahrdse destination IP address.
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TE Metric (IS-IS and OSPF)

When the use of the TE metric is selected for aR, lti¥e shortest path computation after the TE
constraints are applied will select an LSP patlefam the TE metric instead of the IGP metric.
The user configures the TE metric under the MPLt&face. Both the TE and IGP metrics are
advertised by OSPF and IS-IS for each link in teevork. The TE metric is part of the traffic
engineering extensions of both IGP protocols.

A typical application of the TE metric is to alldBSPF to represent a dual TE topology for the
purpose of computing LSP paths.

An LSP dedicated for real-time and delay sensitiser and control traffic has its path computed
by CSPF using the TE metric. The user configuresTth metric to represent the delay figure, or a
combined delay/jitter figure, of the link. In thiase, the shortest path satisfying the constraints
the LSP path will effectively represent the shdrteday path.

An LSP dedicated for non delay sensitive user amdrol traffic has its path computed by CSPF
using the IGP metric. The IGP metric could reprédem link bandwidth or some other figure as
required.

When the use of the TE metric is enabled for an, ICSPF will first prune all links in the network
topology that do not meet the constraints specifiedhe LSP path. These constraints include
bandwidth, admin-groups, and hop limit. CSPF viiéit run an SPF on the remaining links. The
shortest path among the all SPF paths will be ssddzased on the TE metric instead of the IGP
metric which is used by default. Note that the T&nic is only used in CSPF computations for
MPLS paths and not in the regular SPF computatotH reachability.

Maintenance of TE links and Nodes

Graceful shutdown is used to maintain selectivisliand nodes in a TE network. Prior to a
shutdown, headend LER nodes are notified of theilman shutdown of the links or nodes for the
purpose of maintenance, so the head-end nodes @am tire paths of the LSPs away from the
affected resources. Modified TE parameters foraffected links are flooded so all other nodes in
the network avoid them in the CSPF calculations.

When the maintenance is over, the operator disgpbeful shutdown, which reinstates and
floods the user-configured TE parameters. The regdtlinks are available for LSP path
establishment.
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Advanced MPLS/RSVP Features

e Shared Risk Link Groups on page 70
e TE Graceful Shutdown on page 74
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Shared Risk Link Groups

Shared Risk Link Groups (SRLGS) is a feature thata the user to establish a backup secondary
LSP path or a FRR LSP path which is disjoint frdma path of the primary LSP. Links that are
members of the same SRLG represent resources gltaersame risk, for example, fiber links
sharing the same conduit or multiple wavelengtlasiag the same fiber.

When the SRLG option is enabled on a secondary f&RF includes the SRLG constraint in the
computation of the secondary LSP path. This requhat the primary LSP already be established
and up since the head-end LER needs the most ¢&R® computed by CSPF for the primary
path. CSPF would return the list of SRLG groupsiglwith the ERO during primary path CSPF
computation. At a subsequent establishment of angkzgy path with the SRLG constraint, the
MPLS/RSVP task will query again CSPF providing liseof SLRG group numbers to be
avoided. CSPF prunes all links with interfaces \Wwhielong to the same SRLGs as the interfaces
included in the ERO of the primary path. If CSP#dé a path, the secondary is setup. If not,
MPLS/RSVP will keep retrying the requests to CSPF.

When the SRLG option is enabled on FRR, CSPF imdukde SRLG constraint in the
computation of a FRR detour or bypass for protgdtie primary LSP path. CSPF prunes all links
with interfaces which belong to the same SRLG adrterface which is being protected, for
example, the outgoing interface at the PLR the aninpath is using. If one or more paths are
found, the MPLS/RSVP task will select one basedest cost and will signal the bypass/detour. If
not and the user included the strict option, theasg/detour is not setup and the MPLS/RSVP task
will keep retrying the request to CSPF. Otherwifsa,path exists which meets the other TE
constraints, other than the SRLG one, the bypassides setup.

A bypass or a detour LSP path is not guarantebé 8RLG disjoint from the primary path. This
is because only the SRLG constraint of the outgoiteyface at the PLR that the primary path is
using is avoided.

Enabling Disjoint Backup Paths

A typical application of the SRLG feature is to yide for an automatic placement of secondary
backup LSPs or FRR bypass/detour LSPs that mingrtee probability of fate sharing with the
path of the primary LSP-{gure 23.

The following details the steps necessary to creladeed risk link groups:

e For primary/standby SRLG disjoint configuration:
- Create an SRLG-group similar to admin groups.
- Link the SRLG-group to MPLS interfaces.

Page 70 7210 SAS M, X, R6 MPLS Configuration Guide



MPLS and RSVP

- Configure primary and secondary LSP paths and erfaRLG on the secondary LSP
path. Note that the SRLG secondary LSP path(s)ahilaysperform a strict CSPF
query. Thesrlg-frr command is irrelevant in this case (For more imf@tion, see
srlg-frr on page 11%

* For FRR detours/bypass SRLG disjoint configuration
- Create an SRLG group, similar to admin groups.
- Link the SRLG group to MPLS interfaces.

- Enable thesrlg-frr (strict/non-strict) option, which is a system-wiglerameter, and it
force every LSP path CSPF calculation, to takectidigured SRLG membership(s)
(and propagated through the IGP opaque-te-datalvdeegccount.

- Configure primary FRR (one-to-one/facility) LSP Ip@). Consider that each PLR
will create a detour/bypass that will only avoié tBRLG membership(s) configured
on the primary LSP path egress interface. In ator@ie case, detour-detour merging
is out of the control of the PLR, thus the lattélt mot ensure that its detour will be
prohibited to merge with a colliding one. For fagibypass, with the presence of
several bypass type to bind to, the following ptyorules will be followed:

1. Manual bypass disjoint

2. Manual bypass non-disjoint (eligible only ifgsffr is non-strict)
3. Dynamic disjoint

4. Dynamic non-disjoint (eligible only if srig-fis non-strict)

Non-CSPF manual bypass is not considered.
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Figure 22: Shared Risk Link Groups

This feature is supported on OSPF and I1S-IS intedan which RSVP is enabled.
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Static Configurations of SRLG Memberships

This feature provides operations with the abildyehter manually the link members of SRLG
groups for the entire network at any 7210 SAS neldieh will need to signal LSP paths (for
example, a head-end node).

The operator may explicitly enables the use by C&RRe SRLG database. In that case, CSPF
will not query the TE database for IGP advertisgdrface SRLG information.

Note, however, that the SRLG secondary path conipatand FRR bypass/detour path
computation remains unchanged.

There are deployments where the 7210 SAS will agerate with routers that do not implement
the SRLG membership advertisement via IGP SRLG ®t¥ub-TLV.

In these situations, the user is provided withahidity to enter manually the link members of
SRLG groups for the entire network at any 7210 $48e which will need to signal LSP paths,
for example, a head-end node.

The user enters the SRLG membership informatiomafigrlink in the network by using the
interface ip-int-namesrig-group group-namecommand in theonfig>router>mpls> srlg-
database>router-idcontext. An interface can be associated with up SRLG groups for each
execution of this command. The user can assocamtet@face with up to 64 SRLG groups by
executing the command multiple times. The user ralsst use this command to enter the local
interface SRLG membership into the user SRLG dabBhe user deletes a specific interface
entry in this database by executing tteeform of this command.

Thegroup-nameamust have been previously defined in the SRItIG-group group-namevalue
group-valuecommand in theonfig>router>mpls. The maximum number of distinct SRLG
groups the user can configure on the system is.1024

The parameter value foouter-id must correspond to the router ID configured uniderbase
router instance, the base OSPF instance or thel$dSeinstance of a given node. Note however,
that a single user SLRG database is maintainedquie regardless if the listed interfaces
participate in static routing, OSPF, IS-IS, or baihting protocols. The user can temporarily
disable the use by CSPF of all interface membeiigifiijgmation of a specific router ID by
executing theshutdown command in theonfig>router>mpls> srlg-database> router-id

context. In this case, CSPF will assume thesefates have no SRLG membership association.
The operator can delete all interface entries gfexific router ID entry in this database by
executing theno router-id router-addressommand in theonfig>router>mpls> srlg-database
context.

CSPF will not use entered SRLG membership if agrfate is not listed as part of a router ID in
the TE database. If an interface was not entettedlie user SRLG database, it will be assumed
that it does not have any SRLG membership. CSPmuilquery the TE database for IGP
advertised interface SRLG information.
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The operator enables the use by CSPF of the udeis $Rtabase by entering the user-srig-db
enable command in tlenfig>router>mpls context. When the MPLS module makes a request to
CSPF for the computation of an SRLG secondary 28R F will query the local SRLG and
computes a path after pruning links which are mambgthe SRLG IDs of the associated primary
path. Similarly, when MPLS makes a request to CBPR FRR bypass or detour path to associate
with the primary path, CSPF queries the user SRa@lthse and computes a path after pruning
links which are members of the SRLG IDs of the RiLRgoing interface.

The operator can disable the use of the user SRit&bdse by entering the user-srig-db disable in
command in theonfig>router>mpls context. CSPF will then resumes queries into the TE
database for SRLG membership information. Howeatweruser SRLG database is maintained

The operator can delete the entire SRLG databasateying theno srlg-databasecommand in
the config>router>mpls context. In this case, CSPF will assume all iategs have no SRLG

membership association if the user has not disahkedse of this database.

TE Graceful Shutdown

Graceful shutdown provides a method to bulk reedransit LSPs away from the node during
software upgrade of a node. A solution is describé®FC 5817Graceful Shutdown in MPLS
and Generalized MPLS Traffic Engineering NetwoilKsis is achieved in this draft by using a
PathErr message with a specific error code Locahdaance on TE link required flag. When a
LER gets this message, it performs a make-befaeakoon the LSP path to move the LSP away
from the links/nodes which IP addresses were ineécan the PathErr message.

Graceful shutdown can flag the affected link/noglgources in the TE database so other routers
will signal LSPs using the affected resources @sla last resort. This is achieved by flooding an
IGP TE LSA/LSP containing link TLV for the links dar graceful shutdown with the traffic
engineering metric set to Oxffffffff and 0 as ureeged bandwidth.
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MPLS Service Usage

The 7210 SAS M, X routers enable service provitedeliver virtual private networks (VPNSs)
and Internet access using MPLS tunnels, with Ettémerfaces.
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MPLS/RSVP Configuration Process Overview

Figure 23displays the process to configure MPLS and RS\Brpaters.

(o)

v
ENABLE MPLS

!

CONFIGURE MPLS INTERFACE PARAMETERS

v
CONFIGURE RSVP INTERFACE PARAMETERS

y
CONFIGURE PATH PARAMETERS

!

CONFIGURE LSP PARAMETERS

!

CONFIGURE LSP-PATH PARAMETERS

l
)

Figure 23: MPLS and RSVP Configuration and Implemen tation Flow
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Configuration Notes

This section describes MPLS and RSVP caveats.

« Interfaces must already be configured in¢bafig>router>interface context
before they can be specified in MPLS and RSVP.

« Arrouter interface must be specified in tenfig>router>mpls context in order to
apply it or modify parameters in tlsenfig>router>rsvp context.

* A system interface must be configured and spetifieheconfig>router>mpls
context.

« Paths must be created before they can be appliad LSP.
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Configuring MPLS and RSVP with CLI

This section provides information to configure MP&aisl RSVP using the command line
interface.

Topics in this section include:

* MPLS Configuration Overview on page 80
- LSPs on page 80
- Paths on page 80
- Router Interface on page 81
- Choosing the Signaling Protocol on page 81
« Basic MPLS Configuration on page 82
« Common Configuration Tasks on page 83
- Configuring MPLS Components on page 84
- Configuring Global MPLS Parameters on page 84
- Configuring an MPLS Interface on page 85
- Configuring MPLS Paths on page 86
- Configuring an MPLS LSP on page 87
* Configuring RSVP Parameters on page 91
- Configuring RSVP Message Pacing Parameters on @iage
 MPLS Configuration Management Tasks on page 94
¢ RSVP Configuration Management Tasks on page 99
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MPLS Configuration Overview

Multiprotocol Label Switching (MPLS) enables rowge¢o forward traffic based on a simple
label embedded into the packet header. A routem@es the label to determine the next hop
for the packet, saving time for router address Ugskto the next node when forwarding
packets. MPLS is not enabled by default and musipédicitly enabled.

In order to implement MPLS, the following entitieist be configured:

e LSPs on page 80
« Paths on page 80
¢ Router Interface on page 81

LSPs

To configure MPLS-signaled label-switched pathsKHE} an LSP must run from an ingress
router to an egress router. Configure only theagagrrouter and configure LSPs to allow the
software to make the forwarding decisions or sadlficconfigure some or all routers in the
path. The LSP is set up by Resource Reservatiandtio RSVP), through RSVP signaling
messages. The 7210 SAS M, X OS automatically manladpel values. Labels that are
automatically assigned have values ranging fror24ltrough 1,048,575 (séabel Values
on page 2L

A static LSP is a manually set up LSP where theéhmxIP address and the outgoing label are
explicitly specified.

Paths

To configure signaled LSPs, you must first create or more named paths on the ingress
router. For each path, the transit routers (hapf)é path are specified.
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Router Interface

At least one router interface and one system iaterinust be defined in the
config>router>interface context in order to configure MPLS on an interface

Choosing the Signaling Protocol

If only static label switched paths are used inry@mnfigurations, then you must manually
define the paths through the MPLS network. Labgbpirags and actions configured at each
hop must be specified. You do not need to enabMRRiEyou are configuring static LSPs.

If dynamic LSP signaling is implemented in yourweitk, then RSVP must be specified.
Enable signaling protocols only on the links whigre functionality is required.

In order to implement MPLS, the following entitiegist be enabled:

e« MPLS must be enabled on all routers that areqfaah LSP.
* RSVP must be enabled on the same routers.

When MPLS is enabled and either RSVP is also edab®LS uses RSVP to set up the
configured LSPs. For example, when you configureaR with both MPLS and RSVP
running, RSVP initiates a session for the LSP. R8¥&5 the local router as the RSVP session
sender and the LSP destination as the RSVP sassieiver. When the RSVP session is
created, the LSP is set up on the path createlebgession. If the session is not successfully
created, RSVP notifies MPLS; MPLS can then eithéiaite backup paths or retry the initial
path.
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Basic MPLS Configuration

This section provides information to configure MP&i®&l configuration examples of common
configuration tasks. To enable MPLS on 7210 SASXNeries routers, you must configure at
least one MPLS interface. The other MPLS configaraparameters are optional. This follow
displays an example of an MPLS configuration.

A:ALA-1>config>router>mpls# info

admin-group "green" 15
admin-group "yellow" 20
admin-group "red" 25
interface "system"
exit
interface "StaticLabelPop"

admin-group "green"
label-map 50
pop
no shutdown
exit
exit
interface "StaticLabelPop"
label-map 35
swap 36 nexthop 10.10.10.91
no shutdown
exit
exit
path "secondary-path"
no shutdown
exit
path "to-NYC"
hop 1 10.10.10.104 strict
no shutdown
exit
Isp "Isp-to-eastcoast”
to 10.10.10.104
from 10.10.10.103
fast-reroute one-to-one
exit
primary "to-NYC"
exit
secondary "secondary-path"
exit
no shutdown
exit
static-Isp "StaticLabelPush"
to 10.10.11.105
push 60 nexthop 10.10.11.105
no shutdown
exit
no shutdown

A:ALA-1>config>router>mpls#
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Common Configuration Tasks

This section provides a brief overview of the tasksonfigure MPLS and provides the CLI
commands.

The following protocols must be enabled on eacligpating router.

« MPLS
e« RSVP (for RSVP-signaled MPLS only)
« LDP

In order for MPLS to run, you must configure atdeane MPLS interface in the
config>router>mpls context.

« An interface must be created in t@nfig>router>interface context before it can be
applied to MPLS.

« In theconfig>router>mpls context, configure path parameters for configutisi
parameters. A path specifies some or all hops frgress to egress. A path can be
used by multiple LSPs.

* When an LSP is created, the egress router musidified in theo command and at
least one primary or secondary path must be spdcifill other statements under the
LSP hierarchy are optional.
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Configuring MPLS Components

Use the MPLS and RSVP CLI syntax displayed below fo

e Configuring Global MPLS Parameters on page 84

e Configuring an MPLS Interface on page 85

e Configuring MPLS Paths on page 86

* Configuring an MPLS LSP on page 87

« Configuring a Static LSP on page 88

* Configuring RSVP Parameters on page 91

¢ Configuring RSVP Message Pacing Parameters on§iage

Configuring Global MPLS Parameters

Page 84

Admin groups can signify link colors, such as ngellow, or green. MPLS interfaces
advertise the link colors it supports. CSPF usesriformation when paths are computed for
constrained-based LSPs. CSPF must be enableden fordadmin groups to be relevant.

To configure MPLS admin-group parameters, entefahewing commands:

CLI Syntax: mpls

admin-group group-name group-val ue
frr-object
resignal-timer nm nut es

The following displays an admin group configuratexample:

A:ALA-1>config>router>mpls# info

resignal-timer 500
admin-group "green" 15
admin-group "yellow" 20
admin-group "red" 25

A:ALA-1>config>router>mpls#
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Configuring an MPLS Interface

Configure thdabel-map parameters if the interface is used in a statie.LS
To configure an MPLS interface on a router, ertterfollowing commands:

CLI Syntax:  config>router>mpls
interface
no shutdown
admin-group  gr oup- nane [group-name...(up to 32 max)]
label-map
pop
swap
no shutdown
srlg-group group-name [group-name...(up to 5 max)]
te-metric val ue

The following displays an interface configuratiorample:

A:ALA-1>config>router>mpls# info

interface "to-104"
admin-group "green”
admin-group "red"
admin-group "yellow"
label-map 35
swap 36 nexthop 10.10.10.91
no shutdown
exit
exit
no shutdown

A:ALA-1>config>router>mpls#
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Configuring MPLS Paths

Page 86

Configure an LSP path to use in MPLS. When configuan LSP, the IP address of the hops
that the LSP should traverse on its way to thessgreuter must be specified. The
intermediate hops must be configured as e#hdét orloosemeaning that the LSP must take
either a direct path from the previous hop routethts router gtrict) or can traverse through
other routerslose.

Use the following CLI syntax to configure a path:
CLI Syntax:  config>router> mpls
path pat h- nane

hop hop-index i p- addr ess {strict|loose}
no shutdown

The following displays a path configuration example

A:ALA-1>config>router>mpls# info

interface "system"

exit

path "secondary-path”
hop 1 10.10.0.121 strict
hop 2 10.10.0.145 strict
hop 3 10.10.0.1 strict
no shutdown

exit

path "to-NYC"
hop 1 10.10.10.103 strict
hop 2 10.10.0.210 strict
hop 3 10.10.0.215 loose

exit

A:ALA-1>config>router>mpls#
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Configuring an MPLS LSP

Configure an LSP path for MPLS. When configuringl&®P, you must specify the IP address
of the egress router in the statement. Specify the primary path to be usedoi8tary paths
can be explicitly configured or signaled upon thiure of the primary path. All other
statements are optional.

The following displays an MPLS LSP configuration:

A:ALA-1>config>router>mplp# info

Isp "Isp-to-eastcoast"
to 192.168.200.41
rsvp-resv-style ff
cspf
include "red"
exclude "green"
adspec
fast-reroute one-to-one
exit
primary "to-NYC"
hop-limit 10
exit
secondary "secondary-path"
bandwidth 50000
exit
no shutdown
exit
no shutdown

A:ALA-1>config>router>mpls#
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Configuring a Static LSP

An LSP can be explicitly (statically) configuredasic LSPs are configured on every node
along the path. The label's forwarding informatiooludes the address of the next hop router.

Use the following CLI syntax to configure a stdti8P:
CLI Syntax:  config>router>mpls
static-Isp | sp- name
to ip-address

push out -1 abel nexthop i p-addr
no shutdown

The following displays a static LSP configuratioample:

A:ALA-1>config>router>mpls# info

static-Isp "static-LSP"
to 10.10.10.124
push 60 nexthop 10.10.42.3
no shutdown

exit

A:ALA-1>config>router>mpls#
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Configuring Manual Bypass Tunnels

Consider the following network setup.

A----B----C----D

|
E---F

The user first configures the option to disablediieamic bypass tunnels.
Listed below are the steps to configure the mahyphss tunnels:

1. Configure the option to disable the dynamic bgpasnels on the 7210 SAS node B
(if required). The CLI for this configuration is:
config>router>mpls>dynamic-bypass [disable | enable
The dynamic bypass tunnels are enabled by default.

2. Configure an LSP on node B, such as B-E-F-C wisicised only as bypass. The user
specifies each hop in the path, for example, thmaby LSP has a strict path.

Note that including the bypass-only keyword disaltke following options under the LSP
configuration:

* bandwidth
+ fast-reroute
e secondary

The following LSP configuration options are allowed

e adaptive
e adspec
e cspf

* exclude
e hop-limit
* include

* metric

The following example displays a bypass tunnel icométion:
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A:7210 SAS>config>router>mpls>path# info

path "BEFC"
hop 10 10.10.10.11 strict
hop 20 10.10.10.12 strict
hop 30 10.10.10.13 strict
no shutdown

exit

Isp "bypass-BC"
to 10.10.10.15
primary "BEFC"
exit
no shutdown

A:7210 SAS >config>router>mpls>path#

3. Configure an LSP from A to D and indicate fasbtage bypass protection, select the
facility as “FRR method”. (Config>router>mpls>Isgst-reroute facility).

Observe if the following criterions apply:

- If the LSP passes through B

- A bypass is requested

- The nexthopis C

- A manually configured bypass-only tunnel existsrrB to C ( excluding link B
to C)

Result: Node B uses the manually configured bypass-omgélfrom B to C.
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Configuring RSVP Parameters

RSVP is used to set up LSPs. RSVP must be enahldteaouter interfaces that are
participating in signaled LSPs. Tkeep-multiplier andrefresh-time default values can be
modified in the RSVP context.

Initially, interfaces are configured in tleenfig>router>mpls>interface context. Only these
existing (MPLS) interfaces are available to modiifithe config>router> rsvp context.
Interfaces cannot be directly added in the RSVRecdn

The following example displays an RSVP configunatexample:

A:ALA-1>config>router>rsvp# info

interface "system"
no shutdown

exit

interface to-104
hello-interval 4000
no shutdown

exit

no shutdown

A:ALA-1>config>router>rsvp#
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Configuring RSVP Message Pacing Parameters

RSVP message pacing maintains a count of the messagt were dropped because the
output queue for the egress interface was full.

Use the following CLI syntax to configure RSVP paeters:
CLI Syntax:  config>router>rsvp

no shutdown

msg-pacing

period mlli-seconds
max-burst  nunber

The following example displays a RSVP message gawimfiguration example:

A:ALA-1>config>router>rsvp# info

keep-multiplier 5
refresh-time 60
msg-pacing
period 400
max-burst 400
exit
interface "system"
no shutdown
exit
interface to-104
hello-interval 4000
no shutdown
exit
no shutdown

A:ALA-1>config>router>rsvp#
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Configuring Graceful Shutdown

Enable TE graceful shutdown on the maintainenasfiate using the
config>router>rsvp>interface>graceful-shutdowncommand.

Disable graceful shutdown by executing titeform of the command at the RSVP interface
level or at the RSVP level. This restores the usafigured TE parameters of the
maintenance links, and the 7210 SAS maintenance fiodds them.
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MPLS Configuration Management Tasks

This section discusses the following MPLS configimramanagement tasks:

« Modifying MPLS Parameters on page 94

« Modifying MPLS Path Parameters on page 96

« Modifying MPLS Static LSP Parameters on page 97
e Deleting an MPLS Interface on page 98

Modifying MPLS Parameters

NOTE: You must shut down MPLS entities in order to nfipgharameters. Re-enableq
shutdown) the entity for the change to take effect.
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Modifying an MPLS LSP

Some MPLS LSP parameters such as primary and sagomaust be shut down before they
can be edited or deleted from the configuration.

The following displays a MPLS LSP configuration exae. Refer to the LSP configuration
onpage 87

A:ALA-1>>config>router>mpls>Isp# info

shutdown

t0 10.10.10.104

from 10.10.10.103

rsvp-resv-style ff

include "red"

exclude "green"

fast-reroute one-to-one

exit

primary "to-NYC"
hop-limit 50

exit

secondary "secondary-path"

exit

A:ALA-1>config>router>mpls#
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Modifying MPLS Path Parameters

In order to modify path parameters, tanfig>router>mpls>path context must be shut

down first.

The following displays a path configuration examitefer to the LSP configuration on

page 86

A:ALA-1>config>router>mpls# info
#.

echo "MPLS"

#H.

#

path "secondary-path”
hop 1 10.10.0.111 strict
hop 2 10.10.0.222 strict
hop 3 10.10.0.123 strict
no shutdown

exit

path "to-NYC"
hop 1 10.10.10.104 strict
hop 2 10.10.0.210 strict
no shutdown

exit

A:ALA-1>config>router>mpls#
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Modifying MPLS Static LSP Parameters

In order to modify static LSP parameters, ¢thafig>router>mpls>path context must be shut
down first.

The following displays a static LSP configuratiotample. Refer to the static LSP
configuration orpage 88

A:ALA-1>config>router>mpls# info

static-Isp "static-LSP"
to 10.10.10.234
push 102704 nexthop 10.10.8.114
no shutdown

exit

no shutdown

A:ALA-1>config>router>mpls#
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Deleting an MPLS Interface

In order to delete an interface from the MPLS ogunfation, the interface must be shut down
first.

Use the following CLI syntax to delete an interfdiaam the MPLS configuration:
CLI Syntax: mpls

[no] interface i p-int-name
shutdown

A:ALA-1>config>router>mpls# info

admin-group "green" 15
admin-group "red" 25
admin-group "yellow" 20
interface "system"
exit
no shutdown

A:ALA-1>config>router>mpls#
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RSVP Configuration Management Tasks

This section discusses the following RSVP confijaramanagement tasks:

« Modifying RSVP Parameters on page 99
« Modifying RSVP Message Pacing Parameters on page 10
« Deleting an Interface from RSVP on page 100

Modifying RSVP Parameters

Only interfaces configured in the MPLS context barmodified in the RSVP context.

Theno rsvp command deletes this RSVP protocol instance andvemall configuration
parameters for this RSVP instance.
Theshutdown command suspends the execution and maintainxiting configuration.

The following example displays a modified RSVP d¢gufation example:

A:ALA-1>config>router>rsvp# info

keep-multiplier 5

refresh-time 60

msg-pacing
period 400
max-burst 400

exit

interface "system"

exit

interface "testl"
hello-interval 5000

exit

no shutdown

A:ALA-1>config>router>rsvp#
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Modifying RSVP Message Pacing Parameters

RSVP message pacing maintains a count of the messagt were dropped because the

output queue for the egress interface was full.

The following example displays command usage toimdRISVP parameters:

The following example displays a modified RSVP naggspacing configuration example.

Refer to the RSVP message pacing configuratiopame 91

A:ALA-1>config>router>rsvp# info

keep-multiplier 5

refresh-time 60

msg-pacing
period 200
max-burst 200

exit

interface "system"

exit

interface "to-104"

exit

no shutdown

A:ALA-1>config>router>rsvp#

Deleting an Interface from RSVP

Interfaces cannot be deleted directly from the R8¥Rfiguration. An interface must have
been configured in the MPLS context and then thgR€ontext. The interface must first be
deleted from the MPLS context. This removes the@aton from RSVP.

SeeDeleting an MPLS Interface on page @8 information on deleting an MPLS interface.
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MPLS/RSVP Command Reference

Command Hierarchies

e MPLS Commands on page 101

* MPLS Path Commands on page 106

* MPLS-TP Commands (Supported only on 7210 SAS-R§)age 103
e MPLS LSP Commands on page 104

e RSVP Commands on page 107

* Show Commands on page 108

» Clear Commands on page 109

e Debug Commands on page 110

MPLS Commands

config
— router
— [no] mpls

— admin-group group-namegroup-value

— noadmin-group group-name

— dynamic-bypass[enable| disable]

— [no] frr-object

— hold-timer seconds

— no hold-timer

— [nq] interface ip-int-name
— [no] admin-group group-namegroup-name.(up to 5 max)]
— [no] srlg-group group-namggroup-name.(up to 5 max)]
— te-metric metric
— note-metric

— resignal-timer minutes

— noresignal-timer

— [no] shutdown

— [no] srlg-database
— [no] router-id router-addr

— [no] interface ip-addr srlg-group group-namdgroup-name..(up
to 5 max)

— [no] shutdown

— [no] srlg-frr [strict]

— srlg-group group-namg value group-valug

— no srlg-group group-name

— [no] static-Isp Isp-name
— nopushlabel
— pushlabel nexthopip-address
— [no] shutdown
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— toip-address
— [no] static-Isp-fast-retry seconds
— user-srlg-db [enable | disablg

Page 102 7210 SAS M, X, R6 MPLS Configuration Guide



MPLS and RSVP

MPLS-TP Commands (Supported only on 7210 SAS-R6)

config
— router
— [no] mpls

— [no] mpls-tp
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global-id global-id
no global-id
node-id node-id
no node-id
[no] oam-templatename
— bfd-template name
no bfd-template
hold-time-down timer
no hold-time-down
hold-time-up timer
no hold-time-up
protection-template name
no protection-template
— rapid-psc-timer interval
no rapid-psc-timer
[no] revertive
slow-psc-timerinterval
no slow-psc-timer
wait-to-restore interval
no wait-to-restore
[no] shutdown
tp-tunnel-id-range start-id end-id
no tp-tunnel-id-range
transit-path path-name
no transit-path
— [no] forward-path in-label out-label out-labelout-link inter-
face namégnext-hop ip-address]
path-id {Isp-num Isp-num| working-path | protect-path [src-
global-id src-global-id src-node-id src-node-idsrc-tunnel-
num src-tunnel-nunjdest-global-iddest-global-idl dest-node-
id dest-node-iddest-tunnel-numdest-tunnel-nui
no path-id
[no] reverse-pathin-label out-label out-labelout-link interface
name[next-hopip-addres$
in-label in-label out-label out-labelout-link if-name[next-hop
next-hop
no in-label
— [no] shutdown
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MPLS LSP Commands

config
— router
— [no] mpls
— [no] Isp Isp-namdbypass-only | p2mp-Ispmpls-tp src-tunnel-nurh
— [no] adaptive
— [no] adspec
— bgp-transport-tunnel include | exclude
— [no] cspf[use-te-metrip
— [no] excludegroup-namggroup-name.(up to 5 max)]
— fast-reroute frr-method
— no fast-reroute
— bandwidth rate-in-mbps
— no bandwidth
— hop-limit number
— no hop-limit
— [no] node-protect
— from ip-address
— hop-limit number
— no hop-limit
— [nQ] include group-namggroup-name.(up to 5 max)]
— [no] Idp-over-rsvp [include | exclude]
— metric metric
— [no] primary path-name
— [no] adaptive
— bandwidth rate-in-mpbs
— no bandwidth
— [no] excludegroup-namggroup-name.(up to 5 max)]
— hop-limit number
— no hop-limit
— [n0] include group-namggroup-name.(up to 5 max)]
— [no] record
— [no] record-label
— [no] shutdown
— retry-limit number
— noretry-limit
— retry-timer seconds
— noretry-timer
— rsvp-resv-style[se | fi
— [no] secondarypath-name
— [no] adaptive
— bandwidth rate-in-mbps
— no bandwidth
— [no] excludegroup-namggroup-name.(up to 5 max)]
— hop-limit number
— no hop-limit
— [nQ] include group-namggroup-name.(up to 5 max)]
— [no] path-preference
— [no] record
— [no] record-label
— [no] shutdown
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— [no] srlg
— [no] standby
— [no] shutdown
— toip-address
— vprn-auto-bind [include | excludg
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MPLS-TP LSP Commands (Supported only on 7210 SAS-R6)

config
— router
— [no] mpls
— [n0] Isp Isp-namdbypass-only | p2mp-Ispmpls-tp src-tunnel-nurh
— [no] protect-tp-path
— in-label in-label
— noin-label
— Isp-num Isp-number
— nolsp-num
— [no] mep
— bfd-enable[bfd-mode]
— no bfd-enable
— oam-template[32 chars max]
— nooam-template
— protection-template 256 chars max
— no protection-template
— [no] shutdown
— out-label out-labelout-link if-name[next-hopip-addres$
— noout-label
— [no] shutdown
— [no] working-tp-path
— in-label in-label
— noin-label
— Isp-num Isp-number
— nolsp-num
— [no] mep
— bfd-enable [bfd-mode]
— no bfd-enable
— oam-templatename
— nooam-template
— [no] shutdown
— out-label out-labelout-link if-name[next-hopip-addres$
— noout-label
— [no] shutdown

MPLS Path Commands

config
— router
— [no] mpls

— [no] path path-name
— hop hop-indexip-addresq strict | loosé
— no hop hop-index
— [no] shutdown

— [nQ] static-Isplsp-name
— pushlabel nexthopip-address
— no pushout-label
— toip-addr
— [no] shutdown
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RSVP Commands

config
— router
— [no] rsvp

— [no] graceful-shutdown

— [no] implicit-null-label

— [nq] interface ip-int-name
— authentication-key [authentication-keyhash-key[hash | hash2
— no authentication-key
— [no] bfd-enable (for 7210 SAS M in Network Mode)
— [no] graceful-shutdown
— hello-interval milli-seconds
— no hello-interval
— [no] refresh-reduction

— [no] reliable-delivery

— [no] shutdown
— subscription percentage
— nosubscription

— keep-multiplier number

— no keep-multiplier

— [no] msg-pacing
— max-burst number
— no max-burst
— period milli-seconds
— noperiod

— rapid-retransmit-time hundred-milliseconds

— norapid-retransmit-time

— rapid-retry-limit number

— no rapid-retry-limit

— refresh-time seconds

— norefresh-time

— [no] shutdown
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Show Commands
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show

show

— router
— mpls

— router
— rIsvp

admin-group group-name
bypass-tunnel[to ip-addres$ [protected-Ispnamé [dynamic | manual] [detail]
interface [ip-int-namdip-addres$ [label-map label]
interface [ip-int-namdip-addres$
label start-label[end-label| in-use | label-ownér
label-range
Isp [Isp-namé[status{up|down}] [ from ip-addressto ip-addres§ [detail]
Isp {transit | terminate} [ status{up|down}] [ from ip-addresq to ip-addresq Isp-
namenamg [detail]
Isp count
Isp Isp-nameactivepath
Isp [Isp-namé¢ path [path-namg[status{up | down}] [ detail]
mpls-tp
— oam-template[template-namjgassociations]
— protection-template [template-namidassociations]
— status
— transit-path [path-namé[detail]
path [path-namég[lsp-binding
p2mp-info [type {originate|transit|terminate}] [s2I-endpoint ip-addres$
p2mp-Isp [Isp-namé [detail]
p2mp-Isp [Isp-namé p2mp-instance p2mp-instance-nanémbb]
p2mp-Isp [Isp-namé p2mp-instance p2mp-instance-nanhe?2l [s2l-namefto s2I-
to-addresH[status {up|down] [detail]
p2mp-Isp [Isp-namé p2mp-instance p2mp-instance-names2l [s2l-namo s2|-to-
addres§l mbb
srlg-database[router-id ip-addres$[interface ip-addres$
srlg-group [group-name]
static-Isp [Isp-namé
static-Isp{transit |terminate}
static-Isp count
status
tp-Isp [Isp-namé [status{up | down}] [ from ip-addresq to ip-addres$[detail]
tp-Isp [Isp-namé path [protecting | working] [detail]
tp-Isp [Isp-namé protection

interface [interface [ip-int-namd] statistics[detail]

neighbor [ip-addres$[detail]

sessior[session-typg[from ip-addres$to ip-addres§lsp-namenamé [status
{up|down}][ detail]

statistics

status
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— perform
— router
— mpls
— cspftoip-addr [from ip-addr] [bandwidth bandwidth [include-bitmap
bitmag [exclude-bitmapbitmag [hop-limit limit] [exclude-addressxcl-
addr [excl-addr..(upto 8 max)]] ise-te-metriq [strict-srlg] [srlggroup
grp-id...(up to 8 max)] [skip-interfadeterface-namp
— force-switch-path[Isp Isp-namé [path path-namé
— [no] force-switch-path[lsp Isp-namé
— resignal{lIsp Isp-namepath path-name flelay minute$
— tp-tunnel
— clearid tunnel-id
— clearlIsp-name
— force id tunnel-id
— force lsp-name
— lockout Isp-name
— lockout id tunnel-id
— manual Isp-name
— manual id tunnel-id
— trap-suppressnumber-of-traps time-interval
— update-path {Isp Isp-namepath current-path-nameew-path new-path-
name
Clear Commands
clear
— router
— mpls
— interface [ip-int-namé
— Isplsp-name
— rsvp
— interface [ip-int-nam@ [statistics]
— statistics
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Debug Commands

debug
— router
— mpls[Isp Isp-name] [sendersource-address] [endpoint endpoint-address] [tunnel-id tunnel-
id] [Isp-id Isp-id]
— nompls
— [no] event
— all [detail]
— noall
— frr [detail]
— nofrr
— iom [detail]
— noiom
— Isp-setup[detail]
— nolsp-setup
— mbb [detall]
— nombb
— misc[detalil]
— nomisc
— Xc [detail]
— noxc
— rsvp [Isp Isp-name] [sendersource-address] [endpoint endpoint-address] [tunnel-id tunnel-
id] [Isp-id Isp-id] [interface ip-int-name]
— norsvp
— [no] event
— all [detail]
— noall
— auth
— noauth
— misc[detalil]
— nomisc
— nbr [detail]
— nonbr
— path [detall]
— nopath
— resv[detalil]
— noresv
—rr
— norr
— [no] packet
— all [detail]
— noall
— ack
— bundle [detall]
— nobundle
— hello[detall]
— nohello
— path [detall]
— no path
— patherr [detalil]
— nopatherr
— pathtear [detail]
— no pathtear
— resv[detalil]
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— noresv
— resverr [detall]
— noresverr
— resvtear[detail]
— noresvtear
— srefresh[detall]
— nosrefresh
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MPLS Configuration Commands

Generic Commands

shutdown

Syntax [no] shutdown

Context config>router>mpls
config>router>mpls>interface
config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

Description This command administratively disables an entitheWdisabled, an entity does not change, reset, or
remove any configuration settings or statistics.

MPLS is not enabled by default and must be exgligienabledr{o shutdowr).

The operational state of the entity is disabled/el as the operational state of any entities dorth
within. Many objects must be shut down before timay be deleted.

Theno form of this command places the entity into an adstiiatively enabled state.

Default no shutdown
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MPLS Commands

mpls

Syntax
Context

Description

admin-group

Syntax

Context

Description

Default

Parameters
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[no] mpls
config>router

This command enables the context to configure Mpa@meters. MPLS is not enabled by default
and must be explicitely enableal(shutdown). Theshutdown command administratively disables
MPLS.

Theno form of this command deletes this MPLS protocstamce; this will remove all configuration
parameters for this MPLS instance.

MPLS must beshutdown before the MPLS instance can be deleted. If MRSt shutdown, when
theno mplscommand is executed, a warning message on theleadisplays indicating that MPLS
is still administratively up.

admin-group group-name group-value
no admin-group group-name

config>router>mpls

This command is used to define administrative gsauplink coloring for an interface. The admin
group names can signify link colors, such as retlow, or green. MPLS interfaces advertise the link
colors the support. CSPF uses the information wiaghs are computed for constraint-based LSPs.
CSPF must be enabled in order for admin groupe teelevant.

Network resources (links) based on zones, geogrdpbation, link location, etc., can be classified
using admin groups. MPLS interfaces must be expliassigned to an admin group.

Admin groups must be defined in thenfig>router>mpls context before they can be assigned to an
MPLS interface. The IGP communicates the infornmati@oughout the area.

Up to 32 group names can be defined indabefig>router>mpls context. Theadmin-group names
must be identical across all routers in a singimaio.

Theno form of this command deletes the administrativaugr All configuration information
associated with this LSP is lost.

none

group-name —Specify the name of the administrative group withivirtual router instance.

group-value —Specify the group value associated with this adsiviafive group. This value is
unique within a virtual router instance.

Values 0—31
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dynamic-bypass

Syntax

Context

Description

Default

frr-object

Syntax
Context

Description

Default

hold-timer

Syntax

Context

Description

Default

Parameters
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dynamic-bypass [enable | disable ]
no dynamic-bypass

config>router>mpls

This command disables the creation of dynamic byh&Ps in FRR. One or more manual bypass
LSPs must be configured to protect the primary b8t at the PLR nodes.

Note :Implict NULL must be enabled for use of MahBgpass or Dynamic Bypass (FRR facility) if
the 7210 is used as a egress LER and/or is a MRz

enable

Note :Implict NULL must be enabled for use of MahBgpass or Dynamic Bypass (FRR facility) if
the 7210 is used as a egress LER and/or is a MRz

[no] frr-object
config>router>mpls

This command specifies whether fast reroute ford @$ing thdacility bypass method is signalled
with or without the fast reroute object using tre-to-onekeyword. The value is ignored if fast
reroute is disabled for the LSP or if the LSP img®ne-to-one Backup.

frr-object — The value is by default inherited Biylz5Ps.

hold-timer seconds
no hold-timer

config>router>mpls

This command specifies the amount of time thairijeess node holds before programming its data
plane and declaring the LSP up to the service neodul

Theno form of the command disables the hold-timer.

1 second

seconds —Specifies the time, in seconds, for which the isgneode holds before programming its
data plane and declaring the LSP up to the semimdule.

Values 0—10
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resignal-timer
Syntax

Context

Description

Default

Parameters

srlg-frr

Syntax

Context

Description
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resignal-timer minutes
no resignal-timer

config>router>mpls

This command specifies the value for the LSP rediimer. The resignal timer is the time, in
minutes, the software waits before attempting sigreal the LSPs.

When the resignal timer expires, if the new comgugath for an LSP has a better metric than the
current recorded hop list, an attempt is madesmnal that LSP using the make-before-break
mechanism. If the attempt to resignal an LSP f#ils,LSP will continue to use the existing path and
a resignal will be attempted the next time the tiepires.

Theno form of the command disables timer-based LSP nedligg.
no resignal-timer

minutes —The time the software waits before attempting &igmal the LSPs.
Values 30 — 10080

srig-frr  [strict ]
no srlg-frr

config>router>mpls

This command enables the use of the Shared Rigk®&iup (SRLG) constraint in the computation
of FRR bypass or detour to be associated with ainygoy LSP path on this system.

When this option is enabled, CSPF includes the SBtraint in the computation of a FRR detour
or bypass for protecting the primary LSP path.

CSPF prunes all links with interfaces which belémthe same SRLG as the interface which is being
protected, i.e., the outgoing interface at the PtdRprimary path is using. If one or more paths are
found, the MPLS/RSVP task will select one baseth@st cost and will signal the bypass/detour. If
not and the user included the strict option, thedsg/detour is not setup and the MPLS/RSVP task
will keep retrying the request to CSPF. Otherwifsa,path exists which meets the other TE
constraints, other than the SRLG one, the bypasaides setup.

A bypass or a detour LSP path is not guarantebé B®RLG disjoint from the primary path. This is
because only the SRLG constraint of the outgoiteriace at the PLR the primary path is using is
checked.

When the MPLS/RSVP task is searching for a SRLGabgunnel to associate with the primary path
of the protected LSP, it will first check if anyrdigured manual bypass LSP with CSPF enabled
satisfies the SLRG constraints. The MPLS/RSVP siipsnon-CSPF bypass LSP in the search as
there is no ERO returned to check the SLRG comtridino path is found, it will check if an exisg
dynamic bypass LSP satisfies the SLRG and otherguyi path constraints. If not, then it will make
a request to CSPF.
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Once the primary path of the LSP is set up angh&ationally up, any subsequent changes to the
SRLG group membership of an interface the primat jis using would not be considered by the
MPLS/RSVP task at the PLR for bypass/detour assoniantil the next opportunity the primary
path is re-signaled. The path may be re-signaledala failure or to a make-before break operation.
Make-before break occurs as a result of a glohadrtive operation, a timer based or manual re-
optimization of the LSP path, or a user changentodd the path constraints.

Once the bypass or detour path is setup and isitipeally UP, any subsequent changes to the SRLG
group membership of an interface the bypass/detatir is using would not be considered by the
MPLS/RSVP task at the PLR until the next opportuttie association with the primary LSP path is
re-checked. The association is re-checked if thpagy path is re-optimized. Detour paths are not re-
optimized and are re-signaled if the primary pattawn.

Enabling or disabling srig-frr only takes effecteatfLSP paths are resignaled. This can be achieved
by shutting down and re-enabling MPLS. Another apis using theéools perform router mpls
resignal command. However, note that while the latter mlgghtess service impacting, only
originating LSPs can be resignaled with tbels command. If also local transit and bypass LSPs are
to be resignaled, theols command must be executed on all ingress nodé®indtwork. The same
might be locally achieved by disabling and enablisgng theconfigure router mpls dynamic-
bypasscommand, but this can trigger the LSP to go domahteaffic loss to occur in case detour or
bypass LSP is in use.

An RSVP interface can belong to a maximum of 64 GRjroups. The user configures the SRLG
groups using the commadnfig>router>mpls>srlg-group. The user configures the SRLG groups
an RSVP interface belongs to using $hig-group command in theonfig>router>mpls>interface
context.

Theno form of the command reverts to the default value.
Default no srlg-frr

Parameters strict — Specifies the name of the SRLG group within a artouter instance.

Values no slr-frr (default)
srlg-frr (non-strict)
srlg-frr strict (strict)

srlg-group

Syntax  srlg-group group-name {value group-value}
no srlg-group group-name

Context config>router>mpls

Description This command is used to define shared risk linkugsa(SRLGS). An SRLG group represents a set of
interfaces which could be subject to the samereslor defects and thus share the same risk of
failing.

RSVP interfaces must be explicitly assigned toRh& group. SRLG groups must be defined in the
config>router>mpls context before they can be assigned to an RS\éfaae. Two different SRLG
group names cannot share the same value. Onceldh §Rup has been bound to an MPLS
interface, its value cannot be changed until tinelibig is removed.
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The IGP communicates the information throughoutattea using the TE link state advertisement.
CSPF uses the information when paths are compatezbfistraint-based LSPs. CSPF must be
enabled in order for SRLG groups to be relevant.

Up to 1024 group names can be defined ircthdig>router>mpls context. The SRLG group names
must be identical across all routers in a singimaio.

Theno form of this command deletes the SRLG group.
Default none

Parameters group-name —Specifies the name of up to 32 characters of thHeGs§oup within a virtual router
instance.

value group-value — Specifies the group value associated with this SBt@iip. This value is
unique within a virtual router instance.

Values 0 — 4294967295

user-srig-db

Syntax user-srig-db [enable | disable ]
Context config>router>mpls

Description This command enables the use of CSPF by the ude® $Rtabase. When the MPLS module makes
a request to CSPF for the computation of an SRldéreary path, CSPF will query the local SRLG
and compute a path after pruning links that are begmof the SRLG IDs of the associated primary
path. When MPLS makes a request to CSPF for antijiRRss or detour path to associate with the
primary path, CSPF queries the user SRLG datalrabeamputes a path after pruning links that are
members of the SRLG IDs of the PLR outgoing intesfa

If an interface was not entered into the user SRB@Gbase, it is assumed that it does not have any
SRLG membership. CSPF will not query the TE datalfasIGP advertised interface SRLG
information.

The disable keyword disables the use of the useCSiatabase. CSPF will then resume queries into
the TE database for SRLG membership informatiom 0$er SRLG database is maintained.

Default user-srlg-db disable

srlg-database

Syntax [no] srlg-database
Context config>router>mpls

Description This command provides the context for the usenterananually the link members of SRLG groups
for the entire network at any node that needsgoaiLSP paths (for example, a head-end node).

Theno form of the command deletes the entire SRLG damb@SPF will assume all interfaces have
no SRLG membership association if the databasenaiadisabled with the command
config>router>mpls>user-srig-db disable
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Syntax
Context

Description

Parameters

interface

Syntax

Context

Description

Default

Parameters
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[no] router-id ip
config>router>mpls>srig-database

This command provides the context for the useraaunally enter the link members of SRLG groups
for a specific router in the network. The user maisb use this command to enter the local interface
SRLG membership into the user SRLG database. USSBF of all interface SRLG membership
information of a specific router ID may be tempdyadisabled by shutting down the node. If this
occurs, CSPF will assume these interfaces havarh@S3nembership association.

Theno form of this command will delete all interface ee$ under the router ID.

ip-address —Specifies the router ID for this system. This mhesthe router ID configured under the
base router instance, the base OSPF instance ba#leelS-1S instance.

interface ip-address srlg-group group-name [group-name...(up to 5 max)]
no interface ip-address [srlg-group group-name...(up to 5 max)]

config>router>mpls>srlg-database>router-id

This command allows the operator to manually etteISRLG membership information for any link
in the network, including links on this node, ith® user SRLG database.

An interface can be associated with up to 5 SRL@kgs for each execution of this command. The
operator can associate an interface with up toRMGSgroups by executing the command multiple
times.

CSPF will not use entered SRLG membership if agrfate is not validated as part of a router ID in
the routing table.

Theno form of the command deletes a specific interfateyan this user SRLG database. The
group-namemust already exist in ttmnfig>router>mpls>srlg-group context.

none

ip-int-name —The name of the network IP interface. An interfaaene cannot be in the form of an
IP address.

srlg-group group-name —Specifies the SRLG group name. Up to 1024 groupeasacan be defined
in theconfig>router>mpls context. The SRLG group names must be identiqalsacall routers
in a single domain.
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static-Isp

Syntax [no] static-Isp Isp-name
Context config>router>mpls

Description This command is used to configure a static LSFheririgress router. The static LSP is a manually
setup LSP where the nexthop IP address and theiagttabel (push) must be specified.

Theno form of this command deletes this static LSP ssmbaiated information.

The LSP must be shutdown first in order to deleté ihe LSP is not shut down, the no static-kgp-|
name command generates a warning message on th@edandicating that the LSP is
administratively up.

Parameters Isp-name —Name that identifies the LSP.

Values Up to 32 alphanumeric characters.

push

Syntax no push label
push label nexthop ip-address

Context config>router>mpls>static-Isp

Description This command specifies the label to be pushed eteathel stack and the next hop IP address for the
static LSP.

Theno form of this command removes the association @fabel to push for the static LSP.

Parameters label —The label to push on the label stack. Label valiethrough 1,048,575 are defined as
follows:

Label values 16 through 31 are 7750 SR reserved.

Label values 32 through 1,023 are available fdicstessignment.

Label values 1,024 through 2,047 are reservedutoré use.

Label values 2,048 through 18,431 are staticakbygagd for services.

Label values 28,672 through 131,071 are dynamiea$igned for both MPLS and services.
Label values 131,072 through 1,048,575 are resdorefdture use.

Values 16 — 1048575

nexthop ip-address —This command specifies the IP address of the naxtdwards the LSP
egress router. If an ARP entry for the next hoptsxithen the static LSP is marked operational.

If ARP entry does not exist, software sets the ajp@nal status of the static LSP to down and
continues to ARP for the configured nexthop. Sofean@ontinuously tries to ARP for the configured
nexthop at a fixed interval.
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[no] shutdown
config>router>mpls>static-Isp

This command is used to administratively disabéedtatic LSP.

Theno form of this command administratively enablesgtaticLSP.

shutdown

to ip-address
config>router>mpls>static-Isp

This command specifies the system IP address adhess router for the static LSP. This command
is required while creating an LSP. For LSPs thatumed as transport tunnels for servicestahe
addressnustbe the system IP address. If tbeaddress does not match the SDP address, the LSP is
not included in the SDP definition.

ip-address —The system IP address of the egress router.

none

static-Isp-fast-retry

Syntax

Context

Description

Default

Parameters
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static-Isp-fast-retry seconds
[no] static-Isp-fast-retry

config>router>mpls

This command specifies the value used as thedasttimer for a static LSP.

When a static LSP is trying to come up, the MPLgusst for the ARP entry of the LSP next-hop
may fail when it is made while the next-hop islgtdwn or unavailable. In that case, MPLS starts a
retry timer before making the next request. Thisagrtement allows the user to configure the retry
timer, so that the LSP comes up as soon as thehogxis up.

Theno form of the command reverts to the default.
no static-fast-retry-timer
seconds —Specifies the value, in seconds, used as thedasgttimer for a static LSP.

Values 1-30
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[no] interface ip-int-name
config>router>mpls

This command specifies MPLS protocol support ofPaimterface. No MPLS commands are
executed on an IP interface where MPLS is not ethlAin MPLS interface must be explicitly
enabled 1io shutdown).

Theno form of this command deletes all MPLS command$ aistabel-map which are defined
under the interface. The MPLS interface must bedgiwn first in order to delete the interface
definition. If the interface is not shutdown, the interface ip-int-namecommand does nothing
except issue a warning message on the consolatimdjchat the interface is administratively up.

shutdown

ip-int-name —The name of the network IP interface. An interfaaee cannot be in the form of an
IP address. If the string contains special charagte $, spaces, etc.), the entire string must be
enclosed within double quotes.

Values 1 to 32 alphanumeric characters.

[no] admin-group group-name [group-name...(up to 5 max)]
config>router>mpls>interface

This command defines admin groups that this interupports.

This information is advertised as part of OSPF IBt5 to help CSPF compute constrained LSPs
that must include or exclude certain admin groupds.MPLS interface is assumed to belong to all
the admin groups unless the 'admin-group’ commarigsued under the interface config. Once an
'admin-group’ command is issued the interface suased to belong to only the specifically listed
groups for that command.

Each single operation of the admin-group commalwivala maximum of 5 groups to be specified at
a time. However, a maximum of 32 groups can beipd@er inteface through multiple operations.

no admin-group

group-name —Name of the group. The group names should beaitme @icross all routers in the
MPLS domain.
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[no] srlg-group group-name [group-name...(up to 5 max)]
config>router>mpls>interface

This command defines the association of RSVP iaterfo an SRLG group. An interface can belong
to up to 64 SRLG groups. However, each single djgeraf thesrlg-group command allows a
maximum of 5 groups to be specified at a time.

Theno form of this command deletes the association ofritexface to the SRLG group.
none

group-name —Specifies the name of the SRLG group within a sirtouter instance up to 32
characters.

te-metric value
no te-metric

config>router>mpls>interface
This command configures the traffic engineeringrinetsed on the interface. This metric is in
addition to the interface metric used by IGP fa $hortest path computation.

This metric is flooded as part of the TE paramefi@rshe interface using an opaque LSA or an LSP.
The IS-IS TE metric is encoded as sub-TLV 18 as gfathe extended IS reachability TLV. The
metric value is encoded as a 24-bit unsigned imtddgee OSPF TE metric is encoded as a sub-TLV
Type 5 in the Link TLV. The metric value is encodexla 32-bit unsigned integer.

When the use of the TE metric is enabled for an, ICEPF will first prune all links in the network
topology which do not meet the constraints spegtifee the LSP path. Such constraints include
bandwidth, admin-groups, and hop limit. Then, C8RFrun an SPF on the remaining links. The
shortest path among the all SPF paths will be tsddzased on the TE metric instead of the IGP
metric which is used by default.

The TE metric in CSPF LSP path computation candodigured by entering the command
config>router>mpls>Isp>cspf>use-te-metric

Note that the TE metric is only used in CSPF comfpans for MPLS paths and not in the regular
SPF computation for IP reachability.

Theno form of the command reverts to the default value.
no te-metric
The value of the IGP metric is advertised in therii&ric sub-TLV by I1S-IS and OSPF.
value —Specifies the metric value.
Values 1— 16777215
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MPLS-TP Commands

mpls-tp

Syntax
Context

Description

Default

[no] mpls-tp
config>router>mpls

Generic MPLS-TP parameters and MPLS-TP trabsitspaté configured under this context. If a user
configuresno mpls, normally the entire MPLS configuration is deleteldwever, in the case of
mpls-tp, a check is made that there is no othesptonfiguration (For example, services or LSPs
using mpls-tp on the node). The MPLS-TP contexhoabe deleted if MPLS-TP LSPs or SDPs
exist on the system.

A shutdown of mpls-tp will bring down all MPLS-TP LSPs on thgstem.

no mpls-tp

tp-tunnel-id-range

Syntax

Context

Description

Default

Parameters
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tp-tunnel-id-range  start-id end-id
no tp-tunnel-id-range

config>router>mpls>mpls-tp

This command configures the range of MPLS tunnesli&erved for MPLS-TP LSPs. The
maximum difference between the start-id and end-itK.

The tunnel ID referred to here is the RSVP-TE tlihbeThis maps to the MPLS-TP Tunnel
Number. There are some cases where the dynamicm&Psave caused fragmentation to the
number space such that contiguous raegel{id— start-id] is not available. In these cases, the
command will fail.

There are no default values for ttart-id andend-idof the tunnel id range, and they must be
configured to enable MPLS-TP.

no tunnel-id-range

start-id —Specifies the start ID.
Values 1— 61440

end-id —Specifies the end ID.
Values 1— 61440
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[no] oam-template name
config>router>mpls>mpls-tp

This command creates or edits an OAM template Gédlgeapplicable proactive OAM parameters
are configured using templates. The top-level tatepls the OAM template.

Generic MPLS-TP OAM and fault management parametersonfigured in the OAM Template.

Proactive CC/CV uses BFD and parameters such &xTiher intervals, multiplier and other
session/fault management parameters specific to@ERonfigured using a BFD Template, which is
referenced from the OAM template.

no oam-template

name —Specifies a text string name for the template ofau2 characters in printable 7-bit ASCII,
enclosed in double quotes. Named OAM templatesedeeenced from the MPLS-TP path MEP
configuration.

hold-time-down timer
no hold-time-down

config>router>mpls>mpls-tp>o0am-template
This command configures the hold-down dampeningttith is equivalent to a hold-off timer.
no hold-time-down

interval —Specifies the hold-down dampening timer interval.

Values 0 — 5000 deciseconds in 10 ms increments

hold-time-up timer
no hold-time-up

config>router>mpls>mpls-tp>oam-template

This command configures the hold-up dampening tiffigis can be used to provide additional
dampening to the state of proactive CC BFD sessions

no hold-time-up
interval —Specifies the hold-up dampening timer interval.
Values 0 — 500 deciseconds, in 100 ms increments

Default 2 seconds
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bfd-template
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bfd-template name
no bfd-template

config>router>mpls>mpls-tp>oam-template
This command configures a named BFD template t@fezenced by an OAM template.
no bfd-template

name —Specifies the BFD template name as a text strinp (82 characters in printable 7-bit
ASCII, enclosed in double quotes.

Values

protection-template

Syntax
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Default

Parameters

revertive

Syntax
Context

Description

Default
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protection-template name
no protection-template

config>router>mpls>mpls-tp

Protection templates are used to define generpfiliaable protection parameters for MPLS-TP
tunnels. Only linear protection is supported, amdh& application of a named template to an MPLS-
TP LSP implies that linear protection is used. Atpction template is applied under the MEP context
of the protect-path of an MPLS-TP LSP.

The protection-template command creates or editmaed protection template.
no protection-template

name —Specifies the protection template name as a tergsdf up to 32 characters in printable 7-
bit ASCII, enclosed in double quotes.

[no] revertive
config>router>mpls>mpls-tp>protection-template

This command configured revertive behavior for MPLS linear protection. The protect-tp-path
MEP must be in the shutdown state for of the MPIESEBPs referencing this protection template in
order to change the revertve parameter.

revertive
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wait-to-restore interval
no wait-to-restore

config>router>mpls>mpls-tp>protection-template

This command configures the WTR timer. It determmihew long to wait until the active path of an
MPLS-TP LSP is restored to the working path follogiihe clearing of a defect on the working path.

It is appliable to revertive mode, only.
no wait-to-restore
interval —Specifies the WTR timer interval.

Values 0 — 720 seconds in 1 second increments

rapid-psc-timer interval
no rapid-psc-timer

config>router>mpls>mpls-tp>protection-template

This command configures the rapid timer value tased for protection switching coordination
(PSC) packets for MPLS-TP linear protection (RFC&3

no rapid-psc-timer

interval —Specifies the rapid timer interval.

Values [10, 100, 1000 ms]
Default 10 ms
slow-psc-timer interval

no slow-psc-timer
config>router>mpls>mpls-tp>protection-template

This command configures the slow timer value taged for protection switching coordination
(PSC) packets for MPLS-TP linear protection (RFC&3

no rapid-psc-timer
interval —Specifies the slow timer interval.

Values [10, 100, 1000 ms]
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global-id global-id
no global-id

config>router>mpls>mpls-tp

This command configures the MPLS-TP Global ID fog hode. This is used as the ‘from’ Global ID
used by MPLS-TP LSPs originating at this node.M&lue is not entered, the Global ID is taken to be
Zero. This is used if the global-id is not configdr If an operator expects that inter domain LSiits w
be configured, then it is recommended that theajltib should be set to the local ASN of the node,
as configured under config>system. If two-byte ASs used, then the most significant two bytes
of the global-id are padded with zeros.

In order to change the value of the global-id, @psriouter>mpls>mpls-tp must be in the shutdown
state. This will bring down all of the MPLS-TP LS&s the node. New values a propagated to the
system when a no shutdown is performed.

no global-id
global-id —Specifies the global ID for the node.
Values 0 — 4294967295

node-id node-id
no node-id

config>router>mpls>mpls-tp

This command configures the MPLS-TP Node ID forribde. This is used as the ‘from’ Node 1D
used by MPLS-TP LSPs originating at this node. d&®ult value of the node-id is the system
interface IPv4 address. The Node ID may be enterdebcted IPv4 address format, <a.b.c.d>, or as
an unsigned 32 bit integer. Note that it is noatied as a routable IP address from the perspeatftive
IP routing, and is not advertised in any IP routimgtocols.

The MPLS-TP context cannot be administratively éedioinless at least a system interface IPv4
address is configured because MPLS requires thsavatue is configured.

no node-id

node-id —Specifies the MPLS-TP node ID for the node.
Values <a.b.c.d> or [1— 4294967295]

Default System interface IPv4 address
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transit-path  path-name
no transit-path

config>router>mpls>mpls-tp
This command enables the configuration or editihgroMPLS-TP transit path at an LSR.
no transit-path

path-name —Specifies the template of up to 32 charactersiimadnle 7-bit ASCII, enclosed in
double quotes.

path-id {Isp-num | sp-num | working-path | protect-path  [src-global-id src-global-id] src-
node-id src-node-id src-tunnel-num src-tunnel-num [dest-global-id dest-global-id] dest-
node-id dest-node-id [dest-tunnel-num dest-tunnel-num]}

no path-id

config>router>mpls>mpls-tp>transit-path

This command configures path ID for an MPLS-TP siapath at an LSR. The path ID is equivalent
to the MPLS-TP LSP ID and is used to generate thimt@nance entity group intermediate point
(MIP) identifier for the LSP at the LSR. A path+#tust be configured for on-demand OAM to verify
an LSP at the LSR.

The path-id must contain at least the followinggpagtersisp-num, src-node-id, src-global-id, src-
tunnel-num, dest-node-id

The path-id must be unique on a node. It is recong®e that his is also configured to be a globally
unique value.

Theno form of the command removes the path ID from thefiguration.
no path-id
Isp-num —Specifues the LSP number.

Values 1 — 65535, oworking path, or protect-path. A working-path is equivalent to a

Isp-num of 1, and protect-path is an Isp-num of 2.
src-global-id —Specifies the source global ID.
Values 0 — 4294967295
src-node-id —Specifies the source node ID.
Values a.b.c.d or 1 — 4294967295
src-tunnel-num —Specifies the source tunnel number.

Values 1 — 61440
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dest-global-id —Specifies the destination global ID. If the dediimaglobal ID is not entered, then
it is set to the same value as the source global ID

Values 0 — 4294967295
dest-node-id —Specifies the destination node ID.
Values a.b.c.d or 1 — 4294967295

dest-tunnel-num -Specifies the destination tunnel number. If thetidaton tunnel number is not
entered, then it is set to the same value as theesdunnel number.

Values 1— 61440

[no] forward-path
config>router>mpls>mpls-tp>transit-path

This command enables the forward path of an MPLSraifsit path to be created or edited.
The forward path must be created before the reyete

Theno form of this command removes the forward path. fiineard path cannot be removed if a
reverse exists.

no forward-path

[no] reverse-path
config>router>mpls>mpls-tp>transit-path

This command enables the reverse path of an MPL&VU&se path to be created or edited.
The reverse path must be created after the forpaitul

Theno form of this command removes the reverse path.réherse path must be removed before
the forward path.

no reverse-path
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in-label in-label out-label out-label out-link if-name [next-hop next-hop]
no in-label

config>router>mpls>mpls-tp>transit-path>forward-path
config>router>mpls>mpls-tp>transit-path>reverse-path

This command configures the label mapping assatiatth a forward path or reverse path of an
MPLS-TP transit path to be configured.

The incoming label, outgoing label and outgoin@ifdce must be configured, using thdabel,
out-label andout-link parameters. If the out-link refers to a numbefeihterface, the user may
optionally configure th@ext-hop parameter and the system will determine the iaterto use to
reach the configured next-hop, but will check tihat user-entered value for thet-link corresponds
to the link returned by the system. If they do camtrespond, then the path will not come up.

no in-label

in-label —Specifies the in label.
Values 32 — 16415

out-label —Specifies the out label.
Values 32 — 16415

if-name —Specifies the name of the outgoing interface us¢hi® path.

next-hop —Specifies the next-hop.

Values a.b.c.d

[no] shutdown
config>router>mpls>mpls-tp>transit-path
This command administratively enables or disableMRLS-TP transit path.

no shutdown
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[no] Isp Isp-name [bypass-only | p2mp-Isp | mpls-tp src-tunnel-num]

config>router>mpls

This command creates an LSP that is signaled dyradimby the 7210 SAS M.

When the LSP is created, the egress router muspdxgfied using theo command and at least one
primary or secondarypath must be specified. All other statements utiieet SP hierarchy are
optional. Notre that the maximum number of statinfgurable LSPs is 4.

LSPs are created in the administratively doslmu¢down) state.

Theno form of this command deletes the LSP. All confagion information associated with this
LSP is lost. The LSP must be administratively shwta before it can be deleted.

none

Isp-name —Name that identifies the LSP. The LSP name carplie 82 characters long and must be
unique.

bypass-only —Defines an LSP as a manual bypass LSP exclusklgn a path message for a new
LSP requests bypass protection, the PLR first chéck manual bypass tunnel satisfying the
path constraints exists. If one if found, the 78&cts it. If no manual bypass tunnel is found,
the 7210 dynamically signals a bypass LSP in thiauliebehavior. The CLI for this feature
includes a knob that provides the user with théopb disable dynamic bypass creation on a
per node basis.

p2mp-Isp —Defines an LSP as a point-to-multipoint LSP. Thiéofeing parameters can be used
with a P2MP LSP: adaptive, adspec, cspf, excluas;eroute, from, hop-limit, include, metric,
retry-limit, retry-timer, resignal-timer. The folldng parameters cannot be used with a P2MP
LSP are primary, secondary and to.

mpls-tp src-tunnel-num— Defines an LSP as an MPLS-TP LSP. Bhetunnel-nunis a mandatory
create time parameter for mpls-tp LSPs, and has @ssigned by the user based on the
configured range of tunnel IDs. The following paeters can only be used with an MPLS-TP
LSP: to, dest-global-id, dest-tunnel-number, wogkip-path, protect-tp-path. Other parameters
defined for the above LSP types cannot be used.

[no] adaptive
config>router>mpls>Isp

This command enables the make-before-break furalttgrior an LSP or LSP path. When enabled
for the LSP, make-before-break will be performeddiomary path and all the secondary paths of the
LSP.
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adaptive

[no] adspec
config>router>mpls>Isp

When enabled, the ADSPEC object will be include®8VP messages for this LSP. The ADSPEC
object is used by the ingress LER to discover th@mum value of the MTU for links in the path of
the LSP. By default, the ingress LER derives tB® IMTU from that of the outgoing interface of the
LSP path.

Note that a bypass LSP always signals the ADSPE&tdince it protects both primary paths which
signal the ADSPEC object and primary paths whicmaio This means that MTU of LSP at ingress
LER may change to a different value from that dedifrom the outgoing interface even if the
primary path has ADSPEC disabled.

no adspec —No ADSPEC objects are included in RSVP messages.

bgp-transport-tunnel

Syntax
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Default
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cspf
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bgp-transport-tunnel  include | exclude

config>router>mpls>Isp

This command allows or blocks RSVP-TE LSP to belwea transport LSP for BGP tunnel routes.
bgp-transport-tunnel include

include —Allows RSVP-TE LSP to be used as transport LSP fiteenASBR to local PE router, from
ingress PE to ASBR in the local AS or between rrhii) eBGP peers with ASBR to ASBR
adjacency.

exclude —Blocks RSVP-TE LSP to be used as transport LSP fha®SBR to local PE router, from
ingress PE to ASBR in the local AS or between rrhii) eBGP peers with ASBR to ASBR
adjacency.

[no] cspf [use-te-metric]
config>router>mpls>Isp

This command enables Constrained Shortest Path(E®PF) computation for constrained-path
LSPs. Constrained-path LSPs are the ones thattak&uration constraints into account. CSPF is
also used to calculate the detour routes wherréastite is enabled.
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Explicitly configured LSPs where each hop from &g to egress is specified do not use CSPF. The
LSP will be set up using RSVP signaling from ingrés egress.

If an LSP is configured witFast-reroute frr-methodspecified but does not enable CSPF, then
neither global revertive nor local revertive wi# lavailable for the LSP to recover.

no cspf

use-te-metric —Specifies to use the use of the TE metric for thgppse of the LSP path
computation by CSPF.

[no] exclude group-name [group-name...(up to 5 max)]
config>router>mpls>Isp

This command specifies the admin groups to be dedwhen an LSP is set up in the primary or
secondary contexts. Each single operation of tbkidg command allows a maximum of 5 groups to
be specified at a time. However, a maximum of 3f1gs can be specified per LSP through multiple
operations. The admin groups are defined ircthdig>router>mpls>admin-group context.

Use theno form of the command to remove the exclude command.
no exclude

group-name —Specify the existing group-name to be excluded warehSP is set up.

fast-reroute frr-method

no fast-reroute
config>router>mpls>Isp

This command creates a pre-computed detour LSP déairh node in the path of the LSP. In case of
failure of a link or LSP between two nodes, trafi¢mmediately rerouted on the pre-computed
detour LSP, thus avoiding packet-loss.

Whenfast-reroute is enabled, each node along the path of the Li8®tty establish a detour LSP as
follows:

« Each upstream node sets up a detour LSP thatsawolg the immediate downstream node, and
merges back on to the actual path of the LSP as aspossible.

If it is not possible to set up a detour LSP thatids the immediate downstream node, a detour
can be set up to the downstream node on a diffar@tace.

» The detour LSP may take one or more hopslisgelimit) before merging back on to the main
LSP path.

* When the upstream node detects a downstream flinkde failure, the ingress router switches
traffic to a standby path if one was set up forlt5&.
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Fast reroute is available only for the primary path configuration is required on the transit hops
the LSP. The ingress router will signal all intediage routers using RSVP to set up their detougs. T
must be enabled for fast-reroute to work.

If an LSP is configured witfast-reroute frr-methodspecified but does not enable CSPF, then neither
global revertive nor local revertive will be avdila for the LSP to recover.

Theno form of thefast-reroute command removes the detour LSP from each nodeeoprimary
path. This command will also remove configuratioformation about the hop-limit and the
bandwidth for the detour routes.

Theno form offast-reroute hop-limit command reverts to the default value.

no fast-reroute — When fast-reroute is specified, the default-fasbute method is one-to-one.

Values one-to-one— In the one-to-one technique, a label switchetl gestablished
which intersects the original LSP somewhere doweastr of the point of link or
node failure. For each LSP which is backed ugpasate backup LSP is
established.

bandwidth rate-in-mbps

no bandwidth
config>router>mpls>Isp>fast-reroute

This command is used to request reserved bandwidthe detour path. When configuring an LSP,
specify the traffic rate associated with the LSP.

When configuring fast reroute, allocate bandwidihthe rerouted path. The bandwidth rate does not
need to be the same as the bandwidth allocatetiédrSP.

no bandwidth — Bandwidth is not reserved for auézd path.

rate-in-mbps —Specifies the amount of bandwidth in Mbps to bemesd for the LSP path.

hop-limit  limit
no hop-limit

config>router>mpls>Isp>fast-reroute

For fast reroute, how many more routers a detoaligsved to traverse compared to the LSP itself.
For example, if an LSP traverses four routers,detpur for the LSP can be no more than ten router
hops, including the ingress and egress routers.

16

limit — Specify the maximum number of hops.

Values 0 — 255
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[no] node-protect
config>router>mpls>Isp>fast-reroute

This command enables or disables node and linlegtion on the specified LSP. Node protection
ensures that traffic from an LSP traversing a naégimg router will reach its destination even iéth
neighboring router fails.

node-protect

from ip-address
config>router>mpls>Isp

This optional command specifies the IP addreshefrigress router for the LSP. When this
command is not specified, the system IP addressad. IP addresses that are not defined in the
system are allowed. If an invalid IP address igeat, LSP bring-up fails and an error is logged.

If an interface IP address is specified asftbm address, and the egress interface of the nexthop |
address is a different interface, the LSP is mptalied. As the egress interface changes due to
changes in the routing topology, an LSP recoveifseifrom IP address is the system IP address and
not a specific interface IP address.

Only onefrom address can be configured.
The system IP address

ip-address —This is the IP address of the ingress router. Ehtisbe either the interface or the system
IP address. If the IP address is local, the LSPt egress through that local interface which
ensures local strictness.

Default System IP address

Values System IP or network interface IP addresses

hop-limit number
no hop-limit

config>router>mpls>Isp
config>router>mpls>Isp>fast-reroute

This command specifies the maximum number of hopsan LSP can traverse, including the
ingress and egress routers. An LSP is not settine ifiop limit is exceeded. This value can be
changed dynamically for an LSP that is alreadyupaith the following implications:

If the new value is less than the current numbédropfs of the established LSP, the LSP is
brought down. Software then tries to re-establighltSP within the nevuop-limit number. If
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the new value is equal to or greater than the ntimember hops of the established LSP, then the
LSP is not affected.

Theno form of this command returns the parameter tad#éfault value.
255
number —The number of hops the LSP can traverse, expressad integer.

Values 2 — 255

[no] include group-name [group-name...(up to 5max)]

config>router>mpls>Isp
config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This command specifies the admin groups to be deduvhen an LSP is set up. Up to 5 groups per
operation can be specified, up to 32 maximum.

Theno form of the command deletes the specified gronpke specified context.
no include

group-name —Specifies admin groups to be included when an IsSt up.

[no] Idp-over-rsvp  [include | exclude]
config>router>mpls>Isp

This command specifies if this LSP will be included.DP over RSVP.The no form of the command
reverts to default operation.

no ldp-over-rsvp

include —Specifies that this LSP will be included in LDP oRSVP.
exclude —Specifies that this LSP will be excluded from LDRRDRSVP.

metric metric
config>router>mpls>Isp

This command specifies the metric for this LSP Whgused to select an LSP among a set of LSPs
which are destined to the same egress router. BRevtith the lowest metric will be selected.

Page 137



MPLS Commands

Default

Parameters

to

Syntax
Context

Description

Default

Parameters

vprn-auto-bind

Syntax
Context

Description

Default

Parameters

Page 138

In LDP-over-RSVP, LDP performs a lookup in the RogtTable Manager (RTM) which provides
the next hop to the destination PE and the adusgtiwuter (ABR or destination PE itself). If the
advertising router matches the targeted LDP pd2P, then performs a second lookup for the
advertising router in the Tunnel Table Manager (T This lookup returns the best RSVP LSP to
use to forward packets for an LDP FEC learned thinghe targeted LDP session. The lookup returns
the LSP with the lowest metric. If multiple LSPs/bdahe same metric, then the result of the lookup i
to select the first one available in the TTM.

1

metric —Specifies the metric for this LSP which is useddtect an LSP among a set of LSPs which
are destined to the same egress router.

Values 1 — 65535

to ip-address
config>router>mpls>Isp

This command specifies the system IP address adghess router for the LSP. This command is
mandatory to create an LSP.

An IP address for which a route does not exisligsved in the configuration. If the LSP signaling
fails because the destination is not reachablermam is logged and the LSP operational statustis s
to down.

No default

ip-address —The system IP address of the egress router.

vprn-auto-bind [include | exclude ]
config>router>mpls>Isp

This command determines whether the associatedsna8te can be used or no as part of the auto-
bind feature for VPRN services. By default a nain®® is available for inclusion to used for the
auto-bind feature.

By configuring the command vprn-auto-bind excluttie, associated LSP will not be used by the
auto-bind feature within VPRN services.

Theno form of the command resets the flag backto thauefalue.
include

include — Allows an associated LSPto be used by auto-bingon services

exclude —Disables the use of the associated LSP to be uilkedh& auto-bind feature for VPRN
services.
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retry-limit number
no retry-limit

config>router>mpls>Isp

This optional command specifies the number of gttsroftware should make to re-establish the
LSP after it has failed LSP. After each successfi@mpt, the counter is reset to zero.

When the specified number is reached, no more atteare made and the LSP path is put into the
shutdown state.

Use the config routemnpls IspIsp-nameno shutdowncommand to bring up the path after the retry-
limit is exceeded.

Theno form of this command revert the parameter to #fault value.

0 (no limit, retries forever)

number —The number of times software will attempt to reabsish the LSP after it has failed.
Allowed values are integers in the range of 0 tdQMwhere 0 indicates to retry forever.

Values 0 — 10000

retry-timer seconds
no retry-timer

config>router>mpls>Isp
This command configures the time, in seconds, falP lce-establishment attempts after it has failed.
Theno form of this command reverts to the default value.

30

seconds —Fhe amount of time, in seconds, between attempts-&stablish the LSP after it has
failed. Allowed values are integers in the rangé &6 600.

Values 1—600

rsvp-resv-style [se | ff]
config>router>mpls>Isp

This command specifies the RSVP reservation stylated explicit (se) or fixed filter (ff). A

reservation style is a set of control options #pcify a number of supported parameters. The style
information is part of the LSP configuration.

se
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Parameters

ff —Fixed filter is single reservation with an explistope. This reservation style specifies an
explicit list of senders and a distinct reservafimneach of them. A specific reservation request
is created for data packets from a particular sefdhe reservation scope is determined by an
explicit list of senders.

se —Shared explicit is shared reservation with a lichéeope. This reservation style specifies a

shared reservation environment with an expliciereation scope. This reservation style creates
a single reservation over a link that is sharedrgxplicit list of senders. Because each sender is

explicitly listed in the RESV message, differeridés can be assigned to different sender-
receiver pairs, thereby creating separate LSPs.
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shutdown

Syntax [no] shutdown
Context config>router>mpls>Isp

Description This command disables the existing LSP includirggtimary and any standby secondary paths.

To shutdown only the primary enter tbenfig router mpls IspIsp-nameprimary path-name
shutdown command.

To shutdown a specific standby secondary entecahég router mpls Isplsp-namesecondary
path-nameshutdown command. The existing configuration of the LSPrisserved.

Use theno form of this command to restart the LSP. LSPscagated in a shutdown state. Use this
command to administratively bring up the LSP.

Default shutdown
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Primary and Secondary Path Commands

primary

Syntax primary path-name
no primary

Context config>router>mpls>Isp

Description This command specifies a preferred path for the TBR command is optional only if the
secondarypath-namaes included in the LSP definition. Only one primarath can be defined for an
LSP.

Some of the attributes of the LSP such as the baltldyand hop-limit can be optionally specified as
the attributes of the primary path. The attribigescified in therimary path path-namecommand,
override the LSP attributes.

Theno form of this command deletes the association isfighth-namerom the LSHsp-name All
configurations specific to this primary path, sashrecord, bandwidth, and hop limit, are deleted.
The primary path must be shutdown first in ordedetete it. Theno primary command will not
result in any action except a warning message @wedhsole indicating that the primary path is
administratively up.

Default none

Parameters path-name —The case-sensitive alphanumeric name label foL 8# path up to 32 characters in
length.

secondary

Syntax [no] secondary path-name
Context config>router>mpls>Isp

Description This command specifies an alternative path thak 8 uses if the primary path is not availablesThi
command is optional and is not required if doafig router mpls Isplsp-nameprimary path-name
command is specified. After the switch over frora grimary to the secondary, the software
continuously tries to revert to the primary patheBwitch back to the primary path is based on the
retry-timer interval.

Up to eight secondary paths can be specified.h&lisecondary paths are considered equal and the
first available path is used. The software will satitch back among secondary paths.

Software starts the signaling of all non-standiyosdary paths at the same time. Retry counters are
maintained for each unsuccessful attempt. Onceeting limit is reached on a path, software will not
attempt to signal the path and administrativelytslown the path. The first successfully estabtishe
path is made the active path for the LSP.

Theno form of this command removes the association batwkispath-nameandlsp-name All
specific configurations for this association arketerl. The secondary path must be shutdown first in
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order to delete it. Theo secondarypath-namecommand will not result in any action except a
warning message on the console indicating thasélsendary path is administratively up.

Default none

Parameters path-name —The case-sensitive alphanumeric name label foL 8 path up to 32 characters in
length.

adaptive

Syntax [no] adaptive

Context config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

Description This command enables the make-before-break furalttgrior an LSP or a primary or secondary
LSP path. When enabled for the LSP, make-befozalkowill be performed for primary path and all
the secondary paths of the LSP.

Default adaptive

working-tp-path

Syntax [no] working-tp-path
Context config>router>mpls>Isp

Description This command creates or edits the working patlafoPLS-TP LSP. At least one working path (but
not more than one working path) must be createdrdidvilPLS-TP LSP. If MPLS-TP linear
protection is also configured, then this is thénphat is used as the default working path fori8e,
and it must be created prior to the protect palie Working-tp-path can only be deleted if no protec
tp-path exists for the LSP.

The following commands are applicable to the wagkiip-path:lsp-num, in-label, out-label, mep,
shutdown.

Default no working-tp-path

protect-tp-path

Syntax [no] protect-tp-path
Context config>router>mpls>Isp

Description This command creates or edits the protect patarfdMPLS-TP LSP. At least one working path must
exist before a protect path can be created for BASATP LSP. If MPLS-TP linear protection is also
configured, then this is the path that is usedhagefault protect path for the LSP. The protett pa
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must be deleted before the wokring path. Only an¢ept path can be created for each MPLS-TP
LSP.

The following commands are applicable to the wagkiip-path:lsp-num, in-label, out-label, mep,
and shutdown

Isp-num Isp-num
no Isp-num

config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

This command configures the MPLS-TP LSP NumbetHerworking TP path or the Protect TP
Path.

no Isp-num

Isp-num —Specifies the LSP number.
Values 1 — 65535

Default 1 for a working path, 2 for a protect path

in-label in-label
no in-label

config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

This command configures the incoming label forrieerse path or the working path or the protect
path of an MPLS-TP LSP. MPLS-TP LSPs are bidirectipand so an incoming label value must be
specified for each path.

no in-label

in-label —Specifies the in label.

Values 32 — 16415
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out-label

Syntax out-label out-label out-link if-name [next-hop ip-address]
no out-label

Context config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

Description This command configureds the outgoing label vatuese for an MPLS-TP working or protect path.
The out-link is the outgoing interface on the ntfu this path will use, and must be specifiedhéf
out-link refers to a numbered IP interface, the msay optionally configure theext-hop parameter
and the system will determine the interface totaseach the configured next-hop, but will check
that the user-entered value for théd-link corresponds to the link returned by the systeridy do
not correspond, then the path will not come up.

Default no out-label

Parameters out-label —Specifies the out label.
Values 32 — 16415
if-name —Specifies the interface name.

ip-address —Specifies the IPv4 address in a.b.c.d

mep

Syntax [no] mep
Context config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

Description This command creates or edits an MPLS-TP maintenantty group (MEG) endpoint (MEP) on
and MPLS-TP path. MEPs reporesent the terminationt flor OAM flowing on the path, as well as
linear protection for the LSP. Only one MEP carcbefigured at each end of the path.

The following commands are applicable to a MEP oi@LS-TP working or protect path: oam-
template, bfd-enable, and shutdown. In additigor,cection-template may be configured on a
protect path.

Theno form of the command removes a MEP from an MPLSs@fh.
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oam-template name
no oam-template

config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

This command applies a OAM template to an MPLS-TiPking or protect path. It contains
configuration paraeters for proactive OAM mecharighat can be enabled on the path e.g. BFD.
Configuration of an OAM template is optional.

Theno form of the command removes the OAM template fthenpath.
no oam-template

name —Speciifes a text string name for the template ug2taharacters in printable 7-bit ASCII,
enclosed in double quotes.

[no] shutdown

config>mpls>Isp>working-tp-path>mep

config>mpls>Isp>protect-tp-path>mep

config>mpls>Isp>working-tp-path

config>mpls>Isp>protect-tp-path

This command disables the existing LSP includirggtimary and any standby secondary paths.

To shutdown only the primary enter the config romels Isp Isp-name primary path-name shutdown
command.

To shutdown a specific standby secondary entecahég router mpls Isp Isp-name secondary path-
name shutdown command. The existing configuratidh@LSP is preserved.

Use the no form of this command to restart the ILSIPs are created in a shutdown state. Use this
command to administratively bring up the LSP.

shutdown

bfd-enable [bfd-mode ]
no bfd-enable

config>mpls>Isp>working-tp-path
config>mpls>Isp>protect-tp-path

The command associates the operational stateMPars-TP path with a BFD session whose control
packets flow on the path. The BFD packets are entdafed in a generic associated channel (G-ACh)
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Default

Parameters

on the path. The timer parameters of the BFD sesmi® taken from the the OAM template of the
MEP.

A value of cc means that the BFD session is onggder continuity check of the the MPLS-TP path.
In this case, the cc timer parameters of the OAMpiate apply. A value of cv means that the BFD
session is used for both continuity checking antheativity verification, and the cv timers of the
OAM template apply.

This form of the bfd-enable command is only apgileavhen it is configured under a MEP used on
an MPLS-TP working or protect path.

no bfd-enable

cc | cc_cv —¢c indicates that BFD runs in CC only mode. Thisimases GACh channel type 0x07.
cc_cv indicates that BFD runs in combined CC andn@de. This mode uses channel type 0x22
for MPLS-TP CC packets, and 0x23 for MPLS-TP CVkess.
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protection-template  name
no protection-template

config>mpls>Isp>protect-tp-path

This command applies a protection template nanaa telPLS-TP LSP that the protect path is
configured under. If the template is applied, tMfPLS-TP 1:1 linear protection is enabled on the
LSP, using the parameters specified in the nanraglste.

A named protection template can only be applietthégprotect path context of an MPLS-TP LSP.

The no form of the command removes the templatdtamldisables mpls-tp linear protection on the
LSP.

no protection-template

name —Specifies at text string for the template up taBaracters in printable 7-bit ASCII, enclosed
in double quotes.

bandwidth rate-in-mbps
no bandwidth

config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This command specifies the amount of bandwidthetogserved for the LSP path.
Theno form of this command resets bandwidth parameterdandwidth is reserved).

no bandwidth (bandwidth setting in the global LSP configurajion
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rate-in-mbps —The amount of bandwidth reserved for the LSP patibps. Allowed values are
integers in the range of 1 to 100000.

Values 0 — 100000

[no] exclude group-name [group-name...(up to 5 max)]

config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This command specifies the admin groups to be deduvhen an LSP is set up.. Up to 5 groups per
operation can be specified, up to 32 maximum. Tmia groups are defined in the
config>router>mpls>admin-group context.

Use theno form of the command to remove the exclude command.
no exclude

group-name —Specifies the existing group-name to be excludeenadn LSP is set up.

hop-limit number
no hop-limit

config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This optional command overrides tbenfig router mpls Isplsp-namehop-limit command. This
command specifies the total number of hops thatS traverses, including the ingress and egress
routers.

This value can be changed dynamically for an L3R ithalready set up with the following
implications:

If the new value is less than the current hop$iefastablished LSP, the LSP is brought down. MPLS
then tries to re-establish the LSP within the nep-himit number. If the new value is equal or more
than the current hops of the established LSP theh $P will be unaffected.

Theno form of this command reverts the values definedienthe LSP definition using tleenfig
router mpls Isp Isp-namehop-limit command.

no hop-limit
number —The number of hops the LSP can traverse, expressad integer.
Values 2 — 255
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[no] path-preference value
config>router>mpls>Isp>secondary

This command enables use of path preference anamimared standby secondary paths per LSP. If
all standby secondary paths have a default patieqemrce value then a non-standby secondary path
remains an active path, while a standby secondaayailable. A standby secondary path configured
with highest priority (lowest path-preference valarist be made the active path when the primary is
not in use. Path preference can be configuredamby secondary path.

The no form of this command resets the path-prater¢o the default value.
255

value —Specifies an alternate path for the LSP if the prinpath is not available.

Values 1-255

[no] record

config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This command enables recording of all the hopsahdtSP path traverses. Enabliegord
increases the size of the PATH and RESV refrestsages for the LSP since this information is
carried end-to-end along the path of the LSP. fibeease in control traffic per LSP may impact
scalability.

Theno form of this command disables the recording oftal hops for the given LSP. There are no
restrictions as to when tm® command can be used. Tineform of this command also disables the
record-label command.

record

[no] record-label

config>router>mpls>Isp>primary
config>router>mpls>Isp>secondary

This command enables recording of all the labetsaah node that an LSP path traverses. Enabling
therecord-label command will also enable thecord command if it is not already enabled.

Theno form of this command disables the recording ofttbps that an LSP path traverses.

record-label
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[no] srlg
config>router>mpls>Isp>secondary

This command enables the use of the SRLG constrathe computation of a secondary path for an
LSP at the head-end LER.

When this feature is enabled, CSPF includes theGs&instraint in the computation of the
secondary LSP path. This requires that the prih&® already be established and is up since the
head-end LER needs the most current ERO comput&B®F for the primary path. CSPF would
return the list of SRLG groups along with the ER®@idg primary path CSPF computation. At a
subsequent establishment of a secondary path kétBRLG constraint, the MPLS/RSVP task will
guery again CSPF providing the list of SLRG groumbers to be avoided. CSPF prunes all links
with interfaces which belong to the same SRLG#$adrtterfaces included in the ERO of the primary
path. If CSPF finds a path, the secondary is séftumpt, MPLS/RSVP will keep retrying the requests
to CSPF.

If CSPF is not enabled on the LSP name, then anslacy path of that LSP which has the SRLG
constraint included will be shut down and a speddilure code will indicate the exact reason fuoe t
failure inshow>router>mpls>Isp>path>detailoutput.

At initial primary LSP path establishment, if prirgaloes not come up or primary is not configured,
SRLG secondary will not be signaled and will putitavn state. A specific failure code will indicate
the exact reason for the failureshow>router>mpls>Isp>path>detailoutput. However, if a non-
SRLG secondary path was configured, such as a dagppath with the SRLG option disabled,
MPLS/RSVP task will signal it and the LSP use it.

As soon as the primary path is configured and ssfubly established, MPLS/RSVP moves the LSP
to the primary and signals all SRLG secondary paths

Any time the primary path is re-optimized, has ugdee MBB, or has come back up after being
down, MPLS/RSVP task checks with CSPF if the SReGosdary should be re-signaled. If MPLS/
RSVP finds that current secondary path is no loBglrG disjoint, for example, it became ineligible,
it puts it on a delayed MBB immediately after thgiey of the retry timer. If MBB fails at the first
try, the secondary path is torn down and the maghut on retry.

At the next opportunity the primary goes down, L8 will use the path of an eligible SRLG
secondary if it is UP. If all secondary eligible G paths are Down, MPLS/RSVP will use a non
SRLG secondary if configured and UP. If while th&R_is using a non SRLG secondary, an eligible
SRLG secondary came back up, MPLS/RSVP will notgwihe path of the LSP to it. As soon as
primary is re-signaled and comes up with a new SLRGMPLS/RSVP will re-signal the secondary
using the new SRLG list.

A secondary path which becomes ineligible as alre$an update to the SRLG membership list of
the primary path will have the ineligibility stattmmoved on any of the following events:

1. A successful MBB of the standby SRLG path whickes it eligible again.

2. The standby path goes down. MPLS/RSVP puts tralbly on retry at the expiry of the retry
timer. If successful, it becomes eligible. If natsessful after the retry-timer expired or the
number of retries reached the number configure@utia retry-limit parameter, it is left down.

3. The primary path goes down. In this case, thiggibée secondary path is immediately torn
down and will only be re-signaled when the primeoynes back up with a new SRLG list.
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Default

standby

Syntax
Context

Description

Default
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Once primary path of the LSP is setup and is omarally up, any subsequent changes to the SRLG
group membership of an interface the primary patlsing would not be considered until the next
opportunity the primary path is re-signaled. Thienary path may be re-signaled due to a failure or
to a make-before-break operation. Make-before-bogakirs as a result of a global revertive
operation, a timer based or manual re-optimizatiotihe LSP path, or an operator change to any of
the path constraints.

One an SRLG secondary path is setup and is opeadiiidJP, any subsequent changes to the SRLG
group membership of an interface the secondaryipatking would not be considered until the next
opportunity secondary path is re-signaled. Thes#&ry path is re-signaled due to a failure, to-a re
signaling of the primary path, or to a make betmeak operation. Make-before break occurs as a
result of a timer based or manual re-optimizatibthe secondary path, or an operator change to any
of the path constraints of the secondary pathudinf enabling or disabling the SRLG constraint
itself.

Also, the user-configured include/exclude admirugrstatements for this secondary path are also
checked together with the SRLG constraints by CSPF

Theno form of the command reverts to the default value.

no srlg

[no] standby
config>router>mpls>Isp>secondary

The secondary path LSP is normally signaled onegtimary path LSP fails. Thetandby keyword
ensures that the secondary path LSP is signaledhaimttained indefinitely in a hot-standby state.
When the primary path is re-established then #iidris switched back to the primary path LSP.

Theno form of this command specifies that the second&fy is signaled when the primary path
LSP fails.

none
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LSP Path Commands

hop

Syntax

Context

Description

Default

Parameters
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hop hop-index ip-address {strict | loose }
no hop hop-index

config>router>mpls>path

This command specifies the IP address of the Hogishie LSP should traverse on its way to the
egress router. The IP address can be the intdPaagdress or the system IP address. If the syiftem
address is specified then the LSP can choose #iebailable interface.

Optionally, the LSP ingress and egress IP add@sde included as the first and the last hop. A hop
list can include the ingress interface IP addrémessystem IP address, and the egress IP address of
any of the hops being specified.

Theno form of this command deletes hop list entriestiier path. All the LSPs currently using this
path are affected. Additionally, all services ageljvusing these LSPs are affected. The path must be
shutdown first in order to delete the hop from llo@ list. Theno hop hop-indexcommand will not
result in any action except a warning message @cdhsole indicating that the path is
administratively up.

none

hop-index —The hop index is used to order the hops specilibd.LSP always traverses from the
lowest hop index to the highest. The hop index dmgsieed to be sequential.

Values 1—1024

ip-address —The system or network interface IP address ofrémestt router. The IP address can be
the interface IP address or the system IP addifabe system IP address is specified then the
LSP can choose the best available interface. Alisbpan also include the ingress interface IP
address, the system IP address, and the egreddrésa of any of the specified hops.

loose — This keyword specifies that the route taken byli8€ from the previous hop to this hop
can traverse through other routers. Multiple hopies with the same IP address are flagged as
errors. Either théooseor strict keyword must be specified.

strict — This keyword specifies that the LSP must take ealipath from the previous hop router to
this router. No transit routers between the previamuter and this router are allowed. If the IP
address specified is the interface address, thangtihe interface the LSP must use. If there are
direct parallel links between the previous routed this router and if system IP address is
specified, then any one of the available interfa@@sbe used by the LSP. The user must ensure
that the previous router and this router have ectliink. Multiple hop entries with the same IP
address are flagged as errors. Eitheddbseor strict keyword must be specified.
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path

Syntax [no] path path-name
Context config>router>mpls

Description This command creates the path to be used for anA $&th can be used by multiple LSPs. A path
can specify some or all hops from ingress to egaagsthey can be eithstrict orloose A path can
also be empty (npath-namespecified) in which case the LSP is set up baseld® (best effort)
calculated shortest path to the egress routersRaghcreated inshutdown state. A path must be
shutdown before making any changes (adding oridglabps) to the path. When a path is shutdown,
any LSP using the path becomes operationally down.

To create a strict path from the ingress to thesgrouter, the ingress and the egress routershaust
included in the path statement.

Theno form of this command deletes the path and a#issociated configuration information. All the
LSPs that are currently using this path will beetiéd. Additionally all the services that are aaliiv
using these LSPs will be affected. A path musshgdown and unbound from all LSPs using the
path before it can be deleted. Ti®path path-namecommand will not result in any action except a
warning message on the console indicating thapétle may be in use.

Parameters path-name —Specify a unique case-sensitive alphanumeric nafved for the LSP path up to 32
characters in length.

shutdown

Syntax [no] shutdown
Context config>router>mpls>path

Description This command disables the existing LSPs usingpthil. All services using these LSPs are affected.
Binding information, however, is retained in thas®Ps. Paths are created in deitdown state.

Theno form of this command administratively enablesghé. All LSPs, where this path is defined
as primary or defined as standby secondary, ayesfablished.

Default shutdown
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Static LSP Commands

static-Isp

Syntax
Context

Description

Parameters

push

Syntax

Context

Description

Parameters

[no] static-Isp Isp-name

config>router>mpls

This command is used to configure a static LSFheririgress router. The static LSP is a manually set
up LSP where the nexthop IP address and the owdalirel (push) must be specified.

Theno form of this command deletes this static LSP asabaiated information.

The LSP must be shutdown first in order to deleté the LSP is not shut down, tie static-Isp
Isp-namecommand does nothing except generate a warningage®n the console indicating that
the LSP is administratively up.

Isp-name —Name that identifies the LSP.

Values Up to 32 alphanumeric characters.

push label nexthop ip-address
no push {label

config>router>mpls>static-Isp

This command specifies the label to be pushed etethel stack and the next hop IP address for the
static LSP.

Theno form of this command removes the association @fabel to push for the static LSP.

label — Specifies the use of the implicit label value fog push operation.

label — The label to push on the label stack. Label valiethrough 1,048,575 are defined as
follows:

Label values 16 through 31 are 7210 SAS M reserved.

Label values 32 through 1,023 are available fdicstsssignment.

Label values 1,024 through 2,047 are reservedutoré use.

Label values 2,048 through 18,431 are staticakygaed for services.

Label values 28,672 through 131,071 are dynamieabigned for both MPLS and services.
Label values 131,072 through 1,048,575 are resdorefdture use.

Values 16 — 1048575

nexthop ip-address— This command specifies the IP address of the ngxtédwards the LSP
egress router. If an ARP entry for the next hoptsxithen the static LSP is marked operational.
If ARP entry does not exist, software sets the afp@nal status of the static LSP to down and
continues to ARP for the configured nexthop. Sofen@ontinuously tries to ARP for the
configured nexthop at a fixed interval.
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shutdown

Syntax [no] shutdown
Context config>router>mpls>static-Isp

Description This command is used to administratively disabéedtatic LSP.

Theno form of this command administratively enablesgtagic LSP.

Default shutdown

to

Syntax  to ip-address
Context config>router>mpls>static-Isp

Description This command specifies the system IP address adghess router for the static LSP. When creating
an LSP this command is required. For LSPs thatised as transport tunnels for services toh®
addressnust be the system IP address.

Parameters ip-address —The system IP address of the egress router.

Default none
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RSVP Configuration Commands

Generic Commands

shutdown

Syntax

Context

Description

Default

[no] shutdown

config>router>rsvp
config>router>rsvp>interface

This command disables the RSVP protocol instanebeoRSVP-related functions for the interface.
The RSVP configuration information associated whitis interface is retained. When RSVP is
administratively disabled, all the RSVP sessiomstam down. The existing configuration is
retained.

Theno form of this command administratively enables RSWRhe interface.

shutdown
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RSVP Commands

rsvp
Syntax [no] rsvp
Context config>router
Description This command enables the context to configure RBMBocol parameters. RSVP is not enabled by

default and must be explicitely enablea Shutdown).

RSVP is used to set up LSPs. RSVP should be enahledl router interfaces that participate in
signaled LSPs.

Theno form of this command deletes this RSVP protocsténce and removes all configuration
parameters for this RSVP instance. To suspendxéneuéion and maintain the existing configuration,
use theshutdown command. RSVP must be shutdown before the RS\E&nios can be deleted. If
RSVP is not shutdown, theo rsvp command does nothing except issue a warning messathe
console indicating that RSVP is still administrativenabled.

Default no shutdown

The Russian Doll Model (RDM) LSP admission congrolicy allows bandwidth sharing across
Class Types. It provides a hierarchical model byctvithe reserved bandwidth of a CT is the sum of
the reserved bandwidths of the numerically equdltdagher CTs.

The RDM model is defined using the following eqaas:
SUM (Reserved (CTc)) <= BCb,

where the SUM is across all values of c in the edng= ¢ <= (MaxCT - 1), and BCb is the
bandwidth constraint of CTb.

BCO0= Max-Reservable-Bandwidth, so that
SUM (Reserved(CTc)) <= Max-Reservable-Bandwidth,
where the SUM is across all values of ¢ in the eafig<= ¢ <= (MaxCT - 1).

graceful-shutdown

Syntax [no] graceful-shutdown

Context config>router>rsvp
config>router>rsvp>interface

Description This command initiates a graceful shutdown of fhecffied RSVP interface or all RSVP interfaces
on the node if applied at the RSVP level. Theseef@mred to as maintenance interface and
maintenance node, respectively.

To initiate a graceful shutdown the maintenancesrgeherates a PathErr message with a specific
error sub-code of Local Maintenance on TE Link iegplifor each LSP that is exiting the
maintenance interface.
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The node performs a single make-before-break attéanpll adaptive CSPF LSPs it originates and
LSP paths using the maintenance interfaces. Iftamative path for an affected LSP is not found,
then the LSP is maintained on its current path. a@tenance node also tears down and re-signals
any detour LSP path using listed maintenance axted as soon as they are not active.

The maintenance node floods an IGP TE LSA/LSP doint Link TLV for the links under graceful
shutdown with Traffic Engineering metric set to fififfff and Unreserved Bandwidth parameter set
to zero (0).

A head-end LER node, upon receipt of the PathEssage performs a single make-before-break
attempt on the affected adaptive CSPF LSP. If tanrsdtive path is not found, then the LSP is
maintained on its current path.

A node does not take any action on the paths dfaflewving originating LSPs after receiving the
PathErr message:

a. An adaptive CSPF LSP for which the PathErr iatis a node address in the address list and
the node corresponds to the destination of the L'SfRis case, there are no alternative paths
which can be found.

b. An adaptive CSPF LSP whose path has explicis ligined using the listed maintenance
interface(s)/node(s).

c. A CSPF LSP with the adaptive option disabledwhith current path is over the listed
maintenance interfaces in the PathErr messageeTremot subject to make-before-break.

d. A non CSPF LSP which current path is over thied maintenance interfaces in the PathErr
message.

The head-end LER node upon receipt of the updB@STIE LSA/LSP for the maintenance interfaces
updates the TE database. This information will 8eduat the next scheduled CSPF computation for
any LSP which path may traverse any of the maimemanterfaces.

Theno form of the command disables the graceful shutdoparation at the RSVP interface level or
at the RSVP level. The configured TE parametetb®imaintenance links are restored and the
maintenance node floods the links.

Default none

keep-multiplier

Syntax [no] keep-multiplier number
no keep-multiplier
Context config>router>rsvp

Description Thekeep-multiplier numberis an integer used by RSVP to declare that avaten is down or the
neighbor is down.

Theno form of this command reverts to the default value.
Default 3

Parameters number —Thekeep-multiplier value.

Values 1—255
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refresh-reduction-over-bypass

Syntax
Context

Description

Default

refresh-reduction-over-bypass  [enable | disable ]

config>router>rsvp

This command enables the refresh reduction cafiabibver all bypass tunnels originating on this
7210 SASPLR node or terminating on thi210 SASMerge Point (MP) node.

By default, this is disabled. Since a bypass tunmgl merge with the primary LSP path in a node
downstream of the next-hop, there is no directriate between the PLR and the MP node and it is
possible the latter will not accept summary refresssages received over the bypass.

When disabled, the node as a PLR or MP will notlset Refresh-Reduction-Capable” bit on RSVP
messages pertaining to LSP paths tunneled ovdayibess. It will also not send Message-ID in
RSVP messages. This effectively disables summényste

disable

rapid-retransmit-time

Syntax

Context

Description

Default

Parameters

Page 162

rapid-retransmit-time  hundred-milliseconds
no rapid-retransmit-time

config>router>rsvp

This command defines the value of the Rapid Retngson Interval. It is used in the re-
transmission mechanism to handle unacknowledgedagesid objects and is based on an
exponential back-off timer.

Re-transmission interval of a RSVP message witls#mee message_id = 2 * rapid-retransmit-time
interval of time.

The node stops re-transmission of unacknowledgedPR8essages:
* If the updated back-off interval exceeds the valtithe regular refresh interval.

« If the number of re-transmissions reaches theevafitherapid-retry-limit parameter, which-
ever comes first.

The Rapid Retransmission Interval must be smallen the regular refresh interval configured in
config>router>rsvp>refresh-time.

Theno form of this command reverts to the default value.
5

hundred-milliseconds -Specifies the rapid retransmission interval.

Values 1 - 100, in units of 100 msec.
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rapid-retry-limit
Syntax rapid-retry-limit  limit
no rapid-retry-limit
Context config>router>rsvp

Description This command is used to define the value of thadR@ptry Limit. This is used in the retransmission
mechanism based on an exponential backoff timerder to handle unacknowledged message_id
objects. The RSVP message with the same messageetdgansmitted every 2 * rapid-retransmit-
time interval of time. The node will stop retranseion of unacknowledged RSVP messages
whenever the updated backoff interval exceeds élhee\of the regular refresh interval or the number
of retransmissions reaches the value of the ragiig-timit parameter, whichever comes first.

Theno form of this command reverts to the default value.
Default 3

Parameters limit — Specifies the value of the Rapid Retry Limit.

Values 1 -6, integer values

refresh-time

Syntax  refresh-time seconds
no refresh-time

Context config>router>rsvp

Description Therefresh-time controls the interval, in seconds, between theesgive Path and Resv refresh
messages. RSVP declares the session down aftessiskeep-multiplier numberconsecutive
refresh messages.

Theno form of this command reverts to the default value.
Default 30 seconds

Parameters seconds —Fhe refresh time in seconds.

Values 1 — 65535
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Interface Commands

interface

Syntax [no] interface ip-int-name
Context config>router>rsvp

Description This command enables RSVP protocol support on amtéface. No RSVP commands are executed
on an IP interface where RSVP is not enabled.

Theno form of this command deletes all RSVP commands sishello-interval andsubscription,
which are defined for the interface. The RSVP iisigg must behutdown it can be deleted. If the
interface is not shut down, tm® interface ip-int-namecommand does nothing except issue a
warning message on the console indicating thaintieeface is administratively up.

Default shutdown

Parameters ip-int-name —The name of the network IP interface. An interfaaene cannot be in the form of an
IP address. If the string contains special charagte $, spaces, etc.), the entire string must be
enclosed within double quotes.

Values 1 — 32 alphanumeric characters.

authentication-key

Syntax authentication-key [authentication-key | hash-key] [hash | hash2]
no authentication-key

Context config>router>rsvp>interface

Description his command specifies the authentication key tadsel between RSVP neighbors to authenticate
RSVP messages. Authentication uses the MD-5 messsgsl digest.

When enabled on an RSVP interface, authenticafi@S% P messages operates in both directions of
the interface.

A 7210 SAS M node maintains a security associatging one authentication key for each interface
to a neighbor. The following items are stored i tlontext of this security association:

e The HMAC-MD5 authentication algorithm.

« Key used with the authentication algorithm.

« Lifetime of the key. The user-entered key is validil the user deletes it from the interface.
» Source Address of the sending system.

 Latest sending sequence number used with thisdexyifier.

A 7210 SAS M RSVP sender transmits an authentigatigest of the RSVP message, computed
using the shared authentication key and a keyel-digsrithm. The message digest is included in an
integrity object which also contains a flags fieddkey identifier field, and a sequence numbedfiel
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bfd-enable

Syntax
Context

Description

MPLS and RSVP

The RSVP sender complies to the procedures for R8¥$5age generation in RFC 27RBVP
Cryptographic Authenticatian

A RSVP receiver uses the key together with theenttbation algorithm to process received RSVP
messages.

The MD5 implementation does not support the autbetidbn challenge procedures in RFC 2747.

Theno form of this command disables authentication.
no authentication-key- The authentication key value is the null string.

authentication-key —Fhe authentication key. The key can be any comipinaif ASCII characters
up to 16 characters in length (unencrypted). Ifsfneg contains special characters (#, $, spaces,
etc.), the entire string must be enclosed withinbde quotes.

hash-key —The hash key. The key can be any combination &ialphanumeric characters. If
spaces are used in the string, enclose the efriing g1 quotation marks (* ).

This is useful when a user must configure the patambut for security purposes, the actual
unencrypted key value is not provided.

hash —Specifies the key is entered in an encrypted fdfthe hashparameter is not used, the key
is assumed to be in a non-encrypted, clear tert.féior security, all keys are stored in encrypted
form in the configuration file with theash parameter specified.

hash2 — Specifies the key is entered in a more complexygrted form. If thehash2parameter is
not used, the less encryptedshform is assumed.

[no] bfd-enable
config>router>rsvp>interface

This command enables the use of bi-directional &ding (BFD) to control the state of the
associated RSVP interface. This causes RSVP teteedhe interface with the BFD session on that
interface.

The user configures the BFD session parameterk,agjiransmit-interval , receive-interval, and
multiplier , under the IP interface in tlenfig>router> interface>bfd context.

Note that it is possible that the BFD session enittkerface was started because of a prior retjmtra
with another protocol, for example, OSPF or I1S-IS.

The registration of an RSVP interface with BFD éfprmed at the time of neighbor gets its first
session. This means when this node sends or recginew Path message over the interface. If
however the session did not come up, due to neiwvieg a Resv for a new path message sent after
the maximum number of re-tries, the LSP is shutdawnh the node de-registers with BFD. In
general, the registration of RSVP with BFD is rema\as soon as the last RSVP session is cleared.

The registration of an RSVP interface with BFD ésfprmed independent of whether RSVP hello is
enabled on the interface or not. However, hell@bot will clear all sessions towards the neighbor
and RSVP de-registers with BFD at clearing of tet session.

Note that an RSVP session is associated with @hergoased on the interface address the path
message is sent to. If multiple interfaces exishosame node, then each interface is treated as a
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separate RSVP neighbor. The user will have to @®BD on each interface and RSVP will register
with the BFD session running with each of thosgleors independently

Similarly the disabling of BFD on the interfaceukls in removing registration of the interface with
BFD.

When a BFD session transitions to DOWN state, ¢tieviing actions are triggered. For RSVP
signaled LSPs, this triggers activation of FRR kygddetour backup (PLR role), global revertive
(head-end role), and switchover to secondary if(@ead-end role) for affected LSPs with FRR
enabled. It triggers switchover to secondary if angt scheduling of re-tries for signaling the priyna
path of the non-FRR affected LSPs (head-end role).

Theno form of this command removes BFD from the assedi&SVP protocol adjacency.

Default no bfd-enable

hello-interval

Syntax hello-interval milli-seconds
no hello-interval

Context config>router>rsvp>interface

Description This command configures the time interval betwe&VR hello messages.

RSVP hello packets are used to detect loss of R@WRectivity with the neighboring node. Hello
packets detect the loss of neighbor far quicken thevould take for the RSVP session to time out
based on the refresh interval. After the loss efdhnumber keep-multiplier consecutive hello
packets, the neighbor is declared to be in a ddate.s

Theno form of this command reverts to the default valfiehe hello-interval. To disable sending
hello messages, set the value to zero.

Default 3000milliseconds

Parameters milli-seconds —Specifies the RSVP hello interval in milliseconismultiples of 1000. A 0 (zero)
value disables the sending of RSVP hello messages.

Values 0 — 60000 milliseconds (in multiples of 1000)

implicit-null-label
Syntax implicit-null-label  [enable | disable ]
no implicit-null-label
Context config>router>rsvp

Description This command enables the use of the implicit railel for all LSPs.

All LSPs for which this node is the egress LER &ordvhich the path message is received from the
previous hop node over this RSVP interface wilhsighe implicit null label. This means that if the
egress LER is also the merge-point (MP) node, therincoming interface for the path refresh
message over the bypass dictates if the packetisélthe implicit null label or not. The same fdr-a
to-1 detour LSP.
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The user must shutdown the RSVP interface befargtable to change the implicit null
configuration option.

Theno form of this command returns the RSVP interfacese the RSVP level configuration value.
Default disable

Parameters enable —This parameter enables the implicit null label.

disable —This parameter disables the implicit null label.

refresh-reduction

Syntax [no] refresh-reduction
Context config>router>rsvp>interface

Description This command enables the use of the RSVP overledagsh reduction capabilities on this RSVP
interface.

The 7210 SAShode accepts bundle RSVP messages from its peetlwinterface, performs

reliable RSVP message delivery to its peer, addesi summary refresh messages to refresh the path
and resv states. Reliable message delivery musstfileitly enabled by the user after refresh
reduction is enabled.

The other two capabilities are immediately enabled.

A bundle message reduces the overall message hgratid, it consists of a bundle header followed
by one or more bundle sub-messages. A bundle sgbage is any RSVP message other than a
bundle message. A 7210 node only processes thddalR&VP messages received and does not
generate them.

When reliable message delivery is supported by thetimode and its peer over the RSVP interface, a
RSVP message is sent with a message_id object.s&age_id object can be added to any RSVP
message or it can be a sub-message of a bundleshgees

If a node sets the ack_desired flag in the messagbject , the receiver acknowledges the recdipt o
the RSVP message by piggy-backing a message aektabjhe next RSVP message it sends to the
node. Alternatively, an ACK message can also bd tseend the message_ack object. In both cases,
more than one message_ack object can be included seme message.

The 7210 supports only the use of ACK messagesto smessage_ack object, but it can also process
the received message_ack objects piggy-backedadirdnop RSVP messages, such as path and
resv.

The 7210 sets the ack_desired flag only in noresffRSVP messages and in refresh messages
which contain new state information.

A retransmission mechanism based on an expondaiiéloff timer is supported to handle un-
acknowledged message_id objects. A RSVP messafjehgitsame message_id is re-transmitted at
an interval of 2 * rapid-retransmit-time. The rap&transmit-time is referred to as the rapid
retransmission interval and it should be lessan tha regular refresh interval configured in the
config>router>rsvp>refresh-time context.

Rapid retry limit indicates the maximum number etransmissions allowed for unacknowledged
RSVP messages. The node stops the retransmissioracknowledged RSVP messages when:
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Default

reliable-delivery

Syntax
Context

Description
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« The updated backoff interval exceeds the regelffesh interval.

e The number of retransmissions reaches the valtleeofpid-retry-limit parameter, whichever
comes first.

These two parameters can be configured on a syetémconfig>router>rsvp context.

Refresh summary consists of sending a summarystefreessages containing message _id list
objects.

The fields of the message_id list object are pdpdlavith the values from the message_identifier
field in the message_id object of a previously $editvidual path or resv message. The summary
refresh message is sent per refresh regular intéifva interval is configured by the user using the
refresh-time command in the config>router>rsvp eghtThe receiver checks each message_id
object against the saved path and resv statesi#teh is found the state is updated. If any
message_identifier field does not match,the noddsa message_id_nack object to the originator of
the message.

The above capabilities are collectively referredsd’Refresh Overhead Reduction Extensions”.
When refresh-reduction is enabled on an RSVP imterfthe node sets a “refresh-reduction-capable”
bit in the flag field of the common RSVP headebdth peers on a RSVP interface set the “refresh-
reduction-capable” bit, all the refresh overheatlition extensions can be implemented. The node
monitors the bit in all the RSVP messages recefirad the peer. The router stops sending summary
refresh messages once the bit is cleared ,thedmstenot send summary refresh messages if the bit
is not set by the peer.

A node (with refresh reduction, reliable messadevely enabled) attempts to perform reliable
message delivery even if the “refresh-reductionabdgd’ bit is not set by the peer. If the peer doats
support the message_id object, it returns an enessage “unknown object class”.The node re-
transmits the RSVP message without the messagbjddt@nd adopts the same message handling
method for all future messages sent to the peer.

Theno form of the command reverts to the default value.

no refresh-reduction

[no] reliable-delivery
config>router>rsvp>interface>refresh-reduction

This command enables reliable delivery of RSVP mgss over the RSVP interface. When refresh-
reduction is enabled on an interface and reliaklesdry is disabled, then the router will send a
message_id and not set ACK desired in the RSVPagessover the interface. Thli210 SASdoes

not expect an ACK and but will accept it if recadv@he node will also accept message ID and reply
with an ACK when requested. In this case, if thiglinleor set the “refresh-reduction-capable” bit in
the flags field of the common RSVP header, the neileenter summary refresh for a specific
message_id it sent regardless if it received an AE€HKot to this message from the neighbor.

Finally, when ‘reliable-delivery’ option is enabled any interface, RSVP message pacing is
disabled on all RSVP interfaces of the systemef@mple, the user cannot enable the msg-pacing
option in theconfig>router>rsvp context, and error message is returned in CLI.vE€wsely, when

the msg-pacing option is enabled, the user carmadile the reliable delivery option on any interface
on this system. An error message will also gendrat€L| after such an attempt.
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subscription

Syntax

Context

Description

Default

Parameters

MPLS and RSVP

Theno form of the command reverts to the default value.

no reliable-delivery

subscription percentage
no subscription

config>router>rsvp>interface

This command configures the percentage of thelaridwidth that RSVP can use for reservation and
sets a limit for the amount of over-subscriptiorunder-subscription allowed on the interface.

When thesubscription is set to zero, no new sessions are permittetiisninterface. If the
percentages exceeded, the reservation is rejected and mkggage is generated.

Theno form of this command reverts tpercentageo the default value.
100

percentage —Fhe percentage of the interface's bandwidth thatAR&llows to be used for
reservations.

Values 0 — 1000
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Message Pacing Commands

msg-pacing

Syntax
Context

Description

Default

max-burst

Syntax

Context

Description

Default

Parameters

period

Syntax

Context

Description

Default

Parameters
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[no] msg-pacing
config>router>rsvp

This command enables RSVP message pacing in wiéckpecified number of RSVP messages,
specified in thanax-burst command, are sent in a configured interval, spetih theperiod
command. A count is kept of the messages that drexgped because the output queue for the
interface used for message pacing was full.

no msg-pacing

max-burst number
no max-burst

config>router>rsvp>msg-pacing

This command specifies the maximum number of RS\¥éBsages that are sent in the specified
period under normal operating conditions.

650
number —

Values 100 — 1000 in increments of 10

period milli-seconds
no period

config>router>rsvp>msg-pacing

This command specifies the time interval, in méiiends, when the router can send the specified
number of RSVP messages which is specified imthg-burst command.

100
milli-seconds —

Values 100 — 1000 milliseconds in increments of 10 miltiseds
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Show Commands

admin-group

Syntax

Context
Description
Parameters

Output

admin-group group-name
show>router>mpls
This command displays MPLS administrative groupiinfation.

group-name —Specify a group name up to 32 characters.

MPLS Administrative Group Output Fields — The following table describes MPLS
administrative group output fields.
Label Description

Group Name The name of the group. The name identifies the aidtnative group
within a virtual router instance.

Group Value The unique group value associated with the admnatige group.
If the value displays -1, then the group valuetlfits entry has not been
set.

No. of Groups The total number of configured admin groups witthie virtual router
instance.

Sample Output

A:ALA-1# show router npls adm n-group

MPLS Administrative Groups

Group Name Group Value
green 15

red 25

yellow 20

No. of Groups: 3

A:ALA-1#
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bypass-tunnel

Syntax bypass-tunnel [to ip-address] [protected-Isp [Isp-name]] [dynamic | manual ] [detail ]
Context show>router>mpls

Description If fast reroute is enabled on an LSP and the fgaitiethod is selected, instead of creating a sépara
LSP for every LSP that is to be backed up, a sih§le is created which serves as a backup for a set
of LSPs. Such an LSP tunnel is called a bypasstunn

Parameters ip-address —Specify the IP address of the egress router.
Isp-name —Specify the name of the LSP protected by the byhasel.
dynamic — Displays dynamically assigned labels for bypassgatmn.
manual — Displays manually assigned labels for bypass ptiotec

detail — Displays detailed information.

Output MPLS Bypass Tunnel Output Fields —  The following table describes MPLS bypass tunnél ou

put fields.
To The system IP address of the egress router.
State The LSP’s administrative state.
Out I'F Specifies the name of the network IP interface.
Out Label Specifies the incoming MPLS label on which to match

Reserved BW (Kbps) Specifies the amount of bandwidth in megabits peosd (Mbps)
reserved for the LSP.

Sample Output

*A:Dut-A>show>router>mpls# bypass-tunnel

MPLS Bypass Tunnels

Legend : m-Manual d - Dynamic

To State Out I/F Out Label Reserved Protected Type
BW (Kbps) LSP Count

10.10.36.3 Up lag-1:10 131066 0 2 d
1010232 Up lag-1:10 130454 0 4 d
10.1046.4 Up lag-2 130592 0 4 d
10.10.36.6 Up lag-2 130591 0 2 d

Bypass Tunnels : 4

*A:Dut-A>show>router>mpls#
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interface
Syntax interface [ip-int-name | ip-address] [label-map label]
interface [ip-int-name | ip-address]
Context show>router>mpls
Description This command displays MPLS interface information.

Parameters ip-int-name —The name of the network IP interface. An interfaaee cannot be in the form of an
IP address. If the string contains special charadte $, spaces, etc.), the entire string must be
enclosed within double quotes.

ip-address —The system or network interface IP address.
label-map label —The MPLS label on which to match.
Values 32 — 1048575

Output  MPLS Interface Output Fields —  The following table describes MPLS interface outipeitls.

Label Description
Interface The interface name.
Port-id The port ID displayed in thelot/mda/porfformat.
Adm Specifies the administrative state of the interface
Opr Specifies the operational state of the interface.
Srlg Groups Specifies the shared risk link group (SRLG) name(s)
Te-metric Specifies the traffic engineering metric used aititerface.
Interfaces The total number of interfaces.
Transmitted Displays the number of packets and octets transdiitom the inter-
face.
Received Displays the number of packets and octets received.
In Label Specifies the ingress label.
InI/F Specifies the ingress interface.
Out Label Specifies the egress label.
Out I'F Specifies the egress interface.
Next Hop Specifies the next hop IP address for the statle. LS
Type Specifies whether the label value is staticallgypmamically assigned.

A:7210SAS# show router mpls interface

MPLS Interfaces
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label

Syntax
Context
Description

Parameters

Output

Interface Port-id Adm Opr TE-metric

system system Up Up None
Admin Groups None
Srlg Groups None

ip-10.10.2.3 1/1/15 Up Up None
Admin Groups None
Srlg Groups None

ip-10.10.5.3 1/1/1 Up Up None
Admin Groups None
Srlg Groups None

ip-10.10.11.3 1/1/3 Up Up None
Admin Groups None
Srlg Groups None

ip-10.10.12.3 lag-1 Up Up None
Admin Groups None
Srlg Groups None

Interfaces : 5

*A:7210SASH#

label start-label [end-label | in-use | label-owner]
show>router>mpls
Displays MPLS labels exchanged.

start-label— The label value assigned at the ingress router.
end-label— The label value assigned for the egress router.

in-use— The number of in-use labels displayed.

MPLS Label Output Fields —

The following table describes MPLS label outputdge

Label Description
Label Displays the value of the label being displayed.
Label Type Specifies whether the label value is staticallgypmamically assigned.
Label Owner The label owner.

In-use labels in

The total number of labels being used by RSVP.
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entire range

Sample Output

*A:SRU4>config>router>mpls# show router mpls lab el 202

MPLS Label 202

Label Label Type Label Owner
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202 static-Isp STATIC

In-use labels in entire range :5 057

*A:SRU4>config>router>mpls#

label-range

Syntax label-range
Context show>router>mpls
Description This command displays the MPLS label range.

Output  MPLS Label Range Output — The following table describes the MPLS label rangtput fields.

Label Description
Label Type Displays the information abostatic-Isp, static-svg anddynamic
label types.
Start Label The label value assigned at the ingress router.
End Label The label value assigned for the egress router.
Aging The number of labels released from a service waiehransitioning

back to the label pool. Labels are aged 15 seconds.

Total Available The number of label values available.

Sample Output

*A:Dut-A# show router mpls label-range

Label Ranges

Label Type  Start Label End Label Agi ng Total Available
static-lsp 32 1023 - 992

static-svc 2048 18431 - 16384

dynamic 32768 131071 0 102400
*A:Dut-A#
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Isp

Syntax Isp Isp-name [status {up|down}] [from ip-address | to ip-address] [detail ]
Isp {transit | terminate } [status {up | down}] [from ip-address | to ip-address | Isp-name
name] [detail ]
Isp count
Isp Isp-name activepath
Isp Isp-name path [path-name] [status {up |down }] [detail ]
Isp [Isp-name] path [path-name] mbb

Context show>router>mpls
Description This command displays LSP details.

Parameters Isp Isp-name —The name of the LSP used in the path.
status up —Displays an LSP that is operationally up.
status down —Displays an LSP that is operationally down.
from ip-address —Displays the IP address of the ingress routerferLiSP.
to ip-address —Displays the IP address of the egress router oL 8P.
transit — Displays the number of static LSPs that transibdigh the router.
terminate — Displays the number of static LSPs that terminatbearouter.
Isp count— Displays the total number of LSPs.
activepath —Displays the present path being used to forwaffidra
mbb — Displays make-before-break (MBB) information.

detail — Displays detailed information.
Output  MPLS LSP Output — The following table describes MPLS LSP output field

Label Description

LSP Name The name of the LSP used in the path.
To The system IP address of the egress router fdrSire
Adm State Down — The path is administratively disabled.
Up — The path is administratively enabled.
Oper State Down — The path is operationally down.
Up — The path is operationally up.
Oper State Down — The path is operationally down.
Up — The path is operationally up.
LSPs The total number of LSPs configured.

From The IP address of the ingress router for the LSP.

Page 178 7210 SAS M, X, R6 MPLS Configuration
Guide



MPLS and RSVP

Label Description (Continued)
LSP Up Time The length of time the LSP has been operational.
Transitions The number of transitions that have occurred ferltSP.
Retry Limit The number of attempts that the software shouldentake-establish
the LSP after it has failed.
Signaling Specifies the signaling style.
Hop Limit The maximum number of hops that an LSP can trayarskiding the

Fast Reroute/
FastFail Config

ADSPEC

Primary

Secondary

Bandwidth

LSP Up Time

LSP Tunnel ID

To

LSP Down Time

Path Changes

Retry Timer

Resv Style

7210 SAS M, X, R6 MPLS Configuration Guide

ingress and egress routers.

enabled — Fast reroute is enabled. In the event of a failuedfic
is immediately rerouted on the pre-computed det@®@R, thus mini-
mizing packet loss.

disabled —  There is no detour LSP from each node on the pyimar
path.

enabled — The LSP will include advertising data (ADSPEC)
objects in RSVP messages.

disabled —  The LSP will not include advertising data (ADSPEC)
objects in RSVP messages.

The preferred path for the LSP.

The alternate path that the LSP will use if thenary path is not avail-
able.

The amount of bandwidth in megabits per second &)Ibgserved for
the LSP path.

The total time in increments that the LSP pathlieen operational.

The value which identifies the label switched phtdt is signaled for
this entry.

The IP address of the egress router for the LSP.

The total time in increments that the LSP pathr@deen opera-
tional.

The number of path changes this LSP has had. oy @ath change
(path down, path up, path change), a corresporsyisipg/trap (if
enabled) is generated.

The time, in seconds, for LSP re-establishmentgits after an LSP
failure.

se — Specifies a shared reservation environment witmidd res-
ervation scope. This reservation style createaglesreservation over
a link that is shared by an explicit list of sergler

Page 179



Show Commands

Page 180
Guide

Label Description (Continued)

ff — Specifies a shared reservation environment witexghicit
reservation scope. Specifies an explicit list afdsars and a distinct
reservation for each of them.

Negotiated MTU The size of the maximum transmission unit (MTU)ttisanegotiated
during establishment of the LSP.

FR Hop Limit The total number of hops a detour LSP can takerbef®rging back
onto the main LSP path.

LastResignalAt- Displays the system up time when the last attempggignal this LSP

tempt was made.

VprnAutoBind Displays the status on VPRN auto-bind feature ablked or disabled.

Sample Output

*A:SRU4>config>router>mpls# show router mpls Isp "to_110_20_1_1 cspf"

MPLS LSPs (Originating)

LSP Name To Fastfail  Adm Opr
Config

to_110 20_1 1_cspf 110.20.1.1 No Up Up

LSPs:1

*A:SRU4>config>router>mpls#

*A:Dut-A# show router mpls Isp transit detail

MPLS LSPs (Transit) (Detail)

LSPD_B_1:D B 1

From :10.20.1.4 To :10.20.1.2

State :Up

In Interface :lag-1:10 In Lab el  :130668

Out Interface :lag-2 Out La bel :131065

Previous Hop :10.10.14.4 Next H op :10.10.12.2

Reserved BW : 0 Kbps

*A:Dut-A#

*A:7210-SAS>show>router>mpls# Isp A detail

MPLS LSPs (Originating) (Detail)
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Type : Originating

LSP Name :A LSP Tunnel ID :1

From 12222 To : 100.100.100.100
Adm State : Up Oper State : Down

LSP Up Time : 0d 00:00:00 LSP Down Time : 0d 00:05:42
Transitions : 2 Path Changes :2

Retry Limit: 0 Retr y Timer : 30 sec
Signaling : RSVP Resv . Style :SE

Hop Limit : 255 Nego tiated MTU : O

Adaptive : Enabled Clas sType 10
FastReroute : Disabled Oper FR : Disabled
CSPF : Disabled ADSP EC : Disabled
Metric  : 0

Include Grps: Excl ude Grps

None None

Type - RegularLsp Leas tFill  : Disabled
LdpOverRsvp : Enabled Vprn AutoBind : Enabled

Oper Metric : 65535

Primary :A Down Time  :0d 00:05:42
Bandwidth : 0 Mbps

*A:7210-SAS>show>router>mpls# Isp 2 detail

*A:Dut-A# show router mpls Isp A_D_15 path detalil

MPLS LSP A_D_15 Path (Detail)

Legend :
@ - Detour Available # - Detour In Use
b - Bandwidth Protected n - Node Prot ected

LSP A D_15Path A_D_15

LSP Name :A D 15 Pa th LSP ID : 19002
From :10.20.1.1 To :10.20.1.4
Adm State : Up Op er State : Up
Path Name :A D_15 Pa th Type : Primary
Path Admin : Up Pa th Oper :Up
Outlinterface: lag-1:10 Ou t Label :130607
Path Up Time: 0d 00:19:18 Pa th Dn Time: 0d 00:00:00
Retry Limit: O Re try Timer : 10 sec
RetryAttempt: O Ne xt Retry *: 0 sec
Bandwidth : 10 Mbps Op er Bandwi*: 10 Mbps
Hop Limit : 255
Record Route: Record Re cord Label: Record
Oper MTU : 9194 Ne gotiated *: 9194
Adaptive : Enabled MB B State : N/A
Include Grps: Ex clude Grps:
None No ne
Path Trans : 2 CS PF Queries: 34
Failure Code: noError Fa ilure Node: n/a
ExplicitHops:

10.20.1.4
Actual Hops :

10.10.14.1(10.20.1.1) @ Re cord Label : N/A
->10.10.14.4(10.20.1.4) Re cord Label :130607
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oam-template

Syntax
Context

Description

ComputedHops:
10.10.14.1  ->10.10.14.4
De
De

De

In

Ou

Detour Stat*: Standby

Detour Avoi*: 10.10.14.4

Detour Acti*: n/a

In Interface: n/a

Out Interfa*: lag-2

Next Hop :10.10.12.2

Explicit Ho*:
10.10.12.1

->10.10.46.4

->10.10.12.2  ->10.10.23.

tour Type : Originate
tour Orig*: 10.20.1.1
tour Up T*: 0d 00:18:36

Label :n/a
t Label : 130975
3 ->10.10.36.6

oam-template [ template-name] [associations]

show>router>mpls>mpls-tp

Platforms Supported: 7210 SAS-R6

This command displays MPLS-TP OAM template inforiomat

Sample Output

*A:7210SAS>show>router>mpls>tp# oam-template

MPLS-TP OAM Templates

Template Name : templ Router ID

BFD Template :templ Hold-Down T
Hold-Up Tim

Template Name : temp2 Router ID

BFD Template :temp2 Hold-Down T
Hold-Up Tim

Template Name : temp3 Router ID

BFD Template :temp3 Hold-Down T
Hold-Up Tim

01
ime: 0 centiseconds
e : 0 deciseconds

01
ime: 0 centiseconds
e : 0 deciseconds

01
ime: 0 centiseconds
e : 0 deciseconds

*A:7210SAS>show>router>mpls>tp#

protection-template

Syntax
Context

Description
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protection-template [

show>router>mpls>mpls-tp

template-name] [associations]

This command displays MPLS-TP protection templatermation.

7210 SAS M, X, R6 MPLS Configuration



status

Syntax
Context

Description

Sample Output

*A:7210SAS>show>router>mpls>tp# protection-template

TemplateName:tenfd

1
ProtectionMode:one2bine
bidirectional
Revertiveaeveililze

1sec
Rapid-PSC-Timer:1¥Ims
5sec

TemplateName:tenfifi2

1
ProtectionMode:one2bine
bidirectional
Revertivaeveililze

1sec
Rapid-PSC-Timer:¥Ims
5sec

TemplateName:tenii3

1
ProtectionMode:one2bne
bidirectional
Revertivaevetitzee

1sec
Rapid-PSC-Timer:1¥Ims
5sec

uterlD

rection

it-to-Restore:

ow-PSC-Timer:

uterlD

rection

it-to-Restore:

ow-PSC-Timer:

uterlD

rection

it-to-Restore:

ow-PSC-Timer:

*A:7210SAS>show>router>mpls>tp#

status

show>router>mpls>mpls-tp

This command displays MPLS-TP system configuraitidormation.

Sample Output

*A:mlistp-dutA# show router mpls mpls-tp status

MPLS and RSVP

MPLS-TP Status
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Admin Status : Up
Global ID  : 42 No de ID :0.0.3.233
Tunnel Id Min : 1 Tu nnel Id Max : 4096

transit-path

Syntax  transit-path [path-name] [detail ]
Context show>router>mpls>mpls-tp
Description This command displays MPLS-TP tunnel information.

Parameters path-name —Specifies the path name, up to 32 characters max.

Sample Output

A:mplstp-dutC# show router mpls mpls-tp transit-pat h

<path-name>

"tp-32" "tp-33" "tp-34" "tp-35" "tp-36" "tp-37" "tp-38" "tp-39"
"tp-40" "tp-41"

detail

A:mplstp-dutC# show router mpls mpls-tp transit-pat h "tp-32"

MPLS-TP Transit tp-32 Path Information

Path Name :tp-32

Admin State : Up Op er State : Up
Path NextHop InLabel OutLabel O ut I/F
FP 2080 2081 C toB_1
RP 2081 2080 C toA_1
A:mplstp-dutC# show router mpls mpls-tp transit-pat h "tp-32" detail

MPLS-TP Transit tp-32 Path Information (Detail)

Path Name  :tp-32
Admin State :Up Op er State :Up

Path 1D configuration

Src Global ID : 42 Ds t Global ID : 42
Src Node ID :0.0.3.234 Ds t Node ID :0.0.3.233
LSP Number :2 Ds t Tunnel Num: 32

Forward Path configuration
In Label : 2080 Ou t Label :2081
Out Interface : CtoB_1 Ne xt Hop Addr : n/a

Reverse Path configuration

In Label 12081 Ou t Label :2080
Out Interface : CtoA_1 Ne xt Hop Addr : n/a
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A:mplstp-dutC#

srlg-database

Syntax  srlg-database [router-id ip-address] [interface ip-address]
Context show>router>mpls
Description This command displays MPLS SRLG database informatio

Parameters router-id ip-address— Specifies a 32-bit integer uniquely identifying tloiter in the Autonomous
System. By convention to ensure uniqueness, thisdefault to the value of one of the router's
IPv4 host addresses, represented as a 32-bit wakigteger, if IPv4 is configured on the router.
The router-id can be either the local one or soengote router.

interface ip-address— Specifies the IP address of the interface.

path

Syntax path [path-name] [Isp-binding]
Context show>router>mpls
Description This command displays MPLS paths.
Parameters path-name —The unique name label for the LSP path.
Isp-binding —Keyword to display binding information.
Output  MPLS Path Output — The following table describes MPLS Path outputdfel

Label Description
Path Name The unique name label for the LSP path.
Adm Down — The path is administratively disabled.

Up — The path is administratively enabled.
Hop Index The value used to order the hops in a path.

IP Address The IP address of the hop that the LSP should tsaven the way to
the egress router.

Strict/Loose Strict—  The LSP must take a direct path from the previaygs h
router to the next router.

Loose — The route taken by the LSP from the previous hapeo
next hop can traverse through other routers.
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p2mp-info

Syntax

Context

Label Description (Continued)
LSP Name The name of the LSP used in the path.
Binding Primary —  The preferred path for the LSP.
Secondary — The standby path for the LSP.
Paths Total number of paths configured.

Sample Output

*A:SRU4>config>router>mpls# show router mpls path

MPLS Path:

Path Name Adm Hop Index | P Address
to_110 20 1 1 Up nohops n la n/a
to_110 20 1 2 Up nohops n la n/a
to_110 20 1 3 Up nohops n la n/a
to_110 20_1 4 Up nohops n la n/a
to_110 201 5 Up nohops n la n/a
to_110 20 1 6 Up nohops n la n/a
to_110 20_1_110 Up no hops la n/a
to_10_8_100_15 Up nohops n la n/a
to_10 20_1 20 Up nohops n la n/a
to_10_20_1 22 Up nohops n la n/a
to_10_100_1_1 Up nohops n la n/a

Paths : 11

*A:SRU4>config>router>mpls#

p2mp-info [type {originate | transit | terminate }] [s2l-endpoint ip-address]

show>router>mpls

Description
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This command displays P2MP cross-connect informatio
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Parameters type — Specifies the P2MP type.

Values originate — Specifies to display the static LSPs that oaggnat this virtual router.
transit — Specifies to display the static LSPs that tiathsough this virtual router.
terminate — Specifies to display the static LSPs that teat@érat this virtual
router.

Sample Output

*A:SetupCLI# show router mpls p2mp-info

MPLS P2MP Cross Connect Information

S2L 3::1

Source IP Address :200.0.0.61 Tunnel ID :4

P2MP ID 1 255 Lsp ID 149152
S2L Name 2301 To :200.0.0.63
In Interface 2 1/1/1:1 In Lab el : 131070
Num. of S2Is 01

S2L 3::2

Source IP Address :200.0.0.61 Tunnel ID :4

P2MP ID : 255 Lsp ID 149152
S2L Name 1302 To 1 200.0.0.65
Out Interface 1 2/1/1:2 Out La bel :131071
Num. of S2Is 12

S2L 3::2

Source IP Address :200.0.0.61 Tunnel ID :4

P2MP ID : 255 Lsp ID 149152
S2L Name 132 To :200.0.0.66
Out Interface 1 2/1/1:2 Out La bel :131071
Num. of S2Is 12

P2MP Cross-connect instances : 3

*A:SetupCLI#

p2mp-Isp

Syntax p2mp-Isp [Isp-name] [detail ]
p2mp-Isp [Isp-name] p2mp-instance [p2mp-instance-name] [mbb]
p2mp-Isp [Isp-name] p2mp-instance [p2mp-instance-name] s2| [s2l-name [to s2l-to-
address]] [status {up | down }] [detail ]
p2mp-Isp [Isp-name] p2mp-instance [p2mp-instance-name] s2| [s2l-name [to s2l-to-
address]] mbb

Context show>router>mpls

Description This command displays MPLS P2MP LSP information.
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Isp-name —Specifies the name of the LSP used in the path.

p2mp-instancd p2mp-instance-name- Specifies the administrative name for the P2MPaimst

which must be unique within a virtual router instan

mbb — Specifies to display make-before-break (MBB) infatman.

s2|l — Specifies the source-to-leaf (S2L) name.

to s2l|-to-address—

status —Displays the status of the p2mp LSP.

Values

Sample Output

A:ALU-25# show router mpls p2mp-Isp Isp_1

up — Displays the total time that this S2| has begarational.
down — Displays the total time that this S2| haslmen operational.

MPLS LSPs (Originating)

LSP Name To/P2MP ID Fastfail  Adm Opr
Config

Isp_1 18 Yes Up Up

LSPs:1

A:ALU-25#

A:ALU-25# show router mpls p2mp-Isp Test_p2mp detai

MPLS P2MP LSPs (Originating) (Detail)

Type : Originating

LSP Name :lsp_1 LSP Tunnel ID : 1

From :10.10.1.1 P2MP ID 118

Adm State : Up Oper State : Down

LSP Up Time : 0d 00:00:00 LSP Down Time : 0d 20:39:48

Transitions : 0 Path Changes :0

Retry Limit: O Retr y Timer :30 sec

Signaling : RSVP Resv . Style :FF

Hop Limit : 255 Adap tive : Enabled

FastReroute : Disabled Oper FR : Disabled

FR Method : Facility FR H op Limit : 45

FR Bandwidth: 0 Mbps FRN ode Protect: Disabled

FR Object : Enabled

CSPF : Disabled ADSP EC : Disabled

Metric  :1 Use TE metric : Disabled

Include Grps: Excl ude Grps

None None

P2MPinstance:Test_p2mp p2mp -inst-type : primary

S2L Name :Test-s2I1 To :10.20.1.6

S2L Name :Test-s2I2 To :10.20.1.5

S2L Name :Test-s2I3 To :10.20.1.4
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A:ALU-25# show router mpls p2mp-Isp Test_p2mp

MPLS and RSVP

MPLS P2MP Instance (Originating)

Type : Originating

LSP Name :lsp_1 LSP
P2MPID :18 Path
Adm State : Up Oper
P2MPinstance:Test_p2mp p2mp
Inst Name :lIsp_1 P2MP
Adm State : Up Oper
Inst Up Time: 0d 00:00:00 Inst
Hop Limit : 255 Adap
Record Route: Record Reco
Include Grps: Excl
None None
Bandwidth : 0 Mbps Oper
S2L Name :Test-s2I1 To
S2L Name :Test-s2I2 To
S2L Name :Test-s2I3 To
A:ALU-25#

Tunnel ID : 1
LSPID :18
State : Down

-inst-type : primary
InstiD :1

State : Down

Down Time : 0d 20:39:48

tive : Enabled
rd Label : Record
ude Grps

Bw : 0 Mbps

:10.20.1.6
:10.20.1.5
:10.20.1.4

Note that the normal output is in detailed formalyoThere is no separate detail format.

A:ALU-52# show router mpls p2mp-Isp [p2mp-Isp-name]

p2mp-instance [p2mp-inst-name]

MPLS P2MP Instance (Originating)

Type : Originating

LSP Name :lsp_1 LSP
P2MPID :18 Path
Adm State : Up Oper
P2MPinstance:Test_p2mp p2mp
Inst Name :lIsp_1 P2MP
Adm State : Up Oper
Inst Up Time: 0d 00:00:00 Inst
Hop Limit : 255 Adap
Record Route: Record Reco
Include Grps: Excl
None None
Bandwidth : 0 Mbps Oper
S2L Name :Test-s2I1 To
S2L Name :Test-s2I2 To
S2L Name :Test-s2I3 To
A:ALU-52#
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Tunnel ID : 1
LSPID :18
State : Down

-inst-type : primary
InstiD :1

State : Down

Down Time : 0d 20:39:48

tive . Enabled
rd Label : Record
ude Grps

Bw : 0 Mbps

:10.20.1.6
:10.20.1.5
:10.20.1.4
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A:ALU-52# show router mpls p2mp-Isp [p2mp-Isp-name]

mbb

p2mp-instance [p2mp-inst-name]

MPLS P2MP Instance (Originating)

Type : Originating

LSP Name :lsp_1 LSP
P2MPID :18 Path
Adm State : Up Oper
P2MPinstance:Test_p2mp p2mp
Inst Name :lIsp_1 P2MP
Adm State : Up Oper
Inst Up Time: 0d 00:00:00 Inst
Hop Limit : 255 Adap
Record Route: Record Reco
Include Grps: Excl
None None
Bandwidth : 0 Mbps Oper
Last MBB

MBB type Mbb
ended at old

In Prog MBB :

MBB type Next
Started at : Retr
Failure code: Fail

S2L Name :Test-s2I1 To
S2| Admin S2|
Failure code: Fail

S2L Name :Test-s2I1 To 01
S2| Admin S2|
Failure code: Fail
A:ALU-52#

A:ALU-52# show router mpls p2mp-Isp [p2mp-Isp-name]

s2| [s2l-name]

Tunnel ID : 1
LSPID :18
State : Down

-inst-type : primary
InstiD :1

State : Down

Down Time : 0d 20:39:48
tive : Enabled

rd Label : Record

ude Grps

Bw : 0 Mbps
State

Metric

Retry In :
y Attempt :
ure Node

:10.20.1.6
Oper

ure Node :10.12.1.1

0.20.1.6
Oper
ure Node :10.12.1.1

p2mp-instance [p2mp-inst-name]

MPLS S2Ls (Originating)

S2L Name To N extHop Adm Opr
02026 4 51012 n up
lsps-1
A:ALU-52#

A:ALU-52# show router mpls p2mp-Isp [p2mp-Isp-name]

s2l [s2]-name] detail

p2mp-instance [p2mp-inst-name]

MPLS S2Ls (Originating) (Detail)

Type : Originating
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LSP Name :lsp_1 LSP Tunnel ID :1
P2MPID :18 Path LSPID :18
Adm State : Up Oper State : Down
P2MP Primary Instance:
Inst Name :lIsp_1 P2MP InstiD :1
Adm State : Up Oper State : Down
S2L Name : Test-s2I1 To :10.20.1.6
Adm State : Up Oper State : Down
Outlinterface: 1/1/1 Out Label 1131071
S2L Up Time : 0d 00:00:00 S2L Down Time : 0d 20:39:48
Transitions : 0 Path Changes :0
Retry Limit: 0 Retr y Timer : 30 sec
RetryAttempt: O Next Retryln : 0 sec
Bandwidth : No Reservation Oper Bw : 0 Mbps
Hop Limit : 255 Adap tive . Enabled
Record Route: Record Reco rd Label : Record
Oper MTU  : 1496 Neg MTU 1 1496
FastReroute : Disabled Oper FR : Disabled
FR Method : Facility FRH op Limit :45
FR Bandwidth: 0 Mbps FRN ode Protect: Disabled
FR Object : Enabled
CSPF : Disabled ADSP EC : Disabled
Metric  :1 Use TE metric : Disabled
Include Grps: Excl ude Grps
None None
CSPF Queries: 9
Failure Code: noError Fail ure Node :n/a
ExplicitHops:

No Hops Specified
Actual Hops :

10.10.1.1(10.20.1.1) @ Reco rd Label : N/A
->10.10.1.2(10.20.1.2) Reco rd Label :131071
ComputedHops:

10.10.1.1 ->10.10.1.2
LastResignal: n/a CSPF Metric : 1000
A:ALU-52#

srlg-group

Syntax  srlg-group [group-name]
Context show>router>mpls
Description This command displays MPLS SRLG groups
Parameters group-name —Specifies the name of the SRLG group within a airtouter instance.

Output  MPLS SRLG Group Output — The following table describes MPLS SRLG group otfpids

Label Description
Group Name Displays the name of the SRLG group within a virteater instance.
Group Value Displays the group value associated with this SR@up.
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Label Description (Continued)
Interface Displays the interface where the SRLG groups is@aged.
No. of Groups Displays the total number of SRLG groups associaféiithe output.

Sample Output

*A:SRU4>config>router>mpls# show router mpls srlg-g roup

MPLS Srlg Groups

Group Name Group Value Inte rfaces
1432 1432 srl- 1
1433 1433 srl- 3
1434 1434 aps- 8
1435 1435 aps- 9
2410 2410 SIT- 1
2411 2411 SIT- 2
2412 2412 SIT- 3
3410 3410 aps- 1
3420 3420 aps- 2
3430 3430 aps- 3
3440 3440 sr4- 1
41.80 4180 g760 0
41104 41104 germ -1
415.70 41570 gsrl

420.40 42040 m160

422.60 42260 gsr2

44.200 44200 hubA

45100 45100 ess- 7-1
45110 45110 ess- 7-2
45120 45120 ess- 7-3
4651 4651 src- 11
4652 4652 src- 1.2
4653 4653 src- 1.3
4654 4654 src- 14
4655 4655 src- 15
4656 4656 src- 1.6
4657 4657 src- 17
4658 4658 src- 1.8
4659 4659 src- 1.9
4660 4660 src- 1.10

No. of Groups: 30

*A:SRU4>config>router>mpls#

*A:SRU4>config>router>mpls# show router mpls srlg-g roup "1432"

MPLS Srlg Groups

Group Name Group Value Inte rfaces

1432 1432 srl- 1

No. of Groups: 1
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*A:SRU4>config>router>mpls#

static-Isp

Syntax  static-Isp [Isp-name]
static-Isp {transit | terminate }
static-Isp count

Context show>router>mpls

Description This command displays MPLS static LSP information.

Output ~ MPLS Static LSP Output — The following table describes MPLS static LSP oufjrids.

Label Description
Lsp Name The name of the LSP used in the path.
To The system IP address of the egress router fdrSire
Next Hop The system IP address of the next hop in the L$IR pa
InI/F The ingress interface.
Out Label The egress interface.
Out I'F The egress interface.
Adm Down — The path is administratively disabled.
Up — The path is administratively enabled.
Opr Down — The path is operationally down.
Up — The path is operationally up.
LSPs The total number of static LSPs.

Sample Output

A:ALA-12# show router npls static-Isp

MPLS Static LSPs (Originating)

Lsp Name To Next Hop (0]

NYC_SJC_customer2 100.20.1.10 10.10.1.4 1

LSPs:1

ut Label Out I/F  Adm Opr

020 1/1/2 Up Up

A:ALA-12#

*A:SRU4>config>router>mpls# show router mpls static
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MPLS Static LSPs (Transit)

In Label InPort OutlLabel OutPort Nex t Hop Adm Opr
240 aps-1 440 1/1/10  11. 22.11.3 Up Up
241 aps-1 441 1/1/10  11. 22.11.3 Up Up
242 aps-1 442 1/1/10  11. 22.11.3 Up Up
243 aps-1 443 1/1/10  11. 22.11.3 Up Up
244 aps-1 444 1/1/10  11. 22.11.3 Up Up
245 aps-1 445 1/1/10  11. 22.11.3 Up Up
246 aps-1 446 1/1/10  11. 22.11.3 Up Up
247 aps-1 447 1/1/10  11. 22.11.3 Up Up
248 aps-1 448 1/1/10  11. 22.11.3 Up Up
249 aps-1 449 1/1/10  11. 22.11.3 Up Up
250 aps-1 450 1/1/10  11. 22.11.3 Up Up
251 aps-1 451 1/1/10  11. 22.11.3 Up Up
252 aps-1 452 1/1/10  11. 22.11.3 Up Up
253 aps-1 453 1/1/20  11. 22.11.3 Up Up
207 3/2/8 407 1/1/9 11. 22.10.3 Up Up
208 3/2/8 408 1/1/9 11. 22.10.3 Up Up
209 3/2/8 409 1/1/9 11. 22.10.3 Up Up
LSPs : 256

*A:SRU4>config>router>mpls#

A:ALA-12# show router npls static-lsp termnate

MPLS Static LSPs (Terminate)

InLabel Inl/F  OutlLabel Outl/F Nex t Hop Adm Opr
1021 1/1/1 n/a n/a n/a Up Up
LSPs: 1

A:ALA-12#
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status

Syntax status
Context show>router>mpls
Description This command displays MPLS operation information.

Output  MPLS Status Output — The following table describes MPLS status outpeit.

Label Description

Admin Status Down — MPLS is administratively disabled.
Up — MPLS is administratively enabled.
Oper Status Down — MPLS is operationally down.
Up — MPLS is operationally up.

LSP Counts Static LSPs —  Displays the count of static LSPs that originate,
transit, and terminate on or through the router.

Dynamic LSPs — Displays the count of dynamic LSPs that origi-
nate, transit, and terminate on or through theemout

Detour LSPs —  Displays the count of detour LSPs that originate,
transit, and terminate on or through the router.

FR Object Enabled — Specifies that Fast reroute object is signaledHer
LSP.
Disabled —  Specifies that Fast reroute object is not signéded
the LSP.

Resignal Timer Enabled — Specifies that the resignal timer is enabled ferltBP.
Disabled —  Specifies that the resignal timer is disabled ffigr t
LSP.

Hold Timer Displays the amount of time that the ingress namldshbefore
programming its data plane and declaring the LSB® e service
module.

*A:7210SAS# show router mpls status

MPLS Status

Admin Status :Up Oper Status :Up

Oper Down Reason : n/a

FR Object : Enabled Resignal Ti mer : Disabled
Hold Timer : 1 seconds Next Resign al  :N/A

Srlg Frr : Disabled Srlg Frr St rict : Disabled
Dynamic Bypass : Enabled User Srlg D atabase : Disabled
Least Fill Min Thd.: 5 percent LeastFill R eoptiThd: 10 percent
Short. TTL Prop Lo*: Enabled Short. TTL Prop Tr*: Enabled
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AB Sample Multipli*: 1 AB Adjust M ultipli*: 288

Exp Backoff Retry : Disabled CSPF On Loo se Hop : Disabled
Lsp Init RetryTime*: 30 seconds

Logger Event Bundl*: Disabled

Sec FastRetryTimer : Disabled Static LSP FR Timer: 30 seconds
P2P Max Bypass Ass*: 1000

P2PActPathFastRetry: Disabled

In Maintenance Mode: No

LSP Counts Originate Transit Terminate
Static LSPs 0 0 0

Dynamic LSPs 0 0 1

Detour LSPs 0 0 0

* indicates that the corresponding row element may have been truncated.

*A:7210SASH#
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Show RSVP Commands

interface

Syntax interface [ip-int-name | ip-address] statistics [detail ]
Context show>router>rsvp

Description This command shows RSVP interfaces.

ip-int-name —The name of the network IP interface. An interfaaee cannot be in the form of an
IP address. If the string contains special charadte $, spaces, etc.), the entire string must be
enclosed within double quotes.

ip-address —The system or network interface IP address.
statistics —Displays IP address and the number of packetsasehteceived on an interface-basis.

detail — Displays detailed information.

Output  RSVP Interface Output — The following table describes RSVP interface oufjmitls.

Label Description
Interface The name of the IP interface.
Total Sessions The total number of RSVP sessions on this interfbés count

includes sessions that are active as well as sesiat have been sig-
naled but a response has not yet been received.

Active Sessions The total number of active RSVP sessions on théfiace.

Total BW (Mbps) The amount of bandwidth in megabits per second @)lbpailable to
be reserved for the RSVP protocol on the interface.

Resv BW (Mbps) The amount of bandwidth in mega-bits per secondp@ireserved
on this interface. A value of zero (0) indicateattho bandwidth is
reserved.

Adm Down — The RSVP interface is administratively disabled.

Up — The RSVP interface is administratively enabled.
Opr Down — The RSVP interface is operationally down.

Up — The RSVP interface is operationally up.

Port ID Specifies the physical port bound to the interface.
Active Resvs The total number of active RSVP sessions that heserved band-
width.
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Description (Continued)
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Subscription

Port Speed

Unreserved BW

Reserved BW

Total BW

Hello Interval

Refresh Time

Hello Timeouts

Neighbors

Sent

Recd

Total Packets

Bad Packets

Paths

Path Errors

Path Tears

Resvs

Specifies the percentage of the link bandwidth R&YP can use for
reservation. When the value is zero (0), no newisas are permitted
on this interface.

Specifies the speed for the interface.
Specifies the amount of unreserved bandwidth.

Specifies the amount of bandwidth in megabits peosd (Mbps)
reserved by the RSVP session on this interfacealevof zero (0)
indicates that no bandwidth is reserved.

Specifies the amount of bandwidth in megabits peosd (Mbps)
available to be reserved for the RSVP protocolhisinterface.

Specifies the length of time, in seconds, betwierhello packets that
the router sends on the interface. This value ipeshe same for all
routers attached to a common network. When theevialaero (0), the
sending of hello messages is disabled.

Specifies the interval between the successive &ailResv refresh
messages. RSVP declares the session down aftessiesn((keep-mul-
tiplier + 0.5) * 1.5 * refresh-time)) consecutivefresh messages.

The total number of hello messages that timed nubis RSVP inter-
face.

The IP address of the RSVP neighbor.

The total number of error free RSVP packets thaetzeen transmit-
ted on the RSVP interface.

The total number of error free RSVP packets receorethe RSVP
interface.

The total number of RSVP packets, including errmseived on the
RSVP interface.

The total number of RSVP packets with errors tréattechon the
RSVP interface.

The total number of RSVP PATH messages receivati®RSVP
interface.

The total number of RSVP PATH ERROR messages triateshon the
RSVP interface.

The total number of RSVP PATH TEAR messages rededrethe
RSVP interface.

The total number of RSVP RESV messages receivédeoRSVP
interface.
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Description (Continued)

Resv Confirms

Resv Errors
Resv Tears
Refresh Summaries

Refresh Acks

Hellos

Bfd Enabled

Sample Output

The total number of RSVP RESV CONFIRM messagesveden
the RSVP interface.

Total RSVP RESV ERROR messages received on RS¢Fane.
Total RSVP RESV TEAR messages received on RSVPfaue
Total RSVP RESV summary refresh messages receivaaerface.

Total RSVP RESV acknowledgement messages receified vefresh
reduction is enabled on the RSVP interface.

Total RSVP RESV HELLO REQ messages received oimnteeface.
Yes — BFD is enabled on the RSVP interface

No — BFD is disabled on the RSVP interface.

*A:7210-SAS>show>router>rsvp# interface detail

RSVP Interfaces (Detailed)

Interface : system

Interface . system

Port ID : system

Admin State :Up Oper State :Up
Active Sessions : 0 Active Resv S 10

Total Sessions : 0

Subscription  : 100 % Port Speed : 0 Mbps
Total BW : 0 Mbps Aggregate : Dsabl
Hello Interval : 3000 ms Hello Timeo uts :0
Authentication : Disabled

Auth Rx Seq Num : n/a Auth Key Id ‘nla
Auth Tx Seq Num : n/a Auth Win Si ze :nla
Refresh Reduc. : Disabled Reliable De li. :Disabled
Bfd Enabled - No Graceful Sh ut. : Disabled

Percent Link Bandwidth for Class Types

Link Bw CTO 1100 Link Bw CT4 10
Link Bw CT1 :0 Link Bw CT5 :0
Link Bw CT2 :0 Link Bw CT6 :0
Link Bw CT3 10 Link Bw CT7 10
Bandwidth Constraints for Class Types (Kbps)

BCO 10 BC4 10
BC1 10 BC5 10
BC2 :0 BC6 :0
BC3 10 BC7 10
Bandwidth for TE Class Types (Kbps)

TEO-> Resv.Bw :0 Unresv. Bw 10
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TE1-> Resv.Bw :0 Unresv. Bw
TE2-> Resv.Bw :0 Unresv. Bw
TE3-> Resv.Bw :0 Unresv. Bw
TE4-> Resv.Bw :0 Unresv. Bw
TE5-> Resv.Bw :0 Unresv. Bw
TE6-> Resv.Bw :0 Unresv. Bw
TE7-> Resv.Bw :0 Unresv. Bw
No Neighbors.

Interface : ip-10.10.12.3

Interface 1ip-10.10.12.3

Port ID 1 1/1/9

Admin State :Up Oper State
Active Sessions : 1 Active Resv
Total Sessions : 1

Subscription  : 100 % Port Speed
Total BW : 1000 Mbps Aggregate
Hello Interval : 3000 ms Hello Timeo
Authentication : Disabled

Auth Rx Seq Num : n/a Auth Key Id
Auth Tx Seq Num : n/a Auth Win Si
Refresh Reduc. : Disabled Reliable De
Bfd Enabled :No Graceful Sh

Percent Link Bandwidth for Class Types

Link Bw CTO . 100
Link Bw CT1 10
Link Bw CT2 10
Link Bw CT3 10

Bandwidth Constraints for Class Types (Kbps)

BCO : 1000000
BC1 :0
BC2 :0
BC3 10

Link Bw CT4

Link Bw CT5
Link Bw CT6
Link Bw CT7

BC4
BC5
BC6
BC7

Bandwidth for TE Class Types (Kbps)

TEO-> Resv.Bw :0 Unresv. Bw
TE1-> Resv.Bw :0 Unresv. Bw
TE2-> Resv.Bw :0 Unresv. Bw
TE3-> Resv.Bw :0 Unresv. Bw
TE4-> Resv.Bw :0 Unresv. Bw
TE5-> Resv.Bw :0 Unresv. Bw
TE6-> Resv.Bw :0 Unresv. Bw
TE7-> Resv.Bw :0 Unresv. Bw
Neighbors  :10.10.12.2

Interface : ip-10.10.4.3

Interface :ip-10.10.4.3

Port ID 1 1/1/8

Admin State :Up Oper State
Active Sessions : 1 Active Resv
Total Sessions : 1

Subscription  : 100 % Port Speed
Total BW : 1000 Mbps Aggregate
Hello Interval : 3000 ms Hello Timeo
Authentication : Disabled

Auth Rx Seq Num : n/a Auth Key Id
Auth Tx Seq Num : n/a Auth Win Si
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[eNeNeNoNoNo o)

:Up
S 10

: 1000 Mbps
: Dsabl
uts :0

‘nla
ze :nla
li. :Disabled
ut. : Disabled

o oOoo

o oOoo

: 1000000
: 1000000
: 1000000
: 1000000
: 1000000
: 1000000
: 1000000
: 1000000

:Up
S 10

: 1000 Mbps
: Dsabl
uts :0

:nla

ze :nla
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Refresh Reduc. : Disabled Reliable De li. :Disabled
Bfd Enabled :No Graceful Sh ut. : Disabled

Percent Link Bandwidth for Class Types

Link Bw CTO : 100 Link Bw CT4 :0

Link Bw CT1 10 Link Bw CT5 :0

Link Bw CT2 :0 Link Bw CT6 :0

Link Bw CT3 :0 Link Bw CT7 :0
Bandwidth Constraints for Class Types (Kbps)

BCO : 1000000 BC4 :0

BC1 :0 BC5 :0

BC2 :0 BC6 :0

BC3 :0 BC7 :0
Bandwidth for TE Class Types (Kbps)

TEO-> Resv.Bw :0 Unresv. Bw : 1000000
TE1-> Resv.Bw :0 Unresv. Bw : 1000000
TE2-> Resv.Bw :0 Unresv. Bw : 1000000
TE3-> Resv.Bw :0 Unresv. Bw : 1000000
TE4-> Resv.Bw :0 Unresv. Bw : 1000000
TE5-> Resv.Bw :0 Unresv. Bw : 1000000
TE6-> Resv.Bw :0 Unresv. Bw : 1000000
TE7-> Resv.Bw :0 Unresv. Bw : 1000000
Neighbors  :10.10.4.2

Interface : ip-10.10.2.3

Interface :ip-10.10.2.3

Port ID 1 1/1/4

Admin State :Up Oper State : Down
Active Sessions : 0 Active Resv s :0

Total Sessions : 0

Subscription  : 100 % Port Speed : 0 Mbps
Total BW : 0 Mbps Aggregate : Dsabl
Hello Interval : 3000 ms Hello Timeo uts :0
Authentication : Disabled

Auth Rx Seq Num : n/a Auth Key Id :nla

Auth Tx Seq Num : n/a Auth Win Si ze :nla
Refresh Reduc. : Disabled Reliable De li. :Disabled
Bfd Enabled :No Graceful Sh ut. : Disabled
Percent Link Bandwidth for Class Types

Link Bw CTO : 100 Link Bw CT4 :0

Link Bw CT1 10 Link Bw CT5 :0

Link Bw CT2 :0 Link Bw CT6 :0

Link Bw CT3 :0 Link Bw CT7 :0
Bandwidth Constraints for Class Types (Kbps)

BCO :0 BC4 :0

BC1 :0 BC5 :0

BC2 :0 BC6 :0

BC3 :0 BC7 :0
Bandwidth for TE Class Types (Kbps)

TEO-> Resv.Bw :0 Unresv. Bw :0

TE1-> Resv.Bw :0 Unresv. Bw :0

TE2-> Resv.Bw :0 Unresv. Bw :0

TE3-> Resv.Bw :0 Unresv. Bw :0

TE4-> Resv.Bw :0 Unresv. Bw :0

TE5-> Resv.Bw :0 Unresv. Bw :0

7210 SAS M, X, R6 MPLS Configuration Guide Page 201



Show RSVP Commands

neighbor

Syntax
Context
Description

Parameters

session

Syntax

Context
Description

Parameters

Output

Page 202
Guide

TE6-> Resv.Bw :0 Unresv. Bw :0
TE7-> Resv.Bw :0 Unresv. Bw :0
No Neighbors.

neighbor [ip-address] [detalil ]
show>router>rsvp
This command shows neighbor information.

ip-address —Displays RSVP information about the specified IErads.

detail — Displays detailed information.

session session-type [from ip-address | to ip-address| Isp-name name] [status {up |
down }] [detail ]

show>router>rsvp
This command shows RSVP session information.

sessiorsession-type -Specifies the session type.

Values originate, transit, terminate, detour, detour-titanletour-terminate, bypass-tunnel,
manual-bypass

from ip-address —Specifies the IP address of the originating router.
to ip-address —Specifies the IP address of the egress router.
Isp-namename —Specifies the name of the LSP used in the path.
status up —Specifies to display a session that is operatignal
status down —Specifies to display a session that is operatigrdivn.

detail — Displays detailed information.

RSVP Session Output — The following table describers RSVP session oufiplds.

Label Description
From The IP address of the originating router.
To The IP address of the egress router.
Tunnel ID The IP address of the tunnel’s ingress node suipgattis RSVP ses-
sion.

7210 SAS M, X, R6 MPLS Configuration



MPLS and RSVP

Label Description (Continued)
LSP ID The ID assigned by the agent to this RSVP session.
Name The administrative name assigned to the RSVP sebsithe agent.
State Down — The operational state of this RSVP session is down.

Up — The operational state of this RSVP session is up.

Sample Output

*A:SRU4>show>router>rsvp# session

RSVP Sessions

From To Tunnel LSP Name State
ID ID

110.20.1.5 110.20.1.4 18 27648 b4-1:: b4-1 Up
110.20.1.5 110.20.1.4 1 37902 gsr:g sr Up
110.20.1.5 10.20.1.22 11 53760to_10_ 20_1 22 cspf:to_10_2* Up
110.20.1.4  10.20.1.20 146 17920to_10_ 20_1 20 cspf_3:to_10* Up
110.20.1.4 10.20.1.20 145 34816to_10_ 20_1 20 cspf_2:to_10* Up
110.20.1.4  10.20.1.20 147 45056to_10_ 20_1 20 cspf_4:to_10* Up
110.20.1.4 10.20.1.20 148 6656 to_10_ 20_1 20 cspf_5:to_10* Up
110.20.1.4 10.20.1.20 149 58880to_10_ 20_1 20 cspf_6:to_10* Up
110.20.1.4  10.20.1.20 150 13312to_10_ 20_1 20 cspf_7:to_10* Up
110.20.1.4  10.20.1.20 152 40448to_10_ 20_1 20 cspf _9:to_10* Up
110.20.1.4 10.20.1.20 154 27648to_10_ 20_1 20 cspf_11:to_1* Up
110.20.1.4 10.20.1.20 155 12288to_10_ 20_1 20 cspf_12:to_1* Up
110.20.1.4 10.20.1.20 151 46080to_10_ 20_1 20 cspf_8:to_10* Up
110.20.1.4  10.20.1.20 153 512 to_10_ 20_1 20 cspf_10::to_1* Up
110.20.1.4 10.20.1.22 164 62464to_10_ 20_1 22 cspf_2:to_10* Up
110.20.1.4 10.20.1.20 156 37888to_10_ 20_1 20 cspf_13::to_1* Up
110.20.1.4  10.20.1.20 157 24064 to_10_ 20_1 20 cspf_14:to_1* Up
110.20.1.4  10.20.1.20 158 19968 to_10_ 20_1 20 cspf_15:to_1* Up
110.20.1.4  10.20.1.20 161 59904 to_10_ 20_1 20 cspf_18::to_1* Up
110.20.1.3  110.20.1.4 54 23088to_110 _20_1_4 cspf_4:to_11* Up

Sessions : 1976

* indicates that the corresponding row element may have been truncated.
*A:SRU4>show>router>rsvp#

A:ALA-12# show router rsvp session Isp-nane A C 2::A C 2 status up

RSVP Sessions

From To Tunnel LSP Name State
ID ID

10.20.1.1 102013 2 40 A C 2 ‘A C 2 Up

Sessions : 1

A:ALA-12#
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statistics

show>router>rsvp

This command displays global statistics in the R®\4ance.

RSVP Statistics Output —  The following table describes RSVP statistics otfmids.

Label

Description

PATH Timeouts

RESV Timeouts

Sample Output

The total number of path timeouts.

The total number of RESV timeouts.

*A:SRU4>show>router>rsvp# statistics

RSVP Global Statistics

PATH Timeouts

1026

RESV Timeou ts 1182

*A:SRU4>show>router>rsvp#

rsvp status

show>router>rsvp

This command displays RSVP status.

RSVP Status — The following table describes RSVP status outpiti.

Label

Description

Admin Status

Oper Status

Keep Multiplier

Refresh Time

Message Pacing

Down — RSVP is administratively disabled.
Up — RSVP is administratively enabled.
Down — RSVP is operationally down.

Up — RSVP is operationally up.

Displays thekeep-multiplier numberused by RSVP to declare that a
reservation is down or the neighbor is down.

Displays theefresh-time interval, in seconds, between the successive
Path and Resv refresh messages.

Enabled — RSVP messages, specified in thax-burst command,
are sent in a configured interval, specified inghgod command.
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Label Description (Continued)

Disabled — Message pacing is disabled. RSVP message transmis-
sion is not regulated.

Pacing Period Displays the time interval, in milliseconds, whée router can send
the specified number of RSVP messages specifititeirsvp max-
burst command.

Max Packet Burst Displays the maximum number of RSVP messages thatemt in the
specified period under normal operating conditions.

Sample Output

*A:SRU4>show>router>rsvp# status

RSVP Status

Admin Status :Up Oper Status :Up

Keep Multiplier :3 Refresh Tim e : 30 sec
Message Pacing : Disabled Pacing Peri od : 100 msec
Max Packet Burst : 650 msgs Refresh Byp ass : Disabled

*A:SRU4>show>router>rsvp#
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Tools Commands
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cspf to ip-addr [from ip-addr] [bandwidth bandwidth] [include-bitmap bitmap] [exclude-
bitmap bitmap] [hop-limit limit] [exclude-address excl-addr [excl-addr...(up to 8 max)]]

[use-te-metric ] [strict-srlg ] [srlggroup grp-id...(up to 8 max)] [skip-interface interface-
name]

tools>perform>router>mpls
This command computes a CSPF path with specifiedamstraints.
none

to ip-addr — Specify the destination IP address.
from ip-addr — Specify the originating IP address.

bandwidth bandwidth— Specifies the amount of bandwidth in mega-bitsgaeond (Mbps) to be
reserved.

include-bitmap bitmap— Specifies to include a bit-map that specifies tedfsadmin groups that
should be included during setup.

exclude-bitmapbitmap— Specifies to exclude a bit-map that specifiestaoimdmin groups that
should be included during setup.

hop-limit limit — Specifies the total number of hops a detour LSRakabefore merging back onto
the main LSP path.

exclude-addressp-addr — Specifies IP addresses, up to 8, that should beded during setup.
use-te-metric —Specifies the use of the traffic engineering maiged on the interface.

strict-srlg — Specifies whether to associate the LSP with a ts/pasignal a detour if a bypass or
detour satisfies all other constraints except tRe® constraints.

srlg-group grp-id — Specifies up to 8 Shared Risk Link Groups (SRL@8)SRLG group
represents a set of interfaces which could be stitgjghe same failures or defects and therefore,
share the same risk of failing.

Values 0 — 4294967295

skip-interface interface-name— Specifies an interface name that should be skippeidg setup.
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force-switch-path

Syntax  force-switch-path [Isp Isp-name] [path path-name]
Context tools>perform>router>mpls

Description Use this command to move from a standby path tooimgr standby path regardless of
priority.

Theno form of the command reverts to priority path.
Parameters Isp-name —Specifies an existing LSP name to move.

path-name —Specifies the path name to which to move the sigecifSP.

trap-suppress

Syntax  trap-suppress nhumber-of-traps time-interval
Context tools>perform>router>mpls

Description This command modifies thresholds for trap suppoessthetime-intervalparameter is used to sup-
press traps after a certain number of traps hage kased within a period. By executing this com-
mand, there will be no more thanmber-of-trapswithin time-interval

Parameters number-of-traps —Specifies to suppress the number of traps raistdna period.
Values 100 — 1000, in multiples of 100
time-interval —Specifies to suppress a certain number of tragedaiithin a period.

Values 1—300

update-path

Syntax update-path {Isp Isp-name path current-path-name new-path new-path-name}
Context tools>perform>router>mpls

Description This command enables you to instruct MPLS to reptae path of a primary or secondary LSP. The
primary or secondary LSP path is indirectly ideatifvia thecurrent-path-namealue. The same
path name cannot be used more than once in a gisEmame.

This command applies to both CSPF LSP and to aG®RF LSP. This command will only work
when the specifiedurrent-path-naméaas the adaptive option enabled. The adaptiveogan be
enabled at the LSP level or the path level.

The new path must have been configured in the Cpravided via SNMP. The CLI command for
entering the path is

configure router mpls path path-name
The command fails if any of the following conditeaxist:
» The specifiectcurrent-path-namef this LSP does not have the adaptive option kexab
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The specifiechew-path-namealue does not correspond to a previously defpad.

The specifiechew-path-namealue exists but is being used by any path okttree LSP, includ-
ing this one.

When you execute this command, MPLS performs thewing procedures:

resignal

MPLS performs a single MBB attempt to move the Ifakh to the new path.
If the MBB is successful, MPLS updates the nevhpat

— MPLS writes the corresponding NHLFE in the datthiathis path is the current backup path
for the primary.

— If the current path is the active LSP path, il widdate the path, write the new NHLFE in the
data path that will cause traffic to switch to tiew path.

If the MBB is not successful, the path retainsutrent value.
The update-path MBB has the same priority as theual re-signal MBB.

Syntax resignal {Isp Isp-name path path-name | delay minutes}

Context tools>perform>router>mpls

Description This command resignal is a specific LSP path. Mireutesparameter configures the global timer or
all LSPs for resignal. If only Isp-name and patlmeaare provided, the LSP will be resignaled imme-
diately.

Parameters Isp-name —Specifies an existing LSP name to resignal.

path-name —Specifies an existing path name to resignal.

delay minutes— Configures the global timer or all LSPs to resignal

tp-tunnel

Syntax tp-tunnel

Context tools>perform>router>mpls

Description Platforms Supported: 7210 SAS-R6
This command enables the context to perform LiReatection operations on an MPLS-TP LSP.
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clear
Syntax  clearid tunnel-id Isp-name
Context tools>perform>router>mpls>tp-tunnel
Description Clears all the MPLS-TP linear protection operatlamanmands for the specified LSP that are cur-
rently active.
Parameters tunnel-id —Specifies the tunnel number of the MPLS-TP LSP
Default none
Values Text name of up to 32 characters
Isp-name —Specifies the name of the MPLS-TP LSP.
Default none
Values 1-61440
force
Syntax  force id tunnel-id Isp-name
Context tools>perform>router>mpls>tp-tunnel
Description Performs a force switchover of the MPLS-TP LSP fittwa active path to the protect path.
Parameters tunnel-id —Specifies the tunnel number of the MPLS-TP LSP
Default none
Values Text name of up to 32 characters
Isp-name —Specifies the name of the MPLS-TP LSP.
Default none
Values 1-61440
lockout
Syntax lockout tunnel-id Isp-name
Context tools>perform>router>mpls>tp-tunnel
Description Performs a lockout of protection for an MPLS-TP LBHs prevents a switchover to the protect path.
Parameters

tunnel-id —Specifies the tunnel number of the MPLS-TP LSP
Default none

Values Text name of up to 32 characters
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Isp-name —Specifies the name of the MPLS-TP LSP.
Default none

Values 1-61440
manual

Syntax manual tunnel-id Isp-name

Context tools>perform>router>mpls>tp-tunnel

Description Performs a manual switchover of the MPLS-TP LSInftbe active path to the protect path.
Parameters tunnel-id —Specifies the tunnel number of the MPLS-TP LSP

Default none

Values Text name of up to 32 characters

Isp-name —Specifies the name of the MPLS-TP LSP.
Default none

Values 1-61440

trap-suppress

Syntax  trap-suppress number-of-traps time-interval
Context tools>perform>router>mpls

Description This command modifies thresholds for trap suppoessihetime-intervalparameter is used to sup-

press traps after a certain number of traps hage kased within a period. By executing this com-
mand, there will be no more thaonmber-of-trapswithin time-interval

Parameters number-of-traps —Specifies to suppress the number of traps raistidnna period.

Values 100 — 1000, in multiples of 100

time-interval —Specifies to suppress a certain number of traggdawithin a period.
Values 1— 300

Page 210 7210 SAS M, X, R6 MPLS Configuration
Guide



MPLS and RSVP

Clear Commands

fec-egress-statistics

Syntax fec-egress-statistics [ip-prefix/mask]
Context clear>router>ldp
Description This command resets or clears LDP FEC egresstatstis

Parameters ip-prefix —Specify information for the specified IP prefix amésk length. Host bits must be "0".

mask —Specifies the 32-bit address mask used to indibatbits of an IP address that are being
used for the sub-net address.

Values 0—32

interface

Syntax interface ip-int-name
Context clear>router>mpls
Description This command resets or clears statistics for MRit&faces.

Parameters ip-int-name —The name of an existing IP interface. If the stwogtains special characters (#, $,
spaces, etc.), the entire string must be enclosthihvdouble quotes.

Isp
Syntax Isp Isp-name
Context clear>router>mpls
Description This command resets and restarts an LSP.
Parameters Isp-name —The name of the LSP to clear up to 64 characteenigth.
interface
Syntax interface ip-int-name statistics
Context clear>router>rsvp
Description This command resets or clears statistics for anfRBIerface.
Parameters ip-int-name —The name of the IP interface to clear. If the gtiwontains special characters (#, $,

spaces, etc.), the entire string must be enclosthihvdouble quotes.
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statistics —This parameter clears only statistics.

statistics

Syntax  statistics

Context clear>router>rsvp

Description

This command clears global statistics for the R#\4ance, for example, clegrath andresv time-
out counters.
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Debug Commands

mpls

Syntax mpls [Isp Isp-name] [sender source-address] [endpoint endpoint-address] [tunnel-id tun-
nel-id] [Isp-id Isp-id]
no mpls

Context debug>router
Description This command enables and configures debugging folt $4

Parameters Isp Isp-name —Name that identifies the LSP. The LSP name carplie 82 characters long and
must be unique.

sendersource-address —Fhe system IP address of the sender.
endpoint endpoint-address —Fhe far-end system IP address.
tunnel-id tunnel-id —The MPLS SDP ID.

Values 0 — 4294967295
Isp-id Isp-id —The LSP ID.

Values 1 — 65535

interface ip-int-name —Name that identifies the interface. The interfaama can be up to 32
characters long and must be unique. If the strotgains special characters (#, $, spaces, etc.),
the entire string must be enclosed within doubletes.

event

Syntax [no] event

Context debug>router>mpls
debug>router>rsvp

Description This command enables debugging for specific events.

Theno form of the command disables the debugging.
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all [detail ]
no all

debug>router>mpls>event
debug>router>rsvp>event

This command debugs all events.

Theno form of the command disables the debugging.

detail — Displays detailed information about all events.

auth
no auth

debug>router>rsvp>event

This command debugs authentication events.

Theno form of the command disables the debugging.

detail — Displays detailed information about authenticageents.

frr [detail ]
no frr

debug>router>mpls>event

This command debugs fast re-route events.
Theno form of the command disables the debugging.

detail — Displays detailed information about re-route events

iom [detail ]
no iom

debug>router>mpls>event

This command debugs MPLS IOM events.
Theno form of the command disables the debugging.
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detail — Displays detailed information about MPLS IOM events

Isp-setup [detail ]
no Isp-setup

debug>router>mpls>event

This command debugs LSP setup events.

Theno form of the command disables the debugging.

detail — Displays detailed information about LSP setup event

mbb [detail ]
no mbb

debug>router>mpls>event

This command debugs the state of the most receot#tion of the make-before-break (MBB) func-
tionality.

Theno form of the command disables the debugging.

detail — Displays detailed information about MBB events.

misc [detail ]
no misc

debug>router>mpls>event
debug>router>rsvp>event

This command debugs miscellaneous events.

Theno form of the command disables the debugging.

detail — Displays detailed information about miscellaneousngs.
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Xc [detail ]
no xc

debug>router>mpls>event

This command debugs cross connect events.

Theno form of the command disables the debugging.

detail — Displays detailed information about cross conngenés.

[Isp Isp-name] [sender source-address] [endpoint endpoint-address] [tunnel-id tunnel-id]
[Isp-id Isp-id] [interface ip-int-name]
no rsvp

debug>router
This command enables and configures debugging AR

Isp Isp-name —Name that identifies the LSP. The LSP name carplie 32 characters long and
must be unique.

sendersource-address —Fhe system IP address of the sender.
endpoint endpoint-address —Fhe far-end system IP address.
tunnel-id tunnel-id —The RSVP tunnel ID.

Values 0 — 4294967295
Isp-id Isp-id —The LSP ID.

Values 1 — 65535

interface ip-int-name —The interface name. The interface name can be 8@ tharacters long and
must be unique. If the string contains special atiars (#, $, spaces, etc.), the entire string must
be enclosed within double quotes.

nbr [detail ]
no nbr

debug>router>rsvp>event

This command debugs neighbor events.
Theno form of the command disables the debugging.

detail — Displays detailed information about neighbor events
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path [detail ]
no path

debug>router>rsvp>event

This command debugs path-related events.

Theno form of the command disables the debugging.

detail — Displays detailed information about path-relatedrds.

resv [detail ]
no resv

debug>router>rsvp>event

This command debugs RSVP reservation events.

Theno form of the command disables the debugging.

detail — Displays detailed information about RSVP reservaguents.

rr
no Ir

debug>router>rsvp>event

This command debugs refresh reduction events.
Theno form of the command disables the debugging.

detail — Displays detailed information about refresh reducgvents.

[no] packet
debug>router>rsvp>

This command enters the syntax to debug packets.
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ack [detail]
no ack
debug>router>rsvp>packet
This command debugs ack packets.
Theno form of the command disables the debugging.
detail — Displays detailed information about RSVP-TE ackkgds.
bundle [detalil]
no bundle
debug>router>rsvp>packet
This command debugs bundle packets.
Theno form of the command disables the debugging.
detail — Displays detailed information about RSVP-TE buruhekets.
all [detail ]
no all
debug>router>rsvp>packet
This command debugs all packets.
Theno form of the command disables the debugging.
detail — Displays detailed information about all RSVP pasket
hello [detail]
no hello
debug>router>rsvp>packet

This command debugs hello packets.

Theno form of the command disables the debugging.

detail — Displays detailed information about hello packets.
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path [detail ]
no path

debug>router>rsvp>packet

This command enables debugging for RSVP path psicket

Theno form of the command disables the debugging.

detail — Displays detailed information about path-relatedrds.

patherr [detail ]
no patherr

debug>router>rsvp>packet

This command debugs path error packets.

Theno form of the command disables the debugging.

detail — Displays detailed information about path error mask

pathtear [detail]
no pathtear

debug>router>rsvp>packet

This command debugs path tear packets.

Theno form of the command disables the debugging.

detail — Displays detailed information about path tear ptseke

resv [detail ]
no resv

debug>router>rsvp>packet

This command enables debugging for RSVP resv packet
Theno form of the command disables the debugging.

detail — Displays detailed information about RSVP Resv event
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resverr
Syntax resverr [detail ]
no resverr
Context debug>router>rsvp>packet
Description This command debugs ResvErr packets.
Theno form of the command disables the debugging.
Parameters detail — Displays detailed information about ResvErr packets
resvtear
Syntax resvtear [detail ]
no resvtear
Context debug>router>rsvp>packet
Description This command debugs ResvTear packets.
Theno form of the command disables the debugging.
Parameters detail — Displays detailed information about ResvTear packet
srefresh
Syntax srefresh [detail]
no srefresh
Context debug>router>rsvp>packet
Description This command debugs srefresh packets.
Theno form of the command disables the debugging.
Parameters detail — Displays detailed information about RSVP-TE srdirpackets.
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In This Chapter

This chapter provides information to enable Labistiibution Protocol (LDP).

Topics in this chapter include:

e Label Distribution Protocol on page 222
- LDP and MPLS on page 222
— LDP Architecture on page 223
- Subsystem Interrelationships on page 224
- Execution Flow on page 226
- Label Exchange on page 227

e LDP Process Overview on page 238
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Label Distribution Protocol

Label Distribution Protocol (LDP) is a protocol ds® distribute labels in non-traffic-engineered
applications. LDP allows routers to establish laweitched paths (LSPs) through a network by
mapping network-layer routing information directtydata link layer-switched paths.

An LSP is defined by the set of labels from the@sg Label Switching Router (LSR) to the egress
LSR. LDP associates a Forwarding Equivalence GEEE) with each LSP it creates. AFEC is a
collection of common actions associated with asctégpackets. When an LSR assigns a label to a
FEC, it must let other LSRs in the path know alibatlabel. LDP helps to establish the LSP by
providing a set of procedures that LSRs can uskstabute labels.

The FEC associated with an LSP specifies which @igckre mapped to that LSP. LSPs are
extended through a network as each LSR splicesriimgplabels for a FEC to the outgoing label
assigned to the next hop for the given FEC.

LDP allows an LSR to request a label from a dovaastr LSR so it can bind the label to a specific
FEC. The downstream LSR responds to the requesttiie upstream LSR by sending the
requested label.

LSRs can distribute a FEC label binding in respdasan explicit request from another LSR. This
is known as Downstream On Demand (DOD) label distidn. LSRs can also distribute label
bindings to LSRs that have not explicitly requegtezin. This is called Downstream Unsolicited
(DUS).

LDP and MPLS
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LDP performs the label distribution only in MPLSvemenments. The LDP operation begins with
a hello discovery process to find LDP peers innté®vork. LDP peers are two LSRs that use LDP
to exchange label/FEC mapping information. An L[2Bsson is created between LDP peers. A
single LDP session allows each peer to learn theristlabel mappings (LDP is bi-directional) and
to exchange label binding information.

LDP signaling works with the MPLS label managentanage the relationships between labels
and the corresponding FEC. For service-based HHQR works in tandem with the Service
Manager to identify the virtual leased lines (VLIas)d Virtual Private LAN Services (VPLSSs) to
signal.

An MPLS label identifies a set of actions that thevarding plane performs on an incoming
packet before discarding it. The FEC is identifiesdugh the signaling protocol (in this case,
LDP) and allocated a label. The mapping betweentathel and the FEC is communicated to the
forwarding plane. In order for this processing loe packet to occur at high speeds, optimized
tables are maintained in the forwarding plane émaible fast access and packet identification.
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When an unlabeled packet ingresses the 7210 SAGubMn classification policies associate it
with a FEC. The appropriate label is imposed onpidieket, and the packet is forwarded. Other
actions that can take place before a packet isdiated are imposing additional labels, other
encapsulations, learning actions, etc. When ailbastassociated with the packet are completed,
the packet is forwarded.

When a labeled packet ingresses the router, thed dailstack of labels indicates the set of actions
associated with the FEC for that label or labetlstdhe actions are preformed on the packet and
then the packet is forwarded.

The LDP implementation provides DOD, DUS, orderedtrol, liberal label retention mode
support.

LDP Architecture

LDP comprises a few processes that handle thegbRDU transmission, timer-related issues,
and protocol state machine. The number of procesdept to a minimum to simplify the
architecture and to allow for scalability. Schedglivithin each process prevents starvation of any
particular LDP session, while buffering allevial&SP-related congestion issues.

The LDP subsystems and their relationships to athbsystems are illustratedfigure 24 This
illustration shows the interaction of the LDP sutieyn with other subsystems, including memory
management, label management, service manageniNii, Snterface management, and RTM.
In addition, debugging capabilities are provideatigh the logger.

Communication within LDP tasks is typically doneihyer-process communication through the
event queue, as well as through updates to theuwsdata structures. The primary data structures
that LDP maintains are:

* FEC/label database — This database containseaFBEC to label mappings that include,
both sent and received. It also contains both addf&Cs (prefixes and host addresses) as
well as service FECs (L2 VLLs and VPLS).

« Timer database — This database contains all ther§i for maintaining sessions and
adjacencies.

» Session database — This database contains aé#ston and adjacency records, and
serves as a repository for the LDP MIB objects.
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Subsystem Interrelationships

The sections below describe how LDP and the othiesystems work to provide services.

Memory
Q 8 Mgr
LDP MIB Session DB Label
Mgr
Send/
@ @ Receive
) Send/
)\ & -
(CLI/'SNMP) Timer DB FEC/
Label DB
Logger
Event
Queue
Interface
- %
Event
Event Queue
Queue T
OSSRGO17
Figure 24: Subsystem Interrelationships
Page 224 7210 SAS M, X, R6 MPLS Configuration

Guide



Label Distribution Protocol

Memory Manager and LDP

LDP does not use any memory until it is instantatepre-allocates some amount of fixed
memory so that initial startup actions can be perém. Memory allocation for LDP comes out of
a pool reserved for LDP that can grow dynamicasiynaeded. Fragmentation is minimized by
allocating memory in larger chunks and managingtieenory internally to LDP. When LDP is
shut down, it releases all memory allocated to it.

Label Manager

LDP assumes that the label manager is up and rgnb®P will abort initialization if the label
manager is not running. The label manager is lifgd at system boot-up; hence, anything that
causes it to fail will likely imply that the systeisinot functional. The 7210 SAS M uses a label
range from 28672 (28K) to 131071 (128K-1) to altecall dynamic labels, including RSVP
allocated labels and VC labels.

LDP Configuration

The 7210 SAS M uses a single consistent interfac®nfigure all protocols and services. CLI
commands are translated to SNMP requests and adéeliathrough an agent-LDP interface. LDP
can be instantiated or deleted through SNMP. AlBXR targeted sessions can be set up to specific
endpoints. Targeted-session parameters are coafitgur

Logger

LDP uses the logger interface to generate debugnrdtion relating to session setup and
teardown, LDP events, label exchanges, and packaps. Per-session tracing can be performed.

Service Manager

All interaction occurs between LDP and the serviamager, since LDP is used primarily to
exchange labels for Layer 2 services. In this cdantbe service manager informs LDP when an
LDP session is to be set up or torn down, and vidiegls are to be exchanged or withdrawn. In
turn, LDP informs service manager of relevant LBrgs, such as connection setups and
failures, timeouts, labels signaled/withdrawn.
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Execution Flow

LDP activity in 7210 SAS M OS is limited to servioglated signaling. Therefore, the
configurable parameters are restricted to systedewarameters, such as hello and keepalive
timeouts.

Initialization

MPLS must be enabled when LDP is initialized. LDRkes sure that the various prerequisites,
such as ensuring the system IP interface is opeiatithe label manager is operational, and there
is memory available, are met. It then allocatedfis pool of memory and initializes its databases.

Session Lifetime

In order for a targeted LDP (T-LDP) session to siklished, an adjacency must be created. The
LDP extended discovery mechanism requires hellssages to be exchanged between two peers
for session establishment. After the adjacencybéistanent, session setup is attempted.

Session Establishment

When the LDP adjacency is established, the sessiup follows as per the LDP specification.
Initialization and keepalive messages completes#ssion setup, followed by address messages to
exchange all interface IP addresses. Periodic kigepar other session messages maintain the
session liveliness.

Since TCP is back-pressured by the receiverneessary to be able to push that back-pressure
all the way into the protocol. Packets that carfm@sent are buffered on the session object and re-
attempted as the back-pressure eases.
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Label Exchange

Label exchange is initiated by the service manayen an SDP is attached to a service (for
example, the service gets a transport tunnel), ssate is sent from the service manager to LDP.
This causes a label mapping message to be sentiokadly, when the SDP binding is removed
from the service, the VC label is withdrawn. Thempeust send a label release to confirm that the
label is not in use.

Other Reasons for Label Actions

Other reasons for label actions include:

* MTU changes: LDP withdraws the previously assigiadel, and re-signals the FEC with
the new MTU in the interface parameter.

« Clear labels: When a service manager commandugdkto clear the labels, the labels are
withdrawn, and new label mappings are issued.

« SDP down: When an SDP goes administratively ddiaamVC label associated with that
SDP for each service is withdrawn.

« Memory allocation failure: If there is no memounydtore a received label, it is released.

e VC type unsupported: When an unsupported VC tgpgedeived, the received label is
released.

Cleanup

LDP closes all sockets, frees all memory, and stioien all its tasks when it is deleted, so its
memory usage is 0 when it is not running.
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LDP Filters
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Both inbound and outbound LDP label binding filteriis supported.
Inbound filtering (import policy) allows configuiiah of a policy to control the label bindings an
LSR accepts from its peers. Label bindings carilteedd based on:

* Neighbor: Match on bindings received from the $ipedt peer.
» Prefix-list: Match on bindings with the specifipdefix/prefixes.

Note: The default import behavior is to accept all FE€=ived from peers. The LDP export
policy can be used to explicitly add FECs (or nddFLroutes) for label propagation and does not
filter out or stop propagation of any FEC receif@in neighbors.

Export policy enables configuration of a policyamvertise label bindings based on:

» Direct: All local subnets.
* Prefix-list: Match on bindings with the specifipdefix or prefixes.

Note: The LDP export policy will not filter out FECs.ilt only used to explicitly add FECs (or
non-LDP routes) for label propagation.

The default export behavior originates label bigdifor system address and propagate all FECs
received.

7210 SAS M, X, R6 MPLS Configuration



Label Distribution Protocol

ECMP Support for LDP

NOTE: ECMP is not supported for Label Distribution @il (LDP) in 7210 SAS.
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LDP over RSVP Tunnels

LDP over RSVP-TE provides end-to-end tunnels tlaathtwo important properties, fast reroute
and traffic engineering which are not availabléP. LDP over RSVP-TE is focused at large
networks (over 100 nodes in the network). Simpingend-to-end RSVP-TE tunnels will not
scale. While an LER may not have that many tunraig,transit node will potentially have
thousands of LSPs, and if each transit node alsachdeal with detours or bypass tunnels, this

number can make the LSR overly burdened.

NOTE:

e Use of implicit NULL MPLS lablel must be enabledtlvuse of LDPORSVP. Use the
command configure>router>rsvp> implicit-null-latzaid configure> router> Idp>
implicit-null-label to enable use of Implicit NULMPLS labels.

e Only FRR one-to-one is supported when LDPoRSWiBed. FRR facility is not
supported. This is not blocked in CLI, but operateeed to ensure it when configuring the
nodes.

LDP over RSVP-TE allows tunneling of user packedisg an LDP LSP inside an RSVP LSP.The
main application of this feature is for deploymehMPLS based services, for example, VPRN,
VLL, and VPLS services, in large scale networkasmultiple IGP areas without requiring full
mesh of RSVP LSPs between PE routers.

T210 57 T210sR

Q555138 rIn

Figure 25: LDP over RSVP Application
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The network displayed iRigure 25consists of two metro areas, Area 1 and 2 respgtiand a

core area, Area 3. Each area makes use of TE ldSftevide connectivity between the edge
routers. In order to enable services between PHP&? across the three areas, LSP1, LSP2, and
LSP3 are set up using RSVP-TE. There are in f&&mBs required for bidirectional operation but
we will refer to each bi-directional LSP with a gie name, for example, LSP1. A targeted LDP
(T-LDP) session is associated with each of thediedaitional LSP tunnels. That is, a T-LDP
adjacency is created between PE1 and ABR1 andds@sed with LSP1 at each end. The same is
done for the LSP tunnel between ABR1 and ABR2, farally between ABR2 and PE2. The
loopback address of each of these routers is asedrtising T-LDP. Similarly, backup

bidirectional LDP over RSVP tunnels, LSP1la and L&R2e configured via ABR3.

This setup effectively creates an end-to-end LDfheativity which can be used by all PEs to
provision services. The RSVP LSPs are used asigpoat vehicle to carry the LDP packets from
one area to another. Note that only the user packettunneled over the RSVP LSPs. The T-LDP
control messages are still sent unlabeled using@GReshortest path.

Note that in this application, the bi-directiongs¥®RP LSP tunnels are not treated as IP interfaces
and are not advertised back into the IGP. A PE mugtys rely on the IGP to look up the next hop
for a service packet. LDP-over-RSVP introducesw nmnel type, tunnel-in-tunnel, in addition
to the existing LDP tunnel and RSVP tunnel typégmiltiple tunnels types match the destination
PE FEC lookup, LDP will prefer an LDP tunnel overleDP-over-RSVP tunnel by default.

The design irFigure 25allows a service provider to build and expand esmrela independently
without requiring a full mesh of RSVP LSPs betw®éfs across the three areas.

In order to participate in a VPRN service, PE1 Bl perform the autobind to LDP. The LDP
label which represents the target PE loopback addseused below the RSVP LSP label.
Therefore a 3 label stack is required.

In order to provide a VLL service, PE1 and PE2dilerequired to set up a targeted LDP session
directly between them. Again a 3 label stack isunexgl, the RSVP LSP label, followed by the
LDP label for the loopback address of the destimaBE, and finally the pseudowire label (VC
label).

This implementation supports a variation of theli@gtion in Figure 25 in which area 1 is an

LDP area. In that case, PE1 will push a two latsdlswhile ABR1 will swap the LDP label and
push the RSVP label as illustratedrigure 26
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AT

Figure 26: LDP over RSVP Application Variant
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Signaling and Operation

e LDP Label Distribution and FEC Resolution on pa§8 2
e Default FEC Resolution Procedure on page 234

LDP Label Distribution and FEC Resolution

The user creates a targeted LDP (T-LDP) sessian #BR or the destination PE. This results in
LDP hellos being sent between the two routers. & nesssages are sent unlabeled over the IGP
path. Next, the user enables LDP tunneling onTi®P session and optionally specifies a list of
LSP names to associate with this T-LDP sessiorddgult, all RSVP LSPs which terminate on
the T-LDP peer are candidates for LDP-over-RSVRélm At this point in time, the LDP FECs
resolving to RSVP LSPs are added into the TunnkeleTlanager as tunnel-in-tunnel type.

Note that if LDP is running on regular interfacésoathen the prefixes LDP learns are going to be
distributed over both the T-LDP session as wellegsilar IGP interfaces. The policy controls
which prefixes go over the T-LDP session, for exeEmenly /32 prefixes, or a particular prefix
range.

LDP-over-RSVP works with both OSPF and ISIS. Thasdocols include the advertising router
when adding an entry to the RTM. LDP-over-RSVP tlsran be used as shortcuts for BGP
next-hop resolution.
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Default FEC Resolution Procedure

When LDP tries to resolve a prefix received ova@rleDP session, it performs a lookup in the
Routing Table Manager (RTM). This lookup returns tiext hop to the destination PE and the
advertising router (ABR or destination PE itselfthe next-hop router advertised the same FEC
over link-level LDP, LDP will prefer the LDP tunnkl default unless the user explicitly changed
the default preference using the system wide ptefarel-in-tunnel command. If the LDP tunnel
becomes unavailable, LDP will select an LDP-oveiRSunnel if available.

When searching for an LDP-over-RSVP tunnel, LDRa&sIthe advertising router(s) with best
route. If the advertising router matches the T-Lizier, LDP then performs a second lookup for
the advertising router in the Tunnel Table Mang@diM) which returns the user configured
RSVP LSP with the best metric. If there are moenthne configured LSP with the best metric,
LDP selects the first available LSP.

If all user configured RSVP LSPs are down, no namtéon is taken. If the user did not configure
any LSPs under the T-LDP session, the lookup in WiMreturn the first available RSVP LSP
which terminates on the advertising router with Itheest metric.

FEC Resolution Procedure When prefer-tunnel-in-tunnel is Enabled

Page 234
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When LDP tries to resolve a prefix received ova@rleDP session, it performs a lookup in the
Routing Table Manager (RTM). This lookup returns tiext hop to the destination PE and the
advertising router (ABR or destination PE itself).

When searching for an LDP-over-RSVP tunnel, LDRa&sIthe advertising router(s) with best
route. If the advertising router matches the tag&tDP peer, LDP then performs a second lookup
for the advertising router in the Tunnel Table Mgea(TTM) which returns the user configured
RSVP LSP with the best metric. If there are moenthne configured LSP with the best metric,
LDP selects the first available LSP.

If all user configured RSVP LSPs are down, them@P tunnel will be selected if available.
If the user did not configure any LSPs under tHeDR session, a lookup in TTM will return the

first available RSVP LSP which terminates on theeatising router. If none are available, then an
LDP tunnel will be selected if available.
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Rerouting Around Failures

Every failure in the network can be protected agfaiexcept for the ingress and egress PEs. All
other constructs have protection available. Thesstcucts are LDP-over-RSVP tunnel and ABR.

e LDP-over-RSVP Tunnel Protection on page 235
* ABR Protection on page 235

LDP-over-RSVP Tunnel Protection

An RSVP LSP can deal with a failure in two ways.

« Ifthe LSP is a loosely routed LSP, then RSVP firildl a new IGP path around the failure,
and traffic will follow this new path. This may iolwe some churn in the network if the
LSP comes down and then gets re-routed. The tutameping feature was implemented
on the LSP so that all the dependent protocolsappiications do not flap unnecessarily.

e Ifthe LSP is a CSPF-computed LSP with the fasiute option enabled, then RSVP will
switch to the detour path very quickly. From thairp, a new LSP will be attempted from
the head-end (global revertive). When the new LsSR place, the traffic switches over to
the new LSP with make-before-break.

NOTE: Only FRR one-to-one is supported with LDPR&VP with use of implicit NULL label.

In other words, implicit NULL label must be enableduse FRR one-to-one. FRR facility cannot
be used. The software does not make any checksgdoce these restrictions. Operators must
ensure this by network design and configuration.

ABR Protection

If an ABR fails, then routing around the ABR recpsirthat a new next-hop LDP-over-RSVP
tunnel be found to a backup ABR. If an ABR failsem the T-LDP adjacency fails. Eventually, the
backup ABR becomes the new next hop (after SPFargeg), and LDP learns of the new next-
hop and can reprogram the new path.
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Configuring Implicit Null Label

LDP over

The implicit null label option allows a 7210 SASregs LER to receive MPLS packets from the
previous hop without the outer LSP label. The openzof the previous hop is referred to as
penultimate hop popping (PHP). This option is sigddy the egress LER to the previous hop
during the FEC signaling by the LDP control protoco

The user can configure to signal the implicit ragtion for all LDP FECs for which this node is
the egress LER using the following command:

config>router>ldp>implicit-null-label

When the user changes the implicit null configunatbption, LDP withdraws all the FECs and re-
advertises them using the new label value.

RSVP and ECMP

NOTE: ECMP is not supported for LDP over RSVP.

ECMP for LDP over RSVP is not supported (alsoEEMP Support for LDP on page 22%
ECMP applies, all LSP endpoints found over the EQMP path will be installed in the routing
table by the IGP for consideration by LDP. It iiontant to note that IGP costs to each endpoint
may differ because IGP selects the farthest entipeinECMP path.

LDP will choose the endpoint that is highest caghie route entry and will do further tunnel
selection over those endpoints. If there are mal@mdpoints with equal highest cost, then LDP
will consider all of them.

Multi-Area and Multi-Instance Extensions to LDP
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To extend LDP across multiple areas of an IGP imstar across multiple IGP instances, the
current standard LDP implementation based on RRB 3équires that all the /32 prefixes of PEs
be leaked between the areas or instances. Théex@ibe an exact match of the prefix in the
routing table has to install the prefix bindingtie LDP Forwarding Information Base (FIB).

The 7210 SAS performs this function by default,eptdn cases when the 7210 SAS is configured
as Area Border Router (ABR). In this scenario,dbrvergence of IGP on routers increases when
the number of PE nodes scales to thousands of nodes

Multi-area and multi-instance extensions to LDPvte an optional behavior by which LDP
installs a prefix binding in the LDP FIB by simghgerforming a longest prefix match with an
aggregate prefix in the routing table (RIB). TheRAB configured to summarize the /32 prefixes
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of PE routers. This method is compliant to RFC 5293P Extension for Inter-Area Label
Switched Paths (LSPs).
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LDP Process Overview

Figure 27displays the process to provision basic LDP patarse
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Figure 27: LDP Configuration and Implementation

7210 SAS M, X, R6 MPLS Configuration Guide

Page 239



LDP Process Overview

Page 240 7210 SAS M, X, R6 MPLS Configuration
Guide



Label Distribution Protocol

Configuring LDP with CLI

This section provides information to configure LD&ing the command line interface.
Topics in this section include:

* LDP Configuration Overview on page 242

« Basic LDP Configuration on page 243

* Common Configuration Tasks on page 244

« LDP Configuration Management Tasks on page 253
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LDP Configuration Overview

When the 7210 SAS M OS implementation of LDP isdansated, the protocol is in the
shutdown state. In addition, targeted sessions are theblesarlhe default parameters for LDP
are set to the documented values for targetedmsesiidraft-ietf-mpls-ldp-mib-09.txt
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Basic LDP Configuration

This chapter provides information to configure LBYRd remove configuration examples of
common configuration tasks.

The LDP protocol instance is created in tleeshutdown  (enabled) state.

A:ALU_SIM11>config>router>ldp# info

aggregate-prefix-match
prefix-exclude "sample"
exit
graceful-restart
exit
peer-parameters
peer 1.1.1.1
ttl-security 1
exit
exit
interface-parameters
interface "a"
exit
exit
targeted-session
exit

A:ALU_SIM11>config>router>ldp#
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Common Configuration Tasks

This section provides information to configure:

e Enabling LDP on page 244
e Targeted Session Parameters on page 248

¢ Peer Parameters on page 251

Enabling LDP

LDP must be enabled in order for the protocol t@abtive. MPLS must also be enabled. MPLS is
enabled in theonfig>router>mpls context.

Use the following syntax to enable LDP on a 72134 OS router:
CLI Syntax: Idp
Example: config>router# I dp

The following displays the enabled LDP configuratio

A:ALU_SIM11>config>router>ldp# info

aggregate-prefix-match
prefix-exclude "sample”

exit

graceful-restart

exit

peer-parameters
peer1.1.1.1

ttl-security 1

exit

exit

interface-parameters
interface "a"
exit

exit

targeted-session

exit

A:ALU_SIM11>config>router>ldp#
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Configuring Graceful-Restart Helper Parameters

Graceful-restart helper advertises to its LDP nledgh by carrying the fault tolerant (FT) session
TLV in the LDP initialization message, assisting ttDP in preserving its IP forwarding state
across the restart. Alcatel-Lucent’s recovery Is@ntained and relies on information stored
internally to self-heal. This feature is only usedelp third-party routers without a self-healing
capability to recover.

Maximum recovery time is the time (in seconds)gbader of the TLV would like the receiver to
wait, after detecting the failure of LDP communicatwith the sender.

Neighbor liveness time is the time (in seconds)U8® is willing to retain its MPLS forwarding
state. The time should be long enough to allowngsighboring LSRs to re-sync all the LSPs in a
graceful manner, without creating congestion inltB€ control plane.

Use the following syntax to configure graceful-egsparameters:
CLI Syntax:  config>router>ldp
[no] graceful-restart

[no] maximum-recovery-time interval
[no] neighbor-liveness-time interval
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Applying Export and Import Policies

Both inbound and outbound label binding filterirrg aupported. Inbound filtering allows a route
policy to control the label bindings an LSR accdpis its peers. An import policy can accept or
reject label bindings received from LDP peers.

Label bindings can be filtered based on:

* Neighbor — Match on bindings received from thecsfped peer.

« Interface — Match on bindings received from a heigr or neighbors adjacent over the
specified interface.

* Prefix-list — Match on bindings with the specifipcefix/prefixes.
Outbound filtering allows a route policy to conttbé set of LDP label bindings advertised by the
LSR. An export policy can control the set of LDBdabindings advertised by the router. By

default, label bindings for only the system addesesadvertised and propagate all FECs that are
received.

Matches can be based on:

» Loopback — loopback interfaces.
* All— all local subnets.
e Match — match on bindings with the specified pgfiefixes.

Use the following syntax to apply import and expasticies:

CLI Syntax:  config>router>ldp
export policy-name [ policy-nane...(upto 32 max)]
import policy-name[ policy-nane...(upto 32 max)]
A:ALU_SIM11>config>router>ldp# info

aggregate-prefix-match
prefix-exclude "sample”

exit

graceful-restart

exit

peer-parameters
peer1.1.1.1

ttl-security 1

exit

exit

interface-parameters
interface "a"
exit

exit

targeted-session
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exit
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Targeted Session Parameters

Use the following syntax to specifgrgeted-sessiorparameters:

CLI Syntax:  config>router# Idp
targeted-session
disable-targeted-session
hello timeout factor
keepalive tineout factor
peer i p-address
hello timeout factor
keepalive tineout factor
no shutdown

The following example displays an LDP configurat@amample:

A:ALA-1>config>router>ldp# info

targeted-session
hello 5000 255
keepalive 5000 255
peer 10.10.10.104
hello 2500 104
keepalive 15 3
exit
exit

A:ALA-1>config>router>ldp#
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Interface Parameters

Use the following syntax to configure interfacearaeters:

CLI Syntax:  config>router# Idp
interface-parameters

hello timeout factor

keepalive tineout factor

transport-address {system|interface}

interface i p-int-name
hello timeout factor
keepalive tineout factor
transport-address {system|interface}
no shutdown

The following example displays an interface paramebnfiguration example:

A:ALU_SIM11>config>router>ldp# info

aggregate-prefix-match
prefix-exclude "sample"

exit

graceful-restart

exit

peer-parameters
peer1.1.1.1

ttl-security 1

exit

exit

interface-parameters
interface "a"
exit

exit

targeted-session

exit
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Peer Parameters

Use the following syntax to specify interface paedens:

CLI Syntax:  config>router# Idp
peer-parameters
peer i p-address
auth-keychain nane
authentication-key [ aut henti cati on- key| hash- key]

[hash]hash2]
A:ALA-1>config>router>ldp# info

peer-parameters
peer 10.10.10.104
authentication-key "3WErEDozxyQ " hash
exit
exit
targeted-session
hello 5000 255
keepalive 5000 255
peer 10.10.10.104
hello 2500 100
keepalive 15 3
exit
exit

A:ALA-1>config>router>ldp#
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LDP Signaling and Services
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When LDP is enabled, targeted sessions can belishbto create remote adjacencies with
nodes that are not directly connected. When sedigteibution paths (SDPs) are configured,
extended discovery mechanisms enable LDP to sambtjetargeted hello messages to the SDP’s
far-end point. The exchange of LDP hellos triggegsson establishment. The SDP’s signaling
default enablefidp. The service SDP uses the targeted-session paewenfigured in the
config>router>ldp>targeted-sessioncontext.

The 7210 SAS M supports only Targeted LDP (TLDP).

The following example displays the command syntsege to configure enable LDP on an MPLS
SDP:

CLI Syntax:  config>service>sdp#
signaling {off| t1 dp}

The following displays an example of an SDP configion showing the signaling defatlttp
enabled.

A:ALA-1>config>service>sdp# info detail

description "MPLS: to-99"
far-end 10.10.10.99
IspA_D 1
signaling tldp
path-mtu 4462
keep-alive
hello-time 10
hold-down-time 10
max-drop-count 3
timeout 5
no message-length
no shutdown
exit
no shutdown

A:ALA-1>config>service>sdp#
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LDP Configuration Management Tasks

This section discusses the following LDP configiiaimanagement tasks:

e Disabling LDP on page 253
* Modifying Targeted Session Parameters on page 254

Disabling LDP

Theno Idp command disables the LDP protocol on the routBp#@rameters revert to the default
settings. LDP must be shut down before it can baldéed.

Use the following command syntax to disable LDP:

CLI Syntax: no ldp
shutdown
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Modifying Targeted Session Parameters

The modification of LDP targeted session parameatees not take effect until the next time the
session goes down and is re-establishes. Indivighraimeters cannot be deleted. mbdorm of a
targeted-sessiorparameter command reverts modified values bathkeaalefault.

The following example displays the command syntsage to revert targeted session parameters
back to the default values:

Example : config>router# Idp
config>router>ldp# targeted-session
config>router>ldp>targeted# no authentication-key
config>router>ldp>targeted# no disable-targeted-ses sion
config>router>ldp>targeted# no hello
config>router>ldp>targeted# no keepalive
config>router>ldp>targeted# no peer 10.10.10.99

The following output displays the default values:

A:ALA-1>config>router>ldp>targeted# info detail

no disable-targeted-session
hello 45 3
keepalive 40 4

A:ALA-1>config>router>ldp>targeted#
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Modifying Interface Parameters

The modification of LDP targeted session parametees not take effect until the next time the
session goes down and is re-establishes. Indiviguaimeters cannot be deleted. fibdorm of
ainterface-parameter command reverts modified values back to the defaul

The following output displays the default values:

A:ALU_SIM11>config>router>ldp>targ-session# info de tail

no disable-targeted-session
hello 45 3
keepalive 40 4

A:ALU_SIM11>config>router>ldp>targ-session#
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LDP Command Reference

Command Hierarchies

e LDP Commands on page 257
* Show Commands on page 258
* Clear Commands on page 258

* Debug Commands on page 259

LDP Commands

config
— router
— [no] ldp
— [no] aggregate-prefix-match
— prefix-exclude policy-name [policy-name...(up to 5 max)]
— no prefix-exclude
— [no] shutdown
— export policy-namdpolicy-name..(up to 5 max)]
— no export
— [no] export-tunnel-table policy-name
— [no] graceful-restart
— maximum-recovery-timeinterval
— no maximum-recovery-time
— neighbor-liveness-timeinterval
— no neighbor-liveness-time
— [no] implicit-null-label
— import policy-namepolicy-name.(u pto 5 max)]
— interface-parameters
— hello timeout factor
— no hello
— [nQ] interface ip-int-name
— hello timeout factor
— no hello
— keepalivetimeout factor
— no keepalive
— [no] shutdown
— transport-address{system|interface}
— keepalivetimeout factor
— no keepalive
— transport-address{system| interface}
— label-withdrawal-delay seconds
— peer-parameters
— peerip-address
— no peer[ip-addres$
— auth-keychainname
— authentication-key [authentication-keyhash-ke} [hash |
hash?
— no authentication-key
— ttl-security min-ttl-value
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— [no] ttl-security
— [no] shutdown
— targeted-session
— [no] disable-targeted-session
— hello timeout factor
— nohello
— keepalivetimeout factor
— no keepalive
— peerip-address
— no peerip-address
— hello timeout factor
— nohello
— keepalivetimeout factor
— no keepalive
— [no] shutdown
— tunnel-down-damp-time seconds
— notunnel-down-damp-time

Show Commands

show
— router
— Idp
— auth-keychain [keychair
— bindings[fec-typefec-type[detail]] [ sessiorip-addy:label-spac
— bindings [label-typé [start-label[end-labe]
— bindings { prefix ip-prefixymasKdetail]}[ sessiorip-add(:label-spac§
— bindings active [prefix ip-prefix/mask
— bindings service-idservice-id[detail]
— bindings ve-type ve-type[{ vc-id vc-id| agi agi} [ sessiorip-addi:lab el-spacy]
— discovery[{ peer[ip-addres$ | { interface [ip-int-nam@}] [ state statd [detail]
— interface [ip-int-name| ip-addres§ [detail]
— parameters
— peer[ip-addres$[detail]
— peer-parameterspeer-ip-address
— sessior{ip-addd:label-spac [detail | statistics [packet-typH
— status

Clear Commands

clear
— router
— Idp
— fec-egress-statistic§ip-prefix/mask
— instance
— interface [ip-int-namé
— peer[ip-addres$[statisticq
— sessior{ip-addid:label-spac§ [ statisticq
— statistics
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Debug Commands

[no] debug
— router
— [na] Idp
— [nq] interface interface-name

— [no] event
— [no] messages

— [no] packet[detail]
— hello[detall]
— nohello

— peerip-address

— [no] event
— [no] bindings
— [no] messages

— [no] packet
— hello[detall]
— nohello
— init [detail]
— noinit
— [no] keepalive
— label[detall]
— nolabel
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LDP Configuration Commands

Generic Commands

ldp
Syntax [no] Idp
Context config>router
Default This command creates the context to configure aR pBrameters. LDP is not enabled by default and
must be explicitely enabledd shutdowr).
To suspend the LDP protocol, use fiitdown command. Configuration parameters are not
affected.
Theno form of the command deletes the LDP protocol ins¢amemoving all associated
configuration parameters. The LDP instance must fie disabled with thehutdown command
before being deleted.
Default none (LDP must be explicitly enabled)
shutdown

Syntax [no] shutdown

Context config>router>ldp
config>router>ldp>targ-session>peer
config>router>ldp>interface
config>router>ldp>aggregate-prefix-match

Description This command administratively disables an entithewdisabled, an entity does not change, reset, or
remove any configuration settings or statistics.

The operational state of the entity is disabled/al$ as the operational state of any entities doeth
within. Many objects must be shut down before timay be deleted.

Theno form of this command administratively enables atitgn

Unlike other commands and parameters where theilstate is not indicated in the configuration
file, theshutdown andno shutdownstates are always indicated in system generatefijcoation
files.

Theno form of the command places an entity in an admiaiisiely enabled state.

Default no shutdown
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aggregate-prefix-match

Syntax
Context

Description

Default

prefix-exclude

Syntax

Context

Description

Default
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[no] aggregate-prefix-match
config>router>ldp

The command enables the use by LDP of the aggregeatfi® match procedures.

When this option is enabled, LDP performs the feltay procedures for all prefixes. When an LSR
receives a FEC-label binding from an LDP neighlooraf given specific FEC1 element, it will install
the binding in the LDP FIB if:

» ltis able to perform a successful longest IP imaticthe FEC prefix with an entry in the
routing table, and

» The advertising LDP neighbor is the next-hop tactethe FEC prefix.

When such a FEC-label binding has been installeder DP FIB, then LDP programs an NHLFE
entry in the egress data path to forward packefE©1. It also advertises a new FEC-label binding
for FEC1 to all its LDP neighbors.

When a new prefix appears in the routing table, lildpects the LDP FIB to determine if this prefix
is a better match (a more specific match) for atpe installed FEC elements. For any FEC for
which this is true, LDP may have to update the NBldntry for this FEC.

When a prefix is removed from the routing table R.Dspects the LDP FIB for all FEC elements
which matched this prefix to determine if anothextoh exists in the routing table. If so, it updates
the NHLFE entry accordingly. If not, it sends adatvithdraw message to its LDP neighbors to
remove the binding.

When the next hop for a routing prefix changes, LpBates the LDP FIB entry for the FEC
elements which matched this prefix. It also upd#tesNHLFE entry for these FEC elements
accordingly.

Theno form of this command disables the use by LDP efafgregate prefix procedures and deletes
the configuration. LDP resumes performing exacfipmatch for FEC elements.

no aggregate-prefix-match

prefix-exclude policy-name [policy-name...(up to 5 max)]
no prefix-exclude

config>router>ldp>aggregate-prefix-match

This command specifies the policy name containimegprefixes to be excluded from the aggregate
prefix match procedures. In this case, LDP willfpan an exact match of a specific FEC element
prefix as opposed to a longest match of one or mbie FEC element prefixes, against this prefix
when it receives a FEC-label binding or when a gleao this prefix occurs in the routing table.

Theno form of this command removes all policies from tloafiguration.

no prefix-exclude.
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Syntax

Context

Description

Default

Parameters

LDP Configuration Commands

export policy-name [policy-name ...upto 5 max]
no export

config>router>ldp

This command specifies the export route policiezlus determine which routes are exported to LDP.
Policies are configured in treonfig>router>policy-options context.

If no export policy is specified, non-LDP routediwiot be exported from the routing table manager
to LDP. LDP-learned routes will be exported to LB#ghbors. Present implementation of export
policy (outbound filtering) can be used “only” tddaFECs for label propagation. The export policy
does not control propagation of FECs that an LSRiwes from its neighbors.

If multiple policy names are specified, the pol&cere evaluated in the order they are specified. Th
first policy that matches is applied. If multipbeport commands are issued, the last command entered
will override the previous command. A maximum afefipolicy names can be specified.

Theno form of the command removes all policies from ¢befiguration.
no export— No export route policies specified.

policy-name —The export route policy name. Allowed values ang stning up to 32 characters long
composed of printable, 7-bit ASCII charactersh# string contains special characters (#, $,
spaces, etc.), the entire string must be encloghihvdouble quotes.

The specified name(s) must already be defined.

export-tunnel-table

Syntax
Context

Description

[no] export-tunnel-table  policy-name
config>router>ldp

This command applies a tunnel table export polickDP for the purpose of learning BGP labeled
routes from the CPM tunnel table and stitching themDP FEC for the same prefix.

The user enables the stitching of routes betwedn &id BGP by configuring separately tunnel table
route export policies in both protocols and enaptire advertising of RFC 3107, Carrying Label
Information in BGP-4, formatted labeled routesgoefixes learned from LDP FECs.

The route export policy in BGP instructs BGP tedisto LDP route entries in the CPM Tunnel Table.
If a /32 LDP FEC prefix matches an entry in theaxpolicy, BGP originates a BGP labeled route,
stitches it to the LDP FEC, and re-distributesBi@&P labeled route to its iBGP neighbors.

The user adds LDP FEC prefixes with the statenfer’ protocol Idp’ in the configuration of the
existing BGP export policy at the global level, fieer-group level, or at the peer level using the
commands:

« configure>router>bgp>export policy-name
« configure>router>bgp>group>export policy-name
« configure>router>bgp>group>neighbour>export peiigme
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Default

Parameters

graceful-restart

Syntax
Context

Description

Default

To indicate to BGP to evaluate the entries with'fieam protocol Idp’ statement in the export policy
when applied to a specific BGP neighbor, a newraent is added to the existing advertise-label
command:

configure>router>bgp>group>neighbour>advertise-lab¢ipv4 include-ldp-prefix

Without the newnclude-ldp-prefix argument, only core IPv4 routes learned from RTM a
advertised as BGP labeled routes to the neighlmstitthing of LDP FEC to the BGP labeled route
is performed for this neighbor even if the samdipreas learned from LDP.

The tunnel table route export policy in LDP instauitDP to listen to BGP route entries in the CPM
Tunnel Table. If a /32 BGP labeled route matchpeeéix entry in the export policy, LDP originates
an LDP FEC for the prefix, stitches it to the BGBdled route, and re-distributes the LDP FEC to its
BGP neighbors.

The user can add BGP labeled route prefixes wélrstatement ‘from protocol bgp’ in the
configuration of the LDP tunnel table export politipte that the ‘from protocol’ statement has an
effect only when the protocol value is Idp. Polaytries with protocol values of rsvp, bgp, or any
value other than Idp are ignored at the time tHep@s applied to LDP.

The no form of the command removes the policy fthenconfiguration.
no export-tunnel-table — no tunnel table exportequolicy is specified.

policy-name —The export-tunnel-table route policy name. Allowedues are any string up to 32
characters long composed of printable, 7-bit ASfBHracters excluding double quotes. If the string
contains spaces, use double quotes to delimittéineasd end of the string. The specified name(s)
must already be defined.

[no] graceful-restart
config>router>ldp

This command enables graceful restart helper.
Theno form of the command disables graceful restart.

no graceful-restart (disabled) — Graceful-restart must be explicitely enabled.

implicit-null-label

Syntax
Context

Description

Default
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[no] implicit-null-label
config>router>ldp

This command enables the use of the implicit rallel. Use this command to signal the IMPLICIT
NULL option for all LDP FECs for which this nodetise egress LER.

Theno form of this command disables the signaling ofithplicit null label.

no implicit-null-label
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maximum-recovery-time

Syntax

Context

Description

Default

Parameters

import

Syntax

Context

Description

Default

Parameters

maximum-recovery-time interval
no maximum-recovery-time

config>router>ldp

This command configures the local maximum recovieng.

Theno form of the command returns the default value.

120

interval —Specifies the length of time in seconds.

Values 15 — 1800

import policy-name [policy-name ...upto 5 max]
no import

config>router>ldp
This command configures import route policies teedmine which label bindings (FECs) are
accepted from LDP neighbors. Policies are conéidun theconfig>router>policy-options context.

If no import policy is specified, LDP accepts abkl bindings from configured LDP neighbors.

Import policies can be used to limit or modify tloeites accepted and their corresponding parameters
and metrics.

If multiple policy names are specified, the pol&cere evaluated in the order they are specified. Th
first policy that matches is applied. If multiplaport commands are issued, the last command
entered will override the previous command. A maximof five policy names can be specified.

Theno form of the command removes all policies from ¢bafiguration.
no import — No import route policies specified.

policy-name —The import route policy name. Allowed values arg sining up to 32 characters long
composed of printable, 7-bit ASCII charactersh# string contains special characters (#, $,
spaces, etc.), the entire string must be encloshihvdouble quotes.

The specified name(s) must already be defined.

label-withdrawal-delay

Syntax
Context

Description
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label-withdrawal-delay

seconds

config>router>ldp

This command specifies configures the time intervaseconds, LDP will delay for the withdrawal

of FEC-label binding it distributed to its neighbarhen FEC is de-activated. When the timer expires,
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Default

Parameters

tunnel-down-da

Syntax

Context

Description

Parameters

keepalive
Syntax

Context

Description
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LDP then sends a label withdrawal for the FEC tdtsheighbous. This is applicable only to LDP
transport tunnels (IPv4 prefix FECs) and is notliaaple to pseudowires (service FECs).

no label-withdrawal-delay

seconds —Specifies the time that LDP delays the withdrawdBC-label binding it distributed to
its neighbors when FEC is de-activated.

Values 3—120

mp-time

tunnel-down-damp-time  seconds
no tunnel-down-damp-time

config>router>ldp

This command specifies the time interval, in sesotithat LDP waits before posting a tunnel down
event to the Tunnel Table Manager (TTM).

When LDP can no longer resolve a FEC and de-aeBvisitit de-programs the NHLFE in the data
path. It will however delay deleting the LDP tuneekry in the TTM until the tunnel-down-damp-
time timer expires. This means users of the LDRélirsuch as SDPs (all services) and BGP (L3
VPN), will not be notified immediately. Traffic &ill blackholed because the IOM NHLFE has been
de-programmed.

If the FEC gets resolved before the tunnel-dowmaldime timer expires, then LDP programs the
IOM with the new NHLFE and performs a tunnel modifsent in TTM updating the dampened entry
in TTM with the new NHLFE information. If the FEQds not get resolved and the tunnel-down-
damp-time timer expires, LDP posts a tunnel dowenéto TTM which deletes the LDP tunnel.

Theno form of this command then tunnel down events atedamped.

seconds —Specifies the time interval, in seconds, that LDdtsvbefore posting a tunnel down event
to the Tunnel Table Manager.

Values 0—20

keepalive timeout factor
no keepalive

config>router>ldp>interface-parameters
config>router>ldp>targ-session
config>router>ldp>targ-session>peer
config>router>ldp>if-params>if

This command configures the time interval, in sespithat LDP waits before tearing down the
session. Théactor parameter derives the keepalive interval.
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If no LDP messages are exchanged for the configtimeslinterval, the LDP session is torn down.
Keepalive timeout is usually three times the keigpahterval. To maintain the session permanently,
regardless of the activity, set the value to zero.

When LDP session is being set up, the keepalivedirnis negotiated to the lower of the two peers.
Once a operational value is agreed upon, the kieedaltor is used to derive the value of the
keepalive interval.

Theno form of the command, at the interface level, fatkeepalive timeoutand thekeepalive
factor to the value defined under thderface-parametersievel.

Theno form of the command, at the peer level, will $etkeepalive timeoutand thekeepalive
factor to the value defined under tteggeted-sessiorevel.

Note that the session needs to be flapped foreheangs to operate.

Default )

Context timeout factor
config>router>ldp>if-params 30 3
config>router>ldp>targ-session 40 4
config>router>ldp>if-params>if Inherits values fromerface-parameters context.

config>router>ldp>targ-session>peer Inherits values targeted-session context.

Parameters timeout —Configures the time interval, expressed in secaids L DP waits before tearing down the
session.

Values 3 — 65535

factor —Specifies the number of keepalive messages, exqat@ssa decimal integer, that should be
sent on an idle LDP session in the keepalive timhadarval.

Values 1—255

interface-parameters

Syntax interface-parameters
Context config>router>ldp

Description This command enables the context to configure Lid€faces and parameters applied to LDP
interfaces.
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hello
Syntax
Context
Description
Default
Parameters
interface
Syntax
Context
Description
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hello timeout factor
no hello

config>router>ldp>interface-parameters
config>router>ldp>targ-session
config>router>ldp>targ-session>peer

This command configures the time interval to waitdoe declaring a neighbor down. Tiaetor
parameter derives the hello interval.

Hold time is local to the system and sent in théohaessages to the neighbor. Hold time cannot be

less than three times the hello interval.

When LDP session is being set up, the holddown tnmegotiated to the lower of the two peers.
Once a operational value is agreed upon, the Fagdlor is used to derive the value of the hello
interval.

Theno form of the command at the targeted-session leetd thénello timeoutand thehello factor
to the default values.

Theno form of the command, at the peer level, will $ettello timeout and thehello factor to the
value defined under the targeted-session level.

Note that the session needs to be flapped foraheangs to operate.

Context Timeout Factor
config>router>ldp>if-params 15 3
config>router>ldp>targ-session 45 3

config>router>ldp>if-params>if Inherits values fromerface-parameters context.

config>router>ldp>targ-session>peer Inherits valiuem targeted-session context.

timeout —Configures the time interval, in seconds, that Lizd#ts before a neighbor down.
3 — 65535

factor —Specifies the number of keepalive messages thatdhe sent on an idle LDP session in
the hello timeout interval.

1—255

Values

Values

[no] interface ip-int-name
config>router>ldp>if-params

This command enables LDP on the specified IP iaterf
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Theno form of the command deletes the LDP interfaceahdonfiguration information associated
with the LDP interface.

The LDP interface must be disabled usingghetdown command before it can be deleted.

ip-int-name —The name of an existing interface. If the stringtains special characters (#, $,
spaces, etc.), the entire string must be encloshihvdouble quotes.

transport-address

Syntax

Context

Description

Default

Parameters

transport-address  {interface | system }
no transport-address

config>router>ldp>if-params
config>router>ldp>if-params>if

This command configures the transport address tesbd when setting up the LDP TCP sessions.
The transport address can be configureit@sface or system The transport address can be
configured globally (applies to all LDP interfaces)per interface. The most specific value is used.

With the transport-address command, you can s#telpDP interface to the connection which can

be set to the interface address or the system s&ldfewever, there can be an issue of which address
to use when there are parallel adjacencies. Thigt®n can not only happen with parallel linKs, i
could be a link and a targeted adjacency sincetadgadjacencies request the session to be set up
only to the system IP address.

Note that theéransport-address value should not bimterface if multiple interfaces exist between
two LDP neighbors. Depending on the first adjagende formed, the TCP endpoint is chosen. In
other words, if one LDP interface is set ugrassport-address interfaceand another for
transport-address systemthen, depending on which adjacency was set gf fire TCP endpoint
addresses are determined. After that, becaudeetitecontains the LSR ID, the LDP session can be
checked to verify that it is set up and then mahbehadjacency to the session.

Note that for any given ILDP interface, as tbeal-Isr-id parameters is changeditderface, the
transport-address configuration loses effectiveness. Since it wilignored and the ILDP session
will alwaysuse the relevant interface IP address as tranagdress even though system is chosen.

Theno form of the command, at the global level, setstthpsport address to the default value.
Theno form of the command, at the interface level, fatstransport address to the value defined
under the global level.

system— The system IP address is used.

interface — The IP interface address is used to set up the 4d3Bion between neighbors. The
transport address interface cannot be used if phelitnterfaces exist between two neighbors,
since only one LDP session is set up between tighhers.

system —The system IP address is used to set up the LBdbedsetween neighbors.
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Peer Parameters Commands

peer-parameters

Syntax

Context
Description

peer

Syntax

Context
Description
Default
Parameters

auth-keychain

Syntax
Context
Description

Parameters

peer-parameters
config>router>ldp

This command enables the context to configure peecific parameters.

[no] peer ip-address
config>router>ldp>peer-parameters

This command configures parameters for an LDP peer.
none

ip-addr —The IP address of the LDP peer in dotted decimédtiom.

auth-keychain name
config>router>ldp>peer-parameters>peer
This command configures TCP authentication keyctmumse for the session.

name —Specifies the name of the keychain to use for peeified TCP session or sessions. This
keychain allows the rollover of authentication kelysing the lifetime of a session up to 32
characters in length. Peer address has to be tRes&€sion transport address.

authentication-key

Syntax

Context

Description
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authentication-key [authentication-key | hash-key] [hash | hash2]
no authentication-key

config>router>ldp>peer-parameters>peer

This command specifies the authentication key tadezl between LDP peers before establishing
sessions. Authentication uses the MD-5 messageadlatigest. Peer address has to be the TCP ses-
sion transport address.

Theno form of this command disables authentication.
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ttl-security

Syntax

Context

Description

Default

Parameters

LDP Configuration Commands

none

authentication-key —Fhe authentication key. The key can be any comipinatf ASCII characters
up to 16 characters in length (unencrypted). Itsgaare used in the string, enclose the entire
string in quotation marks (“ ).

hash-key —The hash key. The key can be any combination &glphanumeric characters. If
spaces are used in the string, enclose the efiing é1 quotation marks (* ).

This is useful when a user must configure the patambut, for security purposes, the actual
unencrypted key value is not provided.

hash —Specifies the key is entered in an encrypted fdirthe hashkeyword is not used, the key is
assumed to be in a non-encrypted, clear text féionsecurity, all keys are stored in encrypted
form in the configuration file with theash parameter specified.

hash2 — Specifies the key is entered in a more complexygted form. If thehash2parameter is
not used, the less encrypteaishform is assumed.

ttl-security min-ttl-value
no ttl-security

config>router>ldp>peer-parameters>peer

This command configures TTL security parametersrfooming packets. When the feature is
enabled, BGP/LDP will accept incoming IP packetsrfra peer only if the TTL value in the packet is

greater than or equal to the minimum TTL value @pnkd for that peer. Peer address has to be the
TCP session transport address.

Theno form of the command disables TTL security.

no ttl-security

min-ttl-value —Specify the minimum TTL value for an incoming paicke
Values 1—255
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Targeted Session Commands

targeted-session

Syntax
Context

Description

Default

targeted-session

config>router>ldp

This command configures targeted LDP sessionseledgsessions are LDP sessions between non-
directly connected peers. Hello messages are gewtly to the peer platform instead of to all the
routers on this subnet multicast address.

The discovery messages for an indirect LDP sess®addressed to the specified peer and not to the
multicast address.

none

disable-targeted-session

Syntax
Context

Description

Default

peer

Syntax
Context
Description

Default

Parameters
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[no] disable-targeted-session
config>router>ldp>targ-session

This command disables support for SDP triggeredraatic generated targeted sessions. Targeted
sessions are LDP sessions between non-directlyectenh peers. The discovery messages for an
indirect LDP session are addressed to the spegfedand not to the multicast address.

Theno form of the command enables the set up of anetadysessions.

no disable-targeted-session

[no] peer ip-address
config>router>ldp>targeted-session

This command configures parameters for an LDP peer.
none

ip-address —The IP address of the LDP peer in dotted decimetiom.
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Show LDP Commands

auth-keychain

Syntax auth-keychain [keychain]
Context show>router>ldp
Description This command displays LDP sessions using a paati@uthentication key-chain.

Parameters keychain —Specifies an existing keychain name.

Sample Output

*A:ALA-48>config>router>ldp# show router Idp auth-k eychain

LDP Peers

Peer TTL Security Min-TTL-Value Authent ication Auth key chain
10.20.1.3 Disabled n/a Disable d eta_keychainl

No. of Peers: 1

*A:ALA-48>config>router>ldp#

bindings

Syntax bindings [fec-type fec-type [detail ]] [session ip-addr|:label-space]]
bindings label-type start-label [end-label]
bindings {prefix ip-prefix/mask [detail]} [session ip-addr[:label-space]]
bindings active [prefix ip-prefix/mask]
bindings service-id service-id [detalil ]
bindings vc-type vc-type [{vc-id vc-id | agi agi} [session ip-addr|:lab el-space]]

Context show>router>ldp
Description This command displays the contents of the labelrination base.
Parameters detail — Displays detailed information.
label-space —Specifies the label space identifier that the noistadvertising on the interface.
Values 0 — 65535
start-label —Specifies a label value to begin the display.
Values 16 — 1048575
end-label —Specifies a label value to end the display.
Values 17 — 1048575
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vc-type —Specifies the VC type to display.
Values  ethernet, vlan , mirror

vc-id —Specifies the VC ID to display.
Values 1 — 4294967295

service-id —Specifies the service ID number to display.
Values 1 — 2147483647

Output  LDP Bindings Output —  The following table describes the LDP bindingsdgel

Label Description
Legend U: Label In Use A: Apipe service
N: Label Not In Use F: Fpipe service
W: Label Withdrawn I: IES service
S: Status Signaled Up R: VPRN service
D: Status Signaled Down P: Ipipe service
E: Epipe service WP: Label Withdraw Pending
V: VPLS service C: Cpipe service
M: Mirror service TLV: (Type, Length: Value)
Type The service type exchanging labels. The possilpesylisplayed are
VPLS, Epipe, Spoke, and Unknown.
VCld The value used by each end of an SDP tunnel tdifgehe VC.
SvclD The unique service identification number identifyite service in the

service domain.

Peer The IP address of the peer.
Egrintf/Lspld Displays the LSP Tunnel ID (not the LSP path ID).
IngLbl The ingress LDP label.

U — Label in use.

R — Label released.

EgrLbl The egress LDP label.

LMTU The local MTU value.

RMTU The remote MTU value.

No.ofService The total number of LDP bindings on the router.
Bindings

Sample Output

*A:Dut-A# show router Idp bindings

LDP LSR ID: 10.20.1.1
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Legend: U - Label In Use, N - Label Not In Use, W -
S - Status Signaled Up, D - Status Signale
E - Epipe Service, V - VPLS Service, M - Mi
A - Apipe Service, F - Fpipe Service, | - |
P - Ipipe Service

Label Withdrawn

d Down

rror Service

ES Service, R - VPRN service

LDP Prefix Bindings

Prefix Peer IngLbl EgrLbl E

No Matching Entries Found

grintf/Lspld EgrNextHop

LDP Service Bindings

Type VCId Svcld  SDPId Peer

V-Vlan 201 201 1210 10.20.1.2
V-Vlan 201 201 1410 10.20.1.4
V-Vlan 202 202 1210 10.20.1.2
V-Vlan 202 202 1410 10.20.1.4
V-Vlan 203 203 1210 10.20.1.2

IngLbl EgrLbl LMTU RMTU

130604U 131036 1500 1500
130728U 131016S 1500 1500
130603V 131035 1500 1500
130727U 131003S 1500 1500
130602V 131034 1500 1500

*A:Dut-A#
*A:Dut-A# show router Idp bindings ingress-label 32

768 131071

LDP LSR ID: 10.20.1.1

Legend: U - Label In Use, N - Label Not In Use, W -
S - Status Signaled Up, D - Status Signale
E - Epipe Service, V - VPLS Service, M - Mi
A - Apipe Service, F - Fpipe Service, | - |
P - Ipipe Service

Label Withdrawn

d Down

rror Service

ES Service, R - VPRN service

LDP Prefix Bindings

Prefix Peer IngLbl EgrLbl E

No Matching Entries Found

grintf EgrNextHop

LDP Service Bindings

Type VCId Svcld  SDPId Peer

V-Vlan 201 201 1210 10.20.1.2
V-Vlan 201 201 1410 10.20.1.4
V-Vlan 202 202 1210 10.20.1.2
V-Vlan 202 202 1410 10.20.1.4
V-Vlan 203 203 1210 10.20.1.2

IngLbl EgrLbl LMTU RMTU

130604U 131036 1500 1500
130728V 131016S 1500 1500
130603U 131035 1500 1500
130727V 131003S 1500 1500
130602V 131034 1500 1500

*A:Dut-A#

*A:ALU_SIM11>show>router>ldp# bindings

LDP LSRID: 1.1.1.2

Legend: U - Label In Use, N - Label Not In Use, W -
S - Status Signaled Up, D - Status Signale
E - Epipe Service, V - VPLS Service, M - Mi
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A - Apipe Service, F - Fpipe Service, | - | ES Service, R - VPRN service
P - Ipipe Service, WP - Label Withdraw Pend ing, C - Cpipe Service
TLV - (Type, Length: Value)

LDP Prefix Bindings

Prefix Peer IngLbl EgrLbl Egrintf/ EgrNextHop
Lspld

1.1.1.1/32 1.11.1 -- 131071 1/1/1 6.6.6.1
1.1.1.2/32 1.11.1 131071V - -

No. of Prefix Bindings: 2

LDP Service FEC 128 Bindings

Type VCId Svcld  SDPId Peer IngLbl EgrLbl LMTU RMTU

No Matching Entries Found

LDP Service FEC 129 Bindings

AGI SAll TAIll
Type Svcld SDPId Peer IngLbl EgrLbl LMTU RMTU

No Matching Entries Found

*A:ALU_SIM11>show>router>ldp#

discovery

Syntax  discovery [{peer [ip-address]} | {interface [ip-int-name]}] [state state] [detail ] [adjacency-
type type]

Context show>router>ldp
Description This command displays the status of the interfaegscipating in LDP discovery.

Parameters peerip-address —Specifies to display the IP address of the peer.

interface ip-int-name —The name of an existing interface. If the stringtains special characters
(#, $, spaces, etc.), the entire string must béosed within double quotes.

state state —Specifies to display the current operational stdtie adjacency.
Values  established, trying, down

detail — Specifies to display detailed information.

adjacency-typetype— Specifies to display the adjacency type.

Values link, targeted
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Output

interface

Syntax
Context
Description

Parameters
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LDP Discovery Output —

Label

LDP

The following table describes LDP discovery outfeits.

Description

Interface Name
Local Addr
Peer Addr

Adj Type

State

No. of Hello Adja-
cencies

Up Time

Hold-Time Remain-
ing

Hello Mesg Recv
Hello Mesg Sent

Remote Cfg Seq No

Remote IP Address

Local Cfg Seq No

Local IP Address

show>router>ldp

The name of the interface.

The IP address of the originating (local) router.

The IP address of the peer.

The adjacency type between the LDP peer and LDdtosess targeted.
Established — The adjacency is established.
Trying — The adjacency is not yet established.

The total number of hello adjacencies discovered.

The amount of time the adjacency has been enabled.

The time left before a neighbor is declared to tnerd

The number of hello messages received for thiscady.
The number of hello messages that have been sethisadjacency.

The configuration sequence number that was in éfie heceived
when this adjacency started up. This configuraseguence number
changes when there is a change of configuration.

The IP address used on the remote end for the EB§ian.

The configuration sequence number that was usttkihello sent
when this adjacency started up. This configurasequence number
changes when there is a change of configuration.

The IP address used locally for the LDP session.

interface [ip-int-name | ip-address] [detail ]

This command displays configuration information @loDP interfaces.

ip-int-name —The name of an existing interface. If the stringtains special characters (#, $,

spaces, etc.), the entire string must be encloghihvdouble quotes.

ip-address —The IP address of the LDP neighbor.

detail — Displays detailed information.
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Output  LDP Interface Output —

Label

The following table describes the LDP interfacepoifields.

Description

Interface

Adm

Opr

Hello Factor

Hold Time

KA Factor

KA Timeout

Auth

No. of Interface

Sample Output

Specifies the interface associated with the LDRaimse.
Up — The LDP is administratively enabled.

Down — The LDP is administratively disabled.

Up — The LDP is operationally enabled.

Down — The LDP is operationally disabled.

The value by which the hello timeout should be didd to give the
hello time, for example, the time interval, in seds, between LDP
hello messages. LDP uses hello messages to diseeigitbors and to
detect loss of connectivity with its neighbors.

The hello time, also known as hold time. It is tinee interval, in sec-
onds, that LDP waits before declaring a neighbdret@own. Hello
timeout is local to the system and is sent in thlébohmessages to a
neighbor.

The value by which the keepalive timeout shouldib&led to give the
keepalive time, for example, the time intervalsé@tonds,

between LDP keepalive messages. LDP keepalive gessae sent to
keep the LDP session from timing out when no othi& traffic is
being sent between the neighbors.

The time interval, in seconds, that LDP waits befmaring down a
session. If no LDP messages are exchanged duiismgrtte interval,
the LDP session is torn down. Generally the vadumifigured to be 3
times the keepalive time (the time interval betwseccessive LDP
keepalive messages).

Enabled — Authentication using MD5 message based digest proto
col is enabled.
Disabled — No authentication is used.

The total number of LDP interfaces.

*A:ALU_SIM11>show>router>ldp# interface

LDP Interfaces

Interface Adm Opr Hello Ho Id KA KA  Transport
Factor Ti me Factor Timeout Address
a Up Up 3 15 3 30 System

No. of Interfaces: 1
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*A:ALU_SIM11>show>router>ldp# interface detail
*A:ALU_SIM11>show>router>ldp#

LDP Interfaces (Detail)

Interface "a"

Admin State :Up Oper State :Up

Hold Time 115 Hello Fact or :3

Keepalive Timeout : 30 Keepalive Factor : 3

Transport Addr  : System Last Modif ied :07/06/2010 10:36:59

Active Adjacencies : 1
Tunneling

: Disabled
Lsp Name : None

*A:ALU_SIM11>show>router>ldp#

parameters

Syntax parameters
Context show>router>ldp

Description

This command displays configuration information @tloDP parameters.

Output  LDP Parameters Output — The following table describes the LDP parametetpuifields.

Label

Description

Keepalive Timeout

Keepalive Factor

Hold-Time

Hello Factor

Auth

Passive-Mode

Targeted-Sessions

Sample Output
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The factor used to derive the Keepalive interval.

The time interval, in seconds, that LDP waits bef@aring down the
session.

The time left before a neighbor is declared to tnerd

The value by which the hello timeout should bedi#d to give the
hello time, for example, the time interval, in seds, between LDP
hello messages. LDP uses hello messages to disaeiggrbors and to
detect loss of connectivity with its neighbors.

Enabled — Authentication using MD5 message based digest proto
col is enabled.

Disabled —  No authentication is used.

true — LDP responds only when it gets a connect request &
peer and will not attempt to actively connect sorieighbors.
false — LDP actively tries to connect to its peers.

true — Targeted sessions are enabled.

false — Targeted sessions are disabled.
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peer

Syntax
Context
Description

Parameters

Output
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*A:SRU4>config>router>ldp# show router Idp paramete

LDP Parameters (LSR ID 110.20.1.4)

Graceful Restart Parameters

Nbor Liveness Time : 5 sec Max Reco
Interface Parameters

Keepalive Timeout : 30 sec Keepaliv
Hold Time : 15 sec Hello Fa
Propagate Policy : system Transpor
Deaggregate FECs : False Route Pr

Label Distribution : downstreamUnsolicited Label Re

Control Mode : ordered Loop Det
Targeted Session Parameters

Keepalive Timeout : 40 sec Keepaliv
Hold Time : 45 sec Hello Fa
Passive Mode : False Targeted

very Time : 30

e Factor : 3

ctor 03

t Address : system
eference : 9
tention : liberal
ection :none

e Factor : 4
ctor 03
Sessions : Enabled

*A:SRU4>config>router>ldp#

peer [ip-address] [detail ]

show>router>ldp

This command displays configuration information @atloDP peers.

ip-address —The IP address of the LDP peer.

detail — Displays detailed information.

LDP Peer Output — The following table describes LDP peer output.

Label Description
Peer The IP address of the peer.
Adm Up — The LDP is administratively enabled.
Down — The LDP is administratively disabled.
Opr Up — The LDP is operationally enabled.
Down — The LDP is operationally disabled.
Hello Factor The value by which the hello timeout should bedid to give the

hello time, for example, the time interval, in seds, between LDP
hello messages. LDP uses hello messages to diseeigitbors and to
detect loss of connectivity with its neighbors.
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LDP

Description (Continued)

Hold Time

KA Factor

KA Timeout

Auth

Passive Mode

Auto Create

No. of Peers

Sample Output

The hello time or hold time. The time interval sieconds, that LDP
waits before declaring a neighbor to be down. Hitheeout is local to
the system and is sent in the hello messages¢mhbor.

The value by which the keepalive timeout shouldib&led to give the
keepalive time, for example, the time intervals@tonds,

between LDP keepalive messages. LDP keepalive gessae sent to
keep the LDP session from timing out when no ot traffic is
being sent between the neighbors.

The time interval, in seconds, that LDP waits befearing down a
session. If no LDP messages are exchanged duiiggrtte interval,
the LDP session is torn down. Generally the vadumnfigured to be 3
times the keepalive time (the time interval betwseccessive LDP
keepalive messages).

Enabled — Authentication using MD5 message based digest proto
col is enabled.

Disabled —  No authentication is used.

The mode used to set up LDP sessions. This valudysapplicable to
targeted sessions and not to LDP interfaces.

True — LDP responds only when it gets a connect request &
peer and will not attempt to actively connect sorieighbors.

False — LDP actively tries to connect to its peers.

Specifies if a targeted peer was automaticallyteceehrough service
manager. For an LDP interface, this value is alvwiaise.

The total number of LDP peers.

*A:SRU4>config>router>ldp# show router Idp peer

LDP Peers
Peer Adm Opr Hello Hold KA KA Passive Auto
Factor Time Factor Timeout Mode  Created

10.8.100.15 Up Up 3 45 4 40 Disabled No
10.20.1.20 Up Up 3 45 4 40 Disabled No
10.20.1.22 Up Up 3 45 4 40 Disabled No
10.100.1.1 Up Up 3 45 4 40 Disabled No
110.20.1.1 Up Up 3 45 4 40 Disabled No
110.20.1.2 Up Up 3 45 4 40 Disabled No
110.20.1.3 Up Up 3 45 4 40 Disabled No
110.20.1.5 Up Up 3 45 4 40 Disabled No
110.20.1.6 Up Up 3 45 4 40 Disabled No
110.20.1.51 Up Up 3 45 4 40 Disabled No
110.20.1.52 Up Up 3 45 4 40 Disabled No
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110.20.1.53 Up Up 3 45 4 40 Disabled No
110.20.1.55 Up Up 3 45 4 40 Disabled No
110.20.1.56 Up Up 3 45 4 40 Disabled No
110.20.1.110 Up Up 3 45 4 40 Disabled No
110.20.1.150 Up Up 3 45 4 40 Disabled No
220.220.1.6 Up Up 3 45 4 40 Disabled No
No. of Peers: 17

*A:SRU4>config>router>ldp#

*A:SRU4>config>router>ldp# show router Idp peer de tail

LDP Peers (Detail)

Peer 10.8.100.15

Admin State :Up Oper State :Up

Hold Time 45 Hello Factor 13

Keepalive Timeout : 40 Keepalive Fact or :4

Passive Mode : Disabled Last Modified : 03/03/2010 19:47:34
Active Adjacencies : 1 Auto Created :No

Tunneling : Disabled

Lsp Name : None

Local LSR : None

BFD Status : Disabled

Peer 10.20.1.20

Admin State :Up Oper State :Up

Hold Time 45 Hello Factor 13

Keepalive Timeout : 40 Keepalive Fact or :4

Passive Mode : Disabled Last Modified : 03/03/2010 19:47:34
Active Adjacencies : 1 Auto Created :No

Tunneling : Disabled

Lsp Name : None

Local LSR : None

BFD Status : Disabled

Peer 220.220.1.6

Admin State :Up Oper State :Up

Hold Time : 45 Hello Factor :3

Keepalive Timeout : 40 Keepalive Fact or :4

Passive Mode : Disabled Last Modified : 03/03/2010 19:47:34
Active Adjacencies : 0 Auto Created :No

Tunneling : Disabled

Lsp Name : None

Local LSR : None

BFD Status : Disabled

*A:SRU4>config>router>ldp#

*A:SRU4>config>router>ldp# show router Idp peer 10.8.100.15 detail

LDP Peers (Detail)
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Peer 10.8.100.15

Admin State :Up Oper State :Up

Hold Time 145 Hello Factor 13

Keepalive Timeout : 40 Keepalive Fact or :4

Passive Mode : Disabled Last Modified : 03/03/2010 19:47:34
Active Adjacencies : 1 Auto Created :No

Tunneling : Disabled

Lsp Name : None

Local LSR : None

BFD Status : Disabled

*A:SRU4>config>router>ldp#

peer-parameters

Syntax peer-parameters peer-ip-address
Context show>router>ldp
Description This command displays LDP peer information.

Parameters peer-ip-address —Specify the peer IP address.

LDP peer-parameters output — The following table describes LDP peer-parametetpu.
Label Description
Peer The IP address of the peer.
TTL security Enabled — LDP peering sessions protected.
Disabled — LDP peering sessions unprotected.
Min-TTL-Value Displays the minimum TTL value for an incoming patk
Auth Enabled — Authentication using MD5 message based digest proto

col is enabled.

Disabled — No authentication is used.
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session

Syntax
Context
Description

Parameters

Output
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session [ip-addr[:label-space]] [detail | statistics [packet-type]] [session-type]
show>router>ldp
This command displays configuration information atloDP sessions.

ip-address —Specify the IP address of the LDP peer.

label-space —Specifies the label space identifier that the noist@dvertising on the interface.
Values 0 — 65535

detail — Displays detailed information.

statistics packet-type— Specify the packet type.
Values hello, keepalive, init, label, notification, addses

session-type -Specifies to display the session type.

Values link, targeted, both

LDP Session Output — The following table describes LDP session outpeitlf.

Label Description
Peer LDP ID The IP address of the LDP peer.
Adj Type The adjacency type between the LDP peer and LDstoseis targeted.
Link — Specifies that this adjacency is a result of a lieko.
Targeted —  Specifies that this adjacency is a result of aetzd)
hello.
State Established — The adjacency is established.

Trying — The adjacency is not yet established.

Mesg Sent The number of messages sent.
Mesg Revd The number of messages received.
Up Time The amount of time the adjacency has been enabled.

Sample Output

*A:SRU4>config>router>ldp# show router Idp sessio n

LDP Sessions

Peer LDP Id Adj Type State Msg Sen t Msg Recv Up Time
1.1.1.1:.0 Link Nonexistent 2 1 0d 00:00:04
10.8.100.15:0  Both Nonexistent 14653 21054 0d 12:48:25
10.20.1.20:0 Both Established 105187 84837 0d 12:48:27
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10.20.1.22:0 Both Established 144586

LDP

95148 0d 12:48:23

11.22.10.2:0 Link Nonexistent 4 2 0d 00:00:16
11.22.11.2:.0 Link Nonexistent 4 4 0d 00:00:14
11.22.13.2:.0 Link Nonexistent 5 6 0d 00:00:20
33.66.33.1:.0 Link Nonexistent 6 7 0d 00:00:25
33.66.34.1:0 Link Nonexistent 2 2 0d 00:00:05
33.66.35.1:0 Link Nonexistent 4 4 0d 00:00:14
110.20.1.1:0 Targeted Nonexistent 0 1 0d 00:00:04
110.20.1.3:0 Both Established 94 97 0d 00:00:55
110.20.1.5:0 Both Established 230866 286216 0d 12:48:27
110.20.1.110:0 Link Nonexistent 2 2 0d 00:00:05
200.0.0.1:0 Link Nonexistent 2 2 0d 00:00:05
No. of Sessions: 15

*A:SRU4>config>router>ldp#

*A:SRU4>config>router>ldp# show router Idp session 10.20.1.20:0

LDP Sessions

Peer LDP Id Adj Type State Msg Sen

10.20.1.20:0 Both Established 105204

No. of Sessions: 1

t Msg Recv Up Time

84859 0d 12:49:05

*A:SRU4>config>router>ldp#

7210 SAS M, X, R6 MPLS Configuration Guide

Page 285



Show Commands

status

Syntax
Context
Description

Output
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status

show>router>ldp

This command displays LDP status information.

LDP Status Output —

The following table describes LDP status outputife

Label Description
Admin State Up — The LDP is administratively enabled.
Down — The LDP is administratively disabled.
Oper State Up — The LDP is operationally enabled.
Down — The LDP is operationally disabled.
Created at The date and time when the LDP instance was created
Up Time The time, in hundreths of seconds, that the LDRaim= has been

Last Change

Oper Down Events
Active Adjacen-
cies

Active Sessions
Active Interfaces
Inactive Inter-
faces

Active Peers

Inactive Peers

Addr FECs Sent

Addr FECs Recv

Serv FECs Sent

Serv FECs Recv

operationally up.
The date and time when the LDP instance was ladifiad.

The number of times the LDP instance has gone tipeadly down
since the instance was created.

The number of active adjacencies (established@egsassociated
with the LDP instance.

The number of active sessions (session in some dbereation)
associated with the LDP instance.

The number of active (operationally up) interfaaesociated with the
LDP instance.

The number of inactive (operationally down) inteda
associated with the LDP instance.

The number of active LDP peers.
The number of inactive LDP peers.

The number of labels that have been sent to thegsseciated with
this FEC.

The number of labels that have been received flrenpeer associated
with this FEC.

The number of labels that have been sent to thegsseciated with
this FEC.

The number of labels that have been received frenpeer associated
with this FEC.

7210 SAS M, X, R6 MPLS Configuration Guide



Label

LDP

Description (Continued)

Attempted Ses-
sions

No Hello Err

Param Adv Err

Max PDU Err

Label Range Err

Bad LDP Id Err

Bad PDU Len Err

Bad Mesg Len Err

Bad TLV Len Err

Malformed TLV Err

Shutdown Notif

Sent

Keepalive Expired
Err

Shutdown Notif
Recv
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The total number of attempted sessions for this iri3Rance.

The total number of “Session Rejected” or “No Hddliwor” notifica-
tion messages sent or received by this LDP instance

The total number of “Session Rejected” or “Paramsefalvertisement
Mode Error” notification messages sent or receivgthis LDP
instance.

The total number of “Session Rejected” or “Paramseitdax PDU
Length Error” notification messages sent or reative this LDP
instance.

The total number of “Session Rejected” or “Paramset@bel Range
Error” notification messages sent or received ly tHDP instance.

The number of bad LDP identifier fatal errors detddor sessions
associated with this LDP instance.

The number of bad PDU length fatal errors deteftiedessions asso-
ciated with this LDP instance.

The number of bad message length fatal errors @etdor sessions
associated with this LDP instance.

The number of bad TLV length fatal errors detedtedsessions asso-
ciated with this LDP instance.

The number of malformed TLV value fatal errors d&td for sessions
associated with this LDP instance.

The number of shutdown notifications sent relateggssions associ-
ated with this LDP instance.

The number of session Keepalive timer expired srdetected for ses-
sions associated with this LDP instance.

The number of shutdown notifications received eflab sessions
associated with this LDP instance.
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Clear Commands

fec-egress-statistics

Syntax  fec-egress-statistics  [ip-prefix/mask]
Context clear>router>ldp
Description This command clears LDP FEC egress statistics..

ip-prefix —Specify information for the specified IP prefix amask length. Host bits must be O.

mask —Specifies the 32-bit address mask used to indibatbits of an IP address that are being
used for the subnet address.

Values 0—32

instance

Syntax instance
Context clear>router>ldp

Description This command resets the LDP instance.

interface

Syntax interface [ip-int-name]
Context clear>router>ldp
Description This command restarts or clears statistics for lid@rfaces.

Parameters ip-int-name —The name of an existing interface. If the stringtains special characters (#, $, spaces
and other special characters), the entire stringtine enclosed within double quotes.

peer
Syntax peer [ip-address] [statistics ]
Context clear>router>ldp
Description This command restarts or clears statistics for lt&yBeted peers.
Parameters ip-address —T he IP address of a targeted peer.

statistics —Clears only the statistics for a targeted peer
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session

Syntax  session [ip-addr[:label-space]] [statistics ]

Context clear>router>ldp
Description This command restarts or clears statistics for IsBgsions.

Parameters label-space —Specifies the label space identifier that the noistadvertising on the interface.
Values 0 — 65535

statistics —Clears only the statistics for a session.

statistics

Syntax  statistics
Context clear>router>ldp

Description This command clears LDP instance statistics.

7210 SAS M, X, R6 MPLS Configuration Guide Page 289



Show Commands

Debug Commands

Syntax
Context

Description

interface

Syntax
Context
Description

Parameters

peer

Syntax
Context

Description
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The following output shows debug LDP configuratialiscussed in this section.

A:ALA-12# debug router Idp peer 10.10.10.104
A:ALA-12>debug>router>ldp# show debug Idp
debug
router "Base"
Idp peer 10.10.10.104
event
bindings
messages
exit
packet
hello
init
keepalive
label
exit
exit
exit
exit
A:ALA-12>debug>router>ldp#

[no] Idp
debug>router

Use this command to configure LDP debugging.

[no] interface interface-name
debug>router>ldp
Use this command for debugging an LDP interface.

interface-name —Fhe name of an existing interface.

[no] peer ip-address
debug>router>ldp

Use this command for debugging an LDP peer.
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Parameters

event

Syntax
Context

Description

bindings

Syntax
Context

Description

messages

Syntax
Context

Description

packet

Syntax

Context

Description

Parameters

7210 SAS M, X, R6 MPLS Configuration Guide

LDP

ip-address—The IP address of the LDP peer.

[no] event
debug>router>ldp>peer

This command configures debugging for specific Lévents.

[no] bindings
debug>router>ldp>peer>event

This command displays debugging information abddtesses and label bindings learned from LDP
peers for LDP bindings.

Theno form of the command disables the debugging output.

[no] messages
debug>router>ldp>peer>event

This command displays specific information (for ewde, message type, source, and destination)
regarding LDP messages sent to and received froP phérs.

Theno form of the command disables debugging output.idiP messages.

packet [detail ]
no packet

debug>router>ldp>peer

This command enables debugging for specific LDFkgtc
Theno form of the command disables the debugging output.

detail — Displays detailed information.
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hello
Syntax

Context

Description

Parameters
init
Syntax

Context

Description

Parameters

keepalive

Syntax
Context

Description

label

Syntax

Context

Description

Parameters
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hello [detail ]
no hello

debug>router>ldp>peer>packet

This command enables debugging for LDP hello packet

Theno form of the command disables the debugging output.

detail — Displays detailed information.

init [detail ]
no init

debug>router>ldp>peer>packet

This command enables debugging for LDP Init packets

Theno form of the command disables the debugging output.

detail — Displays detailed information.

[no] keepalive
debug>router>ldp>peer>packet

This command enables debugging for LDP Keepalivekgis.
Theno form of the command disables the debugging output.

label [detail]
no label

debug>router>ldp>peer>packet

This command enables debugging for LDP Label packet

Theno form of the command disables the debugging output.

detail — Displays detailed information.
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Standards and Protocol Support (for 7210 SAS-M, 721 0
SAS-X, and 7210 SAS-T)

-2
[
Standards Compliance

IEEE 802.1ab-REV/D3 Station and
Media Access Control Connectiv ty
Discovery

IEEE 802.1D Bridging

IEEE 802.1p/Q VLAN Tagging

IEEE 802.1s Multiple Spanning Tree

IEEE 802.1w Rapid Spanning Tree
Protocol

IEEE 802.1X Port Based Network
Access Control

IEEE 802.1ad Provider Bridges

IEEE 802.1ah Provider Backbone
Bridges

IEEE 802.1ag Service Layer OAM

IEEE 802.3ah Ethernet in the First Mi e

IEEE 802.3 10BaseT

IEEE 802.3ad Link Aggregation

IEEE 802.3ae 10Gbps Ethernet

IEEE 802.3u 100BaseTX

IEEE 802.3z 1000BaseSX/LX ITU-T
Y.1731 OAM functions and
mechanisms for Ethernet based
networks draft-ietf-disman-alarm-
mib-04.txt IANA-IFType-MIB

IEEE8023-LAG-MIB ITU-T G.8032
Ethernet Ring Protection Switching
(version 2)

Protocol Support

BGP

RFC 1397 BGP Default Route
Advertisement

RFC 1772 Application of BGP in the
Internet

RFC 1997 BGP Communities Attribut2

RFC 2385 Protection of BGP Sessior s
via MD5

RFC 2439 BGP Route Flap Dampeniig

RFC 2547 bis BGP/MPLS VPNs drafi-
ietf-idr-rfc2858bis-09.txt.

RFC 2918 Route Refresh Capability for
BGP-4

RFC 3107 Carrying Label Information in
BGP-4

RFC 3392 Capabilities Advertisemen
with BGP4

RFC 4271 BGP-4 (previously RFC 1771)

RFC 4360 BGP Extended Communiti2s
Attribute

RFC 4364 BGP/MPLS IP Virtual Prive te
Networks (VPNSs) (previously RF 2
2547bis BGP/MPLS VPNs)

RFC 4760 Multi-protocol Extensions 1or
BGP

RFC 4893 BGP Support for Four-octe t
AS Number Space

CIRCUIT EMULATION

RFC 4553 Structure-Agnostic Time
Division Multiplexing (TDM) over
Packet (SAToP)

RFC 5086 Structure-Aware Time
Division Multiplexed (TDM) Circuit
Emulation Service over Packet
Switched Network (CESoPSN)

RFC 5287 Control Protocol Extensior s
for the Setup of Time-Division
Multiplexing (TDM) Pseudowires n
MPLS Networks

DHCP

RFC 2131 Dynamic Host Configuratic n
Protocol (REV)

RFC 3046 DHCP Relay Agent
Information Option (Option 82)

DIFFERENTIATED SERVICES

RFC 2474 Definition of the DS Field t1e
IPv4 and IPv6 Headers (Rev)

RFC 2597 Assured Forwarding PHB
Group (rev3260)

Standards and Protocols for 7210 SAS-M, and 7210 SA S-X

NOTE: The capabilities available when operating in acegdimk mode/L2 mode and
network mode/MPLS mode are different. Corresponiglingpt all the standards and protocols
listed below are supported in both the modes.

RFC 2598 An Expedited Forwarding
PHB

RFC 2697 A Single Rate Three Color
Marker

RFC 2698 A Two Rate Three Color
Marker

RFC 4115 A Differentiated Service Two-
Rate, Three-Color Marker with
Efficient Handling of in-Profile
Traffic

IPv6

RFC 2460 Internet Protocol, Version 6
(IPv6) Specification

RFC 2461 Neighbor Discovery for IPv6

RFC 2462 IPv6 Stateless Address Auto
configuration

RFC 2463 Internet Control Message
Protocol (ICMPv6) for the Internet
Protocol Version 6 Specification

RFC 2464 Transmission of IPv6 Packets
over Ethernet Networks

RFC 2740 OSPF for IPv6

RFC 3587 IPv6 Global Unicast Address
Format

RFC 4007 IPv6 Scoped Address
Architecture

RFC 4193 Unique Local IPv6 Unicast
Addresses

RFC 4291 IPv6 Addressing Architecture

RFC 4552 Authentication/Confidentiality
for OSPFv3

RFC 5095 Deprecation of Type 0 Routing
Headers in IPv6

draft-ietf-isis-ipv6-05

draft-ietf-isis-wg-multi-topology-xx.txt

IS-IS

RFC 1142 OSI IS-IS Intra-domain
Routing Protocol (ISO 10589)

RFC 1195 Use of OSI IS-IS for routing in
TCP/IP & dual environments
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RFC 2763 Dynamic Hostname Exchange NETWORK MANAGEMENT

for IS-IS

RFC 2966 Domain-wide Prefix
Distribution with Two-Level I1S-IS

RFC 2973 IS-IS Mesh Groups

RFC 3373 Three-Way Handshake for
Intermediate System to Intermed ate
System (IS-1S) Point-to-Point
Adjacencies

RFC 3567 Intermediate System to
Intermediate System (ISIS)
Cryptographic Authentication

RFC 3719 Recommendations for
Interoperable Networks using IS-1S

RFC 3784 Intermediate System to
Intermediate System (IS-1S)
Extensions for Traffic Engineerin )
(TE)

RFC 3787 Recommendations for
Interoperable IP Networks

RFC 3847 Restart Signaling for IS-IS —
GR helper

RFC 4205 for Shared Risk Link Group
(SRLG) TLV

MPLS - LDP

RFC 3037 LDP Applicability

RFC 3478 Graceful Restart Mechanism
for LDP — GR helper

RFC 5036 LDP Specification

RFC 5283 LDP extension for Inter-Ari:a
LSP

RFC 5443 LDP IGP Synchronization

MPLS - General

RFC 3031 MPLS Architecture

RFC 3032 MPLS Label Stack Encoding

RFC 4379 Detecting Multi-Protocol
Label Switched (MPLS) Data Plane
Failures

RFC 4182 Removing a Restriction on the
use of MPLS Explicit NULL

Multicast

RFC 1112 Host Extensions for IP
Multicasting (Snooping)

RFC 2236 Internet Group Management
Protocol, (Snooping)

RFC 3376 Internet Group Management
Protocol, Version 3 (Snooping) [
Only in 7210 SAS-M access-uplink
mode ]
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ITU-T X.721: Information technology-
OSiI-Structure of Management
Information

ITU-T X.734: Information technology-
OSI-Systems Management: Evernt
Report Management Function

M.3100/3120 Equipment and Connec ion
Models

TMF 509/613 Network Connectivity
Model

RFC 1157 SNMPv1

RFC 1215 A Convention for Defining
Traps for use with the SNMP

RFC 1907 SNMPv2-MIB

RFC 2011 IP-MIB

RFC 2012 TCP-MIB

RFC 2013 UDP-MIB

RFC 2096 IP-FORWARD-MIB

RFC 2138 RADIUS

RFC 2206 RSVP-MIB

RFC 2571 SNMP-FRAMEWORKMIB

RFC 2572 SNMP-MPD-MIB

RFC 2573 SNMP-TARGET-&-
NOTIFICATION-MIB

RFC 2574 SNMP-USER-
BASEDSMMIB

RFC 2575 SNMP-VIEW-BASEDACM -
MIB

RFC 2576 SNMP-COMMUNITY-MIB

RFC 2665 EtherLike-MIB

RFC 2819 RMON-MIB

RFC 2863 IF-MIB

RFC 2864 INVERTED-STACK-MIB

RFC 3014 NOTIFICATION-LOGMIB

RFC 3164 Syslog

RFC 3273 HCRMON-MI

RFC 3411 An Architecture for
Describing Simple Network
Management Protocol (SNMP)
Management Frameworks

RFC 3412 - Message Processing anc
Dispatching for the Simple Netwc rk
Management Protocol (SNMP)

RFC 3413 - Simple Network
Management Protocol (SNMP)
Applications

RFC 3414 - User-based Security Moc el
(USM) for version 3 of the Simple:
Network Management Protocol
(SNMPvV3)

RFC 3418 - SNMP MIB

Standards and Protocols for 7210 SAS-M, and

draft-ietf-mpls-Isr-mib-06.txt
draft-ietf-mpls-te-mib-04.txt
draft-ietf-mpls-ldp-mib-07.txt

OSPF

RFC 1765 OSPF Database Overflow

RFC 2328 OSPF Version 2

RFC 2370 Opaque LSA Support

RFC 3101 OSPF NSSA Option

RFC 3137 OSPF Stub Router
Advertisement

RFC 3623 Graceful OSPF Restart — GR
helper

RFC 3630 Traffic Engineering (TE)
Extensions to OSPF Version 2

RFC 2740 OSPF for IPv6 (OSPFv3)
draft-ietf-ospf-ospfv3-update-14.txt

RFC 4203 Shared Risk Link Group
(SRLG) sub-TLV

MPLS - RSVP-TE

RFC 2430 A Provider Architecture
DiffServ & TE

RFC 2702 Requirements for Traffic
Engineering over MPLS

RFC2747 RSVP Cryptographic
Authentication

RFC3097 RSVP Cryptographic
Authentication

RFC 3209 Extensions to RSVP for
Tunnels

RFC 4090 Fast reroute Extensions to
RSVP-TE for LSP Tunnels

RFC 5817 Graceful Shutdown in MPLS
and GMPLS Traffic Engineering
Networks

PSEUDO-WIRE

RFC 3985 Pseudo Wire Emulation Edge-
to-Edge (PWE3)

RFC 4385 Pseudo Wire Emulation Edge-
to-Edge (PWE3) Control Word for
Use over an MPLS PSN

RFC 3916 Requirements for Pseudo-
Wire Emulation Edge-to-Edge
(PWE3)

RFC 4448 Encapsulation Methods for
Transport of Ethernet over MPLS
Networks (draft-ietf-pwe3-ethernet-
encap-11.txt)

RFC 4446 |1ANA Allocations for PWE3
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RFC 4447 Pseudowire Setup and
Maintenance Using LDP (draft-ie:tf-
pwe3-control-protocol-17.txt)

RFC 5085, Pseudowire Virtual Circuit
Connectivity Verification (VCCV):

RFC 5880 Bidirectional Forwarding
Detection

RFC 5881 BFD IPv4 (Single Hop)

RFC 5659 An Architecture for Multi-
Segment Pseudowire Emulation
Edge-to-Edge

RFC6073, Segmented Pseudowire (craft- ITU-T G.781 Telecommunication
Standardization Section of ITU,
Synchronization layer functions,
issued 09/2008

ITU-T G.813 Telecommunication
Standardization Section of ITU,
Timing characteristics of SDH
equipment slave clocks (SEC),
issued 03/2003.

GR-1244-CORE Clocks for the
Synchronized Network: Common
Generic Criteria, Issue 3,May 201)5

ITU-T G.8261 Telecommunication
Standardization Section of ITU,
Timing and synchronization aspects
in packet networks, issued 04/20)8.

ITU-T G.8262 Telecommunication
Standardization Section of ITU,
Timing characteristics of
synchronous Ethernet equipmen
slave clock (EEC), issued 08/20(7.

ITU-T G.8264 Telecommunication
Standardization Section of ITU,
Distribution of timing information
through packet networks, issued 10/

ietf-pwe3-segmented-pw-18.txt)
draft-ietf-12vpn-vpws-iw-oam-02.txt
OAM Procedures for VPWS
Interworking
draft-ietf-pwe3-0am-msg-map-14-txt,
Pseudowire (PW) OAM Message
Mapping
Pseudowire Preferential Forwarding
Status bit definition
draft-pwe3-redundancy-02.txt
Pseudowire (PW) Redundancy

RADIUS

RFC 2865 Remote Authentication Dia In

User Service
RFC 2866 RADIUS Accounting

SSH
draft-ietf-secsh-architecture.txt SSH
Protocol Architecture
draft-ietf-secsh-userauth.txt SSH
Authentication Protocol
draft-ietf-secsh-transport.txt SSH
Transport Layer Protocol
draft-ietf-secsh-connection.txt SSH
Connection Protocol
draft-ietf-secsh- newmodes.txt SSH
Transport Layer Encryption Mode:s

TACACS+
draft-grant-tacacs-02.txt

TCP/IP

RFC 768 UDP

RFC 1350 The TFTP Protocol
RFC 791 IP

RFC 792 ICMP

RFC 793 TCP

RFC 826 ARP

RFC 854 Telnet

RFC 1519 CIDR
RFC 1812 Requirements for IPv4

RFC 2347 TFTP option Extension

RFC 2328 TFTP Blocksize Option

A Control Channel for Pseudowites REc 2349 TETP Timeout Interval anc
Transfer Size option

draft-ietf-bfd-mib-00.txt Bidirectional
Forwarding Detection Manageme:nt
Information Base

IEEE Std 1588™-2008, IEEE Standaid
for a Precision Clock
Synchronization Protocol for
Networked Measurement and
Control Systems.

RFC 4762 Virtual Private LAN Services
Using LDP (previously draft-ietf-
I2vpn-vpls-ldp-08.txt)

RFC 2787 Definitions of Managed
Objects for the Virtual Router
Redundancy Protocol

RFC 3768 Virtual Router Redundancy
Protocol

Proprietary MIBs
ALCATEL-IGMP-SNOOPING-
MIB.mib
TIMETRA-CAPABILITY-7210-SAS-M-
V5v0.mib
(7210 SAS-M Only)
TIMETRA-CAPABILITY-7210-SAS-X-
V5v0.mib (7210 SAS-X Only)
TIMETRA-CHASSIS-MIB.mib
TIMETRA-CLEAR-MIB.mib
TIMETRA-DOT3-OAM-MIB.mib
TIMETRA-FILTER-MIB.mib
TIMETRA-GLOBAL-MIB.mib
TIMETRA-IEEE8021-CFM-MIB.mib
TIMETRA-LAG-MIB.mib
TIMETRA-LOG-MIB.mib
TIMETRA-MIRROR-MIB.mib
TIMETRA-NTP-MIB.mib
TIMETRA-OAM-TEST-MIB.mib
TIMETRA-PORT-MIB.mib
TIMETRA-QOS-MIB.mib
TIMETRA-SAS-ALARM-INPUT-
MIB.mib
TIMETRA-SAS-FILTER-MIB.mib
TIMETRA-SAS-IEEE8021-CFM-
MIB.mib
TIMETRA-SAS-IEEE8021-PAE-
MIB.mib
TIMETRA-SAS-GLOBAL-MIB.mib
TIMETRA-SAS-LOG-MIB.mib.mib
TIMETRA-SAS-MIRROR-MIB.mib
TIMETRA-SAS-MPOINT-MGMT-
MIB.mib (Only for 7210 SAS-X)
TIMETRA-SAS-PORT-MIB.mib
TIMETRA-SAS-QOS-MIB.mib
TIMETRA-SAS-SDP-MIB.mib
TIMETRA-SAS-SYSTEM-MIB.mib
TIMETRA-SAS-SERV-MIB.mib
TIMETRA-SAS-VRTR-MIB.mib
TIMETRA-SCHEDULER-MIB.mib
TIMETRA-SECURITY-MIB.mib
TIMETRA-SERV-MIB.mib
TIMETRA-SYSTEM-MIB.mib
TIMETRA-TC-MIB.mib
TIMETRA-ISIS-MIB.mib
TIMETRA-ROUTE-POLICY-MIB.mib
TIMETRA-MPLS-MIB.mib
TIMETRA-RSVP-MIB.mib
TIMETRA-LDP-MIB.mib
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TIMETRA-VRRP-MIB.mib
TIMETRA-VRTR-MIB.mib
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Standards Compliance

IEEE 802.1ab-REV/D3 Station and
Media Access Control Connectivity
Discovery

IEEE 802.1D Bridging

IEEE 802.1p/Q VLAN Tagging

IEEE 802.1s Multiple Spanning Tree

IEEE 802.1w Rapid Spanning Tree Pro-
tocol

IEEE 802.1X Port Based Network
Access Control

IEEE 802.1ad Provider Bridges

IEEE 802.1ag Service Layer OAM
IEEE 802.3ah Ethernet in the First Mile
IEEE 802.3 10BaseT

IEEE 802.3ad Link Aggregation

IEEE 802.3ae 10Gbps Ethernet

IEEE 802.3u 100BaseTX

IEEE 802.3z 1000BaseSX/LX

ITU-T Y.1731 OAM functions and
mechanisms for Ethernet based net-
works

draft-ietf-disman-alarm-mib-04.txt

IANA-IFType-MIB

IEEE8023-LAG-MIB

Protocol Support

BGP

RFC 1397 BGP Default Route

Advertisement

RFC 1772 Application of BGP in the

Internet

RFC 1997 BGP Communities Attribute

RFC 2385 Protection of BGP Sessions
via MD5

RFC 2439 BGP Route Flap Dampening

RFC 2547bis BGP/MPLS VPNs

draft-ietf-idr-rfc2858bis-09.txt.

RFC 2918 Route Refresh Capability for
BGP-4

RFC 3107 Carrying Label Information in
BGP-4

RFC 3392 Capabilities Advertisement
with BGP-4

RFC 4271 BGP-4 (previously RFC 1771)

RFC 4360 BGP Extended Communities
Attribute

RFC 4364 BGP/MPLS IP Virtual Private
Networks (VPNSs) (previously RFC

2547bis BGP/MPLS VPNSs)

RFC 4760 Multi-protocol Extensions for
BGP

RFC 4893 BGP Support for Four-octet
AS Number Space

DHCP

RFC 2131 Dynamic Host Configuration
Protocol

RFC 3046 DHCP Relay Agent Informa-
tion Option (Option 82)

DIFFERENTIATED SERVICES

RFC 2474 Definition of the DS Field the
IPv4 and IPv6 Headers (Rev)

RFC 2597 Assured Forwarding PHB
Group (rev3260)

RFC 2598 An Expedited Forwarding
PHB

RFC 2697 A Single Rate Three Color
Marker

RFC 2698 A Two Rate Three Color
Marker

RFC 4115 A Differentiated Service Two-
Rate, Three-Color Marker with Effi-
cient Handling of in-Profile Traffic

IS-IS

RFC 1142 OSI IS-IS Intra-domain Rout-
ing Protocol (ISO 10589)

RFC 1195 Use of OSI IS-IS for routing in
TCP/IP & dual environments

RFC 2763 Dynamic Hostname Exchange
for IS-IS

RFC 2966 Domain-wide Prefix Distribu-
tion with Two-Level IS-IS

RFC 2973 IS-IS Mesh Groups

RFC 3373 Three-Way Handshake for
Intermediate System to Intermedi-
ate System (IS-IS) Point-to-Point
Adjacencies

RFC 3567 Intermediate System to Inter-
mediate System (ISIS) Crypto-
graphic Authentication

RFC 3719 Recommendations for Interop-

erable Networks using IS-IS

Standards and Protocols for 7210 SAS-R6

RFC 3784 Intermediate System to Inter-
mediate System (IS-IS) Extensions
for Traffic Engineering (TE)

RFC 3787 Recommendations for Interop-
erable IP Networks

RFC 3847 Restart Signaling for I1S-IS —
GR helper

RFC 4205 for Shared Risk Link Group
(SRLG) TLV

MPLS - General

RFC 3031 MPLS Architecture

RFC 3032 MPLS Label Stack Encoding

RFC 4379 Detecting Multi-Protocol
Label Switched (MPLS) Data Plane
Failures

RFC 4182 Removing a Restriction on the
use of MPLS Explicit NULL

MPLS - LDP

RFC 5036 LDP Specification

RFC 3037 LDP Applicability

RFC 3478 Graceful Restart Mechanism
for LDP — GR helper

RFC 5283 LDP extension for Inter-Area
LSP

RFC 5443 LDP IGP Synchronization

MPLS - RSVP-TE

RFC 2430 A Provider Architecture Diff-
Serv& TE

RFC 2702 Requirements for Traffic
Engineering over MPLS

RFC2747 RSVP Cryptographic Authenti-
cation

RFC3097 RSVP Cryptographic Authenti-
cation

RFC 3209 Extensions to RSVP for Tun-
nels

RFC 4090 Fast reroute Extensions to
RSVP-TE for LSP Tunnels

RFC 5817 Graceful Shutdown in MPLS
and GMPLS Traffic Engineering
Networks

MPLS-TP (Transport Profile)

RFC 5586 MPLS Generic Associated
Channel
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RFC 5921 A Framework for MPLS in
Transport Networks

RFC 5960 MPLS Transport Profile Data
Plane Architecture

RFC 6370 MPLS-TP Identifiers

RFC 6378 MPLS-TP Linear Protection

RFC 6428 Proactive Connectivity Verifi-
cation, Continuity Check and
Remote Defect indication for MPLS
Transport Profile

RFC 6426 MPLS On-Demand Connecti-
vity and Route Tracing

RFC 6478 Pseudowire Status for Static
Pseudowires

draft-ietf-mpls-tp-ethernet-addressing-02
MPLS-TP Next-Hop Ethernet
Addressing

NETWORK MANAGEMENT

ITU-T X.721: Information technology-
OSI-Structure of Management Infor-
mation

ITU-T X.734: Information technology-
OSI-Systems Management: Event
Report Management Function

M.3100/3120 Equipment and Connec-
tion Models

TMF 509/613 Network Connectivity
Model

RFC 1157 SNMPv1

RFC 1215 A Convention for Defining
Traps for use with the SNMP

RFC 1907 SNMPv2-MIB

RFC 2011 IP-MIB

RFC 2012 TCP-MIB

RFC 2013 UDP-MIB

RFC 2096 IP-FORWARD-MIB

RFC 2138 RADIUS

RFC 2206 RSVP-MIB

RFC 2571 SNMP-FRAMEWORKMIB

RFC 2572 SNMP-MPD-MIB

RFC 2573 SNMP-TARGET-&- NOTIFI-
CATION-MIB

RFC 2574 SNMP-USER-
BASEDSMMIB

RFC 2575 SNMP-VIEW-BASEDACM-
MIB

RFC 2576 SNMP-COMMUNITY-MIB

RFC 2665 EtherLike-MIB

RFC 2819 RMON-MIB

RFC 2863 IF-MIB
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RFC 2864 INVERTED-STACK-MIB

RFC 3014 NOTIFICATION-LOGMIB

RFC 3164 Syslog

RFC 3273 HCRMON-MI

RFC 3411 An Architecture for Describ-
ing Simple Network Management
Protocol (SNMP) Management
Frameworks

RFC 3412 - Message Processing and Dis-
patching for the Simple Network
Management Protocol (SNMP) RFC6073, Segmented Pseudowire (draft-

RFC 3413 - Simple Network Manage- ietf-pwe3-segmented-pw-18.txt)
ment Protocol (SNMP) Applications  draft-ietf-I2vpn-vpws-iw-oam-02.txt,

RFC 3414 - User-based Security Model OAM Procedures for VPWS Inter-
(USM) for version 3 of the Simple working
Network Management Protocol draft-ietf-pwe3-oam-msg-map-14-txt,
(SNMPV3) Pseudowire (PW) OAM Message

RFC 3418 - SNMP MIB Mapping

draft-ietf-mpls-Isr-mib-06.txt draft-muley-dutta-pwe3-redundancy-bit-

draft-ietf-mpls-te-mib-04.txt 03.txt, Pseudowire Preferential For-

draft-ietf-mpls-ldp-mib-07.txt warding Status bit definition

draft-pwe3-redundancy-02.txt, Pseudow-
ire (PW) Redundancy

RFC 4447 Pseudowire Setup and Mainte-
nance Using LDP (draft-ietf-pwe3-
control-protocol-17.txt)

RFC 5085, Pseudowire Virtual Circuit
Connectivity Verification
(VCCV): A Control Channel for
Pseudowires

RFC 5659 An Architecture for Multi-
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