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Getting to Know the Device 
PMG5318-B20B is a GPON ONT that provides high-speed fiber access combines 

with residential gateway, VoIP and wireless features. It is compatible for optical 

ITU-T G.984 and wireless IEEE 802.11n environment. 

 

Integrated Internet Services Through Fiber Optics 
The ZyXEL PMG5318-B20B Wireless N GPON HGU with a 4-port GbE Switch 

provides various integrated services through a single optical fiber for customers to 

support prevalent deployments of triple-play services such as data, video/high-

definition television (HDTV), VoIP and interactive games. 

2.4 GHz 11n (2x2) for superior performance and coverage 
The ZyXEL PMG5318-B20B features 802.11n technology to provide an ultimate 

solution for both speed and coverage. With 802.11n wireless data rates of up to 

300 Mbps, the PMG5318-B20B provides stable, reliable wireless connections for 

high-speed data and multimedia applications. The 802.11n technology empowers 

the device to eliminate dead zones and to extend coverage while retaining 

backward compatibility with any IEEE 802.11 b/g/n Wi-Fi certified device. 

Advanced Quality of Service ensures quality of triple-play services 
As higher bandwidth and greater efficiency of Ethernet cannot ensure effective 

delivery of high-quality voice, data and video across a GPON network, service 

Front Panel Rear Panel 
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providers can freely design their Quality of Service (QoS) policies and prioritize 

mission-critical services such as IPTV and VoIP based on their service plan offerings. 

This increases network efficiency and productivity to enable service providers to 

offer a real multi-play solution that meets the needs of residential users. 

Provisioning and management through TR-069 along with OMCI 
The ZyXEL PMG5318-B20B can be connected to a GPON OLT to provide network 

operators with management and provision functions that support ONT 

Management and Control Interface (OMCI) as well as TR-069 management 

functions. As a result, the operation and maintenance of the PMG5318-B20B are 

extremely easy and efficient. 

General Application Diagram 
 

 

General Scenario 1: Internet Service Only  
In this scenario we will configure ZyXEL’s Switch, OLT and ONT for Internet service 

only using VLAN 100 as an example. 
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Example Devices 
A. OLT: OLT2406, FW: 4.00(AAVA.4)C0 

B. ONT: PMG5318-B20B, FW: 100AAZC0C0 

C. Switch: GS2200-48 

Switch Setup 
Switch web GUI > Advanced Application > VLAN > Static VLAN 

1. Check Active Box. 

2. Set the name for the VLAN. 

3. Set the VLAN Group ID. (VLAN ID). 

4. Select the ports to be members of this VLAN as Fixed, and select the port to 

be Tagged or Untagged. 

5. Click the “Add” button at the end of the page to save your changes. 



ZyXEL  PMG5318-B20B Application Note 

©2016 ZyXEL COMMUNICATIONS CORPORATION  
Proprietary and Confidential Information 

4 
 

 

In this example, switch port 9 and 10 will be used for access traffic (to internet), 

and port 45 will be used for the tagged traffic (to the OLT) using VLAN 100. 

 

It is possible to check the current status of the VLAN by accessing:  

Switch web GUI > Advanced Application > VLAN  

 

Then proceed to click the index number for the VLAN ID you wish to verify. 
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A new page will show containing the port diagram and the status of each port 

where “U” is untagged and “T” is tagged. 

 

For the untagged ports, then proceed to add a PVID at the following location: 

Switch web GUI > Advanced Application > VLAN > VLAN Port Settings 

Set the PVID according to the VLAN membership: 
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Ports 9 and 10 being untagged, proceed to setup the PVID to 100. For port 45 no 

PVID is required as it will be passing tagged traffic. 

OLT2406 Initial Setup 
How to read this section, in gray boxes you will find the executable CLI commands, 

meanwhile in yellow screenshots you’ll find the input of commands for example 

cases. 

To set the OLT for first use, start by activating the Slots: 

 

 

To verify the Slot configuration, use the following commands: 

 

 

 

Configure 

Interface slot slot-3 

Cardtype gpon 

No inactive 

exit 

Show lc status 

Show interfaces slot slot-3 status 
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After activating the slots, it is now possible to enable the PON Interface: 

 

 

The Registration methods are defined per the following table: 

Registration Method Definition 

A Require Serial Number and Password. 

C Requires the Password. 

C-Autolock Requires the Serial Number. 

D Automatically registers the ONT and brings it into 

service without checking the serial number or 

password. The ONT may receive a different ONT ID 

when it reconnects. 

Configure 

Interface olt pon-3-1 

Transceiver 12 

Register method A 

No inactive 

exit 
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E Automatically registers the ONT and brings it into 

service without checking the serial number or 

password. The OLT records the SN/ONT ID mapping and 

uses the same ONT ID for the ONT when it reconnects. 

 

And the Transceiver available are referenced as follow: 

 

To create an ingress profile, execute the following commands: 

 

 

The QoS Bandwidth profile will be setup as: 

 

Configure 

qos ingprof alltc0 dot1p0tc 0 dot1p1tc 0 dot1p2tc 0 dot1p3tc 0 dot1p4tc 0 dot1p5tc 0 dot1p6tc 0 dot1p7tc 0 

Configure 

qos bwprof 10M sir 1024 air 5120 pir 10240 
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Additional help on setting the bandwidth profile can be viewed using the help 

command as follow: 

 

Each VLAN can be setup using the following procedure: 

 

 

configure 

vlan 100   

name data  //optional: set a name for the vlan 

fixed msc-1-1   

fixed ge-3-1   

no inactive   

exit 
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OLT2406 CLI Setup 

Adding a new PMG5318-B20B 
To add a new ONT by CLI start by finding the Serial Number and Password after 

connecting the PON Port and turning on the device. 

 

 

Now proceed to create a new ONT ID with the specification for the new ONT. For 

this example, a QoS Bandwidth profile named 10M with SIR 1024, AIR 5120, and 

PIR 10240 Kbps will be employed. 

 

 

After creating the ONT-ID we will proceed to setup the ONT card, for this we will 

select card 3 which corresponds to the managed entity for Router in the ONT, then 

we will define the type of card as VEIP (reference for router mode) and set the data 

ports as one. 

 

show remote ont unreg 

configure 

remote ont ont-<slot>-<port>-<ontID> 

sn xxxxxxxxxxxxxxxx 

pa xxxxxxxxxx 

model 5 

bwgroup 1 ustype 5 usbwprofname 10M dsbwprofname 10M 

no inactive 

exit 

remote ontcard ont-<slot>-<port>-<ontID>-3 

cardtype VEIP data-port 1pa xxxxxxxxxx 

no inactive 

exit 
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After setting the router ONT card, we may activate the “ontvenet” as follow. 

 

 

Finally, we will setup the UNI port queue and VLAN. For this example, a QoS ingress 

profile was defined with the name “alltc0” setting all priorities to traffic class 0. 

 

 

Checking the ONT status 
After completing the ONT setup, we can verify the status of it’s different elements. 

 

remote ontvenet ontvenet-<slot>-<port>-<ontID>-3-1 

no inactive 

exit 

remote uniport uniport-<slot>-<port>-<ontID>-3-1 

queue tc 0 priority 0 weight 0 usbwprofname 10M dsbwprofname 10M dsoption olt bwsharegroupid 1 

vlan 100 ing alltc0 

exit 

Show remote ont ont-<slot>-<port>-<ontID> 
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From the information displayed we can verify several information such as the Serial 

Number, Password, Status (IS = In Service), Version (Firmware version, active 

version displays the letter “v”), Estimated distance in meter, and the model (5= 

PMG5318-B20B). 

After we have verified the ONT status shows in Service, we may proceed to check 

the ONT card status 

 

 

At this point we may verify the status of the card to be In Service(IS), and that we 

have setup the correct type of card (VEIP). 

After we have checked the status of the ONT card is in service and that we have 

selected the correct type of card, we may proceed to check the ontvenet  status. 

 

Show remote ontcard ontcard-<slot>-<port>-<ontID>-3 

Show remote ontvenet 
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The status should show IS (In Service) for the ONT being setup. 

Finally, we can verify the UNI port queue setup, and VLAN status. 

 

 

ONT Web GUI Setup 
The ONT web GUI contains all the general setup required to establish 

communication services such as Internet, VoIP, video, and Wi-Fi. In this section we 

will explore the setup of Internet service.  

To access the web GUI, connect to any Lan Port of the ONT and after getting an IP 

for your PC navigate to http://192.168.1.1, access using the default username 

admin and password 1234. 

 

Show remote uniport uniport-<slot>-<port>-<ontID>-3-1 queue 

Show remote uniport uniport-<slot>-<port>-<ontID>-3-1 vlan 

 

 

http://192.168.1.1/
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To configure GPON WAN interface go to Advanced Setup > Layer 2 Interface, click 

on the Add button. 

 

Select the GPON port as veip0/veip0 from the drop-down menu and click 

Apply/Save to create the new interface. 

 

To configure the WAN service for the recently created interface go to Advanced 

Setup > WAN Service, click on the Add button. 

 

Select the interface recently created veip0/veip0: 
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In this example we will create a service using IP over Ethernet (IPoE). First, 

proceed to select IP over Ethernet. Then, input the service description or leave 

the default value. Finally, select the VLAN ID and click next. 

 

In the next screen you are prompted to choose between obtaining an IP address 

automatically or using a static IP. For our example, we will setup to obtain an IP 

address automatically, therefore we will only click next. 
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We will be prompted with the screen to setup the Network Address Translation 

Settings. In this example, we will share one WAN IP address for multiple 

computers on the LAN, therefore we will enable NAT and leave all other check 

boxes clear. 

 

The Default Gateway screen will let you choose an interface as the default 

gateway. In this case we only have one interface, therefore we will only click next. 
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In the next screen we will be prompted to select the interface to automatically 

obtain the DNS Server configuration, or the option to set a static DNS IP address. 

In this example we will set the DNS mode and click next. 
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Finally, the WAN Setup summary screen will present to review the settings and 

apply/save the changes. 

 

At this point we have successfully setup the Internet service. 

 

It is possible to verify the WAN interface status, and IP address by going to Device 

Info > WAN. 
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It is possible to verify the status by running a ping diagnostic by going to 

Diagnostics > Ping & Traceroute & Nslookup. Then input the IP address of your 

internet gateway or the URL of your preferred website. 
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General Scenario 2: Triple Play 
In this scenario we will configure ZyXEL’s Switch, OLT and ONT for Triple Play 

service. The ISP may provide “triple play” service to the GPON device. This allows 

you to take advantage of such features as broadband Internet access, voice over IP 

telephony and streaming video/audio media all at the same time with no 

noticeable loss in bandwidth. 

 

Example Devices 
A. OLT: OLT2406, FW: 4.00(AAVA.4)C0 

B. ONT: PMG5318-B20B, FW: 100AAZC0C0 

C. Switch: GS2200-48 

Switch Setup 
Switch web GUI > Advanced Application > VLAN > Static VLAN 

1. Check Active Box. 

2. Set the name for the VLAN. 

3. Set the VLAN Group ID. (VLAN ID). 

4. Select the ports to be members of this VLAN as Fixed and select the port to 

be Tagged or Untagged. 
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5. Click the “Add” button at the end of the page to save your changes. 

 

In this example, switch port 9 and 10 will be used for access traffic (to internet) and 

port 45 will be used for the tagged traffic (to the OLT) using VLAN 100. 

 

It is possible to check the current status of the VLAN by accessing:  

 

Switch web GUI > Advanced Application > VLAN  

 

Then proceed to click the index number for the VLAN ID you wish to verify. 
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A new page will show containing the port diagram and the status of each port 

where “U” is Untagged and “T” is Tagged. 

 

We will repeat the same procedure for VLANs 200 and 300 for their respective 

ports: 

 

 

For the untagged ports, then proceed to add a PVID at the following location: 

Switch web GUI > Advanced Application > VLAN > VLAN Port Settings 

Set the PVID according to the VLAN membership: 
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Ports 9, 10, 11, 12, 13, and 14 being untagged, proceed to setup their 

corresponding PVID. For port 45 no PVID is required, as it will be passing tagged 

traffic. Complete the setup by pressing “Apply” at the bottom of the page. 

OLT2406 CLI Setup 
How to read this section, in gray boxes you will find the executable CLI commands, 

meanwhile in yellow screenshots you’ll find the input of commands for example 

cases. 

Setup Multicast VLAN Registration for IPTV service. 

 

configure 

mcast-channel 224.1.1.1 224.1.1.20 vlan 300 package-member 1 active on 

exit 

show mcast-channel 

show mvr 300 
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Adding a new PMG5318-B20B 
To add a new ONT by CLI start by finding the Serial Number and Password after 

connecting the PON Port and turning on the device. 

 

 

Now proceed to create a new ONT ID with the specification for the new ONT. For 

this example, a QoS Bandwidth profile named 10M with SIR 1024, AIR 5120, and 

PIR 10240 Kbps will be employed. 

 

 

show remote ont unreg 

configure 

remote ont ont-<slot>-<port>-<ontID> 

sn xxxxxxxxxxxxxxxx 

pa xxxxxxxxxx 

model 5 

bwgroup 1 ustype 5 usbwprofname 10M dsbwprofname 10M 

no inactive 

exit 
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After creating the ONT-ID we will proceed to setup the ONT card, we will select 

card 3 which corresponds to the managed entity for router in the ONT, then we will 

define the type of card as VEIP (reference for router mode) and set the data ports 

as one. 

 

 

After setting the router ONT card, we may activate the ontvenet as follow. 

 

 

Finally, we will setup the UNI port queue and VLAN. For this example, a QoS ingress 

profile was defined with the name “alltc0” setting all priorities to traffic class 0. 

 

 

Checking the ONT status 
After completing the ONT setup, we can verify the status of its different elements. 

 

remote ontcard ont-<slot>-<port>-<ontID>-3 

cardtype VEIP data-port 1pa xxxxxxxxxx 

no inactive 

exit 

remote ontvenet ontvenet-<slot>-<port>-<ontID>-3-1 

no inactive 

exit 

remote uniport uniport-<slot>-<port>-<ontID>-3-1 

queue tc 0 priority 0 weight 0 usbwprofname 10M dsbwprofname 10M dsoption olt bwsharegroupid 1 

vlan 100 ing alltc0 

vlan 200 ing alltc0 

vlan 300 ing alltc0 

igmpchannel 300 fullviewpkg 1 

exit 

Show remote ont ont-<slot>-<port>-<ontID> 



ZyXEL  PMG5318-B20B Application Note 

©2016 ZyXEL COMMUNICATIONS CORPORATION  
Proprietary and Confidential Information 

26 
 

 

From the information displayed, we can verify several information such as the 

Serial Number, Password, Status (IS = In Service), Version (Firmware version, active 

version displays the letter “v”), Estimated distance in meter, and the model (5= 

PMG5318-B20B). 

After we have verified the ONT status shows in service, we may proceed to check 

the ONT card status 

 

 

At this point we may verify the status of the card to be In Service(IS), and that we 

have setup the correct type of card (VEIP). 

After we have checked the status of the ONT card is in service and that we have 

selected the correct type of card, we may proceed to check the ontvenet status. 

 

Show remote ontcard ontcard-<slot>-<port>-<ontID>-3 

Show remote ontvenet 
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The status should show IS (in service) for the ONT being setup. 

Finally, we can verify the UNI port queue setup, and VLAN status. 

 

 

ONT Web GUI Setup 
The ONT web GUI contains all the general setup required to establish 

communication services such as Internet, VoIP, video, and Wi-Fi. In this section we 

will explore the setup of Internet service.  

To access the web GUI, connect to any LAN port of the ONT and after getting an IP 

for your PC, open a browser to navigate to http://192.168.1.1, access using the 

default username “admin” and password “1234”. 

Show remote uniport uniport-<slot>-<port>-<ontID>-3-1 queue 

Show remote uniport uniport-<slot>-<port>-<ontID>-3-1 vlan 

Show remote uniport uniport-<slot>-<port>-<ontID>-3-1 igmpchannel 

 

 

http://192.168.1.1/
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To configure GPON WAN interface go to Advanced Setup > Layer 2 Interface, click 

on the Add button. 

 

Select the GPON port as veip0/veip0 from the drop down menu and click 

Apply/Save to create the new interface. 

 

To configure the WAN service for the Data service, go to Advanced Setup > WAN 

Service, click on the Add button. 
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Select the interface recently created veip0/veip0: 

 

Data Service Setup 
In this example we will create a service using IP over Ethernet (IPoE). First, 

proceed to select IP over Ethernet. Then, optionally input the service description. 

Finally, select the VLAN ID and click next. 
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In the next screen you are prompted to choose between obtaining an IP address 

automatically or using a static IP. For our example, we will setup to obtain an IP 

address automatically. Therefore, we will only click next. 
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We will be prompted with the screen to setup the Network Address Translation 

Settings. In this example, we will share one WAN IP address for multiple 

computers on the LAN, therefore we will enable NAT and leave all other check 

boxes clear. 

 

The Default Gateway screen will let you choose an interface as the default 

gateway. In this case we only have one interface, therefore we will only click next. 
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In the next screen we will be prompted to select the interface to automatically 

obtain the DNS Server configuration or the option to set a static DNS IP address. 

In this example we will set the DNS mode and click next. 

 

Finally, the WAN Setup summary screen will present to review the settings and 

apply/save the changes. 
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At this point we have successfully setup the Internet service. 

 

It is possible to verify the WAN interface status and IP address by going to Device 

Info > WAN. 

 

It is possible to verify the status by running a ping diagnostic by going to 

Diagnostics > Ping & Traceroute & Nslookup. Then input the IP address of your 

internet gateway or the URL of your preferred website. 
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VoIP Service Setup 
To configure the Voice service, we will proceed to add a new WAN service: 

 

In the next screen click next: 

 



ZyXEL  PMG5318-B20B Application Note 

©2016 ZyXEL COMMUNICATIONS CORPORATION  
Proprietary and Confidential Information 

35 
 

In the next screen we will setup the IP service type by selecting IP over Ethernet. 

Then, set the service name. Finally, select the VLAN ID corresponding to the VoIP 

service, in this case VID 200. 

 

In the next screen, we will be requested to define to setup the IP configuration to 

be dynamic or static. For the purpose of this example it will be defined as 

automatic. Proceed to click on Next. 

 

For the VoIP purpose, it is not required to enable the NAT service. Therefore we 

will only click next. 
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For the Default Gateway and DNS Server Configuration, we will not make any 

changes and only click on next for this two screens. 

 



ZyXEL  PMG5318-B20B Application Note 

©2016 ZyXEL COMMUNICATIONS CORPORATION  
Proprietary and Confidential Information 

37 
 

 

The WAN Setup summary will show us the overall setup, click on Apply/Save to 

store all changes. 

 

The new WAN service will be displayed as follow: 
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To Setup the Voice Service go to Voice > Sip Basic Settings > Global Parameters 

and select from the drop down box, the veip0.2 voice WAN service is selected in 

the Bound Interface Name. 

 

To Setup the Voice Service go to Voice > Sip Basic Settings > Service Provider 0. 

Select the Locale according to your regional settings. 

Set the SIP server configuration according to your service provider specifications. 

Enable the sip account. 

Enter the sip account details according to your sip provider specifications. 

Select the physical port number to which the line will be assigned. 

Complete the procedure by clicking on Apply. 
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Similar to the data service it is possible to verify the ping diagnostic towards the 

sip server by going to Diagnostics > Ping & Traceroute & Nslookup. 
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IPTV Service Setup 
Go to Advanced Setup > WAN Service and click Add to create a new WAN Service. 

 

Click on next on when asked to select the layer 2 interface. 

 

Setup the service type to Bridging and allow as IGMP multicast source. Then, 

optionally enter the service description. Finally, proceed to select the VID for the 

IPTV service in this example (VID 300). Proceed to click Next. 
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You will be prompted to the Summary screen to review all changed. Click 

Apply/Save to store the changes and finalize the service wan setup. 
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Go to Advanced Setup > Interface Grouping and click on Add to create a new 

interface. 

 

To create a bridge for IPTV, you can choose between statically selecting a port or 

automatically associate the LAN interface for bridge using the DHCP vendor ID. In 

this example, we have statically set port eth3.0, which is a reference to LAN port 4. 

Start by defining the Group Name, then select the WAN Interface from the drop 

down box we previously created for the IPTV service. Select the desired port from 

the Available LAN interfaces and using the arrows to move to Grouped LAN 

interfaces. Complete the procedure by clicking the Apply/Save button. 
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The bridge interface will now show up: 

 

Test IPTV Bridge using VLC 
1. Connect a PC to the access port (untagged port) of the switch member of 

VLAN 300. 

2. Run VLC program. 

3. Go to Media > Stream…  (May vary according to the version or operating 

system) 

 

 
 

4. A new screen will pop-up, click Add to select a video file from your PC. Then, 

click stream. 
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5. Click next on the following screen. 
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6. Click on the display locally, then choose RTP / MPEG Transport Stream from 

the drop down menu, then click add. This will add a new tab, click on the new 

tab. 
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7. Input the multicast address, for this example 224.1.1.1, and click next to 

continue. 

 
 

8. Clear the activate transcoding box and click next. 
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9. Select “Stream all elementary streams” and click Stream. 

 
 

 

10. The VLC player window will show running the sample video. 
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11. Using a network packet capture, we will be able to verify the IGMP traffic. 

 
 

12. Now, connect a PC to the LAN port 4 (IPTV bridge) of the ONT and open 

VLC. 

13. Go to Media > Open Network Stream  
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14. Enter the network URL as rtp://@224.1.1.1:5004 or rtp://224.1.1.1:5004. 

15. The VLC stream will now display the video 
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Frequently Asked Questions 
General Questions 

1. What is the difference between the router and bridge modes supported by 

the GPON device? 

 

When the ISP limits some specific computers to access Internet, that means 

only the traffic to/from these computers will be forwarded and the other will 

be filtered. In this case, we use bridge mode which works similar to a switch 

to connect to the ISP. The ISP will generally give one Internet account and 

limit only one computer to access the Internet. For most Internet users 

having multiple computers want to share an Internet account for Internet 

access, they have to add another Internet sharing device, like a router. In this 

case, we use the router mode which works as a general router plus an Optical 

Network Terminal. 
 

 

2. How do I know I am using PPPoE? 

 

PPPoE requires a user account to login to the provider's server. If you need 

to configure a user name and password on your computer to connect to the 

ISP you are probably using PPPoE. If you are simply connected to the 

Internet when you turn on your computer, you probably are not. You can 

also check your ISP or the information sheet given by the ISP. Please choose 

PPPoE as the encapsulation type in the PMG5318-B20B GPON device if the 

ISP uses PPPoE. 
 

 

3. Why does my provider use PPPoE? 

 

PPPoE emulates a familiar Dial-Up connection. It allows your ISP to provide 

services using their existing network configuration over the broadband 

connections. Besides, PPPoE supports a broad range of existing applications 

and service including authentication, accounting, secure access and 

configuration management. 
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Device Info Tab 

Hardware 
1. How to interpret the Power LED indications? 

 

 The LED will turn steady green when ready for use or blinking green 

when self-testing. 

 The LED will turn red when an error is detected, you may try rebooting 

the device to clear this status. 

 The LED will be off when the GPON device is not turned on. 

 

 

2. How to interpret the PON LED indications? 

 

 The LED will turn steady green when it has a PON line connection or 

blinking green when downloading firmware. 

 The LED will turn orange when the device has a fiber connected to the 

OLT but is not provisioned. 

 The LED will turn red when no PON connection is detected or fiber is 

disconnected. 

 The LED will be off when the PON link has been lost. 

 

3. How to interpret the Internet LED indications? 

 

 The LED will be steady green when it has an Internet connection but 

no traffic or blinking green when sending or receiving IP traffic. 

 The LED will be red when it attempted to get an IP address but failed 

to receive it. 

 The LED will be off when no IP connection is detected. 

 

4. How to interpret the USB LED indications? 
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 The LED will be steady green when it has recognized a USB connection 

for its corresponding port or it will be blinking green when sending or 

receiving traffic through its respective USB port. 

 The LED will be off when no USB has been detected on the 

corresponding port. 

 

5. How to interpret the Ethernet LED indications? 

 

 The LED will be steady green when a device is connected to the 

corresponding port or blinking green when IP traffic is passing through 

the corresponding LAN port. 

 The LED will be off when no IP connection is detected through the 

corresponding LAN port. 

 

6. How to interpret the Phone LED indications? 

 

 The LED will be steady green when a SIP account is registered to the 

corresponding phone port, or blinking green when the telephone is off 

hook or has an incoming call. 

 The LED will be steady amber to indicate a voice mail or blinking amber 

when the telephone is off hook with a voice mail, or a call is incoming 

and there is a voice mail for the corresponding line. 

 The LED will be off when no SIP account is registered. 

 

7. How to interpret the Wi-Fi LED indications? 

 

 The LED will be steady green when the wireless network is activated, 

or blinking green when communicating with other wireless devices. 

 The LED will be blinking amber when the GPON device is setting up a 

WPS connection. 

 The LED will be off when the wireless network has been deactivated.  
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8. What is the WLAN button used for? 

 

The WLAN button will power on or off the wireless local area network 

(WLAN) after being pressed for one second. 

 

 

9. What is the WPS? 

 

Typically to connect a wireless device to a router you need to know the 

router name (SSID) and its password. Wi-Fi protected support (WPS) is used 

to create network connections between the wireless router and the wireless 

devices quickly and securely.  

 

 

10. What to do in case you forget the GPON device password? 

 

You can press the reset button at the back of the device for more than 5 

seconds in order to reload the factory configuration, meaning all the pre-

configured settings will be erased from the device. 

 

Summary 
 

1. How can I access the Web GUI? 

 

You can access the web configurator using a web browser and the device IP 

address. The user name "admin" has unrestricted access to change and view 

configuration of your Broadband Router. The user name "user" can access 

the Broadband Router, view configuration settings and statistics, as well as, 

update the router's software. By default, the password for this user names 

are “1234”. 

 

 

2. What is the difference between the device serial number and the GPON 

serial number? 
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The GPON serial number is used by the device for its GPON connection with 

the OLT. The device serial number is an identifier of the physical hardware. 

 

 

3. What is the Build Time Stamp? 

 

The build time stamp identifies the firmware release date in the format 

YYMMDD_HHMM. 

 

 

4. Why are there two software version? 

 

The ONT can hold up to two firmware simultaneously, one being the active 

firmware running on the device, and the other a standby firmware. 

 

 

5. What is the uptime? 

 

The uptime displays how long the ONT has been running since it’s last boot 

up. 

 

 

6. What is the LAN IPv4 address? 

 

An Internet Protocol version 4 address is a label assigned to each device using 

the IP protocol in a network to identify each participating device. The address 

is usually represented in a dot decimal notation, for example 192.168.1.1 will 

be the factory default address of the LAN for the GPON device. 

 

 

7. What is the MAC Address? 

 

The MAC (Media Access Control), also known as physical address, is used to 

identify each network interface to communicate in a network segment. The 
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mac address of a device is usually displayer in hexadecimal format, for 

example: 01:23:45:67:89:10. 

 

 

8. What is a DNS Server? 

 

The Domain Name Server maps a domain name to its corresponding IP 

address and vice versa. The DNS server enables ease of navigation for user, 

as instead of remembering several IP addresses, it is only necessary to write 

the domain name in your favorite web browser. 

 

 

9. What is the safe temperature range for the optical transceiver operation? 

 

The safe range is from 0 to 70 Celsius degrees. 

 

 

10. What is the safe voltage range for the optical transceiver operation? 

 

The safe range is from 3.13 to 3.14 volts. 

 

 

11. What is the Bias current and what is the safe operation range? 

 

The bias current is the specific current at specific measured point required 

for the proper device operation. The safe range for the bias current is from 

4 to 50 mA. 

 

 

12. What is the safe optical Rx power range of operation? 

 

The safe range is from -28 to -8dBm. 
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WAN 
 

1. Where can I find my WAN interface details? 

 

Go to Device Info > WAN, this tab contains the information related to all WAN 

interfaces created in the GPON device: 

 

 
 

This table provide an overview of each interface for quick troubleshooting or 

identifying the settings originally defined for an interface. 

 

 A WAN may have defined multiple interfaces which are identified by the 

name of the managed element in this case VEIP0 which identifies the Virtual 

Ethernet Card (Router mode) for this device, followed by the index number 

of the interface. In this table, it is possible to identify key information like the 

encapsulation type (IPoE, PPPoE, or Bridge), as well as the VLAN ID, status of 

the interface and IPv4 address among other relevant details. This 

information will let you verify the correct settings are defined for a specific 

interface. 

 

Statistics 
 

1. How to read the LAN and WAN statistics? 

 

The LAN and WAN statistics provide valuable information about the network 

traffic passing through each LAN port or WAN interface. Both tables provide 

details on the amount of bytes and packets that pass through each interfaces 

showing additional details to detect potential issue like errored or dropped 

packets per interface, or a classification of the packets as multicast, unicast 

or broadcast.  
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In order to troubleshoot issues, it is possible to reset the counters in order 

to create a closed timeframe for a set of statistics. 

 

Route 
 

1. What is a routing table? 

 

The routing table contains a set of rules, which are often defined in a table 

format determining the destination of the packets in IP protocol. 
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The destination represents the IP address to which the entry applies, the 

gateway defines where the GPON device sends the traffic.  The Subnet Mask 

identifies the mask of the destination set and the flag marks the current state 

or characteristics of this entry. The service identifies the interface name to 

which a specific route applies and the interface identifies the specific entry 

to send the traffic through. 

 

 

ARP 
 

1. What is ARP? 

 

ARP stands for Address Resolution Protocol. It is a protocol used to map 

network addresses to physical address. 

 

 

2. What is an ARP table and how to read it? 

 

An ARP table is maintained by the GPON device to map network addresses 

and physical addresses. It is used to identify the MAC address to the physical 

address and to its associated interface shown in the device column. 
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DHCP 
 

1. What is DHCP? 

 

DHCP stands for Dynamic Host Configuration Protocol and it provides the IP 

addresses to IP hosts in a network segment. It is useful to prevent the 

overhead of association a mac address with its respective IP address device 

per device. It may also provide additional information required for a specific 

network related configuration. 

 

 

2. How to read the DHCP Lease table? 

 

The DHCP lease table provides a mapping of IP addresses to physical 

addresses. It also provides the hostname of the device and the expiration 

term for the IP address assignation. 
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Advanced Setup Tab 
 

Layer 2 Interface 
 

1. What is Layer 2? 

 

The layer two in the OSI model identifies the Data Link Layer. In this layer we 

can define a link between directly connected devices. The MAC address is 

mainly used to identify and handle devices at this level. In case of the GPON 

device we will create a GPON interface for layer 2 to communicate with the 

network. 

 

 

WAN Service 
 

1. What is a WAN? 

 

A WAN is a set or collection of networking devices spread over a geographic 

area. A WAN is usually defined by an ISP to provide services to a specific area 

and for specific services, like Internet, VoIP or IPTV. 

 

 

NAT 
 

1. What is the difference between Virtual Servers, Port Triggering and DMZ 

host? 

 

Virtual servers allow to redirect the IP traffic incoming from the WAN side to 

a private address on the LAN side. For example, a PC running a game as a 
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server can be accessed from outside the LAN using this method. Port 

triggering allows specific ports to be opened in the router firewall to be 

accessed by third parties, for example an FTP connection incoming from the 

WAN. Finally, a DMZ host will redirect all traffic to a host at a defined IP 

addressed. This host will have all ports opened, and traffic that has not been 

explicitly directed to a virtual server will end at this host, which usually is a 

firewall device or another NAT service.   

 

 

Security 
 

1. What is the difference between IP filtering and MAC Filtering? 

 

IP filtering enables to block IPv4 or IPv6 outgoing traffic by filtering per 

protocol, by source IP, source port, destination IP, and/or destination port. 

A combination of several filters is allowed, and for the filtering to occur all 

set filters must be satisfied. 

 

2. How to setup IP filtering? 

 

To setup IP filtering go to Advanced Setup > Security > IP Filtering and click 

on the add button to add a new filter. A new screen will be displayed showing 

all the available filter options. For example, to block ICMP traffic a specific IP 

address you may setup IP version as IPv4, then protocol as ICMP and 

destination IP address you want to block. 

 

 

3. How to setup Mac filtering? 

 

The MAC filter may only be configured for interfaces defined as bridge and 

may block traffic by protocol type (e.g. IGMP), destination MAC address, 

and/or source MAC address. A combination of this filters may be applied as 

well as the direction in which the traffic is blocked (e.g. from LAN to WAN). 



ZyXEL  PMG5318-B20B Application Note 

©2016 ZyXEL COMMUNICATIONS CORPORATION  
Proprietary and Confidential Information 

62 
 

 

 

Parental Control 
 

1. What is Parental Control? 

 

Parental control enables the setting of restrictions to specified devices 

connected to the LAN. This restriction may be set by time or by URL. 

 

2. How to setup parental control? 

 

To setup parental control to restrict the traffic of a device connected to the 

LAN input the MAC address of the PC to restrict access, set the days for the 

restriction and the start and end time. 

 

 
 

Make sure you have set the modem time in Management/Internet time 

before setting the restrictions. Multiple restrictions can be set to define 

several different time frames.  

 

Restriction can be defined by URL as well, two types of URL restrictions may 

be defined, Exclude and Include. If you define the exclude option, this will 

block the access to the URLs you define in the list. If include option is set, 

then it will only allow access to the URLs defined in the list. 
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Routing 
 

1. What is a default gateway? 

 

The default gateway is the node that will route packets to other networks. 

The default gateway is the generic route to which packets without aa specific 

route in the routing table are sent to. For example, in the home router, the 

Internet WAN service will be defined as the default gateway to connect to 

hosts or websites in external networks. In the GPON device configuration the 

default gateway may be defined when creating the Internet WAN interface 

or later modified by accessing Advanced Setup > Routing > Default Gateway 

and selecting the WAN Interface to serve as the system’s default gateway. 

 

 

2. What is a static route? 

 

Static route is a manually configured route defined in the routing table, 

rather than dynamically set. As this are static (fixed) routes they remain even 

after network changes, unless manually reconfigured. Static routes prove to 

be useful when defining a link between a few devices to increase routing 

efficiency or to define a failsafe route in case the default gateway fails. 

 

 

3. How to setup a static route? 

 

You can define a static route by accessing the web GUI and clicking Advanced 

Setup > Routing > Static Route. There you will be able to add a new entry; 

there you will be presented with the screen where you will be able to setup 

the IP version between IPv4 or IPv6. Define the destination IP address and 

prefix length of the destination. Then select the interface to where the traffic 

will be sent. The metric is the cost of transmission, better routes (like 
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shortest paths, or less congested paths) should have lower cost of 

transmission.  

 

4. In what cases is policy routing used? 

 

Other than the traditional view of routing based on the destination address 

only and taking the shortest path to forward a packet, this conventional 

method employs the routing table to define the destination of a packet. It is 

possible to define a policy routing to consider other factors, which will in turn 

override the default routing behavior and alter the packet routing. 

 

Policy based routing takes precedence to normal routing. And it can be used 

to direct traffic from different users through different connections or create 

load sharing. 

 

 

5. How to setup policy routing? 

 

Policy routing can be defined by clicking on Advanced Setup > Routing > 

Policy Routing which will display a screen that will enable us to set policies 

by defining the source IP and/or Port and setting the destination of packets 

as a WAN interface, which has to be previously configured in the WAN 

interface section. 

 

 

6. What is RIP When should I use it? 

 

RIP stands for Routing Information Protocol. RIP is a routing protocol that 

works by counting the hops from a source to destination as a measurement 

of its metric. It is used to prevent loops by setting a maximum number of 

hops. The protocol is repeatedly sending updates of the routing tables to its 

neighbors, which lately has been proven to be a disadvantage given the 

increase in size for network tables due to network growth and may create a 

significant load of network traffic. 
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DNS 
1. What is DNS? 

 

DNS stands for Domain Name Server. And its main function is to map human 

readable and generally more memorable address to their corresponding IP 

addresses. This system is what enables you to write a 

www.somedomain.com in the address bar of your favorite browser instead 

of remembering the IP address of each website you wish to visit. You may 

think of it as the address book in your phone, who remembers phone 

numbers any more, people search in their cellphones for the name of people 

and in turn the phone book will use the phone number to contact the person. 

It is the similar function for the DNS server, which will use the human 

readable address and in return use the computer readable address which in 

this case is the IP address of the website to access. The DNS server is 

generally automatically provided by the Internet Service Provider. 

 

2. What is Dynamic DNS? 

 

The Dynamic DNS service allows you to alias a dynamic IP address to a static 

hostname, allowing your computer to be more easily accessed from various 

locations on the Internet.  

 

To use the service, you must first apply an account from several free Web 

servers such as http://www.noip.com/. Without DDNS, we always tell the 

users to use the WAN IP of the GPON device to reach our internal server. It 

is inconvenient for the users if this IP is dynamic. With DDNS supported by 

the GPON device, you apply a DNS name (e.g., www.zyxel.com.tw) for your 

server (e.g., Web server) from a DDNS server. The outside users can always 

access the web server using the www.zyxel.com.tw regardless of the WAN IP 

of the GPON device. 

 

When the ISP assigns the GPON device a new IP, the GPON device updates 

this IP to DDNS server so that the server can update its IP-to-DNS entry. 
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Once the IP-to-DNS table in the DDNS server is updated, the DNS name for 

your web server (i.e., www.zyxel.com.tw) is still usable. 

 

It is possible to check IP address(es) for a URL by running a nslookup in the 

command prompt as follow: 

 

 
 

In turn you may input the IP addresses directly to your web browser and be 

directed to the notorious search engine Google™. 

 

 

1. When is DDNS needed? 

 

When you want your internal server to be accessed by using DNS name 

rather than using the dynamic IP address, we can use the DDNS service. The 

DDNS server allows to alias a dynamic IP address to a static hostname. 

Whenever the ISP assigns you a new IP, the PMG5318-B20B GPON device 

sends this IP to the DDNS server for its updates. 

 

 

3. What is UPnP? 

 

UPnP stands for Universal Plug and Play. It is a distributed open networking 

standard that used TCP/IP simple peer-to-peer network connectivity 

between devices. A UPnP device can automatically join a network, obtain 

an IP address, convey its capabilities and learn about other devices on the 
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network. In turn, a device can leave a network smoothly and automatically 

when it’s no longer in use. 

 

UPnP devices are called plug and play because when this feature is enabled, 

the devices will announce their network address and available services, 

which will enable clients to immediately start using those services.  

Storage Service 
 

1. What is the storage service? 

Using the on board file storage service you can connect a USB memory stick 

or hard drive to your GPON Device’s USB with users on your network.  

 

 
 

After connecting a USB device, you can check it by going to Advanced Setup 

> Storage Service > Storage Device Info. 
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2. How to setup the user accounts? 

In order to access the USB device, you will need to first setup a user account 

by going to Advanced Setup > Storage Service > User Accounts. There you 

will be presented with a screen to input the user name and password details. 

 

 

3. How to access the USB connected to my PMG5318-B20B? 

You can access a connected USB by using the windows explorer and 

connecting to the ONT IP like \\192.168.1.1\share. 

 

Remote Management 
 

1. How do I enable/disable Management from the WAN or LAN? 

 

To enable remote management to access the ONT by the web GUI or 

command line for configuration, go to Advanced Setup > Remote 

Management. Click enable and select between the options for each type of 

service or protocol to enable the access by LAN, WAN, only a trusted domain 

or block all remote management access.  

Remote management can be useful to provide quick access for the service 

provider to verify the GPON device configuration or provide remote 

assistance. 

 

Wireless Tab 
 

1. What is a wireless LAN? 

 

Wireless LANs provide all the functionality of wired LANs, without the need 

for physical connections (wires). Data is modulated onto a radio frequency 

carrier and transmitted through the ether. The GPON device wireless LAN 

works in the 2.4GHz band and is compliant with IEEE 802.11b/g/n, using a 

2x2 MIMO technology to reach up to 300Mbps PHY rate. 

file://///192.168.1.1/share
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2. What is MIMO? 

 

MIMO stands for Multiple Input Multiple Output. This technology enables 

wireless network to be speedier. It works by increasing the number of 

receiver and transmitter antennas. The additional antennas work together 

to provide better performance without increasing the bandwidth or 

requiring too much additional power.  

 

3. What are the advantages of a WLAN? 

 

 Mobility: Wireless LAN systems can provide LAN users with access to 

real-time information anywhere in their organization. This mobility 

supports productivity and service opportunities not possible with 

wired networks. 

 Installation Speed and Simplicity: Installing a wireless LAN system can 

be fast and easy and can eliminate the need to pull cable through walls 

and ceilings. 

 Installation Flexibility: Wireless technology allows the network to go 

where wire cannot go. 

 Reduced Cost-of-Ownership: While the initial investment required for 

wireless LAN hardware can be higher than the cost of wired LAN 

hardware, overall installation expenses and life-cycle costs can be 

significantly lower. Long-term cost benefits are greatest in dynamic 

environments requiring frequent moves and changes. 

 Scalability: Wireless LAN systems can be configured in a variety of 

topologies to meet the needs of specific applications and installations. 

Configurations are easily changed and range from peer-to-peer 

networks suitable for a small number of users to full infrastructure 

networks of thousands of users that enable roaming over a broad area. 

 

 

4. What is a disadvantage of WLAN? 
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The speed of Wireless LAN is still relatively slower than wired LAN. The setup 

cost of Wireless LAN is relative high because the equipment cost including 

access point and PCMCIA Wireless LAN card is higher than hubs and CAT 5 

cables. 

 

 

5. What is an Access Point? 

 

An access point (AP) is a wireless device that with an antenna and a wired 

Ethernet connection broadcasts information using radio signals. An AP 

typically acts as a bridge for the clients to extend the reach of a network. It 

can pass information to wireless LAN cards in PCs allowing those computers 

to connect wirelessly to a campus network for example. 

 

 

6. Is it possible to use wireless products from a variety of vendors? 

 

Yes. As long as the products comply with the standard IEEE 802.11 b/g/n. The 

Wi-Fi logo is used to define the 802.11 family compatible products.  

 

 

7. What is Wi-Fi? 

 

The Wi-Fi logo means that a product is interoperable with wireless 

networking equipment from other vendors. A Wi-Fi logo product has been 

tested and certified by the Wireless Ethernet Compatibility Alliance (WECA). 

The Socket Wireless Lan Card is Wi-Fi certified, and that means that it will 

work (interoperate) with any brand of Access Point that is also Wi-Fi certified. 

 

 

8. What type of devices use the 2.4GHz band? 

 

Various spread spectrum radio communication applications use the 2.4 GHz 

band. This includes WLAN systems (not necessarily of the type IEEE 802.11b), 

cordless phones, wireless medical equipment and Bluetooth short range 
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wireless application, which include connecting printers to computers and 

connecting modems or hands-free kits to mobile phones. 

 

 

9. Does 802.11 interfere with Bluetooth devices? 

 

Any time devices are operated in the same frequency band: there is potential 

interference. Both the 802.11b/g and Bluetooth devices occupy the same 

spectrum. But a Bluetooth device would not interfere with other 802.11 

devices much more than another 802.11 device would interfere. While more 

collisions are possible with the introduction of a Bluetooth device, they are 

also possible with the introduction of another 802.11 device or a new 2.4 

GHz cordless phone for that matter. But, Bluetooth devices are usually low-

power, so the effects that a Bluetooth device may have on an 802.11 

network, if any, aren’t far-reaching. 

 

 

10. Can radio signals pass through walls? 

 

Transmitting through a wall is possible depending upon the material used in 

its construction. In general, metals and substances with higher water content 

do not allow radio waves to pass through. Metals reflect radio waves and 

concrete attenuates radio waves. The amount of attenuation suffered in 

passing through concrete will be a function of its thickness and amount of 

metal re-enforcement used. 

 

 

11. What are the potential factors that may cause interference among WLAN 

products? 

 

a. Obstacles (walls, ceilings, furniture, etc.) 

b. Building materials (metal doors, aluminum studs, etc.) 

c. Electrical devices (microwaves, monitors, etc.) 
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12. How to overcome interference factors for WLAN products? 

 

a. Minimizing the number of walls and ceilings. 

b. Locate antennas for better reception. 

c. Keep WLAN products away of electrical appliances. 

d. Add additional access points. 

 

 

13. Should I enable client Isolation for my Wi-Fi access point? 

 

Wireless Isolation, sometimes called client isolation, is a setting on a wireless 

router. When this setting is enabled it prevents a computer that is connected 

to the network by a wireless connection from accessing computers and 

resources that are connected to the network by a wired connection. It will 

also prevent one wirelessly connected device from connecting to another 

wirelessly connected device. In essence Isolating that device on the wireless 

network. 

 

This is used as a method of security so that you can provide both wired and 

wireless connection through the same network without opening up secured 

computers and resources to potentially unwanted visitors. This can be very 

helpful in businesses that have a wireless hotspot located in their lobby for 

example. 

 

 

14. What is a SSID, should I hide it? 

 

SSID stands for Service Set Identifier, in simpler words it is used to name a 

particular wireless network. The GPON device is able to define several SSID 

each with different characteristics. For example, you can define an SSID for 

your home network with a set of privileges and a network for guests with 

less privileges or increased security. 

 

In case, you want increased security you can hide your network. In this 

fashion only people you want to add to your network will find it. 
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15.  How does the wireless bridge operate in my PMG5318-B20B? 

 

It is possible to create a wireless bridge to extend the range of a wireless 

network with other compatible devices. By enabling the remote bridge 

feature, you’ll be allowing selected APs to establish a wireless bridge 

connection with the GPON device. It is also possible to scan for nearby 

devices to automatically select them and create a bridge. This functionality 

can also be disabled. 

 

 

Diagnostics Tab 
 

1. What does it mean that my eth0 (1,2, or 3) connection passed? 

 

Using the convenient help link located next to each test result, it is possible 

to interpret the result. If the test is passed for the Ethernet port, it means 

that a device (e.g. computer) is connected to a LAN port and that it has a 

successful connection with the GPON device. 

 

 

2. I have no computers connected to my GPON device via Wi-Fi, why is the 

LED green and why the test shows passed? 

 

The green LED for Wi-Fi determines that a Wi-Fi connection is available from 

the GPON device and the Wi-Fi passed test shows that the connection is 

present. Even though devices are not connected to the Wi-Fi, it is possible to 

determine in this fashion that a connection is available and present for 

devices to readily connect. 

 

 

3. What should I do if a test is failed for a LAN port or Wi-Fi connection? 
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The help link next to the test result, also provides insightful information 

about the troubleshooting when a test is failed. 

 

In case of the failure of a LAN port it is suggested to test: 

 

a. If you are not able to access this page, verify that the Ethernet cable 

from your computer or your hub is connected to the LAN port on the  

GPON Router. Reset the cable by unplugging both ends and 

reconnecting them to their respective ports. 

 

b. In case of a Wi-Fi connection issue, verify that the wireless 

configurations from your computer and your broadband router are 

matched and correct. 

 

c. Turn off the Broadband Router, wait 10 seconds and turn it back ON. 

 

d. Make sure you are using the Ethernet cable supplied with your GPON 

device. 

 

e. With the router on, press the reset button on the Broadband Router 

for at least five seconds and release it. This resets the Broadband 

Router to its default settings. Wait for the Broadband Router to 

initialize, then close and restart your Web browser. To reconfigure the 

router, type your GPON device account username and password. 

 

f. Rerun the Diagnostics test, to verify the results. In case, the tests fail 

again contact the ISP technical support. 

 

4. What is a ping test? When and how should I run it? 

 

A ping test is a method to verify connection with a network or to a specific IP 

address. Microsoft Windows as most operating systems has this tool 

integrated in their systems natively. In order to run a ping test directly from 

the GPON device you may access the web GUI > Diagnostics > 

Ping&TraceRoute&Nslookup and input an IP address or URL into the TCP/IP 
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Address and click Ping. It will process for a few seconds and display the 

results. 

 

 
 

The Ping test should be run when required to test the network connection 

or to verify connectivity to a specific IP address. 

Management Tab 
 

1. Why should I backup my ONT configuration and how to do it? 

 

After the initial setup it is recommended to back up the configuration, in 

case it is later needed to reset the device to factory default, you may 

easily setup again all your service by restoring the file. It is possible to 

back up the configuration using the web GUI by accessing Management > 

Settings > Backup. There you will be presented with the Backup Settings 

button which will let you save the current device configuration to the local 

PC. 
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It is possible to restore or update the settings of the device by selecting 

the same file previously downloaded and accessing Management > 

Settings > Update. There you will be able to select the file and click on 

update settings to load the device configuration. 

 

 
 

 

2. What is the difference between alerts and logs? 

 

An alert is a type of log that warrants more serious attention. They include 

system errors, attacks (access control) and attempted access to blocked 

web sites. Some categories such as system errors consist of both logs and 

alerts. You may differentiate them by their color in the View Log screen. 

Alerts are displayed in red and logs in black. 

 

 

3. How do I change the password to access the PMG5318-B20B web 

management? 

 

It is possible to change the password of the device by accessing the 

Management > Access Control > Passwords. There you will be able to 

input the username for which you want to define the password and enter 

the old and new password for your device. Please remember to keep your 

password in a safe location. In case you forget the password to access 

your device a reset to factory default is required to access the device. The 

reset will cause all your configuration to be lost.  
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4. What is a software update? 

 

A software update will be recommended by your ISP when new firmware 

is released for your device containing new features or improvements in 

performance. The software update must be done cautiously. Please verify 

that the firmware corresponds to the exact model of your device by 

checking the label at the bottom of your device. The upload of the 

firmware is done using the web GUI by locating at Management > Update 

Software. There you will be able to select the file, generally, with a bin file 

extension and click the Update Software button. 

 

 
 

 

5. What should I do if I forget the IP address of my GPON device? 

 

The default IP address of your device is 192.168.1.1. In case you have 

changed the IP address and forgotten it, reset the GPON device by 

pressing the reset button for more than 5 seconds until the power LED 

begins to blink and then release it.  

 

 

6. How to troubleshoot a failed internet connection? 
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Start by checking all cables are connected properly, and the LEDs are 

behaving as expected. For example, the PON LED will turn red if the 

optical connection has a malfunction or is not connected properly. Or will 

turn orange in case the device is not provisioned properly. In case the 

device is not properly provisioned contact your ISP for technical support. 

 

Disconnect all cables of the devices for 10 seconds and reconnect. Make 

sure the WAN setup has been entered correctly and that the device is 

configured properly. It is possible to reset the device to factory default 

and try to input the information again to double check the configuration. 

In case the internet connection is not reestablished contact your ISP for 

technical support. 


